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A Program View

Captures stakeholder
needs and channels the
whale program towards
meeting those needs

Business Mission

Capability Delivery The peaple, processes,
and fechnology necessary
to build, deploy, and
operate the program’s
products (i.e, the
software factories)

Mission systems or
services that are delivered,
deployed, and operated
for use by the warfighters

‘f_ Lete 4
DevSecOps
Oriented Program
Application Business Case I Platform
Shared Services Requirements I Infrastructure
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All software oriented programs are driven by three
concerns:

Business Mission — captures stakeholder
needs and channels the whole program in
meeting those needs. It answer the questions
Why and For Whom the program exists
Capability to Deliver Value — covers the
people, processes, and technology necessary
to build, deploy, and operate the program’s
products

Products — the units of value delivered by the
program. Products utilize the capabilities
delivered by the software factory and
operational environments.
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DevSecOps: Modern Software Engineering Practices and Tools that
Encompass the Full Software Lifecycle

TIME

BENEFITS

DevSecOps isa cultural and engineering practice that breaks down
barriers and opens collaboration between development, security,
and operations organizations using automation to focus on rapid,
frequentdelivery of secure infrastructure and software to production.
It encompasses intake to release of software and manages those
flows predictably, transparently, and with minimal human
intervention/effort[1].

A DevSecOps Pipeline attempts to seamlesslyintegrate “three
traditional factions that sometimes have opposing interests:

* development;which values features;
* security,which values defensibility; and
* operations, which values stability [2].”

Not only does one need to balance the factions. They mustdo soin a
way that balances risk, quality and benefits within their time,
scope, and cost constraints.

[1] DevSecOps Guide: Standard DevSecOps Platform Framework U.S. General Services Administration.
UUAUTY https://tech.gsa.goviguides/dev_sec_ops_guide. Accessed 17 May 2021
[2] DevSecOps Platform Independent Model, https://cmu-sei.github.io/DevSecO ps-Model/
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SEIl DevSecOps Platform Independent Model (PIM)

© 2023 Carnegie Mellon University

Is an authoritative reference to fully design and
execute an integrated Agile and DevSecOps
strategy in which all stakeholder needs are
addressed

enables organizations to implement DevSecOps in
a secure, safe, and sustainable way in order to fully
reap the benefits of flexibility and speed available
from implementing DevSecOps principles,
practices, and tools

was developed to outline the activities necessary to
consciously and predictably evolve the pipeline,
while providing a formal approach and
methodology to building a secure pipeline tailored
to an organization’s specific requirements
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Reference Architecture/Platform Independent Model (PIM)

A Reference Architectureis an authoritative source of
information about a specific subject area that guides and
constrains the instantiations of multiple architectures and

solutions [1].

Stakeholder
Requirements

Guides and constrains

} Reference Architecture

the development of

Input f
it | Solution

'L Architectures

[1] DoD Reference Architecture Description,
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A PIM is a general and reusable model of a solutionto a
commonly occurring problem in software engineering within a
given context and is independent of the specific technological

platform used to implement it.

PIM model

map

Melamg

A

map/generate

evaluate

\ PIM" model
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ff PSM-1 evolve i ; PSM-1' \
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NOTE: PSM = Platform Specific Model
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https://dodcio.defense.gov/Portals/0/Documents/DIEA/Ref_Archi_Description_Final_v1_18Jun10.pdf
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Example of Requirements Representation in Diagrams from PIM
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All requirements are organized into
categories based on logical and
functional groupings:
 Governance

* Requirements

« Architecture and Design

« Development

« Test

« Delivery

« System Infrastructure

Requirements Table Link
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DevSecOps Capability/Strategic Viewpoint
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DevSecOps Operational Viewpoints
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An operational model for a system describes behavior of the system to conduct enterprise operations.

The main operational processes for DevSecOps includes development process for the product, as well

as the DevSecOps process itself.
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== DeySecOps Personnel Viewpoints Soimare,

Personnel viewpoints are used to model the
socio part of DevSecOps system.

» Personnel Structure —
Posts with Responsibilities
Link

» Critical Roles — |
Responsibilities, Goals and

UeStlonS [DISTRIBUTION STATEMENT A] This material has been approved for public release and unlimited distribution.
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Everyone Plays

a Role in DevSecOps Shitoere

Enginoering
imstitute

Legend

7 ContributesTo

/15 Capable To Perform
7 Observes

A Muttiple (one-way)

51 1 Operancnal Aciivities and Flow Dagrams

41 ™1 DevsecOps Model Overview

&) ™ Plan DevSecOps Prase

£ ™ Product Under Development Lifecyde

£ ¢7 P2 Preduct Under Development Main Flow
& 02 P21 Plan Prodect
W P22 Develap Product
0 P24 validate Product
& 2 P25 Deploy Prodect
{2 P26 Operate Product
B P27 Mesitor Produce
2 P20 Marage G Licanses and Agr
21720 Provide Faedback
2 P200 Parform Quality Assurance
2 P21 Parform Data Anabyis
2 P2-10 Monkor Develop and Test £
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2 P2-1% Aggregate, Store and Report on Product Colecsed Martoring, PLEE

Critical Roles are mapped to Operational Activities.
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Example Threat Modeling Diagram for Write Code
Operational Activity
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DevSecOps Threat to Operational Activity Matrix
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Threats Link
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Capturing the Complexity of the DevSecOps System
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The DevSecOps PIM enables Organizations, Projects,
Teams, and Acquirers to

» specify the DevSecOps requirements to the lead system integrators tasked
with developing a platform-specific solution that includes the designed
system and continuous integration/continuous deployment (CI/CD) pipeline

« assess and analyze alternative pipeline functionality and feature changes as
the system evolves

« apply DevSecOps methods to complex products that do not follow well-
established software architectural patterns used in industry

« provide a basis for threat and attack surface analysis to build a cyber
assurance case to demonstrate that the product and DevSecOps pipeline
are sufficiently free from vulnerabilities and that they function only as
iIntended

 evaluate the capabilities of software factories
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Capablility Maturity

A maturity model is a set of characteristics, attributes, indicators, and patters that
represent progression and achievement in a particular domain or discipline

A maturity model allows an organization, or software factory, to have its practices,

processes, and methods evaluated against a clear set of artifacts that establish a
benchmark

Capability maturity levels are arranged in an evolutionary scale that defines
measurable transitions from one level of capability to another.
Maturity models can be used to

- Determine an organization’s current level of capability and then apply these methods
over time to drive improvements

- Determine how well a program is performing by examining the capabilities of its sister
programs.

The SEI has been defining such models and associated appraisal methods for
over 30 years.
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DevSecOps Capability Maturity

As a DevSecOps system matures, so will its capabilities

DevSecOps can be broken down into 10 capabilities

* These capabilities are groupings of requirements that, when combined, define a collective
competency in performing a set of functional activities across the product lifecycle

The capability levels represent the measure of consistency and completeness

* This 1s usually achieved through increased automation, in which functional activities are

performed.
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DevSecOps Maturity Levels

Maturity
Level

Performed Basic Practices

Description
This represents the minimum set of engineering, security, and operational practices
that is required to begin supporting a product under development, even if only
performed in an ad-hoc manner with minimal automation, documentation, or process
maturity. This level is focused on minimal development, security, and operational
hygiene.

Documented/Automated
Intermediate Practices

Practices are completed in addition to meeting the level 1 practices. This level
represents the transition from manual, ad-hoc practices to the automated and
consistent execution of defined processes. This set of practices represents the next
evolution of the maturity of the product under development’s pipeline by providing the
capability needed to automate the practices that are most often executed or produce
the most unpredictable results. These practices include defining processes that enable
individuals _to perform activities in a repeatable manner.

Managed Pipeline Execution

Practices are completed in addition to meeting the level 1 and 2 practices. This level
focuses on consistently meeting the information needs of all relevant stakeholders
associated with the product under development so that they can make informed
decisions as work items progress through a defined process.

Proactive Reviewing and
Optimizing DevSecOps

Practices are completed in addition to meeting the level 1-3 practices. This level is
focused on reviewing the effectiveness of the system so that corrective actions are
taken when necessary, as well as quantitively improving the system’s performance as it

relates to the consistent development and operation of the product under development.

© 2023 Carnegie Mellon University
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Link to

DevSecOps Core Capabillities o DevSecOps

PIM

Capability Definition
Configuration managementis the set of activities used to establish and maintain the integrity of the system and product under development, and
associated supporting artifacts throughout their useful lives. Differentlevels of control are appropriate for different supporting artifacts and
implementation elements and for different pointsintime. For some supporting artifacts and implementation elements, it may be sufficient to
maintain version control of the artifact orelementthatistraced to a specificinstance of the system or product underdevelopmentin use ata given
time, pastor present, sothatallinformation related to agiveninstance, orversion, isknown. Inthat case, all othervariations of the artifactsand
elements can be discarded as subsequentiterations are generated or updated. Other supporting artifacts and implementation elements may require
formal configuration, in which case baselines are defined and established at predetermined pointsinthe lifecycle. Baselines, and subsequent changes
are formally reviewed and approved which will serve as the basis for future efforts. The configuration management capability of a system matures as
the consistency and completeness of the integrity controls are putin place to capture all supporting artifacts and implementation elements associated
with the system and product under development while keeping pace with the DevSecOps pipeline through automation and integration with all
aspects of the lifecycle. Thisincludes (1) monitoring the relationship between artifacts and elements foragiveninstance, orversion, of the system or
productunderdevelopment, (2) capturing sufficientinformation to identify and maintain configuration items, even if those who created them are no
longeravailable, (3) defining the level of control each artifactand element requires based on technical and business needs, (4) systematically
controlling and monitoring changes to configuration items, and (5) enforcing and logging of all required relevant stakeholderreviews and approvals,
based onthe organization, project, and team policies and procedures.

Deploymentis the set of processes related to the delivery or release of the product under developmentinto the environmentin which users of the

productinteract withit. The deployment capabilities of the system mature with increased levels of automation and advanced rollback and release
functionality.

Hosting services are made up of the underlying infrastructure and platforms that both the system and product under development operate upon. This
includes the various cloud providers, on premises bare-metal and virtualization, networks, and othersoftwareas a service (SaaS) thatis utilized along
with the management, configuration, access control, ownership, and personnelinvolved.
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Link to

DevSecOps Core Capabillities o DevSecOps

PIM

Capability Definition
Integrationis the process of merging changes from multiple developers made to asingle code base. Integration can be made manually on a periodic
basis, typically by aseniororlead engineer, orit can be made continuously by automated processes as individual changes are made to the code base.
In either case, the purpose of integrationis to assemble aseries of changes, mergeand deconflictthem, build the product, and ensurethatit
functions asintended and that no change broke the whole product, even if those changes worked in isolation.

Monitorand control involves continuously monitoring activities, communicating status, and taking corrective action to proactively address issues and
consistently improve performance. More mature projects automate as much of this as possible. Appropriatevisibility enables timely corrective action
to be taken when performance deviates significantly from what was expected. A deviationis significantif it precludes the project from meetingits
objectives when left unresolved. Items that should be monitored include cost, schedule, effort, commitments, risks, data, stakeholderinvolvement,
corrective action progress, and task and work product attributes like size, complexity, weight, form, fit, orfunction.

Planning and trackingisthe set of practices one uses to define tasks and activities. Italsoincludes the resources one needs to perform those tasks and
activities, achieve an objective or commitment, and track progress (or lack thereof) towards achieving the given objective. It provides the mechanisms
requiredtoinform relevant stakeholders where an effort currently is within the process and whetheritis ontrack to provide the expected outcomes.
These mechanisms allow relevant stakeholders to determine what has been accomplished and what adjustments or corrective actions need to occur
to accountforimpediments and otherunforeseen issues. Ideally, impediments and issues are proactively identified and addressed. Practices include
documenting activities and breaking them down into actionable work to which one can assign resources, capturing dependence, forecasting, mapping
work to requirements, collecting data, tracking progress to commitments, and reporting status. The planning and tracking capability of a system
matures as the automation and integration of associated practices increases.

Quality assurance is aset of independent activities (i.e., free from technical, managerial, and financial influences, intentional or unintentional)
designed to provide confidence to relevant stakeholders that the DevSecOps processes and tools are appropriate forand produce products and
services of suitable quality fortheirintended purposes. It assumes that the organization's, team's, and project's policies and procedures have been
defined based on all relevant stakeholder needs, which will resultin a value stream that consistently produces products and services that meet all
relevant stakeholder expectations. The quality assurance capability of a system matures as its ability to assess adherence toand the adequacy of the
defined policies and procedures improves.

[DISTRIBUTION STATEMENT A] This material has been approved for public release and unlimited distribution.
© 2023 Carnegie Mellon University


https://cmu-sei.github.io/DevSecOps-Model/#Diagrams__0d5b34ef-7c21-4e66-a663-91924d4a8656

Link to

DevSecOps Core Capabillities o DevSecOps

PIM

Capability Definition
Software assurance is the level of confidence that software functions only asintended and is free from vulnerabilities eitherintentionally or

unintentionally designed orinserted as part of the software throughout the full software lifecycle. It consists of two independent butinterrelated
assertions:

1. The software functions only asintended. It exhibits only functionality intended by its design and does not exhibit functionality notintended.

2. The software is free from vulnerabilities, whetherintentionally or unintentionally presentin the software, including softwareincorporated into the
final system.

Itisthe responsibility of the DevSecOps system to ensure that software that meets the organization's threshold for software assurance is allowed to
be deployed and operated.

Solutions development determines the best way of satisfying the requirements to achieve an outcome. Its goals are to evaluate baseline requirements
and alternative solutions to achieve them, select the optimum solution, and create a specification for the solution. Each development value stream
develops one or more solutions, which are products, services, or systems delivered to the customer, whetherinternal or external to the enterprise.

Verification and validation is the set of activities that provides evidencethat the system orapplication under developmenthas met the requirements

and criteriathatare expected. The scope includes the general realm of testing, verifying, and validating activities and matures as automation,
feedback, andintegration with otherelementsincrease.
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Link to

Configuration Management Capability Levels uﬁ s

Description
e All supportingartifacts and implementation elements that require configuration control areidentified and documented.
¢ The level of configuration control for each supporting artifactand implementation element is defined.

1 e Whilethe configuration management of supportingartifacts may bea fully manual process,an automated version control system, or set of systems, must be in placeto track current
and historical versions of files used to create implementation elements.
e Automated configuration management system(s)are in placefor all identified supporting artifacts and implementation elements.
e Immutable loggingisin placeforall changes to configurationitems and associated metadata, such as who made the change, when the change occurred, and what was changed.
¢ Changes to the system and product under development areassociated with an approved requirement or change request.
2 e All relevantstakeholders are notified when changes to configurationitems arerequested.
e Some integration between the automated version control system used for filetracking and other aspects of the DevSecOps pip elinehas occurredin order to enable the automatic
triggering of other activities.
e The automated version control systemtraces relationships between test artifacts and requirements,and test results and ass ociated artifacts, to a specific instance of the system or
product under development in use at a given time, pastor present.
e Manage and control the volatility of change. Be ableto identify impacted supportingartifacts and implementation elements a given change request will impact.
¢ Use automatic discovery tools to scan current instance of system and product under development, and associated configuratio ns, to identify mismatches between currentinstance
3 & nd approved versions under configuration management in order to ensure integrity of the instantiated instances. Automatically reportall mismatches to relevant stakeholders.

¢ The system shallautomatically maintain an audittrail of all system configuration changes toincludewhat was changed, who /what changed it, and when the change occurred.

e System only allows authorized individuals, or entities, to make specific types of changes to the product under development based on the individual’s role, or entity’s purpose, and
where they areinthe DevSecOps pipeline.

e Automatically correctany misconfiguration of the currently instantiated systemand productunder development based on approved supportingartifacts and implementation
elements under configuration control.

ZBle The system shall monitor user activities and actively identify security-related actions and system configuration changes that are uncharacteristicof the given user and notify relevant
stakeholders of the uncharacteristic behavior to validate the change was appropriateand to avoidinsider threats.

o Afullyautomated change proposal processisin place, where changes areproposed and automatically routed to relevant stak eholders for approval and implemented by the system.
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Link to

Deployment Capability Levels DevSecOps

PIM

Description
i e The system can manuallyrecoverifa failureoccursina deployed product, deploying the product atthe lastknown acceptablestate.

e Aqualitycriterion for the deployment of the system and product under development is defined.
e While monitoringfor failures can bea combination of manual and automated detection processes:
7 the system can automatically recover if a failure occurs in a deployed product, deploying the product at the lastknown accep tablestate.
- the system can automatically recover the product to a previously workingstatein the event of system failure.
- the system cantrackthe changes between deployed products and the personnel and reasoninginvolved inthe change.

® Both the system and product under development are fully automated in terms of orchestration and deployment into target envi ronments
e Various releasestrategies aresupported to includecanary, Blue-Green, multipleservice, batch, rolling,and A/B testing.
¢ The product under development is deployed continuously, supported by sufficientautomation in which no human intervention i s required to releasethe product to its users.
e The system shallautomatically collect the necessary data to monitor the system and product under development for failures and qualityissues and alertrelevantstakeholders when
correctiveactions arerequired.
¢ Inthe event that a failureor cancellation occurs during deployment of the product or system, the system will automatically restorea the most recent working version.
e Automated updatingor patching of softwareused by the system. Patches are rolled out automatically to the various parts of the system.
e Continuous improvement of the testing procedures is performed based on the data collected from the system and product under development tests.
¢ The system shall automatically identify and track when the defined quality criteriahavenot been met andthe automated qua lity controls have been bypassed. All relevant
stakeholders will beautomatically notified,and the noncomplianceissuewill betracked to closure.
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Link to

Hosting Services Capability Levels DevSecOps

PIM

Description
e The hosting services adequately supportthe scalability, reliability, regulatory, and security requirements to operate, maintain,and build an organization's product.
I8 le The hostingservices provide compatibility with the testing frameworks and tools utilized throughout system and product development lifecycles.

¢ Logs from hostingservices areaggregated, auditable,and analyzable.

e System transactionlogsareavailableand immutable.

¢ Performance metrics can be visualized and analyzed for hardware, software, database,and network components.
* Role-based access control is utilized throughout.

2 B All information collected uses proper techniques to mitigate privacy and sensitivity concerns,and can be properly disposed of when necessary.
¢ All configurationitems areidentified and resources are planned and executed in order to maintain configurationintegrity of the given item.
e Disaster recovery processes aredocumented and supported.
e The system infrastructureis provisioned usinglaCand is automated.
e Captured metrics can generate alerts based off of defined values.
3 The system is ableto automatically alertand communicate metrics associated with security risks of the underlyinginfrastr uctureto stakeholders so they can manage riskand make

decisions regardingriskand impactto software applications.
e Automatic upgrading of operating system software and supportingservices is in place.

e Qualities such as performance, capacity, security, compliance, and risk tolerance are continuously being monitored using au tomated tools. Results from the automated tools are
automatically reported to all relevantstakeholders to ensure the quality of the automated process and to identify and track improvements to quality attributes.

ille System configuration and performanceare continuously being monitored usingautomated tools to identify and report all anomalies. Results from the automated tools are
automatically reported to all relevantstakeholders sothey can manage riskand make decisions.
e Infrastructureis immutableand can be automatically replaced versus updatein place.
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Link to

Integration Capability Levels DevSecOps

PIM

Description
e Documented, repeatable, processes existthat may be manual, automated, or some combination of the two.
e Some individual processes (e.g., merging changes) may require expert subjectivejudgement.
{0 |* Processes mayrequiremanual intervention between phases and/or to coordinate steps between disparatesystems
e Some human-human and human-process contactoccurs outsidethe orchestration pipeline.
e Process initiationismanual andirregular.

* Most individual processes arescripted and repeatable.

* Expert subjectivity has been removed from all processes by adopting processes with objective criteria for success.
2 e An orchestrated integration pipelineexists; however, it may not be fully automated.

e Some human-human and human-process contactoccurs outsidethe orchestration pipeline.

¢ Integration process initiation is regular whether manual or automated.

e All individual processes arescripted and fully automated.
* An orchestrated integration pipelinecontrols all processes fromstartto finish.

3 e All human-process contactoccurs fromwithin the context of the orchestration pipeline(e.g., approvals capturedin ticketing system, SCM, etc., and orchestration continues).
¢ The entire integration pipelineis fully automated, requiring no manual intervention.
. ¢ The entire integration pipelineruns in near real time as changes arecommitted to the code base.

e Alerts, notificationsand results ofintegration aresent to relevant engineers automatically.
e Asuccessfullyintegrated productis ready for delivery with no additional manual processesrequired.
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Link to

Monitor & Control Capability Levels DevSecOps

PIM

Description
¢ All supporting artifacts and implementation elements that require monitoring and control are identified and documented.
¢ The level of monitoring and control for each supporting artifact and implementation elementis defined.
28« Apolicyand plan for planningand performing the monitor and control capability is established and maintained.
¢ The work products of the monitorand control capability are placed underappropriate levels of control.

¢ The people performing or supporting the monitorand control capability are trained as needed.

¢ Automated monitorand control system(s) are in place forall identified supporting artifacts and implementation elements.
¢ Automated collection of work products, measures, and measurementresults are in place.

¢ Automated comparison of actual measurements to expected measurements is performed, and deviations are quantified.
¢ Automated alerting when significant deviations occur.

¢ The relevant stakeholders of the monitorand control capability are identified, involved, and are obtaining the information they need to make decisions.
3 Sharing of monitorand control information to relevant stakeholders is automated.
¢ Stakeholders can tailorthe visualizations of the information provided to meet their needs.

¢ The monitor and control capability isitself subject to being monitored and controlled and corrective action is taken when necessary.

¢ Automated collection of monitor and control capability work products, measures, measurement results, and improvement inform ation, including records of
B lsignificant deviation, criteriaforsignificant deviation, and corrective action results, are in place.

¢ Root causes of defects and other problemsinthe monitorand control capability are identified and corrected.

¢ Monitorand control capabilityisitself subject to continuous improvement.
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Link to

Planning & Tracking Capability Levels DevSecOps

PIM

Description
Manual practices are used, with possible use of some rudimentary tools, that collectand storeinformation used to trackand report status and outputs from planningand tracking
S activities.

¢ Planningandtrackingtools areused to define tasks and activities, along with the resources needed to perform them and ac hieve an objective or commitment, and track progress, or
lack thereof, towards achievingthe given objective.
¢ The tools providethe ability to capture and associate planningand tracking metadata, such as estimates, assumptions, prioritization, assignment, status, commitments, assets,

AR ssociation to implementation elements and supportingartifacts, and agreements. Metadata may consistof mostly manually coll ected information, with minimal automation.
e Automated visualization techniques are used to organize activities, understand dependencies, coordinate multiteam efforts, and road map future commitments. The automated
system is used to shareprojectplans andstatus of current activities with relevantstakeholders.

e The planningandtrackingtools areableto coordinate multiplevaluestreams at the organizational level. Planningand tra cking activities areintegrated to include both technical and
non-technical activities, such as quality assurance, documentation, testing, and configuration management. Dependencies between technical and non-technical activitiescan be
visualized in order to coordinate efforts and identifyissues.
e Metadata is used to supportestimation, projections and what-if scenarios simulations. Organizations, projects,and teams are ableto customize metadata, and associated use, in
< lorder to meet relevant stakeholder needs.
¢ The planningand trackingtools areintegrated with other tools in order to automatically collect metadata associated with various valuestreamactivities. This includes defect, issues,
and noncompliance efforts as they are automatically discovered and subsequently addressed and tracked to closureand asset ma nagement.
e Automated stakeholder notification and status reporting, and associated visualizations, are used to notify relevant stakeho Iders of changes to plans or commitments, status of
current activities, deviations from defined thresholds, and assetrenewals and maintenance.
Datais used to
¢ applystatistical analytical methods to planningand tracking practices in order to improve and optimize the team’s, project’s, and organization’s ability to meet objectives and
ZESlcommitments
e provide objective quantitative status to relevantstakeholders
* automatically generate tasking and execute processes based on plan
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Link to

Quality Assurance Capablility Levels DevSecOps

Description
¢ All relevantstakeholders associated with the products and services associated with the productunder development andthe s ystem that supports ithave been identified.
¢ All relevantstakeholder expectations and regulatory requirements aredocumented.
e Policies and procedures aredeveloped and documented to describe how the DevSecOps processes and tools arerequired to be used inorder to meet all relevantstakeholder
requirements.
e Documented policiesand procedures may use a traditional document-centered approach, and dissemination may be a manual process.
e All currentpolicies and procedures arereadily availableto all personnel.

e Automated tools areused to maintain configuration control of policies and procedures.

e All relevantstakeholders areautomatically notified of changes to policies and procedures.

¢ Independent resources have been identified and a plan exists to review or auditactivities thathavebeen defined within the documented policies and procedures.
2 ¢ DevSecOps processes and tools are periodically audited based on the plan to identify noncompliancewith policiesand proced ures and inadequacies regarding the valuestream’s
ability to consistently produce products and services that meet all relevantstakeholders’ expectations and regulatory requir ements. The audits may be conducted manually, use
automation, or a combination of both.
¢ All identified noncomplianceand inadequacies areindependently documented, reported to relevantstakeholders,and tracked to closure.
» DevSecOps tools areconfigured to automatically enforce policies and procedures as a productunder development progresses through the system.
e Automated processes are monitored by an independent resource in order to detect and report noncomplianceissues to all relevantstakeholders.
e Noncomplianceandinadequacyissues identified through automated or manual auditingaredocumented and tracked to closureusinganautomated issuetrackingsystemthatis
consistent with the tools used for all other planningand tracking purposes, in order to integrate all efforts thatmust be planned and tracked to completion.

e e All quality assurancetools, such as origin and static analysistools, arefullyintegrated into the system’s pipeline, and associated policies areautomatically enforced as the product
under development progresses through the system.
e The system automatically monitors and enforces complianceto defined quality criteria as defined for both the product under development andthe system regardingthe
implementation of enhancements and modifications.
e All automated activities arecontinuously beingauditfor noncomplianceissues through the use of automated tools, with regards to both the system and product under
development.

4 ¢ Results from the automated auditingtools areautomatically reported to all relevantstakeholders to ensure the quality of the automated auditing process,inadditiontotracking

noncomplianceissues to resolution.
e The system automatically identifies and tracks when the defined quality criteriahavenotbeen met or the automated quality controls havebeen bypassed. All relevantstakeholders
will beautomatically notified and the noncomplianceissuewill betracked to closure.
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Link to

Software Assurance Capability Levels DevSecOps

PIM

Description
e All relevantstakeholders and expectations with regards to the products and services associated with the product under development and the system that supports ithave been
identified.
e System functional and nonfunctional requirements are documented.
iBle A comprehensive software bill of materials (SBOM)is compiled detailingall components that make up the DevSecOps system.
e All relevantsystem constraints and regulatory requirements are documented.
e Software assurance processes and tools areinventoried, and policies and procedures arewritten setting out how they areto be used to meet assurancerequirements.
e Documented policiesand procedures may use a traditional document-centered approach, and dissemination may be a manual process.
¢ Software assurancerelated to DevSecOps metrics are defined and collected.
e Baselineand threshold levels for softwareassuranceareestablished.
e Metrics aretracked over time and made availableto all stakeholders as needed.
¢ Results of system functional testingare collected and periodically analyzed.
* Known vulnerabilities in all components that make up the DevSecOps system are periodically collected and analyzed.
* Processes and policiesarein placeto periodically compare presentmetrics to pastand make adjustments as necessary.
® Processes and policiesarein placeand reviewed periodically.
e Reports arereviewed from all softwareassurance products.
® Processes and policiesarein placetoidentify when the level of software assuranceimplied by captured metrics and reports exceeds the organization's threshold and to make
adjustments as necessary.
e The organization has established a comprehensiverisk analysis and management program.
e Software assurance metrics, reporting,and analysis areincorporated into the risk management process.
e Results of the risk management process areincorporated into software assurance policies and procedures.
e Software assurance metrics and thresholds are periodically updated as a result of risk management activities.
» The organization prioritizes softwareassurancetasks based on the level of risk to the organization.
e All softwareassurancetools, or as manyas arefeasible,arerun continuously and reports aredisseminated automaticallytoall relevantstakeholders.
e Software that failsto meet the organization's softwareassurancethresholds isautomatically prevented from being delivered or deployed.
e Automated procedures are in placeto remediate software assuranceissuesfound within the operating DevSecOps system.
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Link to

Verification & Validation Capability Levels — Devsecoos

PIM

Description
o All relevantstakeholders, with regards to the products and services associated with the product under development and the system that supports it, have been identified.
o All testing cases, procedures, and their artifacts are configured, stored, and maintained for a given instance of a product under development.
e The system and product under development supportthe necessarytechnologies to execute tests.

e Automated tools areused to tracetests to requirements.
e Automated tools areused to tracetests cases and artifacts to specific versions of a productunder development.
e Automated tools areused to configure, store, and execute tests.
7AW e Test coverage reports are generated and captured for a specificinstance of the system or productunder development.
e Tests areperformed across multiple phases of the software lifecycle, such as development, test, and operations, providing feedback continuously.
e Security patchingis automatically tested, resultingin automated report generation and delivery.
e Both functional and nonfunction tests are manually or automatically executed.

e Tests areexecuted automatically usinga continuous integration technique.
e An MBSE approachis usedto planand execute testing of the system and productunder development.
e The system and product under development automatically execute quality tests that either passes or failstheappropriate co mponent under test based on quality metrics for any
change being made. Appropriate monitoring of the system and product under development enforces the quality metrics.
® The system provides the necessary environment to perform advanced security testing such as fuzz and penetration testing activities.
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