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KEY FINDINGS
 ■ Most violent nonstate actor (VNSA) adaptations occur within the first five years of a 

VNSA’s existence. The VNSAs examined adapted to their environments quickly and then 
retained an adaptive capacity through their life cycles. This suggests that there is an oppor-
tunity to limit a VNSA’s ability to adapt in the period shortly after it emerges and the possibil-
ity of reducing its ability to remain operationally effective.

 ■ Not all VNSAs adapt with the same frequency. The pressures (or strategies) exerted on a 
VNSA by counter-VNSA forces, coupled with changes in the operational environment, may 
lead to different levels of adaptation.

 ■ Of the 46 VNSA adaptations we examined, 12 occurred in roughly one-half of the peri-
ods and two-thirds of the cases examined. The 12 VNSA adaptations occur frequently. 
Knowing that these adaptations are the most likely to occur can inform how resources are 
focused, the development of indicators for their detection, and the creation of means for 
mitigating their occurrence or the effects of their occurrence.

 ■ To reduce VNSA capacity to adapt, strategies and efforts should focus on limiting 
VNSAs’ access to military, technological, and warfighting materiel and on VNSAs’ 
ability to seize and hold terrain.

Research Report

V
iolent nonstate actors (VNSAs)—including the Islamic State of Iraq and Syria (ISIS); the 
Afghan Taliban (the Taliban); al-Qa’ida; various drug trafficking organizations or car-
tels; and manifold other criminal, terrorist, or insurgent organizations—are increasingly 
part of the environment in which the Army and other government forces operate. Such 

VNSAs pose durable and direct threats to U.S. security interests and to the forces charged with 
protecting these interests. The capacity of VNSAs to wage war, inflict violence, and engage in vast 
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transnational criminal activity make them a per-
sistent danger. Countering these organizations is 
difficult because they are generally flexible and struc-
tured in ways that facilitate their ability to adapt to 
changes occurring within their operational environ-
ments and, in some cases, beyond.

Two VNSAs—ISIS (and its predecessors) and the 
Taliban—stand out for their durability in the face of 
continued U.S. and coalition pressure. Despite vari-
ous setbacks—some severe—both VNSAs continue 
to adapt, evolve, and survive even though significant 
resources have been applied to ensure these groups’ 
demise over the course of many years. While the 
United States is now shifting its focus from coun-
terinsurgency and counterterror operations to the 
threats that near-peer competitors pose, it continues 
to recognize the threat of VNSAs. A key part of being 
able to counter this threat is understanding how 
these groups adapt to changes in their operational 
environments and over time. An awareness of the 
variables (e.g., changes in the operational environ-
ment) associated with VNSA adaptations and the 
frequency of these adaptations is critical to under-
standing how and when a VNSA is likely to adapt 
and, accordingly, to formulating a strategy to counter 
these groups.

Objectives and Approach

This report identifies how VNSAs adapt to changes 
in their operational environments and provides 
recommendations on how the Army might anticipate 
VNSA adaptation and mitigate it before it occurs. 
Knowing which VNSA adaptations are most likely 
to occur and the associated operational environment 
and organizational variables would allow the Army 
and other organizations to proactively focus their 
resources and develop indicators for detecting VNSA 
adaptations. This knowledge would also allow the 
Army to develop techniques or procedures designed 
to mitigate these adaptations, either prior to their 
occurrence or after they have been observed.

Our overall approach involved conducting a 
series of historical case studies of VNSAs and assess-
ing how these organizations adapted. We describe 
our case-selection process in the next section, but in 

general, we chose to focus on ISIS and the Taliban 
because these two organizations have been the 
primary drivers of Army counter-VNSA operations 
over the past two decades, and both have proven 
remarkably adaptive in the face of coalition efforts. 
Some factors of similarity we considered when select-
ing cases included group size, ideology, duration of 
conflict, group military capacity, and VNSA funding 
strategy. The cases we selected thus offer a broad set 
of lessons and findings for the Army to draw on as it 
considers future counter-VNSA operations. We also 
discuss our VNSA adaptation selection process.

Definitions

Two terms—and their definitions—are of principal 
import in this report: VNSA and adaptation. We 
define VNSA to distinguish it from licit organiza-
tions because these differences affect the types of 
adaptations VNSAs can make. These distinctions 
are important insofar as they can influence VNSA 
behavior and adaptation and the possible mitigation 
strategies that can be used to constrain these behav-
iors or limit a VNSA’s ability to make adaptations. 
We define and discuss adaptation—in particular, 
VNSA organizational adaptation—to distinguish 
VNSA adaptation (where applicable) from licit 
organizational adaptation and to note the adaptive 
freedoms that VNSAs enjoy and the constraints and 
limitations under which VNSAs operate.

Violent Nonstate Actor

VNSA refers explicitly to an organization that 
engages in unsanctioned violence and neither 
directly nor officially represents a recognized state or 
country. Implicitly, VNSA refers to an organization 
that has some degree of prominence (globally, region-
ally, or within a state or locality) but that also engages 
in operations that are objectively considered to be 
illicit (violent, criminal, corrupt, or otherwise objec-
tionable and, in most cases or circumstances, illegal). 
Based on these broad features, the term is inclusive 
of variously motivated insurgencies, terrorist orga-
nizations, transnational organized crime groups, 
large national or transnational gangs, militias, drug 
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trafficking organizations, and other types of violent 
and criminal syndicates.

Adaptation

Adaptation, as we use the term, refers in the main 
to the organizational-level changes a VNSA con-
sciously makes in response to changes occurring in 
its operational environment (or the pressures result-
ing from these changes). A substantial amount of 
scholarly literature addresses the process of orga-
nizational change and adaptation, but most of this 
literature refers to the actions and behaviors of licit 
organizations (e.g., corporations or governmen-
tal bureaucracies). In this report, we examine the 
behaviors and actions of organizations that operate 
almost exclusively outside the confines of the law, 
frequently must act covertly, and often engage in 
behaviors that have no corollary in legal enterprises. 
While this does not have substantial bearing on the 
broader processes and phenomena examined in this 
report, these differences do affect a VNSA’s capacity 
to adapt—both positively and negatively, depending 
on circumstances—as compared to traditional or licit 
organizations.

Although adaptation and learning are related, 
they are not the same thing, even though some level 
of learning (and sensing) is needed for organizational 
adaptation. Organizational learning involves the 
“development of insights, knowledge, and associa-
tions between past actions, the effectiveness of those 
actions, and future actions,” but organizational 
adaptation is the implementation of newly gained 
insights to make procedural adjustments in response 
to environmental, mission, structural, or other 
changes (Fiol and Lyles, 1985, p. 811). Furthermore, 
“an organization can learn, but if it fails to correctly 
implement changes,” adaptations will not occur 
(Serena, 2011, p. 10).

Fiol and Lyles, 1985, p. 805, highlights the role 
of deliberateness usually ascribed to the process of 
organizational adaptation and defines organizational 
adaptation as an “organizational adjustment that . . . 
involve[s] some understanding of action/outcome 
causal links.” Hrebiniak and Joyce, 1985, p. 347, 
discusses the dynamic interplay between an organi-
zation and its environment and defines adaptation as

a dynamic process that is the result of the rela-
tive strength and type of power or dependency 
between organization and environment. . . . 
Actions by organizations and environmental 
elements that underlie the different strategic 
contexts are potentially important for the cre-
ation or alteration of dependencies or relative 
vulnerabilities that will affect future actions 
and decisions. 

Research also refers to the deliberate and 
dynamic process of organizational adaptation and 
defines the phenomenon as

a complex process of learning and change. 
To be adaptive, an organization must take an 
action to support a particular organizational 
goal or mission, assess the performance of 
this action, and then adjust organizational 
inputs and outputs to better match the goals or 
mission of the organization based on this prior 
assessment. (Serena, 2011, p. 17)

Although we did not delve into the processes 
supporting or associated with organizational adapta-
tion (e.g., inputs to the process, a VNSA’s capacity for 
learning, and so forth) in this report, our approach 
assumed a certain level of organizational learning 
and deliberateness on the part of each VNSA we 
examined and that the adaptations we identified 
and assessed were influenced by changes occurring 
in a VNSA’s operational environment. Certainly, an 
organization can sometimes make a change either 
to create or improve processes independent of its 
operational environment, but for the sake of sim-
plicity in our analyses, we included adaptations that 
at least appeared to have been made deliberately 
and in response to changes in a VNSA’s operational 
environment.

Our primary measure of a VNSA’s overall level 
of adaptation is the sum of all adaptations made in 
a given five-year period. This ranges in theory from 
zero (if a group did not adapt at all in a five-year 
period) to 46 (if a group undertook all 46 of the types 
of adaptations for which we collected data). The 46 
adaptations are discussed in the next section.
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Approach to Selecting Cases 
and VNSA Adaptations

Case Selection

In selecting cases, we started by consulting the extant 
literature on VNSAs and VNSA adaptation, includ-
ing previous RAND reports on the termination of 
insurgencies and terrorist group activities.1 Reports 
such as How Insurgencies End (Connable and Libicki, 
2010) and How Terrorist Groups End (Jones and 
Libicki, 2008) provided us with both a comprehen-
sive list of terrorist and insurgent organizations and 
group characteristics and valuable insights on the 
lifespan of the respective groups and whether they 
had been successful in accomplishing their goals and 
objectives.

To begin our case-selection process, we exam-
ined How Insurgencies End and How Terrorist Groups 
End and the scholarly literature on organized crim-
inal organizations (Abadinsky, 2010; Roth, 2010). 
One of our primary concerns when developing the 
initial list of cases was ensuring that we captured 
principally the groups whose behavior bore some 
similarities to the Taliban and ISIS, with further 
preference given to groups active after September 11, 
2001. Given these criteria, our initial list included 135 
cases, many of which share or shared the character-
istics and behaviors common to insurgent, terrorist, 
or criminal groups. In conjunction with our sponsor, 
we determined that World War II was a reasonable 
cutoff point for including cases. This is not to say 
that cases occurring prior to World War II would not 
provide some level of insight but rather that the orga-
nizational adaptations we planned to examine here 
were increasingly less likely as we moved further into 
the past. We excluded cases of individual militias, 
gangs, warlord-led organizations, and other mar-
ginal criminal groups that typically act as adjuncts 
to insurgencies, terrorist organizations, or violent 
drug trafficking organizations and were therefore too 
unlike the principal cases we examined.

Given that we intended to employ cross-case 
assessments based on extensive qualitative data 
derived from the case histories in our research, we 
further reduced the initial list into a more focused 
group of cases. Among the many variables we 

considered here, we focused on the lifespan of each 
VNSA. In practice, the cases we selected lasted for at 
least ten years. This allowed us to exploit a substan-
tial body of secondary sources for our assessments 
and to focus on more mature VNSAs, which, in turn, 
are more likely to be able to threaten U.S. national 
security interests and warrant potential U.S. Army 
intervention.

We also focused our analysis on VNSAs with a 
duration of at least ten years because (1) this com-
prises the universe of VNSAs most relevant to recent 
and ongoing Army operations; (2) these VNSAs have 
proven to be adaptive and difficult to defeat; and 
(3) cases of this duration provide additional obser-
vation periods (i.e., more adaptations and variation). 
The cases selected likely offer the Army the most 
valuable lessons on VNSA adaptation, which can be 
used as the Army considers future interventions and 
whether to retain or modify doctrine, training, and 
operations designed to counter VNSA activity.

Finally, we focused on the availability of sec-
ondary source data for each case. The scope of the 
project—with its focus on general trends in adapta-
tions across VNSAs rather than the details of adapta-
tions associated with any specific VNSA—precluded 
us from investigating each individual case in depth 
and from engaging in field research for the cases 
selected. Early in our selection process—and because 
we were using quantitative assessments derived 
from case histories as a means of investigation and 
had a substantial number of factors to evaluate—we 
assessed the availability of sources for the VNSAs 
included in our initial list. If we were not confident 
that we would be able to find enough sources of 
substantial quality and depth for a particular case, we 
eliminated the case from consideration.

This allowed us to reduce our initial list 
from 135 to 37 cases: four terrorist groups, four 
insurgent-terrorist groups, 22 insurgencies, one 
criminal-terrorist group, and six criminal groups. 
Because of the extensive availability of in-depth 
case studies on insurgencies—or cases that other 
researchers have historically characterized as 
insurgencies—our case selection process was neces-
sarily tilted in favor of this type of VNSA. However, 
this is a feature, not a drawback, of the assessment 
of VNSA adaptation. Because insurgencies tend to 
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have more complex organizations and operations, at 
times employ terrorist tactics or engage in criminal 
behaviors to achieve their goals, and often provide 
services while establishing parallel governance 
structures, they must also adapt frequently and in 
manifold ways. The contrast is particularly notable in 
comparison with VNSAs that are primarily terrorist 
or criminal in nature; such groups tend to have more 
limited goals or objectives and, thus, less need or 
incentive to adapt.

The final step in our case-selection process was 
to focus our research even further while still ensur-
ing the representativeness of the cases selected. This 
required us to make selections based on organization 
type (the various categorizations and combinations 
of VNSAs possible: insurgent, terrorist, criminal, and 
combinations thereof), active periods (different eras 
in the post–World War II period: post–World War II, 
post–Cold War, and post-9/11), and geographic 
bases of operations (different regions). Making these 
choices was difficult and meant eliminating some 
groups from our analysis that would have otherwise 
likely provided useful but overlapping or redundant 
data points. For instance, given the overrepresen-
tation of Latin American VNSAs in our second list 
of cases—because of the concentration of crimi-
nal groups and Cold War–era insurgencies in this 
region—we used our subject-matter expertise to iden-
tify the most representative cases for this region. As 
a result, we included Los Zetas and the Sinaloa cartel 
but exclude the Tijuana cartel—which, although an 
important drug trafficking organization in Mexico, is 
not as prominent or as operationally capable as either 
Los Zetas or the Sinaloa cartel. VNSA longevity also 
played a role in our final case selection: We retained 
the groups that had longer lifespans (longer than ten 
years) because these cases were more likely to yield 
insights into VNSA adaptation than those that were 
or have been in operation for shorter periods. This 
choice limits the generalizability of the results. We 
therefore suggest caution when applying the results to 
newly formed groups because they may demonstrate 
different patterns of adaptation from those of VNSAs 
in existence for longer periods.

Table 1 lists the final 15 cases included in our 
analyses and, for each, the organization type, period 
and duration of the organization’s operations, and 

principal geographic location of operations. Not 
all the operations of these VNSAs are restricted to 
either national or regional boundaries. For instance, 
ISIS operates internationally, while its principal 
base of operations—as of the time of this research 
(2018–2019)—is in Syria, with adjunct or affiliate 
operations in several other countries. Hezbollah and 
other groups are known to conduct finance and other 
operations outside their primary areas of operation 
(i.e., Lebanon). All told, our selection process yielded 
ten insurgencies, three terrorist groups, and two 
criminal groups operating during the Cold War, 
post–Cold War, and post-9/11 periods for between 
ten and 55 years.

Because the durations of the VNSAs we ulti-
mately selected differed, we decided to group each 
VNSA’s activities into roughly five-year periods, 
except for its initial period of emergence and/or its 
activities ended (Table 2). These exceptions allowed 
us to examine the adaptations associated with each 
VNSA’s operationalization and termination more 
closely. As Table 2 shows, not all these periods were 
five years long. Cutoffs were made to make each 
period shorter or longer than five years to maximize 
the number of five-year periods possible for exam-
ination for each group. While we recognized that 
using five-year periods would limit the specificity of 
our analyses and would not always follow the precise 
evolution of the various groups, our objective was not 
necessarily to obtain precision but rather to note cor-
relations and trends in factor changes and associated 
VNSA adaptations across periods that were roughly 
uniform across cases. Also, because of the evolution-
ary nature of VNSA operations and adaptations and 
the ways in which data were recorded for many of the 
factors examined, particularly those substantiated 
by secondary sources, we were willing to sacrifice a 
certain amount of precision for breadth and depth. 
This is not to say that we overlooked important 
details—indeed, we further analyzed factors of note 
and recorded and accounted for prominent VNSA 
adaptations in the individual case narratives.

VNSA Adaptations

We drew from an extensive range of sources and our 
own subject-matter expertise to develop and select 
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the adaptations for analysis. This included exam-
ining literature covering many of the cases listed 
in this report, variables affecting VNSA adaptation 
(including environmental and organizational ones), 
and organizational adaptation in general (including 
commonly employed counter-VNSA strategies).

Table 3 lists 46 VNSA adaptations across out-
come variable groups covering alliances formed, 
motivation, organizational structure, operational 
reach, materiel adoption, tactics, and violent versus 
nonviolent means.2 Our objective for including these 
variables was to be able assess the changes a VNSA 
made. We did not assess how these adaptations 
affected group success or failure or whether they 
would be beneficial or deleterious in general.

Adaptation Findings

We analyzed the 15 cases shown in Tables 1 and 2 in 
terms of the 46 adaptations shown in Table 3. Our 

findings focus on the frequency of VNSA adaptation 
and on mitigating key VNSA adaptations.

Frequency of VNSA Adaptation

After gathering data on all 15 cases, we assessed the 
relative distribution of VNSA adaptations across 
all 106 periods examined (Table 2) and determined 
the relative levels of adaptation among the VNSAs. 
Overall, we found that, on emerging, VNSAs adapt 
quickly and then continue to retain an adaptive 
capacity. Figure 1 depicts how the average number of 
VNSA adaptations per period climbs from five to 15 
following a VNSA’s period of emergence (the black 
line). The gray line depicts the number of VNSAs 
counted in each period; this generally decreases 
because only some of our cases lasted longer than 
eight periods, with FARC lasting for 12 periods 
(Table 2). After the emergence period (period 0 in the 
figure), the VNSAs we examined averaged between 
15 and 19 adaptations for the remainder of the 

TABLE 1

Final 15 Cases Selected, Period of Operations, and Geographic Location as of 2019
Primary 
Organization 
Type Case Period

Duration 
(Years) Location

Criminal Los Zetas (Mexico) 1999–ongoing 20 Latin America

Sinaloa Cartel (Mexico) 1989–ongoing 30 Latin America

Insurgency Al-Qa’ida in Iraq (AQI)/ISIS (Iraq/Syria) 2003–ongoing 16 Middle East

Al-Qa’ida in the Arabian Peninsula (AQAP, Yemen) 2009–ongoing 10 Middle East

Boko Haram (Nigeria) 2009–ongoing 10 Africa

Chechen Separatists (Chechnya) 1994–ongoing 25 Europe

Fuerzas Armadas Revolucionarias de Colombia (FARC,  
(Colombia)

1963–2017 55 Latin America

Armed Islamic Group (GIA, Algeria) 1992–2004 13 Africa/Middle East

Liberation Tigers of Tamil Eelam (LTTE, Sri Lanka) 1976–2009 34 South Asia

Provisional Irish Republican Army (PIRA, Northern Ireland) 1969–1998 30 Europe

Partiya Karkeren Kurdistan (PKK, Turkey) 1984–1999
2000–present

35 Middle East

Quetta Shura Taliban (post–1992) (Afghanistan) 1992–ongoing 27 South Asia

Terrorist Abu Sayyaf (Philippines) 1991–ongoing 28 Southeast Asia

Hamas (Palestinian Territories) 1987–ongoing 32 Middle East

Hezbollah (Lebanon) 1982–ongoing 37 Middle East
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periods observed (the black line). This suggests that 
VNSAs—to the extent that they do adapt—adapt to 
their environments relatively quickly and then con-
tinue to adapt throughout their life cycles.

We also found considerable variation among 
VNSAs with respect to the frequency of adaptations 
made in the postemergence periods. Specifically, 
not all VNSAs adapt with the same frequency. For 
instance, Boko Haram adapted 31 times per period 
on average, while FARC averaged approximately 9.5 
adaptations per period. This suggests that, while 
there are operational environment and organiza-
tional variables that influence the likelihood of 

VNSA adaptation, the frequency with which VNSA 
adaptation occurs is largely idiosyncratic to its opera-
tional context and organizational structure. Figure 2 
shows the average number of postemergence adapta-
tions by VNSA.

In addition to average period and group differ-
ences in adaptation, we also wanted to determine 
which of the 46 adaptations being assessed (Table 3)
occurred most frequently. We found that 12 of the 46 
VNSA adaptations examined occurred in roughly 
one-half of the periods and two-thirds of the cases 
examined. Specifically, of the 46 VNSA adapta-
tions we assessed, the most frequently occurring 

TABLE 2

Cases Selected and Periods Examined

Case

Number of 
Periods 

Per Case Periods Examined

Los Zetas (Mexico) 5 Emergence (pre-1999), 1999–2005, 2006–2010, 2011–2015, 2016–2017

Sinaloa Cartel (Mexico) 7 Emergence (pre-1989), 1989–1995, 1996–2000, 2001–2005, 2006–2010, 
2011–2015, 2016–2017

AQI/ISIS (Iraq/Syria) 4 Emergence (pre-2003), 2003–2007, 2008–2012, 2013–2017

AQAP (Yemen) 3 Emergence (pre-2009), 2009–2013, 2014–2017

Boko Haram (Nigeria) 3 Emergence (pre-2009), 2009–2013, 2014–2017

Chechen Separatists (Chechnya) 8 Emergence (pre-1994), 1994–1996, 1996 (end), 1997–2000, 2001–2005, 
2006–2010, 2011–2015, 2016–2017

FARC (Colombia) 12 Emergence (pre-1964), 1964–1970, 1971–1975, 1976–1980, 1981–1985, 1986–
1990, 1991–1995, 1996–2000, 2001–2005, 2006–2010, 2011–2016, 2017 (end)

GIA (Algeria) 5 Emergence (pre-1992), 1992–1996, 1997–2001, 2002–2003, 2004 (end)

LTTE (Sri Lanka) 9 Emergence (pre-1976), 1976–1980, 1981–1990, 1991–1995, 1996–2000, 2001–
2005, 2006–2008, 2009 (end)

PIRA (Northern Ireland) 9 Emergence (pre-1968), 1968–1970, 1971–1975, 1976–1980, 1981–1985, 1986–
1990, 1991–1995, 1996–1997, 1998 (end)

PKK (Turkey) 9 Emergence (pre-1984), 1984–1989, 1990–1994, 1995–1998, 1999 (end), 
2000–2004, 2005–2009, 2010–2014, 2015–2017

Taliban (post-1992) 7 Emergence (pre–1992), 1992–1995, 1996–2000, 2001–2005, 2006–2010, 
2011–2015, 2016–2017

Abu Sayyaf (Philippines) 7 Emergence (pre-1991), 1991–1995, 1996–2000, 2001–2005, 2006–2010, 
2011–2015, 2016–2017

Hamas (Palestinian Territories) 8 Emergence (pre-1987), 1987–1990, 1991–1995, 1996–2000, 2001–2005, 
2006–2010, 2011–2015, 2015–2017

Hezbollah (Lebanon) 9 Emergence (pre-1982), 1932–1985, 1986–1990, 1991–1995, 1996–2000, 
2001–2005, 2006–2010, 2011–2015, 2016–2017

Total periods for all cases 106

NOTE: End refers either to the termination of the VNSA and its activities (e.g., FARC, 2017) or to the end of a period in which the VNSA fundamentally 
transformed (e.g., Chechen Separatists, 1996).
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TABLE 3

VNSA Adaptation Outcome Variables
Variable Group Outcome Variable

Alliance formation Partnering with other VNSAs

Merger with other VNSAs

Partnering with other regional state powers

Partnering with other state powers

Partnering with state actors (corruption)

Motivation New ideological, political, and ethnic talking points emphasized in group discourse

Change in goals and motivation

Group abandons ideology

Group strengthens ideology

Group embraces new ideology or cause (ethnic, religious, political)

Structure Deliberate change in organizational leadership

Splintering of VNSA

Substantial change in organizational structure

Group survives/continues to exist after losing its leader

Location and reach Change in geographical concentration/dispersion

Deliberate increase in territorial control

Change in geographical reach of attacks

VNSA develops diversified finances and resource streams

VNSA develops significant finance/resource streams outside of its primary area of operation

Change in safe-haven

Creation of additional safe-haven (physical or virtual)

Materiel adoption Adoption of new military materiel or technology into organization

Novel use of materiel or technology

Tactics Change in primary target types

Change in methods of attack

Change in timing of attack

Change in scale of attack

Change in frequency of attack

Change in tactics (urban terrorism, kidnapping, political assassination, decapitation)

Change in perpetrator of attack (women, children, foreign recruits)

Adoption of new tactics (urban terrorism, kidnapping, political assassination, decapitation)

Adoption of indiscriminate attacks

Change in recruitment tactics

Change in the profile of recruits
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adaptation was Partnering with other VNSAs (which 
occurred in 77 of 99 periods in which VNSA adap-
tations were recorded in 14 of the 15 case studies 
examined). In this instance, if a VNSA partnered 
with VNSA X in one period, we would count it as 
having adapted. However, to be counted as adapt-
ing again in a later period, the VNSA would need 
to ally with a third VNSA—VNSA Y, for example. 
Similarly, for other adaptations, VNSAs can and 

do conduct multiple instances of the same general 
adaptation over time. Table 4 highlights the top 12 
most frequently occurring of these adaptations. We 
made this distinction to focus our analyses on the 
adaptations that we expect to occur most frequently 
in future cases. Knowing that these adaptations are 
the ones most likely to occur can inform the focusing 
of resources, the development of indicators for their 
detection, and the creation of means of mitigating 
their occurrence or the effects of their occurrence. 
We did not judge the consequentiality of these adap-
tations or whether they were beneficial or deleterious 
but instead focused on the frequency of their occur-
rence across cases.

Mitigating Key VNSA Adaptations

After identifying the 12 most common VNSA adap-
tations, we conducted additional research to better 
understand categories of adaptation (e.g., the forma-
tion of alliances or partnerships, changes in tactics) 
and to identify the means of mitigating these adap-
tations either prior to (as possible) or after they have 
been made. To facilitate this research, we grouped 
the 12 most common VNSA adaptations (listed in 
Table 4) into six more general groups: alliances, mate-
riel and technology, geographic changes, finance, 
tactics, and leadership decapitation (Table 5).

Variable Group Outcome Variable

Adoption of new means of communication

Change in means of communication with supporters and the public

Change in means of communication of the group

Development of new information gathering capabilities

Violent versus 
nonviolent means

Change in the governance activities the group provides to the local population

Group engages in (violent) territorial expansion

Group retreats from territory it occupies

Group alternates between propaganda and physical violence

Change in manner of financing operations

Change in narrative, message, or propaganda

Change in treatment of civilians

Development of political wing and involvement in politics

Table 3—Continued

FIGURE 1
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FIGURE 2

Average of Postemergence VNSA Adaptations, by Group
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TABLE 4

Frequency of 12 of the 46 Most Frequent VNSA Adaptations, by Period and Group

VNSA Adaptation

Number of 
Periods 

Recorded

Number of 
Groups Making 

Adaptation

Total 99 15

Partnering with other VNSAs 77 14

Adoption of new military materiel or technology into organizationa 60 15

Change in geographical reach of attacks 57 15

VNSA develops diversified finance and resource streams 59 14

Change in tactics (urban terrorism, kidnapping, political assassination, decapitation) 54 15

Adoption of new tactics (urban terrorism, kidnapping, political assassination, decapitation) 51 15

Group survives and continues to exist after losing its leader 58 13

Adoption of indiscriminate attacks 51 14

VNSA develops significant finance and resource streams outside its primary area of 
operation

61 11

Group engages in (violent) territorial expansiona 49 13

Change in methods of attack 42 15

Novel use of materiel or technologya 47 13

a Indicates adaptations that are likely to occur regardless of counter-VNSA strategy employed.
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In the following subsections, we provide a gen-
eral description of each group of adaptations, means 
of detection, and possible methods for mitigation. 
Appendix A lists the key literature that underlies the 
discussions of each of the six groups of adaptations; 
the list of references provides full citations for that 
literature.

Alliances

This group contains only one of the 12 VNSA adapta-
tions shown in Table 5, but that adaptation is the 
one most common in our research: Partnering with 
other VNSAs (which occurred in 77 of 99 periods 
with recorded VNSA adaptations and in 14 of the 
15 case studies examined). VNSAs enter into alli-
ances with other groups for many reasons. Although 
alliances are often formed between VNSAs with 
ideological similarities, this is not always the case. 
Alliances between and among VNSAs are often 
fleeting and may involve substantial changes in 
allegiance throughout a conflict. While most alli-
ances are formed at the local or regional level, VNSAs 
have allied despite being separated by significant 
distances. VNSAs form alliances with other armed 
groups to secure both groups’ survival (alliances 
make it more difficult to eliminate either group) or 
when the groups have “complementary organiza-
tional needs” that can be met by working together, 

including “knowledge, skills, and resource mobili-
zation” (Bacon, 2018). The types of alliances can also 
vary widely, and most, appropriately, exist along a 
spectrum with low-end cooperation at one end and 
more frequent and sustained high-end cooperation at 
the other.

Detecting VNSA alliances might only be possible 
after a partnership has been attempted or formed. 
VNSAs might indicate or announce their alliances 
through public statements affirming their support 
for other groups or through the proliferation of their 
own propaganda declaring support to a group or 
cause. Alliances may also be detected when the part-
nered VNSAs undertake joint offensive operations; 
exchange tactics, materiel, and technology; create 
umbrella organizations; or engage in other forms of 
intergroup cooperation.

Because VNSAs are primarily in control of 
deciding which groups they choose to partner with, it 
is inherently difficult to prevent them from forming 
alliances. However, generally, alliance formation can 
be deterred by

• sanctioning groups that cooperate with spe-
cific targeted VNSAs, which could possibly 
prevent the future co-optation of the sanc-
tioned groups

TABLE 5

Groupings of 12 Most Common VNSA Adaptations
Grouping for Literature 
Review and Mitigation VNSA Adaptation

Alliances Partnering with other VNSAs

Materiel and Technology Adoption of new military materiel or technology into organization
Novel use of materiel or technology

Geographic Changes Change in geographical reach of attacks
Group engages in (violent) territorial expansion

Finance VNSA develops diversified finance/resource streams
VNSA develops significant finance/resource streams outside of its primary area of operation

Tactics Change in tactics (e.g., urban terrorism, kidnapping, political assassination, decapitation)
Adoption of new tactics (e.g., urban terrorism, kidnapping, political assassination, decapitation)
Adoption of indiscriminate attacks
Change in methods of attack

Leadership decapitationa Group survives or continues to exist after losing its leader

a Leadership decapitation is not itself an adaptation. We use this shorthand term to refer to the adaptations that VNSAs made in reaction to the decapi-
tation of organizational leadership. In our definition of leadership decapitation, we included the long-term imprisonment, removal, battlefield or accidental 
death, or targeted killing of a VNSA’s leadership.
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• co-opting potential VNSA allies through 
enticements, through demobilization pro-
grams, or through disarmament.

Materiel Technology

This group contains two of the 12 VNSA adapta-
tions in Table 5: Adoption of new military materiel or 
technology into organization and Novel use of mate-
riel or technology. VNSAs may incorporate materiel 
and technology into their organizations and oper-
ations over time as each fits organizational needs 
or becomes available. Materiel and technology can 
come in many forms and can be used or modified 
for many purposes, including increasing the lethality 
of attacks, enhancing or expanding communica-
tions, and improving intelligence gathering. These 
advances can be achieved by innovation, by cooper-
ation with other groups, by using available sources 
(e.g., internet sources, published manuals), by using 
commercial tools or applications, by the capture of 
military materiel, by the arms trade, or by acquisition 
from state sponsors. A VNSA adopts new technology 
or materiel if the group believes that it will solve a 
current problem or problems, or when the adoption 
of either is perceived to have potential benefits.

Detecting whether a VNSA is planning to or has 
obtained materiel or technology may often only be 
possible after a VNSA has used the materiel or tech-
nology in question. This places importance on track-
ing, reporting, analyzing, and sharing information 
on VNSA uses of, or publications about, weapons or 
technology employed in planning or operations. Also 
of importance is noting how weapons and technology 
are manipulated or adapted for operations, because 
one can expect that, if effective, these modifica-
tions will be shared with affiliates or diffused more 
broadly and, ultimately, be adopted by other VNSAs.

Because of the wide and continuing proliferation 
of materiel and technology that is useful in conflict, 
it has become increasingly difficult to inhibit their 
adoption by VNSAs. For instance, the diffusion of 
commercial technology and the existence of manuals 
and instructions (either in print or online) on how 
to create weapons, bombs, and technology cannot 
feasibly be substantially curtailed. However, steps can 

be taken to slow future proliferation of materiel and 
technology to VNSAs:

• Hold states that supply VNSAs with arms 
accountable using existing laws or sanctions.

• Monitor and target arms trafficking networks 
generally but especially those that traffic 
materiel and technology to VNSAs.

• Monitor, defend, or destroy government 
caches of materiel as necessary when they are 
in danger of being seized by VNSAs.

• Consider implementing usability controls or 
other means of tracing devices that would 
allow a better understanding of which nation 
manufactured or supplied a weapon that 
ended up being used by a VNSA.

• Continue steps to identify and disrupt VNSA 
websites and forums to prevent tools that are 
being shared from being used for radicaliza-
tion and recruitment. In addition, consider 
ways of prosecuting authors, creators, and 
hosts of radicalizing material.

• Strengthen legal controls on arms sales.

Geographic Changes

This group contains two of the 12 VNSA adaptations 
in Table 5: Change in geographical reach of attacks 
and Group engages in (violent) territorial expan-
sion. VNSAs change their geographic disposition 
in pursuit of finances, resources, safe havens, and 
recruits and to expand areas of control or operations. 
These geographic shifts can occur within or across 
borders. Groups pursue finances and resources 
largely to maintain or expand their capacity to con-
duct operations but also to solidify organizational 
features. VNSA parasitism having exhausted the 
resources—be it recruits or lootable resources—in a 
local area may be a driver of such moves. Safe havens 
are often sought out as areas where the VNSA can 
find respite (rest and recuperate), plan operations, or 
evade counter-VNSA forces. Safe havens can take the 
form of inaccessible areas with small populations or 
of larger, more populated areas where it is easier for 
members of a VNSA to blend in and evade discovery. 
VNSAs that seek safe havens or sanctuaries abroad 
often do so to evade the repressive capabilities of 
their host states (or to evade counter-VNSA forces 
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operating in these states) or to establish training 
camps.

While not all VNSAs are quite as public as 
ISIS was with its videos and publications when it 
seized control of territory, efforts to gain territo-
rial control are often quite visible. The movement 
of VNSA forces, ensuing conflict, and the dis-
placement of civilians from populated areas are all 
likely indications of VNSAs taking control of ter-
ritory. Encroachment in new areas by members of 
a VNSA—either as a vanguard or reconnaissance 
force—should, by and large, be detectable from stan-
dard methods of reconnaissance, and surveillance 
can indicate the likely future movement of a larger 
force.

Preventing a VNSA’s geographic expansion or 
territorial control generally requires that a state or 
other force opposed to the VNSA retain effective 
governance and control of the contested territory. 
While VNSAs may still operate relatively freely in 
these areas even when the areas are controlled by the 
state or opposing forces, the VNSAs will not be able 
to enjoy the benefits that overt operations would pro-
vide. However, in many instances in which VNSAs 
have emerged and operate, these conditions do not 
apply, and imposing (and maintaining) control over 
ungoverned or alternatively governed areas can take 
a long time and could require the application of sig-
nificant resources. In general,

• Denial strategies limiting a VNSA’s movement 
or ability to wage attacks under some circum-
stances can prove more effective than other 
approaches.

• When VNSAs have acquired a safe haven 
because of a state’s indifference or inability 
to control its territory, programs directed 
at improving the host-nation’s capacity to 
counter the VNSA might prove effective. 
These efforts must account for the conditions 
prevailing in the state or area in which the 
VNSA is operating.

Finance

This group contains two of the 12 VNSA adaptations 
shown in Table 5: VNSA develops diversified finance/
resource streams and VNSA develops significant 

finance/resource streams outside of its primary area 
of operation. VNSAs commonly generate finances 
in one of two ways. First, they can engage in activi-
ties within their primary area of operation that are 
designed to explicitly or indirectly generate funds. 
This can include producing and selling narcotics; 
trafficking arms; smuggling various materiel and 
goods; kidnapping for ransom; taxing local services, 
transactions, and goods; extracting resources; looting 
and selling antiquities; looting banks; and engaging 
in various criminal enterprises, including armed rob-
bery, protection rackets, black market distribution, 
theft, and extortion. Second, VNSAs can generate 
or raise finances external to their areas of operation 
through smuggling, kidnapping for ransom, con-
tributions from diaspora populations or ideological 
supporters, international charities or nongovern-
mental organizations, the sale of natural resources, 
antiquities looting and sales, extortion, arms traffick-
ing, drug trafficking, and contributions made from 
state-based supporters.

VNSAs do not tend to openly publicize their 
revenue streams, thus making efforts to monitor 
and detect them difficult. Mechanisms for track-
ing, reporting, analyzing, and sharing information 
on VNSA financial streams are thus important. 
Detecting means VNSAs use to raise and collect 
funds will likely require cooperation among many 
international agencies with equities in monitoring 
the international financial system. Public-private 
partnerships could also be critical in this regard.

VNSAs have proven remarkably creative in 
developing ways to generate finances, both inside 
and outside their areas of operation. However, 
research shows that there are various ways to disrupt 
or destroy VNSAs’ control of, or access to, revenue 
streams:

• Monitor and prevent the ability of VNSAs to 
extract resources to disrupt their ability to 
extract and sell these resources.

• Undertake operations to capture or destroy 
known VNSA cash on hand if its location is 
also known.

• Disrupt national and international illicit mar-
kets for goods, antiques, and resources.
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• Designate select groups as foreign terror-
ist organizations; doing so appears to limit 
VNSA funding sources and has a signifi-
cant effect on these groups’ ability to gather 
finances and carry out attacks.

• Employ sanctions to limit the ability of groups 
to fundraise both in the United States and 
abroad. Possible donors or sources of finance 
become more hesitant to support groups 
financially when the penalties for doing so 
are high. Sanctions can also force a VNSA to 
carry large stores of cash or resources, which 
can then be intercepted and seized.

• Employ strategies designed to disrupt VNSA 
territorial control as a means of indirectly 
attenuating taxation, extortion, and other 
criminal enterprises whose existence and 
effectiveness are tied to a VNSA’s predomi-
nance in an area.

Tactics

This group contains four of the 12 VNSA adaptations 
in Table 5: Change in tactics (e.g., urban terrorism, 
kidnapping, political assassination, decapitation), 
Adoption of new tactics (e.g., urban terrorism, kidnap-
ping, political assassination, decapitation), Adoption 
of indiscriminate attacks, and Change in methods of 
attack. VNSAs can adopt a range of different tac-
tics, including changing the timing of attacks, using 
beheadings or other forms of mutilation, engaging in 
urban terrorism, kidnapping, political assassination, 
suicide attacks, the deliberate targeting of civil-
ians, and the use of indiscriminate attacks. VNSAs 
employ these tactics either in response to changes 
in adversary or target behavior or to achieve other 
organizational goals (e.g., sowing fear in the popula-
tion or opponents). These adaptations can be driven 
by changes among adversary or target populations; 
groups seeking to instill fear must increase terror 
levels over time as populations adapt to prior tactics.

The adoption of the use of beheadings appears to 
be driven by a desire to gain international attention; 
intimidate potential enemies and show strength; 
serve as a consequence of a person, organization, 
state, or opposing forces not meeting the VNSA’s 
demands; serve as propaganda and for recruitment 

purposes; define group identity; serve as criminal 
punishment during periods of VNSA governance; 

and be part of an effort to drive a conflict’s narra-
tive. VNSAs may adopt urban terrorism as a means 
of intimidation or to affirm glory to or otherwise 
rally or motivate supporters of the cause, as a means 
of target selection, or because of a desire to inflict 
significant numbers of casualties. VNSAs tend to 
adopt kidnapping as a means of extracting conces-
sions from civilian or state actors as vengeance; as a 
source of income through kidnapping for ransom; or 
in an effort to raise the organization’s public profile 
and, accordingly, boost morale. VNSA adoption 
of political assassination appears to be driven by a 
desire to silence the voices of opposition, to preemp-
tively kill a potential enemy, to punish and eliminate 
individuals who have applied “too much” pressure 
on the VNSA, to kill traitors, to gain popular support 
by eliminating those perceived as oppressors, and to 
eliminate powerful allies of rivals. When in conflict 
with a superior fighting force, VNSAs may adopt 
suicide attacks in an effort to carry out performative 
violence, which is designed to instigate fear in an 
audience and inspire perceived glory for believers in 
the cause, to draw opponents into delivering polit-
ical concessions after other tactics fail, to sabotage 
negotiations, to escalate the conflict, to appear as 
the dominant organization fighting the enemy, to 
retaliate for losses, or to provoke an adversary into 
what would be perceived as an overreaction. VNSAs 
appear to target civilians to acquire resources and 
prevent collaboration with the government. VNSAs 
will employ indiscriminate attacks to target those 
who live in areas under opposition control and to 
shape civilian behavior. 

Tactical changes are relatively easy to discover 
because they are revealed on employment. While 
responsibility, motivations, and some of the details of 
how an attack was carried out may be difficult to dis-
cern, the change in methods tends to be quite visible.

Counter-VNSA forces can employ strategies, 
infrastructure changes, and policies that mitigate the 
effectiveness of changes in VNSA tactics:

• Use barriers and other semipermanent fea-
tures, which have the effect of limiting VNSA 
access to areas requiring protection. Barriers 
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and other blast-reducing infrastructure can 
also limit the damage caused by an attack 
when it occurs.

• Have targets change their routines and 
maintain lower profiles (e.g., having officials 
and other targets remain indoors), which can 
reduce the possibility and effectiveness of 
assassination attempts.

Leadership Decapitation

This group contains one of the 12 VNSA adaptations 
in Table 5: Group survives and continues to exist after 
losing its leader. We note that leadership decapitation 
itself is not an adaptation. We use this shorthand 
term to refer to the adaptations that VNSAs made 
in reaction to the loss of organizational leadership. 
The effects of leadership decapitation in VNSAs 
varies and can depend on the value of the leader to 
the organization’s goals, mission, or other variables. 
However, studies examining the subject of VNSA 
leadership decapitation tend to agree that, when 
losing their leaders, most VNSAs will survive. Where 
scholars generally differ is on whether leadership 
decapitation is an effective counter-VNSA strategy. 
Jenna Jordan found that “decapitated groups have a 
lower rate of decline than groups that have not had 
their leaders removed” (Jordan, 2009, p. 753). Patrick 
Johnston estimated that leadership decapitation is 
successful in driving insurgent defeat “around 25 
to 30 percent” of the time (Johnston, 2012). Bryan 
Price similarly found that leadership decapitation 
increases the odds of insurgent elimination (Price, 
2012; Price, 2019). While some studies have found 
higher success rates for leader decapitation strategies, 
Johnston argued that variables other than leadership 
decapitation likely play a role in these cases and that 
“decapitation is not a silver bullet,” a finding widely 
supported by available evidence (Johnston, 2012).

A VNSA’s longevity seems to play some role in its 
ability to survive leader decapitation; that is, the lon-
ger a VNSA has been in existence, the more resilient 
it appears to be to the loss of a leader. Also, organi-
zation type (e.g., ideological, religious, criminal) and 
structure (large or small) also play roles in the effects 
of leadership decapitation strategies. In addition, a 
VNSA’s relationships with other VNSAs can also 

influence its ability to survive leadership decapita-
tion. For example, religious, criminal, and larger 
VNSAs are more resilient to leadership decapitation. 

Determining the effects of leadership decapi-
tation can take years, depending on how much is 
known about an organization and on available tools 
for gaining this information. However, changes in 
tactics, public pronouncements, or other similarly 
visible changes should signal how the organization 
has adapted to the loss of a leader, even when changes 
to organizational structure or patterns of control 
might not be apparent.

When leadership decapitation strategies are 
employed, the effects of these strategies should be 
monitored closely, especially when considering the 
likelihood of increased violence as a response. In 
general,

• Use leadership decapitation strategies earlier 
in a VNSA’s life cycle because this is when it 
appears to have the most negative effects on 
the ability of these groups to adapt.

Findings and Recommendations

This research sought to identify how VNSAs adapt to 
changes in the operational environment and pro-
vide recommendations on how the Army and other 
organizations might anticipate VNSA adaptation and 
mitigate it before it occurs. To meet these objectives, 
we first identified historical VNSA cases that shared 
characteristics of contemporary VNSAs—such as 
ISIS and the Taliban—whose examination we felt 
would yield important and generalizable insights 
into how VNSAs adapt as organizations. Second, we 
performed historical case analyses on the 15 selected 
cases. Third, we conducted analyses to determine 
patterns, trends, and the frequency of various VNSA 
adaptations. Finally, we provided a detailed discus-
sion of the most frequently occurring VNSA adapta-
tions and means of detecting and mitigating each.

Findings

In this section, we summarize the key findings on 
the frequency of VNSA adaptations overall and on 
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that should either reduce their likelihood of occur-
rence or attenuate their effects.

Recommendations

Our findings suggest that efforts to combat or control 
VNSA adaptation should focus on a VNSA’s emer-
gence and early evolution, access to military materiel 
and technology, and capacity to seize and hold ter-
rain. The U.S. government (through sanctions, dis-
rupting VNSA supply chains, and other efforts) and 
the Army (through its operational variables: political, 
military, economic, social, information, infrastruc-
ture, physical environment, and time [PMESII-PT]; 
see Headquarters, Department of the Army, 2014) 
analysis and efforts designed to limit VNSA access to 
military materiel and technology are already under-
taking many of these suggestions in some form and 
to some degree. Our suggestions are thus meant to 
highlight areas of focus for future conflicts involving 
VNSAs, while primarily focusing on ways of lim-
iting a VNSA’s capacity to adapt. With a shift from 
counterterrorism to a focus on strategic competition, 
there is a need for parsimony and targeting discrete 
resources toward their most effective ends. Our find-
ings led us to make the following broad recommen-
dations for limiting a VNSA’s ability to adapt:

• Identify, monitor, and take proactive steps to 
limit VNSAs’ evolution in the first few years 
following their emergence.

• Incorporate operational environment and 
organizational variables related to higher 
levels of VNSA adaptation into operational 
assessment frameworks, such as PMESII-PT.

• Focus strategies and efforts on limiting 
VNSAs’ access to military, technological, and 
warfighting materiel and on VNSAs’ ability to 
seize and hold terrain.

It is also worth noting that, from the perspective 
of security forces, some forms of VNSA adaptation 
might be preferable to others. That is, the strat-
egy to control, weaken, contain or defeat VNSAs 
might deliberately involve trying to channel them 
into whatever are considered to be less dangerous 
or less effective forms of adaptation. Accordingly, 
preventing adaptation might be impossible but 

how the 12 most commonly seen adaptations can be 
detected and mitigated.

The Frequency of VNSA Adaptation

The greatest rate of VNSA adaptations occur 
within the first five years of a VNSA’s existence. 
The VNSAs we examined adapted to their environ-
ments quickly and then retained an adaptive capacity 
throughout their life cycles. This suggests that there 
is an opportunity to limit a VNSA’s ability to adapt 
in the period shortly after it emerges and the possi-
bility of reducing its ability to remain operationally 
effective.

Not all VNSAs adapt with the same frequency. 
The pressures (or strategies) that counter-VNSA 
forces exert on a VNSA, coupled with changes in the 
operational environment, may lead to different levels 
of adaptation. 

Of the 46 VNSA adaptations examined, 12 
occurred in roughly one-half of the periods and 
two-thirds of the cases examined. The 12 VNSA 
adaptations occur frequently. Knowing that these 
adaptations are the most likely to occur can inform 
the allocation and focusing of resources, the devel-
opment of indicators for their detection, and the 
creation of means for mitigating their occurrence or 
the effects of their occurrence. As noted earlier, we 
did not judge the consequences of these adaptations 
or whether they were beneficial or deleterious but 
instead focused on the frequency of their occurrence 
across cases.

Detecting and Mitigating the 12 Most 
Common VNSA Adaptations

The six groupings of the 12 adaptations 
examined—alliances, materiel and technology, 
geographic changes, finance, tactics, and leadership 
decapitation—are those VNSAs are most likely to 
employ in conflict environments. While the methods 
for and means of monitoring, detecting, and miti-
gating these adaptations vary depending on the type 
of adaptation being addressed, the Army can take 
steps—in the form of preventative measures, strate-
gies, and tactics—to prevent (prior to occurrence) or 
respond (after their occurrence) to these adaptations 
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• Monitor, defend, or destroy government 
caches of materiel as necessary when they are 
in danger of being seized by VNSAs.

• Consider the implementation of controls on 
weapon usability or other means of tracing 
devices that would allow a better understand-
ing of which nation manufactured or sup-
plied a weapon that ended up being used by a 
VNSA.3

• Continue steps to identify and disrupt VNSA 
websites and forums to prevent these tools 
from being used for radicalization and 
recruitment. In addition, consider means of 
prosecuting authors, creators, and hosts of 
radicalizing material.4

• Strengthen legal controls on arms sales.

With respect to VNSA’s ability to seize and 
hold terrain, our analysis suggests that the following 
strategies (again, drawn from the previous section) 
may be effective:

• Employ strategies that disrupt VNSA safe 
havens or reduce their capacity to hold terrain.

• Employ strategies to contain or limit a VNSA’s 
ability to move into new territories where 
resources might be exploited.

• When VNSAs have acquired safe havens 
because of a state’s indifference or inability 
to control its territory, design programs to 
improve the host-nation’s capacity to counter 
the VNSA. These efforts must account for 
the conditions prevailing in the state or area 
where the VNSA is operating.5

directing it might be. Hence, the counter-VNSA 
strategy could be selected from a range of poten-
tial options—preventing, limiting, or redirecting 
adaptation—based on the capabilities of the VNSA 
and the perceived trajectory of the group. 

In several cases we examined in this research, 
counter-VNSA strategies included leadership decap-
itation (discussed in the previous section). However, 
there is a paradox in eliminating VNSA leadership. 
While dangerous leaders may be removed from 
power, the next individual who assumes leadership 
of the group could very well be even more radi-
cal, dangerous, and capable than his predecessor. 
Moreover, counter-VNSA strategies need to include 
understanding and preparing for the likelihood that 
they will likely have even less intelligence on younger 
generations of leaders, an issue that Israel faced in its 
targeted assassination campaign against Hamas and 
that Great Britain faced as it sought to arrest various 
leaders in the Provisional Irish Republican Army’s 
hierarchy. By carefully considering which leaders 
may be killed or captured, counter-VNSA strategies 
can work to shape their adversaries in a way favorable 
to the former and detrimental to the latter, includ-
ing by allowing less than inspirational or ineffective 
leaders to remain in place while working to eliminate 
those considered the most capable.

The continuing proliferation of military materiel 
and technology (commercial and governmental) and 
the difficulty of containing the movement of VNSAs 
will make efforts to mitigate VNSA adaptation oner-
ous. However, several suggestions we drew from the 
literature (and discussed in the previous section), if 
adopted, could help limit VNSA adaptation. 

With respect to VNSA’s access to military mate-
riel and technology, the following mitigation strate-
gies may be effective against VNSA adaptation:

• Hold states that supply VNSAs with arms 
accountable, by using either existing laws or 
targeted sanctions.

• Monitor and move to actively disrupt arms 
trafficking networks generally but especially 
those that traffic materiel and technology to 
VNSAs.
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• Marsh, 2016
• Nesser, Stenersen, and Oftedal, 2016
• Neumann, 2012
• Rossiter, 2018
• Smith, 2003
• Stohl, 2005
• Zelin, 2015

Geographic Changes

• Arsenault and Bacon, 2015
• Byman, 2013
• de la Calle and Sánchez-Cuenca, 2012
• Holtermann, 2014
• Kent, 1993
• Maclean, 2008
• McColl, 1969
• Salehyan, 2008,
• Salehyan, 2009
• Toft and Zhukov, 2015

Finance

• Abuza, 2003
• Behera, 2017
• Bøås and Torheim, 2013
• Boeke, 2016,
• Byman et al., 2001
• Clarke et al., 2017
• Collier, 2009
• Dion-Schwarz, Manheim, and Johnston, 2019
• Forest, 2012b
• Green, 2010
• Hansen-Lewis and Shapiro, 2015
• Johnston et al., 2016
• Malaquias, 2001
• Ocakli and Scotch, 2017
• Peters, 2009
• Phillips, 2019
• Rose-Greenland, 2016
• Sarkar and Sarkar, 2017
• Sawyer, Cunningham, and Reed, 2015
• Terrill, 2017
• Winer and Roule, 2002

Appendix. Literature Supporting 
Mitigation Findings

This appendix lists the sources that support the adap-
tation mitigation groupings listed in Table 5.

Alliances

• Abu Zayd, 2009
• Asal et al., 2016
• Bacon, 2018
• Bloom, 2003
• Box and McCormack, 2004
• Debos and Brown, 2016
• Eelam Revolutionary Organisation of 

Students, n.d., circa 1985
• Fotini, 2012 
• Hoole et al., 1990
• Horowitz and Potter, 2014
• Joshi, 1996
• Kearney, 1986
• Lebovich, 2013
• Levett, 2007
• Mahoney, 2017
• Phillips, 2014
• Phillips, 2018
• Shekau, 2016
• Staniland, 2014 
• Swamy, 2002 
• Toft and Zhukov, 2015
• al Zarqawi, 2004

Materiel and Technology

• Behera, 2017 
• Bonomo et al., 2007
• Boyle, 2015
• Butt, 2017
• Castner, 2017
• Clover and Feng, 2017
• Corera, 2016
• Cragin et al., 2007
• Dunn, 2013
• Firik, 2014
• Horton, 2017
• Jones and Johnston, 2013
• Karp, 2009
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Tactics

• Belew, 2018 
• Bloom, 2005
• Blume, 2017
• Boeke, 2016
• Coaffee, O’Hare, and Hawkesworth, 2009
• Elster, 2006, pp. 233–258
• Fishman, 2016
• Flanigan, 2008
• Flanigan, 2012
• Forest, 2012a
• Friis, 2015
• Jones, 2005
• Juergensmeyer, 2017
• Kalyvas, 2006
• Knights and Levitt, 2018
• Lentini and Bakashmar, 2007
• Mandala and Freilich, 2017
• Marks, 2017
• Pape, 2006
• Roberts, 2009
• Sarkar and Sarkar, 2017
• Savitch and Ardashev, 2001
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