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CAC = Compliance as Code
IAC = Infrastructure as Code
DAST = Dynamic Application Security Testing
IAST = Interactive Application Security Testing
SAST = Static Application Security Testing
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The first 4 bullets are about ensuring the organization is 
set up to effectively and continuously manage risk.
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Idempotence is the property of certain operations in mathematics and 
computer science whereby they can be applied multiple times without 
changing the result beyond the initial application.
In this context, idempotent means that the IaC can be deployed again and agai
n, and the result is the same. For example, if a running VM or container fails or
is compromised, it can be killed and redeployed from the IaC. This can be don
e as frequently as necessary, knowing that the result will be the same.
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CI/CD = Continuous Integration / Continuous Delivery (or Deployment)
CTF = Certificate to Field
ATO = Authorization to Operate
ATC = Authorization to Connect
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