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Classical Systems 
Engineering has this 
heritage.  Much of  the SE 
toolkit in use today has roots 
in such systems, and is best 
applicable to such systems
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Platforms: 10-50+ Years 

Infrastructure: 10-25+ Years 

Mobile Weapons: 5-20+ Years 

Electronics: 1-5 Years 

IEDs & Software: days to months 

Self-Adaptive: µs to seconds 

Rate of  
Change 

Threats are adaptive and quickly 
evolving 

Uncertainty in our new environment is  
demanding a rapid response 

Yet we are often constrained by 
legacy 
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Source:”Human Capital Strategy Review”, www.dau.mil/doddacm/dod/Juza; NASA Workforce Profile cube, http://wicn.nssc.nasa.bov/cognos/cgi.bin/ppdscgi.exe  
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Traditional SE 

Source: wpedia.goo.ne.jp/enwiki/Dual_Vee_Model  
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Enterprise Systems and Systems of Systems: 
Addresses the evolving needs of Enterprise scale 
systems, also known as Systems of Systems. These 
are complex systems in which the human 
behavioral aspects are critical and emergent 
behavior is the norm. 



Trusted Systems:  Addresses the challenges in conceiving, 
developing, deploying and sustaining systems that are 
safe, secure, dependable and survivable.  These are all 
emergent properties for which it is essential that the 
complete system is considered, once again, including the 
human element.  



Systems Engineering and Management Transformation: 
Address the challenges of complex systems with rapidly 
changing requirements and technology, while being 
deployed into evolving legacy environments.  Decision 
making capabilities to manage these systems are also 
critical as determining how and when to apply different 
strategies and approaches.   The focus is on the creation 
of MPTs that leverage the capabilities of computational, 
visualization, communication and IT technologies to keep 
systems engineering and management on the curve. 



Human Capital Development: Addresses the challenges 
presented by  the retirement of the baby boomer 
generation, the reduced numbers of US citizens entering 
the technical workforce and the new systems challenges 
facing our technical staff.   Research is needed to 
determine the critical knowledge and skills required for 
our workforces as well as determining the most efficient 
and effective means  by  which this can be instilled in our 
workforce over the their entire career.   


