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SIMPLE MAIL TRANSFER PROTOCOL

1. INTRODUCTION

The objécttvo of Simple Mail Transfer Protocol (SMTP) is to transfer
mail reliably and efficiently.

SMTP is independent of the particular transmission subsystem and .
requiros only a reliable ordered data stream channel. Appendiceos A,
8, C, and D describe the use of SMTP with various transport services.
A Glossary provides the definitions of terms as used in this
dicument. :

An important feature of SMTP is its capability to relay mail across
transport service environments. A transport service provides an
interprocess communication environment (IPCE). An IPCE may cover one
network, soveral networks, or a subset of a rnetwork. It is important
to realize that transport systems (or IPCEs) are not one~to—-one with
networks. A proccess can communicate directly with another process
through any mutually known JIPCE. Mail is an application or use of
interprocess communication. wMail can be communicated between
processes in different IPCEs by relaying through a process connected
to two (or more) IPCEs. More specifically, mail can be relayed
betwaen hostis on differant transport systems by 4 host on both
transport svsiems, ’

Postel : [Page 1]
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2.

THE SMTP MODEL

The SMTP design is based on the following model of communication: as
the result of a user mail request, the sender-SMT? establishes a
two-way transmission channel to'a receiver-SMTP. The receiver-SmTpP
may be sither the ultimate destination or an intermediate. SMTP
commands are generated by the sender~SMTP and sent to the
receiver-SMTP, SMTP replies are sent from the receiver-SMTP to tho
sondor—snTP in response to the commands.

Once the transmission channel is estab'ished, the SMTP-sender sends a
MAIL command indicating the sender of the mail, If the SMTP-receiver
can accept mail it responds with an OK raply. The SMTP-sender then
sends a RCPT command identifying a recipient of the mail. Ii the
SMTP-receiver can accept mail for that recipient it responds with an
OK reply: if not, it responds with a reply rejecting that recipient

(but not the whole mail transaction). The SMTP-sender and

SMTP-roceiver may negotiate several recipients. when the recipients
have been negotiated the SMTP-gsender gends the mail data, terminating
with a special sequence.. If the SMTP-receiver successfully processes
the mall data it responds with an OK raply. Tha dialog is purposely
lock-step, one-at-a-time.

P ———— : o —————

Fommmt | | | |

| user |<==>| | SHTP

trm————t | Sendsr-~ |Commands/Replies| Receliver-|

e i SMTP | < >|  SMTP | D ——

| File |<==>| | and wail | |<==>{ File |

|System| | | : ! | |System|
sender-SMTP Receiver-SMTP

Model for SMTP Use

Figure i

The SMTP providses machanismas for the transmission of mail; directly
from the sending user's host to the receiving user's host when the

(Page 2] Postel
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two host are connected to the same transport service, or via one or
more relay SMTP-servers when the source and destination hosts are not
connected to the same transport service.

To be .able to provide the relay capadility the SMTP-server must be
supplied with the name of the ultlmate dsstination host as well as
the cestination mailbox name.

The argument to the MAIL command is a reverse-path, which specifies
who the mail is from. The argument to the RCPT command is a
forward-path, which specifies who the mail is to. The forward-path.
is a source route, while the reverse-path is a return route (which
may be used to return a messago t2 the sender when an error occurs
with a relayed mes3age).

when the same message is sent to multiple recipients the SMTP
encourages the transmiasion of only one copy of the data for all the
recipients at the same destination host.

The mail commands and replies have a rigid syntax. Replies alsoc have
a numeric code. In the following, examples appear which use actual
commands and roplies. The complete lists of comm&ands and replies
appears in Suction 4 on specifications.

Commands and replies are not case sensitive. That is, a command or
reply word may be upper case, lower casa, or any mixture of upper and
lower case. WHote that this is not true of mailbox user names. For
some hoste the user name is case sensitive, and SMTIP implementations
must take case to preserve the case of user names as they appear in
mailbox arguments. 'Host names are 'not case gensitive.

Commanda and replies are composed of characters from the ASCII

character set [1]. when the transport service provides an 8-bit byte

(octet) transmission channel, each 7-bit character is transmitted
right justified in an octet with the high order bit cleared to zero.

when specifying the general form of a command or reply, an'argument

(or special symbol) will_be denoted by a meta-linguistic variable (or’
.constant), for example,. '<str£ng>' or "<reverse-path>". Here the

angle brackets indicate these are meta~linguistic variables.
However, some arguments use the angle brackets literally. For
example, an actual reverse-path is enclosed in angle brackets, i.e.,
"<John.SmithOUSC-ISI.ARPA>" is an instance of <-everse-path> (the
angle brackets are actually transmitted in the command or roply).

Postel [Page 3]
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3. THE SMTP PROCEDURES

This section presents the procedures used in SMTP in several jaris.
First comes the basic mail procedure defined as a mail transaction.
fFollowing this are descriptions of forwarding mail, verifying mailbox
names and expanding mailing lists, sending to terminals insizad of or
in combination with mailboxes,. and the opening and closing exchanges.
At the end of this section are comments on relaying, a note on mail
domains, and a discussion of changing roles. Throughout this section
are examples of partial command and reply sequences, several complete
scenarios are presented in Appendix F,

3.1. MAIL

There are three steps to SMTP mail transactions. The transaction
1 222r228 %ith & RAIL SOmwmaiia which gives the sender
identification. A series of one or more RCPT commands follows
giving the receiver information. Then a DATA command gives the
mail data. And finally, the end of mail dats indicator confirms
the transaction.

The first step in the procedure is the MAIL command. The
<reverse-path> contains the sourcs mailbox.

MAIL <SP> FROM:<reverse-path> <CRLF>

Thies command tells the SMTP-receiver that a nsw mail
transaction is starting and to reset all its state tables and
buffers, including any recipients or rmail data. It gives the
reverse-path which can be used to report errors. If accepted,
the receivar-SMTP returns a 250 OK reply.

The <reverse—path> can contain more than just a mailbox. The
<revarse-path> is a reverse source routing list of hosts and
source mailbox. The first host in the <reverse-path> should be
the host sending this command. i

The s¢ :ond step in the procedure is the RCPT command.

RCPT <SP> TO:<forward-path> <CRLF>
This command gives a forward-path identifying ons recipient.
If accepted, the raceiver-SMTP returns a 250 OK reply, and
stores the forward-path. If the recipient is unknown the

receiver-SMTP returns a 550 Failure reply. This second step of
tha procedure can be repeated any number of times.

[Page 4] . : Postel

10

L R : G, e et e AmER 0 MOEELE LETWUTToy Tan® sanr
B L IR S - v 5




o

RFC 821

August 1982
Simple Mail Transfer Protocol

-

The <forward-path> can contain mora than just a mailbox. The
<forward-path> is a source routing list of hosts and the

" destination mailbox. The first host in the <forward-path>

should be the host receiving this command.

The third step in the procedure is the DATA command.

DATA <CRLF>

If accepted, the receiver—-SMTP returns a 354 Intermediate reply
and considers all succeeding lines to be the message text.

when the end of text is received and stored the SMTP-raceiver
sencs & 250 OK reply.

Since the mail data is sent orn the transmission channel the end
of the mail data must be indic :ted so that the command and
reply dialog can be resumed. MTP indicates the and of the
mail data by sending a line containing only a period. A
transparency procedurs is used to prevent this from interfering
with the user’'s text (see Section 4.5.2).

Please note that the mail data includes the memo header
items such as Date, Subject, Yo, Ce, From [2].

The end of mail data indicator also confirms the mail
trinsaction and tells the rece .ver-SMY{P to now process the
stored recipients and mail da:s. If accepted, the
receiver--3MTP returns a 250 OK reply. The DATA command should
fail only if the mail transaction was incomplete (for example,
no recipients), or if resources are not available.

The above procedure is an examplu of a mail transaction. These
commands muct be used only in tha order discussed above. '
Example 1 (below) illustrates the usa of these commands in a mail
transaction,

Postel

[Page 5]
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Example of the SMTP Procedure

This SMTP example shows mail sent by Smith at host Alpha.ARPA,
to Jones, Green, and Brown at host Beta.ARPA. Here we assume

that host Alpha contacts host Beta directly.

"S: MAIL FROM:<Smith@Alpha.ARPA>
R: 250 OK

S: RCPT TO:<Jones@Beta.ARPA>
R: 250 OK

S: RCPT TO:<Green@Beta.ARPA>
R: 550 No such user here

RCPT TO:<BrownOBsta.ARPA>
250 OK

s oo

DATA

354 Start mail input; end with <CRLF>.<CRALF>
Blah blah blah...

...8tc. etc. etc.

<CRLF>. <CRLF.

250 OK

e ss oo &

DOLOLIV DO

»e

The mail has now been accepie : for Jones and Brown.
not have a mailbox at host £e:ua.

Example 1

Green did

{Page 6]
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3.2. FORWARDING

There are some cases where the destination {nformation in the
<forward-path> is incorrect, bdbut the receiver-SMTP knows the
.correct destination. In e:~" cases, one of the following replies
should be used to allow the asender to contact the correct ’
destination,. '

251 User not local; will forward to <forward-path>

This reply indicates that the receiver-SMTP knows thao user's
mailbox is on another host and indicates the correct
forward-path to use in the future. Note that either the
host or user or both may b®s different. The receiver takes
responsibility for delivering the message.

551 User not local; please try <forward-path>

This reply indicates that the receiver-SMTP knows the user's
mailbox is on another host and indicates the correct
forward-path to use. Note that either the host or user.or’
both may be different. The receiver refuses to accept mail
for this user, and the gender must either redirect the mail
according to the information provided or return an error

‘f’ response to the originating user.

Example 2 illustrates the use of these reiponses.

Example of Forwarding
Either

S: '‘RCPT TO:<PosteladusSC-ISI.ARPA> )
R: 251 User not local; will forward to <Postel@USC-ISIF.ARPA>

or

S: RCPT TO:<Paul@usSC-1ISIB.ARPA>
R: 551 User not local; please try <Mockapetris@USC-ISIF.ARPA>

Example 2

Postel [Page 7}
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3.3. VERIFYING AND EXPANDING

SMTP provides as additional features, commands to verify a user
name or expand a mailing list. This is done with the VRFY and
EXPN command:. wvhich have character string arguments. For the
VRFY command, :'he string is a user name, and the response may
include the fu'l name of the user and must include the mailbox of
the user. For the EXPN command, the string identifies a mailing
list, and the multiline response may include the full name of the
users and must give the mailboxes on the mailing list.

"User name” is a fuzzy term and used purposely. If a host
implements the VRFY or EXPN commands then at least local mailboxes
must be recognized as "user names”. If a host chooses to
recognize other strings as "user names" that is allowed.

In some hoats the digstinction between a mailing list and an alias
for a single mailbox 1s a bit fuzzy, since a common data structure
may hold both types of entries, and it is possible to have mailing
lists of one mailbox. 1If & request is made to verify a mailing
list a positive rosponse can be given if on receipt of a message
80 addressed it will he delivered to everyone on the list,
otherwise an error should be reported (e.g., "550 That is a
mailing list, not a user"}. If a request is made to expand a user
name & positive response can be formed by returning a list <:
_containing one name, or an error can be reported (e.g., "550 That
is a user name, not a mailing list").

In the case of a multiline reply (normal for EXPN) exactly one
mailbox is to be specified on each line of the reply. In the case
of an ambiguous request, for example, "VRFY Smith", where there
are two Smith's the response must be "553 User ambiguous”.

The case of verifying a user nume is straightforward as shown in
example 3.

[page 8] . Postel
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Either

S: VAFY Smith
R: 250 Fred Smith <Smith@uSC-ISIF.ARPA>

or

$: VRFY Smith

R: 251 User not local: will forward to <Smith@USC-ISIQ.ARPA>
or

S: VRFY Jones
R: 550 String does not match anything.

Oor

S: VRFY Jones ) )
R: 551 User nct local: please try <Jones@USC-ISIQ.ARPA>

8 . . o -
. <° o : . . S o o [ ° 4 < g

@ RFC 821 : August 1982

Simple Mail Trarnsfer Protocol

Example of Verifying a User Name ’ .
4
{
i

@ " or
S: VRFY Gourzenkyinplatz
} R: 553 User ambiguous.
) ' Example 3
[
4
b
A
A
N
F
3
o
3
i
Postel {Page 9]
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. The case of oxpanding a mailbox list requires a nulti1@nc reply as
shown in example 4,

Example of Expanding a Mailing List
Either

S: EXPN Example-~People

R: 250-Jon Postel <PostelOUSC-ISIF.ARPA>

R: 250-Fred Fonebcne <Fonebone®USC-ISIQ.ARPA>

R: 250-Sam Q. Smith <SQSmith@USC—ISIC.ARPA>

A: 250-Quincy Smith <QUSC-ISIF.ARPA:Q-SmithO@ISI-VAXA.ARPA>
R: 250~<joedfoo~unix.ARPA>

R: 250 <xyzObar-unix.ARPA>

or

S: EXPN Executive—washroom-List
R: 550 Access Denied to You.

Example 4

The character string arguments cf the VRFY and EXPN commands
cannot be further restricted dud to the variety of implementations
of the user name and maiibox list concepts. On some systems it
may be appropriate for the argument of the EXPN command to be a
file name for a file containing a mailing list, but again there is
a variety of file naming conventions in the Internet.

The VRFY and EXPN commands are not included in the minimum
implementation (Section 4.5.1), and are not required to work
across relays when they are implemanted.

[Page 10) Postel
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3.4, SENDING AND MAILING

The main purpose of SMIP is to delivar messages to user's
mailboxes. A very similar service provided by some hosts is to

~deliver messages to usér's terminals (provided the user is active

Postel

on the ho. t). The delivery to the user's mailbox is called
"mailing®”, the delivery to the user's terminal is cslled
"sending”. Because in many hosts the implementation of sending is
nearly identical to the implementation of mailing these two
functions are combined in SMTP. However the sending eommando are
not included in the required minimum implementation

(Section 4.5.1). Users should have the ability to control the
writing of messages on their terminals. Most hosts permit the
users to accept or refuse such messages.

The following three command are defined to support the sonding
options. These are used in the mail transaction instead of the

MAIL command and inform the receiver-SMTP of the special semantics

of this transaction:
SEND <SP> FROM:<reverse-path> <CRLF>

The SEND command requires that the mail data be delivered to
the user's terminal. 1If the user is not active (or not
accepting terminal messages) on the host a 450 reply mav
returned to & RCPT co.umand. The mail transaction is
successful if the message is delivered the terminal.

SOML <SP> FROM:<revarse-path> <CRLF>

The Send Or MailL command requires that the mail data be
delivered to the yser's terminal if the user is active (and
sccepting terminal messages) on the host. 1If the user is
not active (or not accepting terminal messages) then the
mail data is entered into the user's mailbox. The mail
transaction is successful if the message is delivered either
to the terminal! or the mailbox.

SAML <SP> aROM~<reverse—path> <CRLF>

The Send And mail command roqulres that the mail data be
delivered to the user's terminal if the user is active (and
accepting terminal messages) on the host. In any case the
mail data is entered into the user's mailbox. The mail

transaction 1s successful if the message is delivered the
mailbox.

(Page 11}
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The same reply codes that
for these commands.

[Page 12}
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. OPENING AND CLOSING

At the time the transmission channel is opened there is an
exchange to ensure that the hosts are communicating with the hosts
they think they are.

The following two commands are used in transmission channel
opening and closing: : .

HELO <SP> <domain> <CRLF>
QUIT <CRLF>
In the HELO command the host sending the command identifies

itself; the command may be interpreted as saying "Hello, I am
<domain>", ' R

Example of Connection Opening
R: 220 BBN-UNIX.ARPA Simple Mail Transfer Service Ready
S: HELO USC-ISIF.ARPA
R: 250 BBM-UNIX.ARPA

Example 9

Example of Connection Closing

S: QUIT
R: 221 BBN-UNIX.ARPA Service clcsing transmission channel

Example &

[Page 13]
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. RELAYING

The forward-path may be a source route of the form

"QONE,OTWO: JOEOTHREE", where ONE, TwWO, and THREE are hosts. This
form is used to emphasize the distinction between an address and a
route. The mailbox is an absolute address, and the route is
information about how to get there. The two concepts should not
be confused. . .

Conceptually the elements of the forward-path are moved to the
reverse-path as the message is relayed from one server-SMTP to
another. The reverse-path is a reverse source route, (i.e., a
source route from the current location of the message to the
originator of the measage). When a server-SMTP deletes its
identifier from the forward-path and inserts it into the
reverse—-path, it must use the name it is known by in the
envircnment it is sending into, not the environment the mail came
from, in case the server-SMTP is known by different names in
different ervironments.

If when the message arrives at an SMTP the first element of the
forward-path is not the identifier of that SMTP the elemsnt is not
deleted from the forward-path and is used to determine the next

SMTP to send the message to. 1In any case, thea SMTP adds its own
identifier to the reverse-path. :

Using source routing the receiver-SMTP receives mail to be relayed
to another server—SMTP The receiver-~-SMTF may accept or reject the
task of relaying the mail in the same¢ way it accepts or rejects
mail for a local user. The receiver—~SMTP transforms the command
arguments by moving its own identifier from the forward-path to

"the beginning of the reverse-path, The receiver-SMTP then becomes

[page

a sender-SMTP, establishes a :transmissicn channel to the next SMTP
in the forward-path, and sends it the mail.

The first host in the reverse-path should be the host sending the
SMTP commands, and the first host in the forward-path should be
the host receiving the SMTP commands.

Notice that the forward-path and reverse-outh appear in the SMTP
commands and replies, but not necessarily in the messags. That
is, there is no need for these paths and especislly th) s syirtax to

appear in the "To:" , “"From:", "CC:", atc. fields of the message
header. .

If » server—-SMTP has accepted the task of relaying the mail and

14] , Pastel
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later finds that the forward-path is incorrect or that the mail
cannot be delivered for whatever reason, then it must construct an
“undeliverable mail® notification message and send it to the
originator of the undeliverable mail (as indicated by the
reverse-path).

This notification mossage must be from the server-SMTP at this
host. Of course, server—-SMTPa should not send notification
messages about problems with notification messages. One way to
prevent loops in error reporting is to specify a null reverse-path
‘in’ the MAIL command of a notification message. When such a
message is relayed it is permissible to leave the reverse~-path
null. A MAIL command with a null reverse-path appears as follows:

MAIL FROM:<>

An undeliverable mail notification ressage is shown in example 7.
This notification is in response to a message originated by JOE at
HOSTW and sent via HOSTX to HOSTY with instructions to rslay it on

_to HOSTZ. what we see in the example is the transaction between
HOSTY and HO3TX, which is the first step in the return of the
notification message.

Postel [{rage 15]
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Example Undeliverable Mail Notification Message

MAIL FROM: <>

250 ok

RCPT TO:<OHOSTX.ARPA: JOEOHOSTW.ARPA>
250 ok

DATA

354 send the mail data, end with .
Date: 23 Oct 81 11:22-33

From: SMTPOHOSTY.ARP/

To: JOEQHOSTW.ARPA

Subject: mail System Froblem

N
Sorry JOE, your message to SAMOHOSTZ.ARPA loat.
HOSTZ.ARPA said this: )
"550 NO Such user"

: 260 ok

Example 7

[Page 16]
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3.7. DOMAINS

Domains are a recently introduced concept in the ARPA Internet
mail system. The use of domains changes the address space from a
flat global space of simple character string host names to a
hierarchically structured rooted tree of global addresses. The
host name is replaced by a Jomain and host designator which is a
sequence of domain element strings separated by periods with the
understanding that the domain elements are ordered from the most
specific to the most general.

For example, "USC-ISIF.ARPA", "Fred.Cambridge.UK", and
"PC7.LCS.MIT.ARPA" might be host-and-dumain identifiers.

Whenever domain names are used in SMTP orly the official names are

used, the use of nicknames or aliases is not allowed.

Postel
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3.8. CHANGING ROLES

The TURN commnand may be used to reverse the roles of the tno
programs communicating over the transmission cnannel.

If program—A is currently the sender-SMTP and it sends the TURN
command and receives an ok reoly (250) then program-A becomes the
receiver-SMTP.

If progran-B is currently the receiver-SMTP and it receives the
TURN command and sends an ok reply (250) then program-8 becomes
the sender-SMTP,

To refuse to change roles the receiver sends the 502 reply.

Please note that this command is optional. It would not normally
be used in situations where the transmission channel is TCP.
However, when the cost of establishing the transmission channel l»s
lhiigh, this command may be quite useful. For example, this command
may be useful in supporting be mail exchange using tre public
switched telephone system as a transmission charnel, espeeially if
some hosts poll other hosts for m&ail exchanges.

[Page 18] ‘ Postel
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4. THE SMTP SPECIFICATIONS

4.1.

SMTP COMMANDS

4,.1.1. COMMAND SEMANTICS

Postel

The SMTP commands define the mail transfer or the mail system
function requested by the user. SMTP commands are character
strings terminated by <CRLF>, The command codes themselves are
alphabetic characters terminated by <SP> if paramoters follow
and <CRLF> otherwise. The syntax of mailboxes must conform to
receiver site conventions. The SMTP commands are discussad
below. The SMTP replies are discussed in the Section 4.2,

A majl transaction involves several data objects which are
communicated as arguments to different commands. Tha
reverse-path is the argument of the MAIL command, the
forward-path is the argument of the RCPT command, and the mail
data is the argument of the DATA command. These arnuments or
deta objects must be transmitted and held pending the
confirmation communicated by the end of mail data indication
which finalizes the transaction. Tha model for this is that
distinct buffers are provided to hold the types of data
objects, that is, there is a reverse-path buffer, a
forward-path buffer, and a mail data buffer. Specific commands
cause information to be appended to a spacific buffer, or cause
one or mors buffers to be cleared.

 HELLO (HELO)

This command is used to identify the sender-SMTP to the
receiver—-SMTP. The argument field contains the host name of
the sender-SMTP.

The raceiver-SMTP identifies itself to the sender—-SMTP in
the connection greeting reply, and in the response to this
command,

This command and an OK reply to it confirm that both the
sender-SMTP and the receiver-SMTP are in the initial state,
that is, there is no transaction in progress and all state
tables and buffers are cleared.

[Page 19}




o g - . I,

L.

August 1982
Simple mMail

o — e g e R S i e e T

REC 821
Transfer Protocol

MAIL (MAIL)

This command is used to initiate a mail transaction in which
the mail data is delivered to one or more mailboxes. The
argument field contains a reverse-path.

The reverse-path consists of an optional list of hosts and
the sender mailbox. Wwhen the list of hosts is present, it
is a "reverse” source route and indicates that the mail was
relayed through each host on the 1list (the first host in the
1ist was the most recent relay). This list is used as a
source route to return non-delivery notices to the sender.
As each relay host adds itself to the beginning of the list,
it must use its name as known in the IPCE to which it is
relaying the mail rathar than the IPCE from which the mail
cama (if they are different). 1In some types of error
reporting messages (for example, undeliverable mail
notifications) the reverse-path may be null (see Example 7).

This command clears the reverse-path buffer, the
forward-path buffer, and the mail data buffer; and inserts
the reverse-path information from this command into the
reverse-path buffer.

RECIPIENT (RCPT)

[Page 20]

This command is used to id:atify an individual recipient of
the mail data; multiole recipients are specifled by multiple
use of this command.

The forward—-path consists of an optional 1list of hosts and a
required destination mailbox. When the list of hosts is
present, it is a source route and indicates that the mail
must be relayed to the next host on the list. If the
receiver-SMTP does not implement the relay function it may
user the same reply it would for an unknown local user
(550).

whan mail is relayed, the relay host must remove itself from
the beginning forward-path and put itself at the beginning
of the reverse-path. When mail reaches its uvltimate
destination (the forward-path contains only a desuination
mailbox), the receiver—-SMTP inserts it int» the destination
mailbox i accordunce with its host mail conventions.
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For example, mail received at relay host A with arguments

FROM: <USERXOHOSTY.ARPA>
TO: <@HOSTA.ARPA,QHOSTB.ARPA: USERCOHOSTD. ARPA>

will be relayed on. to host B with arguments

FROM: <QHOSTA.ARPA:USERXOHOSTY.ARPA>
TO: <OHOSTB.ARPA:USERCOHOSTD.ARPA>,

This command causes its forward-path argumont to be appended
to the forward-path buffer.

DATA (DATA)

The reésivgr treats the lines following the command as mail
data from the sender. This command causes the mail data
from this command to be appended to the mail date buffer.
The mail data may contain any of the 128 ASCII1 character
codes.

The mail data is termirated by a line containing only a
period, that is the character sequence "<CRLF>.<CRLF>" (see
Sectiun 4.5.2 on Transparency). This is the end of mail
data indication.

The end of maii data indication requires that the recseiver
must now process the stored mail transaction information.
"This processing consumes the information in the reverse-path
buffer, the forward-path buffer, and the mail data buffer,
and on the completion of this command these buffers are
¢leared. If the processing is successful the receiver must
send an OK reply. If the processing fails completely the
recaiver must send a frilure reply.

¥hen the receiver-SMTP accepts a message either for relaying
or for final delivery it inserts at the peginning of the
mail data a time stamp line. The time stamp 1line indicates
the identity of the host that sent the message, and the
identity of the host that received the message (and is
ins:.."ing this time stamp), and the date and time the

mes{ '@ was received. Relayed measages will have multiple
tim “.tamp lines. '

when the receiver-SMTP makes the "final delivery” of a
message it inserts at the baginning ¢f the mail data a

Postel , ‘ [Page 21)
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return path 1ine. The return path line preserves the
information in the <reverse-path> from the MAIL command.
Here, final delivery means the message leaves the SMTP
world. Normally, this would mean it has been delivered to
the destination user, but in some cases it may be further
processed and transmitted by another mail system,

It is possible for the mailbox in the return path be
different from the actual sender's mailbox, for example,
if error responses are to be delivered a special error
handling mailbox rather than the message senders.

The preceding two paragraphs imply that the final mail data

will begin with a return path line, followed by one or more
time stamp lines. Thess lires will be followed by the mail

data header and body [2]. See Example 8,

Special mention is needed of the response and further action
required when the processing following the end of mail data
indication is partially successful. This could arise if
after accepting several recipients and the mail data, the
receiver-SMTP finds that the mail data can be successfully
delivered to some of the recipients, but it cannot be to
others (for example, due to mailbox space asllocation
preblems), In such a situation, the response to the DATA
command must be an OK reply. B8But, the receiver-SMIP must
compose and send an "undeliverable mail” notification
message to the originator of the message. Either a single
notification which lists all of the recipients that failed
to get the message, or separate notification messages must
be sent for each failed recipient (see Example 7). All

undeliverable mail nctification messages are sent using the

MAIL command (even if they result from processing a SEND,
SOML, or SAML command).

Postel
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Example of Return Path and Received Time Stamps

Return—-Path: <OGHI.ARPA,ODEF.,ARPA,OABC.ARPA:JOEGABC,ARPA>
Received: from GHI.ARPA by JKL.ARPA ; 27 Oct 81 15:27:39 PST
Received: from DEF.ARPA by GHI.ARPA ; 27 Oct 81 15:15:13 PST
Received: from ABC.ARPA by DEF.ARPA ; 27 Oct 81 15:01:59 PST
bDate: 27 Oct 81 15:01:01 PST

" From: JOEQABC.ARPA '
Subject: Improved Mailing System Installed
To: SAMOJKL.ARPA

This 1s to inform you that ...

Example 8

G

SEND (SEND)

This command is used to initiate a mail transaction in which
the mail data is delivared to one or more terminals. The
- argument field contains a raverse-path., This command is
ii’ successful if the message is delivered to a termiral.

The reverse-path consists of an optional list of hosts and
the sender mailbox. When the list of hcsts is present, it
is a "reverse” source route and indicates that the mail was
relayed through each host on the list (the first host in the
list was the most recent relay). This list is used as a
source route to return non-delivery notices to the sender,
As each relay host adds itself to the beginning of the list,
it must use its name as known in the IPCE to which {t is
relaying the mail rather than the IPCE from which the mail
came (if they are different).

.
catad o Al T S 5 LA

This command clears the reverse-path buffer, the
forward-path buffer, and the mail data buffer; and inserts
the reverse~-path information from this command into the
reverse-path buffer.

SEND OR MAIL (SOML)

This command is used to initiate a mail transaction in which
the wnail data ls delivered to one or more terminals or

Postal : : [Paga 23]
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mailbc tes. For each recipient the mail data is delivered to
the ricipient's terminal if the recipient is active on the
host (and accepting terminal messages), otherwise to the
recipiant's mailbox. The argument field contains a
reversa-path. This command is successful if the message is
delivered to. a terminal or the mailbox.

The reverse-path consists of an optional list of hosts and
the sender mailbox. When the list of hosts is present, it
is a "reverse” source route and indicates that the mail was
relayed through each host on the list (the first host in the
1ist was the most recent relay). This list is used as a
source route to return non-delivery notices to the sender.
As each relay host adds itself to the beginning of the 1list,
it must use its name as known in the IPCE to which it is
relaying the mail rather than the IPCE from which tha mai)
came (if they are different).

This command clears the reverse-path buffar, the
forward-path buffer, and the mail data buffer; and inserts
the reverse-path information from this command into the
reverse—-path buffer.

SEND AND MAIL (SAML)

This command is used to initiate a mail transaction in which
the mail data is delivered to one or more terminals and
mailboxes. For each recipient the mail data is delivered to
the recipient's terminal if the recipient is active on the
host (and accepting terminal messages), and for all
recipients to the recipient's mailbox. The argument field
contains a reverse-path. This command is successful if the
message is delivered to the mailbox.

The reverse-path consists of an optional list of hosts and
the sender mailbox. When the list of hosts is present, it
is a "reverse” source route and indicates that the mail was
relayed through each host on the list (the first host in the
1ist was the most recent relay). This list is used as a
source route to return non-delivery notices to the sender.
As each relay host adds itself to the beginning of the list,
it must use its name £5 known in the IPCE to which it is
relaying the mail rather than the IPCE from which the mail
came (if they are different).

This command clears the raverse—-path buffer, the

[Pagé 24] . Postel
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forward-path buffer, and the mail data buffer; and inserts
the raverse-path information from this command into the
reverse-path buffer.

RESET (RSET)

This command specifies that the current mail transaction is

to be aborted., Any stored sender, recipients, and mail data
must be discarded, and all buffere and state tables cleared.
The receiver muat send an OK reply.

VERIFY (VRFY)

This command asks the receiver to confirm that the argument
identifies a user. If it is & user name, the full name of
the user (if known) and the fully specified majilbox are
returned.

This command has no effect on any of the reverse-path
buffer, the forward-path buffer, or the mail data buffer.

EXPAND (EXPN)

This command asks tha receiver to confirm that the argument
identifies a mailing list, and if so, to return the
membership of that list. The full name of the users (if
known) and the fully specified mailboxes are returned in a
multiline reply.

This command has no effect on any of the reverse-—path
buffer, the forward-path buffer, or the mail data buffer.

HELP (HELP)
This command causes the receiver to send helpful information
to the sender of the HELP command. The command may take an
argument (e.g., any command name) and return more specific
information as a response.

This command has no effect on any of the reverse-path
buffer, the forward-path buffer, or the nmail data buffer.

Postel ‘ [Page 25]
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NOOP (NOOP)

RFC 821

This command does not affect any parameters or previously
entered commands. It specifies no action other than that
the receiver send an OK reply.

This command has no effect on any of the reverse-path
buffer, the forward-path buffer, or the mail data buffer.

©QUIT (QUIT)

[Page 286])
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This command specifies that the receiver must send an OK
reply, and then close the transmission channel.

The receiver should not close the transmission channel until
it receives and replies to a QUIT command (even if there was
an error). The sender should not close the transamission
channel until it send a QUIT command and raceives the reply
(even if there was an error responsé to a previous command).
If the connection is closed prematurely the receiver should
act as if a RSET command had been received (canceling any
pending transactioca, but not undoing any previously
completed transaction), the sencer should act as if the
command or transaction in progress had received a temporary
arror {(4xx).

TURN (TURN)

This command specifies that the receiver must either (1)
send an OK reply and then take on the rcle of the
sender—-SMTP, or (2) send a refusal reply and retain the role
of tha receiver-SMTP,

1f program—A is currently the sender~SMTP and it sends the
TURN command and receives an OK reply (250) then program—-A
becomes the receiver-SMTP. Program—-A is then in the initial
state as if the transmission channel just cpened, and it
then sends the 220 service ready greeting.

If program-B is currently the receiver-SMTP and it receives
the TURN command and sends an OK reply (250) then program-8

becomes the sander—-SMTP. Program-B is then in the initial

state as if the transmission channel just opened, and it
then expects to receive the 220 service ready greeting.

To refuse to change roles the receiver sends the 502 réply.

Postel
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. There are restrictions on the order in which these command may
be used.

The first command in a session must be the HELO command.

The HELO command may be used later in a session as well. If
the HELO command argument is not acceptable a 501 failure
reply must be returnad and the receiver-SMTP must stay in
the same state.

The NOOP, HELP, EXPN, and VRFY commands can be used at any
time durlng a sesslon.

The MAIL, SEND, SOML, or SAML commands begin a mail
trangsaction. Once started a mail transaction consists of
one of the transaction beginning commands, one or more RCPT
commands, and a DATA command, in that order. A mail
transaction may be aborted by the RSET command. There may
be zero or more transactions in a session.

If the transaction beginning command argument is not
acceptable a 501 failure reply must be returned and the
receiver-SMTP must stay in the same state. If the commands
in a transaction are out of order a 503 failure reply must
be raturned and the receiver-SMTP must stay in the same
state,

The last command in a session must be the QUIT command. The
QUIT command can not be uzed at any other time in a session.

4.1.2. COMMAND SYNTAX

The commands consist of a command code followed by an argument
field. Command codes are four alphabetic characters. Upper
and lower case alphabetic characters are to be treated

- identically. Thus, any of the following may represent the mail
command:

MAIL Mail mail Mall mAIl

This also applies to any symbols representing parameter values,
such as "TO" or "to" for the forward-path. Command codes and
the argument fields are separated by one or more spaces.
However, within the reverse-path and forward-path argquments
case is important. 1In particular, in some hosis the user
"smith" is different from the user "Smith".

Postel (Page 27}
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The argument field consists of a variable length character
string ending with the character sequence <CRLF>., The receiver
is to take no action until this sequence 1is received.

Square brackets denote an optional argumert field. If the
option is not taken, the appropriate default is implied.

[Page 28]} . Postel
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The following

HELO
MAIL
RCPT
DATA
RSET
SEND
SOML
" SAML
VRFY
EXPN
HELP
NOOP
aurT

TuAN

Postel
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are the SMTP commands:
<SP> <domain> <CRLF>

<SP> FROM:<reverse-path> <CRLF>
<SP> TO:<forward-path> <CRLF>
<CRLF>

<CRLF>

<SP> FROM:<reverse—path> <CRLF>
<SP> FROM:<reverse-path> <CRLF>
FROM: <reverse—-path> <CRLF>
<SP> <string> <CRLF>
<SP> <atr1ng>.<anF>
[<SP> <string>] <CRLF>
<CRLF> '
<CRLF>

<CRLF>

[Page 29)
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The syntax of thu above argument fields (using BNF notation

whara applicableg;

ia given ' below. The "..." notation indicates

that a field mav be repesated one or more times.

[Page 30]

<reverse-path> ::= <path>

<forward-path> ::= <path>

<path> :;- "<" | <a=d=1> ":" ] <mailbox> ">"

<a~d-1> ::= <at—-domain> | <at-domain> "," <a-d-1>
<at-domain> ::= "@" <domain ' ‘

<domain> ::= <element> | <element> "." <¢omn1n>'
<e@iement> ::=m <name> | "#" <number> | "{" <dotnum> "]"
<mailbox> ::= <local-part> "0" <domain>

<local-part> ::= <dot-string> | <quoted-string>

<name> ::m <a> <ldh-str> <let-dig>

<ldh-str> ::= <let-dig-hyp> | <let-dig-hyp> <ldh-sti>
<let-dig> ::m <a> | <d> '

<let-dig-hyp> ::= <a> | <d> | "=*

<dot—-string> ::= <string> | <string> "," <dot-string>

<string> ::= <char> | <char> <string>
<quoted-string> :;- new zqtext> """
<qtext> ::m "\" <x> | "\" <x> <qtext> | <q> | <q> <qtext>
<char> ::=m <e> | "\" x>

<60tnum> ::-4<snum> "." <snum> ".% <snum> *." <snum>
<number> ::= <d> | <d> <number>

<CRLF> ::m <CR> <LF>

Postel
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<CR> ::m the carriage return character (ASCII code 13)
<LF> ::= the line feed charactsre (ASCII code 10)
<SP> ::m the space character "(ASCII code 32)

<gnum> ::= ope, two, or three digits representing a decimal
integer value in the range 0 through 255

<a> ::= any one of the 52 alphabetic characters A through 2
in upper case and a through z in lower case

<c> ::= any one of the 128 ASCII characters. but not any
<special> or <SP>

<d> ::= any ore of the ten digita 0 through 9

<q> ::= any one of the 128 ASCII characters except <CR>,
<LF>, quote ("), or backslash (\)

<x> ::= any one of the 128 ASCII characters (no exceptions)

<spec1a1> :'.- ﬂ<ﬂ l '>I I ﬂ(ﬂ l ")I l W[“ l .lﬂ I ﬂ\“ I '.I

@ P s 1 "™ ] ":" | "6 """ | the control
charactera (ASCII codes 0 through 31 inclusive ard
127)

Note that the backslash, "\", is a quote character, which is
used to indicate that the next character is to be used
literally (instead of its normal interpretation). For example,
*Joe\,Smith" could be used to indicate a single nine character
user field with comma being the fourth character of the field

Hosts are generally known by names which are translated to
addresses in each host. Note that the name elements of domains
are the official names —— no use of nicknames or aliases is
allowed.

Sometimes a host is not known to the translation function and
communication is blocked. To bypass this barrier two numeric
forms are also allowed for host "names". One form is a decimal
integer prefixad by a pound sign, "#", which indicates the
number is the address of the host. Another form is four small
decimal integers sgparated by dots and enclosed by brackets,
e.g., "[123.255.37.2]", which indicates a 32-bit ARPA Internet
Address in four 8-bit fields.

.Postel (Page 31])
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The time stamp line and the return path line are formally
defined as follows:

<r

.turn—-path-line> ::= "Return-Path:" <SP><reverse-path><CRLF>

<time-stamp-line> ::as "Received:" <SP> <stamp> <CRLF>

[Page 32}
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<gtamp> ::= <from-domain> <by-domain> <opt-info> ";"
<daytime>

<from-domain> ::= "FROM" <SP> <domain> <SP>
<by~-doma&ain> ::= "BY" <SP> <domatin> <SP>
<opt-info> ::m [<via>] [<with>] [<id>] [<for>]
<via> ::m "VIA" <SP> <link> <SP> '
<with> ::= "WITH" <SP> <protocol> <SpP>

<id> ::a= "ID" <SP> <string> <SP>

<for> ::= "FOR" <SP$ <patn> <SpP>

<link> ::= The standard names for links are régistered with
the Network Information Center.

<protocol> ::= The standard names for protocols are
registered with the Network Information Center.

<daytime> ::= <SP> <date> <SP> <time>
<gate> ::= <dd> <SP> <mon> <SP> <yy>
<time> ::= <hh> ":" <mm> ":" <gs$> <SP> <zone>

<dd> ::= the one or two decimal integer day of the month in
the range 1 to 31.

<mon> ::= "JAN" | "FEB" | "MAR" | "AFR" | "MAY" | "JUN"
"JUL" | "AUG" | "SEP" | "OCT" | "NOV" | "DEC"

<yy> ::= the two decimaltinteger year of the century in the
range 00 to 99.
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~

<hh> ::=m the two decimal integer hour of the day in the
range 00 to 24,

<mm> ::m the two decimal integer minute of the hour in the
range 00 to 59.

<88> :=

the two decimal integer second of the minute in the
range 00 to 59,

<zone> ::= "UT' for Universal Time (the default) or other
, time zone designator (as in [2]).

Return Path Example
Return—-Path: <@CHARLIC.ARPA,@BAKER.ARPA:JOEQABLE.ARPA>

Example 9

Time Stamp Line Example
Received: FROM ABC.ARPA BY XYZ_ARPA ; 22 OCT 81 09:23:59 POT

Received: from ABC.ARPA by XYZ.ARPA via TELENET with X25
id M12335 for SmithePDQ.ARPA ; 22 OCT 81 09:23:59 PDT

Example 10 ' "
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4.2. SMTP REPLIES

Replies to SMTP commands are devised to ensure the synchronization
of requests and actions in the process of mail transfer, and to
guarantee that the sender-SMTP always knows the state of the
receiver-SMTP, Every command must generate exactly one reply.

The dotalls of the command-reply sequence are made explicit in
Section 5.3 on Sequencing and Section 5.4 State Diagrams,

An SMTP reply consists of a three digit number (transmitted as
three alphanumeric characters) followed by some text. The number
is intended for use by automata to determine what state to enter
next; the text is meant for the human user. It is intended that
the three digits contain enough encoded information that the
sender—-SMTP need not examine the text and may either discard it or
pass it on to the user, as appropriate. In particular, the text
may be receiver-dependent and context dependent, so there are
likely to be varying texts for each reply code. A discussion of
the theory of reply codes is given in Appendix E. Formally, a
reply is defined to be the sequence: a three-digit code, <SP>,
one line of text, and <CRLF>, or a multiline reply (as defined in
Appendix E). Only the EXPN and HELP commands are expected to
result in multiline replies in normal circumstances, however
multiline replies are allowed for any command.

£

e

i

LWhs
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4.2.1. REPLY CODES BY FUNCTION GROUPS

500 Syntax error, command unrecognized
{This may include errors such as command line too long]
" 501 Syntax error in parameters or arguments
. 502 Command not implemented
503 Bad sequence of commands
504 Command parameter not implemented

211 System status, or system help reply

214 Help message
[Information on how to use the receiver or the meaning of a
particular non-standard command; this reply is useful only
to the human user)

220 <domain> Service ready N
221 <domain> Service closing transmission channel
421 <domain> Service not available,
closing transmission channel
[This may be a reply to any command if the service knows 1t
must shut down]

250 Requested mail action okay, completed

251 User not local; will forward to <forward-path>

450 Requested mail action not taken: mailbox unavailable
(E.g., mailbox busy]

550 Requested action not taken: mailbox unavailable
[E.g., mailbox not found, no access])

451 Requested action aborted: error in processing

5§51 User not local; please try <forward-path>

. 452 Requested action not taken: insufficient system storage

552 Requested mail action aborted: exceeded storage allocation

553 Requested action not taksn: mailbox name not allowed
{E.g., mailbox syntax incorrect]

354 Start mail input; end with <CRLF>,<CRLF>

554 Transaction failed

Postel [(Page 35]
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4.2.2. NUMERIC ORDER LIST OF REPLY CODES

211 System status, or system help reply

214 Help message :
[Information on how to use the receiver or the meaning of a
particular non-standard command; this reply is useful only
to the human user]

220 <domain> Service ready

221 <domain> Service closing transmission channel

250 Requested mail action okay, completed

251 user not local; will forward to <forward-path>

354 Start mail input; end with <CRLF>.<CRLF>

421 <domain> Service not available,
closing transmission channel
[This may be a reply to any command if the service knows it
must shut down]

450 Requested mail action not taken: mailbox unavailable
[E.g.. mailbox busy]

451 Requested action aborted: local error in processing

452 Requested action not taken: insufficient system storage

500 Syntax error, command unrecognized . _ <:
[This may include err..rs such as comnmand lino too long]

501 Syntax error in parameters or arguments

502 Command not implemented

503 Bad sequence of commands

504 Command parameter not implemented

550 Requested action not taken: mailbox unavailable
[E.g., mailbox not found, nc access]

551 uUser not local; please try <forward-path>

552 Requested mail action aborted: exceeded storage allocation

553 Requested action not taken: mailbox name not allowed
[E.g.., mailbox syntax incorrect]

554 Transaction failed

[Page 36) Postel
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4.3. SEQUENCING OF COMMANDS AND REPLIES

The communication between the sender and receiver is intended to
bs an alternating dialcyue, controlled by the sender. As such,
the sender issues a command and the receiver responds with a
reply. The sender must wait for this response before sending
further commands.

One important reply is the connection greeting. Normally, a
raeceiver will send a 220 "Service ready" reply when the connection
is completed. Tha ssnder should wait for this greeting wmessage
before sending any commands.

Note: all the greeting type replies have thke official name of
the server host as rhe first word following the reply code.

For example,
220 <SP> USC~ISIF.ARPA <SP> Service ready <CRLF>

The table below lists alternative success and failure replies for
each command. These muct be strictly adhered to; a receiver may
substitute text in the replies, but the meaning and action implied
by the code numbers and by the specific command reply sequence
cannot be altered.

COMMAND-REPLY SEQUENCES

Each command is listed with its possible replies. The prefixes
used before the possible replies are "P" for oreliminary (not
used in SMTP), "I" for intermediate, "S" for success, "F" for
failure, and "E" for error. The 421 reply (service not
available, closing trar-mission channel) may be given to any
command if the SMTP-receiver knows it must shut downl. This
listing forms the basis for the State Diagrams in Section 4.4.

CONNECTION ESTABLISHMENT

S: 220

F: 421
HELO

S: 250

E: 500, 501, 504, 421
MAIL

S: 250

F: 552, 451, 452

E: 500, 501, 421

Postel
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R

o >

RCPT
s 250, 251
: 550, 551, 552, 553, 450, 451, 452
: 500, 501, 503, 421
DATA
: 354 -> data -> S: 250
F: 552, 5654, 451, 452

- - OhetS
p- S et

F: 451, 554
: 500, 501, 503, 421
RSET
: 250
: 500, 501, 504, 421
SEND
s 250
F: 552, 451, 452
E: 500, 501, 502, 421
SOML
S: 250 ' '
F: 552, 451, 452
E: 500, 501, 502, 421
SAML
S: 250
F: 552, 451, 452
E: 500, 501, 502, 421
VRFY
: 250, 251
F: 550, 551, 553
E: 500, 501, 502, 504, 421"

S: 250
F: 550
E: 6§00, 501, 502, 504, 421

S: 211, 214 ' .
E: 500, 501, 502, 504, 421

S: 250
E: 500, 421

S: 221
E; 500

S: 250

F: 502
E: 500, 503

[Page 38] ' Postel
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4.4, STATE DIAGRAMS .

Following are state diagrams for a simple-minded SMTP
implementation. Only the first digit of the reply codes is used.
There is one state diagram for each group of SMTP commands. The
command groupings were determined by constructing a model for each
command and then collecting tcgether the commands with
structurally identical models.

For each command there are three possible outcomes: “success"®
(S), "failure” (F), and "error” (E). In the state diagrams bdelow
we use the symbol B for "begin®", and the symbol W for "wait for
_reply”.

First, the diagram that represents most of the SMTP commands:

| 4,5 ot

—e—mmeie—>| F |

———t

This diagram models the commands:

HELO, MAIL, RCPT, RSET, SEND, SOML, SAML, VRFY, EXPN, HELP,
NOOP, AQUIT, TURN. :

Postel : [Pzge 39)
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A more complex diagram models the DATA command:

ot DATA bt 1,2 | S
I s >| W | ~—>| E |
b +—t —
3' "405 l
11 !
| I ot
| —————me 3| S |
| | | | +—t
I | ——
| || |
v . 1,3 |2 |
L aaantngd data tm——t bt amns o
| fomemmmmme> | W | | | F |
bt -t >t
4,5

Note that the "data" here is a series of lines sent from the

sender to the receiver with no response expected until the last
line is sent. .

TR T
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4.5, DETAILS
4.5.1. MINIMUM IMPLEMENTATION

In order to make SMTP workable, the following minimum
implementation is required for all receivers:

COMMANDS —— HELO
MAIL
RCPT
DATA
RSET
NOOP
QuIlyY

4.5.2. TRANSPARENCY

without some provision for data transparency the character
soquence "<CRLF>.<CRLF>" ends the mail text and cannot be sent
. by the user. In general, users are not aware of such '
"forbidden" sequences. To allow al)! user composed text to be
transmitted transparently the following procedures ara used.

1. Before sending a i1ine of mail text the sender-SMTP checks
the first character of the line. 1If it is a period, one
additional period is inserted at the beginning of the line.

2. When a line of mail text is received by the receiver-SMTP
it checks the line. 1If the line is composed of a single
period it is the end of mail. If the first character is a
period and there are other characters on the line, the first
character is deleted. R

The mail data may contain any of the 128 ASCII characters. All
characters are tc be dslivered to the recipient's mailbox
including format effectors and other control characterz, If
the transmission channel providea an 8-bit byte (octets) data
stream, the 7-bit ASCII codes are transmitted right. justified
in the octets with the high order bits cleared to zero,

In some systems it may be necessary to transform the data as
it is received and stored. This may be necessary for hosts

that n+e a different character set than ASCII as their local
character set, or that store data in records rather than

Postel [Page 4.]
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gtrings. If such transforms are necessary, they must bs
reversible —— especially if such transforms are applied to

mail being relayed.
4.5.3. SIZES

There are several objects that have required minimum maximum
sizes. That is, every implementation must be able to receive
objects of at least these sizes, but must not send objects

larger than these stzes.

8000000 CSPREPOROSCCPOROCOCO0SPIIEL00PP0COSPCESILROISOIOTSTS

[ ] L)
* TO THE MAXIMUM EXTENT POSSIBLE, IMPLEMENTATION e
¢ TECHNIQUES WHICH IMPOSE NO LIMITS-ON THE LENGTH
* OF THESE OBJECTS SHOULD BE USED. .
® L ]
* L ]

800880280000 00000000C000CEOPCROCSOEIBPOCSTPIEIVPITIOIORIEIOS

user

The maximum total length of a user name is 64 characters.

domain

The maximum total lenyth of a domain name or number is 64

characters.
path

The maximum total length of a reverse-path or

forward-path is 258 characters (including the punctuation

and element separators).

command line -

The maximum total length of a command line including the

command word and the <CRLF> is 512 characters.

reply line

The maximum total length of'h}*eply line including the

reply code and the <CRLF> iz 7,12 characters.

[Page 42]
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text line
The maximum total length of a text 1line including the
<CRLF> is 1000 characters (but not counting the leading
dot duplicated for transparency).

recipients buffer

The maximum total number of recipients that must be
buffered is 100 recipients.

0080080000000 08080080000000200000800800¢09¢80000080000008

® ]
* TO THE MAXIMUM EXTENT POSSIBLE, IMPLEMENTATION o
* TECHNIQUES WHICH IMPOSE NO LIMITS ON THE LENGTH o
¢ OF THESE OBJECTS SHOULD BE USED. .
. .
. )

00088308000 ¢C00ESC000SICRPCESPONCIVNPPOOOVSSISSOO0OS

Errors due to exceesding these limits may be reported by using
the reply codes, for example:

500 Line too long.
@ 501 Path too long
552 Too many recipients.

552 Too much mail data.

Postel . {Page 43]
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APPENDIX A

TCP Transport service

»
[

The Transmission Control Protocol [3] is used in the ARPA

Internet, and in any network following the US DoD standards for
internetwork protocols.

Connection Establishment

The SMTP transmission channel is a TCP connection established
between the sender process port U and the receiver process port
L. This single full duplex connection is used as the
transmission channel. This prctocol is assigned the service
port 25 (31 octal), that is L=25,

Data Transfer

The TCP connection supports the transmission of 8-bit bytes.
The SMTP Jdata is 7-bit ASCII characters. Each character is

transmitted as an f-bit byte with the high-order bit cleared to
zero. : : '
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APPENDIX B
NCP Transport service

The ARPANET Host-to~Host Protocol [4] (implemented by the Network
Control Program) may be used in the ARPANET.

Connection Establishment

The SMTP transmission channel is established via NCP between
the sender process socket U and receiver process socket L. The
Initial Connection Protocol [5] is followed resulting in a pair
of simplex connections. This pair of connections is used as
the transmission channel. This protocol is assigned the
contact socket 25 (31 octal), that is L=25,

Data Transfer
The NCP data connections are established in 8-bit byte mode.

The SMTP data is 7-bit ASCII characters. Each character is
transmitted as an 8-bit byte with the high-order b.t cleared to

zero. .
Postel {Page 45)
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NITS
The sender process

APPENDIX C
The Network Independent Transport Service [6] may be used.
The SMTP transmission channel is established via NITS between

Connection Establishment
the sender process and receiver process.
executes the CONNECT primitive, and the waiting receliver

process executes the ACCEPT primitive.
Each character is

pata Transfer :
The NITS connection supports the transmission of 8-bit bytes.
The SMTP data is 7-bit ASCII characters.
transmitted as an 8-bit byt2a with the high-order bit cleared to

zero.
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APPENDIX D
X.25 Transport service

It may be possible to use the X.25 service [7] as provided by the
Public Data Networks directly, however, it is suggested that a
reliable end-to-end protocol such as TCP be used on top of X.25

connections.

‘\\
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APPENDIX E
Theory of Reply Codes

The three digits of the reply each have a special significance.
The first digit denotes whether the response is good, bad or
incomplete. An unsophisticated sender-SMTP will be able o
determine its next action (proceed as planned, redo, retrench,
etc.) by simply examining this first digit. A sender-SMTP that
wants 'to know approximately what kind of error occurred (e.g.,
mail system error, command syntax error) may examine the second
digit, reserving the third digit for the finest gradation of
information.

There are five vdlues for the first digit of the reply code:
1yz Positive Preliminary reply

The command has been accepted, but the requestad action
is being held in abeyance, pending confirmation of the
information in this reply. The sender-SMTP should send
another command specifying whether to continue or abort
the action.

[Note: SMTP does not have any commands that allow this
type of reply, and so does not have the continue or
abort commands. ]

2yz Positive Completion reply

The requested action has been successfully completed. A
new request may be initiated.

3yz Positiye Intermediate reply

The command has been accepted, but the requested action
is being held in abeyance, pending receipt of further
information. The sender-SMTP should send another 'command
specifying ‘this information. This reply is used in
command .sequence groups.

4yz Transient Negative Completion reply ‘
The command was not accepted and the requested action did

not occur, However, the error condition is temporary and
the arction may be requested again. The sender should
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return to the beginning of the command sequence (if any).
It is difficult to assign a meaning to "transient” when
two different sites (receiver- and sender-—- SMTPs) mugt
agree on the interpretation. Each reply in this category
might have a different time value, but the sender-SMTP is
encouraged to try again. A rule of thumd to determine if
a reply fits into the 4yz or the 5yz category (see below)
is that replies are ayz if they can be repeated without
any change in command form or in properties of the sender
or receiver. (E.g., the command is repeated identically
and the receiver does not put up a new implementation.)

Syz Permanent Negative Completion reply

The command was not accepted and the requested action did
not occur. The sender—-SMTP is discouraged from repeating
the exact request (in the same sequence). Even some
"permanent” error conditions can be corrected, so the
human user may want to direct the sender-SMTP to
reinitiate the command sequence by direct action at some
point in the future (e.g., after the spelling has been
changed, or the user has altered the account status).

The second digit encodes responses in specific categories:
x0z Syntax —— These replies refer to syntax errors,
syntactically correct commands that don't fit any
functional category, and unimplemented or superfluous
commands.

x1z Information -~ These are replies to requests for
information, such as status or help.

X2z Connections -— These areé replies referring to the
transmission channel.

x3z Unspecified as yet.

x4z Unspecified as yet.

CEs x5z Mail system -- These replies indicate the status of
£ ' the receiver mail system vis-a-~vis the raquested
?{ transfer or other mail system action.
ﬁ: The third digit gives a finer gradation of meaning in each
’i category specified by the second digit. The list of replies

Postel _ [Page 49}
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{llustrates this. Each reply text is recommended rather than
mandatory, and may even change according to the command with
which it is associated. On the other hand, the reply codes
must strictly follow the specifications in this section,
Receiver impiementations should not invent new codes for
slightly different situations from the ones described here, but
rather adapt codes tlready defined.

For example, a command such as NOOP whose successful execution
does not offer the sender-SMTP any new information will return
a 250 reply. The response is 502 when the command requests an
unimplemented non-site-specific action. A refinement of that
is the 504 reply for a command that is implemented, but that
requests an unimplemented parameter.

The reply text may be longer than a single line: in these cases
the complete text must be marked so the sender-SMTP knows when it
can stop reading the reply. This requires a special format to
indicate a multiple line reply.

The format for multiline replies requires that every line,
- except the last, begin with the reply code, followed
immediately by a hyphen, "-" (also known as minus), followed by
text. The last line will begin with the reply code, followed
immediately by <SP>, optionally some text, and <CRLF>. <:>

For example: .
123~First line

123-Second line .

123-234 text beginning with numbers
123 The last line

In many cases the sender-SMTP then simply needs to search for
the reply code followed by <SP> at the beginning of a line, and
.ignore all preceding lines. 1In a few cases, ther¢ is important
data for the sender in the reply "text". The sender will know
these cases from the current context.

[Page 50] Postel
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APFENDIX F
Scenarios

This section presents complete scenarios of several types of SMTP
sessions,

A Typical SMTP Transaction Scenario

This SMTP example shows mail sent by Smith at host USC-ISIF, to
Jones, Green, and Brown at host BBN-UNIX. Here we assume that
host USC-ISIF contacts host BBN-UNIX directly. The mail is
accepted for Jones and Brown. Green does not have a mailbox at
host BBN-UNIX.

220 BBN-UNIX ARPA Simple Mail Transfer SQrvico Ready
HELO USC-ISIF.ARPA
250 BBN-UNIX.ARPA

MAIL FROM:<SmithQUSC-ISIF.,ARPA>
250 OK

RCPT TO:<Jon@sOBBN-UNIX.ARPA>
250 OK

RCPT TO:<Green®3BN-UNIX.ARPA>
5580 NOo such user here

RCPT TO:<BrownGBBN-UNIX.ARPA>
250 OK

DATA

354 Start mail input; end with <CRLF>.<CRLF>
Blah blah blah...

...0tc. etc. etc.

°s s e e oo

550 OK

s QUIT
221 BBN-UNIX.ARPA Service closing transmission channel

Ty JDOLLVLIVG D2V DN TV TOL :nm:b

Scenario 1

Postel [Page 51]
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Aborted SMTP Transaction Scenario

R: 220 MIT-Multics. ARPA Simple Mail Transfer Service Ready
S: HELO ISI-VAXA.ARPA
R: 250 MIT-Multics.ARPA

: MAIL FRAOM:<Smith@ISI-VAXA.ARPA>
: 250 OK

: RCPT TO:<JonesOMIT-Multics.ARPA>
R: 250 OK

e
e
SN

»
o

: RCPT TO:<GreenOMIT-Multics.ARPA>
R: 550 No such user here

I

- A

S: RSET
R: 250 OK

S: QUIT
R: 221 MIT-. ultics.ARPA Service closing transmission channel

Scenario 2

[Page 52} Postel
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'

Relayed Mail Scenario

Step 1

R:
S:
R:

S:
R:

S:
R:

S:
R:

S:

s e s 4 e

DO DLLLLL
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— Source Host to Relay Host

220 USC-ISIE.ARPA Simple Mail Transfer Service Ready
HELO MIT-AI.ARPA
250 USC-ISIE.ARPA

MAIL FROH'<JQPOMIT—AI ARPA>
250 OK

RCPT TO:<OUSC—ISIE.ARPA:JonQSOBBN-VAX.ARPA>
250 OK

DATA

354 Start mail input; end with <CRLF>.<CRLF>
Date: 2 Nov 81 22:33:44

From: John Q. Public <JQP@GMIT~AI.ARPA>
Subject: The Next Meeting of the Board

To: Jones9BBN-Vax.ARPA

Bill:
The next meeting of the board of directors will be
on Tuesday.

John,
250 OK

QUIT
221 USC-ISIE.ARFA Service closing transmission channel

— [Page 53]
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Step 2 -~ Relay Host to Destination, Host

R: 220 BBN-VAX.ARPA Simple Mall Transfer Service Ready
S: HELO USC-ISIE.ARPA
R:’ZSO BBN-VAX.ARPA

S: MAIL FROM:<QUSC-ISIE.ARPA:JQPOMIT—~AI.ARPA>
R: 250 OK

S: RCPT TO:<J0ones®BBN-VAX.ARPA>
R: 250 OK

S: DATA _ '
- R: 354 Start mail input: end with <CRLF>.<CRLF>
S: Received: from MIT-AI.ARPA by USC-ISIE ARPA :
2 Nov 81 22:40:10 UT
$: Date: 2 Nov 81 22:33:44
S: From: John Q. Public <JQPOMIT-AI.ARPA>
S: Subject: The Next Meeting of the Board
S: To: JonesOBBN-Vax.ARPA .
S: .
S: Bill:
S: The next meeting of the board oF directors will be
S: on Tuesday.

g . John. e

R: 250 OK

S: QUIT
R: 221 USC~ISIE.ARPA Service closing transmtosion channel

Scenario 3
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Simple Mail Transfer Protocol

verifying and Sending Scenrario

220 SU-SCORE.ARPA Simple Mail Transfer Service Ready

HELO MIT-MC.ARPA
250 SU-SCQRE.ARPA

VRFY Crispin
250 Mark Crispin <Admin. MRCOSU-SCORE.ARPA>

SEND FROM: <EAKG@MIT~MC.ARPA>
250 OK

RCPT TO:<Admin. MRCOSU-SCORE . ARPA>
250 OK

DATA

354 Start m&il input; end with <CRLF>,<CRLF>
Blah blah blah...

...8tc. atc. ete.

250 OK

QuIxT

221 SLU-SJORE.ARPA Service closing transmission channel

Scenario 4

Postel

‘[page 55]
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Sending and Mailing Scenarios

First the user's name is verified, then an attempt is made to
send to the user's terminal. When that fails, the messages is
mailed to the user's pnilbox.

R:' 220 SU-SCORE.ARPA Simple Mail Transfer Service Ready
S: HELO MIT-MC.ARPA )
R: 250 SU—SCORE.ARPA

S: VRFY Crispin ,
R: 250 Mark Crispin <Admin.MRCOSU-SCORE.ARPA>

: SEND FROM:<EAKO@MIT-MC.ARPA>
R: 250 OK

: RCPT TO:<Admin.MRCOSU-SCORE.ARPA>
R: 450 User not active now

S: RSET

R: 250 OK

'S: MAIL FROM:<EAK@MIT-MC.ARPA> . . (:B
R: 250 OK :

S: RCPT TO:<Admin.MRCOSU-SCORE.ARPA>

R: 250 OK

S: DATA

R: 354 Start mail input; end with <CRLF>.<CRLF>

S: Blah blah blah...

S: ...etc. etc. etc. .
S: . :

R: 250 OK

S: QUIT

R: 221 SU-SCh=x=_ AR2A Sarvice closing transmission channel

Scenario §

[Page 56] Postel
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Doing the preceding scenario more efficiently.

: 220 SU-SCORE.ARPA Simple Mail Transfer Service Ready .

: HELO MIT~-MC.ARPA
R: 250 SU-SCORE.ARPA
S: VRFY Crispin o .
R: 250 Mark Crispin <Admin.MRCOSU-SCORE.ARPA>
S: SOML FROM: <EAKOMIT-MC.ARPA>
R: 250 OK
S: RCPT TO:<Admin.MRCOSU-SCORE.ARPA>

: 250 User not active now, so will do mall.
S: DATA .
R: 354 Start mail input; end with <CRLF>. <CRLF>
S: Blah blah blah...
S: ...etc. etc. etc.
S: .
R: 250 OK
S: QUIT
R: 221 SU-SCORE.ARPA Service clcsing transmission channel

Scenario 8
(Page 57)
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Mailing List Scerario

First each of two mailing lists are expanded in separate sessions
with different hosts. Then the message ia sent to everyone that
appeared on either list (but no duplicates) via a relay host.

[Page 58]

Step 1

" R:
S:
R:

S:
R:
R:
R:
R:
R:
R:

S:
R:

-- Expanding the First List

220 MIT-AI.ARPA Simple Mail Transfer Service Ready
HELO SU-SCORE.ARPA
250 MIT-AI.ARPA

EXPN Example-People

250~<ABCOMIT-MC.ARPA>

250-Fred Fonebone <Fonebone®USC-ISIQ.ARPA>

250~-Xenon Y. Zither <XYZOGMIT-AI.ARPA>

250-Quincy Smith <QUSC-ISIF.ARPA:Q-SmithOISI-VAXA.ARPA>
250-<joe0foo—unix.ARPA>

250 <xyzObar—unix.ARPA>

QuUIT . )
221 MIT-AI_ARPA Service closing transmission channel

Postel
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Step 2 - Expanding the Second List

t 220 MIT-MC.ARPA Sinple ﬁail Transfer Service Ready
¢ HELO SU-SCORE.ARPA
¢ 250 MIT-MC.ARPA

: EXPN Interested-Parties
R: 250-A1 Calico <ABCOMIT-MC.ARPA>

1 250-<XYZOMIT~AI.ARPA>
R: 250-Quincy Smith <QUSC-ISIF.ARPA:Q-SmithQISI-VAXA.ARPA>
R: 250-<fred0BBN—UNIX.ARPA>

: 250 <xyz@bar-unix.ARPA>

. 8: QUIT
R: 221 MIT-MC.ARPA Service closing transmission channel

Postel [Page £9]
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Step 3

S:
R:
S:
R:
S:
Ro
s.
R.
S:

Ro
S:
R.
S:
R:
S:
R:

S:
R:
S:
S:
S:
R:

S:
R:

AFC 821

-— Mailing to All via a Relay Host

220 USC-ISIE.ARPA S$imple Mail Transfer Service Ready
HELO SU-SCORE.ARPA
250. USC~ISIE.ARFA

MAIL FROM:<Account.Person@SU—SCORE.ARPA>
250 OK
RCPT TO:<OUSC-ISIE.ARPA:ABCOMIT-MC.ARPA>
250 OK
RCPT TO:<QUSC-ISIE.ARPA:Fonebone@USC-ISIQA.ARPA>
250 OK
RCPT TO:<QUSC-ISIE.ARPA:XYZOMIT~AI.ARPA>
250 OK
RCPT
TO: <OUSC-ISIE.ARPA,BUSC~ISIF.ARPA:Q~Smith@ISI-VAXA.ARPA>
250 OK
ACPT TO:<QUSC-ISIE.ARPA: } 06OF0O-UNIX. ARPA>
250 OK
RCPT TO:<@USC-ISIE.ARPA:xyzOBAR-UNIX.ARPA> f
250 OK :
ACPT TO:<OUSC-ISIE.ARPA:fredoBBN—UNIX.ARPA>
250 OK

DATA .

354 Start mail input; end with <CRLF>, <CRLF> "~ S
8lah blah blah... o
...e8tc, etc. etc. o
250 OK

QUIT
221 USC-ISIE.ARPA Service closing transmission channel

Scenario 7

[Page 60}
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4 Forwarding Scenarios
fﬁﬁ n:'zzo USC-ISIF.ARPA Simple Mail Transfer Service Ready
j{: S$: HELO LBL-UNIX.ARPA
R+ R: 250 USC-ISIF.ARPA
S: MAIL FROM:<mo@LBL-UNIX.ARPA>
e R: 250 OK
> S: RCPT TO:<fredoUSC-ISIF.ARPA> . :

. R: 251 User not local; will forward to <Jones@USC-ISI.ARPA>
S: 'DATA
R: 354 Start mail input; end with <CRLF>.<CRLF> s
S: Blah blah blah,.. .
S: ...etc. etc. etc.
S: .
R: 250 OK
S: QUIT
R: 221 USC-ISIF.ARPA Service closing transmission channel

Scenario 8

Postel [Page 61]
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S:
R:

S:
R:

S:
R:

R:
S:
R:

S:
R:

S;

Step 1 —— Trying the Mailbox at the First Host
R: 220 uéc-stF.ARPA Simple Mail Transfer Service Ready
S: HELO LBL-UNIX.ARPA
R: 250 USC-ISIF.ARPA

MAIL FROM:<moOLEL-UNIX.ARPA>
250 OK

RCPT TO:<fredoUSC-ISIF.ARPA>
251 User not local; will forward to <Jones@USC~ISI.ARPA>

RSET
250 OK

QUIT
221 USC-~ISIF.ARPA Service closing transmission channel

Step 2 --— oe;lvering the Mail at the Second Host

220 USC-ISI.ARPA Simple Mail Transfer Service Ready
HELO LBL-UNIX.ARPA
250 USC~ISI.ARPA

MAIL FROM:<moOLBL-UNIX.ARPA>
250 OK

RCPT TO:<JonesOUSC~ISI.ARPA>

: OK

DATA ,

354 Start mail input; end with <CRLF>,<CRLF>
8lah blah blah...

...8tc. etc. etc.

250 OK

: QUIT

221 USC-ISI.ARPA Service closing transmission channolf

Scenario 9

[Page 62]
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Recipients Scenario

: 220 BERKELEY.ARPA Simple Mail Transfer Service Ready

HELO USC-ISIF.ARPA
250 BERKELEY.ARPA

S: MAIL FROM:<PostelBUSC~ISIF.ARPA>
R: 250 OK
S: RCPT TO:<fabryOBERKELEY.ARFA> '

. R: 250 OK

RCPT TO:<er iCOBERKELEY.ARPA> .
552 Recipient storage full, try aydin in another transaction

DATA

354 Start mail input; enrnd with <ORLF> <CRLF>
8lah blah blah...

...etc. etc. etc.

250 OK
 MAIL FROM:<FostelOUSC-ISIF.ARPA>
250 OK
RCPT TO:<er 1COBERKELEY.ARPA>
250 OK’

DATA
354 Start mail input;: end with <CRLF>.<CRLF>
8lah blah blah...
...8tc. etc, etc.

250 OK
QuiT

: 221 BERKELEY.ARPA Service closing transmission channel

Scenario 10

Postel

Note that a real implementation must handle many reciplents as
specified in Section 4.5.3,
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GLOSSARY
ASCII

American Standard Code for Information Interchange [1].
command

A request for a mail service action sent by the sender-SMTIP to the
recejiver—~-SMTP.

domain

The hierarchially structured global character string addross of a
‘host computer in the mail system.

end of mail dgta'indicatlon

A special sequence of characters that indicates the end of the
mail data. 1In particular, the five characters carriage return,
line feed, period, carriage return, line feed, in that order.

host

A computer in the internetwork environment on which mailboxes or
SMTP processes reside.

line

A a sequence of ASCII characters ending with a <CRLF>,
mail data

A sequence of ASCII characters of arbitrary length, which conforms
to the standard set in the Stardard for the Format of ARPA
Internet Text Messages (RFC 822 {2]).

~ mailbox

A character string (address) which identifies a user to whom mail
is to be sent. Mailbox normally consists of the host and user
specificaticns., The standard mailbox naming convention is defined

to be "user@domain®. Additionally, the “"container” in which maii
is stored. .

[Page 64) Postel
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receiver-SMTP process

A process which transfers mail in cooperation with a sender-SMTP
process. It waits for a connection to be established via the
transport service. 1It receives SMTP commands from the
sender-SMTP, sends replies, and performs the specified operations.

reply

A reply is an acknowledgment (positive or negative) sent from
receiver to sender via the transmission channel in response to a
command. The general form of a réply is a completion code
(including error codes) followed by a text string. The codes are
for use by programs and the text is usually intended for human
users.

sender-SMTP process

A process which transfers mail in cooperation wich a receiver-SMTP
process. A local language may be used in the user interface
command/reply dialogus. The sender-SMTP initiates the transport
service connection. It initiates SMTP commands, receives replies,
and governs the transfer of mril.,

@ session

The set of exchanges that occur while the transmission channel is
open,

transaction

The set of exchanges required for one message to be transmitted
for one or more reacipients.

transmission channel
A full-duplex communication path between a sender-SMTP and a
receiver-SMTP for the exchange of commands, replies, and mail
text. .

transport service

Any reliadble stream—oriented data communication services. For
example, NCP, TCP, NITS.

Postel . [Page 65]
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user

A human being (or a process on behalf of a human being) wishing to
obtain mail transfer service. In addition, a recipient of
computer mail.

word

- A segquence of printing characters.
<CRLF>

The characters carriage return and line feed (in that order).
<SP> '

The space character.

[Page 385]) Postel
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Standard for ARPA Internet Text Messages
PREFACE

By 1977, the Arpanet employed several informal standards for
the text messages (mail) sent among its host computers. It was
felt necessary to codify these practices and provide for those
features that seemed imminent. The result of that effort was
Request for Comments (RFC) #733, “Standard for the Format of ARPA
Network Text Message”, by Crocker, vittal, Pogran, and Henderson,
The specification attempted to avoid major changes 1in existing
software, while permitting several new features.

This document revises the specificutions in RFC #7333, in
order to serve the needs of the larger and more complex ARPA
Internet. Some of RFC #733's features failed to geain adequate
acceptance. In order to simplify the atandard and the software
that follows it, these features have been removed. A different
addressing scheme is used, to handle the case of inter-network
mail; and the concept of re—-transmission has been introduced.

This specification is intended for use in the ARPA Intornet.
However, an attempt has been made to free it of any dependence on
that environment, so that it can be applied to other network text
message systems.

The specification of RFC #733 took place over the course of
one year, using the ARPANET mail environment, itself, to provide
an on-going forum for discussing the capabilities to be included.
More than twenty individuals, from across the country, partici-
pated in tho original discussion. The development of this
revised specification has, similarly, utilized network mail-based
group discusslon. Both specification efforts greatly benefited
from the comments and ideas of the participants.

The syntax of the standard, in RFC #733, was originally
specified in the Backus—-Naur Form (BNF) meta-language. Ken L.
Harrenstien, of SRI International, was responsible for re-ccding
the BNF into an augmented BNF that makes the representation
smaller and easier to understand.

August 13, 1982 - 11 - RFC #822

DY, A L A TR TR TRTL TATREA EL L4 00 RLR TR L AL S LSRR LR LHEA TS LA LSl et L R L s e et

§




oo

Standard for ARPA Internet Text Messages

1. INTRODUCTION
1.1. SCOPE

This standard specifies a syntax for text messages that are
sent among computer users, within the framework of "electronic
mail”. The standard supersedes the one specified in ARPANET
Request for Comments #7733, "Standard for the Format of ARPA Net-
work Text Messages"”.

In this context, messages are viewed as having an envelope
and contents. The envelope contains whatever information is
needed to accomplish transmission and delivery. The contents
compose the object to be delivered to the rscipient. This stan-
dard applies only to the format and some of the semantics of mes-
sage contents. It contains no specification of the information
in the onvolopu.

Howovor. SOME& message systems may use information from the
contents to create the envelope. It is intendad that this stan-
dard facilitate the acquisition of such information by programs.

Some message systems may store messages in formats that
differ from the one specified in this standard. This specifica-
tion is intended strictly as a definition of what message content
format is to be paszed BETWEEN hosts.

Note: This standard is NOT intended to dictate the internal for-
mats used by sites, the specific message system features
that they are expected to support, or any of the charac-
teristics of user interface programs that create or read
messages. :

A distinction should be made between what the specification
REQUIRES and what it ALLOWS. Messages can be made complex and
rich with formally-structured components of information or can be
kept small and simple, with a minimum of such information. Also,
the standard simplifies the interpretation of differing visual
formats in messages; only the visual aspact of a message is
affected and not the interpretation of information within it.
Implementors may choose to retain such visual distinctions.

The formal definition is divided into four levels. The bot-
tcm level describes the meta—-notation used in this document. The
second level describes basic lexical analyzers that feed tokens
to higher-level parsers. Next is an overall specification for
messages; 1% permits distinguishing individual flelds. Finally,
there is definition of the contents of several si-uctured fields.

August 13, 1982 ' -1 - RFC #822
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l.é. COMMUNICATION FRAMEWORK

Messages consist of lines of text. No special provisions
arc made for encoding drawings, facsimile, speech, or structured
text. No significant consideration has been given to questions
of data compression or to transmission and storage efficiency,
and the standard tends to be free with the number ' of bits con-
sumed. For exampls, field names are specified as free text,
rather than special terse codes.

A general "memo” framework is used. That is, a message con-

sists of some information in a rigid format, followed by the main.
.part of the message, with a format that is not specified in this
document. The syntax of several fields of the rigidly-formated

("headers”) saction is defined in this specification; some of

- these fields must be included in all messages.

~

The syntax that distinguishes bitween header fields is
specified separately from the internal syntax for particular
fields. This separation is intended to allow simple parsers to
operate on the general structure of messages, without concern for
the detailed structure of individual header fields. Appendix B
is provided to facilitate cornstruction of thege parsers.

In addition to the fields specified in this document, it |is
expected that other fields will gain common use. As necessary,
the specifications for these "extension~-fields” will be published
through the same mechanism used to publish this document. Users

may &lso wish to extend the set of fields that they use

privately. . Such "user-defined fields" are permitted.

The framework saverely constraini document tone and appear-

_ance and is primarily useful for most intra-organization communi-

cations and well~structured inter—-crganization communication.
It also can be used for some types of inter-procuss communica-
tion, such as simple file transfer ard remote job entry. A more
robust framework might allow for multi-font. multi-color, multi-
cdimension encoding of information. A 1less rcbust ons, as |is
present in most single-machine message systems, would more
saverely constrain the ability to aad fields and the decision to
include specific fields. 1In contrast with paper-based communica-
tinrn, it is interesting tc note that the RECEIVER of a message
ce ,~, axercise an extraordinary amount of control over the
muei. , ge's appearance. The amount of actual control available to
me. .age receivers 1is contingent upon tho capabilities of thair
individual message systems.
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2. NOTATIONAL CONVENTIONS

This specification usas an augmented Backus—-Naur Form (BNF)
aotation. The differences from standard BNF involve naming rules
and indicating repetition und “local” alternatives.

2.1. RULE NAMING

Angle brackets ("<%, ">") are not used, in general. The
name of a rule is sisnly the name itself, rather than "<name>".
Quotation-marks enciusxe literal text (which may be upper and/or
lower case). Certain basic rules are 17 uppercuse, such as
SPACE, TAP, CRLF, DIGIT, ALPHA, etc. Angle brackets are used in
rule definiticns, and in the rest of this document, whenever
their presence will facilitate discerning the use of rule names.

2.2, RULEL / RULE2: ALTERNATIVES

Elements separated by slash ("/") are alternatives. There-
fore "foo 7 bar" will accept foo or bar.

2.3. (RULE1l RULE2): LOCAL ALTERNATIVES

Elements enclosed in pardntho:es are¢e treated as a single
element. Thus., "(elem (foo / bar) elem)" allows the toke:.
sequences "elem foo elem” and "elem bar elem”,
2.4, °*RULE: REPETITION

The character "*" preceding an element indicates repetition.
The full form is:

<l>e<m>element
indicating at least <1> and at most <m> occurrences of elsment.
pDefarlt values are 0 and infinity so that "¢ (element)” allows any
number, including zero; "leelement” requires at least one; and
"1s2elenent” allows one or two.
2.6, [RULE]: OPTIONAL

Square hrackets enclose optional elements; "[foo barl"” is
equivalent %o "¢1(foo bar)". '

2.6. NRULE: SPECIFIC REPETITION '
"<n>(element)" is equivalent to "<n>e<n>(element)”; that is,

exactly <n> occurrences of (element). Thus 2DIGIT is a 2-digit
number, and 3ALPHA is & string € three alphabetic characters,
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2.7. HRULE: LISTS
A construct "#" is defined, similar to "¢", as follows:
<1>#<m>glemant

indicating at least <1> and at m¢:: <m> elements, esach separated
by one or mors commas (","). This makas the usual form of lists
very easy; a rule such as '(element ¢{","” element))' can be shown
as "lHelement". wherever this construct is used, null elements
are allowad, but do not contribute to the count of elenents
present. Thet 1is, "(element),,(elemsnt)” 1is permitted, bdut
counts as only two elements. Therefore, where at least one ele-

-ment 1is required, at least one noi-null element must be present.
- Default values are 0 and infinity so that "#(element)” allows any

number, including zero; "i#element” requires &t least one; and
"l#2elemernt” allows one or two.

2.8. : COMMENTS
: A semi-colon, szet off some distance to the right of rule
text, starts a commant that continuas to tho end of line. This

is a simple way of including useful notes in parallel with the
specifications.

August 13, 1982 . -4 - RFC #822
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3. LEXICAL ANALYSIS OF MESSAGES
3.1. GENERAL DESCRIPTION

A message consists of header fields and, optionally, & body.
The body is simply a sequence of lines containing ASCII charac-
ters. It is separated from the headers by a null line (i.e., a
line with nothing preceding the CRLF).

3.1.1. LONG HEADER FIELDS

Each header field can be viewed as a single, logical 1line of
ASCII characters, comprising a field-name and a field-body.
For convenience, the field-body portion of . this conceptual
entity can be split into a multiple—~line represantation; this
is called "folding”. The general rule is that wherever there
may be linear-white-space (NOT simply LWSP-chars), a CALF
immediately followed by AT .LEAST one LWSP-char may instcad bas
inserte¢. Thus, the single line

To: "Joe & J. Harvey" <ddd 60rg>, JJV & BBN
can be represented as:

To: "Joe & J. Harvey" <ddd @ Org>,
JUV6BaN .

and

To: "Joe & J. Harvey"
<dddd Org>, JJv
98BN

and

To: "Joe &
J. Harvey" <ddd & O~a>, JJV 6 BBN

The process of movai, from this folded multiple-line

. representation of a header field to its single line represen—

tation is called "unfolding”. Uunfolding 'is accomplished by

regarding CRLF immediately followed by a LWSP-char as
equivalent to the LWSP-char.

Note: While the standard permits folding wherever 1linear-
white—-space is permitted, it is recommended that struc-
tured fields, such as those containing addresses, limit
folding to higher-leiel syntactic breaks. For address
fields, it is recommended that such folding occur
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between addresses, after the separating comma.
3.1.2. STRUCTURE OF HEADER FIELDS

Once & field has been unfolded, it may b viewed as being com—
posed of a field-name followed by a colon (":"), followed by a
field-body, and terminated by a -carriage-return/line~feed.
The field-name must be composed of printable ASCII characters
(i.e., characters that have values between 33. and 126.,
decimal, except colon). The field-body may be composed of any
ASCII characters. except CR or LF. (while CR and/or LF may be
presant in the actual text, they are removed by the action of
untolding the field.)

Certain field-bodies of headers may be {interpreted according
to an internal syntax that some systems may wish to parse.
These fields are called "structured fields". Examples
include fields containing dates and »ddresses. Other fields,
such as "Subject" and “Comrents”., are regarded simply as
strings of text.

Note: Any field which has a field-body that is defined as
other than simply <text> is to be treated as a struc-
tured field. ‘ ,

Field-names, unstructured field bodies and structured
vield bodies each are scanned by their own, independent
"lexical" analyzers.

3.1.3.  UNSTRUCTURED FIELD BODIES

For some fields, such as "Subject"” and "Comments®, no struc-
turing 1s assumed, and they are treated simply as <text>s, as
in the message body. Rules of folding apply to these fields,
so that such field bodies which occupy several lines must
therefore have the second and successive lines indented by at
least one LWSP-char.

3.1.4., STRUCTURED FIELD BODIES

To aid in the creation and reading of structured fields, the
free insertion of linear-white-space !which permits folding
by inclusion of CRLFs) is allowed between lexical tokens.
Rather than co¢bscuring the syntax  specifications for these
structured fields with evolicit syntax for this linear-white-
space, the existence o{ unother "lexicsl" analyzer is assumed.
This analyzer does r .t &pply for unstructured:  field bodies
that are simply strings of text, as described above. The
analyzer provides an interpratation of the unfolded terxt

August 13, 196. : -6 - ' RFC #822
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:onpoclng the body of the field as a sequence of lexical sym—
ols.

These symbols are:

individual special characters'
quoted-strings
domain-literals

comments

atome

The first four of these symbols are self-delimiting. Atoms
are not; they are delimited by the solf-delimiting symbols and
by 1iinear-white-space. Faor the purposes of regenerating
sequences of atoms and quoted-strings, exactly one SPACE is
assumed to exist, and should be used, betwesn them. (Also, irn
the "Clarifications” section on "White Space”, below, note the
rules about treatment of multiple contiguous LWSP-chars.)

o

So, for example, the folded body of an address field

“:sysmail”®0 Some-Group. Some-Org;
Muhamr-ad,. (I am the greatest) Ali o(the)vegas.¥BA
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is analyzed into the following lexical symbols and types:

tsysmail quoted string
N special
some-Group atom

. ‘ special
Some-0Org atom

. special
Muhammed atom
C e . special
(I am the greatest) comment
All atom

® atom
(the) comment
vegas atom

. special
w8A atom

The canonical representations for the data in these addressos
are the following strings:

":sysmail“0Some-Group.Some-Org

and o : G

Muhammed.Aliovegas.wBA

Note: For purposes of display, and when passing such struc—-
tured information to other systems, such as mail proto-
col services, there must be NO linear-white-space
between <word>s that are separated by paeriod (".") or
at-sign ("9") and exactly one SPACE between all other
<word>s. Also, headers should be in a folded form.

August 13, 1982 -8 - RFC #822
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3.2. HEADER FIELD DEFINITIONS

These rules show a field meta-syntax, without regard for the
particular type or internal syntax. Their purpose is to permit
detection of flelds; also, they present to higher-level parsers
an image of each field as fitting on one line.

field = field-name ":" | field-body ] CALF
field-name = 1le<any CHAR, excluding CTLs, SPACE, and ":">

field-body = field-body-contents
[CRLF LwSP-char field-body]

field-body-contents = . _ :
<the ASCII characters making up the field-body, as
defined in the following sections, and consisting
of combinations of atom, quoted-atring, and
specials tokens, or else consisting of texts>

August 13, 1982 -9 - RFC #822
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3.3. LEXICAL TOKENS

The following rules are used to define an underlying lexical

analyzer, which feeds tokens to higher level parsers.
ANSI refererces, in the Bibliography. -
CHAR = <any ASCII character>
ALPHA = <any ASCII alphabetic charact
DIGIT = <any ASCII decimal digit>
CTL | = <any ASCII control

character and DEL>
CR = <ASCIX CR, carriage return>
LF = <ASCII LF, linefeed>
SPACE = <ASCIIX SP. space>
HTAB = <ASCII HT, horizontal~tab>
<"> = <ASCII quote ma-k>
CRLF = CR LF
LwSP-char = SPACE / HTAB

linear-white-space = 1¢([CRLF] LWSP-char)

- specials

See the

: ( Octal, Decimal.)
: ( 0-177, 0.-127.)
er>

s (101-132, 65.- 90.)
: (141-172, 97.-122.)
: ( 60— 71, 48.~ 87.)
s ( O0- 37, 0.~ 31.)
HIN | 177. 127 )
N | 15, 3.)
s ( 12, lo )
s ( 40, 32.)
i ( 11, 9.)
H ¢ 42, 34.)
; semantics = SPACE

semantics = SPACE
CRLF => folding

Must be in quoted-
to use
within a word.

specials,

quoted-strings are
MOT recognized.

- ‘I(' / Q)I / n<n / .>I / u.n :
/ n'n / n;- / .:' / -\n / <-> : strlng.
/ Q.! / D[' / I]ﬂ :
Jelimiters = specials / linear-white-space / comment
text = <any CHAR, including bare . ;7 => atoms,
CR & bare LF, but NOT s comments and
including CRLF> s
- atom = ls<any CHAR except specials, SPACE and CTLs>

quoted-string

qtext

= <any CHAR excepting <">,
"\" & CR, and including

linear—-white-gpace>

domain-literal =

August 13, 1982 - 10 -
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dtext = <any CHAR excluding *{", : => may be folded
- 'l'. *\" & CR, & including
1inear-white-space>
comment = *(" e(gtext / quoted-pair / co-uont)")'
ctext = <any CHAR excluding *“(°*, : => may be folded
*)", "\" & CR, & including
l1inear-white-space>
quoted-pair = "\" CHAR ‘ ¢ may quote any char
phrase =. leword : Sequence of words
word = atom / quoted-string

3.4, ~LARIFICATIONS
3.4.1. QUOTING

Some characters are reserved for special interpretation, such
as delimiting lexical tokens. To permit use of these charac-
ters as uninterpreted data, & quoting mechanism is provided.
To gquote a character, precede it with a backslash ("\").

This mechanism is not fully general. Characters may be qu.:-4d
only within a subset of the lexical constructs. In particu-
lar, quoting is limited to use within:

- quoted-string

- domain-literal

- comment
within these constructs, quoting is REQUIRED for CR and "\"
and for the character(s) that delimit the token (e.g., "(" and

")" for a comment). However, quoting 1s PERMITTED for  any
character.

Note: 1In particular, quoting is NOT permitted within atoms.
For example when the local-part of an addr-spec must
contain a special character, a quoted string musi be
used. Therefore, a specification such as:

Full\ Name@DRomain
is not legal and must be specified as:

"Full Name"@Domain

August 13, 1982 - 11 - RFC #822
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3.4.2. WHITE SPACE

Note: In structured field bodies, multiple linear space ASCII
characters (namely HTABs and SPACEs) are treated as
single spaces and may freely surround any symbol. In
all header fislds, the only olace in which at least one
LWSP-char is REQUIRED is at tha beginning of continua-

tion lines in a folded field.

when passing text to processes thlt do not interpret taxt
according to this standard (e.g., mail protocol servers), then
NO linear-white—space characters should occur between a period
(".") or at-sign ("0") and a <word>. Exactly ONE SPACE should
be used in place of arbitrary llnoar-nhtto—space and comment
sequences.

Note: Within systems conforming to this standard, wherever a
member of the list of delimiters is allowed, LWSP-chars
may also occur before and/or after it.

Writers of mail-sending (i.e., header-generating) programs
should realize that there is no network-wide definition of the
effect of ASCII HT (horizontal-tab) characters on the appear-—
ance of text at another network host; therefore, the use of
tabs in message heacders, though permitted, is discouraged.

3.4.3. COMMENTS ' O

A comment is a set of ASCII characters, which is enclosed in
matching parentheses and which is not within a quoted-string
The comment construct permits message originators to add text
which will be wuseful for human readers, but which will be
ignored by the formal semantics. Comments should be retained
while the message 1is subject to interpretation according to
this stancard. However, comments must NOT be included in
othar cases, such as during protocol exchanges with mail
servers,

Comments nest, so that if an unquoted left parenthesis occurs
in a comment string, there must also be a matching right
parenthesis. When a comment acts as the delimiter betwaen a
sequence of two lexical symbuls, such as two atoms, it is lex~
ically equivalent with a single SPACE, for the purposes of
regenerating the sequence, such as when passing the sequence
onto a mail protocol server. Comments are detected as such
only within field-bodies of structured fields.

If a comment is to be "folded" onto multiple lines, theh the
syntax for - folding must be adhered to. (See the "Lexical

August 13, 1¢82 - 12 - RFC #822 4
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Analysis of Messages" section on "Folding Long Header Fields"”
above, and the section on "Case Independence” below.) Note
that the official semantics therefore do not “see" any
unquoted CRLFs that are in comments, although particular pars-
ing programs may wish to note their presence. For these pro-
grams, it would be reasonable to interpret a "CALF LWSP-char"
as being a CRLF that is part of the comment; i1.e., the CRLF is
kept and the LwSP-char is discarded. 'Quoted CRLFs (i.e., a
backslash followed by a CR followed by a LF) still must be
followed by at least one LWSP-char.

3.4.4. DELIMITING AND QUOTING CHARACTERS

The quote character (backslash) and charactsars that delimit
syntactic units are not, generally, to be taken as data that
are part of the delimited or quoted unit(s). In particular,
the quotation-marks that define a quoted-string, the
parentheses that define a comment and the backslash that
quotes a following character are NOT part of the quoted-
string, comment or quoted character. A quotation-mark that is.
to be part of a quoted-string, a parenthesis that is to be
part of a comment and a backslash that is to be part of either
must each be preceded by the quote-character backslash ("\").
: Note that the syntax allows any character to be quoted within
if; a quoted-string or comment; however only certain characters
MUST be quoted to be included as data. These characters are
the ones that are not part of the alternate text group (i.e.,

ctext or qtext).

The one excestion to this rule is that a single SPACE is
assumed to exist between contiguous words in a phrase, and
this interpretation is independent of the actual number of
LWSP-chars that the creator places hetween the words. Yo
include more than one SPACE, the creator must make the LWSP-
chars be part of a quoted-string.

Quotation marks that delimit a quoted string and backslashes
that quote the following character should NOT accompany the
quoted-string when the string is passed to processes that do
not interpret data according to this specification (e.g., mail
protocol servers). '

3.4.5. QUOTED-STRINGS

Where permitted (i.e., in words in structured fields) quoted-
strings are treated as a single symbol. That is, a quoted-
string is equivalent to an atom, syntactically. If a quoted-
string 1s to be "folded"” onto multiple lines, then the syntax
for folding must be adhered to. (See the "Lexical Analysis of

August 13, 1982 - 13 - e RFC #822
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Messages” section on "Folding Long Header Fields" above, and
the section on "Case 1Independence” below.) Therefore, the
official semantics do not “"see" any bare CRLFs that are in
quoted-strings; howsver particular parsing programs may wish
to note their preaence. For such programs, it would be rea-
sonable to interpret a "CRLF LwSP-char” as being a CRLF which
is part of the quotad-string; i1.e., the CRLF is kept and the
LWSP-char is discarded. Quotad CRLFs (i.e., a backslash fol-
lowed by & CR followed by & LF) are also subject to rules of
folding, but the prsszence of the quoting character (backslash)
explicitly indicates that the CRLF is data to the quoted
string. Stripping off the first following LY.3P-char is also
appropriate whan parsing quoted CRLFs.

3.4.6. BRACKETING CHARACTERS

There is one type of bracket which must occur in matched pairs
and may have pairs nested within each other:

(7 Parentheses ("(" and ")") are used to indicate com-
ments.

There are thres types of brackets which must occur in matched
pairs, and which may NOT be nested:

o Colon/semi-colon (":" and ";") are usad in address <:>
specifications to indicate that the included list of
addresses are to be treated as a group.

o Angle brackets ("<" and ">") are generallv used to
indicate the presence of a one machine-usable refer~
ence (e.g., delimiting mailboxes), poasibly 1including
sour.3-routing to the machine

o Square brackets ("[" and "]") are used ro indicate the
presence of a domain-literal, which the appropriate
name-domain is to use directly, bypassing normal
nume-resolution mechanisms.

3.4.7. CASE INDEPENDENCE

Except as rioted, alphabetic strings may be represented in any
combination of upper and lower case. The only syntac*ic units

August 13, 1982 - 14 - RFC #822
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which requires preservation of case information are:

- text

- qtext -
- dtext .
- otext )
- quoted-pair B

local-part, except "Postmaster"”

when matching any other syntactic unit, case is to be ignored.
For example, the field-names "From", "FROM", “from", and even
:Fr:g' are semantically equal and should all de treatea ident-
c. y.

when generating thess units, any mix of upper and 1lower case
alphabetic characters may be usad. The case shown in this
specification is suggested for message-creating processes.

Note: The reserved local-part address unit, "Postmaster”, is
an exception. KWher the value "Postmaster" is being
interpreted, it must be accepted in any mixture of
case, including "POSTMASTER", and "postmuaster”™.

3.4.8. FOLDING LONG HEADER FIELDS

B Each header field may b: represented on exactly one line con-~
. sisting of the name of the field and its body, and terminated
by a CRLF; this is what the parser sees. For readability, the
field-body portion of long header fields may be "folded” onto
multiple 1ines of the actusl field. "Long" is commonly inter-
preted to mean grsater than 85 or 72 characters. The former
length serves as a limit, when the message is to be viewed on
most simple teriinals which use simple cdisplay software; how-
ever, the limit is not imposed by this standard.

. Note: Some aisplay software often can aslectively fold lines, -
to suit the display terminal. 1In such cases, sender-
provided folding can interfere with the display
software. .

3.4.9., BACKSPACE CHARACTERS
ASCII BS characters (Backspace, decimal 8) may be included 1in
texts and quoted-strings to effect cverstriking. However, any

use of backspaces which effects an ove: strike to the left of
the beginning of the text or quoted-string is prohibited.

August 13, 1982 - 15 - RFC #822
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3.4.10. NETWORK-SPECIFIC TRANSFORMATIONS

During transmission through heterogensous networks, it may bSae
necessary to force data to conform to a network's local con-
ventions. For example, it may be rejuired that a CR be fol-
lowed either by LF, making & CRLF, or by <null>, if the CR is
to stand alone). Such transformations are reversed, when the
message exits that network.

when crossing network boundaries, the message should be
treated as passing through two modules. It will enter the
first module containing whatever network-specific transforma-
tions that were necessary to permit migration through the
"curraent” network. It then passes through the modules:

~a

\\>
RN
The "current” network's idiosyncracies are removed and

the message is returned to the canonical form 3peci-
fied in this standard.

° Transformation Revarsal

) Transformation

The "next” network's local ldiosyncracies are imposed
on the message. G

From ==> | Remove Net-A |
Net-A | idiosyncracies |

I

\N/
Conformance
with standard

i .

\/

| Impose Nec~-B | =o> To
| idiosyncracies | Net-8
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4, MESSAGE SPECIFICATION
4.1. SYNTAX

Note: Due to an artifact of the notational conventions, the syn-

. tax indicates that, when present, some fields, must be in
a particular order. Header fields are NOT required to
occur in any particular order, except that the message
body must occur AFTER the headers. It is recommerdad
that, if present, headers be sent in the order "Return-
Path”, "“Received", “Date", “"From", "Subject®. “"Sender",
*"To", "cc", eoto.,

This specification permits multiple ocurrences of most
fields. Except as noted, their interpretation is not
specified hare, and their use is discouraged.

The following syntax for the bodies of various fields should
' be thought of as describing each field body as a single lung

string (or line). The "Lexical Analysis of Message” section on
*Long Header Fields", above, indicates how such long strings can
be represented.on more than one line in the actual transmitted
message. .

message = fiaelds ¢( CRLF etext ) ; Everything after
: first nuil line
; is message dody
Flelds = dates ; Creation time,
source ; e&.*hor id & one
l*destination ;: address required
*optional-field : others optional
source - = [ trace ] A ; net traversals
origirator ;s oricinal mail
[ resent |} ; forwarded
trace = return ;: path t¢ sender
lereceived ; receipt tags
return = "Return-path" ":” ,oute-addr ; return address.
received = 'Becaived' we® _: ons per relay

["from"” domain]
["by" domain}
["via® atom]
*("with" atom)
i"id" msg—-1d}
["for" addr-spec]

sending host
recaiving host
physical path
link/mail protocol
receiver msg id
initial form

@8 5 @8 we @ ws »

August 13, 1382 - 17 - RFC #822
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we® date-tixe : time recelved
or!g{nltor =  authentic ; authenticated addr
i | "Reply-Yo© ":" lj¥address] )
| .
authentic - *From” . mallbox ; Singile author
/7 ( "Sender" b mailbox ; Actual submitter
“From" *:* t#mailbox) . Multipic authors
s or not sender
rosint = resent-authentic

{ "Resent-Reply-To" ":" 1#address] )

resent-authentic =
- "Resent-From" ol Bl mailbox
/ ( "Resent-Sender"” i mailbox
“"Resent-From"” ":* 1#mailbex )

dates = orig-date s Original
[ resent-date ] : Forwardad
orig-date = "Date" - o B date-time
resent-date = “"Resernt-Date” ":" date-time
destination = "To" *:" 1f#f{address : Primary
/ “Resent-To" ":" 1#address
/ "cc® ":" l#address . ; Secondary
/ “"Resent-—cc" ":" 1l¥address
/ “"bee” *:® #address ; Blind carbdon
/ “"Resent-bcec” ":" #address
optional-field =
/ “"wmessage-ID" bl B r.g—id
/ "Resent-Message-ID" *:" nag-id
/ "ln-Reply-~To" *:* eo(phrase / meg-id)
/ "References” *:* s(phrase / msg-id)
/ "Xeywords" ":" J#phrase
/ “"Subject” ":® etext
/ "Comments” ":* etext
/ T"Encryptad® ":" 1¥2word
/ extension-fia.d . : To ba defined
/ user-defined-vield ; May be pre-emptad
msg—-id = "<" addr-spec ">" ; Unique message id
: August 13, 1982 ‘ - 18 - RFC #822
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extension~-field =
<Any field which is defined in a document
publishad as a formal extension to this
specification; none will have names beginning
with the string *X-">

user—defined-fiold =
<Any field which has not de*n defined
in this specification or pubdblished as an
extension to this specification; names for
such fields must be unique and may be
pre—-empted by published extensions>

4.2. FORWARDING

Some systems permit mail reciplents to forward a wmessage,
retaining the original headers, by adding some new fields. This
standard supports gsuch a service, through the "Resent-" prefix to
field names.

whenever the string "Resent-" begins a field name, the fleld
has the same semantics as a field whose name does not have the
prefix., However, the message is assumed to have been forwarded
by an original recipient who attached the "Resent-" field. This
new field is treated as being more recent than the equivalent,
original fieid. For example, the "Resent-From", indicates the
person thut forwarded the mecsage, whereas the "From® field indi-
cates th2 original author.

Use of such precedence information depends upon partici-
pants’' communication needs. For example, this standard <does not
dictate when a "Resent~-From:" address should receive replies, in
lieu of sending them to the "From:" address.

Note: 1In general, the "Resent-" fields should de treated as con-
taining a set of information that is independent of the
set of original fields. 1Information for one set should
not automatically be taken from the other. The interpre-
tation of multiple "Resent-" fields, of the same type, is
undefined.

In the remainder of this specification, occurrence of legal

' "Resent-" fields are treated identically with the occurrence of

Avgust 13, 1982 - 19 - RFC #822
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fields whose names do not contain this prefix.
4.3. TRACE FIELDS

Trace information is used to provide an audit trail of mes-
sage handling. In addition, it indicates a route back to the
sender of the message.

The list of known "via® and “"with®” values are registered
with the Network Information Center, SRI International, Menlo
Park, California. .

4.3.1. RETURAN-PATH

This field 1is added by the final transport system - that
delivers the message to its recipient. The field is intended

“~. to contain definitive information about the address and route

back to the message's originator.

Note: The "Reply-To" field is added by the originitor and
serves to direct replies, whersas the "Return-Path"
field is used to identify a path back to the origina-
tor.

while the syntax indicates that a route specification |is
optional, every attempt should be made to provide that infor-
mation in this field.

4.3.2. RECEIVED

A copy of this field is added by each transport service that
relays the message. The information in the fisld can be quite
useful for tracing transport problems.

The names of the sending and receiving hosts and time-of-
receipt may be specified. The "via" parameter may be used, to
indicate what physical mechanism the message was sent over,
such as Arpanet or Phorenet, and the "with" parameter may be
used to indicate the mail-, or connection-, 1level protocol
that was used, such as the SMTP mail protocol, or X.25 tran-
sport protocol. . '

Note: Several "with" parameters may be included, to fully
specify the set of protocols that were used.

Some transport services queue mail; the internal mass=2gs iden-
tifier that is assigned to the message may Le noted, using the
*id" parameter., When the sending host uses a destination
address specificatici that the receiving host reinterprets, by
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expansion or transformation, the receiving host may wish to
record tha original specification, using the "for” parameter.
For example, when a copy of mail is sent to the member of a
distribution 1list, this parameter may be use¢d to record the
original address that was used to specify the liat.

4.4, ORIJINATOR FIELDS

The atandard allows only a subset of the combinations possi-
ble with the From, Sender, Reply-To, Resent-From, Resent-Sender,
and Reseant-Reply-To fields. The limitation is intentional.

4.4.1. FROM / RESENT-FROM

This field contains the identity of the person(s) who wished
this message to be sent. The message-creation process should
default this field to be a single, authentilsated machine
address, indicating the AGENT (person, system Or proceas)
entering the messags. 1If cthis is not dono, the "Sender" fleld
MUST be present., If the "From" field IS defaulted this way,
the "Sender" field is optional and is redundant with the
*From” field. In all cases, addresses in the "From™ field
must be machine-usable (addr-specs) and may not contain named
lists (groups). '

'4.4.2, SENDER / RESENT-SENDER

This field contains the authenticated identity of the AGENT
(person, system or process) that sends the message. It is
intended for use when the sender is not the author ¢of the mes-
sage, or to indicate who among & group of authors actually
sent the message. If the contents of the "Sender” field would
be completely redundant with the “From" #field, then the
"Sender"” field need not be present and its use is discouraged
(though still legal). 1In particular, the "Sender"” field MUST
be present if 1% is NOT the same as the "From" Field.

The Sender mailbox specification includes a word sequence
which must correspond to a specific agent (i.e., a human user
or a computer program) rathsr than & standard address. This
indicates the expectation that the field will identify the
single AGENT (person, system, or process) responsible for
sending the mail and not simply include tho name of a mailbox
from which the mail was sent. For example in the case of a
shared login name, the name, by itself, would not be adequate.
The local-part address unit, which refars to this agent, is
expected to be a computer system term, and not (for example) a
generalized person reference which can bes used outside the
network text message context.
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Since the critical function served by the “"Sender" field |is
identification of the agent responsible for sending mail and
since computer programs cannot be held accountable for their
behavior, it is strongly recommended that when a comsucer pro-
gram generates a message, the HUMAN who 1is responsible for
that program be referenced as part of the "Sender” field mail-
box specification. )

4.4.3. REPLY-TO / RESENT-REPLY-YO

This field provides a general mechanism for indicating any
mailbox(es) to which responses are to be sent, Three typical
uses for this feature can be distinguished. In the first
case, the author(s) may not have regular machine-baced mail-
boxes and therefore wish(es) to indicate an aiternate machine
address. . In the second case, an author may wish additional
persons to be made aware of, or responsible for, replies. A
somewhat different use omay be of some help to “text message
teluconferencing” groups equipped with automatic distribution
services: include the addrzss -7 that service in the "Reply-
To" field of all messages submicted to the teleconference;
then participants can “"reply" to conferencs submissions to
guarantee the correct distribution of any submission of their
own. . ‘

Note: The "Return—-Path” fleld is added by the mail transport
service, at the time of final deliver. It is intendod
to identify a path back to the orginator of the mes-
sage. The “Reply-To" field 1is added by the message
originator and is intended to direct replies.

4.4.4. AUTOMATIC HSE OF FROM / SENDER / REPLY-TO

For systems which automatically generate address 1lists for
replies to messages, the following recommendations are made:

-] The "Sender” field mailbox should be sent notices of
any problems in transport or delivery of the original
messages. If there is no “"Sender" field, ¢then the
"From" field mailbox should be used.

o The "Sender™ field mailbox should NEVER be used
automatically, in a recipient's reply message.

o If the "Reply-To" field exists, then the reply should
go to the addrecses indicated in that field and not to
the address(es) indicated in the "From" field.

August 13, 1982 - 22 - : RFC #822
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0 If there is a "From® fleld, dut no “"Reply-To" field,
the reply should be sent to the address(es) indicated
in the "From" field.

Sometimes, a recipient may actually wish to communicate with
the person that initiated the wmossage transfer. 1In such
cases., it is reasonable to use the "Sender” address.

This recommendation is intended only for automated use of
criginator—-fields and is not intended to suggest that replies
may not also be sent to other recipients of messages. It 1i»s
up to the respective mail-handling programs to decids what
additional facilities will be provided.

Examples are provided in Appendix A.
4.5. RECEIVER FIELDS
4.85.1., YO / RESENT~-TO

This field contains the identity of the primary recipients of
the messags.

4.5.2. CC / RESENT-CC

‘i" This field contains the identity of the secondary (informa-
‘tional) recipients of the message. '

4.5.3. BCC / RESENT-BCC

This field contains the identity of additional recipients of
the message. The contents of this field are not included in
copies of the message sent to the primary and secondary reci-
pients. Some systems may choose to inciuda the tex: of the
"Bece" field only in the author(s)'s copy, while others may
also 1n§1udo it in the text sent to all thoss indicated in the
*Bce” 1list.

4.8, REFERENCE FIELDS
4.6.1. MESSAGE-ID / RESENT-MESSAGE-ID

This fleld contains a unique identifier (“he 1local-part
-address unit) =which refers to THIS version of THIS message.
The uniquener.s of :he message icdentifier is guaranteed by the
host which ganerates it. This identifier is intended to be
wmachine readairle and not necessarily meaningful to humans. A

. message ident fier pertains to exactly one instantiation of a
particular message; subsequent revisions to the message should
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each receive new message identifiers.
4.6.2. IN-REPLY-TO

The contents of this field identify previous correspon-
dence which this message answers. Not¢ that 1if aessage iden-
tifiers are used in this field, they must use the meg-id
specification format. ’ )

4.6.3. REFERENCES

The contents of this field identify other correspondence
which this message raferences. Note that if message identif-
iers are used, they must use the msg-id specification for-at,

4.8.4. KEYWOROS

This field contains keywords or phrases, separated by
cCHmMas. '

4.7. OTHER FIELDS
4.7.1. SUBJECT

This is intended to provldo a summary, or indicate the <§
nature, of the message.

4.7.2. COMMENTS

Permits adding text comments onto the message without
disturbing the contents of the message's body.

4.7.3. ENCRYPTED

Sometimes, data encryption 1is wused to (increase the
privacy of message contents. If the body of a message has
been encrypted, to keep its contents private, the “Encrypted"
field can be used to nota the fact and to i{ndicate the nature
of the encryption. The first <word> paramater indicates the
software used to encrypt the body, and the second, optional
<word> ig intendad to aid the recipient in selecting the
proper decryption key. This code word may be viewed as an
index to a table of kays held by the recipient.

Note: Unfortunatsly, headers must contain envelope, as well
as contentas, information. Conssquently, it is neces-
sary that they ramain unencrypted, so that =ail tran-
sport services may access them, Since names,
addresses, and "Subject” Ffield contenta may contain
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sengitive information, this requirement limits total
message privacy.

Names of encryption software are registered with the Net-
work Information Center, SRI International, Menlo Park, Cali-~
fornia.

4.7.4, EXTENSION-FIELD

A limited number of common fields have been defined in
this document. As notwork mail requirements dictate, addi-
tional flelds may be standarcized. To provide user-defined
fields with a measur®? of safety, 1in name sélection, such
extension-fields will never have names that begin with the
string "X-",

Names of Extension-fields are registered with the Network
Information Center, SRI International, Menlo Park, Celifornia.

4.7.5. USER-DEFINED-FIELD

Individual users of network mail are free to define and
use additional header fields. Such fields must have names
which ars not already used in the current specification or in
any definitions of extension-fields, and the overall syntax of
these user-defined-fields must conform to this specification's
rules for delimiting and folding fields. Due to the
extension~-field publishing process, the name of a user-~
defined-field may be pre-empted

Hote: The prefatory string "X-" will never bde usod in the
names of Extension-fields. This provides user-defined
fields withfa protected set of names.
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8. DATE AND TIME SPECIFICATION
§.1. SYNTAX

i1=1;: (J not used)
M:=12; N:41; Y:412
Local differantial
hours+min, (HHMM)

/ ( ("+* 7/ "=") 4DIOGIT )

date-time = [ day "," ] date time . 3 dd mm yy
) s Mh:mm:ss zz2
day m  "Mon®" / "Tue®™ / "wed" / "Thu"
/ "Fri® / "sat™ / “Sun"
date = 1¢201GIT7 month 2D01G1T : day month year
i @.g. 20 Jun 82
month = *Jan® / “"Feb" / “"Mar"™ / “Apr®
‘ / "May® / “Jun" / “Jul" / "Aug"
/ “Sep” / "Oct" / “Nov"™ / “Dec"
time = hour zone ¢ ANSI and Military
hour = 2DIGIT “":" 20IGIT {":" 20101T}
: : 00:00:0C -~ 23:59:59
zone = "UT" / "GMT" ; Universal Time
: North American : UT
/ T"EST" / "EDT" : Eastern: -~ 5/ - &4
/ "CST" / "COT" : Central: -6/ -8
/7 “MST" / "MDT" : Mountain: - 7/ - ¢
/ “PST" / "PDT" 3 Pacific: -8/ -7
/ 1ALPHA : Military: 2 = UT;

5.2. SEMANTICS

If included, day-of-week must be the day implied by the date
specification.

Time zone may be indicated in several ways. "UT" is Univer-
sal Time (formerly called "Greenwich Mean Time™): "GMT" is per-
mitted as a reference to Universal Time. The military standard
uses a single character for each zone. "Z" is Universal Time,.
"A" indicates ones hour earlier, and "M" indicates 12 hours aear-
lier; "N" is one hour later, and "Y" is 12 hours later. The
letter "J" is not used. The other remaining two forms are taken
from ANSI standard X3.51-1975. One allows explicit indication of
the amount of offset from UT; the other uses common J3-character
strings for indicating time zones in North America.
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6. ADDRESS SPECIFICATION
6.1. SYNTAX

3

E
i
i
4
i
i
¥
i

address = mailbox ;1 one addresses

./ group . ¢ named list
group = phrase ":" [#wmailbox} ";:" !
mailbox addr-spec simple address

.. we

-
/ echrase route—-addr name & addr-spec
route—~addr = "<"* [route] addr-spec ">" ' ;

route = 18("9" domain) ":° path-relative :

addr~spec = local-part "9" domain global address !

e

utnterpreted
case-preserved

local-part word ¢("." word)

domain = gub-~domgin ¢("." sub-domainj

sub-domain = domain-ref / domain-literal
() domain-ref = atom

6.2. SEMANTICS

symbolic reference

A mailbox receives mail. It is a conceptual entity which
does not necessarily pertain to fila storage. For example, some
sites may choose to print mail on their line printer and deliver
the output to the addressee's desk.

A mailbox specificaticn comprises a person, system or pro-
cess name rsference, & dom.in-dependent string, and a name—-domain
reference. The name reference is optional and is usually used to
indicate the human name of a recipient. The name-~domain refer-—
ence specifies a sequence of sudb-domains. The domain-dependent
string is uninterpreted, except by the final sub-domain; the rest
of the mail service merely transmits it as a literal string.

6.2.1. DOMAINS

A name-domain is a set of registered (mai . =, names. A name-
domain, specification resolves to a sui, dinate name-domain
specification or to a terminal domain --sependent string.
rence, domain specification is extensible, permitting any
nurbe~ of registration levels.
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Name~-domains model a global, logical, hicrarchical adiressing
scheme, Th3 model is logical, in that an address specifica-
tion ts relazed to name registration and 1is not nacessarily
tied to transmission path. The model's hierarchy is a

directed graph, called an in-tree, such that there is a single

path from the root of the tree to any node in the hierarchy.
If more than one path actually exists, they are considered to
be different addresses. :

The roct node is common to all addresses; consequently, it {s
not referenced. Its children constitute "top-level” name-
domains. Usually, a service has access to its own full domain
specification and to the names of all top-level name-domains.

The “"top” of the domain addressing hierarchy -— a child of the
root — 1s indicated by the right-most field, in a domain
specification. 1Its child is specifisd to the left, its child
to the left, and so on, !

Some groupa provide formal registration services:; these con-
stitute namo—-domains that are indegpendent 1logically of
specific machines. 1In addition, networks and machines impli-~
citly compose name—-domains, since their membersnip usualily as
registered in name tables. .

In the case of formal registration, an organization implements
a (distributed) data base which provides an address-to-route

- mapping service for addresses of ths form:

person@registry.organization

Note that "organization” is a logical entity, separate from
any particular communication network.

A mechanism for accesaing "organization® is uriversally avail-
able. That mechanism, in turn, seeks an instantiation of the
registry; its location ia not indicated in the address specif-
ication, It 1is assumed that the system which opsrates under
the name "organization” knows how to find a subordinate regis-
try. The registry will then use the "person” string to deter~
mine where to send the mail specification.

The latter, network-oriented case permits simple, direct,
attachment-related address specification, such as:

userfhost.network

Once the network is accessed, it is expected that & message
will go directly to the host and that the host will resolve
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the user name, placing the message in the user's uailbox;
6.2.2. ABBREVIATED DOMAIN SPECIFICATION §

Since any number of 1levels is possible within the domain
hierarchy, specification of a fully qualified address can
hocome inconvenient. This standard permits abbreviatad domain
specification, in a special case: ]

For the address of the sender, call the left-most
‘" sub—domain Level N. In a header address, if all of
the sub-domains above (i1.e¢., to the right of) Level N
are the same as those of the sender, thern they do not
have to appear in the specification. Otherwise, the
address must be fully qualified. :

This feature is sudbject to approval by 1local sub~
domains. Individual sub-domains may raquire their
member systems, which originate mail, to provide full.
dumein spacificatinn only. When permitted, abbrevia-
tions may be pressnt only while the message stays
within the sub—-domain of ths sencer.

et L

Use of this mechenism requires the sender’s sub~dumain
“g’ to reserve the names of all top-level domains, so that
full specifications can be distinguished from abLrevi-
ated specifications,
For example, if a sender’s address is:
sendarOregiitry-A.re istry-l.organizstion-X

and cne roéiplent's &ddresa 1

recipientOregistry-B.registry-1.organization~X
and another's is:
recipientOregistry-C.registry—2.0rganization-X
then ".registry—-1.organization-X" ns5s5d not b8 specifiad in the
the message, but "registry+C.registry-2" DOES havae ¢to be
specified., Thet ia, the first two addresses may be sabdbragvi-
ated, but the third address must be fully specified.
When a message crosses a domain boundary, all addresses must
be specified in the full format, ending with the top-level

name-domain in the right-most field. It is the responsibility
of mail forwarding services|to ensure that addresses conform
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with this requirement. 1In the case of abbreviated addresses,
the relaying service must make the necessary expansions. It
should be noted that it often is difficult for such a service
to locate all occurrences of address abbreviations. For exam—
ple, it will not be possible to find such abbreviations within
the body of the message. The "Return-Path” field can aid
recipients in recovering from these errors.

Note: Wwhen passing any portion of an addr-gpec onto a process
which does not interpret data according to this stan-
dard (o.g., mail protocol servers). There must be NO
LwWSP-chars preceding or following the at-sign or any
delimiting period ("."), such as shown in the above
examples, and only ONE SPACE between contiguous
<word>s.

6.2.3. DOMAIN TERMS

A domain-ref must be THE official name of a registry, network,
or host. It is a symbolic referencs, within a name sub-
domain., At times, it is necessary to bypass standard mechan-
isms for resolving such references, using more primitive
information, such as a network host address rather than 1its
associated host name.

To permit such references, this standard provides the domain-
literal construct,. Its contents must conform with the needs
of the sub-domain in which it is interpreted.

Domain-literals which refer to domains within the ARPA Inter-
net specify 32-bit 1Internet addresses, in four 8-bit fields
noted in decimal, as described in Request for Comments #620.
"Assigned Numbers." For example:

{10.0.3.19]

Note: THE USE OF DOMAIN~LITERALS IS STRONGLY DISCOURAGED. It
is permitted only as a means of bypassing temporary
system limitations, such as name tables which are not
complete. :

The names of "top-level” domains, and the names of domaias

under in the ARPA Internet, are registered with the Network

Information Center, SRI International, Menlo Park, California.

6.2.4. DOMAIN-DEPENDENT LOCAL STRING

The local-part of an addr-spec in a mailbox specification
(i.¢., the host's name for the mailbox) is understood to be
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whatever the receliving mail protocol server allows. For exam—
ple, sone systems do not understand mailbox references of the
form "P, D. Q. Bach", but others do.

This specification treats periods (".") as lexical separators.
Hence, their presence in 1local-parts which are not quoted-
strings, is detected. However, such occurrences carry NO
semantics. That is, if a local-part has periods within it, an
address parser will divide the local-part into several tokens,
but the sequence of tokens will be trsated as one uninter-
preted unit. The sequence will be re-assembled, when the
acriress is passed outside of the system such as to a mail pro-
tovol service.

For example, thé address:
. Elrst.LastORegistry.Org

is legal and does not require the local-part to be surrounded
with quotation-marks. (However, “First Last" DOES require
quoting.) The local-part of the address, when passed outside
of the mail system, within the Registry.Org domain, s
"First.Last", again without quotation marks.

6.2.5, BALANCING LOCAL-PART AND DOMAIN

In some cases, the boundary between local-part and domain can
be flexible., The local-part may be a simple string, which is
used for the final determination of the recipient's mailbox.

All other 1levels of reference are, therefore, part of the
domain.

For some systems, in the case of abbreviated reference to the
local and subordinate sub-domains, it may be possible to
specify only one reference within the domain part and place
the other, subordinate name-domain references within the
local-part. This would appear as:

mailbox.subl.sub26this-domain
Such a specification would be acceptable to address parsers
which conform to RFC #733, but do not support this newer

Internet standard, While contrary to the intent of this atan~
dard, the form is legsl.

Also, some sub—domains have a specification syntax which does
not conform to this standard. For example:
sub-nat.mailboxgsub-domain.domain
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uses a different parsing sequence for local-part than for
domain. ,

Note: As a rule, the domain specification should contain
fields which are encoded according to the syntax of
this standard and which contain generally-standardized
information. The local-part specification should con-
tain only that portion of the address which deviates
from the form or intention of the domain field.

6.2.6. MULTIPLE MAILBOXES

An individual may have several mailboxes and wish to receive
mail at whatever mailbox 1is convenient for the sender to
access. This standard does not provide a means of specifying
"any member of"” a list of mailboxes.

A set of individuals may wish to receive mail as a single unit
(i.e., a distribution 1list). The <group> construct permits
specification of such a 1list. Recipient mailboxes are speci-
fied within the bracketed part (":” - ";"). A copy of the
transmitted message is to be sent . to each mailbox 1listed.
This standard does not permit recursive specification of
groups within groups. .

while a list must be named, it is not required that the con-
tents of the list be included. 1In this case, the <address>
serves only as an indication of group distribution and would
appear in the form:

name:;

Some mail services may provide a group-list distribution
facility, accepting a single mailbox reference, expanding it
to the full distribution list, and relaying the mail ¢to the
list's members. This standard provides no additional syntax
for indicating such a service. Using the <group> address
alternative, while listing one mailbox in it, can mean either
that the mailbox reference will be expanded to a list or that
there is a group with one member.

6.2.7. EXPLICIT PATH SPECIFICATION

At times, a méssage originator may wish to indicate the
transmission path that a message should follow. This is
called source routing. The normal addressing scheme, used in
an addr-spec, 1is carefully separated from such information;
the <route> portion of a route-addr is provided for such occa-
sions. It specifies the sequence of hosts and/or transmission
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' services that are to be traversed. Both domain-refs and
domain-literals may be used.

Note: The use of source routing is discouraged. Unless .the
sender has special need of path restriction, the choice
of transmission rcute should be left to the mail tran-—
sport service.

6.3. RESERVED ADDRESS

It often is necessary to send mail to a site, without know-
ing any of its valid addresses. For example, there may be mail
system dysfunctiorns, or & user may wish to find out a person's
correct address, at that site.

This standard specifies a single, reserved mailbox address
(local-part) which is to be valid at each site. Mail =2nt to
that address is to be routed to a person responsible for the
site's mail system or to a person with responsibility for general
site operation. The name of the reserved local-part address is:

Postmaster
so that "Postmasterddomain® is required to ba valig.
Note: . This reserved local-part must be matched without sensi-

tivity to alphabetic case, so that "POSTMASTER"™, "postmas-
ter", and even "poStmASteR" is to be accepted.
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A.
A.
A,
A,

A.

A.

A.

APPENDIX

EXAMPLES '
1. ADDRESSES
1.1. Alfred Neuman <NeumanOBBN-TENEXA>
1.2. NouminOBBN-TENEXA

These two "Alfred Neuman®" examples have identical seman-
tics, as far as the operation of the local host's mail sending
(distribution) program (also somatimes called its “"mailer®)
and the remote host's mail protocol server are concerned. In
the first example, the "Alfred Neuman" is ignored by the
mailer, as "NeumanOBBN-TENEXA" completely specifies the reci-
pient. The second example contains no superfluous informa-
tion, and, again, "Neuman®BBN-TENEXA" is the intended reci-
pient.

Nota: When the message crosses name-domain boundaries, then
these specifications must be changed, so as to indicate
the remainder of the hierarchy, starting with the top
level.

1.3. "George, Tad"<sharedocroup.krpanot>

This form might be used to indicate that a single mailbox
is shared by several users. The quoted string is ignored by
the originating host's mailer, because "SharedéGroup.Arpanet"”
completely specifies the destination mailbox.

1.4. wilt . (the Stilt) Chamberlain@NBA.US

The "(the Stilt)" is # cuament, which is NOT included in
the. destination mailbox address anded to the originating
system's mailer. The local-part of the address is the string
"wilt.Chamberlain®, with NO space between the first and second
words.

1.5. Address Lists

Gourmets:  Fompous Person <WhoZiwhatzZit@Cordon-Bleu>,

Childs9waSH.Boston, Galloping Gourmete
ANT.Down-Under (Australian National Televlsion),
Cheapie@Discount-Liquors;,
Cruisers: PortéPortugal, JoneseSEA;,
Another9Somewhere.SomeOrg
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This group list example points out the use of comments and the
mixing of addresses and groups.

A.2. ORIGINATOR ITEMS

A.2.1. Author-sent

George Jonas logs into his host as “Jones". He sends .

mail himself. ,
From: Jonesoeroup.ofg
or
From: George Jones <Jones@Group.Org>
A.2.2. Secretary-sent
George Jones logs in as Jones on his host. His secre-
tary, who logs in as Secy sends mail for him. Replies to the
mail should go to Gsaocrge.

From: Genrge Jones <Jones@Group>
Sender: Secy@Other—Group

A.2.3. Secretary—-sent, for user of sharad directory

George Jones' secratary sends mail for George. Replies
should go to George.

From: George Jones<SharedgGroup.Org>
Sender: Secy@0ther-Group

Note that there need not be a space between "Jones" and the
"<", but adding a space enhances readability (as is the case
in other examples. '

A.2.4, Committas activity, with one author

George is a membur of a committee. He wishes to have any
replies to his message go to all commitiee mambers.

Fram: George Jones <JonesgHost.Net>

sender: JonesdHost

Reply~To: The Committce: JonesOHost.Net,
Smith@Other.Org,
Doe@Sonewhere-Else;

Note that if George had not included himself in  the

August 13, 1982 - 37 - RFC #822
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onumeration of The Committes, he would rot have gotten an
implicit reply; the presence of the "Reply-to" field SUPER-
SEDES the sending of a reply to the person named in the "From"
field.

A.2.5. Secretary acting as full agent c¢f author

George .Jones asks his secretary (SecyOGHost) to send a
message for him in his capacity as Group. He wants his sscre-
tary to handle all replies.

From: George Jones <GroupOHost>
Sender: Secy@Host
Reply-To: Secy@Host

A.2.6. Agent for user without online mailbox

A friend of George's, Sarah, 1is visiting. George's
secretary sends sume mail to a friend of Sarah in computer-

land. Replies cz'iould go to George, whose mailbox is Jones at
Registry.

From: sarah Friendly <SecyORegistry>
Sender: Secy—-Name <SecyORegistry>
Reply~To: JonesORegistry.

A.2.7. Agent for member of a committee

George's secreatary sends out a message which was authored
jointly by all the members of a committee. Note that the name
of the committee cannot be specified, since <group> names are
not permitted in the From field.

From: JonesOHost,
SmithéOther—Host,
Doe@Somewhere-Else

Sender: Secy®SHost

August 13, 1982 - 38 - : AFC #822
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A.3. COMPLETE HEADERS
A.3.1. Minimum required "

Date: 26 Aug 76 1429 EDT Date: 28 Aug 76 1429 EDT
From: JonesORegistry.Org or From: JonesGRagistry.Org
Bee: . To: SmithORegistry.Org

Note that the "Bce” field may be empty, while the "To" field
is required to have at least one address.

A.3.2. Using some of the additional flelds

Date: 26 Aug 76 1430 EDT

From: George Jones<GroupdHout> .
Sender: SecyO@SHOST

To: "Al deuman”oMad-Host,

sam.IrvingéOther—-Host
Message-ID: <some.stringOSHOST>

A.3.3. About as complex as you're going to get

Date : 27 Aug 76 0932 PDT

From : Ken Davis <KDavisOThia—Host.This-net>

Subject : Re: The Syntax in the RFC

Sender : KSecy6Other-—-Host

Reply-To : Sam.IrvingOReg.Organization

To : Qeorge Jones <Group@Some-Reg.An-0rg>,
Al.Neuman@MAD.Publisher

ce : Important folk:

Tom Softwood <BalsaodTree,Root>,
“sam Irving"o0ther-Host:;,
Standard Distribution:
/main/davis/people/standardeOther—Host,
. “<Jones>standard.dist.3"0Tops—-20-Host>;
Comment : Sam is away on business. He asked me to handle
his mail for him. He'll be able to provide a
more accurate explanatior whan he returns
next wesk,
In-Reply-To: <some.stringoDBM.Group>, George's message
X-Special-action: This is a sample of user-defined field-
names. There could &lso be a field-name
"Spacial-action”, but its name might later be
preempted
Message-ID: <4231.629.XYzi-WhateOther-Host>

August 13, 1982 -39 - RFC #822
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B. SIMPLE FIELD PARSING

Some mail-reading software systems may wish to perform only
minimal processing, ignoring the internal syntax of structured
field-bodies and treating them the same as unstructured-field-
bodies. Such software will need only to distinguish:

° Header fields from the massage body,
o Beginnings of fields from lines which continue fields,
© Fileld-names from field-contents.

: abbreviated set of syntactic rules' which follows will
suffice for this purpose. It describes a limited view of mes-
sages and is a subset of the syntactic rules provided in the main
part of this specification. One small exception is that the con-
tents of field-bodies consist only qf text:

B.1. SYNTAX

message =  efield ¢(CRLF stext)

field - field-name ":" [field-body] CRLF
field-name = lecany CHAR, excluding chs. SPACE, and ":">
field-body - stext [CRLF LwSP-char field-body]

B.2. SEMANTICS

Headers occur before the message body and are terminated by
a null line (i.e., two contiguous CRLFs).

A line whilch continues a header field begins with a SPACE or
HTAB character, while a 1line beginning a field starts with a
printavle character which is not a colon.

A field-name consists of one or - more printable characters
(excluding <colon, space, and control-characters), A field-name
MUST be contained on one line. Upper and lower case are not dis-
tinguished when comparing field-names.
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C. DIFFERENCES FROM RFC #733

The following summarizes the differences between this stan-
dard eand the one specified in Arpanet Request for Comments #733,
*Standard for the Format of ARPA Network Text Messages”. The
differences are 1listed in the order of their occurrence in the
current specification.

C.1. FIELD DEFINITIONS
C.1.1. FIELD NAMES

These now must be a sequence of printadble characters. They
may not contain any LWSP-chars.

C.2. LEXICAL TOKENS
C.2.1. SPECIALS

The characters pariod ("."), left-square bracket ("["), and
right-squars bracket ("]") have been added. For presentation
purposes, and whén passing a spezification to a system that
does not conform td this standard, periods are to be contigu-
ous with their surrounding lexical tokens. No linear-white-
space is permitted between them. The presence of one LWSP-
char betwsen other {okens is still diracted.

C.2.2. ATOM
Atoms may not contain SPACE,
C.2.3. SPECIAL TEXT

ctext and qtext nave had backslash ("\") added to the 1ist of
prohibited characters, .

"C.2.4. DOMAINS

The lexical tokens <domain-literal> and <dtext> have been
added. :

C.3. MESSAGE SPECIFICATION
C.3.1. TRACE

‘The "Return-—-path:" and "Received:" fields have been speclfléd.

H
-
!
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C.3.2., FROM
‘The "From® field must contain machine-usable addresses (addr-
spec). Multiple addresses may be specified, but named-lists
(groups) may not.

C.3.3. RESENT

The meta-construct of prefacing fiéld names with the string
"Resent-" has been added, to indicate that a message has been
forwarded by an intermediate recipient. .

C.3.4. DESTINATION

A message must contain at least one destination address field.
“To" and "CC" are required to contain at least one address.

€.3.5. IN-REPLY-TO

The field-body is no longer a comma-separated list, although a
sequence is still permitted.

C.3.6. REFERENCE

The field-body is no longer a comma-separated list, although &
sequence is still permitted.

C.3.7. ENCRYPTED

A field has been specified that permits senders to .indicats

that the bodv of a message has beer encrypted.
C.3.8. EXTENSION-FIELD

Extension fields are prohibited from beginning with the char-
acters "X-".

C.4. DATE AND TIME SPECIFICATION
C.4.1. SIMPLIFICATION

Fewer optional forms are permitted and the 1list of three-
letter time zones has been shortenedﬂ

C.5. ADDRESS SPECIFICATION
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C.5.1. ADDRESS

The use of quoted-string, and the ":"-atom=":" construct, have
been removed. An address now 1is either a single mailbox
reference or is a named list of addresses. The latter indi-
cates a group distribution.

C.5.2. GROUPS

Group lists are now required to to have a name. Group 1lists
may not be nested. .

C.5.3. MAILBOX

A mailbox specification may indicate & person's name, as
before. Such a named 1lict no longer may specify multiple
mailboxes and may not be nested.

C.5.4. ROUTE ADDRESSING

Addresses now are taken to be absolute, global specificatiorns,
independent of transmission paths. The <route> construct has
been provided, to permit explicit specification of transmis-
sion path, RFC #733's use of multiple at—signs ("0") was
intended as a general syntax for indicating routing and/or
hierarchical addressing. The current standard separates these
specifications and only one at-sign is permitted. :

C.5.5. AT-SICM

The sfrang " at " no longer is used as an address delimiter.
Only at-sign ("9") serves the function. .

C.5.6. DOMAINS
Hierarchical, logical name-domains have been added.
C.6. RESERVED ADDRESS

The local-part "Postmaster"” has been reserved, so that users can
be guaranteed at least one valid address at a site.
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D. ALPHABETICAL LISTING OF SYNTAX RULES

address = mailbox : one addressee
/ group i : named list
addr-spec = local-part "0" domai ; global address
ALPHA = <any ASCII alphabetic character>
. s (101-132, 65.~ 90.)
’ . : (142-172, 97.-122.)
atom = Je<any CHAR except specials, SPACE and CTLs>
authentic - "From" " mailbox ; Single author
/ ( "Sender" L mailbox ; Actual submittor
“From" ®":" 1#mailbox) ; Multiple authors
: or not sender
CHAR = <any ASCII character> H 0~-177, 0.-127.)
comment = "(" e(ctext / quoted-pair / comment) ")"
CR = <ASCII CR, carriage return> ; ( 18, 13.)
CRLF = CR LF _
ctext = <any CHAR excluding "(", ; => may be folded
")", "\" & CR, & including
linear-white-space>
CTL = <any ASCII control s ( 0—- 37, o0.- 31.)
, character and DEL> s ( 177, 127.)
date = 1%2DIGIT month 2DIGIT ; day month year
;s ©.g. 20 Jun 82
dates - orig-date ; Original
[ resent—-date |} : Forwarded
date-time = [ day "," ] date time ;s dd mm yy
' : hh:mm:ss zzz
day = "Mon®™ / "Tue" / "Wed"” / "Thu"
/ "Fri® / "Sat" / "Sun"
delimiters = specials / linear-white-space / comment
destination = "To" ":" 1#address ; Primary
/ T"Resent-To" ":" l#address
! "ecec” *:" ‘faddress ; Sacondary
/ "Resent-cc” ":" l#address .
/ "bee” *:" #address ; Blind carbon
/ "Resent-bcc" *:" g#address
DIGIT = <any ASCII decimal digit> ; ( 60— 71, 48.- 57.)
domain = sub-domain ¢("." sub-domain)
domain-literal = “[" s(dtext / quoted-pair) "]"
domain-ref = atom ;: symbolic reference
dtext = <any CHAR excluding "[", ; => may be folded

"}", "\" & CR, & including
linear-white-space>
extension-field =
<Any field which is defined in a document
published as a formal extencion to this
. specification; none will have names beginning
with the string "X-">
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fleld = fleld-name ":" [ field-body ] CRLF
fields - dates ; Creation time,
source : author id & one
ledestination : Aaddress required
soptional-field ;3 others optional

field-body = field-body-contents
[CRLF LWSP-char field-body]
field-body-contents =
<the ASCII characters making up the field-body, as
defined in the following sections, and consisting
of combinations of atom, quoted-string, and
specials tokens, or else consisting of texts>

field-name = le<any CHAR, excluding CTLs, SPACE, and ":">
group = phrase ":" [#maildox] ";"
hour = 2DJGIT ":" 2DIGIT [":" 2DIGIT|

) 00:00:00 ~ 23:59:59
HTAB = <ASCII HT, horizontal-tab> ( 11, 9.)
LF = <ASCII LF, linefeed> ( 12, 10.)

linear-white-space = 1¢([CRLF] LWSP-char) semantics = SPACE

CRLF => folding

*
local-part = word ¢("." word) ;s uninterpreted
s case-preserved
LWSP~char = SPACE / HTAB ; semantics = SPACE
mailbox = addr-gpec ; simple address
/ phrase route-addr ; name & adar-spec
message = fields *( CRLF etext ) ; Everything after
: first null line
; is message body
month = "Jan" / "Feb"™ / "Mmar" / “Apr"
/ "May" / "Jun” / "Jul" / “"Aug"
/ "Sep™ / "Oct"™ / "Nov" / “"Dec"
msg-id = "<"'addr-spec ">" ; Unique message id
optional~field =
/ "Message-ID" b R msg-id
/ "Resent-Message-1D" ":" msggid
/ "In-Reply-To" ":" e(phrase / msg—-id)
/ "References" ":" e(phrase / msg-id)
/ "Keywords" ":" #phrase
/ "Subject” ":"  etext
/ "Comments” ":"  stext
/ "Encrypted" ":" 1a3'2word
/ extension~-field ; To be defined
/ user-defined-field ; May be pre-empted
orig-~date = "Date" b date-tima
originator = authentic , authenticated addr
[ "Reply-To" ":" l#addross] )
phrase = leword ; Sequence of words
August 13, 1982 - 45 - ‘ RFC #822
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qtext = <any CHAR excepting <">,
*"\" & CR, and including
11near-wh1te-apaco>
quoted-pair = "\" CHAR
quoted-string = <> o(qtext/quoted-pair) <">

=> may be, folded

may quote any char
Regular qtext or
quoted chars.
one per reilay
sending host
receiving host
physical path .
link/mail protocol
receiver msg id
initial form
time received

received = "Received” B A
- ["from” domain]
["by" domain] -
['vla' atom}
s("with" atom)
[~ig" mag-id]
{"for" addr-spec]
e date-time

90 €0 98 Ve ©e Ve VO VI W w¢ we

resent = resent-authentic .
[ "Resent-Resly-To" ":" 1gaddress] )
resent-authentic =

- "Resent-From" v mailbox
/ ( "Resent-Sender" i mailbox
"Resent-From" *:* 1l#mailbox )
resent-date = “"Resent-Date" ":" date-time
return = "Return—-path"™ ":" route—-addr ; raturn address
route = 1#("9" domain) ":" : path-relative
route—-addr = "<" [route] addr-spec ">"
source = [ trace ) s net traversals
originator : original mail
[ resent ] ; forwarded
SPACE 4 =. <ASCII SP, space> s ( 40, 32,)
specials = (" / ")V / "<" / ">" / "@" ; Must be in quoted-
/" T, s/ e ) "\ / <"> ;  siring, to use
VAR A VAR . s+ within a word,
sub-domain = domain—ref / domain-iiteral .
text = ' <any CHAR; including bare ;s => atoms, specials,
CR & bare LF, but NOT ; comments: and
including CRLF> s Quoted-strings are
: ;s NOT recognized.
time = hour zone ;s ANSI and Military
trace = return : path to sender

lereceived
user defined—field -
<Any field which has not been defined
in this specification or published as an
extension to this specification; names for
such fields must be unique and may be
pre-empted by published extensions>
word = atom / quoted-string

receipt tags
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zone = "yT*" / "GmMT"

/ "EST" / “EDT"

/ "CST" /7 "CDT"

/ T"MST" / "MOT"

/ "PST" / "PDT"

./ 1ALPHA
<"> = <ASCII quote mark>
August 13, 1982 ~ 47 -
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Universal Time
North American : UT

Eastern:
Central:
Mountain:
Pacific:

Military:

(
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3.)
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