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ABSTRACT 

The Department of the Navy (DoN) maintains an inventory of Small Tactical Unmanned 

Aircraft Systems (STUAS). These systems are designed for payload modularity to 

support user selection of multiple mission configurations in order to meet any unique 

mission need. Numerous mission ready payloads have been developed for each system, 

and only need to be integrated in order to become part of the fielded unmanned aerial 

system (UAS) configuration. Unfortunately, the DoN does not have a method that 

maintains sufficient systems engineering (SE) discipline to rapidly integrate and field 

new mission configurations to the fleet in support of aggressive schedules and urgent user 

needs. The typical fielding time frame can range from 24 to 36 months, instead of the 

desired 6 to 18 months. Furthermore, without a sufficient SE approach, risk to mission 

success is not well understood. This paper captures all applicable requirements for 

fielding a new capability onto an existing UAS, and using an SE approach, outlines a 

process to rapidly integrate payloads DoN system. The process identified provides a 

comprehensive list of integration requirements; a cost, schedule, and performance trade-

off analysis; technical risk associated with each tradeoff option; and recommendations on 

how to best support a rapid fielding timeline. 
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EXECUTIVE SUMMARY 

The Department of the Navy (DoN) does not have a method that maintains sufficient 

systems engineering (SE) discipline to rapidly integrate and field new mission 

configurations into its fleet of Small Tactical Unmanned Aerial Systems (STUAS) in 

support of aggressive schedules and urgent user needs. Furthermore, without a sufficient 

SE approach, risk to mission success is not well understood. The DoN Small Tactical 

Unmanned Aerial Systems (STUAS) are designed for payload modularity to support 

user-selection of multiple mission configurations in order to meet any unique mission 

needs. Numerous mission ready payloads have been developed for each system, and only 

need to be integrated in order to become part of the fielded UAS configuration. The 

typical fielding time frame of a new payload can range from 24 to 36 months, instead of 

the desired 6 to 18 months.  

 This paper captures all applicable requirements for fielding a new capability onto 

an existing UAS, and using a SE approach, outlines a process to rapidly integrate 

payloads. An outcome of this report was the creation of a new Rapid Transition Process 

(RTP) that can be used in the transition of any new technology. NAVAIR has a lot of 

separate procedures which apply to the fielding and transition of technologies to the fleet 

or warfighter, but a process to bring all of the procedures together in an orderly and 

efficient manner does not exist. To determine the best implementation of this process a 

detailed SE analysis was conducted of the current payload integration process. This 

analysis resulted in a stream lined integration process, identified in Figure that provides 

stakeholders the ability to trade cost schedule and performance, while managing risk, in 

order to meet mission objectives. 



 

xxii 
 

 

Figure 1:  RAIN Project Rapid Transition Process Streamlined Integration 

 

 The process provides a comprehensive list of system level integration 

requirements, a cost, schedule, and performance trade off analysis, risk assessments 

associated with each tradeoff option, and a recommendation on to how best support a 

rapid fielding timeline. The options are to pursue full certifications, pursue certification 

subjected to a low risk timeline reduction (LRTR) strategy, and pursue certifications 

subject to an intermediate risk timeline reduction (IRTR) strategy. The LRTR strategy 

involves using previously certified subsystems in the payload to bypass certifications that 

drive the schedule, CAT 3 flight certification, and joint DT and OT. The IRTR strategy 

involves the use of interim certifications for the ones among the schedule drivers that 

allow them, a CAT 3 flight certification, and shifting OT to initial fielding. During the 

tradeoff analysis three potential payloads where reviewed, a LASER Designator payload, 

a Passive Electronic Warfare payload, and an Active Electronic Warfare payload. The 

requirements for each payload were identified, and can be seen in Figure 1. The tradeoff 

analysis identified three options to execute payload integration, complex payload 
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integration, simple payload integration, and highly mature payload integration. Under 

each option three scenarios where modeled, to include full certification (BL), low risk 

timeline reduction (LRTR), and intermediate risk timeline reduction (IRTR), details are 

shown in Figure 3. Based on these options and scenarios, a range of rapid integration 

possibilities has been identified. Each possibility provides an assessment of risk 

acceptance, allowing tailoring of a detailed SE process to fit cost and schedule 

constraints, while maintaining sufficient SE 

The RTP was designed to streamline the current disjointed integration approach 

employed by the PMA in fielding a new payload combination on a modular STUAS 

through early identification of the complete set of required certifications. It will also 

support a rapid fielding decision by providing the steps needed to pursue full or interim 

certifications. This was done by performing the RTP functions show in Figure 2 with the 

assistance of physical components in the form of checklists; certification requirements 

listings by system type; timeline reduction options listings, descriptions, and ratings; 

simulation results for cost and schedule for following certification baseline or timeline 

reduction strategies and was comprised of the seven (7) steps that follow  

Figure 2. 

 

Figure 2:  Rapid Transition Process Functional Flow 
 

Step 1: Initiation of the RTP by the PMA 

Step 2: Determine Certifications to Pursue 
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Step 3: Collect Certification Data:  Perform iteratively with analyzing the certification 

data. 

Step 4: Analyze Certification Data: Perform iteratively with collecting the certification 

data. 

Step 5: Address Risk 

Step 6: Develop Certification Package for Decision Maker 

RTP Conclusion 

The RTP ends when fielding decision package is judged to be complete by the 

decision maker, and a fielding decision is made. 
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Figure 3:  STUAS Payload Requirements 

(Red=Certification Required, Green/Blue=Certification Not Required) 
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The results of the trade study produced a number of possible options for payload 

integration. Each options risk was identified, allowing stakeholders to make an educated 

decision, as to whether a specific option can meet timelines, while maintaining sufficient 

SE rigor to ensure risks are understood and mitigated. The summary of the results can be 

seen in Figure 4, Figure 5, Figure 6 and Figure 7 based on risk tolerance levels if this 

processes was utilized a payload integration can be conducted to meet a range of users 

needs with a sound cost, schedule, and performance balance. 

 

 

Figure 4:  Schedule Summary Results 
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Figure 6:  Schedule Risk Rating Summary Results 
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Figure 7:  Added Performance Risk Rating Summary Results 
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I. INTRODUCTION AND BACKGROUND 

A. INTRODUCTION 

1. Problem Background 

The Department of the Navy (DoN) maintains a relatively small inventory of 

Small Tactical Unmanned Aerial Systems (STUAS). These systems are designed to be 

highly modular and support multiple configurations, allowing for user selection of 

payloads based on unique mission needs. This modularity reduces the necessity for 

multiple unique Unmanned Aerial Systems (UAS) platforms and their associated life 

cycle costs, while still providing mission flexibility. Technology developers are 

successful in designing new payloads which integrate into the UAS platform and meet 

mission requirements. This provides a payload technology that is at a suitable 

Technology Readiness Level (TRL); meets all technical requirements of the applicable 

UAS Interface Control Document(s) (ICD); and size, weight, and power (SWAP) 

requirements. Typically, while the requirements with regard to the specific payload-

vehicle interface are met, the payload developers do not address the DoN System-level 

requirements for integration and fielding.  

It is the responsibility of the system’s integrator to ensure that the platform, with 

its new payload, meets all regulatory and statutory requirements for deployment to the 

fleet. This is done by obtaining the necessary technical certifications (e.g., laser, Li 

battery, airworthiness approvals, for instance) imposed by regulatory requirements on the 

systems. An example of a statutory requirement placed on UAVs that must be addressed 

for successful integration is H.R1815 National Defense Authorization Act for Fiscal Year 

2006 (HR Bill 2005), which states all data links used by a UAV must use the 

government-developed Tactical Common Data Link (TCDL). This particular example 

has caused challenges in the past because some payloads are developed with their own 

Command and Control (C2) data links so they do not have to integrate with the existing 

UAS data links, reducing the complexity of payload level integration. Unfortunately, not 
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meeting the TCDL requirement requires re-engineering of the payload to complete 

systems-level integration, causing delays in fielding. 

2. UAS History 

The early history of Unmanned Aerial Systems (UAS) began with Perley’s aerial 

bomber in 1863 and Eddy’s surveillance kite in 1898. During the American Civil War the 

inventor Charles Perley obtained a patent for his design of a hot air balloon known as the 

unmanned aerial bomber which could carry a heavy load of explosives with a timer. 

Because weather conditions and air currents made it hard to estimate the time to set the 

fuse his design proved to be inaccurate and unreliable. By 1898 the first military aerial 

surveillance photos were taken during the Spanish-American War using a kite with a long 

string attached to the shutter release of the camera.  

Although those two (2) early inventions, using primitive Unmanned Aerial 

Vehicle (UAV) technology, achieved very limited success, they had attracted attention 

because of their promise for wartime applications in covering areas considered to be too 

dangerous and inaccessible to be overflown by manned reconnaissance aircraft. Growing 

from original concepts, flying bombs and pilotless drone aircraft such as the Kettering 

Aerial Torpedo  

Figure 1) built in the 1910s during World War I became the precursors to modern-

day cruise missiles. Most of them were jet-propelled and low- flying, mostly gliding to 

the intended target. In some cases they were guided to its target by a simple on-board 

computer. The development of such weaponry brought UAV technology to the next level 

of sophistication  (Hughes 1993).    
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Figure 1:  Kettering Aerial Torpedo in the 1910s (18 NOVA 2013)  

 
By World War II, numerous unmanned craft were built around the world. 

However, it was not until the 1930s that the U.S. Navy started its initial experiments with 

unmanned aerial aircraft controlled by radio signals. One outcome of these endeavors 

was the Curtiss N2C-2 biplane drone, which flew for the first time without a pilot in late 

1937. During the last days of the Second World War, Germany’s invention of the V-1 

flying bomb (also known as buzz bomb or doodlebug) made new progress in UAV 

history by demonstrating its significant potential during combat. This pilotless 

monoplane carrying a 2000-pound warhead was a pulse-jet-powered predecessor of the 

modern cruise missiles and rockets launched from the ground (ground-to-air missiles). It 

was not radio-controlled, but pre-programmed to fly 150 miles before dropping its bomb, 

causing catastrophic damage (18 NOVA 2013). The development of such a deadly 

weapon convinced the U.S. military to lay more extensive groundwork on post-war UAV 

programs (Bone and Bolkcom 2003).  

During the Vietnam and Korean wars, UAVs gained more credibility and made 

further inroads into American and allied military programs. The American armed forces 

became more involved in maturing their own technology and influenced their allies to do 

so as well. Investing time, knowledge, and money in high-technology weapons became a 

trend in the international community (11 Wikipedia 2013). By the late 1950s, military 

aircraft were already capable of travelling at speeds of Mach 2. Building upon the success 
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of UAVs as targets, the U.S. military started to take increasing advantage of UAS 

potential to achieve other previously unachievable and hazardous missions. This 

expansion brought about the development of the UAVs with the capability to accomplish 

missions through remote control.   

In 1960 the U.S. Air Force launched its first stealth-technology aircraft and began 

modifying the war-fighting UAVs to achieve a new mission: reconnaissance. The earlier 

jet-propelled, subsonic target drone BQM-34A (formerly designated Q-2C Firebee) was 

turned into the AQM-34L reconnaissance drone for long-range reconnaissance, 

undercover surveillance, and leaflet-dropping missions in Vietnam and other parts of 

Southeast Asia. One of the most critical surveillance missions of Firebee was radar 

detection of surface-to-air missiles over China and North Vietnam (18 NOVA 2013). 

Because of its accomplishment, Firebee received further attention and recognition for 

national security in the armed forces. Military strategists discovered the UAV’s flexibility 

and started searching for ways to maximize its potential. Ultimately, the Firebee was 

reformed to deliver payloads, conducting its very first flight test on December 20th, 2002 

as an armed UAV (Bone and Bolkcom 2003).  

In 1965, the single high-speed and ultra-stealth D-21 UAV developed for 

photographic aerial reconnaissance by Lockheed with a maximum range of 3,000 miles, 

to operate at a height of 80,000 feet and the ability to follow a preprogrammed path. This 

Mach-4 aircraft was carried on the back of a manned Lockheed M-12 Blackbird variant 

aircraft and considered to be the fastest UAV developed to date. However, the D-21 

project was shelved because of its catastrophic failures (18 NOVA 2013) in all of the four 

(4) operational missions. The failures prompted the U.S. military to develop new UAVs 

suited for intelligence gathering at high altitude and out of range of hostile missiles, 

resulting in the invention of the Ryan Special Purpose Aircraft or SPA 147 (18 NOVA 

2013).  

In the late 1970s the Israelis developed several UAVs, such as the Scout, which 

were eventually operated in Lebanon in 1982. With its low radar signature and small size, 

the Scout was almost impossible to shoot down. This new successful UAV technology 

impressed U.S. observers, causing them to establish a joint development of UAVs and 
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marked the beginning of the evolution of experimental projects into actual acquisition 

programs (Bone and Bolkcom 2003). A rocket-boosted UAV that took off from runways 

on land or carrier flight decks known as Pioneer (Figure 2) was one of the resultant joint 

developments. To this day Pioneer is still being utilized to confirm high priority mobile 

targets using the Synthetic Aperture Radar (SAR) from other aircraft (18 NOVA 2013). 

 

Figure 2:  Pioneer and its parts (From Pioneer UAV 2002) 

 

After recognizing the significance of UAVs, several countries, with the U.S. in 

the forefront, ushered in a proliferation of UAV innovations in the 1990s, including many 

impressive capabilities that were far more advanced than their precursors. This led to the 

development of the General Atomics MQ-1 Predator (Figure 3), a medium-altitude, long-

endurance UAV, is probably one of the most sophisticated in the U.S. military arsenal. 

The Predators were innovative as they were able to be configured to complete multiple 

missions from a single platform. By carrying cameras, sensors, and munitions, the 

primary capabilities of Predator are conducting armed reconnaissance and fulfilling 

forward observation roles such as surveillance and target acquisition (13 U.S. Air Force).   
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Figure 3:  RQ-1/MQ-1  Predator (18 NOVA 2013) 

 

Over the last 100 years, manned canvas-over-wood biplane aircraft have turned 

into entirely autonomous advanced aerial systems with the capabilities of achieving all 

types of battlefield roles, including but not limited to: cargo transportation, at-sea or in-

flight replenishment, surveillance, data and photo collection, and target acquisition and 

engagement. Instead of using manned aircraft, those missions are now mostly 

accomplished around the world through both fixed-wing, and more recently, rotary-wing 

aircraft UAVs. The size and capabilities of the systems range from large vehicles that can 

carry offensive weapons to a miniature system used for surveillance that can be carried in 

a backpack. With existing technology, a UAV can be operated as a stand-alone unit or as 

part of a system of systems known as a UAS. For instance, the RQ-7 Shadow UAS is 

comprised of four (4) unmanned aerial (UAS), two (2) Ground Control Stations (GCSs), 

a portable GCS, a Launcher, two Ground Data Terminals (GDTs), a portable GDT, a 

Remote Video Terminal, and other related equipment. In addition, military units are also 

fielded with a maintenance support vehicle. 

Anxious to take advantage of incredible potential of such weapons systems, 

countries around the world are continually pouring in resources, money, and 

technological investments into UAS-related programs. Currently, the five (5) most 

common UAVs of the United States Department of Defense are: Predator and Global 

Hawk of the Air Force; Pioneer of the Navy and Marine Corps; and Hunter and Shadow 
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of the Army (Bone and Bolkcom 2003). The countries known to possess UAVs are 

China, France, Germany, Greece, India, Israel, Iran, Italy, Japan, Jordan, Pakistan, South 

Africa, Russia, Switzerland, Turkey, United Kingdom, and the United States (Multiple 

and Wikipedia). Only recently have UASs expanded their critical nature in combat 

missions, not only because of technological sophistication but also due to perceived 

military requirements to fulfill national objectives. International crises are believed to be 

the driving forces for enhancement of war-fighting capabilities. In the future it is 

anticipated that UASs will play a crucial role in the world’s conflicts. 

B. CURRENT INTEGRATION PROCESS FOR MODULAR PAYLOADS 

 

Figure 4:  Current Operational View (Before the RTP process) 

 
The transition process between integration of the payload into the target platform 

and its ultimate integration into the encompassing DoN System is not well-defined. Each 

DoN System level requirement is handled independently by a different organization 

within the government where the knowledge of that particular process and its associated 

requirements is typically self-contained. To date, little effort has been made to take a 
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system level approach to bridge those lines of communication between organizations (as 

shown in Figure 4) and collect all the information regarding certifications and regulations 

into one readily accessible repository and create a defined system of processes. 

The lack of a system-level approach to integration elongates the timeline because 

certifications captured later in the process no longer have the ability to be pursued in 

parallel with, and may delay others. For example, during the review of an Airworthiness 

Certification request, the Electrical Power subject matter expert (SME) may require a 

Battery Certification. If this is not pursued in conjunction during the data collection 

effort, the Airworthiness Certification will be delayed until the Battery Certification is 

obtained. Technical challenges arise when interim approvals or waivers for these 

emergent certifications are obtained to satisfy the rigid fielding schedule without fully 

understanding the consequences of those decisions. For example, a full Battery 

Certification may take six (6) weeks to obtain. An interim approval may be obtained 

within a matter of weeks but may deploy a thermal battery with unknown operating 

restrictions and potentially dangerous consequences (e.g., explosive hazard).   

With the current undefined process, once a payload is delivered, it takes between 

24 and 36 months, depending on complexity of the effort, to thoroughly satisfy all the 

applicable statutory and regulatory requirements before the system can be integrated into 

the DoN inventory. This timeframe is unacceptable in supporting the rapidly evolving 

environment to which our war-fighters are exposed. For the sake of expediency the 

integration timeline is often shortened by waiving or inadvertently overlooking the 

systems-level requirements without an understanding of technical risk generated by these 

decisions,   This often results  in a rapidly-fielded system which may be technically 

insufficient to meet mission needs and could pose substantial risks to the warfighters in 

the future. To address these technical challenges and reduce the integration timeline, 

systems engineers must provide leadership with the information to balance cost, 

schedule, and performance risk to the program when obtaining interim approvals or 

waivers. 
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C. PROBLEM STATEMENT 

The DoN does not have a documented process that maintains sufficient Systems 

Engineering (SE) discipline to rapidly integrate and field new mission configurations for 

their inventory of modular STUAS to the fleet to support aggressive schedules and urgent 

user needs in a timeframe of 6 to 18 months instead of the typical 24 to 36 months while 

minimizing technical risk to mission success. The requirements for whether or not to 

perform each certification (sub process) in the current process are not well understood 

and are often addressed in a reactive fashion, sometimes when identified as the entry 

criteria for a different certification or approval  

1. Objectives 

The objective of this project was to create and document a comprehensive process 

for the integration of new capabilities of modular UAS into the DoN System, then 

conduct a SE trade study, similar to an Analysis of Alternatives (AoA), to address the 

UAS systems integration challenges outlined above. The trade study’s goal was to find 

the best way to rapidly integrate new configurations, meet technical requirements, 

balance technical risk, and produce options for a rigorous SE process that can be tailored 

to meet program needs.  

2. Project Intention 

The purpose of this project was to conduct a trade study of a comprehensive SE 

plan to address payload integration of DoN System requirements onto Program Manager 

Air (PMA)-263 STUAS platforms. To complete this study, a documented process of the 

procedures to facilitate integration and fielding of new capabilities was developed. The 

documented process was used for modeling and simulation (M and S) of integration into 

the DoN System. The trade study allowed a tailoring of DoN System-level requirements 

to support the rapid integration and fielding of UAS capabilities. 

In the trade study, three (3) different integration situations were applied to the 

payload types to which the project was constrained: 
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• Simple – The payload operates almost independently and requires minimal 

integration with the host platform. It cannot leverage off the existing 

certifications, but must pursue separate ones for its own sub-components. 

• Complex – The payload must be fully integrated with the host platform, utilizing 

existing sub-components that already have the required certifications (e.g. Laser, 

battery). Only the payload sub-components will need to pursue certification. 

• Mature – The payload has been integrated and certified for operation on a 

different platform. The remaining certifications to be pursued are those required 

for a new configuration of an existing platform (e.g. Airworthiness, 

Interoperability). 

In addition to pursuing full certifications, two strategies were implemented during 

each of these integration situations to reduce the overall certification timeline: 

• Full Certification – All applicable certifications are pursued for full approval. 

• Intermediate risk timeline reduction (IRTR) – Interim approvals were pursued 

for the applicable certifications that have long durations.  

• Low risk timeline reduction (LRTR) – The payload was composed of sub-

components that have existing certifications (e.g. Spectrum, CDL).   

3. Research Questions 

The following questions were identified by the RAIN Project Team as topics that 

the ultimate user of the developed process should understand prior to its implementation: 

• Which requirements are applicable to each specific type of payload? 

• What are the dependencies between certifications?  Which certifications must be 

done sequentially? Which can be done in parallel (i.e., are some prerequisites for 

others)?  

• What was a typical timeline (or range) for each certification? 

• Can a method be identified to integrate and field a new capability within 18 

months? 
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• Which requirements, applicable to the payload, can be waived or granted interim 

approval? 

• Where applicable, what does a waiver or interim approval authorize for each 

certification? 

• Which trade-offs (full certification, interim approvals, or use of previously-

certified components) can be done to support a compressed timeline? 

• Can the compressed timeline be achieved without the pursuit of waivers? 

• Can the compressed timeline be achieved without the pursuit of interim 

approvals? 

• For each certification that drives the schedule with available timeline reduction 

options, what are the risks if an interim approval was obtained? 

D. PROBLEM SCOPE  

 

Figure 5:  RAIN Project Problem Scope 

 
The scope of this project, shown in Figure 5, was limited to new capabilities that 

can be integrated into modular STUAS in the existing PMA 263 inventory. The candidate 
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payloads were limited to those that meet the technical requirements of the platform’s ICD 

and would not require re-design of the UAS or modification of the current airframe. 

1. Assumptions 

The following assumptions were applied as the entrance criteria to the RAIN 

project: 

• Capability satisfies technical requirements of platform (ICD and SWAP) for 

which it was developed  

• Capability satisfies TRL requirements for which the technology developer was 

applying 

• Capability has sufficient logistical support (spares and repairs) from developer 

• Capability has stable configuration that requires no further changes, except those 

identified as needed by integration process 

• Capability does not require modification of airframe for successful platform 

integration 

• Existing certifications for the platform automatically applies to the payload that 

fits within the system (i.e., Air-Ship Integration and Transportability) 

2. Constraints 

The following constraints were applied to the RAIN project: 

• Statutory and Regulatory requirements for UASs must be addressed 

• Timeline must support fielding within 18 months 

• Some requirements cannot be waived or granted interim approval 

• Detailed certification analysis 

• Timeline reductions were aggregated into two (2) types of strategies for the 

purposes of conducting simulation and analysis.  

• The effects of reducing the time to address a single certification by itself was 

not investigated or subjected to simulation. 
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• Payload types typically integrated onto PMA 263 platforms: 

• Laser designator 

• Electronic Warfare (EW) signal collection (Passive) 

• Active EW 

• Communications / Data Relay 

• RADAR Imaging 

E. STAKEHOLDERS 

 

Figure 6:  RAIN Project Stakeholders 

 
The project stakeholders are identified in the list below and shown in Figure 6. 

Project stakeholders interface with each other and the RAIN Team to help guide and 

scope the project, subject to RAIN advisors’ concurrence. The stakeholders can be 

broken down in to three (3) main groups, as listed below, and are further decomposed in 

Figure 7. While main stakeholders exist, when categorized into three (3) groups, each 

group’s interests were the same. The RAIN Team’s primary interest was in completing a 

Capstone project that showed the students’ mastery of SE while producing a useful 

product to other stakeholders. PMA-263’s primary interest was to implement a rapid 

system integration process while maintaining SE rigor. The external stakeholders’ 
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primary interest was in rapidly fielding new technology while reducing risk to technical 

challenges. 

• RAIN Team 

• Students 

• Advisors 

• PMA 263: 

• Chief Engineer 

• Weapon Systems Integration Integrated Product Team (IPT) Lead 

• Configuration Manager 

• External Stakeholders:  

• APEO (U and W) Engineering 

• Warfighters 

• Requirements Officers 

• Technology developer 

 

Figure 7:  RAIN External Stakeholders 
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 External stakeholders, identified in the list below, all hold interest in the results 

of this project’s trade study analysis. Stakeholder interactions with the RAIN Team and 

each other are conceptualized in a cloud formation in Figure 7. PMA-263 was interested 

in the risks generated by different implementation options of the SE process to complete 

capabilities integration. Individual platform IPT leads were interested in what options 

they have when implementing an integration effort, and how their decisions would affect 

a systems engineer’s ability to maintain rigor while executing a program plan. The 

Requirements Officers and end users’ stake in this project revolved around delivering the 

end product. The technology developer’s interest was the ability to rapidly integrate and 

deliver their products, while maintaining SE rigor to reduce risk of future technical 

challenges. 

• PMA 263 

• Platform IPT Lead 

• Requirements Officers 

• Platform Integrators 

• Technology developers 

• Warfighters/End Users 
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F. TECHNICAL APPROACH 

1. Systems Engineering Process 

 

Figure 8: RAIN Tailored Systems Engineering Process (FHA 2013)  

 
The RAIN Team utilized a tailored “Vee” model, as shown in Figure 8 to outline 

the method used by the Team to develop a rapid transition process (RTP), which was one 

of the end products of the Capstone effort. In the Definition and Decomposition phase, 

the initial analysis of stakeholders’ needs to formulate the top-level requirements was 

conducted. Assessment of these requirements served as the foundation of the preliminary 

integration process, which led to further analysis in developing the detailed process. In 

the Integration and Re-composition phase, a model was established to simulate execution 

of the developed process, examine options that reduce process implementation time, and 

identify viable alternatives as an outcome. 
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2. Requirements Development Process 

The Team performed the following steps for the operational phase to identify the 

requirements necessary to develop the RTP. This was further detailed in the Operational 

Requirements Document in Appendix E.   

• Define the operational concept of the RTP System.  

• Define the system boundary by identifying what will be created or changed by the 

RTP System. In addition, identify what systems will provide inputs and/or accept 

outputs from the RTP.   

• Establish the objectives the RTP was intended to meet and decompose them into 

sub-objectives that can be allocated to functions and components. 

• Develop, analyze, and refine the requirements.   

• Ensure that there was a feasible design to meet the requirements. 

• Define the qualification requirements to verify and validate the resulting RTP. 

• Obtain approval of the developed requirements from the stakeholders .   
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II. REQUIREMENTS ANALYSIS 

A. REQUIREMENTS DEVELOPMENT 

Through discussions with the stakeholders, the Team identified the following top-

level requirements that need to be satisfied for a successful payload integration process: 

1. Mission Requirement 

Develop a process that facilitates comprehensive integration of a new payload 

into the DoN System within 18 months. 

2. Stakeholder/User Requirement 

Develop a process that addresses all applicable statutory and regulatory 

requirements needed to integrate into the DoN System. 

3. System Requirement 

Develop a process that addresses the following requirements applicable to the 

payload that needs to be integrated into the DoN System: 

• Safety 

• Security 

• Interoperability 

• Compatibility 



 

20 
 

B. DESIGN REFERENCE MISSION 

1. Operational Concept 

 

Figure 9:  RTP High Level Operational View (After) 

 
The RTP was intended to help ensure that the applicable statutory and regulatory 

requirements necessary for comprehensive integration of new payloads into the DoN 

System are addressed by the System Integrator with SE rigor. When a technology 

developer delivers a new payload to the System Integrator, required certifications are 

identified using the RTP. The individual certification processes are then implemented to 

collect the necessary information. If a data package was determined to be insufficient to 

obtain full certification and no further information was available or can be obtained 

within the required schedule, the applicable interim approval process documented by the 
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RTP will be utilized. The associated RTP risk assessment for pursuing an interim 

approval for the applicable certification will be provided to ensure the System Integrator 

was aware of the potential risks to the program. Upon compilation of the required data 

package, the certification application for full or interim approval was presented to the 

approval authority for review and ultimate endorsement. A graphic view of the 

operational concept is shown Figure 9.   

2. Rapid Transition Process (RTP) 

The RTP was designed to streamline the current disjointed integration approach 

employed by the PMA in fielding a new payload combination on a modular STUAS 

through early identification of the complete set of required certifications. It also supports 

a rapid fielding decision by providing the steps needed to pursue full or interim 

certifications. This was done by performing the RTP functions show in Figure 10 with 

the assistance of physical components in the form of checklists; certification 

requirements listings by system type; timeline reduction options listings, descriptions, 

and ratings; simulation results for cost and schedule for following certification baseline or 

timeline reduction strategies. 

 

Figure 10:  RTP Functional Flow 
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a. Initiation 

The PMA initiates the RTP to support integration and fielding once the 

following have occurred: A payload developer delivers a new payload to the PMA; the 

developer provides data results from the tests it conducted; the PMA analyzes the data to 

determine if the payload meets SWAP requirements; the PMA analyzes the data to 

determine if it meets the ICD requirements for the intended STUAS; the PMA conducts a 

fit check and operational tests with satisfactory results; and all results are satisfactory. 

b. Determine Certifications to Pursue 

• Compare description of system of interest to the DRM archetypes 

studied / listed. 

• Pick baseline required certifications list of the archetype that 

matches the system of interest. 

• Use DRM Scenarios certifications listing in Figure 12, Figure 13, 

Figure 14, and Figure 22 or Table 1 to determine which 

certifications apply to your system and integration type. 

• Compare the projected (baseline) certifications schedule and cost 

(Figure  and Figure ) against the program requirements. 

• Decide whether schedule reduction was needed. 

• Compare potential schedule reductions from IRTR and LRTR in 

Figure  along with the associated cost in Figure  and risks in Figure 

32, Figure 33, and Figure 34 against the program requirements. 

Table 2 lists which certifications are addressed differently for 

IRTR and LRTR and indicates the modification. Additional detail 

on the risks and descriptions of the options that comprise both 

IRTR and LRTR are in the Timeline Reduction Options in 

“Section C Subsection 2 Project Intention” of this paper. 

• Decide which timeline reduction strategy best fits the program 

requirements. 
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• Use the certification checklist from Appendix H to mark which 

certifications are applicable and which are not for the chosen 

strategy.  

• Use the certification process model flow diagram for the chosen 

strategy (generic, IRTR, or LRTR) to guide through the next steps 

in Appendix F. 

c. Collect Certification Data  

Perform iteratively with analyzing the certification data. 

• Follow the order shown in the certification process model flow 

diagram for the chosen strategy. 

• From data provided by the developer:  Follow certification 

authorities POC’s guidance on data needed from the developers 

data package.   Certification authorities and guidance information 

on each certification can be found in the Component Analysis and 

Attribute Investigation section in Appendix H. 

• From T and E:  Conduct test and evaluation as directed by the 

certification authorities and SMEs to collect the data missing from 

the developers TDP.  

d. Analyze Certification Data  

Perform iteratively with collecting the certification data. 

• Follow the same order as used for data collection.  

• From data provided by the developer:  Have the collected data 

analyzed by the appropriate PMA SMEs and certification 

authorities POCs for completeness to determine what additional 

data was needed for the listed certifications. If the data wasa 

incomplete return to the collect data step and either request more 

data from the developer or conduct T and E. 
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• From T and E:  Analyze the data from test and evaluation for 

completeness. If incomplete return to the collect data step and 

conduct additional T and E.  

• From analysis:  Have the collected data analyzed against the 

certifications’ requirements. Depending on the certification this 

may need to be done the certification authority or a qualified third 

party.  

• Submit favorable results to the certification technical approval 

authority for approval. 

• Unfavorable results may require waivers or design changes in 

order for the system to be acceptable for field use. Research this 

with the PMA SMEs and certification approval authority POCs. 

• Document the findings and proceed to addressing residual risk. 

e. Address Risk 

• Have the analysis findings reviewed for program risk. 

• Where the findings are not clear conduct addition analysis or 

discussions with the certification technical authority’s SMEs. 

• Provide the risk assessment to the fielding decision maker and to 

the certification package. 

f. Develop Certification Package for Decision Maker 

• Detail the certifications attempted and the results; approved, 

waived,  or not. 

• Explanation why only those certifications were needed. 

• Collect and attach the signed approvals, along with any statements 

of residual risk or limited operational boundaries. 

• Attach the risk assessment.  

• Provide to the system fielding decision maker in PMA-263. 
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g. RTP Conclusion 

The RTP ends when the fielding decision package was judged to be 

complete by the decision maker, and a fielding decision was made. 

3. Projected Operational Environment 

a. Operating Environment 

The projected environment in which the RTP was expected to perform 

was one of finite resources.   

• Manpower availability will be limited due to the need for 

personnel to support multiple PMAs simultaneously.   

• Government labs and ranges will also provide similar limitations 

due to the inflexibility of their schedules.    

• Fixed review board schedules for the approval authority may have 

limited ability to add extra convening dates for data package 

presentation.   

b. Potential Payload  

The payload that will initiate the RTP process may have one or more of 

the following attributes: 

• Insufficient information to support prompt and/or full endorsement 

by the approval authority. 

• Procured in response to an Urgent Need Statement, thus requiring 

rapid fielding. 

• A commercial-off-the-shelf (COTS) payload, such that additional 

data or redesign was not contractually feasible. 

• The types of payloads that will be integrated. 
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4. Mission Success Requirements 

For the mission to be considered a success, the RTP must address all applicable 

statutory and regulatory requirements to support the fielding decision of the new payload 

into the DoN System within 18 months. To accomplish this, the process must identify the 

necessary certifications and the information required to obtain full authorization. The 

RTP must also identify in what sequence the applicable certifications must be pursued to 

support the system integrator’s 18-month schedule requirement. If interim approvals are 

required due to cost, performance, or schedule constraints, RTP will provide an 

applicable risk assessment to ensure the system integrator was cognizant of the potential 

impacts of not obtaining a full certification. 
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5. Mission Execution 

a. Operational Activities 

 
Figure 11:  RPT External Systems IDEF0 (Integration DEFinition for Function 

Modeling) 

 
The operational activities required to comprehensively field a new payload 

into the DON System are shown in Figure 11 and described in the following: 

• Address programmatic activities needed to field a new capability 

• Obtain the statutory and regulatory requirements that must be 

satisfied to field a new capability on an existing platform within 

the PMA inventory. 

• Perform the payload integration process - RTP 

• Perform testing on the new capability  

• Obtain certification approvals 

• Field the new capability 
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b. Operational Situations/Mission Scenarios 

The RTP was assessed through modeling and simulation against three (3) 

potential mission scenarios.   

(1) Full Certification for All Applicable Requirements 

The data initially collected from the Original Equipment 

Manufacturer (OEM) is reviewed by the NAVAIR SMEs and deemed to be sufficient to 

support full certification of the payload. This scenario was depicted in Figure 12 and 

described below: 

• Technology developer delivers the payload to PMA-263 

• PMA-263 determines the applicable certification and 

collects data from the developer 

• Technology developer provides requested data 

• PMA-263 forwards data to SMEs for review 

• SMEs determine that data is sufficient 

• PMA-263 develops a data package to support the 

certification application and forwards to the Approval 

Authority 

• Approval Authority certifies the payload 

• PMA-263 fields the platform with the new payload 
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•  

Figure 12:  Full Certification Use-Case 

 

(2) Additional Testing Required For At Least One 

Requirement 

The data initially collected from the OEM is reviewed by the 

NAVAIR SMEs and deemed to be insufficient to submit a certification request package. 

The PMA requests the OEM provide additional data and/or T and E facilities conduct 

tests to obtain required information. The tests are conducted and/or additional data is 

received from the technology developer to supplement the inadequate data packages. This 

scenario was shown in Figure 13 and described below: 

• Technology developer delivers the payload to PMA-263 



 

30 
 

• PMA-263 determines the applicable certification and 

collects data from the developer 

• Technology developer provides requested data 

• PMA-263 forwards data to SMEs for review 

• SMEs determine that data is insufficient and additional 

data/testing will be required 

• PMA-263requests more data from the technology 

developer 

• PMA-263 requests T and E facilities to conduct tests to 

collect more data 

• Technology developer provides additional data 

• T and E facilities provide test reports 

• PMA-263 forwards additional data to SMEs for review 

• Repeat Steps 5–8 until SMEs determine that data is 

sufficient 

• PMA-263 develops a data package to support the 

certification application and forwards to the Approval 

Authority 

• Approval Authority certifies the payload 

• PMA-263 fields the platform with the new payload 
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Figure 13:  Additional Testing Use-Case 

 

(3) Interim Approval Requested For At Least One 

Requirement 

The data initially collected from the OEM is reviewed by the 

NAVAIR SMEs and deemed to be insufficient. Due to schedule constraints, the PMA 

decides to forego additional testing and pursues a waiver or interim certification. This 

scenario was shown in Figure 14 and described below: 

• Technology developer delivers the payload to PMA-263 

• PMA-263 determines the applicable certification and 

collects data from the developer 
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• Technology developer provides requested data 

• PMA-263 forwards data to SMEs for review 

• SMEs determine that data is insufficient and additional 

data/testing will be required 

• PMA-263requests more data from the technology 

developer 

• No additional data available without further testing 

• PMA-263 deems that the compressed schedule cannot 

support further testing, so waivers/interim approvals will be 

necessary.   PMA-263 develops a data package to support 

the waiver/interim certification application and forwards to 

the Waiver/Approval Authority 

• Waiver/Approval Authority waives or provides interim 

certification of the payload 

• PMA-263 fields the platform with the new payload 
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Figure 14:  Interim Certification Use-Case 
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C. FUNDAMENTAL OBJECTIVES HIERARCHY 

 

Figure 15:  RTP Fundamental Objective Hierarchy 

 
The core purpose of the system was to reduce the time it takes to obtain fielding 

approval of a new payload and STUAS combination. Currently, the main obstacle was 

ensuring that all statutory and regulatory requirements have been addressed while still 

meeting the required fielding timeline. These requirements exist to reduce the 

performance, safety, and cost risk involved in fielding a weapon system or air platform 

into the DoN inventory. Any effort to reduce the time taken to prepare for and make a 

fielding decision must include identifying risks associated with interim approvals and 

balancing the benefits with the risks. The fundamental objective was decomposed into 

progressively more concrete objectives until they formed the measures of effectiveness 

and the system technical performance measures. The fundamental objectives are detailed 

below and shown in Figure 15. 
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• Minimize time to comprehensively integrate new capability into DoN  

o Minimize time to address statutory and  regulatory requirements 

 Minimize time to Determine Needed Certifications 

• Time to determine needed certifications value curve 

 Minimize time to address needed certifications, including time to collect 

additional data. 

• Time to process waivers/interim value curve 

• Time to obtain full certification value curve 

o Minimize risks 

 Minimize interim approvals 

• Percentage of interim approvals value curve 

1. Value Curves 

At the bottom of the fundamental objectives hierarchy are the value curves that 

capture the PMA’s normalized weighting of the utility value of each of the bottom level 

objectives. They are represented by both stand-alone functions that describe usefulness 

on a continuum from most utility to no utility, and normalizing weighting factors. The 

weighting factors defined the importance of each bottom-level objective to achieving the 

PMA’s goal. Together, the utility values and weights formed value products that, when 

summed, allowed the direct comparison of different system designs.   

Because the importance of starting with the end in mind (Covey 2004 95) for 

planning the execution of a complex set of certifications and approvals, along with the 

conviction that a well-formed system should easily expedite planning, the time to 

determine needed certifications was weighted at 15%. The relative impact of risk due to 

interim approvals was determined to also be 15%. The main source of delay, and 

currently the driving force in accepting unidentified risk, has been the time it takes to 

address the required certifications and approvals. The time to obtain interim approvals 

and the time to obtain full certifications were both set at 35%. This weighting strongly 
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favored strategies that utilize payloads comprised of components that have already been 

certified and approved.  

The primary objective of the RTP was to quickly integrate a new capability into 

the DoN System. Because of this, the process became less attractive as more time passed 

the capability can be fielded. This resulted in value curves with a linear shape and 

weightings obtained from the PMA, as depicted in Figure 15. 

2. Measures of Success 

Analysis of the fundamental objectives expressed by the stakeholders in section 

2.3 resulted in the identification of measures of effectiveness (MOE) and performance 

(MOP) by the RAIN Team. 

a. MOE 

To encourage utilization of the designed product, it was important to 

identify the users’ ultimate objective:  rapidly field a new payload. For this project, the 

mission to be accomplished was the fielding of a new capability to the warfighter. To 

successfully support this objective, the RAIN project developed a process that was able to 

facilitate comprehensive integration of a new payload into the DoN System. This resulted 

in the following MOE: 

• MOE: Probability of addressing all statutory and regulatory requirements to 

enable fielding of a new payload to the warfighter in 18 months. 

b. MOP 

The identified MOE identified above was decomposed into the following 

MOPs and subsequent Technical Performance Measures (TPM). 

• MOP:  Number of interim Technical Certifications  

o TPM - % requirements that need interim approval  

• MOP:  Median time to gain approval to field a new capability 



 

37 
 

o TPM - Number of months from platform integration of new 

capability until approval to field newly configured STUAS 

D. ARCHITECTURE DEVELOPMENT 

The RTP architecture section was an overview of the RTP structure. Appendix C 

provides the complete RTP architecture, which consists of component structure, 

Functional Flow Block Diagram (FFBD), and Integration Definition for Function 

Modeling (IDEF0) for the entire system function. 

The proposed RTP system baseline architecture was designed allowing payload 

integration to be a flexible and adaptable SE process. The CORE® architecture 

development program by Vitech® was utilized to plan the system architecture, creating a 

top-down design to identify the new payload integration process.  

The RTP baseline architecture was developed from an evaluation of the functional 

requirements derived from the problem statement and scope. This design was analyzed 

and compared against the system’s architecture needs to identify tradeoffs between the 

functional requirements and the desired integration and fielding timeline. The current 

PMA-263 UAS certification process was used to determine the additional architectural 

components needed to support the RTP functional and operational capabilities.  

The functional architecture defines the logic of what will be done by the system. 

According to Buede, not only does it contain “…a hierarchical model of the functions 

performed by the system…” (Buede 2009 194–211, 213), but its development must 

comply with exit criteria that require “…the coherent matching of the input/output 

requirements with the functions and items in the functional architecture…in increasing 

layers of detail, so the exit criterion…will be applied with each completion of a layer of 

detail.” (Buede 2009 194–211, 213). This starts with leveraging the concept of operations 

to define the system boundaries and interfaces with external systems, and continues to 

decompose the system until sufficient detail was obtained to be able to design the system 

components. 
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The physical architecture defines what will perform the functions detailed in the 

functional architecture. A RTP physical architecture was not fully developed, or utilized, 

because the system was primarily logical and would employ simple forms and diagrams 

as the physical components.   

 

1. System Boundary 

 
Figure 16:  RTP External Systems Diagram 

 
The RTP External Systems Diagram, shown in Figure 16, shows the external 

system interfaces utilized by the RTP. The systems located within the box are those 

impacted by the RTP. The environment outside of the box is composed of systems that 

impact, but are not affected, by the RTP. The out-going arrows identify systems that are 

impacted by the RTP, while those that impact the RTP are identified with in-coming 

arrows.  

The RTP architecture was the product of an iterative process of definition, 

decomposition, and refinement. The RTP External Interfaces Diagram (Figure 11) was 
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the result of extensive analysis of the requirements, concept of operations, fundamental 

objectives, and system boundary interfaces. The diagram shows that the RAIN Project 

will have to interact with PMA-263 for system-related requirements and in developing 

the RTP to provide them with the fielding decision support package; certification 

technical authorities, for both direction on the statutory and regulatory requirements and 

for certification reviews for approval; and the T and E facilities to determine the 

performance of the system relative to certification requirements. The RPT inputs, outputs, 

triggers, and mechanisms, more clearly shown in Figure 17, which was used extensively 

during the functional decomposition. 

 

Figure 17:  RTP Inputs/Outputs with External Systems 

 

2. Architecture Design 

The RTP was designed to obtain a fielding decision approval within 18 months, 

while managing the risk of meeting a rapid timeline. RTP supports and brings order to the 

process of integrating a new payload combination on a modular STUAS by determining 

the complete set of required certifications; and identifying the options and risks to 

pursuing full certifications, interim certifications, or a combination of the two (2). The 

RTP involves the following steps: 

• Determining which certifications are required for the payload of interest. 
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• Collecting the required support documentation and analyzing for completeness 

• Employing T and E as needed to answer all open questions 

• Identifying and addressing the residual risks 

• Assembling data packages 

• Developing certification request packages 

• Requesting full or interim approval for each required certification  

3. RTP Functional Architecture 

 

Figure 18:  RTP Functional Hierarchy 

 
The RTP Functional Hierarchy in Figure 18 was produced following the clear 

definition of the system boundaries and interfaces during the functional decomposition. 

This functional hierarchy was extended to a sufficient level of detail to construct the 

schedule, cost models, and user tools; including check lists and flow diagrams. The useful 

hierarchy depth was decomposed to three (3) levels and shows the decomposition 
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relationships of the five (5) basic functions Figure 19 of the RTP system, and details the 

sub-functions. 

 
Figure 19:  RTP Top Level Functions (IDEF0) 

 
The top-level functions were determined by analysis of the top level input, output, 

interface, and functional requirements, as well as the fundamental objectives and system 

boundary interfaces. The requirements were derived from the functional objective 

hierarchy, system boundary and interface definitions, and the concept of operations.   

Once the first level of functions (including inputs, outputs, triggers, and 

mechanisms) were defined, the next levels were determined through logical 

decomposition and analysis of the top level requirements, and analysis of the 

fundamental objectives hierarchy. In each level, the requirements were allocated to 

functions to ensure that all requirements were met and needed. This was continued until 

sufficient detail was developed to build the simulation models and user tools. 
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III. COMPONENT ATTRIBUTE INVESTIGATION 

The Team’s research into the statutory and regulatory requirements resulted in the 

identification of potential certifications, as shown in Figure 20 that would need to be 

obtained prior to fielding a new payload. The RTP shall satisfy the necessary DoN 

System requirements by obtaining the applicable certification(s). 

1.1.1

Construct
Certification List

Certification Init...

AND

1.1.2.1

Determine Safety
Certifications

Safety

1.1.2.2

Determine
Security

Certifications

Security

1.1.2.3

Determine
Interoperability
Certifications

Interoperability

1.1.2.4

Determine
Compatibility
Certifications

Compatibility

AND

1.1.3

Sort Certification
List

Certification Init...

ffbd Assemble Certification Components

Project:
STUAS Project

Organization:
Naval Postgraduate School (...

Date:
July 20, 2013

 

Figure 20:  Applicable Certification Categories 

 
The certifications were separated into four (4) categories, in accordance with the 

System Requirements identified earlier: 

• Safety 

• Airworthiness 

• System Safety 

• Laser 

• Weapon 

• Battery 
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• Range Safety 

• E3 

• Security 

• Information Assurance (IA) 

• Anti-Tamper (AT) 

• Selective Availability Anti-Spoofing Module (SAASM) 

• Clinger-Cohen Act (CCA) 

• Interoperability 

• Spectrum 

• Common Datalink (CDL) 

• Interoperability 

• Compatibility 

• Environmental 

• Test and Evaluation (T and E) 

A brief overview of each certification with details of the artifacts needed for a 

complete data package is provided in Appendix H.   

A. RESEARCH MATRIX 

The RAIN project research matrix shown in Figure 21 and further detailed in 

Appendix D, was a living document used to capture and summarize information about the 

statutory and regulatory requirements required to support a fielding decision. The gray 

and blue fields contain the name of each certification and, where applicable, each sub-

certification; the person assigned to conduct the research; whether it was in scope; the 

type of requirement (statutory or regulatory); the top level actively-used guiding 

instruction and supporting guidance(s); the approving authority office or organization; 

whether interim approval or waivers were allowed; what office could grant waivers or 

interim approvals; a listing of the required documentation; whether testing was required 

to support the certification approval; the best case (Low), most likely case (Med) and 

worst case (High) values for cost, lead-time, and certification activity duration; and 
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explanatory notes. Below the summary data fields is the table of multipliers used for 

converting point estimates into triangular distributions for the model (based on the SME’s 

assessment of the risk associated with the estimate) (Raymond 1999, 147–156). The un-

shaded fields to the right of the summary data detailed the “Risk Simulator” models for 

the all-inclusive generic cost, as well as the time reduction strategy costs for each DRM 

use case. The green and brown fields hold the reference data for the triangular input 

distributions and the tan fields hold the summation expressions as well as the reference 

data for the statistical output collection. 

 

Figure 21:  RAIN Research Matrix and Cost Model Snapshot (Detail Shown in 
Appendix D) 

 

B. PREREQUISITE CERTIFICATIONS 

During the investigation of the above components, the RAIN Team discovered 

that all certifications could not be pursued concurrently; some certifications require the 

completion of others before they can be obtained. The following certifications were 

identified as having prerequisites, with specific relationships documented in a tailored 

schedule in Appendix I: 
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• T and E 

• Airworthiness 

• WSERB 

• IA 

• Safety 

• E3  

Figure 22 provides a graphical representation of the order in which the applicable 

certifications should be pursued: 

 

Figure 22:  Prerequisite Certifications 

 
For example, Airworthiness certification cannot be issued until Safety, Air-Ship 

Integration (if applicable), Environmental, and E3 are first obtained.   
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IV. PROCESS TRADE STUDY 

A. MODELING AND SIMULATION (M AND S) OVERVIEW 

“All models are bad, but some are useful” (Box, G. E., Draper, N. R 1987). 

Because of the complicated interactions between the sub-processes involved in approving 

the integration of a new payload onto a STUAS and approving the use of the new system, 

M and S was used to represent and test the overall integration approval process schedule 

and associated cost. Models assisted in understanding the current sub-processes of 

individual certifications, the generic process of addressing all certifications, the impact of 

tailoring to match the DRMs, and the RTP timeline reduction options. The simulations 

were used to verify the model of the generic process and to project the performance of it, 

as tailored to match the DRMs, and as tailored to implement timeline reduction strategy 

options. For each DRM of payload type and run the desired process would be one that 

addresses all required certifications or accreditations within the desired schedule without 

incurring unacceptable risk. In the event that more than one process met these provisions, 

then the one most closely optimized the criteria from the fundamental objectives 

hierarchy (Figure 27) would be chosen. The DRM scenarios were chosen by PMA-263 to 

cover the most likely upcoming payload and STUAS integrations. The Team’s work 

elicited from SMEs the probable schedule, cost, and risks the program manager would 

need to understand to make an informed decision regarding the available options 

presented. The available options included varying the order the certifications were 

addressed, within the constraints of the order dependency prerequisites; and 

implementing or not implementing timeline reduction strategies of subsystem interim or 

previous certifications. The results were used to show the relationship between schedule 

compression and cost, associated with the application of timeline reduction strategies to 

the process. Risk expansion related to schedule compression was examined further in the 

Risk Section of this paper 
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B. GENERIC MODEL DEVELOPMENT 

The time model was built in iGrafx because of how well it represents process 

flows and utilized data gathered in the required certifications research matrix (Appendix 

D). This data was used to model each certification sub-process cost and schedule as 

simple triangular distributions (Following (Raymond 1999 147–156)). In order to explore 

the theoretical upper and lower bounds on the time required to complete all of the 

certifications models were built for pursuing certifications in an all serial flow and in an 

all parallel flow. These obviously produced results that were outside of what would either 

be allowed (all parallel) or desired (all serial). Prior to the iterative corrections involved 

in building the final generic model; an all serial flow took a mean of 109 months and an 

all parallel flow took a mean of 16 months (reference the first four slides in Appendix F). 

The dependency prerequisite relationships among the various certifications, discussed 

earlier, were used to build and order the generic model from the individual ‘building 

block’ certification sub-process model representations. The final generic model used 

parallel flows where ever possible, and not proscribed by dependency prerequisite 

relationships, instead of serial in order to minimize overall schedule time to address all of 

the certifications. Additional SME input was used to iteratively refine the generic model 

until it appropriately captured the flow, prerequisite relationships, and durations, as 

shown in. Figure 23.  



 

49 
 

 
 
 
 

Figure 23:  Generic RTP certifications process flow model for cycle time  
(for LASER Designator Run Number 1). 

SeJies in conjunction with Parallel efforts , , , , 
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The generic cost model was built in Excel alongside the Research Matrix 

(Appendix D). The cost ranges of Low, Most Likely, and High were used as parameters 

to form triangular distribution inputs in Risk Simulator® (Figure 24). The cost model was 

built in Risk Simulator® because, as a Microsoft Excel® add-on, it allowed the cost 

model to be built fairly quickly and outputted nearly complete statistical representations 

of the results, including histograms, which required very little additional work for 

analysis. The output for the generic model was defined as the sum of all the costs from 

each of the individual distributions, and contained the control tests for successful 

completion.  

 
Figure 24:  Cost Model Simulation Input Distribution example. 

 
The generic model represented the case where all possible certifications and 

approvals were required. This was used to simulate the time involved in the worst case 

successful single start approval process. The results of simulating the process with the 

generic all inclusive model showed that despite being built from inputs of triangular 

distributions the output was approximately normal, as shown in Figure 25 and Figure 26. 

This reflected the assertion of the central limit theorem which states that for independent 
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and identically distributed real variables (RV) the distributions for the sum of the 

variables, and also the mean of the RVs, are approximately normal when the number of 

samples (n) is large enough (> 30) (Devore J.L 2008, Sect. 5.4). The real values in this 

case came from 43 independent triangular value distributions. The normal distribution 

results facilitated communication with SMEs about the models. 

Normal

 

Figure 25:  Graphical Statistical Summary of Generic Model overall cycle time. 
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100% Exceed 78 week limit

 

Figure 26:  Capability Analysis Chart for Generic Model  
(with upper specification limit of 78 weeks.) 

 

The mean cycle time of the worst case scenario is well above the desired cycle 

time upper limit of 78 weeks, with a mean cost (Figure 27) of $1.8M. Expert opinion 

verified these results, confirming that the model accurately represented the process.   This 

led to the development of the proposed “to-be” baseline process models (Dam 2006) for 

each DRM scenario. 
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Figure 27:  Cost Statistical Analysis for Generic Model 

 

C. MODELS DEFINTIONS – RAIN PROJECT CASE STUDIES 

Although five (5) payloads were earlier identified as components typically 

integrated by PMA-263, the identical required certifications for RADAR, 

Communications/Data Relay, and Active EW enabled their consolidation into one. The 

remaining DRMs of LASER Designator, Passive EW, and Active EW payloads were 

determined by PMA-263 representatives to require the certifications identified in Table 1. 

For each certification Green means the certification was required, while Red or Blue 

means the certification was not. 

Three (3) scenarios with different integration complexity were utilized for each 

DRM payload:  Simple, Complex, and Mature Payload. In a Simple Integration, the 

payload has little interface with the platform; all components needed for operation were 

self-contained within the payload. In a Complex Integration, the payload interfaces with 

the platform, requiring the use of the existing components (e.g., battery, datalinks, etc.). 
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In a Mature Payload Integration, the payload was delivered with the majority of the 

required certifications already obtained. 

Models for each of the DRM payloads were then formed from the generic model 

by removing unneeded certification sub-processes.   

 

Table 1:  DRM Run Definitions  
(Red= Certification Required, Green/Blue=Certification Not Required) 

 
Timeline reduction strategies were formulated to exploit the allowance for some 

of the certifications to be either interim or previously completed and are summarized in 

Table 2. While the RTP starts after the delivery of a properly operating payload, the 

PMA-263 decides which payloads are developed and can insist that certain subsystems in 

the payload be ones that were previously certified in order to negate the need for the 

certifications that would drive the fielding decision beyond 18 months. Whether this was 

done would be in the payload design description data provided with the payload. This 
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was a subset of the benefits realized by using standard parts, but may not be realizable on 

a regular basis until the industrial base for the required small and ruggedized subsystems 

becomes more mature. Due to the undesired nature of waivers, the option of using 

previously certified sub-systems or components to bypass some of the long duration 

certifications was introduced instead of considering waivers. The time distributions for all 

of the full certifications are in the research matrix (Appendix D columns Q through V) 

and are the sums of the lead time from request to start of work on the certification and the 

duration to actually process and provide findings (approval/rejection). The time 

distribution changes for each timeline reduction strategy are listed in Appendix G section 

1, and represent significant reductions from the baseline full certification values.   

The individual options for shortening the certification timelines were aggregated 

into two (2) alternative strategies: intermediate risk timeline reduction (IRTR) and low 

risk timeline reduction (LRTR). This could have been done for any combination full, 

interim, previous, or waived certifications by simply changing the time distribution in the 

definition of the certification(s) of interest, rerunning the simulation, exporting the data 

Minitab®, conducting statistical analysis, capturing the new flow diagram (showing the 

new distribution values), capturing the statistical analysis results, and organizing into a 

brief. All this takes about 20 minutes for each model change. This was not done for 

expediency reasons since we were already up to 27 runs (9 hours) from the three DRMs 

of three runs each and three different strategies. If it had been done we would be 20 

minutes x 3 DRMs x 3 runs x a minimum of (12+1) simple individual changes (Appendix 

G Table 2) = 39 hours to just collect the data. The use of Minitab® and DOE could be 

used in the future to extend our work to optimize the RTP for specific DRMs and run 

types. The IRTR strategy was composed of pursuing interim certification or approvals for 

Battery, IA, Spectrum, and JITC; and a Category 3 IFC, while shifting OT during initial 

fielding. Interim approvals accept more risk than full certifications or using previously 

certified subsystems, but less risk than skipping it altogether, leading to this strategy 

being called “Intermediate Risk Timeline Reduction.” The LRTR strategy was comprised 

of using previously certified or approved data links, batteries, transmitters, and GPS 

receivers while pursuing a Category Three (3) IFC and conducting a combined DT/OT. 
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In comparison to using unproven subsystems, using a previously certified item is low 

risk, thus the name “Low Risk Timeline Reduction.”  A summary of the strategies are in 

Table 2; ‘FULL’ means full certification is pursued, ‘Interim’ means a interim 

certification is pursued, ‘Previous Cert’ means that certification was completed previous 

to the triggering subsystem being used in this payload. These strategies were then applied 

to the baseline model of full certifications for each DRM run cases. 

 

CERTIFICATION IRTR LRTR 
CDL FULL Previous Cert 
IFC CAT 3 CAT 3 
Battery Interim Previous Cert 
IA Interim FULL 
Spectrum Interim Previous Cert 
T and E  OT in fielding Joint  DT OT 
JTIC Interim FULL 
SAASM FULL Previous Cert 

Table 2:  Timeline Reduction Strategies Sub-Process  
(Changes Summary) 

 
D. RTP MODELING AND SIMULATION RESULTS 

The baseline (BL) processes were found to take longer than 78 weeks (18 months) 

on average for most of the DRM scenario runs, as shown in Table 3. The two (2) timeline 

reduction strategies (IRTR and LRTR) were then applied to each baseline run definition 

from each DRM. Simulation showed that both strategies brought the mean time to 

complete all of the required certifications to less than 78 weeks in almost all runs, with 

the associated risk of exceeding the time limit determined through statistical analysis. 

These satisfactory results, summarized in Table 3, reinforced the Team’s resolve to not 

use waiver because of the corresponding increase in risk. 
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BL IRTR LRTR BL IRTR LRTR BL IRTR LRTR
1 89 51 52 80 1.2 0.8 1324 859 1043
2 88 51 52 78 1.2 1 1269 437 1037
3 43 25 32 0 0 0 520 55 287
1 180 92 77 100 87.1 45.9 1726 1230 1387
2 88 51 51 77 1.3 1 1233 785 1022
3 34 14 29 0 0 0 520 55 287
1 180 90 77 100 84.4 45.9 1726 1230 1413
2 132 51 51 100 1.1 1 1287 817 1047
3 102 25 30 99.5 0 0 530 60 290

Active EW

Chance to Exceed 
78 wks (%)Payload Run Schedule (wks) Cost ($K)

Laser 
Designator

Passive EW

 

Table 3:  Mean Simulation Results 

 

The source statistics for Table 3 came from the statistical analysis charts 

generated in Minitab® for all 27 scenarios. Examples of these charts, shown in Figure 28, 

Figure 29, and Figure 30, show the cycle time statistics resulting from the application of 

IRTR to run 2 for the Passive Electronic Warfare payload. The full collection of the 

statistical analysis charts for all scenarios is collected in Appendix H. Because the 

number of different certifications involved in the 27 scenarios shown in Table 3 varied 

from a high of 36 down to a low of 8, the effects of the central limit theorem varied as 

well. This variance manifested in the distributions for schedule appearing to be normal in 

a few cases, log normal in several cases, and triangular in a few cases; in proportion to 

the number of certifications involved in the process. 
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Figure 28:  Graphic Statistical Summary of overall certification cycle time  
(for Passive Electronic Warfare Run 2 with IRTR applied.) 

 

 

Figure 29:  Normality Test with percentile below 78 weeks  
(for Passive Electronic Warfare Run 2 with IRTR applied.) 
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1.26% Exceed 78 
week limit.

 

Figure 30:  Capability Analysis chart with upper specification limit of 78 Weeks  
(for Passive Electronic Warfare Run 2 with IRTR applied.) 

 

1. Cost Analysis 

Figure 31 shows the cost models for all of the DRM scenarios. A much larger and 

more readable version of this can be found in Appendix F at the beginning of the RTP 

Cost Simulation section. The basic triangular cost distribution model for each 

certification is described in the gray fields on the left side of the figure, with each model 

in a single labeled column. The green and brown fields indicate the costs included in that 

model. Numbers in (or next to) the colored field are multipliers applied to the basic 

triangular distribution from the gray fields. The fractional multipliers, such as 0.5 and 

0.25, account for the fact that interim approvals require less work than the full 

certifications. The integer multipliers, such as 4 or 2, represent the number of times that 

WSESRB is usually repeated in the modeled scenario. The light tan fields at the bottom 

hold the summation logic and the reference to the Risk Simulator® data collection and 
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statistical analysis charts. Further detail on the cost analysis can be found in Appendix F. 

The cost distributions varied from normal, to log normal, and to triangular in proportion 

to the number of cost RVs in the cost summation varying from 36 to 8; as predicted by 

the central limit theorem.  

 

Figure 31:  Cost Models for all Scenarios 

 
The cost results from the simulations are summarized in Table 4, which shows 

that the cost generally goes down with decreased work. The LRTR strategy was not the 

lowest cost option because it retains OT as a partial cost certification, which was 

relatively expensive, and the IRTR strategy moves OT to preliminary fielding. Also, the 

IRTR strategy results in less cost variability because OT, which has relatively high cost 

variability, was conducted before fielding. 
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Table 4:  Simulation Results for Costs 

 

E. MODELING AND SIMULATION SUMMARY 

Modeling and simulation was used to explore the costs and schedule times 

associated with different designs of the RTP. Modeling and simulation was conducted 

using both Risk Simulator® (an Excel add-on) for cost and in iGrafx® for the time to 

complete certifications. The time to collect and present the results of the certifications to 

the fielding decision maker was considered to be insignificant and was excluded from the 

model. Modeling started with conducting all certifications all in parallel, then all series, 

and then as a generic series-parallel hybrid constrained by the certification dependency 

prerequisite requirements. Simulation with these models defined the outer edges of 

schedule performance when pursuing all possible certifications. The generic model was 

then tailored to only include the certifications required for nine different DRM run cases. 

Each of the DRM models were then modified to create separate models that reflected the 

application of both the IRTR and LRTR timeline reduction strategies to each of the DRM 

run cases. 

Simulation with an early model with all certification conducted in series showed 

the upper mean time to complete at approximately 109 months. Simulation with an early 

model that conducted all certifications in parallel showed that lower mean time to 

complete was approximately 16 months. With the understanding that there were several 
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dependency prerequisite relationships, this indicated that it was unlikely we could 

complete all possible certifications within 18 months without some certifications be 

removed or reduced. Simulation with the generic prerequisite constrained series-parallel 

hybrid model of conducting all possible certifications the mean time to complete was 45 

months. Completing all possible certifications in less than 18 months was only possible if 

all certifications were done in a very highly parallel manner, and the required dependency 

prerequisite relationships prevented this.   

Simulation with models based on the generic model but tailored to reflect only the 

certifications required by each DRM run case show that the mean (baseline) completion 

time for all required certifications was only less than 18 months for mature (Run 3) DRM 

run cases for LASER Designator and Passive Electronic Warfare payloads; timeline 

reduction strategies would be required for all other DRM run cases. 

Simulation with the two timeline reduction strategies (IRTR and LRTR) applied 

to all DRM run cases showed that the mean time to complete the required certification 

could be brought to less than 18 months in most cases through the application of either 

timeline reduction strategies, as detailed in Table 3. The exceptions were the DRM run 

cases for both Passive EW and Active EW which only the LRTR strategy reduced the 

mean completion time to less than 18 months.   

Cost simulation was conducted to understand the impact the various DRM run 

cases and timeline reduction strategies had on cost and to support budget planning. The 

cost results for the simulations are listed in the left most column of Table 3 and in Table 

4. The baseline full certifications process consistently costs more due to the timeline 

reduction strategies reducing the work involved. While the application of the IRTR 

strategy consistently cost the least, it was at a higher performance risk, as detailed in the 

upcoming Risk analysis section, because OT was pushed out to initial fielding. 
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V. RAIN RISK ANALYSIS 

A. OVERVIEW OF RISKS 

Risk analysis takes the information at hand and compares it to previously defined 

criteria to determine the potential impact and likelihood of that event occurring. In the 

RTP cost and schedule data and statistics were derived from simulations with models. 

The risks to schedule are centered on the impact and likelihood of exceeding 78 weeks 

(18 months). The increased performance risks associated with each task’s timeline 

reduction strategies are direct SME opinions on the nature of the increased impact, and 

the increased likelihood of it occurring given that the given strategy was implemented. 

The Baseline cases were assumed to have no additional performance risk. 

B. SCHEDULE AND PERFORMANCE RISK 

The statistical results from running the schedule model simulation 500 times were 

used to calculate the maximum number of weeks the schedule might exceed 78 weeks 

and the likelihood of exceeding that threshold for each of the 27 scenarios. Once 

calculated, the values were entered into summary tables, with one table for each DRM 

base scenario. Both the calculations and the summary tables can be found in Appendix G. 

The schedule risk ratings were determined by comparing the percent likelihood against 

the rating value definitions in Table 5 and the impact values against the impact rating 

value definitions in Table 6. For each scenario and run the corresponding risk ratings 

were then used to mark the risk cube (Table 7) with the initials for the risk type and run 

number; i.e., S1 stands for Schedule risk for run 1. 
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Table 5:  Risk Likelihood Definitions 

 

 
Table 6: Risk Impact Definitions for Performance and Schedule 
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Table 7:  Generic Risk Cube Diagram 

 

Similarly, the statistical results from 10,000 simulation runs with the cost model 

were used to determine the maximum amount, in $K, that the cost might exceed the mean 

and the likelihood of doing so for each of the 27 scenarios. The mean was used for cost 

because that was the most common amount used for budgeting. These values were then 

entered in the same summary table with schedule values, found in Appendix G. 

Performance risk estimates were determined based on timeline reduction options, 

performance risk value definitions in Table 6, and likelihood value definitions in Table 5. 

Once determined, the risk rating values were recorded directly in the risk rating tables. 

C. RISK ANALYSIS SUMMARY 

The values in the risk rating tables (Table 8, Table 9, and Table 10) were used to 

mark the risk level in the corresponding risk cubes (Figure 32, Figure 33, and Figure 34). 

The risk analysis took the statistical data derived from simulation with the models for the 

various DRM run cases and information elicited from the PMA-263 SMEs and compared 

them to the risk definitions in Tables 5 and 6 to determine risk ratings. Schedule Risk 
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ratings were determined for the Baseline (full certifications) and both timeline reduction 

strategies. Added performance risk ratings were only determined for the timeline 

reduction strategies.   

As expected, the IRTR and LRTR strategies applied to mature payloads had the 

lowest schedule risks because of the liberal use of interim approvals and pre-certified 

components. For each payload type, the Simple Integration Baseline had the highest 

schedule risks because all applicable certifications had to be pursued for full approval. 

This can be mitigated through early implementation of the RTP checklist (Appendix H) 

and tailor-able schedule (Appendix I) to identify which certifications and their associated 

data requirements are needed.   

No performance risks were assessed against the Baseline strategy because 

thorough analysis was expected during the pursuit of full certification. The LRTR option 

offered the lowest performance risks because previously certified components would 

have had sufficient analysis/testing prior to authorization. The IRTR strategy had 

moderate performance risks because interim approvals are granted due to operational 

needs and limited data availability, resulting in potentially unknown hazards. To mitigate 

this risk level, early identification of the required data and testing should be provided to 

the technology developer to support a more comprehensive certification request package.   

In this situation, an interim approval would only be necessary to provide the certification 

authority time to generate the formal authorization. 
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Table 8: LASER Designator Risk Table 

 

 
Figure 32:  LASER Designator Risk Cubes 
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Table 9: Passive EW Risk Table 

 

 
Figure 33:  Passive EW Risk Cubes 
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Table 10:  Active EW Risk Tables 

 

 
Figure 34:  Active EW Risk Cubes 
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VI. CONCLUSIONS AND RECOMMENDATIONS 

A. CONCLUSIONS 

The RAIN Team successfully consolidated individual procedures currently 

employed independently by the responsible NAVAIR competencies into the systematic 

RTP process that efficiently satisfies the applicable Statutory and Regulatory 

requirements needed to successfully integrate a new capability into the DoN System. 

Having a process enabled the use of modeling and simulation and through the modeling 

and simulation of payload types most commonly installed on PMA-263 platforms, the 

Team determined that full certification of the modified system using the developed 

process can take between 34 and 180 weeks. This schedule also depends on integration 

complexity and use of already-certified components.   

In addition to improved efficiencies, the RTP further demonstrated its 

effectiveness by meeting the project’s MOE, Probability of addressing all statutory and 

regulatory requirements to enable fielding of a new payload to the warfighter in 18 

months. The Team identified the certifications that caused elongation of the fielding 

timeline and examined alternative options that would also satisfy the project’s MOPs. 

MOP 1, Number of interim technical certifications, was achieved by using components 

that already had some of the required certifications. MOP 2, Median time to gain 

approval to field a new capability, was achieved by a reduction in the timeline through 

interim certifications, as described in the IRTR and LRTR strategies, resulting in 

integration within 14 to 92 weeks. Because a sufficient decrease in the schedule was 

obtained through interim approvals, the effects and risks of waivers from the applicable 

certifications were determined to be unnecessary, and therefore not incorporated into the 

timeline reduction strategies. 

B. TIMELINE REDUCTION OPTIONS 

The RTP, through use of the Payload Integration Checklist (Appendix H) and the 

Payload Integration Schedule (Appendix I), can achieve comprehensive integration of a 
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new capability. But some certifications could delay fielding due to the workload and 

extensive reviews conducted by external agencies. The Team identified the following 

applicable options (along with associated risks) to expedite the certification process:  

Spectrum 

Options 

1) Operate on a temporary frequency assignment. If a system operates on an 

“interim” stage three (3) frequency authorization, they can request local spectrum 

on a “not-to-interfere” basis. The stage 3 SPS submittal number will allow the 

user to obtain authorization to operate. It takes one (1) to two (2) months to get an 

SPS number; and one (1) to two (2) months to get local spectrum allocation.  

2) Limit payload selection to those that already have an SPS number or full spectrum 

authorization (J/F 12). Only a frequency allocation needs to be obtained and the 

time frame will shorten to one (1) to two (2) months. 

Risk 

1) Temporary frequency assignment. A “not-to-interfere” basis may limit the 

system’s operational availability, and thus, usefulness to the user. 

2) Limit payload selection. This may limit capabilities and cause potential 

integration issues. It may also reduce competition and increase system cost. 

CDL 

Options 

1. Limit payload selection to payloads that already have a CDL or use the existing 

communications architecture in the target platform. This automatically addresses 

the CDL requirement and time goes to zero (0). 

Risk 

1) This may limit capabilities and cause potential integration issues. It may also 

reduce competition and increase system cost. 

GPS 

Options 
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1) Limit payload selection to payloads that already have a SAASM GPS or use the 

existing navigation architecture in the target platform. This automatically 

addresses the SAASM GPS requirement and time goes to zero (0). 

Risk 

1) This may limit capabilities and cause potential integration issues. It may also 

reduce competition and increase system cost. 

T and E 

Options 

1) Conduct joint DT/OT. This will eliminate the lead-time between DT and OT. The 

OT testing time goes to zero (0) 

2) Conduct OT during a preliminary system fielding. Have users evaluate the system 

during operations. This will eliminate the OT lead time and testing time. 

Risk 

1) Joint DT / OT. The time to address any problems typically discovered in DT is 

removed. If an issue arises, it cannot be fixed before OT. 

2) Preliminary fielding OT. A problem may be discovered in the field or while on 

mission. Depending on the severity of the issue, the system may be useless or 

engineers may have to be sent into theater to investigate and fix the issue on site. 

JITC 

Options 

1) Obtain a limited JITC while conducting Tand E and training activities to support 

preliminary fielding. Full JITC certification is required for Initial Operational 

Capability (IOC), but not necessary for preliminary fielding. This will reduce the 

timeline to zero for JITC in the fielding path, allowing it to run parallel but 

independent of the rest of the certification work.  

Risk 

1) Operating without JITC certification limits the operation of the equipment. The 

system may not be allowed to connect to certain systems, and interoperability 

with other systems cannot be assured.  
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Information Assurance 

Options 

1) Obtain an Interim Authority To Operate (IATO). This is a temporary 

authorization to operate a system under the conditions or constraints enumerated 

in the accreditation decision while managing IA security weaknesses. An IATO is 

only good for 180 days from the authorization date and can be obtained within 30 

days.   

Risk 

1) The system may have insufficient security protection and may be susceptible to 

compromise by an unauthorized user. 

Battery 

Options 

1) Limit payload selection to payloads that already have a NOSSA approval. This 

automatically addresses the battery certification and time goes to zero (0). 

2) Obtain an interim approval to operate the subject battery for a limited amount of 

time. This will authorize fielding of the payload while NOSSA conducts its 

testing/analysis in parallel.    

Risk 

1) Limited payload selection. This may limit capabilities and cause potential 

integration issues. It may also reduce competition and increase system cost. 

2) Interim approval. The battery may be utilized in a manner that could be harmful 

to personnel and equipment within its vicinity. The battery may fail certification 

and have to be retrofitted in the field. There is also the possibility of decreased 

availability and increased maintenance due to battery failures in the field, driving 

up life cycle cost.   

Airworthiness 

Options 

1) Obtain a Cat III interim flight clearance (IFC). This reduces the amount of data 

needed prior to issuing an airworthiness certification and can be released within 

30 days. 
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Risk 

1) Without sufficient data/documentation, an IFC can be released with very stringent 

limitations and restrictions, creating a relatively small envelope in which the 

system can be operated. This would limit the warfighter’s ability to complete the 

mission.   Expanding the operating envelope without sufficient testing could result 

in injury to personnel or loss of life/property. 

C. RECOMMENDATIONS 

The trade study looked for ways to optimize and balance the three (3) pillars of 

SE, maintain SE discipline, and meet rapid integration timelines. The RAIN Team 

recommends the IRTR strategy as the best option to meet a rapid fielding decision 

timeline. Three (3) integration strategies were analyzed based on the timeline reduction 

options outlined in Section B above. The first strategy, Baseline, focused on a purely 

technical solution and pursued full certifications for all applicable requirements. The 

second strategy, LRTR, focused on an optimal schedule with the shortest timeline 

possible. The third strategy, IRTR, looked at applying balance of the systems engineering 

pillars. Each strategy was summarized for all of the scenario combinations in Figure 35. 
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Figure 35:  (Risk) Schedule Summary Results 

 
 The Baseline option was rejected based on its inability to meet a feilding decision 

timeline of 18 months despite offering the least ammount of technical risk. The LRTR 

option was identified as a suitable option to meet timelines while minimizing technical 

risk; however, it was also rejected as the optimal solution because it overly sacrificed 

technical capability through the inflexible payload options for schedule optimizations. 

But in extremely compressed situations, the LRTR strategy may be a viable, yet 

restrictive option. 

 The IRTR stratagy was determined to be the optimal SE approach because it 

balanced the three (3) pillars of SE and supported a fielding decision timeline inside 18 

months in a majority (7 or 9) of the scenarios. This stratagy significantly reduced the 

average cost and schedule to integrate and field a new payload, while still managing 

technical risk. While this strategy does not provide the fastest option, it does provide a 

suitable fielding timeline for reasonable cost and acceptably mitigating technical and 

operational risk. From a practical aspect this is also the most realistic scenairo. 
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D. AREAS OF FUTURE STUDY 

Although the scope of this project was limited to modular payloads for existing 

PMA-263 UAS inventory, the applicability of the RTP can be expanded further. The RTP 

can be implemented on the certification of entire platforms and payloads that require 

modification of the current system configuration. In addition, the Team identified the 

following areas that could benefit from additional investigation:   

• Applicability of RTP to other areas of NAVAIR. This could be applied in other 

PEOs or competencies, where technologies need to be fielded rapidly or more 

efficiently to minimize schedule or costs.  

• Research the individual certification processes to identify areas for efficiencies in 

terms of cost and schedule. Apply the RTP to each of the certifications for better 

implementation.  

• Update the model and simulation to provide results for pursuing waivers instead 

of full or interim certifications. 

• Build a tool that takes the users responses to questions about the system and 

produces an ordered list of certifications to complete, and an 80th percentile plan 

for schedule and cost. 

• The same process can be expanded to include logistical support. 

• Implementation on actual payload integration efforts needs to be conducted to 

validate the RTP.  
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APPENDIX A. MISSION PROFILES 

 
Design Reference Missions 

Full Certification 
Waiver or Interim Certification 

Waiver or Interim Certification Denied 
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Design Reference Mission: Full Certification 
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Design Reference Mission: Interim Certification 
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Design Reference Mission: Interim Certification Denied 
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APPENDIX B. ARCHITECTURE AND DEVELOPMENT 

 
Number Name Description refines refined by basis of 

0 REQUIREMENTS 
CONTEXT 

These are the requirements for the system 
architecture. The system is the solution under 

development or analysis. This will cover inside 
and outside the system boundary (may be a 

System of Systems). The higher level 
requirements trace back to the capabilities. 

Requirements are decomposed from high level 
solution-neutral capabilities and requirements 
all the way down to solution-oriented system 

specifications. 

 1 INPUT/OUTPUT 
REQUIREMENTS 

2 TECHNOLOGY & 
SYSTEM-WIDE 

REQUIREMENTS 

3 TRADE-OFF 
REQUIREMENTS 

4 QUALIFICATION 
REQUIREMENTS 

0 STUAS System 

1 INPUT/OUTPUT 
REQUIREMENTS 

The system shall input and output all data 
required in this section to support integration 

and fielding of payloads on STUAS. 

0 REQUIREMENTS 
CONTEXT 

1.1 INPUT 

1.2 OUTPUT 

1.3 EXTERNAL 
INTERFACE 

1.4 FUNCTIONAL 
REQUIREMENTS 

1.1 Determine 
Certifications 

1.2 Collect Certifications 

1.3 Analyze Certifications 

1.4 Address Risk 

1.5 Develop Certification 
Package 

1.1 INPUT The system shall input all data required in this 
sections below to support integration and 

fielding of payloads on STUAS at the Mission, 
Stakeholder, System, Component, and 

Configuration levels. 

1 INPUT/OUTPUT 
REQUIREMENTS 

1.1.1 Payload 

1.1.2 Technical Data Package 

1.1.3 Technical Guidance 
from Certification Authority 

1.1.4 Payload Returned from 
Testing 

1.1.5 T&E Results Summary 

1.1.6 Packages from 
Technical Certification 

1.2.1 Assemble Data Item 

1.2.2 Perform Authority 
Officer 

1.2.3 Perform Data 
Collection 
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Number Name Description refines refined by basis of 

Authorities 

1.1.7 System Requirements 

1.1.1 Payload The system shall input all payload data. 1.1 INPUT  1 Perform Rain Integration 
Process 

1.1 Determine 
Certifications 

1.1.2 Technical Data 
Package 

The system shall input Technical Data 
Packages to support certification 

1.1 INPUT 1.1.2.1 Design Description 

1.1.2.2 Payload Data 

1.2.3 Perform Data 
Collection 

1.2.3.1 Collect Safety 
Certification Data 

1.2.3.2 Collect Security 
Certification Data 

1.2.3.3 Collect 
Interoperability 

Certification Data 

1.2.3.4 Collect 
Compatibility Certification 

Data 

1.1.2.1 Design Description A technical description of the payload covering 
fit, form, function, and how it interfaces. 

1.1.2 Technical Data 
Package 

1.1.2.1.1 System Trigger 1.2.3.1.1 Collect 
Airworthiness 

Certifications Data 

1.2.3.1.2 Collect Battery 
Certifications Data 

1.2.3.1.3 Collect Laser 
Certifications Data 

1.2.3.1.4 Collect Weapon 
Certifications Data 

1.2.3.1.5 Collect System 
Safety Certifications Data 

1.2.3.1.6 Collect Range 
Safety Certification Data 
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Number Name Description refines refined by basis of 

1.2.3.1.7 Collect E3 
Certification Data 

1.2.3.2.1 Collect IA 
Certifications Data 

1.2.3.2.2 Collect Anti-
Tamper Certifications Data 

1.2.3.2.3 Collect SAASM 
Certifications Data 

1.2.3.2.4 Collect Clinger-
Cohen Act Certifications 

Data 

1.2.3.3.1 Collect Spectrum 
Certifications Data 

1.2.3.3.2 Collect CDL 
Certifications Data 

1.2.3.3.3 Collect JITC 
Certifications Data 

1.2.3.4.1 Collect 
Environmental 

Certifications Data 

1.2.3.4.2 Collect T&E 
Certifications Data 

1.1.2.1.1 System Trigger The system shall be initiated by the receipt of a 
first article and design description. 

1.1.2.1 Design 
Description 

 1 Perform Rain Integration 
Process 

1.1.2.2 Payload Data The data about the payload that is needed for 
certification. 

1.1.2 Technical Data 
Package 

1.1.2.2.1 Data for Each Type 
of Certification 

1.2.3.1 Collect Safety 
Certification Data 

1.2.3.2 Collect Security 
Certification Data 

1.2.3.3 Collect 
Interoperability 

Certification Data 
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Number Name Description refines refined by basis of 

1.2.3.4 Collect 
Compatibility Certification 

Data 

1.1.2.2.1 Data for Each Type 
of Certification 

The system shall support inputting all data for 
each certification. 

1.1.2.2 Payload Data 1.1.2.2.1.1 Data for Individual 
Certification 

1.2.3.1.1 Collect 
Airworthiness 
Certifications Data 

1.2.3.1.2 Collect Battery 
Certifications Data 

1.2.3.1.3 Collect Laser 
Certifications Data 

1.2.3.1.4 Collect Weapon 
Certifications Data 

1.2.3.1.5 Collect System 
Safety Certifications Data 

1.2.3.1.6 Collect Range 
Safety Certification Data 

1.2.3.1.7 Collect E3 
Certification Data 

1.2.3.2.1 Collect IA 
Certifications Data 

1.2.3.2.2 Collect Anti-
Tamper Certifications Data 

1.2.3.2.3 Collect SAASM 
Certifications Data 

1.2.3.2.4 Collect Clinger-
Cohen Act Certifications 
Data 

1.2.3.3.1 Collect Spectrum 
Certifications Data 

1.2.3.3.2 Collect CDL 
Certifications Data 
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Number Name Description refines refined by basis of 

1.2.3.3.3 Collect JITC 
Certifications Data 

1.2.3.4.1 Collect 
Environmental 
Certifications Data 

1.2.3.4.2 Collect T&E 
Certifications Data 

1.1.2.2.1.
1 

Data for Individual 
Certification 

The system shall input all data for each 
certification required for specific payload 
integration and fielding as identified by the 
certification authority. 

1.1.2.2.1 Data for 
Each Type of 
Certification 

 1.2.3.1.1 Collect 
Airworthiness 
Certifications Data 

1.2.3.1.2 Collect Battery 
Certifications Data 

1.2.3.1.3 Collect Laser 
Certifications Data 

1.2.3.1.4 Collect Weapon 
Certifications Data 

1.2.3.1.5 Collect System 
Safety Certifications Data 

1.2.3.1.6 Collect Range 
Safety Certification Data 

1.2.3.1.7 Collect E3 
Certification Data 

1.2.3.2.1 Collect IA 
Certifications Data 

1.2.3.2.2 Collect Anti-
Tamper Certifications Data 

1.2.3.2.3 Collect SAASM 
Certifications Data 

1.2.3.2.4 Collect Clinger-
Cohen Act Certifications 
Data 
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Number Name Description refines refined by basis of 

1.2.3.3.1 Collect Spectrum 
Certifications Data 

1.2.3.3.2 Collect CDL 
Certifications Data 

1.2.3.3.3 Collect JITC 
Certifications Data 

1.2.3.4.1 Collect 
Environmental 
Certifications Data 

1.2.3.4.2 Collect T&E 
Certifications Data 

1.1.3 Technical Guidance 
from Certification 
Authority 

The system shall input data from each technical 
certification authority to identify payload 
specific data and certification applicability. 

1.1 INPUT  1.1.1 Construct 
Certification List 

1.1.2 Assemble 
Certification Components 

1.1.2.1 Determine Safety 
Certifications 

1.1.2.1.1 Address 
Airworthiness 
Certifications 

1.1.2.1.2 Address Battery 
Certifications 

1.1.2.1.3 Address Laser 
Certifications 

1.1.2.1.4 Address Weapon 
Certifications 

1.1.2.1.5 Address System 
Safety Certifications 

1.1.2.1.6 Address Range 
Safety Certifications 

1.1.2.1.7 Address E3 
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Number Name Description refines refined by basis of 

Certifications 

1.1.2.2 Determine Security 
Certifications 

1.1.2.2.1 Address IA 
Certifications 

1.1.2.2.2 Address Anti-
Tamper Certifications 

1.1.2.2.3 Address SAASM 
Certifications 

1.1.2.2.4 Address Clinger-
Cohen Act Certifications 

1.1.2.3 Determine 
Interoperability 
Certifications 

1.1.2.3.1 Address 
Spectrum Certifications 

1.1.2.3.2 Address CDL 
Certifications 

1.1.2.3.3 Address JITC 
Certifications 

1.1.2.4 Determine 
Compatibility 
Certifications 

1.1.2.4.1 Address 
Environmental 
Certifications 

1.1.2.4.2 Address T&E 
Certifications 

1.3 Analyze Certifications 

1.3.1 Specify Data 
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Number Name Description refines refined by basis of 

1.3.2 Provide Analysis 

1.3.2.1 Analyze Safety 
Certification Data 

1.3.2.1.1 Analyze 
Airworthiness 
Certifications Data 

1.3.2.1.2 Analyze Battery 
Certifications Data 

1.3.2.1.3 Analyze Laser 
Certifications Data 

1.3.2.1.4 Analyze Weapon 
Certifications Data 

1.3.2.1.5 Analyze System 
Safety Certifications Data 

1.3.2.1.6 Analyze Range 
Safety Certifications Data 

1.3.2.1.7 Analyze E3 
Certification Data 

1.3.2.2 Analyze Security 
Certifications Data 

1.3.2.2.1 Analyze IA 
Certifications Data 

1.3.2.2.2 Analyze Anti-
Tamper Certifications Data 

1.3.2.2.3 Analyze SAASM 
Certifications Data 

1.3.2.2.4 Analyze Clinger-
Cohen Act Certifications 
Data 

1.3.2.3 Analyze 
Interoperability 
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Number Name Description refines refined by basis of 

Certifications Data 

1.3.2.3.1 Analyze 
Spectrum Certifications 
Data 

1.3.2.3.2 Analyze CDL 
Certifications Data 

1.3.2.3.3 Analyze JITC 
Certifications Data 

1.3.2.4 Analyze 
Compatibility Certification 
Data 

1.3.2.4.1 Analyze 
Environmental 
Certifications Data 

1.3.2.4.2 Analyze T&E 
Certifications Data 

1.1.4 Payload Returned 
from Testing 

The system shall input technical data captured 
during all testing 

1.1 INPUT  1.3.2 Provide Analysis 

1.3.2.1 Analyze Safety 
Certification Data 

1.3.2.1.1 Analyze 
Airworthiness 
Certifications Data 

1.3.2.1.2 Analyze Battery 
Certifications Data 

1.3.2.1.3 Analyze Laser 
Certifications Data 

1.3.2.1.4 Analyze Weapon 
Certifications Data 

1.3.2.1.5 Analyze System 
Safety Certifications Data 

1.3.2.1.6 Analyze Range 
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Number Name Description refines refined by basis of 

Safety Certifications Data 

1.3.2.1.7 Analyze E3 
Certification Data 

1.3.2.2 Analyze Security 
Certifications Data 

1.3.2.2.1 Analyze IA 
Certifications Data 

1.3.2.2.2 Analyze Anti-
Tamper Certifications Data 

1.3.2.2.3 Analyze SAASM 
Certifications Data 

1.3.2.2.4 Analyze Clinger-
Cohen Act Certifications 
Data 

1.3.2.3 Analyze 
Interoperability 
Certifications Data 

1.3.2.3.1 Analyze 
Spectrum Certifications 
Data 

1.3.2.3.2 Analyze CDL 
Certifications Data 

1.3.2.3.3 Analyze JITC 
Certifications Data 

1.3.2.4 Analyze 
Compatibility Certification 
Data 

1.3.2.4.1 Analyze 
Environmental 
Certifications Data 

1.3.2.4.2 Analyze T&E 
Certifications Data 
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Number Name Description refines refined by basis of 

1.3.3 Address Data 
Distribution 

1.1.5 T&E Results 
Summary 

The summary of the test and evaluation results. 1.1 INPUT 1.1.5.1 Collection of Test 
Reports 

1.3 Analyze Certifications 

1.1.5.1 Collection of Test 
Reports 

The collection of all test reports. 1.1.5 T&E Results 
Summary 

1.1.5.1.1 Test Reports for 
Each Area 

1.3.1 Specify Data 

1.3.2 Provide Analysis 

1.3.3 Address Data 
Distribution 

1.1.5.1.1 Test Reports for 
Each Area 

The system shall support inputting all test 
reports for each certification. 

1.1.5.1 Collection of 
Test Reports 

1.1.5.1.1.1 Test Reports for 
Each Certification (as 
applicable) 

1.3.2.1 Analyze Safety 
Certification Data 

1.3.2.2 Analyze Security 
Certifications Data 

1.3.2.3 Analyze 
Interoperability 
Certifications Data 

1.3.2.4 Analyze 
Compatibility Certification 
Data 

1.1.5.1.1.
1 

Test Reports for 
Each Certification 
(as applicable) 

The system shall input all test reports for each 
certification required for specific payload 
integration and fielding as identified by the 
certification authority. 

1.1.5.1.1 Test 
Reports for Each 
Area 

 1.3.2.1.1 Analyze 
Airworthiness 
Certifications Data 

1.3.2.1.2 Analyze Battery 
Certifications Data 

1.3.2.1.3 Analyze Laser 
Certifications Data 

1.3.2.1.4 Analyze Weapon 
Certifications Data 

1.3.2.1.5 Analyze System 
Safety Certifications Data 

1.3.2.1.6 Analyze Range 
Safety Certifications Data 
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1.3.2.1.7 Analyze E3 
Certification Data 

1.3.2.2.1 Analyze IA 
Certifications Data 

1.3.2.2.2 Analyze Anti-
Tamper Certifications Data 

1.3.2.2.3 Analyze SAASM 
Certifications Data 

1.3.2.2.4 Analyze Clinger-
Cohen Act Certifications 
Data 

1.3.2.3.1 Analyze 
Spectrum Certifications 
Data 

1.3.2.3.2 Analyze CDL 
Certifications Data 

1.3.2.3.3 Analyze JITC 
Certifications Data 

1.3.2.4.1 Analyze 
Environmental 
Certifications Data 

1.3.2.4.2 Analyze T&E 
Certifications Data 

1.1.6 Packages from 
Technical 
Certification 
Authorities 

The complete set of results from the technical 
certification authorities for all sought 
certifications along with a summary of the 
results. 

1.1 INPUT 1.1.6.1 Collection of 
Certification Results 

1.3 Analyze Certifications 

1.1.6.1 Collection of 
Certification 
Results 

The system shall input the results of each 
certification request. 

1.1.6 Packages from 
Technical 
Certification 
Authorities 

1.1.6.1.1 Certification Results 
for Each Area 

1.3.1 Specify Data 

1.3.2 Provide Analysis 

1.3.3 Address Data 
Distribution 
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1.1.6.1.1 Certification 
Results for Each 
Area 

The system shall input overall Safety, Security, 
Interoperability, and Compatibility. 

1.1.6.1 Collection of 
Certification Results 

1.1.6.1.1.1 Certification 
Results for Each Type 

1.3.2.1 Analyze Safety 
Certification Data 

1.3.2.2 Analyze Security 
Certifications Data 

1.3.2.3 Analyze 
Interoperability 
Certifications Data 

1.3.2.4 Analyze 
Compatibility Certification 
Data 

1.1.6.1.1.
1 

Certification 
Results for Each 
Type 

The system shall input all certification results 
for each certification required for specific 
payload integration and fielding as identified by 
the certification authority. 

1.1.6.1.1 
Certification Results 
for Each Area 

1.1.6.1.1.1.1 Individual 
Certification Result 

1.3.2.1.1 Analyze 
Airworthiness 
Certifications Data 

1.3.2.1.2 Analyze Battery 
Certifications Data 

1.3.2.1.3 Analyze Laser 
Certifications Data 

1.3.2.1.4 Analyze Weapon 
Certifications Data 

1.3.2.1.5 Analyze System 
Safety Certifications Data 

1.3.2.1.6 Analyze Range 
Safety Certifications Data 

1.3.2.1.7 Analyze E3 
Certification Data 

1.3.2.2.1 Analyze IA 
Certifications Data 

1.3.2.2.2 Analyze Anti-
Tamper Certifications Data 

1.3.2.2.3 Analyze SAASM 
Certifications Data 



 

96 
 

Number Name Description refines refined by basis of 

1.3.2.2.4 Analyze Clinger-
Cohen Act Certifications 
Data 

1.3.2.3.1 Analyze 
Spectrum Certifications 
Data 

1.3.2.3.2 Analyze CDL 
Certifications Data 

1.3.2.3.3 Analyze JITC 
Certifications Data 

1.3.2.4.1 Analyze 
Environmental 
Certifications Data 

1.3.2.4.2 Analyze T&E 
Certifications Data 

1.1.6.1.1.
1.1 

Individual 
Certification Result 

The results from an individual certification 
effort and request. 

1.1.6.1.1.1 
Certification Results 
for Each Type 

 1.3.2.1.1 Analyze 
Airworthiness 
Certifications Data 

1.3.2.1.2 Analyze Battery 
Certifications Data 

1.3.2.1.3 Analyze Laser 
Certifications Data 

1.3.2.1.4 Analyze Weapon 
Certifications Data 

1.3.2.1.5 Analyze System 
Safety Certifications Data 

1.3.2.1.6 Analyze Range 
Safety Certifications Data 

1.3.2.1.7 Analyze E3 
Certification Data 

1.3.2.2.1 Analyze IA 
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Certifications Data 

1.3.2.2.2 Analyze Anti-
Tamper Certifications Data 

1.3.2.2.3 Analyze SAASM 
Certifications Data 

1.3.2.2.4 Analyze Clinger-
Cohen Act Certifications 
Data 

1.3.2.3.1 Analyze 
Spectrum Certifications 
Data 

1.3.2.3.2 Analyze CDL 
Certifications Data 

1.3.2.3.3 Analyze JITC 
Certifications Data 

1.3.2.4.1 Analyze 
Environmental 
Certifications Data 

1.3.2.4.2 Analyze T&E 
Certifications Data 

1.1.7 System 
Requirements 

The system shall input the payload mission 
requirements. 

1.1 INPUT  1.1 Determine 
Certifications 

1.2 Collect Certifications 

1.3 Analyze Certifications 

1.4 Address Risk 

1.5 Develop Certification 
Package 

1.2 OUTPUT The system shall output all data required in this 
sections below to support integration and 
fielding of payloads on STUAS at the Mission, 
Stakeholder, System, Component, and 

1 INPUT/OUTPUT 
REQUIREMENTS 

1.2.1 Fielding Decision 
Support Package 

1.2.2 T&E Supplies 

1.4 Address Risk 

1.5 Develop Certification 
Package 
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Configuration levels. 1.2.3 Design Guidance to 
Developer 

1.2.4 Request for More Data 
to Developer 

1.2.5 Certification Approval 
Request 

1.2.6 Packages for 
Certification (Initial & 
Update) 

1.2.7 Risk Assessment 

1.2.1 Fielding Decision 
Support Package 

Documentation that shows that the payload 
works as intended; lists all required 
certifications; shows that the listed 
certifications and approvals have been granted 
in full, or as interims, or have been waived by 
suitable authority. This is composed of an 
overarching summary with details attached as 
appendices. 

1.2 OUTPUT  1.4 Address Risk 

1.5 Develop Certification 
Package 

1.2.2 T&E Supplies Materials and labor that RAIN needs to supply 
to the T&E facilities and organizations. 

1.2 OUTPUT 1.2.2.1 T&E Support Request 1.3 Analyze Certifications 

1.2.2.1 T&E Support 
Request 

The system shall output a T&E support request. 1.2.2 T&E Supplies 1.2.2.1.1 Payload to T&E 1.3.2 Provide Analysis 

1.2.2.1.1 Payload to T&E The system shall provide an integrated payload, 
with necessary certifications to support testing. 

1.2.2.1 T&E Support 
Request 

1.2.2.1.1.1 Direction to T&E 1.3.2.1 Analyze Safety 
Certification Data 

1.3.2.2 Analyze Security 
Certifications Data 

1.3.2.3 Analyze 
Interoperability 
Certifications Data 

1.3.2.4 Analyze 
Compatibility Certification 
Data 
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1.2.2.1.1.
1 

Direction to T&E The system shall output the needed testing data 
to develop test plans. 

1.2.2.1.1 Payload to 
T&E 

 1.3.2.1.1 Analyze 
Airworthiness 
Certifications Data 

1.3.2.1.2 Analyze Battery 
Certifications Data 

1.3.2.1.3 Analyze Laser 
Certifications Data 

1.3.2.1.4 Analyze Weapon 
Certifications Data 

1.3.2.1.5 Analyze System 
Safety Certifications Data 

1.3.2.1.6 Analyze Range 
Safety Certifications Data 

1.3.2.1.7 Analyze E3 
Certification Data 

1.3.2.2.1 Analyze IA 
Certifications Data 

1.3.2.2.2 Analyze Anti-
Tamper Certifications Data 

1.3.2.2.3 Analyze SAASM 
Certifications Data 

1.3.2.2.4 Analyze Clinger-
Cohen Act Certifications 
Data 

1.3.2.3.1 Analyze 
Spectrum Certifications 
Data 

1.3.2.3.2 Analyze CDL 
Certifications Data 

1.3.2.3.3 Analyze JITC 
Certifications Data 

1.3.2.4.1 Analyze 
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Environmental 
Certifications Data 

1.3.2.4.2 Analyze T&E 
Certifications Data 

1.2.3 Design Guidance to 
Developer 

The system shall output the needed design 
changes to meet certifications. 

1.2 OUTPUT  1.3 Analyze Certifications 

1.2.4 Request for More 
Data to Developer 

The system shall output additional data need to 
complete certifications. 

1.2 OUTPUT  1.1 Determine 
Certifications 

1.2 Collect Certifications 

1.3 Analyze Certifications 

1.4 Address Risk 

1.5 Develop Certification 
Package 

1.2.5 Certification 
Approval Request 

The system shall output the request to the 
certification approval authority when all 
technical data has been provided. 

1.2 OUTPUT  1.5 Develop Certification 
Package 

1.5.1 Develop Safety 
Certification Package 

1.5.1.1 Develop 
Airworthiness 
Certifications Package 

1.5.1.2 Develop Battery 
Certifications Package 

1.5.1.3 Develop Laser 
Certifications Package 

1.5.1.4 Develop Weapon 
Certifications Package 

1.5.1.5 Develop System 
Safety Certifications 
Package 

1.5.1.6 Develop Range 
Safety Certifications 
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Package 

1.5.1.7 Develop E3 
Certification Package 

1.5.2 Develop Security 
Certifications Package 

1.5.2.1 Develop IA 
Certifications Package 

1.5.2.2 Develop Anti-
Tamper Certifications 
Package 

1.5.2.3 Develop SAASM 
Certifications Package 

1.5.2.4 Develop Clinger-
Cohen Act Certifications 
Package 

1.5.3 Develop 
Interoperability 
Certification Package 

1.5.3.1 Develop Spectrum 
Certifications Package 

1.5.3.2 Develop CDL 
Certifications Package 

1.5.3.3 Develop JITC 
Certifications Package 

1.5.4 Develop 
Compatibility 
Certifications Package 

1.5.4.1 Develop 
Environmental 
Certifications Package 

1.5.4.2 Develop T&E 
Certifications Package 
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1.2.6 Packages for 
Certification (Initial 
& Update) 

The collection of documentation needed to 
apply for and support the required 
certifications. 

1.2 OUTPUT 1.2.6.1 Initial Data Package 
for Certification 

1.2.6.2 Updated Data Package 
for Certification 

1.5 Develop Certification 
Package 

1.2.6.1 Initial Data Package 
for Certification 

The system shall output data packages to the 
certification approval authority for initial 
certification request. 

1.2.6 Packages for 
Certification (Initial 
& Update) 

 1.5.1 Develop Safety 
Certification Package 

1.5.2 Develop Security 
Certifications Package 

1.5.3 Develop 
Interoperability 
Certification Package 

1.5.4 Develop 
Compatibility 
Certifications Package 

1.2.6.2 Updated Data 
Package for 
Certification 

The system shall output data packages updates 
to the certification approval authority as 
required and upon request. 

1.2.6 Packages for 
Certification (Initial 
& Update) 

 1.5.1.1 Develop 
Airworthiness 
Certifications Package 

1.5.1.2 Develop Battery 
Certifications Package 

1.5.1.3 Develop Laser 
Certifications Package 

1.5.1.4 Develop Weapon 
Certifications Package 

1.5.1.5 Develop System 
Safety Certifications 
Package 

1.5.1.6 Develop Range 
Safety Certifications 
Package 

1.5.1.7 Develop E3 
Certification Package 

1.5.2.1 Develop IA 
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Certifications Package 

1.5.2.2 Develop Anti-
Tamper Certifications 
Package 

1.5.2.3 Develop SAASM 
Certifications Package 

1.5.2.4 Develop Clinger-
Cohen Act Certifications 
Package 

1.5.3.1 Develop Spectrum 
Certifications Package 

1.5.3.2 Develop CDL 
Certifications Package 

1.5.3.3 Develop JITC 
Certifications Package 

1.5.4.1 Develop 
Environmental 
Certifications Package 

1.5.4.2 Develop T&E 
Certifications Package 

1.2.7 Risk Assessment The assessment of the residual risk including 
performance, cost, schedule, and safety. 

1.2 OUTPUT  1.4 Address Risk 

1.4.1 Address Safety 
Certifications Risk 

1.4.1.1 Address 
Airworthiness 
Certifications Risk 

1.4.1.2 Address Battery 
Certifications Risk 

1.4.1.3 Address Laser 
Certifications Risk 

1.4.1.4 Address Weapon 
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Certifications Risk 

1.4.1.5 Address System 
Safety Certifications Risk 

1.4.1.6 Address Range 
Safety Certifications Risk 

1.4.1.7 Address E3 
Certifications Risk 

1.4.2 Address Security 
Certifications Risk 

1.4.2.1 Address IA 
Certifications Risk 

1.4.2.2 Address Anti-
Tamper Certifications Risk 

1.4.2.3 Address SAASM 
Certifications Risk 

1.4.2.4 Address Clinger-
Cohen Act Certifications 
Risk 

1.4.3 Address 
Interoperability 
Certification Risk 

1.4.3.1 Address Spectrum 
Certifications Risk 

1.4.3.2 Address CDL 
Certifications Risk 

1.4.3.3 Address JITC 
Certifications Risk 

1.4.4 Address 
Compatibility Certification 
Risk 

1.4.4.1 Address 
Environmental 
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Certifications Risk 

1.4.4.2 Address T&E 
Certifications Risk 

1.3 EXTERNAL 
INTERFACE 

The system shall interface with all external 
entities need for payload intergration, 
certification and fielding. 

1 INPUT/OUTPUT 
REQUIREMENTS 

1.3.1 PMA-263 

1.3.2 T&E 

1.3.3 Certification Authorities 

1.3.4 Developer 

0 STUAS System 

1 Perform Rain Integration 
Process 

EXT.1 Address PMA-263 
Activities 

EXT.1.1 Define User 
Needs 

EXT.2 Provide 
Regulatory/Statutory 
Requirements 

EXT.3 Provide Test & 
Evaluation 

EXT.4 Perform 
Certifications Review 

EXT.5 Field Payload 

1.3.1 PMA-263 The system shall interface with PMA-263 
representatives. 

1.3 EXTERNAL 
INTERFACE 

 EXT.1 Address PMA-263 
Activities 

EXT.1.2 Address 
Requirements 

EXT.1.3 Develop Payload 

EXT.1.4 Provide System 
Integration 

EXT.5 Field Payload 

1.3.2 T&E The system shall interface with T&E 
representatives. 

1.3 EXTERNAL 
INTERFACE 

 EXT.3 Provide Test & 
Evaluation 

1.3.3 Certification 
Authorities 

The system shall interface with all 
representatives required for system 

1.3 EXTERNAL 
INTERFACE 

1.3.3.1 Internal Certification 
SME’s 

EXT.2 Provide 
Regulatory/Statutory 
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certification. Requirements 

EXT.4 Perform 
Certifications Review 

1.3.3.1 Internal 
Certification SME’s 

The system shall interface with NAVAIR and 
DoD SMEs as need for certification. 

1.3.3 Certification 
Authorities 

 EXT.4 Perform 
Certifications Review 

1.3.4 Developer The system shall interface with payload and 
platform developers. 

1.3 EXTERNAL 
INTERFACE 

 EXT.1 Address PMA-263 
Activities 

EXT.5 Field Payload 

1.4 FUNCTIONAL 
REQUIREMENTS 

The system shall support the payload meeting 
all functional requirements outlined below for 
certification and operation. 

1 INPUT/OUTPUT 
REQUIREMENTS 

1.4.1 Show Payload Is Ready 
to be Fielded 

1 Perform Rain Integration 
Process 

1.4.1 Show Payload Is 
Ready to be Fielded 

The system shall provide a means to show a 
payload is ready to be fielded. 

1.4 FUNCTIONAL 
REQUIREMENTS 

1.4.1.1 Comply Payload with 
Statutes and Regulations 

1.4.1.2 Provide Information 
Needed to Prove 
Interoperability 

1.4.1.3 Provide Information 
Needed to Prove Safety 

1.4.1.4 Provide Information 
Needed to Prove Security 

1.4.1.5 Provide Information 
Needed to Prove 
Environmental Compatibility 

1.4 Address Risk 

1.5 Develop Certification 
Package 

1.4.1.1 Comply Payload 
with Statutes and 
Regulations 

The system shall provide a means to have the 
payload comply with statutes and regulations. 

1.4.1 Show Payload 
Is Ready to be 
Fielded 

1.4.1.1.1 Determine 
Certifications Needed 

1.4.1.1.2 Collect Data to 
Support Certification 

1.4.1.1.3 Evaluate Pre-
Submission Certification Data 
Package 

1.4.1.1.4 Means to Use to 

1.5 Develop Certification 
Package 
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Interface with Tech Cert 
Authorities 

1.4.1.1.1 Determine 
Certifications 
Needed 

The system shall provide a means to determine 
the certifications needed based on the 
capabilities of the new payload. 

1.4.1.1 Comply 
Payload with 
Statutes and 
Regulations 

1.4.1.1.1.1 Provide Means to 
Track That All Certifications 
Are Addressed 

1.1 Determine 
Certifications 

1.4.1.1.1.
1 

Provide Means to 
Track That All 
Certifications Are 
Addressed 

The system shall provide a means to track that 
all certifications are addressed. 

1.4.1.1.1 Determine 
Certifications 
Needed 

 1.1.1 Construct 
Certification List 

1.1.2 Assemble 
Certification Components 

1.1.3 Sort Certification List 

1.4.1.1.2 Collect Data to 
Support 
Certification 

The system shall provide a means to collect the 
data needed to support each of the required 
certifications. 

1.4.1.1 Comply 
Payload with 
Statutes and 
Regulations 

 1.2.3 Perform Data 
Collection 

1.2.3.1 Collect Safety 
Certification Data 

1.2.3.2 Collect Security 
Certification Data 

1.2.3.3 Collect 
Interoperability 
Certification Data 

1.2.3.4 Collect 
Compatibility Certification 
Data 

1.4.1.1.3 Evaluate Pre-
Submission 
Certification Data 
Package 

The system shall provide a means to evaluate 
the pre-submission data package for each 
technical certification for adequacy. 

1.4.1.1 Comply 
Payload with 
Statutes and 
Regulations 

 1.3.2 Provide Analysis 

1.3.2.1 Analyze Safety 
Certification Data 

1.3.2.1.1 Analyze 
Airworthiness 
Certifications Data 

1.3.2.1.2 Analyze Battery 
Certifications Data 
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1.3.2.1.3 Analyze Laser 
Certifications Data 

1.3.2.1.4 Analyze Weapon 
Certifications Data 

1.3.2.1.5 Analyze System 
Safety Certifications Data 

1.3.2.1.6 Analyze Range 
Safety Certifications Data 

1.3.2.1.7 Analyze E3 
Certification Data 

1.3.2.2 Analyze Security 
Certifications Data 

1.3.2.2.1 Analyze IA 
Certifications Data 

1.3.2.2.2 Analyze Anti-
Tamper Certifications Data 

1.3.2.2.3 Analyze SAASM 
Certifications Data 

1.3.2.2.4 Analyze Clinger-
Cohen Act Certifications 
Data 

1.3.2.3 Analyze 
Interoperability 
Certifications Data 

1.3.2.3.1 Analyze 
Spectrum Certifications 
Data 

1.3.2.3.2 Analyze CDL 
Certifications Data 

1.3.2.3.3 Analyze JITC 
Certifications Data 

1.3.2.4 Analyze 
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Compatibility Certification 
Data 

1.3.2.4.1 Analyze 
Environmental 
Certifications Data 

1.3.2.4.2 Analyze T&E 
Certifications Data 

1.4.1.1.4 Means to Use to 
Interface with Tech 
Cert Authorities 

The system shall provide the means of 
interfacing with the technical certification 
authorities. 

1.4.1.1 Comply 
Payload with 
Statutes and 
Regulations 

1.4.1.1.4.1 Provide Process 
for Complying with Tech Cert 
Authority Guidance 

1.5 Develop Certification 
Package 

1.5.1 Develop Safety 
Certification Package 

1.5.2 Develop Security 
Certifications Package 

1.5.3 Develop 
Interoperability 
Certification Package 

1.5.4 Develop 
Compatibility 
Certifications Package 

1.4.1.1.4.
1 

Provide Process for 
Complying with 
Tech Cert Authority 
Guidance 

The system shall provide the process for 
complying with the guidance from the technical 
certification authority. 

1.4.1.1.4 Means to 
Use to Interface with 
Tech Cert 
Authorities 

2.2.1.1.4 Aggregated 
Risk Level from Use 
of Waiver & Interim 
Approvals 

 1.5.1.1 Develop 
Airworthiness 
Certifications Package 

1.5.1.2 Develop Battery 
Certifications Package 

1.5.1.3 Develop Laser 
Certifications Package 

1.5.1.4 Develop Weapon 
Certifications Package 

1.5.1.5 Develop System 
Safety Certifications 
Package 

1.5.1.6 Develop Range 
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Safety Certifications 
Package 

1.5.1.7 Develop E3 
Certification Package 

1.5.2.1 Develop IA 
Certifications Package 

1.5.2.2 Develop Anti-
Tamper Certifications 
Package 

1.5.2.3 Develop SAASM 
Certifications Package 

1.5.2.4 Develop Clinger-
Cohen Act Certifications 
Package 

1.5.3.1 Develop Spectrum 
Certifications Package 

1.5.3.2 Develop CDL 
Certifications Package 

1.5.3.3 Develop JITC 
Certifications Package 

1.5.4.1 Develop 
Environmental 
Certifications Package 

1.5.4.2 Develop T&E 
Certifications Package 

1.4.1.2 Provide Information 
Needed to Prove 
Interoperability 

The system shall provide the information 
needed to prove Interoperability. 

1.4.1 Show Payload 
Is Ready to be 
Fielded 

 1.1.2.3 Determine 
Interoperability 
Certifications 

1.1.2.3.1 Address 
Spectrum Certifications 

1.1.2.3.2 Address CDL 
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Certifications 

1.1.2.3.3 Address JITC 
Certifications 

1.2.3.3 Collect 
Interoperability 
Certification Data 

1.2.3.3.1 Collect Spectrum 
Certifications Data 

1.2.3.3.2 Collect CDL 
Certifications Data 

1.2.3.3.3 Collect JITC 
Certifications Data 

1.3.2.3 Analyze 
Interoperability 
Certifications Data 

1.3.2.3.1 Analyze 
Spectrum Certifications 
Data 

1.3.2.3.2 Analyze CDL 
Certifications Data 

1.3.2.3.3 Analyze JITC 
Certifications Data 

1.4.3 Address 
Interoperability 
Certification Risk 

1.4.3.1 Address Spectrum 
Certifications Risk 

1.4.3.2 Address CDL 
Certifications Risk 

1.4.3.3 Address JITC 
Certifications Risk 

1.5.3 Develop 
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Interoperability 
Certification Package 

1.5.3.1 Develop Spectrum 
Certifications Package 

1.5.3.2 Develop CDL 
Certifications Package 

1.5.3.3 Develop JITC 
Certifications Package 

1.4.1.3 Provide Information 
Needed to Prove 
Safety 

The system shall provide the information 
needed to prove Safety. 

1.4.1 Show Payload 
Is Ready to be 
Fielded 

 1.1.2.1 Determine Safety 
Certifications 

1.1.2.1.1 Address 
Airworthiness 
Certifications 

1.1.2.1.2 Address Battery 
Certifications 

1.1.2.1.3 Address Laser 
Certifications 

1.1.2.1.4 Address Weapon 
Certifications 

1.1.2.1.5 Address System 
Safety Certifications 

1.2.3.1 Collect Safety 
Certification Data 

1.2.3.1.1 Collect 
Airworthiness 
Certifications Data 

1.2.3.1.2 Collect Battery 
Certifications Data 

1.2.3.1.3 Collect Laser 
Certifications Data 

1.2.3.1.4 Collect Weapon 
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Certifications Data 

1.2.3.1.5 Collect System 
Safety Certifications Data 

1.3.2.1 Analyze Safety 
Certification Data 

1.3.2.1.1 Analyze 
Airworthiness 
Certifications Data 

1.3.2.1.2 Analyze Battery 
Certifications Data 

1.3.2.1.3 Analyze Laser 
Certifications Data 

1.3.2.1.4 Analyze Weapon 
Certifications Data 

1.3.2.1.5 Analyze System 
Safety Certifications Data 

1.4.1 Address Safety 
Certifications Risk 

1.4.1.1 Address 
Airworthiness 
Certifications Risk 

1.4.1.2 Address Battery 
Certifications Risk 

1.4.1.3 Address Laser 
Certifications Risk 

1.4.1.4 Address Weapon 
Certifications Risk 

1.4.1.5 Address System 
Safety Certifications Risk 

1.5.1 Develop Safety 
Certification Package 
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1.5.1.1 Develop 
Airworthiness 
Certifications Package 

1.5.1.2 Develop Battery 
Certifications Package 

1.5.1.3 Develop Laser 
Certifications Package 

1.5.1.4 Develop Weapon 
Certifications Package 

1.5.1.5 Develop System 
Safety Certifications 
Package 

1.4.1.4 Provide Information 
Needed to Prove 
Security 

The system shall provide the information 
needed to prove Security. 

1.4.1 Show Payload 
Is Ready to be 
Fielded 

 1.1.2.2 Determine Security 
Certifications 

1.1.2.2.1 Address IA 
Certifications 

1.1.2.2.2 Address Anti-
Tamper Certifications 

1.1.2.2.3 Address SAASM 
Certifications 

1.1.2.2.4 Address Clinger-
Cohen Act Certifications 

1.2.3.2 Collect Security 
Certification Data 

1.2.3.2.1 Collect IA 
Certifications Data 

1.2.3.2.2 Collect Anti-
Tamper Certifications Data 

1.2.3.2.3 Collect SAASM 
Certifications Data 

1.2.3.2.4 Collect Clinger-
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Cohen Act Certifications 
Data 

1.3.2.2 Analyze Security 
Certifications Data 

1.3.2.2.1 Analyze IA 
Certifications Data 

1.3.2.2.2 Analyze Anti-
Tamper Certifications Data 

1.3.2.2.3 Analyze SAASM 
Certifications Data 

1.3.2.2.4 Analyze Clinger-
Cohen Act Certifications 
Data 

1.4.2 Address Security 
Certifications Risk 

1.4.2.1 Address IA 
Certifications Risk 

1.4.2.2 Address Anti-
Tamper Certifications Risk 

1.4.2.3 Address SAASM 
Certifications Risk 

1.4.2.4 Address Clinger-
Cohen Act Certifications 
Risk 

1.5.2 Develop Security 
Certifications Package 

1.5.2.1 Develop IA 
Certifications Package 

1.5.2.2 Develop Anti-
Tamper Certifications 
Package 

1.5.2.3 Develop SAASM 



 

116 
 

Number Name Description refines refined by basis of 

Certifications Package 

1.5.2.4 Develop Clinger-
Cohen Act Certifications 
Package 

1.4.1.5 Provide Information 
Needed to Prove 
Environmental 
Compatibility 

The system shall provide the information 
needed to prove Environmental Compatibility. 

1.4.1 Show Payload 
Is Ready to be 
Fielded 

 1.1.2.4 Determine 
Compatibility 
Certifications 

1.1.2.4.1 Address 
Environmental 
Certifications 

1.1.2.4.2 Address T&E 
Certifications 

1.2.3.4 Collect 
Compatibility Certification 
Data 

1.2.3.4.1 Collect 
Environmental 
Certifications Data 

1.3.2.4 Analyze 
Compatibility Certification 
Data 

1.3.2.4.1 Analyze 
Environmental 
Certifications Data 

1.3.2.4.2 Analyze T&E 
Certifications Data 

1.4.4 Address 
Compatibility Certification 
Risk 

1.4.4.1 Address 
Environmental 
Certifications Risk 

1.4.4.2 Address T&E 
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Certifications Risk 

1.5.4 Develop 
Compatibility 
Certifications Package 

1.5.4.1 Develop 
Environmental 
Certifications Package 

1.5.4.2 Develop T&E 
Certifications Package 

2 TECHNOLOGY & 
SYSTEM-WIDE 
REQUIREMENTS 

The system shall include system Technology; 
Suitability and Quality; Cost; Schedule to 
support RAIN Process. 

0 REQUIREMENTS 
CONTEXT 

2.1 TECHNOLOGY 
CONSTRAINTS 

2.2 SUITABILITY & 
QUALITY 

2.3 COST REQUIERMENTS 

2.4 SCHEDULE 
REQUIREMENTS 

1 Perform Rain Integration 
Process 

2.1 TECHNOLOGY 
CONSTRAINTS 

The system shall support the following 
technology requirements. 

2 TECHNOLOGY 
& SYSTEM-WIDE 
REQUIREMENTS 

2.1.1 NMCI 

2.1.2 Email 

2.1.3 MS Office 

2.1.4 PMA-263 Database(s) 

1 Perform Rain Integration 
Process 

2.1.1 NMCI the computer network based information 
exchange shall operate within the limits of what 
the NMCI will allow or support. 

2.1 TECHNOLOGY 
CONSTRAINTS 

 1 Perform Rain Integration 
Process 

2.1.2 Email Written communication of the system 
information shall be through DoD approved 
encrypted email 

2.1 TECHNOLOGY 
CONSTRAINTS 

 1 Perform Rain Integration 
Process 

2.1.3 MS Office The system documentation shall be limited to 
being in MS Office formats (MS Word 2003, 
MS Excel 2003, or MS Power Point 2003 
formats). 

2.1 TECHNOLOGY 
CONSTRAINTS 

 1 Perform Rain Integration 
Process 
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2.1.4 PMA-263 
Database(s) 

File sharing shall be limited to PMA-263 and 
DoD approved contractor databases. 

2.1 TECHNOLOGY 
CONSTRAINTS 

 1 Perform Rain Integration 
Process 

2.2 SUITABILITY & 
QUALITY 

The system shall support the following 
suitability and quality requirements for 
operation. 

2 TECHNOLOGY 
& SYSTEM-WIDE 
REQUIREMENTS 

2.2.1 Produces Complete 
Decision Package 

2.2.2 Produces Accurate 
Decision Package 

1 Perform Rain Integration 
Process 

2.2.1 Produces Complete 
Decision Package 

The system shall produce complete fielding 
decision packages 

2.2 SUITABILITY 
& QUALITY 

2.2.1.1 Addresses All 
Relevant Statutes and 
Regulations 

2.2.1.2 Justifies Omitted 
Statutes or Regulations 

1.1 Determine 
Certifications 

1.4 Address Risk 

1.5 Develop Certification 
Package 

2.2.1.1 Addresses All 
Relevant Statutes 
and Regulations 

The system shall address all relevant statutes 
and regulations. 

2.2.1 Produces 
Complete Decision 
Package 

2.2.1.1.1 Tailored List of 
Required Certs by Payload 
System Type 

2.2.1.1.2 Certifications, 
Approvals, Letter, or Waiver 
for All Required Statutes & 
Regulations 

2.2.1.1.3 Instructions on The 
Order & Start Times for Each 
Cert 

2.2.1.1.4 Aggregated Risk 
Level from Use of Waiver & 
Interim Approvals 

1.1.2.1 Determine Safety 
Certifications 

1.1.2.2 Determine Security 
Certifications 

1.1.2.3 Determine 
Interoperability 
Certifications 

1.1.2.4 Determine 
Compatibility 
Certifications 

1.4.1 Address Safety 
Certifications Risk 

1.4.2 Address Security 
Certifications Risk 

1.4.3 Address 
Interoperability 
Certification Risk 

1.4.4 Address 
Compatibility Certification 
Risk 
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1.5.1 Develop Safety 
Certification Package 

1.5.2 Develop Security 
Certifications Package 

1.5.3 Develop 
Interoperability 
Certification Package 

1.5.4 Develop 
Compatibility 
Certifications Package 

2.2.1.1.1 Tailored List of 
Required Certs by 
Payload System 
Type 

The system shall provide a tailored list of 
required certs by payload system type. 

2.2.1.1 Addresses 
All Relevant Statutes 
and Regulations 

 1.1.2.1.1 Address 
Airworthiness 
Certifications 

1.1.2.1.2 Address Battery 
Certifications 

1.1.2.1.3 Address Laser 
Certifications 

1.1.2.1.4 Address Weapon 
Certifications 

1.1.2.1.5 Address System 
Safety Certifications 

1.1.2.1.6 Address Range 
Safety Certifications 

1.1.2.1.7 Address E3 
Certifications 

1.1.2.2.1 Address IA 
Certifications 

1.1.2.2.2 Address Anti-
Tamper Certifications 

1.1.2.2.3 Address SAASM 
Certifications 
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1.1.2.2.4 Address Clinger-
Cohen Act Certifications 

1.1.2.3.1 Address 
Spectrum Certifications 

1.1.2.3.2 Address CDL 
Certifications 

1.1.2.3.3 Address JITC 
Certifications 

1.1.2.4.1 Address 
Environmental 
Certifications 

1.1.2.4.2 Address T&E 
Certifications 

2.2.1.1.2 Certifications, 
Approvals, Letter, 
or Waiver for All 
Required Statutes & 
Regulations 

The system shall provide the Certifications, 
approvals, letter, or waiver for all required 
statutes and regulations. 

2.2.1.1 Addresses 
All Relevant Statutes 
and Regulations 

 1.5.1.1 Develop 
Airworthiness 
Certifications Package 

1.5.1.2 Develop Battery 
Certifications Package 

1.5.1.3 Develop Laser 
Certifications Package 

1.5.1.4 Develop Weapon 
Certifications Package 

1.5.1.5 Develop System 
Safety Certifications 
Package 

1.5.1.6 Develop Range 
Safety Certifications 
Package 

1.5.1.7 Develop E3 
Certification Package 

1.5.2.1 Develop IA 
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Certifications Package 

1.5.2.2 Develop Anti-
Tamper Certifications 
Package 

1.5.2.3 Develop SAASM 
Certifications Package 

1.5.2.4 Develop Clinger-
Cohen Act Certifications 
Package 

1.5.3.1 Develop Spectrum 
Certifications Package 

1.5.3.2 Develop CDL 
Certifications Package 

1.5.3.3 Develop JITC 
Certifications Package 

1.5.4.1 Develop 
Environmental 
Certifications Package 

1.5.4.2 Develop T&E 
Certifications Package 

2.2.1.1.3 Instructions on The 
Order & Start 
Times for Each Cert 

The system shall provide instructions on the 
order and relative start times for each 
certification. 

2.2.1.1 Addresses 
All Relevant Statutes 
and Regulations 

 1.1.2.1.1 Address 
Airworthiness 
Certifications 

1.1.2.1.2 Address Battery 
Certifications 

1.1.2.1.3 Address Laser 
Certifications 

1.1.2.1.4 Address Weapon 
Certifications 

1.1.2.1.5 Address System 
Safety Certifications 
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1.1.2.1.6 Address Range 
Safety Certifications 

1.1.2.1.7 Address E3 
Certifications 

1.1.2.2.1 Address IA 
Certifications 

1.1.2.2.2 Address Anti-
Tamper Certifications 

1.1.2.2.3 Address SAASM 
Certifications 

1.1.2.2.4 Address Clinger-
Cohen Act Certifications 

1.1.2.3.1 Address 
Spectrum Certifications 

1.1.2.3.2 Address CDL 
Certifications 

1.1.2.3.3 Address JITC 
Certifications 

1.1.2.4.1 Address 
Environmental 
Certifications 

1.1.2.4.2 Address T&E 
Certifications 

2.2.1.1.4 Aggregated Risk 
Level from Use of 
Waiver & Interim 
Approvals 

The system shall provide aggregated risk level 
analysis from the use of the waiver and interim 
approvals. 

2.2.1.1 Addresses 
All Relevant Statutes 
and Regulations 

1.4.1.1.4.1 Provide Process 
for Complying with Tech Cert 
Authority Guidance 

1.4.1.1 Address 
Airworthiness 
Certifications Risk 

1.4.1.2 Address Battery 
Certifications Risk 

1.4.1.3 Address Laser 
Certifications Risk 

1.4.1.4 Address Weapon 
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Certifications Risk 

1.4.1.5 Address System 
Safety Certifications Risk 

1.4.1.6 Address Range 
Safety Certifications Risk 

1.4.1.7 Address E3 
Certifications Risk 

1.4.2.1 Address IA 
Certifications Risk 

1.4.2.2 Address Anti-
Tamper Certifications Risk 

1.4.2.3 Address SAASM 
Certifications Risk 

1.4.2.4 Address Clinger-
Cohen Act Certifications 
Risk 

1.4.3.1 Address Spectrum 
Certifications Risk 

1.4.3.2 Address CDL 
Certifications Risk 

1.4.3.3 Address JITC 
Certifications Risk 

1.4.4.1 Address 
Environmental 
Certifications Risk 

1.4.4.2 Address T&E 
Certifications Risk 

2.2.1.1.4.
1 

Instructions on The 
Risks of Using 
Waivers or Interim 
Approvals 

The system shall provide instructions on the 
risks level of using waivers or interim 
approvals. 

  1.4.1.1 Address 
Airworthiness 
Certifications Risk 

1.4.1.2 Address Battery 
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Certifications Risk 

1.4.1.3 Address Laser 
Certifications Risk 

1.4.1.4 Address Weapon 
Certifications Risk 

1.4.1.5 Address System 
Safety Certifications Risk 

1.4.1.6 Address Range 
Safety Certifications Risk 

1.4.1.7 Address E3 
Certifications Risk 

1.4.2.1 Address IA 
Certifications Risk 

1.4.2.2 Address Anti-
Tamper Certifications Risk 

1.4.2.3 Address SAASM 
Certifications Risk 

1.4.2.4 Address Clinger-
Cohen Act Certifications 
Risk 

1.4.3.1 Address Spectrum 
Certifications Risk 

1.4.3.2 Address CDL 
Certifications Risk 

1.4.3.3 Address JITC 
Certifications Risk 

1.4.4.1 Address 
Environmental 
Certifications Risk 

1.4.4.2 Address T&E 
Certifications Risk 
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2.2.1.2 Justifies Omitted 
Statutes or 
Regulations 

The system shall provide the justification for 
omitted certifications (statutes and/or 
regulations certifications). 

2.2.1 Produces 
Complete Decision 
Package 

 1.1 Determine 
Certifications 

1.1.1 Construct 
Certification List 

1.1.2 Assemble 
Certification Components 

1.1.3 Sort Certification List 

2.2.2 Produces Accurate 
Decision Package 

The system shall produce complete accurate 
fielding decision packages. 

2.2 SUITABILITY 
& QUALITY 

 1 Perform Rain Integration 
Process 

1.1 Determine 
Certifications 

1.2 Collect Certifications 

1.3 Analyze Certifications 

1.4 Address Risk 

1.5 Develop Certification 
Package 

2.3 COST 
REQUIERMENTS 

The costs requirements are detailed in the lower 
level requirements. 

2 TECHNOLOGY 
& SYSTEM-WIDE 
REQUIREMENTS 

2.3.1 Same or Lower Than 
Current Cost est<$2M 

1 Perform Rain Integration 
Process 

2.3.1 Same or Lower 
Than Current Cost 
est<$2M 

The system shall incur the same or lower costs 
as the current processes used to fully support 
payload fielding decisions. to less than 
$2Million. 

2.3 COST 
REQUIERMENTS 

 1 Perform Rain Integration 
Process 

2.4 SCHEDULE 
REQUIREMENTS 

The schedule requirements are detailed in the 
lower level requirements.  

2 TECHNOLOGY 
& SYSTEM-WIDE 
REQUIREMENTS 

2.4.1 Less Than 18 Mths to 
Produce The Fielding 
Decision Package 

1 Perform Rain Integration 
Process 

2.4.1 Less Than 18 Mths 
to Produce The 
Fielding Decision 
Package 

The system shall provide an option to take 18 
months or less to produce the fielding decision 
package. 

2.4 SCHEDULE 
REQUIREMENTS 

 1 Perform Rain Integration 
Process 

3 TRADE-OFF The system shall address the fundamental 0 REQUIREMENTS 3.1 PERFORMANCE 1 Perform Rain Integration 
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REQUIREMENTS objectives hierarchy indicate the weighted 
values for each bottom level objective for use in 
trading off features used during operations, but 
implemented during development and 
manufacturing. 

CONTEXT TRADE-OFF 

3.2 COST TRADE-OFF 

3.3 COST-PERFORMANCE 
TRADE-OFF 

Process 

3.1 PERFORMANCE 
TRADE-OFF 

The system shall perform a trade-off analysis 
based on the factors identified in The systems 
fundamental objectives hierarchy. 

3 TRADE-OFF 
REQUIREMENTS 

3.1.1 Minimize Time to 
Address Statutory & 
Regulatory Requirements for 
Fielding 

3.1.2 Provide Means to 
Manage Risks 

1 Perform Rain Integration 
Process 

3.1.1 Minimize Time to 
Address Statutory 
& Regulatory 
Requirements for 
Fielding 

The system shall minimize time to address 
statutory and regulatory requirements for 
fielding. 

3.1 
PERFORMANCE 
TRADE-OFF 

3.1.1.1 Minimize Time to 
Determine Certifications 
Required to Pursue 

3.1.1.2 Minimize Time to 
Address Required 
Certifications 

1 Perform Rain Integration 
Process 

3.1.1.1 Minimize Time to 
Determine 
Certifications 
Required to Pursue 

The system shall minimize time to determine 
certifications required to be pursued. 

3.1.1 Minimize Time 
to Address Statutory 
& Regulatory 
Requirements for 
Fielding 

3.1.1.1.1 Time to Determine 
Needed Certifications Value 
Curve Is Linear with a Value 
of 1 at One Day or Less & 
Zero at One Year 

1 Perform Rain Integration 
Process 

3.1.1.1.1 Time to Determine 
Needed 
Certifications Value 
Curve Is Linear 
with a Value of 1 at 
One Day or Less & 
Zero at One Year 

The system shall value the time to determine 
needed certifications with a value curve that is 
linear with a value of 1 at one day or less and 
zero at one year. 

3.1.1.1 Minimize 
Time to Determine 
Certifications 
Required to Pursue 

3.1.1.1.1.1 Weight 15% for 
Minimize Time to Determine 
Certifications 

1 Perform Rain Integration 
Process 

3.1.1.1.1.
1 

Weight 15% for 
Minimize Time to 
Determine 
Certifications 

The system shall apply a trade weight of 15% 
to minimizing the time to determine required 
certifications when de-conflicting with other 
trade-off requirements. 

3.1.1.1.1 Time to 
Determine Needed 
Certifications Value 
Curve Is Linear with 
a Value of 1 at One 
Day or Less & Zero 

 1 Perform Rain Integration 
Process 
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at One Year 

3.1.1.2 Minimize Time to 
Address Required 
Certifications 

The system shall minimize time to address 
required certifications. 

3.1.1 Minimize Time 
to Address Statutory 
& Regulatory 
Requirements for 
Fielding 

3.1.1.2.1 Time to obtain 
waivers/interim approvals 
value curve is linear with a 
value of 1 at one day or less 
and zero at one year. 

3.1.1.2.2 Time to obtain full 
certification approvals value 
curve is linear with a value of 
1 at one day or less and zero 
at one year. 

1 Perform Rain Integration 
Process 

3.1.1.2.1 Time to obtain 
waivers/interim 
approvals value 
curve is linear with 
a value of 1 at one 
day or less and zero 
at one year. 

The system shall value the time to obtain 
waivers/interim approvals with a value curve 
that is linear with a value of 1 at one day or less 
and zero at one year. 

3.1.1.2 Minimize 
Time to Address 
Required 
Certifications 

3.1.1.2.1.1 Weight 35% for 
Minimize Time to Obtain 
Waiver/Interim Approvals. 

1 Perform Rain Integration 
Process 

3.1.1.2.1.
1 

Weight 35% for 
Minimize Time to 
Obtain 
Waiver/Interim 
Approvals. 

The system shall apply a trade weight of 35% 
to minimizing the time to obtain 
waivers/interim approvals when de-conflicting 
with other trade-off requirements. 

3.1.1.2.1 Time to 
obtain 
waivers/interim 
approvals value 
curve is linear with a 
value of 1 at one day 
or less and zero at 
one year. 

 1 Perform Rain Integration 
Process 

3.1.1.2.2 Time to obtain full 
certification 
approvals value 
curve is linear with 
a value of 1 at one 
day or less and zero 
at one year. 

The system shall value the time to obtain full 
certification approvals with value curve that is 
linear with a value of 1 at one day or less and 
zero at one year. 

3.1.1.2 Minimize 
Time to Address 
Required 
Certifications 

3.1.1.2.2.1 Weight 35% for 
Minimize Time to Obtain Full 
Certification Approval 

1 Perform Rain Integration 
Process 

3.1.1.2.2.
1 

Weight 35% for 
Minimize Time to 
Obtain Full 

The system shall apply a trade weight of 35% 
to minimizing the time to obtain full 
certification approvals when de-conflicting with 

3.1.1.2.2 Time to 
obtain full 
certification 

 1 Perform Rain Integration 
Process 
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Certification 
Approval 

other trade-off requirements. approvals value 
curve is linear with a 
value of 1 at one day 
or less and zero at 
one year. 

3.1.2 Provide Means to 
Manage Risks 

The system shall provide a means to manage 
risks. 

3.1 
PERFORMANCE 
TRADE-OFF 

3.1.2.1 Minimize waivers and 
interim approvals 

1 Perform Rain Integration 
Process 

3.1.2.1 Minimize waivers 
and interim 
approvals 

The system shall minimize waivers and interim 
approvals. 

3.1.2 Provide Means 
to Manage Risks 

3.1.2.1.1 Percentage of 
waivers/interims value cure is 
linear with value of 1 at 0% 
and 0 at 100%. 

1 Perform Rain Integration 
Process 

3.1.2.1.1 Percentage of 
waivers/interims 
value cure is linear 
with value of 1 at 
0% and 0 at 100%. 

The system shall value the percentage of 
waivers/interims with a value cure that is linear 
with value of 1 at 0% and 0 at 100%. 

3.1.2.1 Minimize 
waivers and interim 
approvals 

3.1.2.1.1.1 Weight 15% 
Percentage of 
Waivers/Interims Approvals 

1 Perform Rain Integration 
Process 

3.1.2.1.1.
1 

Weight 15% 
Percentage of 
Waivers/Interims 
Approvals 

The system shall apply a trade weight of 15% 
to minimizing the percentage of 
waivers/interims when deconfliction with other 
trade-off requirements. 

3.1.2.1.1 Percentage 
of waivers/interims 
value cure is linear 
with value of 1 at 0% 
and 0 at 100%. 

 1 Perform Rain Integration 
Process 

3.2 COST TRADE-
OFF 

The first phase of this systems development 
shall not address this phase. 

3 TRADE-OFF 
REQUIREMENTS 

3.2.1 Cost 1 Perform Rain Integration 
Process 

3.2.1 Cost N/A. 3.2 COST TRADE-
OFF 

 1 Perform Rain Integration 
Process 

3.3 COST-
PERFORMANCE 
TRADE-OFF 

The first phase of this systems development 
shall not address this phase. 

3 TRADE-OFF 
REQUIREMENTS 

3.3.1 Cost-Performance 1 Perform Rain Integration 
Process 

3.3.1 Cost-Performance N/A. 3.3 COST-
PERFORMANCE 
TRADE-OFF 

 1 Perform Rain Integration 
Process 

4 QUALIFICATION Requirements on observing and collecting data 
from tests, how the collected data will be used 

0 REQUIREMENTS 4.1 OBSERVANCE 1 Perform Rain Integration 
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REQUIREMENTS to verify the RAIN works as specified, how 
RAIN will be validated to meet user needs, and 
how RAIN will be determined to be acceptable. 

CONTEXT REQUIREMENTS 

4.2 VERIFICATION 
REQUIREMENTS 

4.3 VALIDATION 
REQUIREMENTS 

4.4 ACCEPTANCE 
REQUIREMENTS 

Process 

4.1 OBSERVANCE 
REQUIREMENTS 

Data on the performance of the RAIN system 
shall be collected per the lower lever 
requirements. 

4 QUALIFICATION 
REQUIREMENTS 

4.1.1 Verification tests by 
development team 

4.1.2 Validation tests by user 
representatives 

1 Perform Rain Integration 
Process 

4.1.1 Verification tests by 
development team 

The system verification testing shall be 
conducted by members of the system 
development team 

4.1 OBSERVANCE 
REQUIREMENTS 

 1 Perform Rain Integration 
Process 

4.1.2 Validation tests by 
user representatives 

The system validation testing shall be 
conducted by PMA-263 user representatives. 

4.1 OBSERVANCE 
REQUIREMENTS 

 1 Perform Rain Integration 
Process 

4.2 VERIFICATION 
REQUIREMENTS 

Verification of the performance of the RAIN 
system shall be in accordance with these sub-
requirements. 

4 QUALIFICATION 
REQUIREMENTS 

4.2.1 Verify features against 
req doc 

1 Perform Rain Integration 
Process 

4.2.1 Verify features 
against req doc 

The system shall be verified by comparing the 
system’s features against this requirements 
document. 

4.2 VERIFICATION 
REQUIREMENTS 

4.2.1.1 Verified when all 
requirements are met 

1 Perform Rain Integration 
Process 

4.2.1.1 Verified when all 
requirements are 
met 

The system shall be verified as being complete 
if it meets all the requirements listed in the 
operations phase of this requirements 
document. 

4.2.1 Verify features 
against req doc 

 1 Perform Rain Integration 
Process 

4.3 VALIDATION 
REQUIREMENTS 

Validation of the performance of the RAIN 
system shall be in accordance with these sub-
requirements. 

4 QUALIFICATION 
REQUIREMENTS 

4.3.1 Validate system 
functions against user needs 

1 Perform Rain Integration 
Process 

4.3.1 Validate system 
functions against 
user needs 

The system shall be validated as being correct 
by operating system and comparing its abilities 
against what the user needs. 

4.3 VALIDATION 
REQUIREMENTS 

4.3.1.1 Validated when all 
user needs are met 

1 Perform Rain Integration 
Process 
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4.3.1.1 Validated when all 
user needs are met 

The system shall be verified as being complete 
if it meets all the requirements listed in the 
operations phase of this requirements 
document. 

4.3.1 Validate 
system functions 
against user needs 

 1 Perform Rain Integration 
Process 

4.4 ACCEPTANCE 
REQUIREMENTS 

Acceptance of the RAIN system shall be in 
accordance with the lower level requirements. 

4 QUALIFICATION 
REQUIREMENTS 

4.4.1 Acceptable if validation 
indicates needs are me 

1 Perform Rain Integration 
Process 

4.4.1 Acceptable if 
validation indicates 
needs are me 

The system shall be considered acceptable 
when the results of the validation testing 
indicate all user needs are addressed. 

4.4 ACCEPTANCE 
REQUIREMENTS 

4.4.1.1 Suggestions for 
improvements bound needs 
will be remanded for future 
projects 

1 Perform Rain Integration 
Process 

4.4.1.1 Suggestions for 
improvements 
bound needs will be 
remanded for future 
projects 

Suggestions for improving ease of use or speed 
of use of the system shall be recorded and 
remanded for future projects. 

4.4.1 Acceptable if 
validation indicates 
needs are me 

 1 Perform Rain Integration 
Process 

 
 
 
 



 

131 
 

APPENDIX C. ARCHITECTURE 

  

 

Component Section 

IDEF0 Section  

FFBD Section 
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COMPONENT SECTION 
 
 
 

 
 

 

 

0

RAIN SYSTEM

Component

1

Rain Process

Component

EXT.1

PMA-263/
Developer

Component

EXT.2

Technical SME's
Guidance

Component

EXT.3

T&E

Component

EXT.4

Technical SME's
Approval

Component

EXT.5

PMA-263/
WarFighter

Component

hier RAIN SYSTEM

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

1

Rain Process

Component

1.1

Certification
Initiation

Component

1.X.1

Safety

Component

1.X.2

Security

Component

1.X.3

Interoperability

Component

1.X.4

Compatibility

Component

1.2

Certification
Collectors

Component

1.X.1

Safety

Component

1.X.2

Security

Component

1.X.3

Interoperability

Component

1.X.4

Compatibility

Component

1.3

Analysis Process

Component

1.X.1

Safety

Component

1.X.2

Security

Component

1.X.3

Interoperability

Component

1.X.4

Compatibility

Component

1.4

Risk

Component

1.X.1

Safety

Component

1.X.2

Security

Component

1.X.3

Interoperability

Component

1.X.4

Compatibility

Component

1.5

Package
Developing

Component

1.X.1

Safety

Component

1.X.2

Security

Component

1.X.3

Interoperability

Component

1.X.4

Compatibility

Component

hier Rain Process

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013



 

133 
 

n2 Perform Rain Integration Process ) 

-Q_(!~<! -( <;:Q~L,~l 
_Q_~~~!<?P_~<L_·_ 
_.?_t_<!M<?rv/,"_ 
System Req ... 

• 1.1 

Determine 
Certifications 

Developed 
____ ?.x~~~~----
Test Results 

_. Data Need 
y Certification 

Certification !nit... y 

1.2 

Collect 
Certifications 

Certification Col. .. 

Certifications 
_ __ R~~~ipn ___ _ 
Risk Asses ... 

- srar~ror~T:--

1.3 

Assembled/ 
Updated 

Data 
Package(s) 

... 

Analyze 
Certifications 

Analvsis Process 

Design 
___ -~b?ng~-~ ___ _ 

Developed 
System 

Design 
Changes 

• 
• ~1~·~4--------~ 

Risk ..,. 
Assessment 

Address Risk 

Risk 

Test Results 

Request 
More Data 

_Q_~~ign -<;:!1_<! ,._._ 

Assembled f-to ~~9.l!~~~-~9'" 
Data Package _T_~<;b!lJ~?LJL._ 

1.5 

Develop 
Certification 

Package 

Packaqe Develo ... 

Test Directi ... 

Risk 
Assessment 

Certification 
~ Approval 

___ P?_<;~9.~~--
Final System 

Project: 
STUAS Project July 22, 2013 !Organization: I Date: 

Naval Postgraduate School (N.P.S) I 



 

134 
 

RAIN IDEF0 SECTION 

Certification
Approval
Packages

Developed
Payload

Certifications Approval

Certifications
Rejection

Data (CDRLs)

Design
Changes

Developed
Payload

Developed System

Final System

Test Results

PMA-263/Developer PMA-263/WarFighter
Rain Process

RAIN SYSTEM

Request More DataRisk Assessment

Statutory/Regulatory Requirements

System Requirements

T&E

Technical Approval Request

Technical SME's ApprovalTechnical SME's Guidance

Test Direction/Guidance

Test Results

Test
System

EXT.1

Address
PMA-263
Activities

EXT.2
Provide

Regulatory/
Statutory

Requirements

1

Perform Rain
Integration

Process

EXT.3

Provide Test &
Evaluation

EXT.4

Perform
Certifications

Review

EXT.5

Field Payload

idef0 STUAS System

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013  

 

Design Changes

Assembled Data Package

Assembled/
Updated Data
Package(s)

Certification Appr...

Certifications Rejection

Data (CDRLs)
Data Need Certification

Design
Changes

Developed Payload

Developed System

Final System

Request More Data

Risk Assessment
Risk Assessment

Statutory/Regulatory Requirements

System Requirements

Technical Approval Request

Analysis ProcessCertification Col...Certification Initiation Package Developing

Rain Process

Risk

Test Direction/Guidance

Test Results

Test System

1.1

Determine
Certifications

1.2

Collect
Certifications

1.3

Analyze
Certifications

1.4

Address Risk

1.5

Develop
Certification

Package

idef0 Perform Rain Integration Process

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Certificate Package Need Approval

Certification Initiation

Certification List

Data (CDRLs)

Data Need Certification

Developed Payload

Request More Data

Statutory/Regulatory Requirements

System Requirements
1.1.1

Construct
Certification List

1.1.2

Assemble
Certification
Components

1.1.3

Sort Certification
List

idef0 Determine Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013
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Certificate Package Need ApprovalCertification List

Certification Initiation

CompatibilityInteroperabilitySafety Security

1.1.2.1

Determine
Safety

Certifications

1.1.2.2

Determine
Security

Certifications

1.1.2.3

Determine
Interoperability
Certifications

1.1.2.4

Determine
Compatibility
Certifications

idef0 Assemble Certification Components

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Certificate Package Need ApprovalCertification List

Safety

1.1.2.1.1

Address
Airworthiness
Certifications

1.1.2.1.2

Address
Battery

Certifications

1.1.2.1.3

Address Laser
Certifications

1.1.2.1.4

Address
Weapon

Certifications

1.1.2.1.5

Address
System Safety
Certifications

1.1.2.1.6

Address Range
Safety

Certifications

1.1.2.1.7

Address E3
Certifications

idef0 Determine Safety Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Certificate Package Need ApprovalCertification List

Security

1.1.2.2.1

Address IA
Certifications

1.1.2.2.2

Address
Anti-Tamper
Certifications

1.1.2.2.3

Address
SAASM

Certifications

1.1.2.2.4

Address
Clinger-Cohen

Act Certifications

idef0 Determine Security Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Certificate Package Need ApprovalCertification List

Interoperability

1.1.2.3.1

Address
Spectrum

Certifications

1.1.2.3.2

Address CDL
Certifications

1.1.2.3.3

Address JITC
Certifications

idef0 Determine Interoperability Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Certificate Package Need ApprovalCertification List

Compatibility

1.1.2.4.1

Address
Environmental
Certifications

1.1.2.4.2

Address T&E
Certifications

idef0 Determine Compatibility Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Assembled/Updated Data Package(s)

Certification Item Approval

Certification Item Need Approval

Data Need Certification

Certification Collectors

Developed System
Test Results

1.2.1

Assemble Data
Item

1.2.2

Perform
Authority Officer

1.2.3

Perform Data
Collection

idef0 Collect Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013
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Assembled/Updated Data Package(s)

Certification Collectors

Certification Item Approval

Compatibility
InteroperabilitySafety Security

1.2.3.1

Collect Safety
Certification Data

1.2.3.2

Collect Security
Certification Data

1.2.3.3

Collect
Interoperability

Certification Data

1.2.3.4

Collect
Compatibility

Certification Data

idef0 Perform Data Collection

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Assembled/Updated Data Package(s)Certification Item Approval

Safety

1.2.3.1.1
Collect

Airworthiness
Certifications

Data

1.2.3.1.2

Collect Battery
Certifications

Data

1.2.3.1.3

Collect Laser
Certifications

Data

1.2.3.1.4

Collect Weapon
Certifications

Data

1.2.3.1.5
Collect System

Safety
Certifications

Data

1.2.3.1.6

Collect Range
Safety

Certification Data

1.2.3.1.7

Collect E3
Certification Data

idef0 Collect Safety Certification Data

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Assembled/Updated Data Package(s)Certification Item Approval

Security

1.2.3.2.1

Collect IA
Certifications

Data

1.2.3.2.2
Collect

Anti-Tamper
Certifications

Data

1.2.3.2.3

Collect SAASM
Certifications

Data

1.2.3.2.4
Collect

Clinger-Cohen
Act

Certifications ...

idef0 Collect Security Certification Data

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Assembled/Updated Data Package(s)Certification Item Approval

Interoperability

1.2.3.3.1

Collect Spectrum
Certifications

Data

1.2.3.3.2

Collect CDL
Certifications

Data

1.2.3.3.3

Collect JITC
Certifications

Data

idef0 Collect Interoperability Certification Data

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Assembled Data Package

Assembled/Updated Data Package(s)

Certification Package(s)

Certifications Need Analysis
Certifications Rejection

Design Changes
Request More Data

Risk Assessment

Statutory/Regulatory Requirements

Technical Approval Request
Test Direction/Guidance
Test System

Analysis Process

1.3.1

Specify Data

1.3.2

Provide Analysis

1.3.3

Address Data
Distribution

idef0 Analyze Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Assembled/Updated Data Package(s)Certification Item Approval

Compatibility

1.2.3.4.1
Collect

Environmental
Certifications

Data

1.2.3.4.2

Collect T&E
Certifications

Data

idef0 Collect Compatibility Certification Data

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013
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Certification Package(s)Certifications Need Analysis

Security

1.3.2.2.1

Analyze IA
Certifications

Data

1.3.2.2.2
Analyze

Anti-Tamper
Certifications

Data

1.3.2.2.3

Analyze SAASM
Certifications

Data

1.3.2.2.4
Analyze

Clinger-Cohen
Act Certifications

Data

idef0 Analyze Security Certifications Data

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Design Changes

Developed System

CompatibilityInteroperability

Risk

Risk Assessment

Safety Security

1.4.1

Address Safety
Certifications Risk

1.4.2

Address
Security

Certifications Risk

1.4.3

Address
Interoperability
Certification Risk

1.4.4

Address
Compatibility

Certification Risk

idef0 Address Risk

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Certification Package(s)Certifications Need Analysis

Compatibility

1.3.2.4.1
Analyze

Environmental
Certifications

Data

1.3.2.4.2

Analyze T&E
Certifications

Data

idef0 Analyze Compatibility Certification Data

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Certification Package(s)Certifications Need Analysis

Interoperability

1.3.2.3.1
Analyze

Spectrum
Certifications

Data

1.3.2.3.2

Analyze CDL
Certifications

Data

1.3.2.3.3

Analyze JITC
Certifications

Data

idef0 Analyze Interoperability Certifications Data

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Certification Package(s)

Analysis Process

Certifications Need Analysis

CompatibilityInteroperabilitySafety Security

1.3.2.1

Analyze Safety
Certification Data

1.3.2.2

Analyze Security
Certifications

Data

1.3.2.3
Analyze

Interoperability
Certifications

Data

1.3.2.4

Analyze
Compatibility

Certification Data

idef0 Provide Analysis

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Certification Package(s)Certifications Need Analysis

Safety

1.3.2.1.1
Analyze

Airworthiness
Certifications

Data

1.3.2.1.2

Analyze Battery
Certifications

Data

1.3.2.1.3

Analyze Laser
Certifications

Data

1.3.2.1.4
Analyze
Weapon

Certifications
Data

1.3.2.1.5
Analyze System

Safety
Certifications

Data

1.3.2.1.6
Analyze Range

Safety
Certifications

Data

1.3.2.1.7

Analyze E3
Certification Data

idef0 Analyze Safety Certification Data

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013
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Assembled Data Package

Certification Approval Packages

Final System

CompatibilityInteroperability

Package Developing

Safety Security

Test Results

1.5.1

Develop Safety
Certification

Package

1.5.2
Develop
Security

Certifications
Package

1.5.3
Develop

Interoperability
Certification

Package

1.5.4
Develop

Compatibility
Certifications

Package

idef0 Develop Certification Package

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Assembled Data Package

Certification Approval Packages

Final System
Test Results

Safety

1.5.1.1
Develop

Airworthiness
Certifications

Package

1.5.1.2

Develop Battery
Certifications

Package

1.5.1.3

Develop Laser
Certifications

Package

1.5.1.4
Develop
Weapon

Certifications
Package

1.5.1.5
Develop System

Safety
Certifications

Package

1.5.1.6
Develop Range

Safety
Certifications

Package

1.5.1.7

Develop E3
Certification

Package

idef0 Develop Safety Certification Package

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Design Changes

Developed System

Interoperability

Risk Assessment

1.4.3.1

Address
Spectrum

Certifications Risk

1.4.3.2

Address CDL
Certifications Risk

1.4.3.3

Address JITC
Certifications Risk

idef0 Address Interoperability Certification Risk

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Compatibility

Design Changes

Developed System
Risk Assessment

1.4.4.1

Address
Environmental

Certifications Risk

1.4.4.2

Address T&E
Certifications Risk

idef0 Address Compatibility Certification Risk

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Design Changes

Developed System
Risk Assessment

Security

1.4.2.1

Address IA
Certifications Risk

1.4.2.2

Address
Anti-Tamper

Certifications Risk

1.4.2.3

Address SAASM
Certifications Risk

1.4.2.4
Address

Clinger-Cohen
Act Certifications

Risk

idef0 Address Security Certifications Risk

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Design Changes

Developed System
Risk Assessment

Safety

1.4.1.1

Address
Airworthiness

Certifications Risk

1.4.1.2

Address Battery
Certifications Risk

1.4.1.3

Address Laser
Certifications Risk

1.4.1.4

Address
Weapon

Certifications Risk

1.4.1.5

Address System
Safety

Certifications Risk

1.4.1.6

Address Range
Safety

Certifications Risk

1.4.1.7

Address E3
Certifications Risk

idef0 Address Safety Certifications Risk

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013
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Assembled Data Package

Certification Approval Packages

Compatibility

Final System
Test Results

1.5.4.1
Develop

Environmental
Certifications

Package

1.5.4.2

Develop T&E
Certifications

Package

idef0 Develop Compatibility Certifications Package

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Assembled Data Package

Certification Approval Packages

Final System

Security

Test Results

1.5.2.1

Develop IA
Certifications

Package

1.5.2.2
Develop

Anti-Tamper
Certifications

Package

1.5.2.3

Develop SAASM
Certifications

Package

1.5.2.4
Develop

Clinger-Cohen
Act Certifications

Package

idef0 Develop Security Certifications Package

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

System Requirements

Data (CDRLs)

Design Changes
Developed Payload

Developed System

Needs

Payload Developing

PMA-263/Developer

Request More Data

Developed Payload

Requirement Officer

Risk Assessment

Stakeholder System Integration Process

System Requirements

Test Results

EXT.1.1

Define User
Needs

EXT.1.2

Address
Requirements

EXT.1.3

Develop Payload

EXT.1.4

Provide System
Integration

idef0 Address PMA-263 Activities

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

Assembled Data Package

Certification Approval Packages

Final System

Interoperability

Test Results

1.5.3.1
Develop
Spectrum

Certifications
Package

1.5.3.2

Develop CDL
Certifications

Package

1.5.3.3

Develop JITC
Certifications

Package

idef0 Develop Interoperability Certification Package

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013
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RAIN FFBD Decomposition Section 
 

 
 

Ref. AND

EXT.1

Address PMA-263
Activities

PMA-263/Developer

EXT.2

Provide
Regulatory/Statutory

Requirements

Technical SME's Guidance

AND

1

Perform Rain
Integration

Process

Rain Process

AND

EXT.3

Provide Test &
Evaluation

T&E

EXT.4

Perform Certifications
Review

Technical SME's Approval

AND

EXT.5

Field Payload

PMA-263/WarFighter

Ref.

ffbd STUAS System

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

EXT.1

Address PMA-263
Activities

PMA-263/Devel...

EXT.2

Provide
Regulatory/Stat...

Technical SME's...

AND

1.1

Determine
Certifications

Certification Initiation

1.2

Collect Certifications

Certification Collectors

1.3

Analyze
Certifications

Analysis Process

1.4

Address Risk

Risk

1.5

Develop Certification
Package

Package Developing

AND

EXT.3

Provide Test &
Evaluation

T&E

EXT.4

Perform
Certifications Re...

Technical SME's...

ffbd Perform Rain Integration Process

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

EXT.1

Address PMA-263
Activities

PMA-263/Devel...

EXT.2

Provide
Regulatory/Stat...

Technical SME's...

AND

1.1.1

Construct
Certification List

Certification Initiation

1.1.2

Assemble
Certification
Components

Certification Initiation

1.1.3

Sort Certification List

Certification Initiation

1.2

Collect
Certifications

Certification Col...

ffbd Determine Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013
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1.1.1

Construct
Certification List

Certification Init...

AND

1.1.2.1

Determine Safety
Certifications

Safety

1.1.2.2

Determine
Security

Certifications

Security

1.1.2.3

Determine
Interoperability
Certifications

Interoperability

1.1.2.4

Determine
Compatibility
Certifications

Compatibility

AND

1.1.3

Sort Certification
List

Certification Init...

ffbd Assemble Certification Components

Project:
STUAS Project

Organization:
Naval Postgraduate School (...

Date:
July 20, 2013

1.1.1

Construct
Certification List

Certification Init...

AND

1.1.2.1.1

Address
Airworthiness
Certifications

Safety

1.1.2.1.2

Address Battery
Certifications

Safety

1.1.2.1.3

Address Laser
Certifications

Safety

1.1.2.1.4

Address Weapon
Certifications

Safety

1.1.2.1.5

Address System
Safety

Certifications

Safety

1.1.2.1.6

Address Range
Safety

Certifications

Safety

1.1.2.1.7

Address E3
Certifications

Safety

AND

1.1.3

Sort Certification
List

Certification Init...

ffbd Determine Safety Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (...

Date:
July 20, 2013

1.1.1

Construct
Certification List

Certification Init...

AND

1.1.2.2.1

Address IA
Certifications

Security

1.1.2.2.2

Address
Anti-Tamper
Certifications

Security

1.1.2.2.3

Address SAASM
Certifications

Security

1.1.2.2.4

Address
Clinger-Cohen

Act Certifications

Security

AND

1.1.3

Sort Certification
List

Certification Init...

ffbd Determine Security Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (...

Date:
July 20, 2013

1.1.1

Construct
Certification List

Certification Init...

AND

1.1.2.3.1

Address
Spectrum

Certifications

Interoperability

1.1.2.3.2

Address CDL
Certifications

Interoperability

1.1.2.3.3

Address JITC
Certifications

Interoperability

AND

1.1.3

Sort Certification
List

Certification Init...

ffbd Determine Interoperability Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (...

Date:
July 20, 2013
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1.1.1

Construct
Certification List

Certification Init...

AND

1.1.2.4.1

Address
Environmental
Certifications

Compatibility

1.1.2.4.2

Address T&E
Certifications

Compatibility

AND

1.1.3

Sort Certification
List

Certification Init...

ffbd Determine Compatibility Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (...

Date:
July 20, 2013

1.1

Determine
Certifications

Certification Init...

1.2.1

Assemble Data Item

Certification Collectors

1.2.2

Perform Authority
Officer

Certification Collectors

1.2.3

Perform Data Collection

Certification Collectors

1.3

Analyze
Certifications

Analysis Process

ffbd Collect Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (N.P.S)

Date:
July 20, 2013

1.2.2

Perform
Authority Officer

Certification Col...

AND

1.2.3.1

Collect Safety
Certification Data

Safety

1.2.3.2

Collect Security
Certification Data

Security

1.2.3.3

Collect
Interoperability

Certification Data

Interoperability

1.2.3.4

Collect
Compatibility

Certification Data

Compatibility

AND

1.3

Analyze
Certifications

Analysis Process

ffbd Perform Data Collection

Project:
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Figure 36:  Cost Model Research Matrix 
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·need to be confirmed I corTected. 
tentatively marked for deletion. 

·~""-'~~ indicate missing or incomplete sections. 
are the same as yellow but different to stand out. 

1 Input I Output Requirements for Operations 
The system shall input and output all data required in this section to support integration 

and fielding of payloads on STUAS. 

1.1 Input Requir ements for Operations 
The system shall input all data required in tllis sections below to support integration and 

fielding of payloads on STUAS at the Mission, Stakeholder, System, Component, and 
Configuration levels. 

1.1.1 Payload 
The system shall accept the payload as an input. 

1.1.2 Teclm.ical Data Package (TDP) 
The system shall input Teclmical Data Packages to support certification. 

1.1.2.1 Design Descriptwn 
The system input the payload design description. 

1.1.2.1.1 System star1 trigger 
The system shall be initiated by the receipt of a first ar1icle and design description 

1.1.2.2 PayloadData 
The system shall collect data on the performance of the payload. 

1.1.2.2.1 Data for each type of certification 
The system shall support inputting all data for each certification 

1.1.2.2.1.1 Data for each individual certification 
The system shall input all data for each certification required for specific payload 

integration and fielding as identified by the certification authority. 

1.1.3 Technical G uidance from Certification Authority 
The system shall input data fi·om each technical cet1ification authority to identify payload 

specific data and cet1ification applicability. 

1.1.4 Payload Returned from Testing 
The system shall collect the payload after T&E is completed. 
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1.1.5 T&E Summary 

1.1. 5.1 Collection of Test Reports 

1.1. 5 .1.1 Test Repotts for each area 
The system shall support inputting all test reports for each cettification 

1.1.5.1.1.1 Test Report for each cert (as applicable) 
The system shall input all test reports for each certification required for specific payload 

integration and fielding as identified by the certification authority 

1.1.6 Packages from Technical Certification Authorities 

1.1. 6.1 Collection of certification results 
The system shall input the results of each certification request. 

1.1.6.1.1 Cert results for each area 
The system shall input overall Safety, Security, Interoperability, and Compatibility. 

1.1.6.1.1.1 Cert results for each type 
The system shall input all certification results for each cet1ification required for specific 

payload integration and fielding as identified by the certification authority 

1.1.7 System Requirements 
The system shall input the payload mission requirements. 

1.2 Output Requirements for Operations 
The system shall output all data required in this sections below to suppot1 integration and 

fielding of payloads on STUAS at the Mission, Stakeholder, System, Component, and 
Configuration levels. 

1.2.1 Fielding decision support package 
The system shall provide the Program Manager with a fielding options decision support 

package. 

1.2.2 T&E 

1.2.2.1 T&E Support Request 
The system shall output a T&E support request 

1.2.2.2 Payload to T&E 
The system shall provide an integrated payload, with necessary certification to support 

testing. 

1.2.2.3 Direction to T&E 
The system shall output the needed testing data to develop test plans. 

1.2.3 Design Guidance 
The system shall output the needed design changes to meet certifications. 
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1.2.4 Request for more data to Developer 
l11e system shall output requests for additional data needed to complete certifications. 

1.2.5 Certification Approval Request 
The system shall output the request to the certification approval authority when all 

technical data has been provided. 

1.2.5.1 Initial Data Package for certification 
The system shall output data packages to the certification approval authority for initial 

certification request. 

1.2. 5. 2 Updated Data Package for certification 
The system shall output data packages updates to the certification approval authority as 

required and upon request. 

1.3 External Interface Requirements for Oper·ations 
The system shall interface with all external entities needed for payload intergration, 

certification and fielding. 

1.3.1 PMA-263 
The system shall interface with PMA-263 representatives. 

1.3.2 T&E 
The system shall interface with T &E representatives. 

1.3.3 Certification Authorities 
'TI1e system shall interface with all representatives required for system cettification. 

1.3.3.1 PlviA Internal Certification SME's 
'The system shall interface with I A V AIR and DoD SMEs as need for certification. 

1.3.4 Developer 
The system shall interface with payload and platform developers. 

1.4 Fwtct.ional Requirements for Operations 
The system shall support the payload meeting all fimctional requirements outlined below 

for certification and operation. 

1.4.1 Payload Matw·it.y 
'TI1e system shall provide a means to show a payload is ready to be fielded. 

1.4.1.1 Regulatory and Statutory Compliance 
The system shall provide a means to have the payload comply with statutes and 

regulations. 
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1.4.1.1.1 Determine Required Certifications 

The system shall provide a means to determine the certifications needed based on the 
capabilities of the new payload. 

1.4.1.1.1.1 Certification Tracking 

The system shall provide a means to track that all certifications are addressed. 

1.4.1.1.2 Certification Data Collection 

The system shall provide a means to collect the data needed to suppott each of the 
required certifications. 

1.4.1.1.3 Cetti:fication Data Package Evaluation 

The system shall provide a means to evaluate the pre-submission data package for 
each technical certification for adequacy. 

1.4.1.1.4 Interface with Certification Authorities 

The system shall provide the means of interfacing with the technical certification 
authorities. 

1.4.1.1.4.1 Compliance Process 

The system shall provide the process for complying with the guidance from the 
technical certification authority. 

1.4.1.2 lnteroperability 
The system shall provide the information needed to prove lnteroperability. 

1.4.1.3 Safety 
The system shall provide the information needed to prove Safety. 

1.4.1.4 Security 
The system shall provide the information needed to prove Security. 

1.4.1.5 Suitability 
The system shall provide the information needed to prove Suitability. 

1.4.1.6 E1wironmental Compatibility 
The system shall provide the information needed to prove Environmental Compatibility. 

6 of25 



 

163 
 

2 System-wide I TecJmology Requirements for Oper-ations 

2.1 TecJmology Requirements for Opemtions 
The system shall be constrained by the following teclmology requirements. 

2.1.1 Docwnentation 
The system documentation shall be limited to being in MS Office formats (MS Word 

2003, MS Excel 2003, or MS Power Point 2003 formats). 

2.1.2 Computer Networks 
The system Computer network based information exchange shall operate within the 

limits ofwhat the NMCI will allow or suppoti. 

2.1.3 Written Conmmnication 
Written communication of the system information shall be through DoD approved 

encrypted e-Mail. 

2.1.4 File Sharing 
File sharing shall be limited to PMA-263 and DoD approved contractor databases 

2.2 Suitability and Quality Requirements for Operations 
The system shall support the following suitability and quality requirements for operation. 

2.2.1 Complete Fielding Decision Packages 
The system shall produce complete fielding decision packages. 

2.2.1.1 111e system shall address all rele••ant statutes and regulations. 

2.2.1.1 .1 The system shall provide a tailored list of required certifications by payload system 
type. 

2.2.1.1.2 The system shall provide the Cettifications, approvals, letter, or waiver for all required 
statutes and regulations. 

2.2.1.1 .3 The system shall provide instructions on the order and relative start times for each 
cetiification. 

2.2.1.1.4 The system shall provide aggregated risk level analysis from the use of the waiver and 
interim approvals. 

2.2.1.1.4.1 The system shall provide instructions on the risks level of using waivers or interim 
approvals. 

2. 2. 1. 2 J11e system shall provide the justiftcation for omitted certifications (statlltes am/lor 
regulatiom certijicati01u). 

2.2.2 Accw·ate Fielding Decision Packages 
The system shall produce complete accurate fi elding decision packages. 

2.3 Cost Requirements for Operations 
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The system shall incur the same or lower costs as the cmTent processes used to fhlly 
support payload fielding decisions. 

2.4 Sl~hedule Requirements for Operntions 
The system shall provide an option to take 18 months or Jess to produce the fielding 

decision package. 
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3 Trade-oft' Requirement for Oper·ations 
The below fi.mdamental o~jectives hierarchy indicate the weighted values for each 

bottom level objective for use in trading off features used during operations, but implemented 
during development and manu£1cturing. 

1 r~ 1 15% 35~% 3~~ 1~~ 
:G_ :~ 0~ 0 

1 Day 1 Day 1 Day 1 Yflll 0.. 100.. 

3.1 Pe•·formance Trade-ofT Requirements for Operations 
The system shall perform a trade-off analysis based on the factors identified in the 

systems fundamental objectives hierarchy. 

3.1.1 Time to Address Statutory & Regulatory Requirement 
The system shall minimize time to address statutory and regulatory requirements for 

fielding. 

3.1.1.1 The system shall minimize time to determine certifications required to be pursued 

3.1.1.1.1 The system shall value the time to determine needed certifications with a value curve 
that is linear with a value of 1 at one day or less and zero at one month . 

3.1.1.1. 1.1 The system shall apply a trade weight of 15% to minimizing the time to determine 
required certifications when de-conflicting with other trade-of/requirements. 

3.1.1.2 The system shall minimize time to address required certifications. 

3.1.1.2.1 The system shall value the time to obtain waivers/interim approvals with a value curve 
that is linear wi th a value of 1 at one day or less and zero at six months. 

3.1.1.2.1.1 The system shall apply a trade weigl!tof35% to minimizing the time to obtain 
waivers/interim approvals when de-conflicting with other trade-off'requirements. 

3.1.1.2.2 The system shall value the time to obtain fi.tll certification approvals with value cmve 
that is linear wi th a value of 1 at one day or less and zero at one year. 

3.1.1.2.2.1 The system shall apply a trade weight of35% to minimizing the time to obtain full 
certification approvals when de-conflicting with other trade-of/requirements. 

3.1.2 Manage Risks 
The sy~tem shall provide a means to manage risks. 

3.1.2.1 The system shall minimize waivers and interim approvals. 

3.1.2.1.1 The system shall value the percentage of waivers/interims with a value cure that is 
linear with value of 1 at 0% and 0 at 100%. 
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3.1.2.1.1.1 The system shall apply a trade wei9ht of 15% to minimizin9 the percenta9e of 
waivers/interims when de-conjlictinB with other trade-of! requirements. 

3.2 Cost Tradeotl" for Ope1·ations 
The fu·st phase of this systems development shall not address this phase. 

3.3 Cost-Pe•·formance Trade-ofT for Operations 
The first phase of this systems development shall not address this phase. 
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4 Qualification Requirement for Operations 

4.1 Observance Requirements for Operations 

4.1.1 Verification by Development Team 
The system verification testing shall be conducted by members ofthe system 

development team. 

4.1.2 Validation by User Reps 
The system validation testing shall be conducted by PMA-263 user representatives. 

4.2 Verification Plan Requirements for Operations 

4.2.1 Verify requirements met by features 
The system shall be verified by comparing the system features against this requirements 

document. 

4.2.1.1 The system shall be verified as being complete if it meets all the requirements listed in 
the operations phase of this requirements document. 

4.3 Validation Plan Requirements for Operations 

4.3.1 Validate System Operation Meets User Needs 
The system shall be validated as being correct by operating system and comparing its 

abilities against what the user needs. 

4.3.1.1 The system shall be verified as being complete if it meets all the requirements listed in 
the operations phase of this requirements document. 

4.4 Acceptance Plan Requirements for Operations 

4.4.1 Acceptable when Validated 
The system shall be considered acceptable when the results ofthe validation testing 

indicate all user needs are addressed. 

4.4.1.1 Suggestions for improving ease of use or speed of use of the system shall be recorded 
and remanded for future projects. 
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5 System Improvement I Upgrade Phase Requirements 
The fi rst phase of this systems development shal l not address thi s phase. 

6 Retirement Phase Rcq uircmcnts 
The fi rst phase of this systems development shal l not address thi s phase. 

7 Overall Trade-Otl' Requirements 
'Ibis section is to address comparisons across life-cycle phases in order to enable 

coherent evaluations of design options. 
NIA, the non-operational life-cycle phases are being conducted by Naval Postgraduate 

School students as part of their Capstone Project 
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8 Appendix A. Operational Concepts by Phase 

A text table format is used to describe the operational concepts and scenarios for all of 
the life-cycle phases. For the operations life-cycle phase sequence diagrams are also used. 

Operational Concept for the Development f>hase 

# Operational Concept Scenario Scenario J:YQ_e 
1 TI1e development phase will stat1 with the assignment of • System initialization 

the team members to a pitched project. 
2 The team will work together to research and draft a • Normal steady state 

project management plan (PMP). 
3 In the event that PMA-263 or NPS staff or other • Extremes of operations due 

stakeholders cannot respond quickly the team will to due to high and low peaks 
continue with development under the assumption that the ofthe ex1emal systems in 
cunent plan is con·ect enough. each standard operating 

mode in each context 
4 N/A • Standard maintenance 

modes of the system 
5 NIA • Standard resupply modes of 

the ~stem 
6 Lack of, or slow, response from stakeholders or SME's • Reaction to failure modes of 

in PMA-263 will be addressed by our team members in other systems 
PMA-263 who will act as response expatiators. 

7 Missing team members will be compensated for by • Failure modes due to 
having more than one team member up to speed on each internal problems, providing 
task. as much graceful 

degradation of the meta-
system aS_IJOssible 

Operational Concept for the Production f>hase 
(Make the templates, SEP, checklists, etc.) 

# Operational Concept Scenario Scenario Type 
1 System design will commence with the initial prototype • System initialization 

which will commence upon completion of requirements 
research. 

2 The system itself will be designed through the use of • Normal steady state 
evolutionary prototyping, where models are used to 
refine requirements and then the model is iteratively 
refined and expanded until the system is complete. 

3 NIA • Extremes of operations due 
to due to high and low peaks 
ofthe external systems in 
each standard operating 
mode in each context 
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4 

5 

6 

7 

# 
1 

2 

3 

4 

5 

6 

7 

NIA • Standard maintenance 
modes of the system 

NIA • Standard resupply modes of 
the system 

Rejection of our drafts of the project deliverables will be • Reaction to failure modes of 
countered with additional research to understand where other systems 
the stakeholder's needs were not addressed. Lack of 
response fi·om the PMA-263 will be addressed by our 
team members in PMA-263 who will act as response 
expatiators. Lack of response from NPS will be 
addressed by our facility advisors who will act as 
response expatiators. 
Disagreements within the team will be addressed through • Failure modes due to 
the use of consensus building discussions; but if internal problems, providing 
consensus cam1ot be achieved then multi-voting will be as much graceful 
used to make decisions base on a simple majority. degradation of the meta-

system as_1>_ossible 

Operational Concept for the Deploym ent J>hase 
(Install I Provide to the Stakeholders) 

Operational Concept Scenario Scenario Type 
Upon completion of the system build and verification • System initialization 
and validation testing the system will enter the 
deployment phase. 
Describe how the deployment of the new the system will • Normal steady state 
be rolled out to users I stakeholders. The documentation 
of the system processes, forms, and templates will be 
sent to Ops for proper formatting on letterhead and then 
routed for final signature. Ops will then assign a 
document number for local PMA-263 instmctions. CM 
will then log it accordingly. The document will then be 
routed to the IPTs within PMA-263. 
NIA • El\.1remes of operations due 

to due to high and low peaks 
ofthe external systems in 
each standard operating 
mode in each conte:-..1 

NIA • Standard maintenance 
modes of the system 

NIA • Standard resupply modes of 
the system 

NIA • Reaction to failure modes of 
other external systems 

Des<.:ribe how we will address not being ready for • Failure modes due to 
deployment. Deployment will be delayed. internal problems, providing 
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as much graceful 
degradation of the meta-
svstem as possible. 
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Operational Concept for the Training Phase 
(Train the users on how to use the tools and follow the process) 

This is outside the scope of the project, but will be attempted on a best effort if time 
allows 

# Operational Concept Scenario Scenario Type 
1 Describe preparation that will be done. Instructions are • System initialization 

sent out fi:om the PM A. 
2 Describe how training will be conducted. Questions • Normal steady state 

answered as they come up and directed back to the PM A. 
3 N/A • Extremes of operations due 

to due to high and low peaks 
ofthe external systems in 
each standard operating 
mode in each context 

4 NIA • Standard maintenance 
modes of the system 

5 N/A • Standard resupply modes of 
the system 

6 N/A • Reaction to fa ilure modes of 
other systems 

7 N/A • Failure modes due to 
internal problems, providing 
as much gracefhl 
degradation ofthe meta-
system as possible 

16 of25 



 

173 
 

Operational Concept for the Operations Phase 
(This is the meat of the new process and life-cycle. Not sure which is better here just the 

text table, or the sequence diagram, or both.) 
# Operational Concept Scenario Scenario Type 
1 A payload developer delivers a new payload to the PM A, • System initialization 

the developer provides data results from the tests it 
conducted, the PMA analyzes the data to determine if the 
payload meets SWAP requirements, the PMA analyzes 
the data to determine if it meets the lCD requirements for 
the intended STUAS, the PMA conducts a fit check and 
operational test, the PMA initiates the integration and 
fielding process. 

2 The PMA collects data from the OEM, the PMA • Normal steady state 
develops a data package for each technical certification, • Assumptions: 
NA V AIR SME's review the data packages, the SME's o The OEM has conducted 
determine that some data packages are sufficient and some of the needed tests. 
others are not sufficient, the sufficient data packages are o The Navy needs to 
presented to their approval authorities for technical conduct additional tests in 
certifications, additional testing is scheduled to order provide all the data 
supplement the data in the insufficient data packages, the needed to support all 
additional tests are conducted, the insufficient data required technical 
packages are updated, the NA V AJR SME's review the certifications. 
data packages, the SME's find the updated data packages 
to be sufficient, the updated data packages are presented 
to their approval authorities for technical certifications, 
the data packages are reviewed by the approval authority 
for each technical certification, the approval authority for 
each technical certification provides approval to the 
PMA, the PMA determines that all certifications have 
been sufficiently satisfied, the new SoS of payload and 
STUAS is fielded to the war fighter. 

3 The PMA collects data from the OEM, the PMA • Extremely quick operations 
develops a data package for each technical certification, • Assumptions: 
NAVAIR SME's review the data packages the SME's o The OEM has conducted 
determine the data packages are sufficient, the data all tests needed to provide 
packages are presented to the approval authority for each all the data needed to 
teclmical certification, the data package is reviewed by support all required 
the approval authority for each technical certification, the technical certifications. 
approval authority for each technical certification 
provides approval to the PMA, the PMA determines that 
all certifications have been sufficiently satisfied, the new 
SoS of payload and STUAS is fielded to the war fighter. 

4 The PMA collects data from the OEM, the PMA • Extremely quick operations 
develops a data package for each technical certification, • Assumptions: 
NAVAIR SME's review the data packages, the SME's o The 0 EM has conducted 
determine that some data packages are sufficient and some of the needed tests. 
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others are not sufficient, the sufficient data packages are o NA V AIR has some 
presented to their approval authorities for technical teclmical certifications 
certifications, NA V AIR submits waiver requests for the waived instead of 
teclmical certifications with insuflicient data packages, conducting additional 
the data packages and waiver requests are reviewed by tests. 
the approval authority for each teclmical certification, the 
approval authority for each technical certification 
provides approval to the PMA, the PMA determines that 
all certifications have been sufliciently satisfied or 
properly waived, the new SoS of payload and STU AS is 
fielded to the war fighter. 

5 The PMA collects data from the OEM, the PMA • Extremely slow operations 
develops a data package for each technical certification, • Assumptions: 
NAVA1R SM E's review the data packages, the SM E's o The OEM has conducted 
determine that some data packages are sufficient and some of the needed tests. 
others are not sufficient, the sufficient data packages are o NA V AIR seeks but is 
presented to their approval authorities for technical denied waivers on some 
certifications, N A V AIR submits waiver requests for the technical certifications. 
teclmical certifications with insuflicient data packages, 
the data packages and waiver requests are reviewed by 
the approval authority for each technical certification, the 
approval authority for one or more of the waivers rejects 
the requests, additional testing is scheduled to 
supplement the data in the insufficient data packages, the 
additional tests are conducted, the insufficient data 
packages are updated, the NA V AIR SME' s review the 
data packages, the SME' s find the updated data packages 
to be sufficient, the updated data packages are presented 
to their approval authorities for technical certifications, 
the data packages are reviewed by the approval authority 
for each technical certification, the approval authority for 
each technical certification provides approval to the 
PMA, the PMA determines that all certifications have 
been sufficiently satisfied or properly waived, the new 
SoS of payload and STU AS is fielded to the war fighter. 

• 
6 N/A • Standard maintenance 

modes of the system 
7 NIA • Standard resupply modes of 

the system 
8 A failure by one of the technical certification approval • Reaction to failure modes of 

authorities to render a verdict will be followed up by the other systems 
PMA until a the issue is resolved and a decision is 
rendered. 

9 The PMA collects data from the OEM, the PMA • Failure leading to E"1remely 
develops a data package for each technical certification, slow operations 
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Deve 

Operations - System Initialization Scenario 

Developer 

.... 

Payload 

Test Data 
(CDRLS) 

Concurrence on Function, 
SWaP, &lCD 

Operations - onnal Steady State Scenario 

PMA-263 

.. .. 

.. .. 

Ioper I I PMA-263 I T&E Facilities Teclmical Certification 
and SME's SME·s & Approvers 

Request More 
Data ..... ... 
Data (CDRLS) .. 

Data Package( s) .. .. 
Payload .. .. Approval(s) 

""'Test Data 
(CDRLS) 

.... 
Data Package 
Updates .. 

.... Approvals 

Approval 
... 

~ .... 
lntegrnted Pay ~ad & STUAS Capal ilily 
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Operations - E>-1remely Quick - All Data Available 

Dev eloper I I PMA-263 I T&E Facilit ies and Technical Certif ication SME's & WarFi 
SME's Approvers 

ghter 

... Request More Data ... 
Data (CDRLS) 

Data Package(s) 

-"-... 
Approval 

Integrated Payl ad & STU AS Capability 

Operations - E>-1remely Quick - Missing Data, but waived the cettification 

I 
Dev eloper I I PMA-263 I T&E Faci lities and Technical Certif ication SME's & WarFi 

SME's Approvers 
ghter 

... Request More Data ... 
Data (CDRLS) .. ... Data Package(s) 

Request Wa ivers 

Some Approval(s) 

Waivers 

Approva l 

:: Waivers 

Integrated Payl ad & STU AS Capability 
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Operations Extremely Slow - \lfissing Data, and waivers denied 

I eloper I I PMA· 263 I T&E Facilities and Technical Certification SME's & WarF 

SME's Approvers 
Dev ighter 

Request More Data 

Data (CDRLS) 
Data Package(s) _. 

~ 

Request Waivers 

Some Approval(s) 

Denied Waivers 

Payload ,.. 

Test Data ICDRL<;I .... 
Data Packu:e Update 

Approvals 

..... Approval 

.... 
..... Waivers 

Integrated Payl ad & STUAS Capability .. 

Operations Ex1remely Slow - Bad Design 

I Dev eloper I I PMA-263 I T&E Facilities and Technical Certification SME's & Warf 
SME's Approvers 

ighter 

Request More Oat< 

Data (CDRLS) 

Data Packa •e 

Direction to Fix Design 

Data (CDRLS) 

Data Package(s) 

Approval(s) 

.... App roval ... 

Integrated Payl ad & STUAS Capability 
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Risk 

Operations Extremely Slow - Bad Design and missing data 

I 
Dev eloper 

I I 
PMA-263 

I 
T&E Facilities and Technical Certification SME's & WarF 

SME's Approvers 
iehter 

Request More Oat< 

Data (CDRLS) 

Data PackaP.e 

Direction to Fix Design 

Data (CDRLS) 
Data Packaee(s} 

Payload ... 
Approval(s) 

~ 

Test Data lrnRI "I ..... 
Data Package Updat .. .. 

Approvals 
Approval 

Integrated Payloat & STUAS Capabi lity 

Operations Abandoned - Bad Design and Data Indicates Unacceptable Petformance I 

Developer 

Request More Data 

Data {CDRLS) 

Data Packa~e 

Direction to Abandon I 
~ Plan to not Fund 

OR 

Notice of Abandonment 
Default on Contract 

PMA- 263 T&E Faci lities and 
SME's 
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9 App~ndix B. Ext~mal Systems DiagJ"ams 
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Technical Guidance 

OA.O 
Payload--....1.----------1 

Data (CDRLS 

Perform RAIN 
Activities 

Technical Approval Request 
Desi gn Guidance Direction 
Test Dlrectlon/Guldat1Ct 
Data Package Approval 
Payload to Test & Evaluation 
Request More Data . 
Dire ction to Change Des1gn 

Certification ApprovaiiRejectiot 
Test Data (CDRLS 

Payload Tested 
l.----.--~Data Package Updates for Authority 

RAIN Operation 
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APPENDIX F. MODELING AND SIMULATION 

RAIN Simulation Results 
 

Theoretical upper and lower bounds on completing all possible certifications for a 
STUAS payload 

• Serial Risk Simulator® and iGrafx® 
• Parallel Risk Simulator® and iGrafx® 

 
Baseline Simulations 
 

• LASER Designator Runs 1 though 3 
• Passive EW Runs 1 though 3 
• Active EW Runs 1 though 3 

 
Lead-time Reduction Simulations 
 

LASER Designator Timeline Reductions Runs 1 though 3 
• Low Risk Timeline Reduction (LRTR) 
• Intermediate Risk Timeline Reduction (IRTR) 

 
Passive EW Timeline Reductions Runs 1 though 3 

• Low Risk Timeline Reduction (LRTR) 
• Intermediate Risk Timeline Reduction (IRTR) 

 
Active EW Timeline Reductions Runs 1 though 3 

• Low Risk Timeline Reduction (LRTR) 
• Intermediate Risk Timeline Reduction (IRTR) 

 
Cost Simulations 
 

LASER Designator Runs 1 though 3 
• Baseline (BL) 
• Intermediate Risk Timeline Reduction (IRTR) 
• Low Risk Timeline Reduction (LRTR) 

 
Passive EW Runs 1 though 3 

• Baseline (BL) 
• Intermediate Risk Timeline Reduction (IRTR) 
• Low Risk Timeline Reduction (LRTR) 

 
Active EW Runs 1 though 3 
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• Baseline (BL) 
• Intermediate Risk Timeline Reduction (IRTR) 
• Low Risk Timeline Reduction (LRTR) 

 
 

1st Build of the Simulation: All Certifications in Series 
Risk Simulator® 

• Triangular distribution for each certification duration. 
• 34 Certifications 

Mean = 469 weeks  
• 109.4 months 

80th % = 498 weeks 
• 116.2 months 

All in series is Very Unlikely 
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1st Build of the Simulation: All Certifications in Series 
 
iGrafx® Simulator 
 
 
Mean: 468 weeks 

• 109.2 months 
80th % = 495 weeks  

• 115.5 months 
Normal Distribution 
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2nd Build of the Simulation: All Certifications in Series 
Risk Simulator® 
• Triangular distribution for each certification duration. 
• 34 Certifications. 
Mean = 70 weeks  

• 16.2 months 
80th % = 84 weeks 

• 19.4 months 
All in Parallel is Very Unlikely 
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Develop & 
Build

 

0h

CDL

 

TriangleDist(26,104,52) h

End

IFC

TriangleDist(2,4,3) h

E3IAR

TriangleDist(2,2.5,2.2) h

EMC

TriangleDist(.2,.248,.218) h

EMI

TriangleDist(2,2.48,2.18) h

EMP

TriangleDist(2,2.48,2.18) h

EMV

TriangleDist(2,3,2.5) h

IFC 
Lead Time

 

TriangleDist(3,20,8) h

EMC Lead 
Time

 

TriangleDist(0,1,.6) h

EMI  Lead 
Time

 

TriangleDist(0,1,.6) h

EMP  Lead 
Time

 

TriangleDist(0,1,.6) h

EMV  Lead 
Time

 

TriangleDist(1,52,25) h

ESD  Lead 
Time

 

TriangleDist(0,1,.6) h

ESD

TriangleDist(1,1.24,1.09) h

RADHAZ  Lead 
Time

 

TriangleDist(0,1,.6) h

RADHAZ

TriangleDist(.4,.496,.436) h

HERF 
Analysis

TriangleDist(1,1.24,1.09) h

HERO 
Analysis

TriangleDist(1,1.24,1.09) h

HERP 
Analysis

TriangleDist(1,1.24,1.09) h

Bonding & 
Grounding

  Lead Time

 

TriangleDist(0,1,.6) h

Bonding & 
Grounding

TriangleDist(1,1.24,1.09) h

Lightning
Lead Time

 

TriangleDist(0,1,.6) h

Lightning

TriangleDist(2,2.48,2.18) h

P-Static
  Lead Time

 

TriangleDist(0,1,.6) h

P-Static

TriangleDist(1,1.24,1.09) h

Env Qual
  Lead Time

 

TriangleDist(1,4,2) h

Env Qual

TriangleDist(.14,1,.42) h

LRSB
Lead Time

 

TriangleDist(3,7,5) h

LRSB

TriangleDist(.2,2,.4) h

LASHAZ Eval
  Lead Time

 

TriangleDist(3,7,5) h

LASHAZ Eval

TriangleDist(1,3,2) h

LASER Design 
Checklist

Lead Time

 

TriangleDist(2,8,4) h

LASER Design 
Checklist

TriangleDist(1,3,2) h

FDA MIL-
Exempt Letter
  Lead Time

 

TriangleDist(1,5,3) h

FDA MIL-
Exempt Letter

TriangleDist(.2,1,.4) h

Battery 
Approval

Lead Time

 

TriangleDist(0,8,4) h

Battery 
Approval
Checklist

TriangleDist(2,26,14) h

IA
  Lead Time

TriangleDist(0,52,24) h

IA

TriangleDist(1,4.1,4) h

CCA
  Lead Time

TriangleDist(5.4,11.4,9) h

CCA

TriangleDist(1,3,2) h

Equip 
Spectrum Cert

Lead Time

 

TriangleDist(4,12,8) h

Intrum Equip 
Spectrum Certt

TriangleDist(26,52,39) h

Freq 
Assignments
  Lead Time

 

TriangleDist(4,12,8) h

Freq 
Assignments

TriangleDist(9,26,18) h

Sys Safety
  Lead Time

 

TriangleDist(1,26,4) h

Sys Safety

TriangleDist(.1,26,4) h

WSESRB
Lead Time

TriangleDist(5,12,8) h

WSESRB

TriangleDist(.1,1,.6) h

SAASM HAE
  Lead Time

 

0h

SAASM HAE

TriangleDist(26,104,52) h

Usually 
needs 
multiple 
reviews. 
UPDATE!

SAASM Design 
Req's for HAE
  Lead Time

TriangleDist(4,12,8) h

SAASM Design 
Req's for HAE

TriangleDist(1,2.5,1.5) h

PMA

0h

Start

HERO 
Testing

TriangleDist(2,3,2.5) h

HERO Testing
Lead Time

 

TriangleDist(1,52,25) h

Range Safety
  Lead Time

 

TriangleDist(1,4,3) h

Range Safety

TriangleDist(1,4,3) h

DT
  Lead Time

 

TriangleDist(2,8,5) h

DT

TriangleDist(1,12,3) h

OT
  Lead Time

 

TriangleDist(20,32,24) h

OT

TriangleDist(.5,2,1) h

JTIC
Lead Time

TriangleDist(4,12,8) h

JTIC

TriangleDist(10,13,12) h

Collect 
Results

2nd Build of the Simulation: All Certifications in Series 
iGrafx® Simulator 

 
Mean: 70 weeks 

• 16.2 months 
80th % = 81 weeks  

• 18.7 months 
Non-Normal Distribution P<0.005 
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Baseline Simulations 

 
LASER Designator Runs 1 though 3 

Passive EW Runs 1 though 3 
Active EW Runs 1 though 3 
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LASER Designator Runs 1 through 3 Baseline 

 
 
 
 

LASER Designator Runs 1 through 3 Baseline 
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LASER Designator Run Baseline Model 
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LASER Designator Run Baseline Output Data 

Summary for Cycle Time (Hrs) Laser Designator Run 1 
ActivityName = End 

Andenon·D~riing Hormo~lity Test 

17pr- f' r- ,.. 
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.. , 11D 115 ... .., OlD .,, 

Process Capability of Cyc le Time 

LSI. T•t9¢t USI. 
Proc:c:s.s D•t• 

I - Wilhn I 
ISL 0 - - Ov•r•ll 
Tan;J~t 52 I 
USL 78 I P<>teotial (Within) Capabilit~ 

Sam,,le 'vle•n 88.5322 Cp LOS 

Sam.>le 'I 500 CPL l,,, 
StD<v(\llithn) 1?.3478 CPU .(1.2$ 

!tD<v(Ove•aiO 1!.0'* Cpk .(1,2t 

Ovt.f'~l C"'!>•bllit) 

"" 
1.01 ,.,. M 4 

IX>U .0.2' 
Ppk .0.21 
Cpm 0.2) 

~ ),.., 
0 .0 17.5 35.0 52.5 70.0 07.5 105.0122.5 

Obstrvtd Perform•nce Exp. Wilhin Petfotm~rn Exp. OveQII Performar.<e 

" <.st. o.co 'Ill < lSl 0~0 %<1SL 0.00 
91 > JSL 79.t0 'Ill > USL 8032 %>USL eo.eo 
1lt T«~ ~,.~0 ~Total 80 32 %Total 8o.80 
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LASER Designator Run 2 Baseline 
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Elapsed Time in Weeks 

143903.10 1 

RAN-Protess-Laser·Rt112_6·27·13·hrs.igx 

Activity Statlstlcs In Weeks (Hours) 

Co tilt Avg Cycle Avg SeiV Avg Block Avg Work 

Wait until al certs are done. 500 58.94 58.94 58.94 0.00 

DT 500 56.37 56.37 50.97 5.40 

IFC Lead Time 1000 40.32 40.32 29.88 10.44 

E3LA..RUpdate 1000 29.68 29.68 27.45 2.23 

Range Salaty Lead Time 500 25.97 25.97 23.30 2.67 

LA.. & CCA Finish Together 500 18.43 18.43 18.43 0.00 

Range Safety 500 20.56 20.56 17.88 2.68 

Finish Together 500 7.23 7.23 7.23 0.00 

EMC Lead lime 500 0.54 0.54 0.00 0.54 

EMI Lead lime 500 0.53 0.53 0.00 0.53 

EMV Lead Time 500 25.72 25.72 0.00 25.72 

Env Qual Lead Time 500 2.31 2.31 0.00 2.31 

EnvQual 500 0.53 0.53 0.00 0.53 

LRSB Lead Time 500 5.02 5.02 0.00 5.02 

LRSB 1500 0.89 0.89 0.00 0.89 

LASHAZ Eva I Lead Time 500 4.98 4.98 0.00 4.98 

LASHAZEval 1000 1.99 1.99 0.00 1.99 

LASER Design Checklist Lead Time 500 4.65 4.65 0.00 4.65 

LASER Design Checklist 1000 2.06 2.06 0.00 2.06 

Develop & Buikl 500 0.00 0.00 0.00 0.00 

FDA MIL·EXe!1llt Letter 1000 0.53 0.53 0.00 0.53 

LA.. Lead Time 500 25.71 25.71 0.00 25.71 

LA.. (hterim) 500 3.02 3.02 0.00 3.02 

CCA Lead Time 500 8.59 8.59 0.00 8.59 

CCA 500 1.97 1.97 0.00 1.97 

Sys Safety 500 10.02 1002 0.00 1002 

PMA 3000 0.00 0.00 0.00 0.00 

Start 500 0.00 0.00 0.00 0.00 

OT 500 1.18 1.18 0.00 1.18 

OTLeadTime 500 25.27 25.27 0.00 25.27 

End 500 0.00 0.00 0.00 0.00 

DTLeadTime 500 4.98 4.98 0.00 4.98 

IFC 500 2.99 2.99 0.00 2.99 

E3l<I.R 1500 2.23 2.23 0.00 2.23 

EMC (lntra·Sys EMC) 500 0.22 0.22 0.00 0.22 

EMI 500 2.22 2.22 0.00 2.22 

EMV (l'lter-Sys EMC) 500 2.49 2.49 0.00 2.49 

FDA MIL·EXe!1llt Letter Lead Time 500 2.99 2.99 0.00 2.99 

1/1 
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Probability Plot of Cycle Time (Hrs) RAIN Laser Designator Run 2 
Normal 

99.9 
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LASER Designator Run 3 Baseline 
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El~psed Tim& i rn Weeks 

[ 2151 1.07 1 

Caunl Avg Cycle AvgSeN 

500 43.02 4l.D2 

A\IQ Bbck I AvgWart 

ODD 43.02 

Aelllvl ty StaUslles In Weeks 1 Hours) 

Court AvgCycle A't\9 Serv 

lA & CCA FlfiS~1 Togelher 50(} 18.43 18.4:3· 

Ra~e Safety 501) 20.56 20.56. 

Wfl n U"JOI all certs are oone 50(} 15 18 15 16 

Flni!ID ro~thar &II) 7,23 7,23 

DC'I'Cklp & Blild 50(} 0.00 0.00 

~ soo o.ao O.OD 

IFC 500 2.00 .2.99 

IFC Leat! Tirre 1Q0(} 10.44 10.44. 

LRSB le.ad Tifl'le 500 5.02 5.02 

LRSB 501) 0.89 0.99o 

LA-SBR Do sign Chor;klisl L~t~d Tirm 500 4.65 4.13& 

U>SBR Design Checkli~ 1001) 2.06 2.06 

lA Lea ell Tim: 500 2!:1.71 :25.71 

LA. (Interim) 50(} 3.02 3.02 

CCA Lead Time 500 8.59 8.59o 

CCA 500 1.97 1.97 

S)•s. sarety 50(} 10.02 10,02 

PMA 1500 0.00 0.00 

Start 500 0.00 0.00 

Di 500 1.18 1.18 

OT lead Tilllle 500 4.97 4.97 

Ra~e Safety Lead T1rre 501} 2.61 .2.67 

11 

A""Q Bbck AvgWork 

1S 4S 0 00 

17.88 2.68 

15-18 0 00 

7.2:3 0 DO 

0.00 0.00 

000 0.00 

O.QO 2.139 

O.QO 10.44 

0.00 5.02 

0.00 O.B9 

0.00 4.65 

0.00 2.06 

000 2S..71 

0.00 3.02 

0.00 8.59 

000 1.97 

000 10 02 

0.00 0.00 

0.00 0.00 

000 1 1 i3 

0.00 4·.97 

0.00 :2.57 
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Q, 

Probabi I ity Plot of Cycle Time (Hrs) RAIN LASER Designator Run 3 
Normal 
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Cycle lime 

Mean 43.02 
StDev 6.695 
N 500 

AD 1.467 
P-Value <0.005 
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Passive EW Runs 1 through 3 Baseline 
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Passive EW Run 1 Baseline
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£11PSICi lini! IIVMk5 

(901i-al1 ] 

Cwl A,y~q,'dt "'Sf« ·~~9od: 4iQ~ 
Clll 1000 MSO 6~10 000 0010 

SMSUKA.E 500 ~U4 519< 000 ;uc 
lfi\II'I'I~IAOSC«t!".met:l 500 39U 3914 000 )')U 

11 111 l t.'fln;tu!!h!'le "" 9680 9601 '"' 
,,. 

Sh' luHmlt 100 2S72 2112 000 2112 

lA. Lu!!Ttmt 100 'sn CIS'l 20\1 1 2171 

OTL~TI'nt 500 lS27 2527 000 2111 

F~MND~~ 2000 1790 1190 ooo l 1100 

&h1Jl~JIC"f(li$:sl 1000 U28 U 2t ooo l 142$ 

JTC 100 11&6 1116 000 1116 
lf.CL.-4dln 1000 1 nml 1:1275 122311 "" s,,s..~ 500 1002 10('2 000 1002 

CI:t. IUd hme 100 ?8/0 '"' "'11 "' 
WSESR8Ln~T1~ 15) 1.33 Ul 000 133 
WSESR8Ln~T1-. 15) 1.30 U) 000 13<) 

SMSUOt~nRr.;' .. I~JHI!E Lt~ ·,Tir:t 500 106 I~ 000 106 

II IIJ i t.'fiU~ 100 811 .. , 000 '" lttqA.'f'l~~ I Ud h!M 100 '" .. , 000 '" EqUIPSPtd!umCtrtlt~TIIllt 500 199 191 000 199 
JTClt:ldTn•ll 500 1J1 1J1 000 111 

01 500 14111 14111 14340 510 

IJIIta!!le.t 100 ... ... 000 ... 
lial fi")'A."""'allud iL":'l! 100 , .. , .. 000 , .. 
1.\ftlffltl\) 100 li1J ,., 000 '" 
If( 500 199 191 

000 1 
299 

Rill9tStlttr 500 2058 2018 1181 218 

I~IIQ! Sift" I Ud 111M 100 """ """ tJ69\ ,., 
1-Eill TtJI'ti 500 251 251 0.00 251 

;;,:~~! soo 41.10 47.10 c>l) 2<1 
~ Ill 1-lll ~ "iii 

:~::~cxe ~ 12J ~21 ~ E! 
1000 12HI 12141 11918 223 

Ell\ 500 122 122 000 222 
(l:4 100 191 191 000 191 

SUSUDe1oJn Rttslet.,.E 1000 1h9 Ut 000 H9 

~., , c • .m-. 
500 118 Ill 000 111 

~ U l t-111 -oc; 
~ 

I!!- - ~ 1.11t----! 11 ~ 111 

I£Rl 500 1.11 1.11 000 111 

lSD 100 111 111 000 111 

11-11 100 111 111 000 111 

W'lESRS 110 017 051 000 017 

W'lESRS 110 05<! 018 000 05<! 
RA.CHU oll\ii)9S ltJojlom! 500 05<! 011 000 05<! 

EWCLuHm1t 5oo l 7135 11M ~12 1 051 
EWILt~T(:"ll 500 013 O.Sl 000 013 

IIIVOtlli 1000 "' 0>3 000 0>3 

I SOit~lc.t 100 "' 0>3 000 0>3 

&ndi~&G10llldi!J1 lt~TaT'Ilt 500 0!2 0!-2 000 0!2 

RA.CHUA.IIii)9S 500 o.u 0.41 000 ou 
EIICO•o-SIIEWC) 500 022 022 000 022 

~ );) 000 1-W -oc; Ooii 
S>l 500 0.00 O.C? 000 000 

'" 100 000 000 000 000 

Wlll~!l~cttlstte~t 100 16?3 '"' 
,.,, 000 

susu~ te~jfn 500 0.00 OM 000 000 
Dtl'tlop&&.:IO 500 0.00 Ml 000 000 

~ SoO o.oo l-oM - .Oil 0:00 
~~eo'~ - ~ 0.00 O.C? 000 000 

~' .... ~~ 0.00 1- O.C? _ ooo 000 

~~~'-' 500 0.00 O.C? 000 000 
Qlltctlno~t~ 500 07l 01l on 000 

Qlle~U(R0Rettt5 100 IOJIJ '"" till OJ 000 

QllectW'JESH3Rt.Uts 100 000 000 000 000 

IA.&CO.Fillfl fQQtllltf 500 IU3 ll43 ll<l 000 

I'ISESOS<>I>* 500 ooo m 000 000 

~~ 5oO 113 1-111 '1i3 _...!,!!! 

•• 
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Summary for Cycle Time (Hrs) RAIN Passive EW Run 1 
ActivityName = End 

Ande~on·Darling Normality Test 

- A-Squared 0.36 

7~ "' 
P-Value 0.438 

r"i Mean 180.24 
StDev 15.85 

,_rf "\ Variance 251.15 
Skewness 0.218344 

v \ Kurtosis 0.241126 
N 500 

A 
-

frh Minimum 136.98 
1st Quartile 168.89 
Median 180.67 

135 "'' 165 ,., ,., 210 "' ~ 3rd Quartile 189.91 
Maximum 241.25 

* • • 95% Confidence Interval for Mean 

178.85 181.63 

95% Confidence Interval fo.r Median 
178.37 182.45 

95~ ConOden<e lnterv~ls 95% Confidence Interval for StOev 

~1 
I I I 

I 
14.92 16.90 

I I 

118 119 100 181 .., 183 

Process Capability of Cycle Time (Hrs) RAI N Passive EW Run 1 

l8 Tar~ USL 
Process Data 1--::. I Ill 0 

T"''I' 52 
Pottn<l~ (Will.;) Cop• blllty USI. 7t 

Cp • 
~Mt~n 180.24 
~N 500 CPl. • 
SU>ev(IAiithin) 16.1491 CPU ·2.11 

StOev(OveraiO 15.841') Cpk ·2.11 

Overalc.p.b;l;ty 

Pp • 
PPI. • 
PPU ·2.15 
Ppk ·2.15 
Cpm 0.07 

I I I "' L 
0 35 70 105 140 175 210 245 

Ob"'rvtd Pt~ Exp. W1thin Ptrfonn•Mt Exp. Owtt"fl Performance 

"""' < lll 0.00 PPM < LB • """' < Ill • 
PPM > USL 1000000.00 PPM > USl 1000000.00 PPM >USl 1000000.00 
PPM Total 1000000.00 PPM Total 1000000.00 PPM Toui 1000000.00 
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Probability Plot of Cycle Time (Hrs) RAIN Passive EW Run 1 
Normal 

Mean 
StOev 

N 
AD 
P-Value 

80 

• 
120 140 160 180 200 220 240 

Cycle lime 

180.2 
15.85 

500 
0.364 
0.438 
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Passive EW Run 2 Baseline 
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RAI N-PassiveEW-Run-2_ 6-27 -13-hrs.igx 

Elapsed Time in Weeks 

143875.98 1 

Transaction Statistics In Weeks (Hours) 

Count Avg Cycle Avg Serv Avg Block Avg Wor1< 

500 87.75 87.75 0.00 87.75 

Activity Statistics In Weeks (Hours) 

Count Avg Cycle Avg Serv 

EMV Lead Time 500 25.72 25.72 

lA Lead Time 500 25.71 25.71 

OT Lead Time 500 25.27 25.27 

IFC Lead Time 1000 40.26 40.26 

Sys Safety 500 10.02 10.02 

CCA Lead Time 500 8.59 8.59 

OT 500 56.32 56.32 

OT Lead Time 500 4.98 4.98 

lA (Interim) 500 3.02 3.02 

IFC 500 2.99 2.99 

Range Safety 500 20.56 20.56 

Range Safety Lead Time 500 2.67 2.67 

EMV (lnter-Sys EMC) 500 2.49 2.49 

Env Qual Lead Time 500 2.31 2.31 

E31AR 1500 2.23 2.23 

E31AR Update 1000 29.68 29.68 

EMI 500 2.22 2.22 

CCA 500 1.97 1.97 

OT 500 118 1.18 

EMC Lead Time 500 0.54 0.54 

EMI Lead Time 500 0.53 0.53 

Env Qual 500 0.53 0.53 

EMC (lntra-Sys EMC) 500 0.22 0.22 

Develop & Build 500 000 0.00 

End 500 000 0.00 

PMA 2500 0.00 0.00 

Start 500 0.00 0.00 

Wait until all certs are done. 500 58.89 58.89 

lA & CCA Finish Together 500 18.43 18.43 

Finish Together 500 7.23 7.23 

1/1 

Avg Block 

0.00 

0.00 

0.00 

29.83 

0.00 

0.00 

50.92 

0.00 

0.00 

0.00 

17.88 

0.00 

0.00 

0.00 

0.00 

27.45 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 

58.89 

18.43 

7.23 

Avg Wor1< 

25.72 

25.71 

25.27 

10.44 

10.02 

8.59 

5.40 

4.98 

3.02 

2.99 

2.68 

2.67 

2.49 

2.31 

2.23 

2.23 

2.22 

1.97 

118 

0.54 

0.53 

0.53 

0.22 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 
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Passive EW Run 3 Baseline 
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RAIN..Pati-siveE.lN-Rtm-3 _ 6-27 -1.3-hrs_igx 

El sp sec!l Time ~n Weeks. 

1 17136·.721 

Trans~sctiion Stalistics ~n Weeks (Hoors)' 

Cou nt Avg Cycle A~ SeiV A~ Block AWJ Wed:. 

500 34.28 34.28 0.00 34.28 

ActiiYity Slatistics In Week& ~Hours~ 

Count A.vg Cycle A'!Jtj Serv Avg Black Avg Work. 

lA Lead Time 500 25.71 25..71 0.00 25.71 

IFC ~Cii\.d 11mo 1000 10.44 10.44 0.00 10.44 

S-y!J. s~r:ow 500 10.02 10.02 0.00 10.02 

CCA Lead lime 500 6 .59 6 .59 0.00 8.59 

OT Le·ad Tlme 500 4.97 4 .97 1 0.00 4,97 

lA. (l.nterlm) 500 3.1:12 3.02 0.00 3.00 

IFC 500 2.99 2.99 0.00 I 2.9:9 

~ange- S-afety 500 :20.5G 20.:56 17.a.a 2.1$G 

R~n~ saro~ l.e<:~ d Tlmo 500 2.67 2.67 0.00 2.67 

CCA 500 1 .er 1 .97 0.00 1.97 

OT 500 1.18 1 .1a 0.00 1. 1e 
DG'I'ek)p, ·& 6uild 500 0.00 o.oo 1 0.00 1 0.00 

EI'Id 500 0.00 0.00 0.00 0.00 

~MA. 2000 0.00 0.00 0.00 0.00 

stare 500 0.00 0.00 0.00 0.00 

W-illi• until all ccrts ~rc dono. 500 10.31 10.31 10.31 0.00 

lA & CCA Finish Together 500 1&.43 1&.43 18.43 0.00 
Finish Together 500 7 .23 7'.23 1 7.23 0.()(:1 

111 
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Probability Plot of Cycle Time (Hrs) RAIN Active EW Run 3 
Normal 

Mean 
StDev 
N 
AD 
P·Value 

80 

10 20 30 40 so 60 
Cycle l ime 

Process Capability of Cycle Time (Hrs) RAIN Active EW Run 3 

LB Tarqet USL 
Process Data I Within I 

0 
I -- Overall 

34.28 

7.590 

500 

1.145 

0.005 

Target 52 
USL 78 \ I Potential (Within) Capability 

Sample Mean Cp * 34.2774 I 
Sample N 500 CPL * 
StOev(Within) 7.57791 I CPU 1.92 

StOev(OveraiO 7.59036 I Cpk 1.92 

I Overall Capability 

I Pp * 
I PPL * 

PPU 1.92 
I Ppk 1.92 
I Cpm 0.45 

II .L- '),.., 

0 10 20 30 40 50 60 70 

Observed Performance Exp. Within Performance Exp. Overall Performance 
PPM< LS 0.00 PPM < lS * PPM < lS * 
PPM> USL 0.00 PPM> USL 0.00 PPM > USL 0.00 
PPM Total 0.00 PPM Total 0.00 PPM Total 0.00 
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Active EW Runs 1 through 3 Baseline 
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Active EW Run 1 Baseline 
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(lapsed Time ill Ykeks 

1~1?011 1 

IICIVItyStUCOCSinWeekSf{OUR) 

Count Avgcyde AvgS«~ 

alt. 1000 69.50 60.50 
SAASM HAl: >UO !>U4 >Y.II< 

lrtum [ Quio $cedrum M 5110 l9.U l9.U 
I-FRO r .. _oincjlt!it!ITUne 5110 Q680 Q680 

ELIV l9adlune 5110 25.72 25.72 
lA leadlUM 5110 45.0l 45.0l 

OTL~Ollm~ 100 2117 21-27 
Heq Ass91mt~nt: 2/JIJO 1rvo 1/.VU 

Bale~ A~"'' Oled4i~ 1000 1418 14.28 

JTC 100 11.66 11.66 

IFC LrodTime 1000 132.75 132.75 

SrsSafetr 5110 10.02 10.02 

w. uaanm~ 100 28.70 2VO 

WSESRBLt.adl•r-e 750 833 8.3l 
WSFSRR I et~dlml! 750 8:>;1 330 
SAASM Oqg~n ~'stor K\E UaO TI!N 100 8.05 8.06 

l[ll> Te!R!OM 5110 000 O.Ol 
fleUA:ti\llltlenti lead Tune 5110 8.00 8.0l 

EquipSpedNJ'll C«< leaoj TIMe 5110 7!1J 7.99 
JTCLeadT1me 5110 7.87 7.07 

01 5110 14.831 143111 

DTle3dTime 5110 499 4.98 

Ba~ecy AW"owallead Tirre 5110 3.9il l.98 
IAfulsirn) 5110 30? 30? 

IFC 5110 299 2.99 

RJnae3afett 5110 2\1.56 20.1G 

1-(angeSale!Jleaa 11me >UO 10V.t.S 11JV.>ll 

IE~ Tefno 5110 2.$1 2.51 

EIIV ~rt1>Sj1EWC) 5110 47.80 47.80 

EnvOull Llt~Timl 5110 2J 1 2.31 

[J~R 4000 2.2:3 223 

El~Rll><late 1000 121.41 121.41 

FUI 5110 ?'rl '" CCI 5110 197 1.Q7 

SAASM Oeson R€-l~f~ 11\E 1000 1.69 1.G9 

OT 100 1.18 1.18 

1:10nllng&Cmulll1:ng >UO 1.11 1.11 

1£~ 5110 1.11 1.11 
IERO 5110 Ill 111 

tSU >UO 1.11 1.11 

l{ll' 5110 1.11 1.11 

\'YSFSRR 750 057 057 
\Yl!l:SJ.(~ 1>0 O!'l l 0.05 

~CIIIZ Ardf'i< Lcod Time 5110 0.!6 055 

EI.ICLNdlime 5110 71.35 71.3G 

FUI li!:ill1TimA 5110 05.1 053 

[ nvQual 1000 0.53 053 
E3Dle3'Hirne 5110 0.53 0.53 
Bolldr.g&Gmut\l!ng. uaa ll~ 500 052 0.12 

~CIIIZAI'df'i< 5110 0.« o.u 
EUC~nto-l:y•EUC) 5110 0.22 022 

PUA 3500 000 000 

Sl>l >UO 0.00 0.00 

End 5110 0.00 0.00 
\'tt~ll.dil iill0!11sil!f!lble 5110 76?3 1613 

S'.ASM HAl: Leac I me >UO 0.00 0.00 
llevclopUsi d 5110 0.110 0.00 

Reoeat1 5110 0.00 0.00 

t<ap~atea·~ 1>0 0.00 0.00 
Rcpe3tcd?w1 750 0.110 0.00 

Rtoeal"wt 5110 0.110 0.00 
OII P.Illl'lfll~ 5110 Ol.l 073 

Coled HERO Reosl~ 5110 103.00 10103 
Coled\YS($11) ReYb 5110 0.110 0.00 

IA&o:AAnfqj TO~Mf 500 1U 3 1U3 

1\'!fSilB ~~ut: 5110 0.110 0.00 
fi ni~ TO¢-!:ther 5110 7.2:3 723 

Avgllock AvgWodt 

9.00 00.50 

0.00 >Y.II< 

0.00 l9.U 

708? ?599 

0.00 25.72 
20.11 25.71 

0.00 21-27 

0.00 1/.90 

0.00 14.28 

0.00 11.66 

!l2.31 10.« 

0.00 10.02 

20.11 8.59 

9.00 8.33 
000 8:l0 

0.00 8.05 

0.00 8.00 

0.00 8.03 

0.00 7.99 

0.00 7.07 
14HO 541! 

0.00 4.99 

0.00 l .!lil 
000 3o:> l 

0.00 2.99 

17.88 2.68 

106.\11 2.tifi 
0.00 2.$1 

45.10 2.49 
0.1)') 2.31 

0.00 2.2:3 
119.18 2.2:3 

000 ?'rl 

0.00 U7 

0.00 1.69 

0.00 1.18 

0.00 1.11 

0.00 1.11 
000 111 

0.00 1.11 

0.00 1.11 

000 057 

0.00 o.os l 
0.00 0.!6 

70.82 0.54 
000 Oil 

0.00 0.53 

0.00 0.$3 

0.00 0.52 

0.00 0.« 

0.00 022 

000 0110 

0.00 0.00 

0.00 0.110 
7413 0110 

0.00 0.00 

0.00 0.110 

0.00 0.110 

0.00 0.00 

0.00 0.110 

0.00 0.110 
07.1 0110 

103.03 0.110 

0.00 0.110 

18.43 0.00 

0.00 0.110 

7.2:3 0.110 
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Summary for CycleTime (Hrs) RAIN Active EW Run 1 
ActivityName = End 

Andel"$on·O~rlin9 Norm~lity Test 

r- A-Squared 0.3& 

; -<= I'\ P-Value 0.438 

"\ Mun 180.24 
StOev 15.85 

_rf "\ V.aria~e 251.15 
Sktwneu 0 .218344 

I 1\ Kuoto!il o.24l m 
N 500 

A 
f-

lrh Minimum 13&.~8 

l$t Quartile 1&8.8~ 

Median 180.&7 
IJ> ISO '"' "" 1% 210 22> ,.., 3rd Quattile tn.~t 

I • I I I • 
Maxinwm 241 .25 

·I (j5% ConRde:r.ce lnttrval for M.un 

178.85 181.&3 
9$9f, Confidence Interval for Median 

178.37 182-45 
95% ConFidence lnte.rv~b: ' 5% CoOnfidtl'loCe lnttrval for StOtv 

~j 
. I I 

I 
14.,2 1&.~0 

I I 

lit 119 Ul) 181 IS2 183 

Pr ocess Capabil ity of Cycle Time (Hrs) RAIN Active EW Run 1 

Process O~a 
l& 0 
Tif901 52 
USI. 78 
Somplt Mt•n 180.24 
Somplt N 500 
StOov(Withln) "-1~1 
StOov(Ovor.r) IS.847'l 

Olntrvt<l Po~t 
PPM cl& 0.00 
PPM • USI. 1000000.00 
PPM Total 1000000.00 

L8 hrQO' USl 

I 
I 
I 
I 
I 
I 
I 
I 
I 
I 
I 

It I ..J \.,_ 
0 35 70 105 140 175 210 245 

E>P• W;ohin Polform."'t Eq>. Ovt<OII Pttfoom'"'o 
PI'Mcl& * PI'M cl.8 * 
WM•USL 1000000.00 WM•USl 1000000.00 
PI'MTo<al 1000000.00 PI'MTotal 1000000.00 

I w;u-;,-, 
-- OVtr.l 
Po<.,.ial (Widw!) Capa!Mioty 

Cp * 
CPl. * 
CPU -2.11 
epic -2.11 

Ovorol~>blty 

Pp * 
PPl * 
PPU -2.15 
Ppk -2.15 
Cprn 0.07 
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Probability Plot of Cycle Time (Hrs) RAIN Active EW Run 1 
Normal 
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Active EW Run 2 Baseline 
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RAJN-AcO\IeEW·R\11·2_6-27·13·hrs.igx 

Elapsed Time in Weeks 

] 66427.69 ] 

Activity Statistics In Weeks (Hours) 

CMt AvgCycle Avg Se!V Avg Block AvgWork 

ntrum Equip Spectrum Certt 500 39.14 39.14 0.00 39.14 

EMV Lead Time 500 25.72 25.72 0.00 25.72 

\I\ LeadTime 500 25.71 25.71 0.00 25.71 

OTLeadTime 500 25.27 25.27 0.00 25.27 

Freq Assigllllenls 1500 17.90 17.90 0.00 17.90 

FC LeadTime 1000 85.37 85.37 74.93 10.44 

Sys Safety 500 10.02 1002 0.00 10 02 

CCA Lead Time 500 8.59 8.59 0.00 8.59 

FreqAssigM1ents Lead Time 500 8.03 8.03 0.00 8.03 

Eqtip Spectrum Gert Lead Time 500 7.99 7.99 0.00 7.99 

DT 500 101.42 101.42 96.02 5.40 

DTLead Time 500 4.98 4.98 0.00 4.98 

\1\ {~lerim) 500 3.02 302 0.00 302 

FC 500 2.99 2.99 0.00 2.99 

Range Safety 500 20.56 20.56 17.88 2.68 

Range Safety Lead Time 500 2.67 2.67 0.00 2.67 

EMV (llter-Sys EMG) 500 47.60 47.60 45.10 2.49 

Ert.t Qual Lead Time 500 2.31 2.31 0.00 2.31 

E31A.R 2000 2.23 2.23 0.00 2.23 

E31A.RUpdale 1000 72.79 72.79 70.56 2.23 

EMI 500 2.22 2.22 0.00 2.22 

CCA 500 1.97 1.97 0.00 1.97 

OT 500 118 118 0.00 118 

HERP 500 1.11 1.11 0.00 1.11 

HERO 500 1.1 1 111 0.00 1.1 1 

HERF 500 1.11 1.11 0.00 1.11 

RADHAZAnattsis Lead Time 500 0.55 0.55 0.00 0.55 

EMCLead Time 500 71.36 71.36 70.S2 0.54 

EMI Lead Time 500 0.53 0.53 0.00 0.53 

Ert.t Oual 500 0.53 0.53 0.00 0.53 

RADHAZAnattsis 500 0.44 0.44 0.00 0.44 

EMG (lrtra-Sys EMC) 500 0.22 0.22 0.00 0.22 

Develop & Build 500 0.00 0.00 0.00 0.00 

Erd 500 0.00 0.00 0.00 0.00 

Waa urlil all certs are done. 500 103.99 103.99 103.99 0.00 

PMA 3000 0.00 0.00 0.00 0.00 

Start 500 0.00 0.00 0.00 0.00 

Collect HERO Resutts 500 0.00 0.00 0.00 0.00 

\I\ & CCA Finish Togelller 500 18.43 18.43 18.43 0.00 

Finish Together 500 7.23 7.23 7.23 0.00 

111 
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Active EW Run 3 Baseline 
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El;ap~ Time in Week.$ 

1 51217.77 1 

Transaction Statistics In Weeks (Hours) 

Coon I Avg Cycle Avg Sctv A\1\) S lcx;t A~<g W(ll'l( 

500 102.44 102.44 0 .00 102.44 

111 
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Lead-time Reduction Simulations 
 

LASER Designator Timeline Reductions Runs 1 through 3 
• Intermediate Risk Timeline Reduction (IRTR) 
• Low Risk Timeline Reduction (LRTR) 

 
Passive EW Timeline Reductions 

• Low Risk Timeline Reduction (LRTR) Runs 1 though 3 
• Intermediate Risk Timeline Reduction (IRTR) Runs 1 though 3 

 
Active EW Timeline Reductions 

• Low Risk Timeline Reduction (LRTR) Runs 1 though 3 
• Intermediate Risk Timeline Reduction (IRTR) Runs 1 though 3 
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LASER Designator Run 1 
Intermediate Risk Timeline Reduction (IRTR) 

 
 

RAIN-Process-Laser-Run1-IRTR_6-28-13-hrs.igx

Dept. 1

Develop & 
Build

 

0h

E3IAR

TriangleDist(2,2.5,2.2) h

EMC
(Intra-Sys 

EMC)

TriangleDist(.2,.248,.218) h

EMI

TriangleDist(2,2.48,2.18) h

EMV
(Inter-Sys 

EMC)

TriangleDist(2,3,2.5) h

Avg Block: 0.00h

EMC Lead 
Time

 

TriangleDist(0,1,.6) h

EMI  Lead 
Time

 

TriangleDist(0,1,.6) h

EMV  Lead 
Time

 

TriangleDist(1,52,25) h

ESD  Lead 
Time

 

TriangleDist(0,1,.6) h

ESD

TriangleDist(1,1.24,1.09) h

Bonding & 
Grounding

   

 

 

Bonding & 

 

Env Qual
  Lead Time

 

TriangleDist(1,4,2) h

Env Qual

TriangleDist(.14,1,.42) h

PMA

0h

Start

JITC

0h

JITC
Lead Time

 

0h

1/1

Dept. 1

End

IFC

TriangleDist(1,3,2) h
IFC 

Lead Time

TriangleDist(0,0,0) h

Avg Block: 32.72h

   
Time

 

TriangleDist(0,1,.6) h

ESD

TriangleDist(1,1.24,1.09) h

Bonding & 
Grounding

  Lead Time

 

TriangleDist(0,1,.6) h

Bonding & 
Grounding

TriangleDist(1,1.24,1.09) h

LRSB
Lead Time

 

TriangleDist(3,7,5) h

LRSB

TriangleDist(.2,2,.4) h

LASHAZ Eval
  Lead Time

 

TriangleDist(3,7,5) h

LASHAZ Eval

TriangleDist(1,3,2) h

LASER Design 
Checklist

Lead Time

 

TriangleDist(2,8,4) h

LASER Design 
Checklist

TriangleDist(1,3,2) h

FDA MIL-
Exempt Letter
  Lead Time

 

TriangleDist(1,5,3) h

FDA MIL-
Exempt Letter

TriangleDist(.2,1,.4) h

Battery 
Approval

Lead Time

 

TriangleDist(0,0,0) h

Battery 
Approval
Checklist

TriangleDist(1,4,2) h

IA
  Lead Time

 

0h

IA
(Interim)

TriangleDist(1,4,2) h

CCA
  Lead Time

TriangleDist(5.4,11.4,9) h

CCA

TriangleDist(1,3,2) h

Sys Safety

Avg Block: 0.00h

TriangleDist(.1,26,4) h

DT

TriangleDist(1,12,3) h

DT
Lead Time

 

TriangleDist(2,8,5) h

Range Safety

TriangleDist(1,4,3) h

Avg Block: 7.47h

Range Safety
Lead Time

TriangleDist(1,4,3) h

Avg Block: 30.35h

Wait until all 
certs are done.

0h

E3IAR Update

TriangleDist(2,2.5,2.2) h

Avg Block: 27.45h

IA & CCA 
Finish 

Together

Finish 
Together
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Elapsed Tirre in Weeks 

I 25445.03 1 

RAIN-Process-Laser-Run 1-IRT R_ 6-2 8-13-h rs. igx 

Activity Statistics in Weeks (Hours) 

Count Avg Cycle Avg Serv Avg Block Avg Work 

DT 500 45.91 45.91 40.51 5.40 

w an until all certs are done. 500 40.33 40.33 40.33 0.00 

IFC Lead Tille 1000 32.72 32.72 32.72 0.00 

Range Safety Lead Till e 500 33.02 33.02 30.35 2.67 

E31AR Update 1000 29.68 29.68 27.45 2.23 

lA & CCA Finish Together 500 8.24 8.24 8.24 0.00 

Finish Together 500 8.08 8.08 8.08 0.00 

Range Safety 500 10.14 10.14 7.47 2.68 

EM:: Lead Tille 500 0.54 0.54 0.00 0.54 

EM Lead Time 500 0.53 0.53 0.00 0.53 

EMv' Lead Time 500 25.72 25.72 0.00 25.72 

ESD Lead lime 500 0.53 0.53 0.00 0.53 

ESD 500 1.11 1.11 0.00 1.11 

Bonding & Grounding Lead Tille 500 0.52 0.52 0.00 0.52 

Bonding & Grounding 500 1.11 1.11 0.00 1.11 

EnvQual Lead Time 500 2.31 2.31 0.00 2.31 

Env Qual 500 0.53 0.53 0.00 0.53 

LRSB Lead Time 500 5.02 5.02 0.00 5.02 

LRSB 1500 0.89 0.89 0.00 0.89 

LASHAZEval Lead Tille 500 4.98 4.98 0.00 4.98 

LASHAZEval 1000 1.99 1.99 0.00 1.99 

LASER Design Checklist Lead Time 500 4.65 4 .65 0.00 4.65 

LASER Design Checklist 1000 2.06 2.06 0.00 2.06 

FDA ML-Exempt Letter Lead Time 500 2.99 2.99 0.00 2.99 

FDA ML-Exempt Letter 1000 0.53 0.53 0.00 0.53 

Battery Approval Lead Time 500 0.00 000 0.00 0.00 

Battery Approval Checklist 1000 2.37 2.37 0.00 2.37 

lA Lead Time 500 0.00 0.00 0.00 0.00 

IA(Interim) 500 2.32 2.32 0.00 2.32 

CCA Lead Time 500 8.59 8.59 0.00 8.59 

CCA 500 1.97 1.97 0.00 1.97 

Sys Safety 500 10.02 10.02 0.00 10.02 

PM'\ 4000 0.00 0.00 0.00 0.00 

Develop & Build 500 0.00 000 0.00 0.00 

End 500 0.00 000 0.00 000 

DT Lead Time 500 4.98 4 .98 0.00 4.98 

IFC 500 1.99 1.99 0.00 1.99 

E31AR 2500 2.23 2.23 0.00 2.23 

Start 500 0.00 0.00 0.00 0.00 

JITC Lead lime 500 0.00 0.00 0.00 0.00 

EM:: (lntra-Sys EM::) 500 0.22 0.22 0.00 0.22 

EM 500 2.22 2.22 0.00 2.22 

EMv' (lnter-Sys EM::) 500 2.49 2.49 0.00 2.49 

JITC 500 0.00 0.00 0.00 0.00 

1/1 
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Probability Plot of Cycle Time (Wks) LASER Designator Run 1 IRTR 
Normal 
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LASER Designator Run 1 

Low Risk Timeline Reduction (LRTR) 
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Elapsed Tirre in Weeks 

J2591s.ss J 

RAIN-PrO<:ess-Laser -R\11 1-LRTR_ S-28-13-lvs.igx 

.Activity Statistics in Weeks (Hours) 

Coon! Avg Cycle Avg Serv Avg Block Avg Wak 

DT 500 46.35 46.35 40.95 5.40 

IFC Lead Ttn e 1000 30.32 30.32 30.32 0.00 

E31AA t..pdate 1000 29.68 29.68 27.45 2.23 

Wal until all cerls are done. 500 23.48 23.48 23.48 0.00 

Range Safety Lead Tine 500 25.97 25.97 23.30 2.67 

lA& CCAFinlsh Together 500 18.43 18.43 18.43 0.00 

Finish Together 500 8.08 8.08 8.08 0.00 

Range Salety 500 10.58 10.58 7.90 2.68 

EM:; Lead Tme 500 0.54 0.54 0.00 0.54 

EM Lead Tme 500 0.53 0.53 0.00 0.53 

E~N Lead Tme 500 25.72 25.72 0.00 25.72 

ESD Lead lime 500 0.53 0.53 1 0.00 0.53 

ESD 500 1.11 1.11 0.00 1.11 

Bonding & Gro\lldi1g Lead Tine 500 0.52 0.52 0.00 0.52 

Bonding & Gro\lldilg 500 1.11 111 0.00 111 

Env Quel Leed Tme 600 2.31 2.31 0.00 2.31 

EnvOUII 500 0.53 0.53 0.00 0.53 

LRSB Lead Time 500 5.02 1 5.02 1 0.00 5.02 

LRSB 1500 0.89 0.89 0.00 0.89 

LASHAZ Ev;j Lead Tme 500 4.98 4.98 0.00 4.98 

LASHAZEval 1000 1.99 1.99 0.00 1.99 

LASER Design Checklist Lead Time 500 4.65 4.65 0.00 4.65 

LASER Design Checklist 1000 2.06 2.06 0.00 2.06 

FDA ML-Exempt Letter Lead Time 500 2.99 2.99 0.00 2.99 

FDA ML-Exempt Letter 1000 0.53 0.53 0.00 0.53 

lA Lead Time 500 25.71 25.71 0.00 25.71 

IAQnterim) 500 3.02 302 1 0.00 302 

CCA LeadTime 500 8.59 8.59 0.00 8.59 

CCA 500 1.97 1.97 1 0.00 1.97 

Sys Safety 500 10.02 10.02 0.00 10.02 

PI.'A 3500 0.00 0.00 0.00 0.00 

Develop & Buid 500 0.00 0.00 0.00 0.00 

End 500 0.00 0.00 0.00 0.00 

DT Lead Time 500 4.98 4.98 1 0.00 4.98 

IFC 500 1.99 1.99 0.00 1.99 

E3VIR 2500 2.23 2.23 0.00 2.23 

Start 500 o.oo 1 o.oo 1 0.00 0.00 

JITC Lead Time 500 7.87 7.87 0.00 7.87 

EM:; (lltra-Sys Elh:) 500 0.22 0.22 0.00 0.22 

EM 500 2.22 2.22 0.00 2.22 

EW (lnter-Sys El.q 500 2.49 2.49 0.00 2.49 

JITC 500 11.66 11.66 0.00 11.66 

111 
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Probabi I ity Plot of Cycle Time (Wks) LASER Designator Run 1 LRTR 
Normal 

99.9 
Mean 51.83 

99 99.160 StDev 10.94 
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LASER Designator Run 2 
Intermediate Risk Timeline Reduction (IRTR)
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Elapsed Time in Weeks 

1 25445.o3 1 

RAIN-Process-Laser-FWn2-IRTR_6-29-13-hrs.igx 

Activity Statistics in Weeks (Hours) 

Count Avg Cycle Avg Serv I Avg Block A..g Work 

DT 500 45.91 45.91 1 40.51 5.40 

Wait until all certs are done. 500 40.33 40.33 40.33 0.00 

IFC Lead Tme 1000 29.88 29.88 29.88 0.00 

E31AR Update 1000 29.68 29.68 27.45 2.23 

Range Safety Lead lime 500 25.97 25.97 23.30 2.67 

lA & CCA Finish To;jether 500 8.24 8.24 8.24 0.00 

Finish Together 500 8.08 8.08 8.08 0.00 

Range Safety 500 10.14 10.14 7.47 2.68 

EMC Lead lime 500 0.54 0.54 1 0.00 0.54 

EMI Lead lime 500 0.53 0.53 0.00 0.53 

EMV Lead lime 500 25.72 25.72 0.00 25.72 

Env Qual Lead lime 500 2.31 2.31 0.00 2.31 

EnvQual 500 0.53 0.53 0.00 0.53 

LRSB Lead Tme 500 5.02 5.02 1 0.00 5.02 

LRSB 1500 0.89 0.89 0.00 0.89 
LASHAZ E\el Lead lime 500 4.98 4.98 0.00 4.98 

LASHAZE\el 1000 1.99 1.99 0.00 1.99 

LASER Design Checklist Lead lime 500 4.65 4.65 0.00 4.65 

De\l!lop& Buil:l 500 0.00 0.00 0.00 0.00 

FDA MIL-Exempt Letter Lead lime 500 2.99 2.99 0.00 2.99 

FDA MIL-Exempt Letter 1000 0.53 0.53 0.00 0.53 

lA Lead lime 500 0.00 0.00 0.00 0.00 

lA (Interim) 500 2.32 2.32 1 0.00 2.32 

CCA Lead lime 500 8.59 8.59 0.00 8.59 

CCA 500 1.97 1.97 0.00 1.97 

Sys Safety 500 10.02 10.02 0.00 10.02 

PWI 3000 0.00 0.00 0.00 0.00 

S1art 500 0.00 0.00 0.00 0.00 

End 500 0.00 0.00 0.00 0.00 

DT Lead lime 500 4.98 4.98 0.00 4.98 

IFC 500 1.99 1.99 0.00 1.99 

E31AR 1500 2.23 2.23 0.00 2.23 

EMC (lntra-Sys EMC) 500 0.22 0.22 0.00 0.22 

EMI 500 2.22 2.22 0.00 2.22 

EMV (lnter-Sys EMC) 500 2.49 2.49 0.00 2.49 

LASER Design Checklist 1000 2.06 2.06 0.00 2.06 

1/1 
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Probability Plot of Cycle Time (Wks) LASER Designator Run 2 IRTR 
Normal 
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LASER Designator Run 2 
Low Risk Timeline Reduction (LRTR) 
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Elapsed Tirre in Weeks 

125763.55 1 

RAIN-Process-Laser·l~.m2· LRTR _ 6-29-13-hrs. igx 

Activity Statistics in Weeks (Hours) 

Count Avg Cycle Avg Serv Avg Bklck Avg Work 

DT 500 45.91 45.91 40.51 5.40 

IFC LeadT1111e 1000 29.88 29.88 29.88 0.00 

E31AR Update 1000 29.68 29.68 27.45 2.23 

Wait until all certs are done. 500 23.30 23.30 23.30 0.00 

Range Safety Lead lime 500 25.97 25.97 23.30 2.67 

lA & CCA Finish Together 500 18.43 18.43 18.43 0.00 

Finish Together 500 8.08 8.08 8.08 0.00 

Range Safety 500 10.14 10.14 7.47 2.68 

EIIC Lead Time 500 0.54 0.54 0.00 0.54 

EMI Lead Time 500 0.53 0.53 0.00 0.53 

EMo/ Lead Time 500 25.72 25.72 0.00 25.72 

Env Qual Lead lime 500 2.31 2.31 0.00 2.31 

EnvQual 500 0.53 0.53 0.00 0.53 

LRSS Lead T1111e 500 5.02 5.02 0.00 5.02 

LRSB 1500 0.89 0.89 0.00 0.89 

LASHAZ Eval Lead Time 500 4.98 4.98 0.00 4.98 

LASHAZEval 1000 1.99 1.99 0.00 1.99 

LASER Design Checklist Lead lime 500 4.65 4.65 0.00 4.65 

De\€1op & Buikl 500 0.00 0.00 0.00 0.00 

FDA MIL-Exempt Letter Lead lime 500 2.99 2.99 0.00 2.99 

FDA MIL-Exempt Letter 1000 0.53 0.53 0.00 0.53 

lA Lead Time 500 25.71 25.71 0.00 25.71 

lA (Interim) 500 3.02 3.02 0.00 3.02 

CCA Lead Time 500 8.59 8.59 0.00 8.59 

CCA 500 1.97 1.97 0.00 1.97 

SysSafety 500 10.02 10.02 0.00 10.02 

PM<\ 3000 0.00 0.00 0.00 0.00 

Start 500 0.00 0.00 0.00 0.00 

End 500 0.00 0.00 0.00 0.00 

DT Lead Time 500 4.98 4.98 0.00 4.98 

IFC 500 1.99 1.99 0.00 1.99 

E31AR 1500 2.23 2.23 0.00 2.23 

EIIC (lntra·Sys EMC) 500 0.22 0.22 0.00 0.22 

EMI 500 2.22 2.22 0.00 2.22 

EMo/ (lnter-Sys EMC) 500 2.49 2.49 0.00 2.49 

LASER Design Checklist 1000 2.06 2.06 0.00 2.06 

1/1 
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LASER Designator Run 3 

Intermediate Risk Timeline Reduction (IRTR) 

~: 
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RAIN-Process-Laser-Run3-IRTR_ 6-29-13-hrs.igx 

Elapsed Time in Weeks 

112693.39 1 

Activity Statistics In Weeks (Hours) 

Count Avg Cycle Avg Serv Avg Block AvgWork 

500 25.39 25.39 0.00 25.39 

Activity Statistics in Weeks (Hours) 

Count Avg Cycle Avg Serv 

Wait until all certs are done. 500 14.83 14.83 

lA & CCA Finish Together 500 8.24 8.24 

Finish Together 500 8.08 8.08 

Range Safety 500 10.14 10.14 

Develop & Build 500 0.00 0.00 

End 500 0.00 0.00 

IFC 500 1.99 1.99 

IFC Lead Time 1000 0.00 0.00 

LRSB Lead Time 500 5.02 5.02 

LRSB 500 0.89 0.89 

LASER Design Checklist Lead Time 500 4.65 4.65 

LASER Design Checklist 1000 2.06 2.06 

lA Lead Time 500 0.00 0.00 

lA (Interim) 500 2.32 2.32 

CCA Lead Time 500 8.59 8.59 

CCA 500 1.97 1.97 

Sys Safety 500 10.02 10.02 

PMA 1500 0.00 0.00 

Start 500 0.00 0.00 

Range Safety Lead Time 500 2.67 2.67 

1/1 

Avg Block Avg Work 

14.83 0.00 

8.24 0.00 

8.08 0.00 

7.47 2.68 

000 0.00 

000 0.00 

0.00 1.99 

000 0.00 

000 5.02 

000 0.89 

000 4.65 

000 2.06 

000 0.00 

000 2.32 

000 8.59 

000 1.97 

000 10.02 

000 0.00 

000 0.00 

000 2.67 
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LASER Designator Run 3 
Low Risk Timeline Reduction (LRTR) 
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RAIN--Process·Laser-R..n3·LRTR_6·29·13·1n.igx 

El.apnd Time in W94k$ 

I 160666S I 

Activity Slatisli<:s 11'1 WHI!s (HouR} ' 

Cotrn A''9 Cycle A\'9 Serv Avg Stock AvgWork 

500 32.14 32 .14 0.00 32.14 

Ac:livity Sta1isti cs in Weeks (Hoursl 

Coul"t Avg Cycle AvgServ Avg Block AvgWOft< 

IA&CCAFirish Togelhef 50~ 18 .43 18.43 18.43 0.00 
wait 1.1'161 al cem are dol'le. 50~ 10 .03 10.03 10.03 0.00 
Fi~sh To~her 50~ 6.06 8.08 8.08 0.00 
Ra~e Salety ""~ 10 .14 10.14 1.41 2.66 

Develop & Btild 50~ 0.00 0.00 0.00 0.00 
End &l~ 0.00 0.00 0.00 0.00 
IFC 50~ 1.99 1.99 0.00 1.99 

IFC Lead TI~ 100(1 0 .00 0.00 0.00 0 .00 

LRSB Lead Tme &l~ ~.02 !5.02 0.00 M2 

LRSB 50~ 0.89 0.89 0.00 0.89 
LASER Design Checldist Lead Time 50~ 4.65 4.65 0.00 4.65 

LASER OGsign Checldist 100(1 2.06 2.06 0.00 2.06 

lA le~d Til'n!! 50~ 2$71 25,71 0,00 25 71 

II\ (Interim) ""~ 3.02 3 .02 0.00 3.02 

CCA Lead Time &l~ &.59 8.59 0.00 6.59 

CCA ""~ 1.97 1.97 0.00 1.97 

S,. S.fely 50~ 10 .02 10.02 0.00 10.02 

Pl\h\ 150(1 000 0,00 0.00 000 

""" ""~ 0 .00 0.00 0.00 0 .00 

Raflle Safety Lead Time 50~ 2.67 2.67 0.00 2.67 

111 
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Probability Plot of Cycle Time (Wks) LASER Designator Run 3 LRTR 
Normal 
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Passive Electronic Warfare (EW) Run 1 

Intermediate Risk Timeline Reduction (IRTR) 
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Bctpnd Timu in VNvh 
146019831 

A~tivity Scac isti~s lnWwks (Ho~us) 

Coum Avg O;c~ AvgScrv 

m 1000 6050 60S() 

SMSMI'AE 600 5994 S9 !II 
lt310 Testng lead Tme 600 3583 3183 
1-tfl I ud lrM 5()0 ?;n ?;I? 

SyoSofety 600 1002 10 02 
C'.C'A lfl'lldli'M 5()0 ?870 ?870 
WSESR8 LcJd Trre 750 833 8.33 
WSFffiA I P.ad TrM 750 830 830 
SAA:::NO!s(ll Req•storfiAL Lud liTe 100 606 8.66 
HmO Test Repoc1 600 803 8.03 
I rP.q A$SIJI~I~ /'11011 60!J GO> 

kllrumi4JP SpectrumCerll. 1110 C02 6.02 
OT 5()0 7747 7747 

Ul Lud lwre 100 4911 4.98 

Range!>atety 100 10U 10 1J 

Range:>atetylud IMre 100 64~U !;IS() 

HffiO l!!'Sli~Q 600 2S1 2.51 
EM/ (kot,..Sys B.CI 600 18.81 18 81 
Oall.eryApptr:HaiOlecldis:t 1000 237 2.37 
IA(~1lwint 600 232 232 
6w0Jtfl lllflidTJTIII 600 231 231 

ElliiR 4000 223 223 
ElVIRUpllote 1000 60.54 6054 
e.t 600 222 222 
FC 600 19!1 1.99 
CCA 600 197 1.97 

SMSM0.09l Rcq"oforHAE 1000 1.&9 1.&9 
Sending & Gtoondhg 600 1.11 1.11 
IIW 600 1.11 1.11 
l1f1'l:) 5()0 111 111 

I Sil !,00 111 111 ._ 600 111 1.11 

WSI->ltH t;o o;t O;t 

WSffilA 750 0;6 056 
RA.f')W\7 A.Miy$i<l I P.ad TI'M 5()0 os.s 055 

u~cteadlme 100 1036 16Jil 
Ulf Lead l me 100 O~J 0.~3 

l nvOud 111011 O!LJ 0 ~.] 

ESO b...:!Tirnt 600 053 0.53 
Oonding & Gfoundilg Lead Tirre 1110 052 0.52 
RA.UtlALAnalvsiS 100 0.44 0.44 

U1C(ht~~'ys U£) 100 012 022 

Stoot 600 000 0.00 
61d 600 000 0.00 
o.v,, •• & B.Jid 600 000 0.00 
FC leildTin-... 1000 &209 &20!1 

lA ludT1nt 600 2011 2011 
JTC 600 000 0.00 
SAASMHo\E L~tadTfTIII 600 000 0.00 
w .. itunaal~"'biil l llc.fone 600 15.92 15 92 
Equ(> Spcctrum~n Lc;xl Tiii"C 600 000 0.00 
Bo"ryApp!171~leodT"" 600 000 0.00 
FreqA"i:J!I'l"'Qflts l e.adlirr& 600 000 0.00 
Repeol? 600 000 0.00 
Repeo~d? 750 000 0.00 
R;11\ 3600 000 0.00 
.lTC I P.ad TrM 5()0 000 000 
RcpcJQCd?w I 750 000 0.00 
Repeaf?w 1 600 000 0.00 
C:aiNJ lnpul~ 5()0 ot:l 0/3 
Colee< HERO Rlloull:; 600 4205 42 OS 

C'.aiNJW~RP.~I*s 5()0 000 000 
lA & OCA. I cn•sh I oqether 100 614 8.2:4 

WSFffiA Outpur~ 5()0 000 000 

I!Mh logethH 100 601l 8.08 

UAIN·I'A!ftYf!l WHIWI·1·11-liU_I).?!t-1:1MI~ 

/WgBbck AYgWork 

000 6050 
000 59.!11 
9.84 25.99 
000 ?;I? 

000 10.02 

?011 859 
000 833 
000 830 

000 6.06 
000 8.03 
000 60!• 

000 6.02 
1?01 S4D 

000 4.96 

/AI 1~6 

61 'rl 1~1 

000 251 
1&32 2A9 
000 2.37 

000 2JZ 
000 231 
000 223 

5831 223 
000 222 
000 199 

000 197 

0.00 1.69 

0.00 1.11 
0.00 1.11 

000 111 

000 111 
000 1.1 1 

000 o;t 
000 056 
000 055 
9JJ4 0.!14 

000 O.!IJ 

000 0!1:1 

000 0.53 
000 0.52 
000 "'' 000 011 

000 000 
000 000 
000 0.00 

620!1 0.00 
2011 000 
000 000 
000 000 

1592 000 

000 000 
000 000 
000 000 

000 0.00 
000 0.00 
000 0.00 
000 ono 
000 000 

000 0.00 
0/3 01111 

4205 0.00 
000 ono 
824 0.00 
000 ono 
008 0.00 
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Passive Electronic Warfare (EW) Run 1 

Intermediate Risk Timeline Reduction (LRTR) 



 

258 
 

8ap$ed lime in Weeh 

1311~189? 1 

RAti-Passile[W.Roo-1-LRTR_6·29·1 ~jgx 

ACIMy Stat~ti:s lnWteks (Hotnl 

Coort A.JC)<It- AIIJS.IY AIIJ Bt!rkl A.) W.k 

HERO Testilg lead Tme 500 29.81 19.81 381 1 25.99 

EMV l ead lime 500 25.72 25.72 ooo l 25.72 

lA lcoo I nne 000 2;.11 2;.11 ooo I 2o./1 

JTC 500 11.66 11.66 OOO I 11.66 

Sy.;s..tety f.OO 100? tOO? I ooo l tOO? 

CCA l ead lime 500 8.59 8.59 ooo l 8.59 
1\GESRB lead lime 7GO 8.33 8.33 OOO I 8.33 

v.sESRB lead lime 750 830 830 ooo l 8.30 

HERO TestRepoo 500 8.03 8.03 ooo I 8.03 

JIGlcoo lmc 000 1.81 1.81 
000 I 1.81 

rreqAssignmeris 2000 6.05 6.05 0.00 6.05 

OT f.OO 71 Coli 11 r.:. 00?5 540 

DTL•ad liru• 500 4.98 498 OOO I 498 

IA(Imerin) 500 3.01 3.02 OOO I 3.02 

Range Safe~ 500 10.14 10.14 7.47 1 2.68 

flange ~fe~ lead I me 000 61.14 61.141 !>0.4/ 1 2.6/ 

llrRO T•.blg SOD ?51 ?51 000 ?51 

FMV (\\lor ,'lys FIAC) f.OO ?4:19 ?439 ?I 90 ?49 

EnvO...I l.-•d liu"' 500 1.31 1.31 0.00 2.31 

BAR 4000 223 223 0.00 223 

E31MUpdale 1000 54.72 54.72 52.50 223 

[MI 500 222 222 0.00 222 
IFC r.oo IU 19o I 0.00 I.QQ 

CCA 500 1.97 m l ooo l 1.97 

8on(ing & G-oooding 500 1.11 uti o.oo I 1.11 

HFRP f.OO Itt ttl 000 t t l 

HERO 500 1.11 1.11 0.00 1.11 

ESO 500 1.11 1.11 0.00 1.11 

HERF 500 1.11 1.11 0.00 1.11 

~9{~ 1;o OM O.ol 0.00 O.ol 
Y«ffiO 750 0.56 0.56 0.00 0.56 

RNlHAl rln.ll)'i• IP.i!d lirre f.OO O!if. Oft!i 000 Oft!i 

EMCl•ad lin"' 500 436 4.36 3.81 0.54 

EMilead lime 500 0.53 0.53 0.00 0.53 

EmOJal 1000 0.53 0.53 0.00 0.53 

~w lead hmc 000 o.o3 o.o3 0.00 o.o3 

llooding & Qoooding lead lime 500 0.52 0.52 0.00 0.52 

RNlHAl rln.ll)'i• f.OO 044 044 000 044 

EMC Onii•-Sf; EMC) 500 021 022 0.00 022 

Slln 500 0.00 0.00 ooo I 0.00 

Wllmll al ccrts iliC done. 000 41.18 41.18 41.18 1 0.00 

Ue-.elop 8 Uuld 000 0.00 0.00 ooo I 0.00 

rnd SOD 000 000 I 000 1 000 

IF\. l••dlirre 1000 !i847 r.R47 f.847 000 

R"PP.i!l'l f.OO 000 000 000 000 

Rey.-•'-d? 750 ono 0.00 000 1 0.00 

FreqAssignmenls leadTime 500 0.00 0.00 OOO I 0.00 

PIIA 4000 0.00 0.00 ooo 1 0.00 

Repealed?w1 750 0.00 0.00 I 000 1 0.00 

R"PP.i!l'lwt f.OO 000 000 000 000 

Collect~puts !iOO 0.73 073 0.73 0.00 

Coll.ctHERO~sulls 500 36.05 36.05 36.05 0.00 

Collect W3ESRBResu1S 500 0.00 0.00 0.00 0.00 

II\& CCARnish Togeltoer 500 18.13 18.13 1 18.43 1 0.00 

~9{~Ur!ptJs 000 0.00 0.00 000 0.00 

Fini<h Togt'.lhor f.OO 808 808 ROO 000 
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Probability Plot of Cycle Time (Wks) Passive EW Run 1 LRTR 
Normal 
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Passive Electronic Warfare (EW) Run 2 
Intermediate Risk Timeline Reduction (IRTR)
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Elapsed Time in Weeks 

1 25417.91 1 

RAI N-PassiveEW-Ru~2-IRTR_ 6-29-13-l'lsi gx 

Activity Statistics In Weeks (Hours) 

Co lilt Avg Cycle Avg Serv Avg Block 

EMV Lead Time 500 25.72 25.72 0.00 

Sys Safety 500 10.02 10.02 0.00 

CCA Lead Time 500 8.59 8.59 0.00 

DT 500 45.85 45.85 40.45 

DT Lead Time 500 4.98 4.98 0.00 

Ralli!e Safety 500 10.14 10.14 7.47 

Ralli!e Safety Lead Time 500 2.67 2.67 0.00 

EMV (lnter-Sys EMC) 500 2.49 2.49 0.00 

lA (1 nterim) 500 2.32 2.32 0.00 

Erw QUII Lead Time 000 2.31 2.31 0.00 
E31AR 1500 2.23 2.23 0.00 

E31AR Update 1000 29.68 29.68 27.45 

EMI 500 2.22 2.22 0.00 

IFC 500 1.99 1.99 0.00 

CCA 500 1.97 1.97 0.00 

EMC Lead Time 500 0.54 0.54 0.00 

EMI LeadTime 500 0.53 0.53 0.00 

Env Qual 500 0.53 0.53 0.00 

EMC (lntra-Sys EMC) 500 0.22 0.22 0.00 

Develop & Build 500 0.00 0.00 0.00 

End 500 0.00 0.00 0.00 

IFC Lead Time 1000 29.83 29.83 29.83 

lA Lead Time 500 0.00 0.00 0.00 

PMA 2500 0.00 0.00 0.00 

Start 500 0.00 0.00 0.00 

Wait until all certs are done. 500 40.28 40.28 40.28 

lA & CCA Finish Together 500 8.24 8.24 8.24 

Finish Together 500 8.08 8.08 808 

1/1 

Avg Work 

25.72 

10.02 

8.59 

5.40 

4.98 

2.68 

2.67 

2.49 

2.32 

2.31 
2.23 

2.23 

2.22 

1.99 

1.97 

0.54 

0.53 

0.53 

0.22 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 
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Passive Electronic Warfare (EW) Run 2 
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Low Risk Timeline Reduction (LRTR)

-G --·· 
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 RAIN·Po .... EW·RU,.2·LRTR_&-29· 13·1YS.Igx 

Elapsed Time in Weok.t 

l 2s1•s so 1 

Tr•nsac:tkm Statit tlc:t In Weeki (Hourt) 

COUI'I A'IQ Cyt~ A"ll Se<v A11l1810Ck Avg Work 

51.49 

Activity Statlltlc:t In Weekt (Hours} 

Co"" A11l1Cytl0 Avg Serv 

EMV Lead Time 500 25 72 25.72 

lA Lead Time 500 2571 25 71 

Sys SOlely 500 1002 10.02 

CCA Lead Th'ne 500 8 59 8.59 

DT 500 45 85 45.85 

DT Lead Time 500 4 98 4.98 

lA (lnlerlm) 500 3 02 3.02 

Range Safety 500 1014 10. 14 

Raroe Safety Lead Time 500 2 67 2 .67 

eMV (lrltt•iYI eMO) oOO t.•u t.•u 
e..,.. Oool Lead Time 500 2 31 2.31 

E31AR 1500 2 23 2 .23 

E31AR Update 1000 29 68 29.68 

EMI 500 2 22 2,22 

IFC 500 I 99 1.99 

CCA 500 I 97 1.97 

EMC Lead Time 500 054 0.54 

EMI t.ead Tine 500 053 0.53 

ErwO~.ttl 500 053 0.53 

EMC (l~ro·Syl EMC) 500 022 0.22 

Develop & &JIId 500 000 0.00 

End 500 000 0.00 

IFC Lead Time 1000 29 83 29.83 

PMA 2500 0.00 0.00 

Start 500 0.00 0.00 

Walt w ill all ct~rts are done. 500 23.28 23.28 

lA & CCA Arish TogetMr 500 18 43 18.43 

Arish Together 500 8.08 8.08 

111 

A"ll BlOCk 

000 

000 

000 

000 

40.45 

000 

000 

7 47 

000 

o.oo 
000 

000 

27.45 

000 

000 

000 

000 

000 

000 

000 

000 

000 

29.83 

0.00 

0.00 

23.28 

18.43 

8.08 

AvgWoik 

25.72 

25.71 

10.02 

H9 

5 40 

498 

302 

258 

2 67 

2 .•• 
2.31 

2 23 

2 23 

222 

199 

I 97 

054 

0.53 

053 

022 

000 

000 

000 

0.00 

0.00 

0.00 

0.00 

0.00 
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Passive Electronic Warfare (EW) Run 3 
Low Risk Timeline Reduction (IRTR) 
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RAIN~assi...aEW -Run-3-IRTR_ 6-29· 13-hrs.igx. 

Elapsed Time in Weeks 

I 7063.841 

Transaction Statistics In Weeks (Hours) 

Count Avg Cye!e Avg Serv Avg Block Avg Work 

500 14.13 14.13 0.00 14.13 

Activity StatistiC& In Weeks (Hours) 

Count A\lgC)'CIC A\'1) Scrv Avg Block A\'QWotk 

Sys Safety 500 10.02 10.02 0.00 10.02 

CCA lesd lime 500 8.59 8.59 0.00 8.59 

Range Safety 500 10.14 10.14 7.47 2.68 

R;:mge Satcty Lead 11mc 500 2.67 2.67 0.00 2.67 

lA (Interim) 500 2.32 2.32 0.00 2.32 

IFC 500 1.99 1.99 0.00 1.99 

CCA 500 1.97 1.97 0.00 1.97 

00\'9IOP & 81.1ild 500 0.00 0.00 0.00 0.00 

End 500 0.00 0.00 0.00 0.00 

IFC lead lime 1000 0.00 0.00 0.00 0.00 

lA l eadTime 500 0.00 0.00 0.00 0.00 

PMA 2000 0.00 0.00 0.00 0.00 

Stan 500 0.00 0.00 0.00 0.00 

Wait until all ceriS are done. 500 4.93 4.93 4.93 0.00 

lA & CCA Flnl$h TogothGt 500 8.24 8.24 8.24 0.00 

Finish Together 500 8.08 8.08 8.08 0.00 

111 
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Probability Plot of Cycle Time (Wks) Passive EW Run 3 IRTR 
Normal 
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Passive Electronic Warfare (EW) Run 3 

Low Risk Timeline Reduction (LRTR) 
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RAIN.P assi\<eEW -Run-3-LRTR_ 6-29-13-hrs jgx 

Ell)f)$ed Time In Weeks 

1 14631.381 

Transaction Statistics In We-ek& (Hour&) 

Count Avg Cyc~ A\'9 Serv Avg Block A\'QWork 

500 29.~ 29.~ 0.00 29.26 

Activity Statistics In Wee-ks (Hours} 

Count A\9 Cycle Avg Serv 

lA Lead Time 500 25.71 25.71 

Sys Safety 500 10.02 10.02 

CCA Lead lime 500 8.59 8.59 

lA (lntCt'lm} 500 3.02 3.02 

R~ngc S:ltcty 500 10.14 10,14 

R.ange Safety Le1d 11me 500 2.67 2.67 

IFC 500 1.99 1.99 

CCA 500 1.97 1.97 

Develop & Build 500 0.00 0.00 

End 500 0.00 0.00 

IFC Lead Time 1000 0.00 0.00 

P MA 2000 0.00 0.00 

stan 500 0.00 0.00 

W ait until au certs are done. 500 16.90 16.90 

lA & CCA F!n1$h TogctMr soo 18.43 18.43 

Finish Together 500 8.08 8.08 

111 

Avg Blocfl 

0.00 

0.00 

0.00 

0.00 

7.47 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 

"16.90 

18.43 

8.08 

AvgWork 

25.71 

10.02 

8.59 

Jm 
2.68 

2.67 

1.99 

1.97 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 

0.00 
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Probability Plot of Cycle Time (Wks) Passive EW Run 3 LRTR 
Normal 
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Active Electronic Warfare (EW) Run 1 
Intermediate Risk Timeline Reduction 

(IRT
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RAIN-PassiveEW-Run-1-IRTR_6-29-13-hrs.igx

Elapsed Time in Weeks
46019.83

Transaction Statistics In Weeks (Hours)
Count

500
Avg Cycle

92.04
Avg Serv

92.04
Avg Block

0.00
Avg Work

92.04

Activity Statistics In Weeks (Hours)

CDL
SAASM HAE
HERO  Testing Lead Time
EMV  Lead Time
Sys Safety
CCA   Lead Time
WSESRB Lead Time
WSESRB Lead Time
SAASM Design Req's for HAE   Lead Time
HERO  Test Report
Freq Assignments
Intrum Equip Spectrum Certt
DT
DT Lead Time
Range Safety
Range Safety Lead Time
HERO  Testing
EMV (Inter-Sys EMC)
Battery Approval Checklist
IA (Interim)
Env Qual   Lead Time
E3IAR
E3IAR Update
EMI
IFC
CCA
SAASM Design Req's for HAE
Bonding & Grounding
HERP
HERO

Count
1000
500
500
500
500
500
750
750
500
500

2000
500
500
500
500
500
500
500

1000
500
500

4000
1000
500
500
500

1000
500
500
500

Avg Cycle
60.50
59.94
35.83
25.72
10.02
28.70
8.33
8.30
8.06
8.03
6.05
6.02

77.47
4.98

10.14
64.58
2.51

18.81
2.37
2.32
2.31
2.23

60.54
2.22
1.99
1.97
1.69
1.11
1.11
1 11

Avg Serv
60.50
59.94
35.83
25.72
10.02
28.70
8.33
8.30
8.06
8.03
6.05
6.02

77.47
4.98

10.14
64.58
2.51

18.81
2.37
2.32
2.31
2.23

60.54
2.22
1.99
1.97
1.69
1.11
1.11
1 11

Avg Block
0.00
0.00
9.84
0.00
0.00

20.11
0.00
0.00
0.00
0.00
0.00
0.00

72.07
0.00
7.47

61.92
0.00

16.32
0.00
0.00
0.00
0.00

58.31
0.00
0.00
0.00
0.00
0.00
0.00
0 00

Avg Work
60.50
59.94
25.99
25.72
10.02
8.59
8.33
8.30
8.06
8.03
6.05
6.02
5.40
4.98
2.68
2.67
2.51
2.49
2.37
2.32
2.31
2.23
2.23
2.22
1.99
1.97
1.69
1.11
1.11
1 11

1 /1

    

SAASM Design Req's for HAE
Bonding & Grounding
HERP
HERO
ESD
HERF
WSESRB
WSESRB
RADHAZ Analysis  Lead Time
EMC Lead Time
EMI  Lead Time
Env Qual
ESD  Lead Time
Bonding & Grounding   Lead Time
RADHAZ Analysis
EMC (Intra-Sys EMC)
Start
End
Develop & Build
IFC  Lead Time
IA   Lead Time
JITC
SAASM HAE   Lead Time
Wait until all certs are done.
Equip Spectrum Cert Lead Time
Battery Approval Lead Time
Freq Assignments   Lead Time
Repeat?
Repeated?
PMA
JITC Lead Time
Repeated? w 1
Repeat? w 1
Collect Inputs
Collect HERO Results
Collect WSESRB Results
IA & CCA Finish  Together
WSESRB Outputs
Finish  Together

1000
500
500
500
500
500
750
750
500
500
500

1000
500
500
500
500
500
500
500

1000
500
500
500
500
500
500
500
500
750

3500
500
750
500
500
500
500
500
500
500

1.69
1.11
1.11
1.11
1.11
1.11
0.57
0.56
0.55

10.38
0.53
0.53
0.53
0.52
0.44
0.22
0.00
0.00
0.00

62.09
20.11

0.00
0.00

15.92
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.73

42.05
0.00
8.24
0.00
8.08

1.69
1.11
1.11
1.11
1.11
1.11
0.57
0.56
0.55

10.38
0.53
0.53
0.53
0.52
0.44
0.22
0.00
0.00
0.00

62.09
20.11

0.00
0.00

15.92
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.73

42.05
0.00
8.24
0.00
8.08

0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
9.84
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00

62.09
20.11

0.00
0.00

15.92
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.73

42.05
0.00
8.24
0.00
8.08

1.69
1.11
1.11
1.11
1.11
1.11
0.57
0.56
0.55
0.54
0.53
0.53
0.53
0.52
0.44
0.22
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
0.00
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Active Electronic Warfare (EW) Run 1 

Low Risk Timeline Reduction (LRTR) 
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RAIN-ActiveEW-Run-1-LRTR_6-29-13-hrs.igx

Elapsed Time in Weeks
38318.92

Transaction Statistics In Weeks (Hours)
Count

500

Avg Cycle

76.64

Avg Serv

76.64

Avg Block

0.00

Avg Work

76.64

Activity Statistics In Weeks (Hours)

HERO  Testing Lead Time
EMV  Lead Time

IA   Lead Time

JITC
Sys Safety

CCA   Lead Time

WSESRB Lead Time

WSESRB Lead Time
HERO  Test Report

JITC Lead Time

Freq Assignments
DT

DT Lead Time

IA (Interim)

Range Safety
Range Safety Lead Time

HERO  Testing

EMV (Inter-Sys EMC)
Env Qual   Lead Time

E3IAR

E3IAR Update

EMI
IFC

CCA

Bonding & Grounding

Count

500
500

500

500
500

500

750

750
500

500

2000
500

500

500

500
500

500

500
500

4000

1000

500
500

500

500

Avg Cycle

29.81
25.72

25.71

11.66
10.02

8.59

8.33

8.30
8.03

7.87

6.05
71.65

4.98

3.02

10.14
61.14

2.51

24.39
2.31

2.23

54.72

2.22
1.99

1.97

1.11

Avg Serv

29.81
25.72

25.71

11.66
10.02

8.59

8.33

8.30
8.03

7.87

6.05
71.65

4.98

3.02

10.14
61.14

2.51

24.39
2.31

2.23

54.72

2.22
1.99

1.97

1.11

Avg Block

3.82
0.00

0.00

0.00
0.00

0.00

0.00

0.00
0.00

0.00

0.00
66.25

0.00

0.00

7.47
58.47

0.00

21.90
0.00

0.00

52.50

0.00
0.00

0.00

0.00

Avg Work

25.99
25.72

25.71

11.66
10.02

8.59

8.33

8.30
8.03

7.87

6.05
5.40

4.98

3.02

2.68
2.67

2.51

2.49
2.31

2.23

2.23

2.22
1.99

1.97

1.11

1/1

    

IFC

CCA

Bonding & Grounding
HERP

HERO

ESD

HERF
WSESRB

WSESRB

RADHAZ Analysis  Lead Time
EMC Lead Time

EMI  Lead Time

Env Qual

ESD  Lead Time
Bonding & Grounding   Lead Time

RADHAZ Analysis

EMC (Intra-Sys EMC)
Develop & Build

PMA

Start

Freq Assignments   Lead Time
IFC  Lead Time

Wait until all certs are done.

End
CDL

Repeat?

Repeated?

Repeated? w1
Repeat? w1

Collect Inputs

Collect HERO Results
Collect WSESRB Results

IA & CCA Finish  Together

WSESRB Outputs

Finish  Together

500

500

500
500

500

500

500
750

750

500
500

500

1000

500
500

500

500
500

3500

500

500
1000

500

500
1000

500

750

750
500

500

500
500

500

500

500

1.99

1.97

1.11
1.11

1.11

1.11

1.11
0.57

0.56

0.55
4.36

0.53

0.53

0.53
0.52

0.44

0.22
0.00

0.00

0.00

0.00
58.47

47.78

0.00
0.00

0.00

0.00

0.00
0.00

0.73

36.05
0.00

18.43

0.00

8.08

1.99

1.97

1.11
1.11

1.11

1.11

1.11
0.57

0.56

0.55
4.36

0.53

0.53

0.53
0.52

0.44

0.22
0.00

0.00

0.00

0.00
58.47

47.78

0.00
0.00

0.00

0.00

0.00
0.00

0.73

36.05
0.00

18.43

0.00

8.08

0.00

0.00

0.00
0.00

0.00

0.00

0.00
0.00

0.00

0.00
3.82

0.00

0.00

0.00
0.00

0.00

0.00
0.00

0.00

0.00

0.00
58.47

47.78

0.00
0.00

0.00

0.00

0.00
0.00

0.73

36.05
0.00

18.43

0.00

8.08

1.99

1.97

1.11
1.11

1.11

1.11

1.11
0.57

0.56

0.55
0.54

0.53

0.53

0.53
0.52

0.44

0.22
0.00

0.00

0.00

0.00
0.00

0.00

0.00
0.00

0.00

0.00

0.00
0.00

0.00

0.00
0.00

0.00

0.00

0.00
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Active Electronic Warfare (EW) Run 2 

Intermediate Risk Timeline Reduction (IRTR) 
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RAIN-PassiveEW-Run-2-IRTR_6-29-13-hrs.igx

Elapsed Time in Weeks
25417.91

Transaction Statistics In Weeks (Hours)
Count

500

Avg Cycle

50.84

Avg Serv

50.84

Avg Block

0.00

Avg Work

50.84

Activity Statistics In Weeks (Hours)

EMV  Lead Time
Sys Safety

CCA   Lead Time

DT

DT Lead Time

Range Safety

Range Safety Lead Time

EMV (Inter-Sys EMC)
IA (Interim)

Env Qual   Lead Time

Count

500
500

500

500

500

500

500

500
500

500

Avg Cycle

25.72
10.02

8.59

45.85

4.98

10.14

2.67

2.49
2.32

2.31

Avg Serv

25.72
10.02

8.59

45.85

4.98

10.14

2.67

2.49
2.32

2.31

Avg Block

0.00
0.00

0.00

40.45

0.00

7.47

0.00

0.00
0.00

0.00

Avg Work

25.72
10.02

8.59

5.40

4.98

2.68

2.67

2.49
2.32

2.31

1/1

    

 ( te )

Env Qual   Lead Time

E3IAR

E3IAR Update

EMI

IFC

CCA

EMC Lead Time

EMI  Lead Time

Env Qual

EMC (Intra-Sys EMC)

Develop & Build

End

IFC  Lead Time

IA   Lead Time

PMA

Start

Wait until all certs are done.

IA & CCA Finish  Together

Finish  Together

500

500

1500

1000

500

500

500

500

500

500

500

500

500

1000

500

2500

500

500

500

500

3

2.31

2.23

29.68

2.22

1.99

1.97

0.54

0.53

0.53

0.22

0.00

0.00

29.83

0.00

0.00

0.00

40.28

8.24

8.08

3

2.31

2.23

29.68

2.22

1.99

1.97

0.54

0.53

0.53

0.22

0.00

0.00

29.83

0.00

0.00

0.00

40.28

8.24

8.08

0 00

0.00

0.00

27.45

0.00

0.00

0.00

0.00

0.00

0.00

0.00

0.00

0.00

29.83

0.00

0.00

0.00

40.28

8.24

8.08

3

2.31

2.23

2.23

2.22

1.99

1.97

0.54

0.53

0.53

0.22

0.00

0.00

0.00

0.00

0.00

0.00

0.00

0.00

0.00



 

290 
 

 



 

291 
 

 
 



 

292 
 

Active Electronic Warfare (EW) Run 2 

Low Risk Timeline Reduction (LRTR) 
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RAIN-ActiveEW-Run-2-LRTR_6-29-13-hrs.igx

Elapsed Time in Weeks
25746.41

Transaction Statistics In Weeks (Hours)
Count

500
Avg Cycle

51.49
Avg Serv

51.49
Avg Block

0.00
Avg Work

51.49

Activity Statistics In Weeks (Hours)

EMV  Lead Time
IA   Lead Time

Sys Safety
CCA   Lead Time
Freq Assignments

DT
DT Lead Time
IA (Interim)
Range Safety

Range Safety Lead Time
EMV (Inter-Sys EMC)
Env Qual   Lead Time

E3IAR
E3IAR Update
EMI

Count
500
500

500
500

1500

500
500
500
500

500
500
500

2000
1000

500

Avg Cycle
25.72
25.71

10.02
8.59
6.05

45.86
4.98
3.02

10.14

2.67
24.39

2.31

2.23
27.70

2 22

Avg Serv
25.72
25.71

10.02
8.59
6.05

45.86
4.98
3.02

10.14

2.67
24.39

2.31

2.23
27.70

2 22

Avg Block
0.00
0.00

0.00
0.00
0.00

40.46
0.00
0.00
7.47

0.00
21.90

0.00

0.00
25.47

0 00

Avg Work
25.72
25.71

10.02
8.59
6.05

5.40
4.98
3.02
2.68

2.67
2.49
2.31

2.23
2.23
2 22

1/1

    

E3IAR
E3IAR Update

EMI
IFC

CCA
HERP

HERO
HERF

RADHAZ Analysis  Lead Time
EMC Lead Time

EMI  Lead Time

Env Qual
RADHAZ Analysis

EMC (Intra-Sys EMC)
IFC  Lead Time

Freq Assignments   Lead Time
Develop & Build

End
Wait until all certs are done.

PMA
Start

Collect HERO Results
IA & CCA Finish  Together

Finish  Together

2000
1000

500
500

500
500

500
500

500
500

500

500
500

500
1000

500
500

500
500

3000
500

500
500

500

2.23
27.70

2.22
1.99

1.97
1.11

1.11
1.11

0.55
4.36

0.53

0.53
0.44

0.22
29.83

0.00
0.00

0.00
23.29

0.00
0.00

0.00
18.43

8.08

2.23
27.70

2.22
1.99

1.97
1.11

1.11
1.11

0.55
4.36

0.53

0.53
0.44

0.22
29.83

0.00
0.00

0.00
23.29

0.00
0.00

0.00
18.43

8.08

0.00
25.47

0.00
0.00

0.00
0.00

0.00
0.00

0.00
3.82

0.00

0.00
0.00

0.00
29.83

0.00
0.00

0.00
23.29

0.00
0.00

0.00
18.43

8.08

2.23
2.23

2.22
1.99

1.97
1.11

1.11
1.11

0.55
0.54

0.53

0.53
0.44

0.22
0.00

0.00
0.00

0.00
0.00

0.00
0.00

0.00
0.00

0.00
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Probability Plot of Cycle Time (Wks) Active EW Run 2 LRTR 
Normal 
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Active Electronic Warfare (EW) Run 3 

Intermediate Risk Timeline Reduction (IRTR) 
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RAIN-ActiveEW-Run-3-IRTR_6-29-13-hrs.igx

Elapsed Time in Weeks
12396.22

Transaction Statistics In Weeks (Hours)
Count

500

Avg Cycle

24.79

Avg Serv

24.79

Avg Block

0.00

Avg Work

24.79

Activity Statistics In Weeks (Hours)

Sys Safety

CCA   Lead Time
Freq Assignments

Intrum Equip Spectrum Certt

Range Safety

Range Safety Lead Time

IA (Interim)

Count

500

500
500

500

500

500

500

Avg Cycle

10.02

8.59
6.05

6.02

22.12

2.67

2.32

Avg Serv

10.02

8.59
6.05

6.02

22.12

2.67

2.32

Avg Block

0.00

0.00
0.00

0.00

19.45

0.00

0.00

Avg Work

10.02

8.59
6.05

6.02

2.68

2.67

2.32

1/1

    

g  y  

IA (Interim)

IFC

CCA

Develop & Build

End

IFC  Lead Time

IA   Lead Time

Equip Spectrum Cert Lead Time

Freq Assignments   Lead Time

PMA

Start

Wait until all certs are done.

IA & CCA Finish  Together

Finish  Together

500

500

500

500

500

1000

500

500

500

2000

500

500

500

500

2.32

1.99

1.97

0.00

0.00

0.00

0.00

0.00

0.00

0.00

0.00

14.23

8.24

8.08

2.32

1.99

1.97

0.00

0.00

0.00

0.00

0.00

0.00

0.00

0.00

14.23

8.24

8.08

0.00

0.00

0.00

0.00

0.00

0.00

0.00

0.00

0.00

0.00

0.00

14.23

8.24

8.08

2.32

1.99

1.97

0.00

0.00

0.00

0.00

0.00

0.00

0.00

0.00

0.00

0.00

0.00
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Active Electronic Warfare (EW) Run 3 
Low Risk Timeline Reduction (LRTR) 
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RAIN-ActiveEW-Run-3-LRTR_6-29-13-hrs.igx

Elapsed Time in Weeks
15096.99

Transaction Statistics In Weeks (Hours)
Count

500

Avg Cycle

30.19

Avg Serv

30.19

Avg Block

0.00

Avg Work

30.19

Activity Statistics In Weeks (Hours)

IA   Lead Time

Sys Safety

CCA   Lead Time

Freq Assignments

IA (Interim)

Range Safety

Range Safety Lead Time

Count

500

500

500

500

500

500

500

Avg Cycle

25.71

10.02

8.59

6.05

3.02

16.10

2.67

Avg Serv

25.71

10.02

8.59

6.05

3.02

16.10

2.67

Avg Block

0.00

0.00

0.00

0.00

0.00

13.43

0.00

Avg Work

25.71

10.02

8.59

6.05

3.02

2.68

2.67

1/1

    

Range Safety

Range Safety Lead Time
IFC

CCA
Develop & Build

End

IFC  Lead Time
Freq Assignments   Lead Time

PMA
Start

Wait until all certs are done.
IA & CCA Finish  Together

Finish  Together

500

500
500

500
500

500

1000
500

2000
500

500
500

500

16.10

2.67
1.99

1.97
0.00

0.00

0.00
0.00

0.00
0.00

12.76
18.43

8.08

16.10

2.67
1.99

1.97
0.00

0.00

0.00
0.00

0.00
0.00

12.76
18.43

8.08

13.43

0.00
0.00

0.00
0.00

0.00

0.00
0.00

0.00
0.00

12.76
18.43

8.08

2.68

2.67
1.99

1.97
0.00

0.00

0.00
0.00

0.00
0.00

0.00
0.00

0.00



 

302 
 

 



 

303 
 

 
 

Probability Plot of Cycle Time (Wks) Active EW Run 3 LRTR 
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RAIN Cost Simulations 
 

Cost of Doing All Certifications 
Cost Matrices 1–3 
LASER Designator Runs 1 though 3 

• Baseline (BL) 
• Intermediate Risk Timeline Reduction (IRTR) 
• Low Risk Timeline Reduction (LRTR) 

 
Passive EW Runs 1 though 3 

• Baseline (BL) 
• Intermediate Risk Timeline Reduction (IRTR) 
• Low Risk Timeline Reduction (LRTR) 

 
Active EW Runs 1 though 3 

• Baseline (BL) 
• Intermediate Risk Timeline Reduction (IRTR) 
• Low Risk Timeline Reduction (LRTR) 
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3rd of 3 Cost Run Matrices 
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LASER Designator Run 2 
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Passive EW Run 1 
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APPENDIX G. RISK ASSESSMENT 

 Risk Simulation Runs 
 
Risk Definitions 
Schedule Risk 
Impact = Max number of weeks that the simulation predicts the schedule to exceed 78 
weeks. 
Likelihood = % chance of exceeding 78 weeks. 
 
Cost Risk 
Impact = Max predicted cost minus the mean cost.   
Likelihood = Chance of cost exceeding the mean cost. 
 
Performance Risk 
Impact = From the timeline reduction scenario document for the week of June 27th 2013 
and discussions with PMA-263 representatives. 
Likelihood = Chance of impact occurring - TBD discussions with PMA-263 
representatives. 
 

Certification 

New Certification Cycle Times 

IRTR (Interim) 
LRTR 

(Already Have) 

CDL No Change 0 

IFC 1,3,2 1,3,2 

Battery 1,4,2 0 

IA 1,4,2 No Change 

Spectrum 4,8,6  4,8,6 4,8,6 

T&E  OT in fielding Joint  DT OT 

JTIC 0 No Change 

SAASM No Change 0 

Table 2:  Timeline Reduction Strategies Sub-Process Changes Summary 
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Laser Designator Payload Run 1 Chart size = 2.3”H x 3.7”W 

Baseline LD R1 Schedule Risk 
Impact  

= 126 Wks – 78 Wks 

= 48 Wks 

 

From Baseline Run 1 Simulation 

 

Baseline LD R1 Schedule Risk 
Likelihood 

= 80.80% 

 

 

There is a 80.80% chance that the 
schedule will exceed 78 weeks by as 
much as 48 weeks. 

 

Baseline LD R1 Cost Risk Impact 

= Max – Mean 

= $2,210K – $1,321K  

= $889K 

 

 

Baseline LD R1 Cost Risk 
Likelihood 

= Right tail chance of exceeding the 
mean = 47.58% 

 

There is a 47.58% chance that the 
cost will exceed the mean by $889K. 
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Baseline LD R1 Increased 
Performance Risk Impact 

N/A 

Baseline LD R1 Increased 
Performance Risk Likelihood 

 

N/A 

Laser Designator Payload Run 2  

Baseline LD R2 Schedule Risk 
Impact  

= 126 Wks – 78 Wks 

= 48 Wks 

 

 

  

 
Baseline LD R2 Schedule Risk 
Likelihood 

= 775510 ppm = 77.55% 

 

 

There is a 77.55% chance that the 
schedule will exceed 78 weeks by as 
much of 48 weeks. 

 



 

330 
 

Baseline LD R2 Cost Risk Impact 

= Max – Mean 

= $2,156K – $1,265K = $891K 

 

Baseline LD R2 Cost Risk 
Likelihood 

= Right tail chance of exceeding the 
mean = 47.34% 

 

There is a 47.34% chance that the 
cost will exceed the mean by $891K. 

 

Baseline LD R2 Increased 
Performance Risk Impact 

N/A 

Baseline LD R2 Increased 
Performance Risk Likelihood 

N/A 

Laser Designator Payload Run 3  

Baseline LD R3 Schedule Risk 
Impact  

= 65 Wks – 78 Wks = -13 Wks 
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Baseline LD R3 Schedule Risk 
Likelihood 

= 0.000009% 

 

 

There is a 0.000009% chance that the 
schedule will exceed 78 weeks. 

 

Baseline LD R3 Cost Risk Impact 

= Max – Mean 

= $1058K – $520K = $538K 

 

 

Baseline LD R3 Cost Risk 
Likelihood 

= Right tail chance of exceeding the 
mean = 45.44% 

 

There is a 45.44% chance that the 
cost will exceed the mean by $538K.  

Baseline LD R3 Increased 
Performance Risk Impact 

N/A 

Baseline LD R3 Increased 
Performance Risk Likelihood 

 

N/A 

IRTR Laser Designator Run 1  
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IRTR LD R1 Schedule Risk Impact  

= 85 Wks – 78 Wks 

= 7 Wks 

 

 

 

IRTR LD R1 Schedule Risk 
Likelihood 

= 1.22% 

 

 

There is a 1.22% chance that the 
schedule will exceed 78 weeks by as 
much of 7 weeks. 

 

IRTR LD R1 Cost Risk Impact 

= Max – Mean 

= $1332K – $856K = $476K 

 

IRTR LD R1 Cost Risk Likelihood 

= Right tail chance of exceeding the 
mean = 44.54% 

 

 

There is a 44.54% chance that the 
cost will exceed the mean by $476K. 

 

IRTR LD R1 Increased Performance 
Risk Impact 

TBD 

IRTR LD R1 Increased Performance TBD 
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Risk Likelihood 

 

IRTR Laser Designator Run 2  

IRTR LD R2 Schedule Risk Impact  

= 85 Wks – 78 Wks 

= 7 Wks 

 

 

 

IRTR LD R2 Schedule Risk 
Likelihood 

= 1.22% 

 

 

There is a 1.22% chance that the 
schedule will exceed 78 weeks by as 
much of 7 weeks. 

 

IRTR LD R2 Cost Risk Impact 

= Max – Mean 

= $509K – $437K = $72K 

 

IRTR LD R2 Cost Risk Likelihood 

= Right tail chance of exceeding the 
mean = 49.07% 

 

 

There is a 49.07% chance that the 
cost will exceed the mean by $849K. 
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IRTR LD R2 Increased Performance 
Risk Impact 

TBD 

IRTR LD R2 Increased Performance 
Risk Likelihood 

 

TBD 

IRTR Laser Designator Run 3  

IRTR LD R3 Schedule Risk Impact  

= 41 Wks – 78 Wks 

= -37 Wks 

 

 

 

IRTR LD R3 Schedule Risk 
Likelihood 

= 0.0% 

 

 

There is a 0% chance that the 
schedule will exceed 78 weeks. 
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IRTR LD R3 Cost Risk Impact 

= Max – Mean 

= $97K – $55K = $42K 

 

IRTR LD R3 Cost Risk Likelihood 

= Right tail chance of exceeding the 
mean = 49.44% 

 

 

There is a 49.44% chance that the 
cost will exceed the mean by $42K. 

 

IRTR LD R3 Increased Performance 
Risk Impact 

TBD 

IRTR LD R3 Increased Performance 
Risk Likelihood 

 

TBD 

LRTR Laser Designator Run 1  

LRTR LD R1 Schedule Risk Impact  

= 85 Wks – 78 Wks 

= 7 Wks 
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LRTR LD R1 Schedule Risk 
Likelihood 

= 0.84% 

 

 

There is a 0.84% chance that the 
schedule will exceed 78 weeks by as 
much of 7 weeks. 

 

LRTR LD R1 Cost Risk Impact 

= Max – Mean 

= $1,694K – $1,041K = $653K 

 

LRTR LD R1 Cost Risk Likelihood 

= Right tail chance of exceeding the 
mean = 46.57% 

 

 

There is a 46.57% chance that the 
cost will exceed the mean by $653K. 

 

LRTR LD R1 Increased Performance 
Risk Impact 

TBD 

LRTR LD R1 Increased Performance 
Risk Likelihood 

 

TBD 

LRTR Laser Designator Run 2  
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LRTR LD R2 Schedule Risk Impact  

= 85 Wks – 78 Wks 

= 7 Wks 

 

 

 

LRTR LD R2 Schedule Risk 
Likelihood 

= 0.99% 

 

 

There is a 0.99% chance that the 
schedule will exceed 78 weeks by as 
much of 7 weeks. 

 

LRTR LD R2 Cost Risk Impact 

= Max – Mean 

= $1687K – $1,035K = $652K 

 

LRTR LD R2 Cost Risk Likelihood 

= Right tail chance of exceeding the 
mean = 46.60% 

 

 

There is a 46.60% chance that the 
cost will exceed the mean by $652K. 

 

LRTR LD R2 Increased Performance 
Risk Impact 

TBD 

LRTR LD R2 Increased Performance TBD 
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Risk Likelihood 

 

LRTR Laser Designator Run 3  

LRTR LD R3 Schedule Risk Impact  

= 54 Wks – 78 Wks 

= -24 Wks 

 

 

 

LRTR LD R3 Schedule Risk 
Likelihood 

= 0.0% 

 

 

There is a 0% chance that the 
schedule will exceed 78 weeks by as 
much of 48 weeks. 

 

LRTR LD R3 Cost Risk Impact 

= Max – Mean 

= $568K – $287K = $281K 

 

LRTR LD R3 Cost Risk Likelihood 

= Right tail chance of exceeding the 
mean = 45.51% 

 

 

There is a 45.51% chance that the 
cost will exceed the mean by $281K. 

 



 

339 
 

LRTR LD R3 Increased Performance 
Risk Impact 

TBD 

LRTR LD R3 Increased Performance 
Risk Likelihood 

TBD 

  

Passive EW Run 1  

Baseline Passive EW R1 Schedule 
Risk Impact  

= 241 Wks – 78 Wks = 163 Wks 

 

 

Baseline Passive EW R1 Schedule 
Risk Likelihood 

= 1000000.00 PPM = 100% 

 

 

There is a 100% chance that the 
schedule will exceed 78 weeks. 
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Baseline Passive EW R1 Cost Risk 
Impact 

= Max – Mean 

= $2,617K – $1,723K = $894K 

 

 

Baseline Passive EW R1 Cost Risk 
Likelihood 

= Right tail chance of exceeding the 
mean = 47.74% 

 

There is a 47.74% chance that the 
cost will exceed the mean by $894K. 

 

Baseline Passive EW R1 Increased 
Performance Risk Impact 

N/A 

Baseline Passive EW R1 Increased 
Performance Risk Likelihood 

 

N/A 

Passive EW Run 2  

Baseline Passive EW R2 Schedule 
Risk Impact  

= 126 Wks – 78 Wks = 48 Wks 
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Baseline Passive EW R2 Schedule 
Risk Likelihood 

= 77.27% 

 

 

There is a 77.27% chance that the 
schedule will exceed 78 weeks. 

 

Baseline Passive EW R2 Cost Risk 
Impact 

= Max – Mean 

= $2,124K – $1,231K = $893K 

 

 

Baseline Passive EW R2 Cost Risk 
Likelihood 

= Right tail chance of exceeding the 
mean = 47.72% 

 

There is a 47.72% chance that the 
cost will exceed the mean by $893K. 

 

Baseline Passive EW R2 Increased 
Performance Risk Impact 

N/A 

Baseline Passive EW R2 Increased 
Performance Risk Likelihood 

 

N/A 

Passive EW Run 3  
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Baseline Passive EW R3 Schedule 
Risk Impact  

= 54 Wks – 78 = -24 Wks 

 

 

 

Baseline Passive EW R3 Schedule 
Risk Likelihood 

= 0.0% 

 

 

There is a 0% chance that the 
schedule will exceed 78 weeks. 

 

Baseline Passive EW R3 Cost Risk 
Impact 

= Max – Mean 

= $1058K – $520K = $538K 

 

 

Baseline Passive EW R3 Cost Risk 
Likelihood 

= Right tail chance of exceeding the 
mean = 45.44% 

 

There is a 45.44% chance that the 
cost will exceed the mean by $538K. 

 

Baseline Passive EW R3 Increased 
Performance Risk Impact 

N/A 
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Baseline Passive EW R3 Increased 
Performance Risk Likelihood 

 

N/A 

IRTR Passive EW Run 1  

IRTR PEW R1 Schedule Risk 
Impact  

= 126 Wks – 78 Wks 

= 48 Wks 

 

 

 

 
IRTR PEW R1 Schedule Risk 
Likelihood 

= 87.16% 

 

 

There is a 87.16% chance that the 
schedule will exceed 78 weeks by as 
much of 48 weeks. 
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IRTR PEW R1 Cost Risk Impact 

= Max – Mean 

= $1,689K – $1,230K = $459K 

 

IRTR PEW R1 Cost Risk Likelihood 

= Right tail chance of exceeding the 
mean = 45.10% 

 

 

There is a 45.10% chance that the 
cost will exceed the mean by $459K. 

 

IRTR PEW R1 Increased 
Performance Risk Impact 

TBD 

IRTR PEW R1 Increased 
Performance Risk Likelihood 

TBD 

IRTR Passive EW Run 2  

IRTR PEW R2 Schedule Risk 
Impact  

= 85 Wks – 78 Wks 

= 7 Wks 
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IRTR PEW R2 Schedule Risk 
Likelihood 

= 1.26% 

 

 

There is a 1.26% chance that the 
schedule will exceed 78 weeks by as 
much of 48 weeks. 

 

IRTR PEW R2 Cost Risk Impact 

= Max – Mean 

= $1,239K – $784K = $455K 

 

IRTR PEW R2 Cost Risk Likelihood 

= Right tail chance of exceeding the 
mean = 45.18% 

 

 

There is a 45.18% chance that the 
cost will exceed the mean by $455K. 

 

IRTR PEW R2 Increased 
Performance Risk Impact 

TBD 

IRTR PEW R2 Increased 
Performance Risk Likelihood 

 

TBD 

IRTR Passive EW Run 3  
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IRTR PEW R3 Schedule Risk 
Impact  

= 27 Wks – 78 Wks 

= -51 Wks 

 

 

 

IRTR PEW R3 Schedule Risk 
Likelihood 

= 0.0% 

 

 

There is a 0% chance that the 
schedule will exceed 78 weeks by as 
much of 48 weeks. 

 

IRTR PEW R3 Cost Risk Impact 

= Max – Mean 

= $97K – $55K = $42K 

 

IRTR PEW R3 Cost Risk Likelihood 

= Right tail chance of exceeding the 
mean = 49.44% 

 

 

There is a 49.44% chance that the 
cost will exceed the mean by $42K. 

 

IRTR PEW R3 Increased 
Performance Risk Impact 

TBD 

IRTR PEW R3 Increased TBD 
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Performance Risk Likelihood 

 

LRTR Passive EW Run 1  

LRTR PEW R1 Schedule Risk 
Impact  

= 119 Wks – 78 Wks 

= 41 Wks 

 

 

 

 
LRTR PEW R1 Schedule Risk 
Likelihood 

= 45.94% 

 

 

There is a 45.94% chance that the 
schedule will exceed 78 weeks by as 
much of 41 weeks. 
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LRTR PEW R1 Cost Risk Impact 

= Max – Mean 

= $2,040K – $1,385K = $655K 

 

LRTR PEW R1 Cost Risk 
Likelihood 

= Right tail chance of exceeding the 
mean = 46.69% 

 

 

There is a 46.69% chance that the 
cost will exceed the mean by $655K.  

LRTR PEW R1 Increased 
Performance Risk Impact 

TBD 

LRTR PEW R1 Increased 
Performance Risk Likelihood 

TBD 

LRTR Passive EW Run 2  

LRTR PEW R2 Schedule Risk 
Impact  

= 85 Wks – 78 Wks 

= 7 Wks 

 

 

 



 

349 
 

LRTR PEW R2 Schedule Risk 
Likelihood 

= 1.01% 

 

 

There is a 1.01% chance that the 
schedule will exceed 78 weeks by as 
much of 7 weeks. 

 

LRTR PEW R2 Cost Risk Impact 

= Max – Mean 

= $1,674K – $1,020K = $654K 

 

LRTR PEW R2 Cost Risk 
Likelihood 

= Right tail chance of exceeding the 
mean = 46.59% 

 

 

There is a 46.59% chance that the 
cost will exceed the mean by $654K.  

LRTR PEW R2 Increased 
Performance Risk Impact 

TBD 

LRTR PEW R2 Increased 
Performance Risk Likelihood 

 

TBD 

LRTR Passive EW Run 3  
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LRTR PEW R3 Schedule Risk 
Impact  

= 54 Wks – 78 Wks 

= -24 Wks 

 

 

 

LRTR PEW R3 Schedule Risk 
Likelihood 

= 0.0% 

 

 

There is a 0% chance that the 
schedule will exceed 78 weeks. 

 

LRTR PEW R3 Cost Risk Impact 

= Max – Mean 

= $568K – $287K = $281K 

 

LRTR PEW R3 Cost Risk 
Likelihood 

= Right tail chance of exceeding the 
mean = 45.51% 

 

 

There is a 45.51% chance that the 
cost will exceed the mean by $281K.  

LRTR PEW R3 Increased 
Performance Risk Impact 

TBD 

LRTR PEW R3 Increased TBD 
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Performance Risk Likelihood 

  

Active EW Run 1  

Baseline Active EW R1 Schedule 
Risk Impact  

= 241 Wks – 78 Wks = 163 Wks 

 

 

 

Baseline Active EW R1 Schedule 
Risk Likelihood 

= 1000000.00 PPM = 100% 

 

 

There is a 100% chance that the 
schedule will exceed 78 weeks. 

 

Baseline Active EW R1 Cost Risk 
Impact 

= Max – Mean 

= $2,617K – $1,723K = $894K 

 

 

Baseline Active EW R1 Cost Risk 
Likelihood 

= Right tail chance of exceeding the 
mean = 47.74% 

 

There is a 47.74% chance that the  
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cost will exceed the mean by $894K. 

Baseline Active EW R1 Increased 
Performance Risk Impact 

N/A 

Baseline Active EW R1 Increased 
Performance Risk Likelihood 

 

N/A 

Active EW Run 2  

Baseline Active EW R2 Schedule 
Risk Impact  

= 163 Wks – 78 Wks = 85 Wks 

 

 

 

Baseline Active EW R2 Schedule 
Risk Likelihood 

= 999999.98 PPM = 99.99% 

 

 

There is a 99.99% chance that the 
schedule will exceed 78 weeks. 
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Baseline Active EW R2 Cost Risk 
Impact 

= Max – Mean 

= $2,183K – $1,285K = $898K 

 

 

Baseline Active EW R2 Cost Risk 
Likelihood 

 

= Right tail chance of exceeding the 
mean = 47.51% 

 

There is a 47.51% chance that the 
cost will exceed the mean by $898K. 

 

Baseline Active EW R2 Increased 
Performance Risk Impact 

N/A 

Baseline Active EW R2 Increased 
Performance Risk Likelihood 

 

N/A 

Active EW Run 3  

Baseline Active EW R3 Schedule 
Risk Impact  

= 133 Wks – 78 Wks = 55 Wks 
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Baseline Active EW R3 Schedule 
Risk Likelihood 

= 994685.85 PPM = 99.47% 

 

 

There is a 99.47% chance that the 
schedule will exceed 78 weeks. 

 

Baseline Active EW R3 Cost Risk 
Impact 

= Max – Mean 

= $1069K – $530K = $539K 

 

 

Baseline Active EW R3 Cost Risk 
Likelihood 

= Right tail chance of exceeding the 
mean = 45.47% 

 

There is a 45.47% chance that the 
cost will exceed the mean by $539K. 

 

Baseline Active EW R3 Increased 
Performance Risk Impact 

N/A 

Baseline Active EW R3 Increased 
Performance Risk Likelihood 

N/A 

  

IRTR Active EW Run 1  
IRTR AEW R1 Schedule Risk Impact  

= 124 Wks – 78 Wks 

= 46 Wks 
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IRTR AEW R1 Schedule Risk 
Likelihood 

= 84.44% 

 

 

There is a 84.44% chance that the 
schedule will exceed 78 weeks by as 
much of 46 weeks. 

 

 
IRTR AEW R1 Cost Risk Impact 

= Max – Mean 

= $1,689K – $1,230K = $459K 

 

IRTR AEW R1 Cost Risk Likelihood 

= Right tail chance of exceeding the 
mean = 45.10% 

 

 

There is a 45.10% chance that the cost 
will exceed the mean by $459K. 

 

 
IRTR AEW R1 Increased Performance Risk 
Impact 

TBD 
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IRTR AEW R1 Increased Performance Risk 
Likelihood 

TBD 

IRTR Active EW Run 2  

IRTR AEW R2 Schedule Risk 
Impact  

= 85 Wks – 78 Wks 

= 7 Wks 

 

 

 

 
IRTR AEW R2 Schedule Risk 
Likelihood 

 = 1.11% 

 

 

There is a 1.11% chance that the 
schedule will exceed 78 weeks by as 
much of 7 weeks. 

 

 
IRTR AEW R2 Cost Risk Impact 

= Max – Mean 

= $1297K – $815K = $482K 

 

IRTR AEW R2 Cost Risk Likelihood 

= Right tail chance of exceeding the 
mean = 44.36% 

 

 

There is a 44.36% chance that the 
cost will exceed the mean by $482K. 
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IRTR AEW R2 Increased 
Performance Risk Impact 

TBD 

IRTR AEW R2 Increased 
Performance Risk Likelihood 

TBD 

IRTR Active EW Run 3  

IRTR AEW R3 Schedule Risk 
Impact  

= 41 Wks – 78 Wks 

= -37 Wks 

 

 

 

 
IRTR AEW R3 Schedule Risk 
Likelihood 

= 0.0% 

 

 

There is a 0% chance that the 
schedule will exceed 78 weeks. 
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IRTR AEW R3 Cost Risk Impact 

= Max – Mean 

= $100K – $60K = $40K 

 

IRTR AEW R3 Cost Risk Likelihood 

= Right tail chance of exceeding the 
mean = 49.40% 

 

 

There is a 49.40% chance that the 
cost will exceed the mean by $40K. 

 

 
IRTR AEW R3 Increased 
Performance Risk Impact 

TBD 

IRTR AEW R3 Increased 
Performance Risk Likelihood 

TBD 

  

LRTR Active EW Run 1  
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LRTR AEW R1 Schedule Risk 
Impact  

= 119 Wks – 78 Wks 

= 41 Wks 

 

 

 

LRTR AEW R1 Schedule Risk 
Likelihood 

= 45.94% 

 

 

There is a 45.94% chance that the 
schedule will exceed 78 weeks by as 
much of 41 weeks. 

 

LRTR AEW R1 Cost Risk Impact 

= Max – Mean 

= $2,063K – $1,411K = $652K 

 

LRTR AEW R1 Cost Risk 
Likelihood 

= Right tail chance of exceeding the 
mean = 46.71% 

 

 

There is a 46.71% chance that the 
cost will exceed the mean by $652K.  

LRTR AEW R1 Increased 
Performance Risk Impact 

TBD 

LRTR AEW R1 Increased TBD 
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Performance Risk Likelihood 

LRTR Active EW Run 2  

LRTR AEW R2 Schedule Risk 
Impact  

= 85 Wks – 78 Wks 

= 7 Wks 

 

 

 

LRTR AEW R2 Schedule Risk 
Likelihood 

= 1.01% 

 

 

There is a 1.01% chance that the 
schedule will exceed 78 weeks by as 
much of 7 weeks. 

 

LRTR AEW R2 Cost Risk Impact 

= Max – Mean 

= $1,698K – $1,045K = $653K 

 

LRTR AEW R2 Cost Risk 
Likelihood 

= Right tail chance of exceeding the 
mean = 46.61% 

 

 

There is a 46.61% chance that the 
cost will exceed the mean by $653K.  
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LRTR AEW R2 Increased 
Performance Risk Impact 

TBD 

LRTR AEW R2 Increased 
Performance Risk Likelihood 

TBD 

LRTR Active EW Run 3  

LRTR AEW R3 Schedule Risk 
Impact  

= 54 Wks – 78 Wks 

= -24 Wks 

 

 

 

LRTR AEW R3 Schedule Risk 
Likelihood 

= 0.0% 

 

 

There is a 0% chance that the 
schedule will exceed 78 weeks. 
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LRTR AEW R3 Cost Risk Impact 

= Max – Mean 

= $570K – $290K = $280K 

 

LRTR AEW R3 Cost Risk 
Likelihood 

= Right tail chance of exceeding the 
mean = 45.50% 

 

 

There is a 45.50% chance that the 
cost will exceed the mean by $280K.  

LRTR AEW R3 Increased 
Performance Risk Impact 

TBD 

LRTR AEW R3 Increased 
Performance Risk Likelihood 

TBD 
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Laser Designator Payload 

 
Baseline (BL) 
 R1 Simple R2 Complex R3 Mature 

Schedule Risk Impact 48 Wks 48Wks 0 Wks (-13Wks) 

Schedule Risk Likelihood 80.80% 77.55% 0.000009% 

Cost Risk Impact $889K $891K $538K 

Cost Risk Likelihood 47.58% 47.34% 45.44% 

Performance Risk Impact N/A N/A N/A 

Performance Risk Likelihood N/A N/A N/A 

 
 
Intermediate Risk Timeline Reduction (IRTR) 
 R1 Simple R2 Complex R3 Mature 

Schedule Risk Impact 7 Wks 7 Wks 0 Wks (-37Wks) 

Schedule Risk Likelihood 1.22% 1.22% 0% 

Cost Risk Impact $476K $72K $42K 

Cost Risk Likelihood 44.54% 49.07% 49.44% 

Performance Risk Impact TBD TBD TBD 

Performance Risk Likelihood TBD TBD TBD 

 
 
Low Risk Timeline Reduction (LRTR) 
 R1 Simple R2 Complex R3 Mature 

Schedule Risk Impact 7 Wks 7 Wks 0 Wks (-24Wks) 

Schedule Risk Likelihood 0.84% 0.99% 0% 

Cost Risk Impact $653K $652K $281K 

Cost Risk Likelihood 46.57% 46.60% 45.51% 

Performance Risk Impact TBD TBD TBD 

Performance Risk Likelihood TBD TBD TBD 
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Passive Electronic Warfare Payload 

 
Baseline (BL) 
 R1 Simple R2 Complex R3 Mature 

Schedule Risk Impact 163 Wks 48 Wks 0 Wks (-24 Wks) 

Schedule Risk Likelihood 100% 77.27% 0% 

Cost Risk Impact $894K $893K $538K 

Cost Risk Likelihood 47.74% 47.72% 45.44% 

Performance Risk Impact N/A N/A N/A 

Performance Risk Likelihood N/A N/A N/A 

 
 
Intermediate Risk Timeline Reduction (IRTR) 
 R1 Simple R2 Complex R3 Mature 

Schedule Risk Impact 48 Wks 7 Wks -51 Wks 

Schedule Risk Likelihood 87.16% 1.26% 0% 

Cost Risk Impact $459K $455K $42k 

Cost Risk Likelihood 45.10% 45.18% 49.44% 

Performance Risk Impact TBD TBD TBD 

Performance Risk Likelihood TBD TBD TBD 

 
 
Low Risk Timeline Reduction (LRTR) 
 R1 Simple R2 Complex R3 Mature 

Schedule Risk Impact 41 Wks 7 Wks 0 Wks (-24 Wks) 

Schedule Risk Likelihood 45.94% 1.01% 0% 

Cost Risk Impact $655K $654K $281K 

Cost Risk Likelihood 46.69% 46.59% 45.51% 

Performance Risk Impact TBD TBD TBD 

Performance Risk Likelihood TBD TBD TBD 
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Active Electronic Warfare Payload (Also Data Com and RADAR) 

Baseline (BL) 
 R1 Simple R2 Complex R3 Mature 

Schedule Risk Impact 163 Wks 85 Wks 55 Wks 

Schedule Risk Likelihood 100% 99.99% 99.47% 

Cost Risk Impact $894K $898K $539K 

Cost Risk Likelihood 47.74% 47.51% 45.47% 

Performance Risk Impact N/A N/A N/A 

Performance Risk Likelihood N/A N/A N/A 

 
 
Intermediate Risk Timeline Reduction (IRTR) 
 R1 Simple R2 Complex R3 Mature 

Schedule Risk Impact 46 Wks 7 Wks 0 Wks (-37 Wks) 

Schedule Risk Likelihood 84.44% 1.11% 0% 

Cost Risk Impact $459K $482K $40K 

Cost Risk Likelihood 45.10% 44.36% 49.40% 

Performance Risk Impact TBD TBD TBD 

Performance Risk Likelihood TBD TBD TBD 

 
 
Low Risk Timeline Reduction (LRTR) 
 R1 Simple R2 Complex R3 Mature 

Schedule Risk Impact 41 Wks 7 Wks 0 Wks (-24 Wks) 

Schedule Risk Likelihood 45.94% 1.01% 0% 

Cost Risk Impact $652K $653K $280K 

Cost Risk Likelihood 46.71% 46.61% 45.50% 

Performance Risk Impact TBD TBD TBD 

Performance Risk Likelihood TBD TBD TBD 
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 Performance Risk Matrices 
 

(Refer to Tables; Table 5:  Risk Likelihood Definitions and Table 6:  Risk 

Impact Definitions for Performance and Schedule for Impact Risk and Risk Probability 

ratings scale.)  

Generic Matrices IRTR & LRTR Strategies 
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Laser Designator Runs 1, 2, & 3 Matrices IRTR & LRTR Strategies 
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- - - -
LASER DESIGNATOR RUN 2 

IRTR Strategy Change Impact Risk Cf Risk Prob Pf 

IFC Fast-track IFCwi th limi ted operati on enve lope. 2 2 
lA Interim approva l ( lA TO). Risk of compromi se by 2 2 

unauthori zed user. 

T&E OT in f ie ld ing. No time to f ix problems before 4 3 
f ie ld ing. 

OVerall Risk Ratings: 3 3 
Mean (excluding zeros) 2.666666667 2.33333333 

Max 4 3 

LRTR Strategy Change Impact Risk Cf Risk Prob Pf 

IFC Fast-track IFCwi th limi ted operati on enve lope. 2 2 
lA No Change 

T&E Joint OT and OT. No time to f ix problems before 2 2 
OT, but can f ix before f ie ld ing. 

Overall Risk Ratings: 2 2 
Mean (excluding zeros) 2 2 

Max 2 2 

LASER DESIGNATOR RUN 3 
IRTR Strategy Change Impact Risk Cf Risk Prob Pf 

IFC Fast-track IFCwi th limi ted operati on enve lope. 2 2 
On ly HPOL and Risks needed. 

lA Interim approva l ( lA TO). Risk of compromi se by 2 2 
unauthori zed user. 

T&E OT in f ie ld ing. No time to f ix problems before 4 3 
f ie ld ing. 

Overall Risk Ratings: 3 3 
Mean (excluding zeros) 2.666666667 2.33333333 

Max 4 3 

LRTR Strategy Change Impact Risk Cf Risk Prob Pf 

IFC Fast-track IFCw i th limi ted operati on enve lope. 2 2 
On ly HPOL and Risks needed. 

lA No Change 
T&E Joint OT and OT. No time to f ix problems before 2 2 

OT, but can f ix before f ie ld ing. 

Overall Risk Ratings: 2 2 
Mean (excluding zeros) 2 2 

Max 2 2 
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Passive EW Runs 1, 2, & 3 Matrices IRTR & LRTR Strategies 
 

 
 

PASSIVE EW RUN 1 

IRTR St rat egy Change Impact Risk Cf Risk Prob PI 

COL No change 

IFC Fast-track IFC with limited operation envelope. 2 2 

Battery Inter im approva l. Battery could be used in dangerous 2 2 

manner. 

lA Inter im approva l (IATO). Risk of compromise by 2 2 

unauthor ized user. 

Spectrum Inter im approva l - Not to interfere bas is ass ignments 3 2 

T&E OT in f ielding. No t ime to f ix problems before f ielding. 4 3 

JTIC Obta in a lim it ed JITC in T&E, w ith fu ll cert dur ing 3 2 

prelim inary fi eld ing. 

SAASM No change 

Over aU Risk Ra1tings: 3 3 

Mean (exduding zeros) 2.666666667 2.16666667 

Max 4 3 

LRTR St rat egy Change Impact Risk Cf Risk Prob PI 

COL Use COL or a ir p latform data link. limits payloads .and 1 1 

competit ion. 

IFC Fast-track IFC with limited operation envelope. 2 2 

Battery Use previously certif ied battery. limits payloads and 1 1 

competit ion. 

lA No Change 

Spectrum Use previously certif ied transmitters. limits payloads 1 1 

and competition. 

T&E Joint OT and OT. No t ime to f ix problems before OT. but 2 2 

can f ix before f ielding. 

JTIC No Change 

SAASM Use previously certif ied GPS receivers. limits payloads 1 1 

and competiti on. 

Over aU Risk Ra1tings: 2 2 

Mean (exduding zeros) 2.333333333 2.33333333 

Max 2 2 
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PASSIVE EW RUN 2 

IRTR Strategy Change Impact Risk Cf Risk Prob Pf 

IFC Fast-track IFCwi th limi ted operati on enve lope. 2 2 
lA Interim approva l (IATO). Risk of compromi se by 2 2 

unauthori zed user. 

T&E OT in f ie ld ing. No time to f ix problems before 4 3 

f ie ld ing. 
OVerall Risk Ratings: 3 3 

Mean (excluding zeros) 2.666666667 2.33333333 
Max 4 3 

LRTR Strategy Change Impact Risk Cf Risk Prob Pf 

IFC Fast-track IFCwit h limit ed operati on enve lope. 2 2 
lA No Change 

T&E Joint OT and OT. No time to f ix problems before 2 2 
OT, but can f ix before f ie ld ing. 

Overall Risk Ratings: 2 2 
Mean (excluding zeros) 2 2 

Max 2 2 

PASSIVE EW RUN 3 
IRTR Strategy Change Impact Risk Cf Risk Prob Pf 

IFC Fast-track IFCwit h limit ed operati on enve lope. 2 2 
HPOL and Risks on ly. 

lA Interim approva l (IATO). Risk of compromi se by 2 2 
unauthori zed user. 

T&E OT in f ie ld ing. No time to f ix problems before 4 3 
f ie ld ing. 

Overall Risk Ratings: 3 3 

Mean (excluding zeros) 2.666666667 2.33333333 
Max 4 3 

LRTR Strategy Change Impact Risk Cf Risk Prob Pf 

IFC Fast-track IFCwi th limi ted operati on enve lope. 2 2 
HPOL and Risks on ly. 

lA No Change 
T&E Joint OT and OT. No time to f ix problems before 2 2 

OT, but can f ix before f ie ld ing. Run 3 has NO DT so 

noOT. No time to f ix prob lems before f ie ld ing. 

OVerall Risk Ratings: 2 2 
Mean (excluding zeros) 2 2 

Max 2 2 
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Active EW Runs 1, 2, & 3 Matrices IRTR & LRTR Strategies 
 

 

Active EW RUN 1 

IRTR Strategy Change Impact Risk Cf Risk Prob Pf 

COL No change 

IFC Fast -track IFC with lim ited operation enve lope. 2 2 

Battery Interim approva l. Battery cou ld be used in dangerous 2 2 

manner. 

lA Interim approva l (JATO). Risk of compromise by 2 2 

unauthorized Ulser. 

Spectrum Interim approva l - Not to interfere basis assignment s 3 2 
T&E OT in f ie ld ing. No time to f ix prob lems before f ie ld ing. 4 3 

JTIC Obtain a lim ited JITC in T&E, with fu ll cert during 3 2 

prelim inary f ie ld ing. 

SAASM No change 

Overall Risk Ratings: 3 3 

Mean (excluding zeros) 2. 666666667 2.166666667 

Max 4 3 

lRTR Strategy Change Impact Risk Cf Risk Prob Pf 

COL Use COL or air p lat form data link. Limits payloads and 1 1 

competition. 

IFC Fast -track IFCwith lim ited operation enve lope. 2 2 

Battery Use previously certif ied battery. Limits payloads and 1 1 

competition. 

lA No Change 

Spectrum Use previously certif ied transmitters. Limits payloads 1 1 

and competition. 
T&E Joint DT and OT. No time to f ix prob lems before OT, but 2 2 

can f ix before f ie ld ing. 

JTIC No Change 

SAASM Use previously certif ied GPS rece ivers. Limits paylo.ads 1 1 

and competition. 

Overall Risk Ratings: 2 2 

Mean (excluding zeros) 1.333333333 1.333333333 

Max 2 2 
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Act ive EW RUN 2 

IRTRStrategy Change Impact Risk Cf Risk Prob Pf 

IFC FasH rack IFCw ith limited operat ion envelope. 2 2 
lA Interim approval (IATO). Risk of compromise by 2 2 

unauthorized u ser. 

Spectrum Interim approval 4 Not to interlere basis assignmen'tS 3 2 

T&E OT in fielding. No t ime to f ix problems before fielding. 4 3 

Overall Risk Rat i ngs: 3 3 

Mean (excluding zer os) 2.75 2.25 
Max 4 3 

LRTR St rategy Change Impact Risk Cf Risk Prob Pf 

IFC FasH rack IFCw ith limited operat ion envelope. 2 2 
lA No Change 

Spe-ctrum Use previously certi fied transmitters. limit s payloa ds 1 1 
and compet i t io n. 

T&E Joint DT and OT. No t ime to f ix problems before OT, lbut 2 2 
can fix before fi elding. 

Overall Risk Rat i ngs: 2 2 

Mean (excluding zer os) 1.666666667 1.6666667 

Max 2 2 

Act ive EW RUN 2 

IRTRStrategy Change Impact Risk Cf Risk Prob Pf 

IFC FasH rack IFCw ith limited operat ion envelope. HPOL 2 2 
and Risks only. 

lA Interim approval (IATO). Risk of compromise by 2 2 
unauthorized u ser. 

Spe-ctrum Interim approval 4 Not to interlere basis assignmen'tS 3 2 
T&E OT in fielding. No t ime to f ix problems before fielding. 4 3 

Overall Risk Rat i ngs: 3 3 

Mean (excluding zer os) 2.75 2.25 
Max 4 3 

LRTR St rategy Change Impact Risk Cf Risk Prob Pf 

IFC FasH rack IFCw ith limited operat ion envelope. HPOL 2 2 
and Risks only. 

lA No Change 
Spe-ctrum Use previously certi fied transmitters. limit s payloa ds 1 1 

and compet i t io n. 

T&E Joint DT and OT. No t ime to f ix problems before OT, lbut 2 2 
can fix before fi elding. Run 3 has NO DT so no OT. No 

t ime to f ix problems before fielding. 

Overall Risk Rat i ngs: 2 2 

Mean (excluding zer os) 1.666666667 1.6666667 

Max 2 2 
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APPENDIX H. RAPID PAYLOAD INTEGRATION CHECKLIST 

 

Section 1: The Rapid Payload Integration Checklist is a product of the RAIN Team 
Research and is a deliverable item to PMA-265 for future integration projects. 

 

Section 2: Component Analyses and Attribute Investigation: Certification Justification of 
Payload Integration Checklist 
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Payload Integration Checklist 2013 

PMA-263 Payload Integration Checklist 

Description: The Integration Checklist provides a detailed list of all system-level SE work that needs 
to be addressed to properly integrate a new capability. Each item in the list addresses the applicability, 
responsible NAVAIR competency, guiding instructions, approval authority, and documentation. The goal 
of this list is to capture the systems-level requirements for certification of a new/modified payload. This 
list provides a technology developer the information needed to scope and execute comprehensive 
integration of their payload to support timely fielding. 

Safety Components 

Airworthiness - Interim Flight Clearance (IFC) 

[]Applicable [) Not Applicable 

1. Applicability: All air vehicles and aircraft systems owned or leased by any DON entity or component. 
An IFC is required for standard and new/modified aircraft system configura tions, including 
hardware, firmware, and software; flight envelopes; and operation. This includes stores and store 
suspension equipment, Aviation Life Support Systems, and airborne-/surface-based components. 

2. NAVAIR Competency: AIR 4.0P- Airworthiness Office 
3. Instructions 

a. Guiding: Title 49 USC, Sec 40103 -Sovereignty and Use of Airspace 
b. Sub: NAVAIRINST 13034.10 

4. Approval Authority 
a. Full certification- NAVAIR 4.0P 

b. Waiver- N/A 
c. Interim- N/A 

5. Required documentation 

1J Delivered on Document 
Date (dd/mo/yr) 

I I Interim Flight Clearance (IFC) Data Requirements Spreadsheet 

I I RCC 323-99 Range Safety Criteria for UAV's Risk Assessment Questionnaire 

I I Higher Probability of Loss (HPOL) 

I I Navy Type Command (TYCOM) Concurrence 

I I Laser Safety Review Board (LSRB) Approval [Laser] 

I I Nava l Ordnance Safety & Security Activity (NOSSA) Approval (Battery] 

I I Weapons Systems Explosive Safety Review Board (WSESRB) Approval [Weapons] 

I I System Safety Risk Assessment (SSRA) 
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Payload Integration Checklist 2013 

Battery 

[]Applicable [] Not Applicable 

1. Applicability: All lithium (Li) battery-powered devices intended for use or transportation on Navy 
facilities, submarines, ships, vessels, and aircraft. This includes all primary (non-rechargeable) and 
secondary (rechargeable), active, thermal and reserve Li batteries, including Li-ion batteries and all 
equipment power3ed by Li electrochemical power source(s) through al l phases of the life of such 
systems. 

2. NAVAIR Competency: AIR 4.4- Propulsion & Power 
3. Instructions 

a. Guiding: 
1) NAVSEAINST 9310.1B 

b. Sub: 
1) NAVSEA 59310-AQ-SAF-010 

4. Approval Authority 
a. Ful l certification-

1) NOSSA 
b. Waiver - NIA 

NOTE: NOSSA will not issue a waiver for 9310 safety requirements, but may issue an interim 
approval to operate the subject battery for a limited amount of time. 

c. Interim- NIA 
NOTE: NOSSA and NAVAIR (4.4.5.2): Although waivers are not granted, an interim approval may 
be granted, but the NOSSA and NAVAIR 4.4.5.2 must concur with the interim approval. 

5. Required documentation 

1J Delivered on Document 
Date (dd/mo/yr) 

I I Battery Exemption 

I I Battery Cell Drawing 

I I Battery Schematic Drawing 

I I CONOPS 

I I Payload Technical Manual 

I I Battery Safety Data Package 

I I Request letter Signed by PMA 

Note: Some li batteries do not require safety (see NAVSEA S9310-AQ-SAF-010 for details), but a safety 
assessment must be completed. The NOSSA Technical Agent will determine the level of 9310 safety 
testing required based on the documentation provided with t he approval request. 
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P~yload Integration Checklist 2013 

Laser 

II Apflit.lble II Not Applicable 

l. Applicability; Class 3B and 4 lasers used in optical fiber (.(')ill1munications systems, all DON lasers used 
in combat, combat trainina. or classified in the interes,t of riltionat security and all laser systems 
c;pable of exceeding Class 3 R levels, except those plannec solely for industrial, construction, 
medic.~ I, or indoor experimcn~l lab use. 

2. NWAIR Competency: AIR 4.6 - Human Systems 
3. Instructions 

3. Guiding: 
1) Tltlo 21, Codo of F•d•ral Rogulatlons (CFR), Parts 1J40, 1040.10, and 1040.11 
2) OoD Instruction 6055.15 

b. Sub: 
1) OoD Instruction 6055.15 
2) OPNAVINST 5100.279 

3) Exemption No. 76El·01DOO, letter ol Exemption from the Food and Drug 
Administration (FDA) for OoO Exemption from Provisions of 21 CFR 1040, July 29, 19761 

4. Approval Authority 
a. Full certification - LASER Safety Review Board (LSRB) 
h. Waiver - NIA 
c. Interim- NIA 

5. Required documentation 

r- Otl1111td on Document 1/ ..,; fddimoh<} 

I I LASER Characterization Test Report (ANS1ll36.4, Recommended Practice for laser 
Sa fety Meas.urements for Hru:ard Evaluaticn) 

I I Design Chock list 5100.279 

I I Milltuv Exemotlon letter 

Weapons System Explosives Safety Review Board (WSESRB) (Weapons 
Certification) 

II Apflicable II Not Applicable 

1. Applicability: Any system that requlros the use of ANY explosive(s) to complete Its mission. Such as 
all ordnance items; explosives systems; weapon systems; related fire control systems; conventional 
components of nuclear weapons containing energetic materials, weapon devices, ignition devices 
(s~u ibs), bolts, release mechanisms, or systems.. This induces demonstration flrings, evaluations, or 
fcreign comparative testing, regardless of country oforigill, military service prepotency, design 
source, or mar1ufatturirtg source when their use or stowage will be aboard a Navy•owned or 
contracted vessel or aircraft. 

2. NWAIRCompetency: AIR4.1.6 (National NAVAIRcompetency for system safety) 
3. 11"6tructions 
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o. Guiding : NAVSEAINST 8020.6E (2008) 
b. Sub: Paragraph 6.b.2. 

4. Approval Authority 
a. Full certification - Recommendations to PM, CNO, and MDA by the WSESRB 
b. Waiver: Yes, High Risk is delegated to ASN (RDA), Serious Risk is delega ted to the PEO, and 

Moderate to low Risk Is delegat~ to the Program Manager I!Vel with concurrence of residual 
risk by the WSESRB. 

c. Interim - NIA 
5. Required documentation 

'1/ 
.,..llltt~Otl 

O...t~ (dd/mo/vrl 
Document 

I I Review rOQuest from PM to WSESRB seGretarlat member. 

I I Technical Data Packages 

System Safety 

II Applicable II Not Applicable 

1. Applicability: All systems to identify and assess ESOH hazards, as well as mitigate ESOH risks. 
2. NAVAIRCompetency: AIR4.1.6 - System Safety 
3. Instructions 

a. Guiding : 
1) SECNAVINST 5000.20 
2) Mll ·STD·882 

b. Sub: NAVAIRINST 5100.11 
4. Approval Authority 

a. Full certification - System Safety 
b. Waiver - NIA 
c. Interim - NIA 

5. Required documentation 

,....- - -

1} M11~1tdon 
DIM• (dd/mo/yrj 

Document 

I I ESOH Hazards Analysis 

I I System Safety Engineering Plan (SSEP) 

I I Operator and Maintainer manuals 

I I Hazardous Materials Management Plan (HMM P) 

1- I I Programmatic Environmental, Safety, and Health Evaluation (PESHE) 

I I Failure Mode Effects and Criticality Analysis {FMECA) 
1--

I I Hazards of Electroma6netlc Radiation to Personnel (HERP) 

I I Hazards of Electromagnetic Radiation to Fuel (HERF) calculations 

I I NOSSA approval of lithium batteries 

I I Material Safety Data Sheet (MSDS),Temperarure Change 
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Range Safety 

[]Applicable [] Not Applicable 

1. Applicability: Any system that requires the use of any Navy and Marine Corps air-to-ground range 
installations with the confines of the United States, its territories, trusts, and possessions. 

2. NAVAIR Competency: AIR 5.2- NAVAIR Range Department 

3. Instructions 
a. Guiding: NAVAIRINST 3200.3 

b. Sub: OPNAVINST 3550.1A 

4. Approval Authority 

a. Full certification- concurrence of the Range Safety Officer 
b. Waiver -NIA 

c. Interim- NIA 

5. Required documentation-NIA 

" 
Delivered on Document 

Date (dd/mo/yr) 

I I Signed Test Plan 

I I Airworth iness Certificate 

I I JF-12 

I I LSRB approval with an assigned l aser Safety Officer (LSO) 

I I WSESRB Approval 

I I Range Scheduling Information 

Electromagnetic Environmental Effects (E3) 

[]Applicable [] Not Applicable 

1. Applicability: All NAVAIR platforms, weapon systems, Aircraft Launch and Recovery Equipment 
(ALRE) systems, Air Traffic Control (ATC) and landing systems, networks, facilities, sensors, electric or 

electronic equipment, ordnance, and support equipment developed, procured, acquired, leased, 

operated, modified or maintained by NAVAIR, including commercial off the shelf (COTS) items and 

non-developmental items (NDI). 
2. NAVAIR Competency: AIR 4.1.13- Electromagnetic Environmental Effects (E3) Division 

3. Instructions 

a. Guiding: 
1) SECNAVINST 5000.20 

2) OPNAVINST 2400.20F 

3) NAVAIRINST2400.1 

b. Sub: 
1) Mll-STD-464C 

2) MIL-STD-461F 
3) NAVAIR 16-1-529 

4. Approval Authority 

a. Full certification -

1) AIR- 4.1.13 (E3 Division)- Aircraft 
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2) NOSSA- HERO, HERF Ship & Shore, HERP Ship & Shore 
b. Waiver 

1) CNO (N6) 
2) WSESRB & NOSSA- Hazards of Electromagnetic Radiation to Ordnance (HERO) 

c. Interim- N/A 
5. Required documentation 

v Delivered on Document 
D•te (dd/mo/yr) 

I I E3 Integration and Analysis Report (E31AR) as a minimum. 

I I E3 Verification Report- (Up to twelve different ones may be required as detailed 
the E31AR) 

I I RADHAZ Analysis for HERO/F/P as required in the E31AR. 
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Security Components 

Information Assurance (lA) 

[)Applicable [) Not Applicable 

1. Applicability: DON-owned or-controlled Information Systems that receive, process, store, display, or 
transmit DOD information, regardless of classification or sensitivity. 

2. NAVAIR Competency: AIR 7.2.6 -Information Assurance 
3. Instructions 

a. Guiding: 
1) DODD 8500.01E 
2) DODI8500.2 

b. Sub: 
1) DODI8510.01 

4. Approva I Authority 
a. Full certification -operational Designated Accrediting Authority (ODAA), NAVAIR Chief 

Information Officer (CIO) 
b. Waiver-N/A 
c. Interim- Yes, IATT (Interim Authority to Test), IATO (Interim Authority to Operate) by DAA 

(Designated Accrediting Authority) for a limited time 
5. Required documentation 

v Ot:llve.red on Document 
Date (dd/mo/yr) 

I I Security Classification Guide (SCG) 

I I Configuration and Architecture Description 

I I Network Architecture Diagram 

I I Ports and Protocols List 

I I Hardware/Software (HW/SW) list 

I I Vulnerabilities Scan 

Anti-Tamper 

[)Applicable [) Not Applicable 

1. Applicability: DON-owned or -<Jperated systems that require the protection of critical program 
information (CPI). 

2. NAVAIR Competency: AIR 4.1.14- Anti Tamper Executive Agent (ATEA) 
3. Instructions 

a. Guiding: 
1) DODI 5000.2 
2) DODI 5200.39 

b. Sub: 
1) AT Guidelines Version 2 

4. Approval Authority 
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a. Full certification -ATEA, AIR· 4.1.14 
b. Waiver-NIA 
c. Interim- Yes, Interim Authority to Test (IATI) may be issued by the Designated Accrediting 

Authori ty (DAA) (NAVAIR CIO), and Interim Authority to Operate (IATO) may be issued for use of 
the system for a limited time prior to obtain the certification. 

5. Required documentation 

" 
Delivered on Document 

Date (dd/mo/yr) 

I I Anti-Tamper (AT) Plan 

I I Critical Program Information (CPI) Assessment 

Selective Availability Anti-Spoofing Module (SAASM) Global Positioning 
System (GPS) 

[)Applicable [) Not Applicable 

1. Applicability: Any system or air vehicle equipped with DoD GPS systems. 
2. NAVAIR Competency: AIR 4.5 ·Avionics 
3. Instructions 

a. Guiding: 
1) DOD G PS Security Policy 04 April 2006 
2) 2007 CJCS Master Positioning, Navigation, and Timing Plan CJCSI6130.01D 
3) G PU-09-105 Security Approval Review Process Requirement Doc for G PS SAASM HAE 

b. Sub: 
1) 2007 CJCS Master Positioning, Navigation, and Timing Plan CJCSI6130.01D 13 April 2007. 
2) GPU-09·105 Security Approval Review Process Requirement Doc for GPS SAASM HAE 
3) lCD· GPS-227 GPS HAE Design Requirements with SAASM 

4. Approval Authority 
a. Full certification -GPSD 
b. Waiver- Assistant Secretary of Defense 
c. Interim- NIA 

5. Required documentation 

" 
Delivered on Document 

Date (dd/mo/yr) 

I I Technical Data 
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Clinger-Cohen Act 

[)Applicable [) Not Applicable 

1. Applicabili ty: Any system or system that requires the use of, acquires, or manages Information 
Technology resources. 

2. NAVAIR Competency: AIR 7.2.6-Clinger-Cohen Act (CCA) Center of Excellence (COE) 
3. Instructions 

a. Guiding: DoDI 5000.2 
b. Sub: SECNAVINST 5000.2 

4. Approval Authority 
a. Full certification-Cognizant Chief Information Officer (CIO) 
b. Waiver-NIA 
c. Interim- NIA 

5. Required documentation 

" 
Delivered on Document 

Date (dd/mo/yr) 

I I CCA Compliance Table populated with MDA specified program governing 
documentation 

I I Acquisition Information Assurance Strategy. 
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Interoperability 

Joint lnteroperability (JITC) 

[)Applicable [) Not Applicable 

1. Applicabili ty: All Information Technology (IT) acquired, procured (systems or services), or operated 
by any DoD component that exchange and use information to enable units or forces to operate in 
joint, combined, coalition, and interagency operations. 

2. Competency: PMA with the JITC Representative 
3. Instructions 

a. Guiding : 
1) DODD 4630.5 
2) DODI4630.8 
3) DODI5000.1 
4) DODI5000.2 
5) CJCSI6212.01D 
6) CJCSI3170.01F 
7) CJCSM3710.01C 

b. Sub: NIA 
4. Approval Authority 

a. Full certification- Joint Staff J-6 
b. Waiver-NIA 
c. Interim -Yes 

5. Required documentation 

v Delivered on Document 
Date (dd/mo/vrl 

I I ICEPIITP {lnteroperabili ty Certification Evaluation Planllnteroperability Test Plan) 
------------ At a minimum the DODAF Views as follows: 

I I STV-1 

I I SV-6or OV-3 

I I SV-4 

I I SV-1 

I I SV-2 

I I (Additional Views please add) 
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Spectrum 

[)Applicable [) Not Applicable 

1. Applicabili ty: All NAVAIR platforms, weapon systems, Aircraft Launch and Recovery Equipment 
(ALRE) systems, Air Traffic Control (ATC) and landing systems, networks, facilities, sensors, electric or 
electronic equipment, ordnance, and support equipment developed, procured, acquired, leased, 
operated, modified or maintained by NAVAIR, including commercial off the shelf (COTS) items and 
non-developmental items (NDI). 

2. NAVAIR Competency: AIR 4.1.M- E3 Engineering and Spectrum Support 
3. Instructions 

a. Guiding: Title 47 US Code §305, §901-904 
b. Sub: 

1) 47CFR30 
2)DoD 4650.01 
3)SECNAVINST 2400.1 
4)0PNAVINST 2400.20F 
S)NAVAIR INST 2400.1 

4. Approval Authority 
a. Full Certification-

1) National Telecommunications and Information Administration (NTIA) 
2) NTIA Spectrum Planning Subcommittee 

b. Waiver-NIA 
c. Interim- N/A (exception: interim ATO granted with submission to SPS or local NTIA 7.11 

Authority for limited duration) 
5. Required documentation 

" 
Delivered on Document 

D•to (dd/mo/yr) 

I I JF-12 Note to Holder (NTH) 

I I 1494 in El·CID Format 

I I Standard Frequency Action Format (SFAF) 
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Common Data Link (CDL) 

[)Applicable [) Not Applicable 

1. Applicability: All systems utilizing a radio frequency data or communications link. 
2. NAVAIR Competency: AIR4.5 ·Avionics 
3. Instructions 

c. Guiding: H.R. 1815 National Defense Authorization Act for FY 2006 
d. Sub: ASD memo DoD COL Policy, 30 Dec 2005 

4. Approval Authority 
e. Full certification- Milestone Decision Authority (MDA) 
f. Waiver - DoD CIO 
g. Interim- N/A 

S. Required documentation 

" 
Delivered on Document 

Date (dd/mo/yr) 

I I Technical Data 

Identification Friend or Foe (AIMS- part of Air Platform) 

[)Applicable [) Not Applicable 

1. Applicability: All air vehicles or aircraft that need to differentiate or be differentiated for either being 
a friendly force or a foe/ enemy. 

2. NAVAIR Competency: AIR 4.5 ·Avionics 
3. Instructions 

a. Guiding: 
1) DoD International AIMS Program Management Plan, dated 21 October 2010, 
2) DoD International AIMS Steering Committee Charter, dated 29 April 1977, 
3) USAF Program Management Directive (PM D) 8233(6)/PE63724F, dated 15 July 2002. 

b. Sub: none 
4. Approval Authority 

a. Full certification- Air Traffic Control Radar Beacon System, Identification Friend or Foe, Mark 
XII/Mark XIIA, Systems (AIMS) (AIMS PO, Warner Robins AFB, GA) 

b. Waiver- N/A 
c. Interim -Yes 

5. Required documentation 

" 
Delivered on Document 

Date (dd/mo/yr) 

I I Technical Data 
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Identification Friend or Foe (NMSC) 

[)Applicable [) Not Applicable 

1. Applicability: All air vehicles or aircraft that need to differentiate or be differentiated for either being 
a friendly force or a foe/enemy. 

2. NAVAIR Competency: AIR 4.l.M- E3 Engineering and Spectrum Support 
3. Instructions 

c. Guiding: OPNAVINST 2400.20F 
d. Sub: none 

4. Approva I Authority 
d. Full certification - Navy-Marine Corps Spectrum Center (NMSC) 
e. Waiver- N/A 
f. Interim- Yes 

S. Required documentation 

" 
Delivered on Document 

O.te (dd/mo/yr) 

I I Technical Data 
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Compatibility Components 

Environmental 

[)Applicable [) Not Applicable 

1. Applicabili ty: All systems consisting of aviation materials, structures, electronics, subassemblies and 
components that are exposed directly to the environment in order to fulfill a mission. 

2. NAVAIR Competency: AIR 4.3.4 ·Aerospace Materials Division 
3. Instructions 

a. Guiding: 
1) Corrosion Prevention Control Plan (CPCP) PMA-263 
2) SECNAVINST 5000.2E 

b. Sub: 
1) MIL-STD-810 

4. Approval Authority 
a. Full certification- AIR ·4.3.4.6 (Corrosion & Wear Branch)-Materials Engineering Division 
b. Waiver· AIR-4.3.4 Senior Materials Engineer 
c. Interim- AIR· 4.3.4.6 (Corrosion & Wear Branch)- Materials Engineering Division AIR· 4.3.4 

5. Required documentation 

" 
Delivered on Document 

Date (dd/mo/yr) 

I I laboratory reports from a certified test laboratory for applicable Mll·STD-810 
tests as outlined in the CCP (examples as below) 

I I Humidity 

I I Salt Atmosphere (acidified & non-acidified) 

I I Dust Test 

I I Rain Test 

I I High Temperature Operational & Non-Operational 

I I Internal Operational Temperature 

I I low Temperature Operational & Non-Operational 

I I Temperature Change 

I I Shock per MIL-STD -810G Methods for flight, launch, recovery, & 
transportation, equipment/payload perM ll·S·901D 

I I Vibration per Mll·STD·810G Methods for flight, launch, recovery & 
transportation, equipment/payload per Mll-STD-167-1A 

Page 14 of 15 
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Payload Integration Checklist 2013 

Test & Evaluation 

[)Applicable [) Not Applicable 

1. Applicabi lity: All air vehicles and payloads that require developmental/operational test and 
evaluation to prove out mission capabilities. 

2. NAVAIR Competency: AIR 5.0- Test Directorate 
3. Instructions 

a. Guiding: 
1) DoD Directive 5000.1, Defense Acquisition Systems (DAS) 
2) DoD Instruction 5000.02, Operation of the DAS CJCSI 3170.01, 
3) Joint Capabilities Integration & Development System (JCIDS) 

b. Sub: 
1) SECNAVINST 5000.2, 
2) Department of the Navy (DON) Implementation & Operation of the DAS & the JCIDS 
3) NAVAIRINST 3960.2, 
4) Acquisition Test & Evaluation 

4. Approval Authority 
a. Full certification- AIR 5.0, Air Test and Evaluation Squadron (VX-XX) 
b. Waiver -NIA 
c. Interim- NIA 

5. Required documentation 

1J Delivered on Document 
Date (dd/mo/yr) 

I I Completed PMA-263 Test Project Worksheet 

I I TEMP (Test and Evaluation Master Plan) 

I I Test Plan 

I I Test Supportability Plan 

I I Test Cards 

I I Test Reports 

Page 15 of 15 
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Page 1 
(United States Congress/United States Government 1958, 2012), (United States Navy 
2010) 
 
Page 2 
(United States Navy 2004), (United States Navy 2009b),  
 
Page 3 
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Page 4 
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390 
 

 
Page 11 
(United States Navy 2009a), (United States Navy 2006b), (United States Navy 2006c), 
(United States Department of Defense 2009), (United States Congress/United States 
Government , 901–904) 
 
Page 12 
(United States Congress/United States Government 2006) , (United States Department of 
Defense 2005),(United States Air Force 2002),(United States Department of Defense 
2010b),(United States Department of Defense 1977),  
 
Page 13 
(United States Navy 2006b),  
 
Page 14 
(INSITU - Michael Tucker 2011), (United States Navy 2011), (United States Department 
of Defense 2008c) 
 
Page 15 
 (United States Department of Defense 2008b),(United States Navy 2011), (United States 
Navy 1998),(United States Department of Defense 2008a)(United States Navy 2011) 
 



 

391 
 

Component Analysis and Attribute Investigation: Certification Justification of Payload 
Integration Checklist 

 
SAFETY COMPONENTS 

The following certifications, as shown in Figure 37, satisfy the Safety system 

requirements: 

1.1.1

Construct
Certification List

Certification Init...

AND

1.1.2.1.1

Address
Airworthiness
Certifications

Safety

1.1.2.1.2

Address Battery
Certifications

Safety

1.1.2.1.3

Address Laser
Certifications

Safety

1.1.2.1.4

Address Weapon
Certifications

Safety

1.1.2.1.5

Address System
Safety

Certifications

Safety

1.1.2.1.6

Address Range
Safety

Certifications

Safety

1.1.2.1.7

Address E3
Certifications

Safety

AND

1.1.3

Sort Certification
List

Certification Init...

ffbd Determine Safety Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (...

Date:
July 20, 2013  

Figure 37:   Safety Certifications  

Airworthiness Certification 

Statutory/Regulatory Airworthiness Requirement 

Airspace, regardless of sovereignty or elevation, will always be expected to be 

shared among a variety of aircraft (public, civil, and private). Because of this, steps must 

be taken to ensure the safe operation of aircraft that navigate through the same airspace 

and to protect property/personnel on the ground. This is imposed through a statutory 

requirement, Title 49 United States Code (USC), Sec 40103 – Sovereignty and Use of 

Airspace. 
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NAVAIR Airworthiness Certification Process 

  For aircraft (manned and unmanned) that is owned/ and/or operated by or for the 

U.S. Navy, this is satisfied by an accomplished through a NAVAIR airworthiness 

certification called a Flight Clearance per NAVAIRINST 13034.1D. This document is 

designed to ensure that operation of the specifically-configured system can be performed 

within acceptable standards of loss of life and/or damage to property or the environment. 

It is developed by the PMA, in coordination with the applicable SMEs and NAVAIR’s 

Airworthiness Office (Air 4.0P).   

RAIN is concerned with payloads affected by rapidly-changing UAS 

technologies. This requires an airworthiness certification process that is flexible and can 

quickly incorporate new capabilities. A NAVAIR interim flight clearance (IFC) is well-

suited to this requirement because it can be generated in as little as a few weeks or up to 

20 weeks, depending on complexity of the system. There is no cost for this certification 

since the labor hours are already included in the PMA budget. It is developed by the 

platform’s Assistant Program Manager for Systems Engineering (APMSE), in 

coordination with the applicable SMEs, and approved for release by NAVAIR’s 

Airworthiness Office (Air 4.0P).   

Airworthiness Waivers/Interim Approval Request 

No waivers are authorized for airworthiness certifications; but IFCs can be 

released to obtain additional data in support of relaxing previous operating limitations 

and restrictions.  

Battery Certification 

Statutory/Regulatory Battery Requirement 

Lithium (Li)-ion batteries are utilized in a variety of equipment throughout the 

U.S. Navy due to their ability to provide high voltage and long life. Unfortunately, these 

inherent attractive characteristics also make these batteries highly susceptible to 

overheating, which could cause ruptures and explosions. This has resulted in the 

establishment of the Navy’s Lithium Battery Safety Program, as per NAVSEAINST 

9310.1B, to mitigate the dangers associated with the utilization of these particular power 

sources.   
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NAVAIR Battery Certification Process 

Through this program, any Li-ion battery that will be employed in any U.S. Navy 

equipment must be certified by NOSSA prior to initial fielding. This certification process 

will be conducted by the PMA, in coordination with NAVAIR’s Propulsion and Power 

competency (AIR 4.4.5.2). If no testing is required, a battery can be certified for 

installation into a specific platform within a couple of weeks and at a cost of $3K for 

documentation expenses. A lack of OEM data will require complex testing, thus 

increasing the certification process duration to 26 weeks and costing the PMA $80K. 

Battery Waivers/Interim Approval Request 

No waivers are authorized for a battery certification; but interim approvals may be 

granted for limited duration. For these interim approval requests, documentation (e.g., 

Universal Need Statement (UNS)) must be provided that justifies the need to operate with 

uncertified batteries before NOSSA completes their analysis. 

Laser Certification 

Statutory/Regulatory Laser Requirement 

The Department of Navy uses a variety of LASERs to complete its mission. The 

use of LASERs are regulated under Title 21, Code of Federal Regulations (CFR), Parts 

1040, 1040.10, and 1040.11. These regulations dictate both how LASERs can be built 

and used, and are focused at the civilian sectors. For the military to effectively use its 

LASERs, the CFR Regulations are further decomposed and refined by DoD Instruction 

6055.15, which is further decomposed by OPNAVINST 5100.27B. Since DoD LASER 

employments are significantly different from, and potentially more dangerous than, the 

civilian sector, the DoN has established the Navy Laser Hazards Control Program. 

NAVAIR Laser Certification Process 

There are three (3) basic parts to the Navy LASER certification process. The 

process is controlled by the LASER Safety Review Board (LSRB), which holds final 

certification authority within the Navy and USMC. The first phase of an LSRB approval 

is to issue a Military Exemption Letter to the manufacturer for the specific laser being 

procured. Once this letter is obtained a LASER radiation hazard evaluation must be 

completed in accordance with the LASER Characterization Test Report (ANSI Z136.4, 
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Recommended Practice for Laser Safety Measurements for Hazard Evaluation), this test 

is usually conducted by a DoD lab, with a cost ranging from $10K to $20K. Including 

lead times, the characterization should take between four (4) and 10 weeks. Upon 

successful completion of the LASER characterization a Design Checklist 5100.27B for 

the LASER system should be completed, based on the characterization of the LASER, a 

system safety measure, and the user mission. Although the LSRB meets once a month, 

requests to present LASERs for certification must be submitted two (2) months in 

advance. The LSRB review and subsequent approval letter can be completed in two (2) to 

four (4) weeks. 

Laser Waivers/Interim Approval Request 

LSRB waivers are not authorized, but interim approvals can be obtained during 

system development. These interim approvals follow the standard certification process, 

but are designed to allow incremental increases in LASER use to support testing and 

safely develop the system.   

Weapon Certification (Weapons System Explosives Safety Review Board-WESRB) 

Statutory/Regulatory Weapon Requirement 

The WSESRB was created via regulation in 1968 in response to explosives related 

mishaps aboard aircraft carriers. Because safety is not common sense, the WSESRB 

provides independent oversight to ensure maximum compliance with system explosives 

safety requirements. The WSESRB responsibilities, authorities, and operation procedures 

are issued by NAVSEAINST 8020.6D and apply to all Navy systems. The WSESRB 

authority chain is as follows: 

DoDI5000.2 Para E7.7 

• PM shall identify, evaluate and manage safety and health hazards. 

• Explains the process for accepting risk 

SECNAVINST 5000.2C 

• CNO may establish system safety advisory boards. 

SECNAVINST 5100.10H 
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• Directs Chief of Naval Operations (CNO)/Commandant of the Marine Corps 

(CMC) to establish safety programs. 

OPNAVINST 8020.14 / Marine Corps Order (MCO) P8020.11 

• Explosives Safety Policy 

• Tasks COMNAVSEASYSCOM to establish WSESRB 

NAVSEAINST 8020.6D 

• Defines WSESRB process and procedures 

NAVAIR Weapon Certification Process 

The range of issues of concern related to explosives include:  Hazard 

Classification, Insensitive Munitions, Final (Type) Qualification of Energetics, Lithium 

Battery Certification, and Human Systems Integration. The WSESRB reviews system 

designs, provides concurrence or non-concurrence with system design, recommends 

design changes, concurs or non-concurs with PM risk assessments. Each program has a 

WSESRB POC who is to facilitate interactions between the program and the WSESRB. 

The WSESRB POC follows the procedures detailed in NAVSEAINST 8020.6D to 

request a review of a system by the board. A board representative informs the POC when 

the board can review the system.   

A program representative and the WSESRB POC attend a meeting of the 

WSESRB to brief the system. The board confers and issues its findings. If the board finds 

that there is residual risk it may not concur with the design and recommend design 

changes. Residual risk may be accepted by the program; but any residual risk assessments 

must be concurred with by the WSESRB and accepted at the appropriate level:  High 

Risk = Assistant Secretary of the Navy (ASN) Research Development and Acquisition 

(RDA), Serious Risk = PEO, Moderate/Low Risk = PM. Usually multiple reviews are 

required.   

Weapon Waivers/Interim Approval Request 

The recommendations of the WSESRB can be waived by having the associated 

residual risk accepted at the appropriate level. The assessment of residual risk must be 
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concurred with by the WSESRB. The appropriate level for accepting residual risk is as 

follows:   High Risk = ASN (RDA), Serious Risk = PEO, Moderate/Low Risk = PM. 

There are no interim approvals. 

System Safety Certification 

Statutory/Regulatory System Safety Requirement 

Imposed under statutory requirement, the system safety standard practice MIL-

STD-882 ascertains DoD’s methodology for identifying and assessing Environmental, 

Safety, and Occupational Health (ESOH) hazards as well as mitigating ESOH risks 

confronted during integration, testing, fielding, operation, and disposal of defense 

systems if applied. The approach shall be compliant with DoDI 5000.02. 

NAVAIR System Safety Certification Process 

With commitment to ensure safety of defense systems, public property, and 

organizational resources from accidental destruction, damage, or environmental impacts 

and to protect private and public personnel from accidental loss, injury, or occupational 

illness, a system safety approval is essential in managing and minimizing ESOH risks 

related to DoD systems. The System Safety Risk Assessment (SSRA) process should be 

applied appropriately based on the ESOH disciplines to identify hazards and mitigate 

associated risks throughout the SE process for any defense system, including integrating 

and fielding even tested modular payloads with new or existing technology development.  

The system safety risk assessment process consists of, but not limited to, 

establishing an ESOH hazard analysis, operator’s and maintainer’s manuals with 

appropriate cautions and warnings, system safety engineering plan, hazardous materials 

management plan (HMMP), Programmatic Environmental, Safety, and Health Evaluation 

(PESCHE), system-of-system integration and interoperability hazard analysis, Failure 

Mode Effects and Criticality Analysis (FMECA) or other reliability data, and any fault 

tree analysis. It will also include, if applicable, Hazards of Electromagnetic Radiation to 

Personnel (HERP) and Hazards of Electromagnetic Radiation to Fuel (HERF) 

calculations, NOSSA approval of lithium batteries and Material Safety Data Sheet 

(MSDS), and all other system safety related documents. In order to obtain an approval for 

system safety, a System Safety Risk Assessment (SSRA) should be processed and 
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approved by PMA within one (1) to 26 weeks, with a cost ranging from $3k to $50k, 

depending on the complexity of the system. 

System Safety Waivers/Interim Approval Request 

No interim approval and waivers are authorized for system safety certification. 

According to MIL-STD-882, “ESOH hazards shall be identified and assessed, and ESOH 

risks shall be mitigated and accepted in accordance with DoD policy.” {{36 United States 

Department of Defense 2000}}. 

Range Safety Certification 

Statutory/Regulatory Range Safety Requirement 

According to NAVAIR Instruction 3700.3 paragraph 4a, “DoDD 3200.11 

establishes the policy for operations and administration of DoD test and evaluation 

(T&E) facilities designated as Major Range and Test Facility Bases (MRTFB) and 

designates the Range Commander as responsible for safety on each MRTFB range.” {{77 

United States Navy 2007}}. Paragraph 4b of the same instruction states the requirement 

that “the NAVAIR Range Department, consisting of three (3) MRTFB range sites, 

requires a unified approach for range safety” {{77 United States Navy 2007}}. For 

purposes of consistency and the effectiveness of range safety programs at each site, all 

sites shall implement common policies. Any deviation from policies will be limited to 

those necessitated by site-unique missions, capabilities or constraints.”  Further details on 

range safety are found in Naval Air Warfare Aircraft Division (NAWCAD) Instruction 

3710.1A. 

NAVAIR Range Safety Certification Process 

Range Safety is concerned with many of the same issues as the System Safety 

community, but specifically in the context of operating the system in and T&E range 

environment. The test range environment has different system stressors and additional 

concerns that may not be present in the operational environment. These special 

requirements must be addressed to ensure safety of defense systems, public property, and 

organizational resources from accidental destruction, damage, or environmental impacts 

and to protect private and public personnel from accidental loss, injury, or occupational 

illness on or around a test range. Range Safety approval builds on the work done to 
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obtain System Safety and IFC approvals. The NAVAIR range safety office (AIR-5.2.3) is 

responsible for the review and approval of range safety-related portions of test plans, 

determining project support requirements are in concert with established command 

policy, and providing day-to-day policy interpretation. Range Safety Officers (RSO) are 

tasked with ensuring that no unnecessary risk is accepted by the range. 

In order to aid in obtaining approval of a test plan from the RSO, it is crucial that 

it includes containment of all hazards, avoids single point failures, and categorizes all 

risks that the equipment may present to the range and its personnel along with its 

mitigating steps. Risks should be identified as early as possible during the process of 

writing the test plan. Standard operating procedures for handling such risks must be 

written and established. Training must be given to personnel who are operating the 

equipment on such risks, with any go/no-go criteria established prior to operation.  

The range safety risk assessment process consists of, but is not limited to, 

reviewing the hazardous materials management plan (HMMP); Programmatic 

Environmental, Safety, and Health Evaluation (PESCHE); system-of-system integration 

and interoperability hazard analysis; Electromagnetic Environmental Effects Integration 

Analysis Report (E3IAR) and associated verification reports; Hazards of Electromagnetic 

Radiation to Personnel (HERP) and Hazards of Electromagnetic Radiation to Fuel 

(HERF) calculations; Hazards of Electromagnetic Radiation to Ordnance (HERO) (on the 

system as well on other systems exposed to the system); the findings of the WSESRB; 

NOSSA approval of lithium batteries and Material Safety Data Sheet (MSDS); and all 

other system safety related documents. Additional information that may be required 

includes, but is not limited to, hazard pattern analyses, system design descriptions, system 

operation descriptions, and test plans. Exact requirements will be based on the system 

design and operation descriptions, test plan, and discussions between the RSO, test 

engineers and PMA. Once the required information needs is submitted, a determination 

will usually be made within four (4) weeks, with cost dependent on the complexity of the 

system.  

Range Safety Waivers/Interim Approval Request 
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There are no formal range safety waivers. Similar to System Safety, hazards shall 

be identified and assessed, and ESOH risks mitigated and accepted in accordance with 

DoD policy. All risks to the range or people on or around the range must be approved by 

the RSO, who is the cognizant point of contact if any questions arise about any particular 

situations in regards to range issues related to risks. 

Electromagnetic Environmental Effects (E3) Certification 

Statutory/Regulatory E3 Requirement 

Electromagnetic radiation permeates the environments of the modern battlefield 

and the modern test range. In order to ensure the safe and correct operation of military 

electronic systems, the DoD directs the services to address E3 concerns in DoDD 3222.3. 

The Navy implements that directive through SECNAVINST 2400.0, SECNAVINST 

5000.2, OPNAVINST 2400.20, and NAVAIRINST 2400.1. The procedures and 

standards to be used to comply with these regulations are MIL-STD-464, MIL-STD-461, 

MIL-HDBK-235, and NAVAIR 16–1–529. 

 E3 is concerned with the negative or unintended effects of the electromagnetic 

environment on both the system of interest and the systems with which it interacts. All 

electrical systems produce electromagnetic signals that can travel via both radiation and 

conduction, and potentially cause unintended unsafe malfunctions of the system of 

interest or other external systems. Because of this, system designs must adequately 

protect the system from the environment and protect external systems from its emissions. 

Both analysis and test are used to determine if the system has adequate protections to 

ensure safe operation in its intended environments. Up to thirteen analyses and 

certifications may be required that “encompasses the electromagnetic effects addressed 

by the disciplines of electromagnetic compatibility (EMC), electromagnetic interference 

(EMI), electromagnetic vulnerability (EMV), electromagnetic pulse (EMP), electronic 

protection (EP), electrostatic discharge (ESD), and hazards of electromagnetic radiation 

to personnel (HERP), ordnance (HERO), and volatile materials (HERF). E3 includes the 

electromagnetic effects generated by all electromagnetic environment (EME) contributors 

including radio frequency (RF) systems, ultra-wideband devices, high-power microwave 
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(HPM) systems, lightning, precipitation static, etc.” {{42 United States Air Force 

2010}}. 

NAVAIR E3 Certification Process 

The first step is the E3 Integration & Analysis Report (E3IAR), which details the 

tailoring of the requirements in MIL-STD-464C & MIL-STD-461F for the system of 

interest by providing a rationale to conduct testing or not for each requirement. 

Additionally, a Radiation Hazard (RADHAZ) analysis may be required. Depending on 

the findings from the E3IAR and RADHAZ analysis, the below compliance certifications 

may be required: 

• EMC 

• EMI 

• EMP 

• EMV 

• ESD 

• HERF 

• HERO 

• HERP 

• Bonding & Grounding 

• Lighting 

• Precipitation Static (P-Static) 

 “Within NAVAIR, Electromagnetic Environmental Effects/Spectrum 

Supportability (E3/SS) approval and enforcement is the responsibility of the 

Electromagnetic Environmental Effects Division, (AIR-4.1.13).” (NAVAIRINST 2400.1 

2009, p.3) 

E3 Waivers/Interim Approval Request 

Waivers may be granted for most of the E3 certifications by the CNO, except for 

HERO testing, which can be waived by NOSSA through the WSESRB. Interim 
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certifications do not apply, but systems that do not fully comply with certifications 

regarding radiated emissions may be subjected to minimum standoff distances from other 

systems, fuel, or people. 

SECURITY COMPONENTS 
The following certifications, as shown in Figure 38, satisfy the Security system 

requirements: 

1.1.1

Construct
Certification List

Certification Init...

AND

1.1.2.2.1

Address IA
Certifications

Security

1.1.2.2.2

Address
Anti-Tamper
Certifications

Security

1.1.2.2.3

Address SAASM
Certifications

Security

1.1.2.2.4

Address
Clinger-Cohen

Act Certifications

Security

AND

1.1.3

Sort Certification
List

Certification Init...

ffbd Determine Security Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (...

Date:
July 20, 2013

 

Figure 38:  Security Certifications 

Information Assurance (IA) Certification 

Statutory/Regulatory IA Requirement 

Information Assurance (IA) provides a secure, interoperable, net-centric 

Information Management (IM)/Information Technology (IT) environment across the 

Department of Navy (DoN) Enterprise. All DoN information and Information Systems 

(ISs) are serious to maintaining our naval control and national security. To ensure 

adequate protection for our information assets, DoD Information Assurance Certification 

and Accreditation (C&A) Process (DIACAP) evaluates the defense-in-depth layering of 
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IA principle and control to people, processes, and technology by following the DoDI 

8500.01E, DoDI 8500.2, and DoDI 8510.01 guidelines. 

NAVAIR Information Assurance (IA) Certification Process 

The SME from AIR 7.2.6 submits a DoD IA Certification (DIACAP) package to 

the Operational Designated Accrediting Authority (ODAA) for an Authorization to 

Operate (ATO). Although collection of the required data and performance of the 

vulnerability scans can be completed in 30 to 60 days, review of the DIACAP package by 

the ODAA can take up to 52 weeks. 

IA Waivers/Interim Approval Request 

No waivers are authorized for IA certification. An Interim Authority to Test 

(IATT) may be issued by the Designated Accrediting Authority (DAA) (NAVAIR Chief 

Information Officer - CIO) or an Interim Authority to Operate (IATO) may be issued for 

use of the system for a limited time while identified security weaknesses are addressed. 

Anti-Tamper (AT) Certification 

Statutory/Regulatory AT Requirement 

Anti-Tamper (AT) involves activities to prevent and/or delay exploitation of 

critical technologies in U.S. weapon systems. These activities involve the entire life-cycle 

of systems acquisition, including research, design, development, implementation, and 

testing of AT measures. To prevent unapproved technology transfer, alteration of system 

competency, or countermeasure development, program protection may require anti-

tamper capabilities, which are a derivative of the security engineering process. The AT 

process is addressed under DoDI 5000.2, DoDI 5200.39, and AT Guideline Version 2 

(the guideline is mapping of DoD Information Assurance Certification and Accreditation 

Process DIACAP to IA Controls) to complete and obtain an AT certification. 

NAVAIR AT Certification Process 

The SME from AIR 4.1.14 submits the AT plan and the Critical Program 

Information (CPI) Identification and Critical Analysis assessment to the Anti-Tamper 

Executive Agent (ATEA). The AT certification shall be conducted in accordance with 

ATEA. The duration and cost to obtain AT certification is dependent on Development 

Test (DT).  
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AT Waivers/Interim Approval Request 

No waivers are authorized for AT certification; but interim approvals may be 

issued by the ATEA for a limited time while the approval package is pending. 

Selective Availability Anti-Spoofing Module (SAASM) GPS Certification 

Statutory/Regulatory SAASM GPS Requirement 

DoD GPS Security Policy issued in 2006 mandates all newly fielded DoD GPS 

systems deploy SAASM-compliant Precise Positioning System (PPS) devices due to the 

need for improving GPS security. Receivers without SAASM have a higher risk of 

dropping GPS signal due to spoofing or jamming, which would result in the loss of 

precise location and increase the time required to synchronize over communications 

systems. SAASM utilizes anti-spoofing and anti-jamming measures through encryption 

and keys to protect authorized receivers from operating with false satellite signals 

generated intentionally or unintentionally by allies or enemy. Although government 

regulations require all the latest DoD GPS systems to incorporate SAASM GPS receiver 

cards to increase security of crypto keys and counteract spoofing, many federal agencies 

and military groups still employ non-SAASM GPS receivers that put them in a higher 

security risk. Since standard GPS service can be rejected at any time via tactical combats, 

such as spoofing and jamming, it will be a challenge for non-SAASM GPS receivers to 

correct the situation quickly. 

NAVAIR SAASM GPS Certification Process 

All requests for NAVAIR SAASM GPS Certification are processed and approved 

by the GPS Directorate (GPSD), including Security Approval for SAASM Host 

Application Equipment (HAE) and SAASM Design Requirements for HAE. 

SAASM GPS Waivers/Interim Approval Request 

Integrating non-SAASM GPS requires a waiver, which can be authorized by 

Assistant Secretary of Defense. However, no waiver is obtained for Security Approval for 

SAASM HAE and SAASM Design Requirements for HAE (SAASM Functionalities, 

including Extended Functions). 

Clinger-Cohen Act (CCA) 

Statutory/Regulatory CCA Requirement 
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Clinger-Cohen Act (CCA) has reformed and improved the way the Navy acquires 

and manages Information Technology (IT) resources. An approved Acquisition 

Information Assurance (IA) Strategy is mandatory for systems that are or have IT when 

determined to be Mission Critical and Mission Essential. The CIO will be responsible for 

developing, maintaining, and facilitating the implementation of a sound and integrated IT 

architecture under USC Title 40 Subtitle III and Office of Management and Budget 

(OMB) Circular A-11 Appendix J {{53 United States Department of Defense 2008}}, 

{{35 United States Navy 2011}}.  

NAVAIR CCA Certification Process 

The SME from AIR 7.2.6 (CCA Center of Excellence (COE)) provides an 

executive summary, in addition to the statutory and regulatory documentation, to the 

NAVAIR CIO. The CCA Compliance Table must be populated with the Milestone 

Decision Authority (MDA) specified program governing documentation and an 

Acquisition IA Strategy. There is no test related to CCA. CCA certification for 

Acquisition Category (ACAT) III and below can be achieved in 32 days, with the cost as 

low as $6K. ACAT I & II would take an additional three (3) months due to review by the 

second echelon, for a cost of $51K.  

CCA Waivers/Interim Approval Request 

No waivers or interim approvals are authorized for CCA certifications. 

INTEROPERABILITY COMPONENTS 
The following certifications, as shown in Figure 39, satisfy the Interoperability 

system requirements: 
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1.1.1

Construct
Certification List

Certification Init...

AND

1.1.2.3.1

Address
Spectrum

Certifications

Interoperability

1.1.2.3.2

Address CDL
Certifications

Interoperability

1.1.2.3.3

Address JITC
Certifications

Interoperability

AND

1.1.3

Sort Certification
List

Certification Init...

ffbd Determine Interoperability Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (...

Date:
July 20, 2013  

Figure 39:   Interoperability Certifications 

Interoperability Certification 

Statutory/Regulatory Interoperability Requirement 

Joint interoperability supports the U.S. Navy’s and DoD’s mission to have net-

centric systems that ensure clear communication among all military systems, thus 

enhancing the warfighter’s capabilities. In an excerpt from DoDI 5000.2, Enclosure 6, 

Paragraph 2-C-8: 

“All DoD Major Defense Acquisition Programs (MDAPs), programs on the OSD T&E 

Oversight list, post-acquisition (legacy) systems, and all programs and systems that must 

interoperate, are subject to interoperability evaluations throughout their life cycles to 

validate their ability to support mission accomplishment. For IT systems (including 

Network Security Services (NSS)) with interoperability requirements, the Joint 

Interoperability Test Command (JITC), regardless of ACAT, shall provide system 

interoperability test certification memorandums to the Deputy Under Secretary of 

Defense (Acquisition and Technology) (Deputy Undersecretary of Defense 

(DUSD)(Acquisition and Technology (A&T)), the Assistant Secretary of Defense 

(ASD)(NII)/Department of Defense Chief Information Officer (DoD CIO), and the 

Director, Joint Staff J-6, throughout the system life-cycle.” {{56 United States 

Department of Defense 2008}} 
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NAVAIR Interoperability Certification Process 

The JITC representative for the PMA is responsible for identifying the required 

certification level for a given stage in the development and fielding of the payload.    

With all the necessary architecture views, a limited interoperability certification can be 

obtained in two (2) to three (3) months, with full certification in an additional three (3) 

months. 

Interoperability Waivers/Interim Approval Request 

No waivers are authorized for interoperability certification. A limited 

interoperability certification may be obtained for purposes of testing and training, but full 

certification is required for an Initial Operational Capability (IOC) decision. 

Spectrum Certification 

Statutory/Regulatory Spectrum Requirement 

Assigning electromagnetic radio frequencies for a variety of defense systems such 

as satellites, radio, or radars on the ever-diminishing electromagnetic spectrum is a 

critical process. With the rapidly-changing nature of current tactics, more complex 

defense systems rely on the spectrum to acquire information superiority and guide 

advanced weapons, especially unmanned systems. To be compliant, DoD has established 

policies and guidance to obtain spectrum certification imposed through a statutory 

requirement, Title 47 U.S. Code §305, §901–904. To ensure that communication 

equipment operating within an intended environment meet standard rules, guidelines, 

regulations, and limitations, National Telecommunications and Information 

Administration (NTIA) has established the Spectrum Certification Process. 

NAVAIR Spectrum Certification Process 

Spectrum certification requests shall be submitted by the SME from AIR 4.1.M.1 

to the NTIA in the Equipment Location-Certification Information Database (EL-CID) 

format. The process should take about nine (9) to 208 weeks, with the cost ranging from 

$2k to $48k, depending on certification and complexity of the systems.   

Spectrum Waivers/Interim Approval Request 
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No waivers are authorized for spectrum certifications. However, interim 

approvals may be granted with submission to the Spectrum Planning Subcommittee 

(SPS) or the local NTIA Authority for limited duration. 

Common Data Link (CDL) 

Statutory/Regulatory CDL Requirement 

H.R.1815 National Defense Authorization Act for Fiscal Year 2006 mandates all 

datalinks used by UAS shall be CDL compliant. The Act is further clarified by ASD 

Memo Dec 30 2005 Subject DoD CDL Policy, which amplifies the importance of CDL 

for UAS video Datalinks, and exempted UAS under 30 Lbs.  

CDL is a family of government-developed and -owned communication 

waveforms. Under the new Bandwidth Efficient – CDL (BE-CDL) waveforms and 

Standard CDL Rev H waveforms, users have a selection of frequency bands in which 

they may operate, including S-Band, C-Band, Ku-Band, and X-Band. The CDL family 

also utilizes a common and interoperable encryption schema that includes both Suite A 

and Suite B. The purpose of the CDL family is to reduce development and 

interoperations cost of proprietary radio systems and increase user interoperability by 

using a common communication schema. 

NAVAIR CDL Certification Process 

For the certification package it is submitted by SME from AIR 4.5 to the CDL 

executive agency. It is presented to the CDL executive agency the Systems Engineering 

Technical Review (SETR) milestone review. 

NAVAIR CDL Waivers/Interim Approval Request 

Interim CDL waivers can be obtained, if certain requirements are met and a long-

term plan to obtain CDL is developed, funded, and exercised. A CDL waiver will take 26 

to 104 weeks, if the waiver process is begun with all of the required justification 

substantiated upfront. To successfully obtain a CDL Waiver, it must be demonstrated that 

utilizing CDL would prevent the system from completing its mission. The Waiver must 

be routed to the Assistant Secretary of the Navy for Research, Development, and 

Acquisition (ASN RDA), Assistant Secretary of Defense for Networks and Information 

Integration (ASD NII), the Office of the Secretary of Defense (OSD), and the DoD CIO. 
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To begin this waiver process, a program should meet with their branch’s CDL Executive 

Office to determine feasibility and identify the correct stakeholders. 

COMPATIBILITY COMPONENTS 
The following certifications, as shown in Figure 40, satisfy the Compatibility 

system requirements: 

1.1.1

Construct
Certification List

Certification Init...

AND

1.1.2.4.1

Address
Environmental
Certifications

Compatibility

1.1.2.4.2

Address T&E
Certifications

Compatibility

AND

1.1.3

Sort Certification
List

Certification Init...

ffbd Determine Compatibility Certifications

Project:
STUAS Project

Organization:
Naval Postgraduate School (...

Date:
July 20, 2013  

Figure 40:   Compatibility Certifications 

Environmental Certification 

Statutory/Regulatory Environmental Requirement 

Materials are the building blocks of an aircraft and react based upon the 

environment. They need to operate within different environments; they need to provide a 

degree of protection from the environment to survive each mission profile and the 

physical asset needs to have degree of durability. This relates directly to reliability, 

availability, maintainability, longevity and cost. This requirement is outlined in 

SECNAVINST 5000.2E and specifically states in section 6.1.5 that each ACAT I 

program shall document its corrosion prevention and control. While any program other 

than an ACAT I does not need a corrosion prevention and control plan, it is advised to aid 

in meeting regulatory requirements for example the Hexavalent Chromium DFARS 

2252.223–7008 that requires the control or elimination of the use of hexavalent 

chromium from weapons platforms. Hexavalent Chromium is primarily found in the 

coatings and materials that make up the platform, of which the performance and use are 
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found in the corrosion prevention and control plan. The corrosion prevention and control 

plan (CPC) also outlines the specific testing that will be performed as found in MIL-

STD-810. Thus, based upon the materials of construction and the environment that the air 

vehicle will see, specific tests are chosen to prove the performance and effect on the life 

cycle of the aircraft.   

Typically the Contractor shall develop and implement a Corrosion Control Plan 

(CCP) for the system using the DoD Corrosion Prevention and Control Planning 

Guidebook Spiral No. 3 of Sep 2007 (Ref Section 3.2.11) as a guide to ensure corrosion, 

wear, and erosion resistance is considered in the Contractors design of the system. The 

Contractor shall develop, utilize, and maintain a CPC Plan and shall establish, participate 

in, and support a Corrosion Prevention and Control (CPC) Advisory Team jointly with 

the Government to track the progress of CPC engineering efforts. 

NAVAIR Environmental Certification Process 

To meet the air vehicle (AV) and air worthiness requirements the materials and 

processes of protection requirements apply to both structural and non-structural materials 

and applications used for the AV. The AV environmentally-degraded properties shall 

account for exposure to any natural and induced environment reflecting authorized usage, 

storage, and maintenance throughout the service life of the AV. The AV environmentally 

degraded properties shall account for representative production processing, 

manufacturing variability, final assembly interfaces, life cycle exposure, and the supplier 

base. Specific tests from MIL-STD-810 and others are selected 

The AV and its component parts shall be finished In-Accordance-With (IAW) 

MIL-STD-7179 the environmental certification process for each air vehicle platform is 

outline in the specific Corrosion Control Plan (CCP). The CCP details the tailoring of the 

requirements of MIL-STD-810 to the system of interest by providing a rationale to 

conduct testing to meet the operational environment and materials compatibility. 

Depending on the value of the payload, mission requirements, and funding environmental 

performance tests below may be required to comply with the certification: 
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• Humidity (48hrs) 

• Salt Atmosphere (48hrs) 

• Dust Test 

• Rain Test 

• High Temperature Operational & Non-Operational 

• Internal Operational Temperature 

• Low Temperature Operational & Non-Operational 

• Temperature Change 

• Shock per MIL-STD -810G Methods for flight, launch, recovery, & 

transportation,  equipment/payload per MIL-S-901D 

• Vibration per MIL-STD-810G Methods for flight, launch, recovery & 

transportation, equipment/payload per MIL-STD-167–1A 

 Within NAVAIR, Environmental approval and enforcement is the responsibility 

of the Materials Engineering Division, (AIR-4. 3.4) and the PMA-263 Systems Engineer. 

Payloads are generally certified for shock and vibration via a certification provided by the 

Contractor, if the testing is performed at all. Since the programs are not ACAT I, they are 

not required to have a CCP and test for environmental durability thus this requirement is 

advisory for durability risks.  

Environmental Waivers/Interim Approval Request 

The environmental performance testing certification is part of the Flight 

Clearance documentation and the requirement can be waived. The agreement to waive 

these requirements for payloads is coordinated by the cognizant Corrosion Engineer and 

Senior Materials Engineer from AIR 4.3.4 Materials Engineering Division and PMA-263 

Systems Engineer with the PMA-263 management.   

Test & Evaluation (T&E) 

Statutory/Regulatory T&E Requirement 
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The test program will be managed by the AIR 5.0 T&E representative at the 

PMA. A Test Project Worksheet will be submitted to the T&E representative requesting 

testing of the desired platform, with the required objectives and timeframe. If necessary, 

the T&E representative will coordinate with the external test agency for OT&E and 

submit reports for approval to the Director of OT&E. The level of complexity of the 

required test(s) will determine the cost and duration. 

NAVAIR T&E Certification Process 

T&E is invaluable to the development and fielding of new capabilities to the 

warfighter. It is utilized to determine the technical maturity level of the system, identify 

deficiencies that need to be corrected, and provide technical risks to assist the decision-

makers. Developmental test and evaluation (DT&E) focuses on system requirements and 

the system level risk, while operational test and evaluation (OT&E) is concerned with the 

capability the system delivers to the soldier, the operational risks,  and how the system 

performs in its intended environment  (paraphrased from the DAG5000.02  enclosure 6). 

This is imposed through a statutory requirement, Department of Defense Directive 

(DoDD) 5000.1, The Defense Acquisition System.   

T&E Waivers/Interim Approval Request 

OT&E is required for all major defense acquisition programs, as defined in Title 

10 USC 2340 – Major Defense Acquisition Program and thus, cannot be waived.   

Combined DT&E and OT&E is authorized when schedule and cost savings can be 

justified. This integrated test program must allow for separate evaluations from the 

developmental and operational communities. 
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APPENDIX I. PAYLOAD INTEGRATION SCHEDULE 

 
 
 

 

Payload Integration Checklist for PMA-263 in MS Project® Worse Case Longest 

Schedule 

Schedule for All Certifications in Checklist using RAIN Model Data for All 

Certifications 

(Start 7/23/13 end 11/22/17 approximately 4 years 4 months corresponds) 

The Payload Integration Schedule is a product of the RAIN Team Research and is a 

deliverable item to PMA-265 for future integration projects. 
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APPENDIX J. RAIN IPR MEETING NOTES 

 

RAIN IPR #1: 
 

21 March 2013 
 

Attendees: 
 

Ronnie Lyliston Wayne Parsons Dr. Rama Gehris 

Bonnie Young Angel Perez Chris Ironhill 

Fred Lancaster Diana Ly Bryan Otis 

Luis Conde-Santos  Nam Tran 

   

Notes: 
 
Questions and Information (FYI’s) from Brigitte T. Kwinn 
 
The U.S. Army has tactical UAVs, have you looked at what the Army does? 
 

• We did check with the Army (PM UAS). They don’t have a documented process, 
either. 

 
What other SE processes did you consider?  Why did you select the V model instead of 
another model? 
 

• V model was selected because it’s the process of choice throughout NAVAIR and 
would be readily-accepted by our Sponsors. We did consider other models 
including the DAU waterfall model and the one from SE3100 but we like the 
‘Vee’ model better because of the explicit and linear verification connection 
between the definition and decomposition products and the integration and 
decomposition products that the ‘Vee’ model affords. 

 
You have identified system inputs and outputs; did you consider establishing input or 
output requirements? Why? 
 

• We did consider establishing input and output requirements, and we plan on doing 
that. The requirements are dependent on research that we have not finished yet. 
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Have you identified any other functions for the system? 
 

• We have not agreed on the system functional hierarchy yet. 
 
17 top level system requirements is a pretty large number, typically there are about 10 
that deal with the system inputs, system outputs, system functions, system interfaces and 
the “ilities.” 
 

• Actually, we only have four top-level system requirements: Interoperability, 
Safety, Security, and Suitability/Environmental Compatibility. 
 

The 17 are the Component-level requirements that were derived from the System-level 
requirements. 
 

• There are only two stakeholder level requirements, or four System level 
requirements (see slide 28). What is listed in the requirements research matrix 
are the component level and configuration item level requirements. 

 
FYI 2:  You can do the requirements tracing and management in CORE also, it will 
capture the same info you have in your matrix on page 33 
 

• We are using CORE®. The matrix is just for tracking research based on the 
requirements. 

 
Second Reply from Bridgette Quinn 
 

Make sure you emphasize that the Army doesn’t have a process either, this makes 
what you are doing that much more important. 
 

Your process has to fit your system and system life cycle that is why there are so 
many processes. The V is a system development process not a process for system process 
creation. That doesn’t mean you can’t use it but you must have evidence why it fits what 
you are doing. 
 
Your 4 top system level requirements are the “ilities”? You don’t have any 
capability/function requirements? What must the system do not what must the system be? 
 
You don’t have to answer this second round of questions. 
End of notes. 
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RAIN IPR #2: 

 
06 June 2013 

 
Attendees: 

 
Benjamin Teich Wayne Parsons Vincent Tolbert 

Dr. Paul Montgomery Dr. Rama Gehris Prof. Bonnie Young 

Fred Lancaster Angel Perez Bryan Otis 

Chris Ironhill Diana Ly Nam Tran 

 Luis Conde-Santos  

Notes: 

 

Wayne Parsons; 

Clinger Cohen Act, statutory requirement, some clarification since it applies to automated 

data equipment, does it apply? 

• It(data) drives a lot of security issues. 

The DRM he thought it was out of scope specifically T&E. 

• T&E is an external interface. T&E is conducted by T&E facilities and 

organizations where PMA-263 is a customer 

Dr. Gehris: 

Is there any one system that is really worse case? Obtaining all certifications for 

example? 

• SME’s take weeks to review on the WESRB Board only meet at certain times and 

creates a backlog and the longest pole is security. 

Dr. Montgomery: 

Trying to craft a process of what is called RAIN, do you have a model of what is the 

current process? 

• Ad hoc process does not exist. 
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No process where schedule & risk trade use case certification process vectors to trade risk 

and schedule, only data in-house/ad hoc. So some use case ma take 36 months but now 

there is structure. 

Problem statement is not “what we are doing,” hearing no way to assess what we are 

doing against a variety of scenarios. 

• Process instead of method. 

• Slide 103 is sorted by work time, but both wait time and cycle time is there as 

well. 

Top title has to do with rapid integration of stuff, appears just trading off certification of 

stuff? 

Sounds like interoperability analysis. 

• All things needed to get to the warfighter get to be interoperable. 

What do you envision the product and what do you think it is? 

Sounds 3-dimensional, still don’t see the light at the end of the tunnel. 

• NAVAIR has a bunch of procedures but there isn’t a process in place for all of the 

procedures. This process organizes and maps out the requirements via architecture 

using CORE and then simulates the process of procedures in iGraphx. (Dr. Gehris 

– the project is the process, Bonnie- not a method but a process) bringing a 

process to procedures – this will be brought out up front in the report. 

End of \notes 
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APPENDIX K. PROGRAM MANAGEMENT PLAN (PMP) 
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1 Introduction 

1.1 Project Background 
The Department of the Navy (DoN) maintains a relatively small inventory of Small 

Tactical Umnanned Aircraft Systems (STU AS). These systems are designed to be highly 
modular and support multiple configurations, allowing for user selection of payloads based on 
unique mission needs. This modularity reduces the necessity for multiple unique Unmanned 
Aircraft Systems (UAS) platforms and their associated life cycle costs, while still providing 

mission flexibility. Technology developers have been successful in designing new payloads 
which integrate into the UAS platform and meet mission requirements. This provides a 
technology that is at a suitable Technology Readiness Level (TRL), meets all technical 
requirements of a particular UAS Interface Control Document (ICD), and size, weight, and 
power (SWAP) requirements, but does not address the DoN System-level requirements for 
integration and fielding. 

It is the responsibility of the systems integrator to ensure that the platform, with its new 
payload, meets all regulatory and statutory requirements for deployment to the fleet. TI1is is 
done by obtaining the necessary technical certifications (e.g., laser, Li battery, airworthiness 
approvals) imposed by regulatory requirements on the systems. An example of a statutory 
requirements placed on UAS, which must be addressed for successful integration, is H.R1815 
National Defense Authorization Act for Fiscal Year 2006 (HR Bill, 2005), which states all data 
links used by an UAS must use the government developed Tactical Common Data Link (TCDL). 
This particular example has caused challenges in the past because some payloads are developed 
with their own Command and Control (C2) data links, so they do not have to integrate with the 
existing UAS data links, reducing the complexity of integration. Unfortunately if the payload is 
not developed to the TCDL requirement, this piece of the payload has to be re-engineered to 
complete systems-level integration. 

The transition process between integration of the payload into the target platform and its 
ultimate integration into the encompassing DoN System is not well-defined. Each DoN System 
level requirement is handled by a different organization within the government, where the 
knowledge of that particular process and its associated requirements is self-contained. To date, 
little effort has been made to take a systems-level approach to bridge those lines of 
communication between organizations and collect all that information into one readily-accessible 
repository. 

This elongates the time line and creates new technical challenges between the integration 
of a payload and the fielding of a new UAS capability. With the cun·ent undefined process once 
a payload is delivered for integration into the system it takes approximately 24 to 36 months, 
depending on complexity of the effort, to thoroughly satisfy all the applicable statutory and 
regulatory requirements before the system can be inducted into the DoN inventory. This 
timeframe is unacceptable in supporting the rapidly-evolving environment to which our war-
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fighters are exposed. For the sake of expediency the integration time line is otten shortened by 
waiving or inadvertently overlooking the systems-level requirements without an understanding 
oftechnical risk in these decisions, resulting in a rapidly-fielded system that may be technically 
insufficient to meet mission needs and could pose substantial risks to the warfighters in the 
future. To address these technical challenges and reduce the integration time line, systems 
engineers must capture trade-offs that provide leadership with option to balance cost, schedule, 
and performance risk to the program. 

1.2 Project Management Plan Purpose 
The purpose of this Project Management Plan (PMP) is to outline the approach the RApid 

INtegration (RAIN) Team will take to address current short-comings in integration and fielding 
new capabilities on STU ASs. 

1.3 Problem Statement 
The Department of the Navy (DON) does not have a documented process that maintains 

sufficient Systems Engineering (SE) discipline to rapidly integrate and field new mission 
configurations for their inventory of modular STU AS to the fleet to support aggressive schedules 
and urgent user needs in a timeframe of six to 18 months instead of the typical 24 to 36 months 
while minimizing technical risk to mission success. The requirements for whether or not to 
perform each certification (sub process) in the current process are not well understood and are 
otten addressed in a reactive fashion, sometimes when identified as the entry criteria for a 
different certification or approval 

1.4 Problem Scope 
The scope ofthis project will be limited to new capabilities that can be integrated into 

modular STU AS in the existing PMA 263 inventory. The candidate payloads will be limited to 
those that meet the technical requirements of the platfonn's ICD and will not require re-design of 
the UAS or modification of the current airframe. 

1.5 Project Goals 
The goal ofthis project is to create and document a comprehensive process for the integration of 
new capabilities of modular U AS into the DoN System, then conduct a SE trade study, similar to 
an Analysis of Alternatives (AoA), to address the UAS systems integration challenges outlined 
in section 1.1. The trade study's goal will be to find the best way to rapidly integrate and tleld 
new configurations, meet technical requirements, balance technical risk, and produce options for 
a rigorous SE process that can be tailored to meet program needs. 

1.6 Project Deliverables 
The goal of this project is to conduct a trade study of a comprehensive SE plan to address 

payload integration of DoN requirements onto PMA-263 STU AS platforms. To complete this 
study a documented process to facilitate integration and fielding of new capabilities must be 
developed. The documented process will be used for modeling and simulation of the systems 
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integration process. The final trade study will allow a tailoring of systems-level integration 
requirements to support the rapid integration and fielding ofUAS capabilities into the DoN 
System. The following deliverables will be produced to support this analysis, and contained 
within the final report. 

1.7.1 Project Management Plan 
The Project Management Plan (PMP) will contain the approach and process the Team 

will use to address the problem statement and conduct the trade study. 

1.7.2 Project Schedule 
The project schedule will address the timing and execution of the PMP; it will include a 

Microsoft Project schedule that addresses delivery dates and detailed work flow. 

1.7.3 Systems Engineering Plan 
The Systems Engineering Plan (SEP) will provide the details of the project execution and 

the templates used to conduct the trade study. The plan will include, but is not limited to, the 
following subject areas: 

• Body (Note: this is not an all inclusive list) 
SE Approach 
Risk Management 
Specialty Areas (Note: this is not an all inclusive list) 

Security 
• Inforn1ation Assurance 

Spectrum Management 
• Anti Tamper 

Software 
Test Planning 

o Requirements Management 
Project Architecture 

The SEP will also include the following items as tools to conduct the trade study. 

1. 7.3.1 Integration Checklist 

The Integration Checklist will provide a detailed list of all system-level SE work that 
needs to be addressed to properly integrate a new capability. Each item in the list will address its 
purpose and deliverables. The goal of this list is to capture the systems-level requirements for 
payload integration that will drive the trade-off analysis. 

It will also provide a technology developer the information needed to scope and execute 
comprehensive integration of their payload to support timely fielding. This checklist will flow 
into the cost and schedule templates and provide the typical cost and time needed to perform 
each item based on interactions, internal and external, to PMA 263. 
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I. 7.3.2 ScMdule Template 
n o schedule template will be used to determine schedule impacts while conducting the 

tmde-otranalysis. It will be based on the systems level requirements derived for the integration 
check list. 

It could he also a starting 11oint for fi.tture \I'Ol'k that could provide the technology 
developer a scheduling tool to assist in the development of c~cl1 e!Tort 's rc.quircd work and 
execution plan, based on the applicable integration icems from the checklist. 

1.7.4 Trndc-off Anolysis Rcsulls 
'll•c trnde-ofl' Analysis results will be a summary of tho conclusions derived from 

incorporating aml analyzing tho varinbles captured with-in this proje<:t's soope. 

2 r•r·oject Or·gnni7.JIIIOn and f'at1lcl ponls 

2.1 l'r·ojcct Or·ganJznllon 

Tum Lead 
Bryan Otis 

I 

Dept. Tum Lead 
Angel Perez 

-
Requirements IPT - Editoriai iPT 

Chrislronhlll Fred Lancaster 

I 
~ 

I -
Configuration IPT 

Modeling & 
Architecture IPT Simulltlon IPT 

Luis Conde Chris lronhiiL 
NamTran 

,_ I r- L - I 
Schedule IPT CostiPT Risk IPT 
Fred Lancaster Diana Ly Luis Conde 

2.1.1 l'rojed Lend 
Tire Project Lend for this projc.ct will be Mr. Bryan Otis. He will provide overall 

monngemenl and lcndcrsltip for lite RAIN Team. The Lend will orgartizc and nut all Team 
meclings and represent 1hc Team ns I he interface 10 l'rojccl Ad,~sors. Sulkcholdcrs. and 
Sponsors, He will be rcsponl'iblc tOr ensuring the Tcnm mnin1ains schedule and provides 
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deliverables on time. The lead will also manage Team assigmnents, actions, and any issues that 
arise over the project. He will provide project directions and ensure the Team fi.mctions 
smoothly, addressing any inter-Team challenges. 

2.1.2 Deput.y Project. Lead 
The Deputy Project Lead for this project will be Ms. Angel Perez. She will support the 

project lead as they provide overall management and leadership for the RAIN Team. The Deputy 
wi ll assist with organizing and mnning all Team meetings and represent the Team as the 
interface to Project Advisors, Stakeholders, and Sponsors. She will be responsible for ensuring 
the Team maintains schedule and provides deliverables on time when the project lead is 
unavailable. The Deputy will also assist with the management of Team assigmnents, actions, and 

any issues tl1at arise over the project. She will work with the project lead to determine project 
directions and ensure t11e Team functions smoothly, addressing any inter-Team challenges. 

2.1.3 Modeling & Simulation Lead 
The Modeling & Simulation (M&S) Lead for th.is project is Mr. Christopher (Chris) 

Ironh.ill. He will be responsible for the division and management of M&S products assigned by 
Team leadership, among the M&S working group. For the RAIN project, the M&S Lead will be 
responsible for providing models of the current, the "to-be", and the transitional states of the 
system and processes involved in integrating a payload onto a STU AS. Additionally, he will 
conduct verification and validation (V & V) that the models adequately represent reality to ensure 
that they will produce reliable data. 

2.1 .4 Al'chitcctut·c Lead 
The Architecture Lead for this project is Mr. Nam Tran. He will be responsible for the 

basic structure development of the rapid payload integration and fielding of STU AS, defining the 
essential schema through Department of Defense Architecture Framework (DoDAF) artifacts. 

2.1.5 Editori al Lead 
The Editorial Lead for this project is Mr. Fred Lancaster. He will oversee the written 

products by collecting and editing Team members' written inputs project briefs and compiling 
and tracking references using RefWorks®. When editing the team' s writing inputs he will 
conduct a technical writing review to ensure consistency, document flow, fonnatting, references, 
and the final product's writing quality. He will work with Team leadership to assign report 
sections and set up reviews of each Team member's work. 

2.1.6 Risk Managcl' 
The Risk Manager for this project is Mr. Luis Conde. He will be responsible for 

identifying and analyzing project and product risks and their subsequent tracking and managing. 
For the RAIN project, the Risk Manager will develop the Risk Management Plan template and 
process, which will be delivered in the SEP. The Risk Manager will be responsible for 
communicating with all Stakeholders and Team members about the risks, performing the risk 
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analysis, and approving the risk mitigation plan. It is his responsibility to ensure that all risks 
have been adequately mitigated or that plans are in place prior to proceeding past the respective 
milestone reviews. 

2.1.7 Requirements Manager 

TI1e Requirements Manager for this project is Mr. Clu1s Ironhill. He will be responsible 
for "the identification, derivation, allocation, and control in a consistent, traceable, correlatable, 
verifiable manner of all the system functions, attributes, interfaces, and verification methods" 
that the RAIN "system must meet including customer, derived (intemal), and specialty 
engineering needs." [( (Buede, 1999)194]. 

2.1.8 Configuration Manager 

'l11e Configuration Manager for this project is Mr. Luis Conde. He will be responsible 
for the configuration management of Team deliverables and will work closely with the Lead 
Editor. 

2.1.9 Cost Estimator 

'l11e Cost Estimator for this project is Ms. Diana Ly. She will be responsible for 
developing the model to conduct cost estimation of rapid payload integration and fielding. She 
will identify cost estimates of system/functional requirements by developing models ba~ed on 
collected data within scope of this project. 

2.1.10 Scheduler 

·n1e Scheduler for this project is Mr. Fred Lancaster. He will be responsible for managing 
the schedule of the RAIN Team's project. He will work with Team leadership to outline project 
timelines and product delivery dates. Mr. Lancaster will also be responsible for leading the 
Team in developing the scheduling model to support the necessary events and timelines of 
conducting tailorable payload integration on to a STU AS. 

2.2 Communkations 

Team members will coordinate individual Integrated Project Team (IPT) events and work 
via email and the Sakai website to post work products and project deliverables. The Team will 
utilize Elluminate Live during non-working hours and Defense Connect Online (DCO) with a 
dedicated phone bridge during working hours, as shown in Table I and Table 2. 

Resources 
Elluminate Live 
Defense Connect Online 
Dedicated Phone Bridge 

Table 1. Meeting Resources 
Link 
Individuals Saki site 
https://cmmect.dco.dod.miUr35782610 
1-866-214-2635 
Meeting Number: 
*2949314* 
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Meeting Type 
Core Project Team and 
Advisor Meetings 

Team Meeting 

Working Groups 

T cam Meeting 

2.3 Capstone Advisors 

Table 2. Battle Rhythm 
Time and Location 
Thursday 1700-2000 EST, 
Elluminate 

Friday 1500 - 1600 EST, 
DCO and Phone Bridge 

Sunday Flexible times, 
Elluminate 
Monday 1500 - 1600 EST, 
DCO and Phone Bridge 

Tbere are two advisors for this pn~jecl: 

• Dr. Rama Gehris 

Duration & Purpose 
1 to 3 Hours - Advising 
meeting, work review, and 
Strategy meeting 
1 Hour - weekend 
assignments and strategy 
meeting 
1 to 2 hours - working groups 
time 
1 Hour - work review, weekly 
assignments, and strategy 
meetings 

Or. Gehris has a PhD in SE and has taught at Naval Postgraduate School (NPS) since 
2011. She has also served as an advisor on four Capstone projects. 

• Professor Bonnie Young 

Professor Young has a MS in SE and is working on her PhD. She has taught <tt NPS 
since 2011 and served as an advisor on five capstone projects. 

2.4 Stakeholders 

The project stakeholders are identified below and shown in Figure 2. Each project 
stakeholder interfaces with each other and the RAIN team to help guide and scope the project, 
subject to RNN advisors concun·ence. The Stakeholders can be broken down in to three main 
groups, as listed below, <tnd are further decomposed in Figure 2. While main stakeholders exist, 
when categorized into three groups each group's interests are the s<tme. The RAIN team's 
primary interest is in completing a Capstone project that both shows the students' mastery of 
Systems Engineering, while producing a useful product to other stakeholders. PMA-263 's 
primary interest is to implement a rapid system integration process, while maintaining systems 
engineering rigor. I11e h1ernal stakeholders' primary interest is in rapidly fielding new 
teclmology, while reducing risk to technical challenges. 

• RAIN Team 

• Students 

• Project Advisors 
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• PMA 263: 

• ChiefEngineer 
• Weapon Systems Integration IPT Lead 

• Configuration Manager 
• Extemal Stakeholders: 

• APEO (U& W) Engineering 

• W arfi ghters 

• Requirements Officers 
• Technology developer 

Figure 2. Project Stakeholders 

EA1emal stakeholders, identified in the list below, all hold interest in the results of this 
project's trade study analysis. Each stakeholder interacts with the RAIN team and each other, 
conceptualized in a cloud fom1ation below in Figure 3. PMA-263 is interested in the risks with 
different implementation options of the systems engineering process to complete capabilities 
integration. Individual platfonn IPT leads will be interested in what options they have when 
implementing an integration effort, and how their decisions will affect a systems engineer's 
ability to maintain rigor while executing a program plru1. TI1e Requirements officers and end 
users stake in this project revolve around delivering the end product. The technology developer's 
interest is the ability to rapidly integrate and deliver their producl~, while maintaining systems 
engineering rigor to reduce risk of future teclmical challenges. 

• PMA 263 

• Platfonn IPT Lead 
• Requirements Officers 
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• Platform Integrators 

• Teclmology developers 

• Warfighters/End Users 

Figure 3. Extern:d Stakeholders 

2.5 Subject Matter Experts (SME) 
Subject matter expertise for this project will be provided by the following: 

• PMA 263 Advance Development IPT Lead 

• PEO(U&W) Chief Airwotthiness Engineer (Unmanned & Weapons) 

• PMA 263 Air-Ship Integration Lead 

• PMA 263 £3 Technical Authority Expert (T AE) 

• PMA 263 Product Support Manager 

• Spectmm Management Support 

• Laser Safety Review Board (LSRB) Chair 

• Weapon Systems Explosive Safety Review Board (WSESRB), 

• PMA 263 Program Protection Lead 

• PMA 263 System Safety T AE 

• Naval Ordinance Safety and Security Activity (NOSSA) 

• Joint Interoperability Test Conunand (llTC) 

• PMA-263 Training TAE 

• PMA 263 Test and Evaluation (T&E) IPT Lead 

3 Systems Engineering Approach 

3.1 Systems Engineering Process 
The Team will utilize the Forsberg and Mooz "Vee" Development Model, shown in 

Figure 4, as the basis of our SE approach, to execute the CAPSTONE project, due to its common 
utilization throughout NA V AJR.[ (FHA, 2013)] This model begins with the identification of 
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Slakcholders' needs inlhc Lop lcfl, wilh the design e>flhe proou•1 conlinuing downlhc lcfl side 
of lhe "Vee". The right side of the "Vee" involves the nctunl development and vcritication of the 
product, rX>'ulting in t1 final producl thm is v:didatcd by lhc usor at the top right. 

--

liii'T'II...... ... 

... _ --

Figur·e 4. Forsberg & Moor "Vee" Development Model for SE Approar.lt 

TI•e team tailored tl1is model as applicable for the development of a process rotl1cr than a 
1angible system, ilS shown in Figure 5 since no hard wore will be designed nor developed for this 
1wojcct. This procoss will produce the 1woject deliverablos outlined in Section 6. 

t 
v.,IIICitlo.n & 

Valldetlon 

\ 

.. , ....... _...._..,v 

Figure 5. Tnilor·ed Pt·ocess 

Similar to the base "Vee' s " awro:LCh, an initial '""' lysis of the Stakehold .. ·s' needs will 
be conducted. 'lltis will result in the formulation ofnop-level requirements. An onolysis of those. 
requircmcn1s willlhen form the foundalion oflhe preliminary payload integration process, which 
will lead lo the detailed process development. This will •'Onclude the Dcfinil ion and 
Decomposilion phase of the "Vee" opproach. 
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Integration andRe-composition will begin with the establishment of a model to simulate 
execution of the developed process. Using this model, the RAIN Team will examine several 
options that will reduce implementation time, to address urgent user needs, of the process while 
minimizing risk to the user. The high, medium, and low cost estimates will be captured and used 
as another factor in the analysis. Further investigation will enable the development of a more 
detailed, comprehensive process. Upon the identification of viable altematives, they will be 
demonstrated to the Stakeholders and published in the final report for the project. 

3.1.1 Stakeholder & Needs Analysis 

The purpose of a Needs Analysis is to develop a comprehensive description ofthe nature 
oflhe problem. Tills begins with determining what the Stakeholders want and formulating the 

initial problem statement The desired needs are then organized and prioritized based on the 
Stakeholders' stated level of importance. 

The Stakeholders were be interviewed to ascertain the problems and frustrations they 
have encountered when attempting to field a new payload into existing platforms. This provided 
a better understanding as to what issues are causing delays in the fielding process, resulting in 
the initial problem statement The needs obtained from the interviews were then analyzed to 
fi1rther refine the problem statement and provide focus for the project. 

These dialogues will determine what requirements are most important to the Stakeholders 
and will define what aspects of the process are inflexible. This will be used to develop the initial 
Measures of Effectiveness (MOE) and systems boundaries, assumptions and constraints. They 

will also identifY where the schedule can be reduced, depending on the Stakeholders' willingness 
to accept risk in terms of type (cost, schedule, teclu1ical) and level (low, medium, high). These 
negotiable areas will form the space to conduct a trade-off analysis for an optimal process 
allowing the Stakeholders to rapidly field a new payload. 

3.1.2 Requirements Analysis 

Requirements will be gathered from the Stakeholders, intemal and extemal, of the 
payload integration process .. .<\ssumptions and constraints will be captured and identified as 
such. Once gathered, the requirements will be analyzed for conflicts and feasibility. 
Requirements conflicts will be brought to the Stakeholders for clarification. Documented 
statutory and regulatory requirements will be assumed to oveiTide other requirements. If 
statutory and regulatory requirements conflict with end user needs, waivers, when feasible, will 
be considered as part of the project's trade-off analysis. 

Requirements analysis will follow an iterative process that addresses identification of the 

need, analysis of feasibility, definition of system operational requirements. [ (Blanchard & 
Fabrycky, 2006)p.35]. To track the performance of this project, measures of effectiveness to 
govern the trade-off analysis will be defined in terms of teclmical perfonnance measures (TPM). 
One example of a potential project TPM may be theoretical time to field a new capability. 
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Figure 6 (After (Blanchard & Fabrycky, 2006),p.58), shows the tailored approach for this 
project. 

Advanced 
System 

Planning 

I 
I 
0(-

I 
I 
I 
i(-

Problem DefllUtion 
And 

IdentifiCation of Need 

System Requirements Analysis 
• Opemtional requirements 
• Conflict Analysis 
• Feasibility Analysis 
• Technical perl'onnance measures 

(TPivls) 
• F u.nctional Sllaiysis and 

8lloc at ion (system. level) 
• System t!ade.off snalyses 

• Conceptus! cles1g:n review 

Apphed 
Resean:h 

Tec!U'IO!ogy 
Development 

and 
Application 

Figm·e 6. Major St.eps in the Systems Requirements Definition Process (Afler Blanchard 
and Fabrycky 2006, p.58) 

The basic and derived requirements from this analysis will be lra.cked through the use of 
tiered requirements traceability matrices. It may not be feasible to address all of the requirements 

during the Capstone effort, and some requirements may, by necessity, need to be left for later 
updates. Any unaddressed requirements will be tracked as such in the matrices. 

3.1.3 FWictional Analysis 
The purpose of the Functional Analysis is to identifY "what" needs to be done to satisfY 

the stated requirements. The top-level requirements provided by the Stakeholders will be 
translated into top-level functions. 'I11ese fimctions will form the key components of the 
integration plan being developed. Analysis of these fimctions shall be performed to ensure that 
the derived requirements are allocated to the appropriate functions and satisfactorily met. 

3.1.4 At·chitectmru Analysis 

The purpose of Architectural Analysis is to define the integration process approach. The 
Architectural Analysis will follow an "as-is" / "to-be" approach. The cun·ent architecture wi ll be 
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captured first, and from which the "to-be" architecture will be fhrther defined. The current 
architecture representation will be based on a decomposition of the ftmctions, and then project 
deliverables (certifications and re-certifications demands), involved in the current system 
employed to integrate a payload onto a STU AS. The "to-be" functional architecture will be 
constructed based on the decomposition ofthe critical functions needed in the system, as derived 
from the problem statement, problem scope, and Stakeholder input. The physical architecture of 
the process for integration of capabilities onto a system will be the allocation of the critical 
functions to the project deliverables (documents, forms, databases, or templates) needed to 
achieve PMA-263 's rapid integration and fielding schedule requirements. 

Tbe system architecture will provide the RAIN Team's view of how to implement rapid 

integration and fielding of a new capability into the inventory of modular STU AS. In order to 
ensure the smoothest possible process and for requirements traceability, all technical 
requirements will be documented using Vitech CORE®. 

3.1.5 Modeling and Simulation Pt·ocess 
"AJI models are bad, but some are useful" [(George E.P. Box, 1987)p.424]. Because of 

the complicated interactions between the sub-processes involved in integrating a payload onto a 
STU AS and approving the use of the new system, M&S will be used to represent the integration 
process. It will be used as a tool to assist in understanding the current process and various 
proposed processes. Simulation will be used to verify the model ofthe current process and to 

project the performance of the desired and plam1ed process implementations. The desired 
process IS the one that addresses all potentially reqmred cetttficatlons or accreditations 111 the 
manner that minimizes process duration without resorting to waivers. To facilitate this analysis, 
flow diagrams will be used to optimize the integration, certification, and testing process. 
Intennediate state process implementations will be explored to understand the relationship 
between schedule compression, cost, and risk expansion associated with different combinations 

of waivers and certifications. The outputs of these simulations will be used to identify the 
efficient frontier of risk vs. duration associated with the use of waivers, and rank the various 
options. 

The model will be built of simpliJica.tions of the CLment sub-processes used for integrating a 
payload into a STU AS. The requirements for whether or not to perform each certification (sub 
process) in the current process are not well understood and are often addressed in a reactive 
fashion, sometimes when identified as the entry criteria for a different certification or approval. 
The often reactive start of each certification causes ~1atistical special cause variation in the 
duration of the current Ad Hoc process (delays), so the duration distributions are believed to be 
non-nonnal. Duration distributions Jor each sub-process will be modeled as triangular 
(Raymond, 1999) and will be based on SME predictions for best case, most likely, worst case, 
and where available historical data. Simulation with the model of the cun·ent process will be 
used to verify that the model and its component parts are appropriately accurate by comparing 

the simulation output to expert opinion or if available historical data on past payload 
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integrations' mean duration and duration variation. In the cases where the distributions are not 
normal measures of central tendency and variation other than the mean and standard deviation 
would have to be used to compare expe1t opinion or historical data to the simulation results at the 
system and task (certification) levels. Following Dam's recommendation ( (Dam, 2006) p.l4], 
the resultant understanding of the cutTent process will be used to formulate the ultimately desired 
"to-be" process, balancing schedule, cost, and systems engineering proficiency, before any 
intermediate concepts are considered. 

Tl1e desired "to-be" process will be modeled using the building blocks that were verified 
in the model of the current process. The desired state is assumed to be meeting all certification 
requirements in the shortest possible time without resorting to waivers. Tl1e least desired state is 

assumed to be waiving all certification requirements. Combinations of waivers and certifications 
are assumed to be intermediate states with schedules, costs, and perfom1ance risks scaled 
between the assumed extremes. Simulation will then be run to predict its performance. 
Because it is otlen impractical to implement the desired process, due to expense or schedule or 
policy impediments, intennediate processes will be explored, modeled, and simulated. The 
results will be used to pick processes, based on risk and integration constraints, to implement that 
are better than the current one, but may not have all the features of the desired "to-be" state. 

Simplified representations of the sub-processes will be done in iGrafx® and Microsoft 
Excel®, as deemed appropriate. Simulations ofthe process and sub-processes will be run in 
iGrafx or Risk Simulator®. The applications Minitab® or Microsoft Excel® will be used to 
qmckly prov1de the needed descnpttve and mterenhal statistics on the vanous process des1gns. 
Deliverables will include static views of the models and statistical analyses of the results of 
model simulations run in iGrafx and Risk Simulator, as needed, to aid in communication or 
provide decision-quality data about expected performance a process design. 

3.1.6 Cost Estimation Process 
T11is section is to estimate the cost of integrating and fielding process of modular 

payloads into a STU AS and will involve collecting and analyzing data based on scope definition 
ofthe project. Quantitative models, techniques, and/or tools will be applied to predict Non
Recuning Engineering co:>t (low/med/high) for the whole process of integration and fielding and 
identifY all variables necessary for trade-off analysis between risk, cost, and schedule. T11e 
process will be separated into three main parts to ensure the accuracy and completeness of the 
whole estimating practice. This is shown in Figure 7 below and highlighted as follows. 

Patt 1 of the RAIN Co5t Estimation process is called Pr~ject Definition. During tlus patt, 
the estimator clarifies the reason for the estimation and begins to understand the project that will 
be estimated. As the estimate is being conducted, all necessary cost elements will be identified 
based on the inputs of the stakeholders, including all the possible items of cost contained in the 
cost modeL Each element will be defined so that all costs are essentially covered, with no 
duplications within the stmcture. 'l11ese elements help form the foundation for the estimate and 
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may be revisited whenever new information is obtained as the estimator continues throughout the 
process. 

Part 2 ofthe RAIN cost estimating process mainly focuses on selecting and administering 
the cost methodology, which will guide the development of the estimate based on all identified 
cost-related assumptions and/or constraints. As methodologies are selected and data is gathered, 
cost estimating templates will be developed and even the cost model may be constructed and 
refined as appropriate. 

Part 3 of the RAIN cost estimating process is called E~timate, it includes the actual 
conduct, analysis, presentation, and maintenance of the cost estimate. All of these tasks are 
important in their own right and together, they become critical for a deftmsible and complete 
estimate. 

Figure 7: Cost Estimation Process 

4 Ri.sk Management Process 

The RAIN Team will have a risk manager who is responsible for tracking all the risks 
associated with this project, both technical and to the Capstone Completion. With regard to 
Capstone completion, the manager ensures each risk has a mitigation plan, and the mitigation 
plans are being followed. He will work with the team leads closely on the Capstone Completion 
risks and gather team inputs to feed into the technical risks. 

4.1 Risk Identification 
It is the responsibility of every team member to stay vigilant for any risks that may 

surface within any of these areas, requirements, technical baseline, management, schedule, and 
extemal factors to keep this Capstone Project on schedule and to meet its objectives. 

The following is a list ofthe risks that have been identified for the RAIN Team Capstone 
Project: 

A. Loss ofteam member(s) 
B. Federal budget sequestration 
C. Stakeholders see no value 
D. Lack of expertise among members 
E. Lack of concurrence fi'om a Key Group 
F. Project camtot meet schedule 
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G. Imbalance of cfY'ort 
H. Team mcmbc1· gets sick 
I. Acocssibility of tools 

4.2 Risk Anal)'31s 
111e same bosic process will apply to both technical ri&ks and ri&ks to com1llcting this 

Cup;1one l'r~ject. Ench ri:« will be evaluated independemly tbr its effect on the applicable 
rtre<~s. The evaluation will lool.. nt the likelihood and the consequence ofench risl.. nnd assign it a 
level based on the critcr i ~' ~hown in the IOIIowing tables within Figure 8. AHcr the risk Jms been 
nssigncd lllcvel for each oft he two llrcas (pcrlbrmunce and schedule). a risk will be categorized 
tiS Hi giL Medium. Ol' Low based on the mntrix at the top rigltt •'Onlcr o.' Figure 8 for each. 
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Figur< 8. Risk Mnl1ix fo1· Payload lnh•gJ1llion Pt'Oct'SS 

\Vhcn evaluating risks, it was det~rmincd that by working fiu in advance of the 
capstone's due dales, we ~n allow fbr addi1ional1 ime lO make correction~ if need be. For this 
reason. we 11ro putting mor~ cmplmsis on sch4ldulc than on pcrlbrmancc. In determining ll 
cumulative Consequenc~ Factor (C F) for each risk.~' weight of60% and 40% respectively was 
given to the Schedule lmp~ct Factor (SIF) and Pc1f ormancc Impact Factor (PIF) NSilCctivcly as 
shown in Equation I. 
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CF = 0.6 S!F + 0.4 P!F (1) 

The final value of the consequence was then rounded to its nearest integer. 

4.3 Risk Mitigation 
For each risk identified in Section 4.1, a mitigalion strategy has been identified for each 

to reduce the overall risk to the project. As a result there is no high risk items left for completion 
of the project All moderate risks will need to be monitored to ensure that the planned mitigation 
strategies are executed if need be and adjust the mitigation strategies for each accordingly. 

4.4 Risk Tracking 
Alter identifying a mitigation strategy for each ofthe high and moderate risks, the final 

risks level was obtained. Figure 9 shows each of the risks for the RAIN Project on a risk matrix. 
Table 3 further shows in detail each of the risks with their individual values for SIF and PIF, as 
well as a detail description of the risk and a mitigation strategy in the "Nan·ative" column. This 
figure and table will be tracked tlu·oughout the duration of the project to ensure consistent risk 
implementation should any of these risks or any other similar to these occur. 

Figure 9- Risk Matrix for RAIN Project 
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Table 3: List of Risks 

ourpro)td. 

C«N''$ any tln'W! soon, so thettam<an e«~tr\ut pttfonnng but without 
we oould h11ve lots of~orrectaons to~mke l:.tertn theproje.:t whidl. 

ofmiwr SequestnUIOrl.zl'lly Also limitthtabslC.y C«ourteamlom..-etonbut 

no valJeand lose tnt~st.rt oould ~qu~the teamto ~-scope the 
"'""'""""'Y·"'~ 'oou~ akoputus signtf~¢anUy bthnd 1'hetonu qutnoegeU asgnvJted if d. 

rtlws on 1'1 depth knowledgtofSTlJAS snd sectu to said ll'lfom'l'ltiotl Jb<>'P't whJit 
lit<:k ofhl.owledgl.' ctn be ttsltj addressed by do11g addt.iooa1 rtsea~ or ~lying 

5 Configuration/Change Management. Process 

ll1e deliverables created by the RAJN Team will be in the form of documents, 
presentations, architectures, models, and analyses. The CM Lead will maintain a copy of all 
deliverables and revisions in a clu·onological master archive. The RAJN Team will revise each of 
the deliverables as necessary prior to final submittal. The RAJN Team internal edits will be 

tracked using a system ofNumeric_Date_ Time revisions (e.g., PMP Rev l_Feb1_1600, PMP 
Rev 2_Feb2_1100, significant change PMP Rev 3_Feb 3_1300, and on out) by the Lead Editor. 

Once a deliverable is ready for submittal it will be published with an alphabetical ending 
(e.g. PMP Rev A, PMP Rev B, etc). If a deliverable comes back to the Team for revision, it will 
pick up the document at the last internal numeric designation and noted. 

6 IPR's and Oclivcrablcs/SchcduJc 

The RAIN Team Deliverables are outlined in Table 5 below and the detailed schedule is 
shown in Appendix C. 

6.1 IPRs and Deliver-abies 

Table 5 below lists each major IPR and milestone associated with the RAJN Team pr~ject 

for the SI08l 0 Capstone Class.PMA-263 advisors and the RAIN Team must agree that the 
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required deliverable(s) are completed satisfactorily before an IPR or Final Report is considered 
complete. 

Table 5. IPR and Deliverables Schedule 

Milestone Description Deliverable 
Presentation Weekly Group Status to Advisors PowerPoint Presentation 

Report/Update 
Assessment of Team Members/Individual 

Report Sheet 
Assesments 

Project Plan Outline 
Project Plan Outline/Rough Draft of PMP. 

PowerPoint Presentation 
Problem Definition Refinement 

Draft PMP Draft ofPMP to Advisors for Review Draft Project Management Plan 

PMP 
PMP approval-reviewed by AA, for SE 

Project Management Plan 
Dept Chair Approval 

IPR #1 Brief 
Interim Project Revie·w- Problem 

PowerPoint Presentation 
/Background/Project Management Plan 

IPR#2 Brief Interim Project Review-Project Status Po\~rPoint Presentation 
Draft Final Report Draft Final Report for Advisor Review Draft Final Report (Electronic) 

Final Report 
Final Report for submittal to Thesis 

Final Report (Electronic) 
Processing Conunittee 

Brief of Project to Advisors & 
Final Btief Stakeholders during working hours@ Pax Powe~·point Prese~1tation 

River to PMA-263 

6.2 Schedule 
The schedule for the RAIN Team will be constructed and managed using Microsoft 

Project®. The schedule includes the major milestones as outlined in Figure 10. The detailed 
schedules for the RAIN Team is provided in Appendix C. Project efforts will be aligned to the 
schedule in regards to resource planning and provide a visual metric for Team time management. 
The Microsoft Project® schedule will provide the detailed plan of action and milestones for 
project execution. 
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MJnth Jan Feb Mar Apr May Jun Jul Aug Sept 

Requirements * Start A 

Milestones • • • • PMP IPR#l IPR#2 FlnaiBrlef 
Systems Engineering 

~ A A • l,Report 

Initial Research 

' ' Conduct f.ission Analysis Develop Scenarios & 
CONOPS Oelemine CUstomers & Slakeholders 

Problem Formulation ' ' COnduct Slakaholclers Analysis Dofine & Rarne 
Roblem staemen1 & Stope ~rform Functional 
Analysis Develop Functional Archlecture 

Analysis of Alternati">es ' ' Develop Alernallve Physleal Archlectures 
Ferf«m M;)delng & Si01Jialion Anessing 
Ferf()fmance of these Physical Archlectures 

I rrplementation 

' ' Conduct & CorJ1>Iete Systems A natys·is 
Conduct Decision Analysis 
Rlconll"'tnd ParferredAiematWe 
Provide Addllonal ilslg,ts 

Deli">erables 

Figure 10: Schedule Overview of Major Milestones 
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Appendix A Team Bios 

Luis A. Conde: 

Mr. Luis Conde graduated from Virginia Tech in 2009 with a degree in Mechanical 
Engineering. With his background in thermo-t1uid research and propulsion, he was hired by 
NAV AIR to work in the Propulsion and Power Department, where he has worked for the past 
four years. He started out by supporting the turbine design group for the first year, working on 
the F404 and T56 engines. After that he moved on to become a project engineer for the F/ A-18 
and EA-I8G Auxiliary Power Systems, where he has worked at ever since. He is responsible for 
the design and integration of the various components, the safety and mitigation planning, and the 
lead on any improvement projects of the same. Luis is cutTenlly altending the Naval Post
graduate School pursuing a master's degree in Systems Engineering. 

Christopher Iron hill: 

Mr. Iron hill has 18 years of process design experience in both private sector 
manu£1cturing and defense test and evaluation support infi·a.structure. He worked as a 
manufacturing engjneer who designed new processes; designed and built tooling and fix1ures; 
designed, fabricated, and progranuned automated assembly equipment. His work supported the 
building of automotive alternators and starters as well as medical equipment lead wires and cable 
assemblies. For six years, he worked as a telecommunications systems engineer designing and 
implementing fiher optic and microwave link!; used to tra.nsp01t data. and control signals hetween 

range instnunentation equipment, operations control, and data processing on the NA WCWD test 
and evaluation ranges. Duri11g his time in Range Communications, he implemented process 
improvements for the Ranges Depat1ment at Point Mugu. He is a graduate of the Naval 
Leadership Development Program (NLDP) where he received both leadership training and Lean 
Six Sigma Black Belt certification. Additionally, he has eamed American Society of Quality 
certification as a Department of the Navy Lean Six Sigma Black Belt. He also has DA WIA level 
III certification in SE and Test & Evaluation. Currently he is assigned to the NAVAIR Airborne 
lnstnunentation Systems Division (AlSO) as a Project Manager where he lead~ the development, 
design, qualification, and manufacturing of telemeters used on AIM-9X and HARM test 
missiles. He has a Bachelor of Science from the University of California at Santa Barbara in 
Mechanical Engineering and is completing his Master of Science in SE fi·om the US Naval 
Postgraduate School. 

Ft·eded ck A. Lancaster : 

Mr. Lancaster has over 20 years of corrosion control and metal finishing experience with 
department of defense products ranging fi·om ammunition, ships, land sy5tems and vehicles to 
aircraft. His work has encompassed industrial production, research and development, equipment 

design and field implementation of corrosion control-related products for aircraft and other DOD 
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systems. He is currently assigned to the NA V AIR Corrosion and Wear Branch of the Materials 
Engineering Division Headquarters NAVAIR Patuxent River, MD as Lead CorTosion Engineer 
where he develops and leads science and technology projects related to the mitigation of material 
degradation on Naval Aviation assets. He is also the head Corrosion Acquisition Engineer on the 
CH53K Heavy Lift Helicopter program for PMA-261. He has a BS degree in Physics from 
Frostburg State University and is completing his Masters in SE from the US Naval Postgraduate 
School. 

Dianc T. Lv: 

For almost 7 years of being employed at NA YAIR, Mrs. Ly has been continuously 
working as an assembly language developer at SWDTT (Software Development Task Team). 
She constantly provides support AN/ A YK-14 Mission Computer software development by 
providing complete life-cycle support for the F/ A-18 mission computer operational flight 
programs in the areas of Joint Helmet Mounted Cueing System (JHMCS), Expanded Multi
Source Integration (EMSI), Gross Weight and Software Configuration, Complimentary 
Navigation Message (CNM), Maintenance Status Panel (MSP) Code, Up Front Control Display 
(UFCD), and some other software related SORs. Mostly, she performs software engineering 
tasks covering the entire software life-cycle from requirements analysis, design, and coding to 
unit and system integration testing. Besides, she also includes assisting in the engineering efforts 
to analyze fleet anomaly reports, determine solutions to the stated problems, and design and 
implement corrections to the specific OFP. Regarding educational background, she graduates 
trom a B~ Uegree 111 Computer ~c1ence at Call'oly l'omona Umverstty and IS currently workmg 
on her Masters in Engineering Systems from the US Naval Postgraduate School. 

Bryan R. Otis: 

Mr. Bryan Otis attended college at Old Dominion University, and received a BS in 
Mechanical Engineering, with a concentration in Aerospace Engineering. He did his internships 
as in electrical engineering and applied physics' research, before he joined NA V AIR as a 
Sensors and Imagery Engineer. Currently he works as the NA V AIR 4.5.1.4 Avionics Systems 
Project Engineer assigned to the Navy/Marine Corps Small Tactical Unmanned Air Systems 
(STU AS) Program office, PMA-263. Primary responsibilities include providing avionics SE 
oversight, and working as a Team lead to Su~ject Matter Experts (SMEs). Responsible for all 
Avionics across multiple UAS platfonn including RQ-21A (STU AS), Scan Eagle/Curser, 
Aerosonde 4.7 G, RQ-7 (Shadow), RQ-llB (Raven), T-Hawk, Wasp Ill, Wasp IV, Puma. Other 
duties include special projects in supp01t of long term UAS improvement pr~jects, and urgent 
needs in support of past and present combat operations in Operation Iraqi Freedom (OIF), the 
Global War on Terror (GWT), and Operation Enduring Freedom (OEF). 

Angel M. Perez: 
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Ms. Angel Perez received her undergraduate degree in Materials Engineering from the 
University of California - Los A11geles, as well as a commission into the United States Navy as a 
Nuclear Power Officer. Following her stint as an active duty Naval Officer, she taught Reactor 
Theory at Pearl Harbor Naval Shipyard to engineers conducting repairs/modifications on US 
Navy submarines. She transitioned to a SE career with Defimse Contract Management Agency 
(DCMA) at Raytheon - Tucson on the Enhanced Sea Spanow Missile (ESSM) program, 
followed by the Standard Missile Six (SM-6) program with Naval Surface Watfare Center 
(NSWC)-Port Hueneme Division. Upon relocating to the East Coast, she became a Systems 
Engineer for Agusta WestlandBell, performing Requirements Management for the Presidential 
Helicopter Program. She returned to federal government service as the Deputy Class Desk for 
the Unmanned Combat Air Systems - Demonstration (UCAS-D). She is currently the Class 
Desk/Systems Engineer for PMA-263 Group 1 UAS at NAS Patuxent River, MD providing 
teclmical expertise for small UAS' that weigh less than 55 lbs. 

NamT. Tran: 

Mr. Tran has been working with NAV AlR 4.1.4 Software Engineering Branch at China 
Lake for over 4-112 years crossing multiple programs. He has experiences with database design 
using PLISQL programming interface with java application for web design at Intelligent 
Division. He is also knowledgeable with MIL-STD-1553 data bus and telemetry communication 
for real time flight test and post data analysis supporting RAAF Supper Hornet, TACT AIR EW, 
EW conununity, and FMS programs. On top of that, he is also an expert of using C++ to develop 
Uraphtcal User Interlace (UU!) tor M!L-STl)-1553 Server, decoder, and data analysts test tools. 
While working with Software Engineering group at China Lake, he has applied Personal 
Software Process (PS P) and Team Software Process (TSP) to complete the projects. Beside 
software engineering rehtted fields, he also h<ts more th<tn 2 year experience with Structural 
Analysis of heavy f<tcility structure as well as Road and Bridge Design in Transportation. He 

completed few big projects involving in Civil Engineering such as FWY 15 Interstate widening, 
95% drainage design of FWY 215 State of California, and bridge aligmnent at Junction FWY 
215 and FWY 60. Educationally, he has a Bachelor of Science Degree from Cal Poly Pomona in 
Civil Engineering and is in progress of achieving his Master of Science Degree in SE from the 
US Naval Postgraduate School. 
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APEO 
B&F 
CF 
CM 
CMP 
DCO 
DCMA 
DoD 
DoD . .<\F 
DoN 
ESSM 
GWT 
IEEE 
lCD 
IPR 
IPT 
LSRB 
M&S 
MIL-STD 
NAVAIR 
NAS 
NOSSA 
NSWC 
OEF 
OSD 
PEO 
PIF 
PM 
PMA 
PMP 
RAIN 
RMP 
SE 
SEP 
SIF 
SM 
SME 
STU AS 
SWAP 
T&E 
TAE 
TPM 
TRL 
UAS 

Appendix E AbbreYiations and Acronyms 

Assistant Program Executive Office 
Blanchard & Fabrecky 
Consequence Factor 
Configuration Management 
Configuration Management Plan 
Defense Connect Online 
Defense Contract Management Agency 
Department of Defense 
Department of Defense Architectural Framework 
Department of the Navy 
Enhanced Sea Sparrow Missile 
Global War on Terror 
Institute of Electronics and Electrical Engineers 
Interface Control Document 
Interim Program (or Project) Review 
Integrated Product Team 
Laser Safety Review Board 
Modeling & Simulation 
Military Standard 
Naval Air Systems Command 
Naval Air Station 
Naval Ordnance Safety & Security Activity 
Naval Surfa.ce Warfare Center 
Operation Enduring Freedom 
Office of the Secretary of Defense 
Program Executive OHice 
Performance Impact Factor 
Project Manager 
Program Manager, Air 
Project Management Plan 
RApid INtegration 
Risk Management Plan 
Systems Engineering 
Systems Engineering Plan 
Schedule Impact Factor 
Standard Missile 
Subject Matter Expert 
Small Tactical Unmanned Aria! System 
Size, Weight, and, Power 
Test and Evaluation 
Technical Authority Expert 
Technical Performance Measures 
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APPENDIX L. SELECTED PLATFORM STUAS BACKGROUND 

 

RQ-21A (Integrator) 

 

Figure 41:  RQ-21 (Rector 2012) 

The RQ-21A provides persistent maritime and land-based tactical Reconnaissance, 

Surveillance, and Target Acquisition (RSTA) data collection and dissemination 

capabilities to the warfighters. For the United States Marine Corps (USMC), the RQ-21 

seen in Figure 41 will provide the Marine Expeditionary Force (MEF) and subordinate 

commands (divisions and regiments) a dedicated Intelligence, Surveillance, and 

Reconnaissance (ISR) system capable of delivering intelligence products directly to the 

tactical commander in real time. For the United States Navy (USN), the RQ-21 will 

provide persistent RSTA support for tactical maneuver decisions and unit-level force 

defense/force protection for Navy ships, Marine Corps land forces, Navy Expeditionary 

Combat Command (NECC) forces and Navy Special Warfare (NSW) units. It is 

envisioned that the United States Air Force (USAF) will employ the Integrator to provide 

persistent RSTA in support of security forces, integrated base defense and convoy 

protection requirements, and meteorological survey and data analysis by weather 

personnel(Rector 2012). 

 
RQ-7B (Shadow)  
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Figure 42:  RQ-7B (Shadow) (From 263 UAS Portfolio Brief, 2012) 

The RQ-7B UAS shown in Figure 42 provides a dedicated RSTA, Intelligence, 

Battle Damage Assessment (BDA) and Force Protection capability to USMC units. The 

RQ-7B shares the same system baseline configuration as the Army’s STUAS POR, 

commonly referred to as the Shadow UAS. 

RQ-7B UAS consists of four (4) air vehicles (each configured with an electro-

optic (EO)/infrared (IR) sensor payload with laser designator (LD) capability), launcher, 

ground control station, attrition engine, and support equipment including: power 

generation, communications equipment, automated recovery equipment, remote video 

terminals, vehicle mounted shelters, and High Mobility Multipurpose Wheeled Vehicles 

(HMMWV). Each system is equipped with one Maintenance Section Multifunctional 

Vehicle and is supported by a Mobile Maintenance Facility (Rector 2012).  

ScanEagle 

 
Figure 43:  ScanEagle (Rector 2012) 



 

455 
 

The ScanEagle family of systems, including the ScanEagle shown in Figure 43, 

Night Eagle, and CRUISER UAS, provides ISR capabilities through an ISR Services 

Contract. This Contract is an interim solution to Naval Commanders’ maritime and 

littoral ISR capability gaps and pending RQ-21A Integrator Initial Operational Capability 

(IOC). ScanEagle currently provides Overseas Contingency Operations (OCO) surge 

assets with an organic, tactical level ISR asset to support full spectrum operations (Rector 

2012).   

Aerosonde 4.7 G 

 
Figure 44: Aerosonde 4.7 G (Rector 2012) 

The Aerosonde 4.7 G shown in Figure 44 provides ISR capabilities through an 

ISR Services Contract. This Contract supports USMC units in support of Operation 

Enduring Freedom (OEF) and the Global War on Terror (GWOT) stationed in 

Afghanistan. It is an interim solution to ISR capability gaps and pending RQ-21A 

Integrator IOC. 

Arcturus 

 

Figure 45:  Arcturus (Rector 2012) 

The Arcturus UAS shown in Figure 45 was designed to provide an ISR capability 

through an ISR Services Contract. This contract supports military units in support of OEF 
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and GWOT. It is an interim solution to ISR capability gaps and pending RQ-21A 

Integrator IOC. 

RQ-12A (Wasp IV) 

 
Figure 46:  WASP IV (Rector 2012) 

The USMC Wasp Micro Unmanned Aerial Vehicle (MUAV) in Figure 46 

provides near real-time area reconnaissance required by the platoon and rifle squad. The 

system greatly reduces the ISR request-to-response timeframe, and eliminates delays or 

denials for coverage from higher headquarters due to an imbalance of UAS assets to 

requests. The system provides the small unit with still images and live video out to line-

of-sight (LOS) ranges of 5 km. Wasp provides an operational capability in the following 

areas:  remote reconnaissance and surveillance, force protection, convoy security, target 

acquisition, and battle damage assessment (Rector 2012). 

RQ-20A (PUMA) 

 

Figure 47:  RQ-20 (Puma) (Rector 2012) 

Figure 47 PUMA delivers flexibility, endurance and a payload capability 

unmatched by other systems in its vehicle class. With a wingspan of 9.2 feet, this 

lightweight, all-environment, hand-launched UAS provides aerial observation at LOS 

ranges up to 20 kilometers. The system is deployed with the USMC and USN Special 

Forces. The systems provide Route Clearance Platoons (RCP) and Combat Logistics 
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Patrols (CLP) the required ISR asset that allows them to scan an area prior to moving 

through it in order to detect Improvised Explosive Devices (IEDs), IED materials and 

IED emplacement teams and after clearing it to monitor for re-seeding. 

RQ-11B (Raven) 

 

Figure 48:  RQ-11B (Raven) (Rector 2012) 

Raven in Figure 48 is a small, reusable, back-packable UAS used for “over-the-

hill” reconnaissance at the company/detachment level. It is hand-launched and flies under 

manual operator control or via a pre-programmed route. It uses onboard sensors and 

communications equipment to gather and transmit live airborne video imagery, compass 

headings, and location information back to the ground control station and remove video 

terminals out to a LOS range of 10 km. The Raven enables operators to navigate, search 

for targets, recognize terrain, and record all information for analysis. 
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