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Key Points

• Defining the problem
• Practical challenges
• A real example
• Your “Desired Outcomes”

– Questions that need to be asked/answered



The Problem
• Where did this come from?
• How do we describe it?

– Technological (Te)
– Theoretical/Cognitive (Th)
– Practical (P)

• Complicating Factors
• Geography
• Mobility
• Information (Volume & Quality)
• Perspective
• Threat/Target
• Lexicon
• Etc….



Practice (P)

Technology (Th)Theory (Te)



Ongoing MDA Challenges
• Managing Information/Intelligence

– RMP alone is insufficient 
– Info sharing between partners
– Different and multiple AORs in a single region
– Surveillance info mandated by regulatory regimes as 

opposed to a security mandate
– Require significant intelligence to provide Indications 

& Warning and support to operations
– More robust infrastructure required
– Land domain awareness poor

Presenter
Presentation Notes
- RMP is not the security panacea that many in the regulatory world think it is. 	 - picture compilation only part of the answer. We require significant int resources to analyse and produce threat/risk assessments, I&W, 	support to operations		 - threat and risk assessments are necessary adjunct to the RMP … becomes MDA		- departmental int analysts working in the MSOC		- requires enhanced level of info sharing and willingness to work on collaborative productssignificant differences between info sharing for regulatory/commerce effect and national security … very significant shift in mindset is 			required		- regulatory challenges as well as technological challenges in getting partner info into the MSOC		- project is providing the tech solutions and has engaged legal advice to determine info sharing authorities- who is in charge when the partners do not have a single regional authority … who speaks for them		- several partners have several regional entities with varying levels of autonomy … how do we coordinate- regulatory info is largely the who, where, when, what type of info common to any regulatory regime		- regulatory reporting regimes are insufficient in a national security context as they do not address the “so what” aspect		The current infrastructure and technology is operating at near maximum capability. The system is strained and is often overloadedThe maritime threat does not instantly end at the higher-high water line. 



Ongoing MDA Challenges 
(continued)

• Analyzing Information/Intelligence
– Develop the “so what” on contacts, companies, people, etc to 

determine the threat/risk posed by vessels
– Shift in mindset from regulatory concerns to national security

• Validating Information/Intelligence
– Validation and verification of the RMP and vessel intentions
– Lack of active sensors
– Heavy reliance on others, as opposed to organic, surveillance 

assets

Presenter
Presentation Notes
- There is a significant cost attached to the “so what” element of the RMP. Intelligence resources must be part of any operations centre that is dedicated to the development of the RMP and MDA. That cost is in both personnel and infrastructure- confirming activity of vessels is IAW their stated intent will require significant resources to effectively monitor		- UAVs		- satellite		- air surveillance		- int personnel to analyse and provide cueing		- operational personnel to execute the mission 	In Canada we rely heavily on contracted surveillance through PALWe do not have  much in the way of active sensors other than limited air, and even more limited, surface assetsVery limted ability to validate the activity of vessels in our AOR. How do we confirm that ships are doing what they report (through the regulatory regimes) that they are doing. Identifying anomalous activity is only part of the challenge … what do we do about it when we identify it?



• Extremist Activity
• Foreign Intelligence Collection
• Illegal Fishing
• Drug Smuggling
• Pollution
• Illegal Immigration
• Unauthorized Research
• Whale, Seabird Protection
• Oil Industry Monitoring
• Eco-tourism & Arctic Sightings
• Maritime Interdiction 
Operations
• Search and Rescue

Presenter
Presentation Notes
Canada has broken down its 3 oceans (and internal waters) into two separate surveillance and reporting schemes.National OP LIMPID delineates the boundaries and the responsibilities for this activity.  MARLANT AOR compiled, displayed and disseminated via RJOCAMARPAC AOR compiled, displayed and disseminated via RJOCPGreat Lakes and St Lawrence Seaway compiled, displayed and disseminated via remote feed from MSOC GLSLS (Niagara) through RJOCAAlthough its origin has been navy-centric, you can see from the next slide that many more marine subject matter areas have entered Canada’s premiere displaying and reporting regime – Global Command and Control System Maritime GCCS(M)



“Sum Up”
• The more we try to progress this, the more 

complicated it gets…harder to solve
• Solution rests in the intersection/union of Te, Th, 

& P…unfortunately I can’t offer any more than 
that

• It’s not about a specific target (set), it’s about the 
process

• Questions to ask (answer):
– What problem are we trying to solve?
– What does the ops community want/need?
– What can you realistically deliver?



Questions –
Panel Discussion?
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