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between multinational, interagency, 
and nongovernmental elements. 
Wartime innovations in logistics 
rules, tools, and processes have 
helped support high levels of long-
term deployments, and has 
enhanced operational freedom of 
action. The combatant 
commanders and military 
departments are integrating 
operational contract support (OCS) 
into the adaptive planning process 
and institutionalizing common 
operational contracting approaches 
to provide more responsive support for current operations and pre-planned, rapidly deployable 
contracted support for future contingencies. U.S. Transportation Command is spearheading 
efforts to improve distribution service levels across the full spectrum of operations in order both 
to improve end-to-end supply chain velocity and to reduce supply chain costs, ultimately 
providing better support for our people in harm’s way.  

To help in overcoming these challenges and to institutionalize ongoing innovations, President 
Obama signed the Weapon Systems Acquisition Reform Act (WSARA) into law on May 22, 
2009. The goal of this important new statute is to improve acquisition outcomes in the 
Department, with specific emphasis on major defense acquisition programs (MDAPs) and major 
automated information systems (MAISs). In signing the act, the President stated that the 
legislation is designed to “limit cost overruns before they spiral out of control. It will strengthen 
oversight and accountability by appointing officials who will be charged with closely monitoring 
the weapons systems that we’re purchasing to ensure that costs are controlled.”  The law also will 
substantially improve the oversight of major weapons acquisition programs, while helping to put 
MDAPs on a sound footing from the outset by addressing program shortcomings in the early 
phases of the acquisition process. To achieve these goals and to improve how we acquire and field 
critical capabilities for today’s wars and tomorrow’s challenges, the Department is undertaking a 
far-reaching set of reforms. 

Developing our people: To operate effectively, the acquisition system must be supported by an 
appropriately sized cadre of acquisition professionals with the right skills and training to 
successfully perform their jobs. To address personnel deficiencies, we will increase the number of 
acquisition personnel by 20,000 positions by 2015. We will continue to significantly enhance 

Secretary of Defense Robert M. Gates meets with plant workers during a 
tour of an aircraft production facility in Fort Worth, Tex., on Aug. 31, 
2009. DoD photo by Cherie Cullen. 
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training and retention programs in order to bolster the capability and size of the acquisition 
workforce.  

Ensuring integrity in the acquisition process: Since early decisions and estimates greatly influence 
a program’s eventual success or failure, the Department is focusing on strengthening the front 
end of the acquisition process. We will ensure that all major programs are subjected to an early 
and clear definition of approved requirements based on a rigorous assessment of alternatives. To 
reduce technical risk, we will conduct a comprehensive design review, including independent 
reviews, to certify that the technologies involved are sufficiently mature before any program can 
progress to the costly final phase—engineering and manufacturing development. We will use 
competitive prototypes, when doing so is cost-effective and in the interest of national security 
objectives. As we subject our acquisition process to more rigorous assessment, we must be 
mindful that in some cases the Department must accept some risk in order to field a capability 
that is needed for ongoing operations in Afghanistan, Iraq, or elsewhere.  

Bolstering cost analysis: The Department is undertaking several initiatives to strengthen our cost 
analysis capabilities in line with the goals of recent legislation. We are increasing our reliance on 
independent analyses in order to ensure that decisions on acquisition and logistics programs are 
based on the most realistic cost estimates possible. We are expanding the Department’s 
independent cost assessment capabilities and are modernizing the cost and price analysis training 
that DoD personnel receive. To strengthen our cost databases and make costs more visible, we 
are improving contractor data reporting of actual costs, early systems engineering and 
development planning, earned value management, and pricing information. The more robust 
data gleaned from contractor reports will enable more continuous monitoring of program 
execution and facilitate improvements in the requirements-establishment and contracting 
processes of the Department. Finally, we will improve the transparency of cost estimates, 
establish a more rigorous quality assurance program, and report annually to Congress on the 
Department’s cost- estimating activities.  

Improving program execution: Beyond ensuring that acquisition efforts begin on the right track, 
the Department must also continue to strengthen the execution phase of weapons development 
programs by pursuing several avenues: 

 Begin to employ fixed-price development contracts more frequently when appropriate. 

 Constrain the tendency to add requirements to programs by employing the Configuration 
Steering Boards previously endorsed by Congress. 

 Demonstrate critical technologies and prove concepts by creating competitive prototypes 
prior to initiating engineering and manufacturing development.  
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 Certify technology maturity through independent reviews and technology readiness 
assessments. 

 Develop more accurate technical baselines by applying disciplined systems engineering 
throughout the life cycle.  

 Conduct realistic integrated testing to identify system problems as early as possible. When 
necessary, so as not to slow the fielding of urgently needed systems, the Department will 
conduct fielding in parallel with testing to assess safety and identify system capabilities and 
limitations. 

 Better align profitability with performance by linking contract fee structures with 
contractor performance, rigorously examining service-based contracts to ensure that fees 
are properly earned, eliminating the use of no-bid contracts whenever possible, and 
ensuring that multiyear contracts are limited to instances in which real, substantial savings 
are accrued to the taxpayer. 

 Achieve effective life cycle cost management by employing readiness-based sustainment 
strategies, facilitated by stable and robust government-industry partnerships. 

In short, we need to match requirements with mature technologies, maintain a disciplined 
systems engineering approach, integrated with comprehensive testing, and avoid sacrificing cost 
and schedule for promises of improved performance.  

Lowering military health systems cost: The Department spends about $50 billion annually for 
health care for active duty personnel, their dependents, and retirees. More than half of this care is 
bought from the private sector. In addition, supplies and medical equipment are purchased from 
the private sector to support military treatment facilities and deployed medical forces around the 
world. DoD continues to review the costs of providing health care in an effort to identify 
efficiencies that can reduce cost growth while sustaining high-quality care. Such efficiencies 
include the following:   

 Implementing targeted initiatives to recover overpayments and fraudulent, abusive, or 
wasteful payments from healthcare providers. 

 Standardizing medical/surgical supply chains. The Department should develop and 
implement leading private-sector supply chain processes to obtain the best medical 
products at the best prices.  

In addition to the health care efficiencies identified above, the Department intends to continue 
to develop health care initiatives for the 2012 Program Review that will improve the quality and 
standard of care, while reducing growth in overall costs. These initiatives will be fully aligned 
with the military health system’s “Quadruple Aim”—a simultaneous balance of increased 
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readiness, improved health of the population we serve, enhanced patient experience of care 
(including quality, access, and reliability), and responsibly managed per capita cost of care—as 
described in the Military Health System Strategic Plan.  

In sum, the Department must work to further reform how it does business and eliminate those 
challenges that hinder our success: a risk-averse culture, a litigious process, parochial interests, 
excessive and changing requirements, unnecessary budget churn and instability, and sometimes 
adversarial relationships within the Pentagon and with other parts of the government. We will 
continue to work within the Department and with Congress to improve our acquisition and 
procurement processes in order to better meet our obligation to be good stewards of the All-
Volunteer Force and of the investments that all Americans make to ensure our common defense. 

Institutionalizing Rapid Acquisition Capability  

America’s current and future adversaries will make innovative use of readily available emerging 
and commercial technologies and employ asymmetric tactics to disrupt the superiority of U.S. 
military power. The QDR outlines a number of enhancements to rebalance the force consistent 
with defense priorities and to better prepare our forces for the challenges ahead.  

The Department must not only 
prepare for those threats we can 
anticipate, but also build the agile, 
adaptive and innovative structures 
capable of quickly identifying 
emerging gaps and adjusting 
program and budgetary priorities 
to rapidly field capabilities that will 
mitigate those gaps.  

Reforming how we buy the goods 
and services that will enable U.S. 
forces to succeed is critical, but 
acquisition is only part of the 

process that delivers urgently needed capability to the field. The ability to quickly respond to 
urgent needs involves three main components: deciding what you need (requirements), providing 
adequate resources to buy it (programming and budgeting), and assessing alternatives and 
executing a solution (acquisition). In addition to acquisition improvements, the Department 
needs a means to quickly prioritize and quantify requirements and to ensure that the resources 
are available to enable rapid fielding of capabilities inside of the Department’s Planning 
Programming, Budgeting and Execution System (PPBES) cycle. All components must ensure 

U.S. Navy Petty Officer 3rd Class Tyreek Hayward lays coil to rewind a 
motor in the machine shop aboard the aircraft carrier USS Nimitz in the 
Gulf of Oman, Nov. 9, 2009. U.S. Navy photo by Seaman Robert Winn.
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that throughout the process, appropriate priority is placed on delivering timely and sufficient 
capabilities to meet the urgent needs of operational commanders.  

To prepare the Department for the complex threats that will surely emerge in the future, we need 
to make our “deliberate” processes more agile and capable of responding to urgent needs. During 
periods of conflict, in the traditional risk areas of cost, schedule, and performance, “schedule” 
often becomes the least acceptable risk.  

Through robust analysis employing a variety of approaches, our research and development 
community must continually assess the threat of emerging and commercially available technology 
and ensure that our technology needed to counter these threats is mature before they materialize 
in a disruptive way.  

Strengthening the Industrial Base  

In order for the Department of Defense to develop, field, and maintain high-quality equipment, 
it must rely on a robust and capable defense industry. Indeed, America’s industrial capacity and 
capability made victory in World War II possible, maintained the technological edge against the 
Soviet Union, and today helps ensure that our military personnel in harm’s way have the world’s 
best equipment and are supported by modern logistics and information systems; thus our 
technological advantage must be closely monitored and nurtured. 

Unfortunately, the federal government as a whole and the Pentagon in particular have not 
adequately addressed the changes both within the industry and in the Department’s needs in the 
current strategic environment. The result has been that America’s defense industry has 
consolidated and contracted around 20th-century platforms rather than developing the broad 
and flexible portfolio of systems that today’s security environment demands.  

Remedying the outdated—for decades, largely hands-off—attitude toward the U.S. defense 
industrial base cannot be done quickly, and change will require a long-term approach undertaken 
in partnership with industry and Congress. The range of products and services on which our 
forces depend requires that the Department develop a more sophisticated relationship with the 
industrial base, one that takes into account the rapid evolution of commercial technology, as well 
as the unique requirements of the Department. 

Whenever possible and appropriate, the Department will rely on market forces to create, shape, 
and sustain industrial and technological capabilities, but we must be prepared to intervene when 
absolutely necessary to create and/or sustain competition, innovation, and essential industrial 
capabilities. 

For too long the defense industry has been viewed as a monolithic sector of the economy whose 
key players are made up of only the select few that are established military industrial providers. 
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This simply is not true. The goods and services on which the Department relies reach far more 
deeply into the overall U.S. economy. Although some unique items are produced solely for the 
Department, these items themselves often rely on a complex and integrated supply chain of 
product providers that, if strained at the second, third, and even fourth tiers, would jeopardize 
the ability of even the seemingly pure military industrial providers to continue to support our 
forces.  

Many of the defense industries’ jobs that require the most irreplaceable skills reside within non-
prime suppliers. Many of these small, highly specialized companies depend on the major 
suppliers and their unique requirements for their very survival. The cascading effects on them of 
decisions that the Department makes at the overall programmatic level must be better 
understood—to ensure that critical lower-tier providers have the capacity to respond to these 
decisions, to ensure the continued supply of critical subcomponents to our defense industrial 
base, to ensure that critical skills are not lost, and to protect our national security from the risk of 
using compromised supply chains. 

Moreover, the financial community has an important, and often overlooked, role to play in 
maintaining the health of our industrial base. From the small technology start-ups that seek 
venture funding to pursue new products and systems, to the debt markets that provide capital 
support as programs mature and evolve, the Department must ensure that we do not take this 
access to capital for granted and must work to form a more transparent view of our requirements 
and long-term investment plans. 

Likewise, although innovations unique to national security often occur within the “pure-play” 
defense industrial base, the vast majority of innovative and revolutionary components, systems, 
and approaches that enable and sustain our technological advantage reside in the commercial 
marketplace, in small defense companies, or in America’s universities.  

Therefore, the Department will work to establish requirements and pursue specific programs that 
take full advantage of the entire spectrum of the industrial base at our disposal: defense firms, 
purely commercial firms, and the increasingly important sector of those innovative and 
technologically advanced firms and institutions that fall somewhere in between. 

The Department will also work to adopt a more integrated approach that can improve our ability 
to identify potential single points of failure or concern earlier in the acquisition process, and will 
establish a more comprehensive and, when appropriate, interagency approach to industrial policy 
and industrial base issues.  

Our engagement with industry does not mean the Department of Defense will underwrite sunset 
industries or prop up poor business models. It does mean that the Department will create an 



R E F O R M I N G  H O W  W E  D O  B U S I N E S S  

 
83  

Q u a d re nn i a l  De f e n s e  Re v i e w  R e po r t  

 

environment in which our industries, a foundation of our nation’s strength, can thrive and 
compete in the global marketplace. 

As we take steps to revitalize our defense industrial base, we also recognize the value of our allies 
and their defense industrial capacities.  We will continue to value our allies’ capabilities, ensure 
that when they bid on U.S. contracts that they are treated fairly, just as we expect our firms to be 
treated fairly in international competitions, and deepen our collaborative effort to innovate 
against 21st century threats.  

In order for the defense industry to remain a source of strategic advantage well into the future, 
the Department and our nation require a consistent, realistic, and long-term strategy for shaping 
the structure and capabilities of the defense industrial base. Toward this end, the Department is 
committed to being more forward leaning in its ongoing assessments of the industrial base—
refocusing our efforts on our future needs, not just our past performance; working much more 
closely with the Services to foster an integrated approach to the overall industrial base; and 
placing transparency and dialogue with industry at the forefront of our agenda.  

Reforming the U.S. Export Control System 

Today’s export control system is a relic of the Cold War and must be adapted to address current 
threats. The current system impedes cooperation, technology sharing, and interoperability with 
allies and partners. It does not allow for adequate enforcement mechanisms to detect export 
violations, or penalties to deter such abuses. Moreover, our overly complicated system results in 
significant interagency delays that hinder U.S. industrial competitiveness and cooperation with 
allies.  

The United States has made continuous incremental improvements to its export control system, 
particularly in adding controls against the proliferation of weapons of mass destruction and their 
means of delivery. The United States has also been a leader in international export controls, 
creating and improving the multilateral regimes made up of U.S. allies and trading partners that 
control what is exported to countries of concern to the United States. The regimes also have 
become a global control standard via United Nations Security Council resolutions. They help 
ensure that key technologies and items available in numerous countries are controlled in order to 
prevent their acquisition by actors who would use them contrary to U.S. and allied interests. 

However, the current system is largely out-dated. It was designed when the U.S. economy was 
largely self-sufficient in developing technologies and when we controlled the manufacture of 
items from these technologies for national security reasons. Much of the system protected an 
extensive list of unique technologies and items that, if used in the development or production of 
weapons by the former Soviet Union, would pose a national security threat to the United States.  
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The global economy has changed, with many countries now possessing advanced research, 
development, and manufacturing capabilities. Moreover, many advanced technologies are no 
longer predominantly developed for military applications with eventual transition to commercial 
uses, but follow the exact opposite course. Yet, in the name of controlling the technologies used 
in the production of advanced conventional weapons, our system continues to place checks on 
many that are widely available and remains designed to control such items as if Cold War 
economic and military-to-commercial models continued to apply. 

The U.S. export system itself poses a potential national security risk. Its structure is overly 
complicated, contains too many redundancies, and tries to protect too much. Today’s export 
control system encourages foreign customers to seek foreign suppliers and U.S. companies to seek 
foreign partners not subject to U.S. export controls. Furthermore, the U.S. government is not 
adequately focused on protecting those key technologies and items that should be protected and 
ensuring that potential adversaries do not obtain technical data crucial for the production of 
sophisticated weapons systems. 

These deficiencies can be solved only through fundamental reform. The President has therefore 
directed a comprehensive review tasked with identifying reforms to enhance U.S. national 
security, foreign policy, and economic security interests. Reform efforts must reflect an inherently 
interagency process as current export control authorities rest with other departments. Similarly, 
meaningful reforms will not be possible without congressional involvement throughout the 
process. The Department of Defense has a vital stake in fundamental reform of export controls, 
and will work with our interagency partners and Congress to ensure that a new system fully 
addresses the threats that the United States will face in the future.  

Crafting a Strategic Approach to Climate and Energy  

Climate change and energy are two key issues that will play a significant role in shaping the 
future security environment. Although they produce distinct types of challenges, climate change, 
energy security, and economic stability are inextricably linked. The actions that the Department 
takes now can prepare us to respond effectively to these challenges in the near term and in the 
future.  

Climate change will affect DoD in two broad ways. First, climate change will shape the operating 
environment, roles, and missions that we undertake. The U.S. Global Change Research Program, 
composed of 13 federal agencies, reported in 2009 that climate-related changes are already being 
observed in every region of the world, including the United States and its coastal waters. Among 
these physical changes are increases in heavy downpours, rising temperature and sea level, rapidly 
retreating glaciers, thawing permafrost, lengthening growing seasons, lengthening ice-free seasons 
in the oceans and on lakes and rivers, earlier snowmelt, and alterations in river flows.  
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Assessments conducted by the intelligence community indicate that climate change could have 
significant geopolitical impacts around the world, contributing to poverty, environmental 
degradation, and the further weakening of fragile governments. Climate change will contribute to 
food and water scarcity, will increase the spread of disease, and may spur or exacerbate mass 
migration.  

While climate change alone does not cause conflict, it may act as an accelerant of instability or 
conflict, placing a burden to respond on civilian institutions and militaries around the world. In 
addition, extreme weather events may lead to increased demands for defense support to civil 
authorities for humanitarian assistance or disaster response both within the United States and 
overseas. In some nations, the military is the only institution with the capacity to respond to a 
large-scale natural disaster. Proactive engagement with these countries can help build their 
capability to respond to such events. Working closely with relevant U.S. departments and 
agencies, DoD has undertaken environmental security cooperative initiatives with foreign 
militaries that represent a nonthreatening way of building trust, sharing best practices on 
installations management and operations, and developing response capacity.  

Second, DoD will need to adjust 
to the impacts of climate change 
on our facilities and military 
capabilities. The Department 
already provides environmental 
stewardship at hundreds of DoD 
installations throughout the 
United States and around the 
world, working diligently to 
meet resource efficiency and 
sustainability goals as set by 
relevant laws and executive 
orders. Although the United 
States has significant capacity to 
adapt to climate change, it will 
pose challenges for civil society 
and DoD alike, particularly in light of the nation’s extensive coastal infrastructure. In 2008, the 
National Intelligence Council judged that more than 30 U.S. military installations were already 
facing elevated levels of risk from rising sea levels. DoD’s operational readiness hinges on 
continued access to land, air, and sea training and test space. Consequently, the Department 
must complete a comprehensive assessment of all installations to assess the potential impacts of 
climate change on its missions and adapt as required. 

At Fort Carson, Colo., the Army partnered with a local energy provider in 
an enhanced-use lease. The energy provider built a photovoltaic solar array 
on top of a closed landfill. That site now provides energy to some 540 homes. 
U.S. Army photo. 
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In this regard, DoD will work to foster efforts to assess, adapt to, and mitigate the impacts of 
climate change. Domestically, the Department will leverage the Strategic Environmental 
Research and Development Program, a joint effort among DoD, the Department of Energy, and 
the Environmental Protection Agency, to develop climate change assessment tools. Abroad, the 
Department will increase its investment in the Defense Environmental International 
Cooperation Program not only to promote cooperation on environmental security issues, but 
also to augment international adaptation efforts. The Department will also speed innovative 
energy and conservation technologies from laboratories to military end users. The Environmental 
Security and Technology Certification Program uses military installations as a test bed to 
demonstrate and create a market for innovative energy efficiency and renewable energy 
technologies coming out of the private sector and DoD and Department of Energy laboratories. 
Finally, the Department is improving small-scale energy efficiency and renewable energy projects 
at military installations through our Energy Conservation Investment Program. 

The effect of changing climate on 
the Department's operating 
environment is evident in the 
maritime commons of the Arctic. 
The opening of the Arctic waters in 
the decades ahead which will 
permit seasonal commerce and 
transit presents a unique 
opportunity to work collaboratively 
in multilateral forums to promote a 
balanced approach to improving 
human and environmental security 

in the region. In that effort, DoD 
must work with the Coast Guard 
and the Department of Homeland 
Security to address gaps in Arctic 

communications, domain awareness, search and rescue, and environmental observation and 
forecasting capabilities to support both current and future planning and operations. To support 
cooperative engagement in the Arctic, DoD strongly supports accession to the United Nations 
Convention on the Law of the Sea. 

As climate science advances, the Department will regularly reevaluate climate change risks and 
opportunities in order to develop policies and plans to manage its effects on the Department’s 
operating environment, missions, and facilities. Managing the national security effects of climate 

Personnel from the University of Washington's Applied Physics 
Laboratory prepare to recover a torpedo from under the ice on March 
20, 2009. DoD photo by Mass Communication Spec. First Class 
Tiffini M. Jones, U.S. Navy. 
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change will require DoD to work collaboratively, through a whole-of-government approach, with 
both traditional allies and new partners. 

Energy security for the Department means having assured access to reliable supplies of energy 
and the ability to protect and deliver sufficient energy to meet operational needs. Energy 
efficiency can serve as a force multiplier, because it increases the range and endurance of forces in 
the field and can reduce the number of combat forces diverted to protect energy supply lines, 
which are vulnerable to both asymmetric and conventional attacks and disruptions. DoD must 
incorporate geostrategic and operational energy considerations into force planning, requirements 
development, and acquisition processes. To address these challenges, DoD will fully implement 
the statutory requirement for the energy efficiency Key Performance Parameter and fully 
burdened cost of fuel set forth in the 2009 National Defense Authorization Act. The 
Department will also investigate alternative concepts for improving operational energy use, 
including the creation of an innovation fund administered by the new Director of Operational 
Energy to enable components to compete for funding on projects that advance integrated energy 
solutions. 

The Department is increasing its use of renewable energy supplies and reducing energy demand 
to improve operational effectiveness, reduce greenhouse gas emissions in support of U.S. climate 
change initiatives, and protect the Department from energy price fluctuations. The Military 
Departments have invested in noncarbon power sources such as solar, wind, geothermal, and 
biomass energy at domestic installations and in vehicles powered by alternative fuels, including 
hybrid power, electricity, hydrogen, and compressed national gas. Solving military challenges—
through such innovations as more efficient generators, better batteries, lighter materials, and 
tactically deployed energy sources—has the potential to yield spin-off technologies that benefit 
the civilian community as well. DoD will partner with academia, other U.S. agencies, and 
international partners to research, develop, test, and evaluate new sustainable energy 
technologies. 

Indeed, the following examples demonstrate the broad range of Service energy innovations. By 
2016, the Air Force will be postured to cost-competitively acquire 50 percent of its domestic 
aviation fuel via an alternative fuel blend that is greener than conventional petroleum 
fuel. Further, Air Force testing and standard-setting in this arena paves the way for the much 
larger commercial aviation sector to follow. The Army is in the midst of a significant 
transformation of its fleet of 70,000 non-tactical vehicles (NTVs), including the current 
deployment of more than 500 hybrids and the acquisition of 4,000 low-speed electric vehicles at 
domestic installations to help cut fossil fuel usage. The Army is also exploring ways to exploit the 
opportunities for renewable power generation to support operational needs: for instance, the 
Rucksack Enhanced Portable Power System (REPPS). The Navy commissioned the USS Makin 
Island, its first electric-drive surface combatant, and tested an F/A-18 engine on camelina-based 
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biofuel in 2009—two key steps toward the vision of deploying a “green” carrier strike group 
using biofuel and nuclear power by 2016. The Marine Corps has created an Expeditionary 
Energy Office to address operational energy risk, and its Energy Assessment Team has identified 
ways to achieve efficiencies in today’s highly energy-intensive operations in Afghanistan and Iraq 
in order to reduce logistics and related force protection requirements. 

To address energy security while simultaneously enhancing mission assurance at domestic 
facilities, the Department is focusing on making them more resilient. U.S. forces at home and 
abroad rely on support from installations in the United States. DoD will conduct a coordinated 
energy assessment, prioritize critical assets, and promote investments in energy efficiency to 
ensure that critical installations are adequately prepared for prolonged outages caused by natural 
disasters, accidents, or attacks. At the same time, the Department will also take steps to balance 
energy production and transmission with the requirement to preserve the test and training ranges 
and the operating areas that are needed to maintain readiness. 
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A DEFENSE RISK MANAGEMENT FRAMEWORK 
 

The depth, scope, and scale of activities that the Department of Defense undertakes every day are 
unparalleled. From employing forces in operations around the world, to providing education, 
health care, and housing for our people, to researching, developing, testing, and fielding new 
technologies, the Department has a unique set of global responsibilities. 

As described earlier, defense strategy requires making choices: accepting and managing risk is 
thus inherent in everything the Department does. Although difficult, risk management is central 
to effective decision-making and is vital to our success. For our nation, it can mean the difference 
between victory and defeat; for our men and women in uniform and their families, such 
decisions have life-and-death consequences. That is why the Department is focused so centrally 
on rebalancing our capabilities and reforming our institutions to better enable success in today’s 
wars while preparing for a wide range of contingencies.  

Effectively managing risk across such a vast enterprise is difficult; the range and volume of 
component activities and competencies defy simple identification, categorization, and 
aggregation of risk. Moreover, a dynamic security environment requires the Department to be 
flexible and diminishes the value of formulaic risk assessments. Taken together, the challenges 
associated with measuring risk and performance relegate the use of quantitative metrics to an 
important but supporting role: in any risk assessment, DoD necessarily places a premium on 
informed judgment at all echelons of command. 

In assessing risk for this QDR, the Department used a multidisciplinary approach. The 
assessment reflects updated thinking on best practices, which increasingly not only draws on 
quantitative analysis, but also relies on informed judgments, expert opinions, and the use of 
scenarios. The Department ensured that its risk assessment was strategy driven. Our efforts were 
informed by recent risk identification efforts conducted by various components of the 
Department, including the DoD Inspector General and by the Government Accountability 
Office.5   

                                                 

5 The GAO produces an annual list of high-risk management issues in the U.S. government, and in 2009 eight 
applied to DoD: supply chain management, weapon systems acquisition, contract management, financial 
management, business systems modernization, support infrastructure management, approach to business 
transformation, and the Personnel Security Clearance Program. The DoD Inspector General summary of 
management and performance challenges for FY 2009 also identified eight risk areas for the Department: 
financial management; acquisition process and contract management; joint warfighting and readiness; 
information assurance, security, and privacy; health care; equipping and training Iraqi and Afghan security 
forces; the nuclear enterprise; and the American Recovery and Reinvestment Act. 



A  D E F E N S E  R I S K  M A N A G E M E N T  F R A M E W O R K  

 
90  

Q u a d re nn i a l  De f e n s e  Re v i e w  R e po r t  
 

 
 

As a framework to organize its assessment, the 2010 QDR used risk categories, described below, 
that have been employed since 2001: 

 Operational risk: the ability of the current force to execute strategy successfully within 
acceptable human, materiel, financial, and strategic costs. Consideration of operational 
risk requires assessing the Department’s ability to execute current, planned, and 
contingency operations in the near term.  

 Force management risk: our ability to recruit, retain, train, educate, and equip the All-
Volunteer Force, and to sustain its readiness and morale. This requires the Department to 
examine its ability to provide trained and ready personnel in the near term, midterm, and 
long term. 

 Institutional risk: the capacity of management and business practices to plan for, enable, 
and support the execution of DoD missions. It encompasses the ability to develop 
effective and efficient organizations and processes over the near term, midterm, and long 
term.  

 Future challenges risk: the Department’s capacity to execute future missions successfully, 
and to hedge against shocks. Here most consideration is given to the Department’s ability 
to field superior capabilities and sufficient capacity to deter/defeat emerging threats in the 
midterm and long term. 

Ongoing efforts to rebalance the joint force, including those taken during the course of this 
QDR, help better position DoD not only to prevail across a range of missions but to do so in the 
challenging current and likely future security environment. However, existing and emerging 
issues could complicate the Department’s ability to execute the defense strategy. Therefore, on 
the basis of an enterprise-wide review, this QDR risk assessment identifies those key shortfalls or 
complex problems that threaten the Department’s ability to successfully execute its priority 
objectives, and that consequently require the sustained attention of DoD’s senior leadership. 

Operational Risk 

Key issues that pose risk to operational missions in the near term include providing sufficient 
enabling capabilities, building partnership capacity, and securing DoD systems in cyberspace. 

A failure to provide sufficient enablers would constrain ongoing operations in multiple ways and 
would constitute particular risk to achieving the near-term goals of prevailing in Afghanistan and 
Iraq. Key capability enablers are currently stressed and will remain so in the near- to midterm 
environment because they play a critical and potentially growing role in ongoing operations. 
Examples detailed previously include intelligence, surveillance, and reconnaissance (ISR), vertical 
lift and associated logistics assets, electronic warfare, and language and culture skills, along with 
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special operations forces enablers. DoD continues to work toward filling persistent gaps. 
Drawing on the results of the QDR’s analysis, the Department has identified enabling 
capabilities that are useful in a wide range of operations and intends to make continued 
investments in them. But despite these efforts to reduce stress on enablers across the FYDP, this 
risk could worsen over time given the projected demands in the future security environment.  

Allies and both international and interagency partners are critical to success in meeting today’s 
security challenges. Overseas, the inability or unwillingness of international partners to support 
shared goals or provide access would place additional operational risk on U.S. forces and would 
threaten our ability to prevail in current or future conflicts. Building the defense capacity of allies 
and partners and ensuring that the 
U.S. Armed Forces are able to 
effectively train and operate with 
foreign militaries is a high-priority 
mission. As the emphasis on 
developing the capability of 
indigenous security forces in 
Afghanistan and Iraq reflects, 
conducting security force assistance 
(SFA) operations is an increasingly 
critical element of building 
partnership capacity. In anticipation 
of the growing role of security force 
assistance in U.S. strategy and 
operations, the Department is 
institutionalizing general purpose 
force capabilities for security force 
assistance; enhancing language, regional, and cultural abilities; strengthening and expanding 
capabilities for training partner aviation forces, as well as capacities for ministerial-level training; 
and creating mechanisms to facilitate more rapid transfer of critical materiel. Working with 
interagency partners and with Congress, DoD is also exploring how to improve the ways in 
which security assistance funds are authorized and overseen within the executive branch to 
enhance their effectiveness in supporting national security goals. 

A failure by the Department to secure its systems in cyberspace would pose a fundamental risk to 
our ability to accomplish defense missions today and in the future. Attacks in cyberspace could 
target command and control systems and the cyberspace infrastructure supporting weapons 
system platforms. To ensure unfettered access to cyberspace, DoD mission-critical systems and 
networks must perform and be resilient in the face of cyberspace attacks. The recent 

U.S. Navy Chief Explosive Ordnance Disposal Technician Kenneth 
Simpson, right, discusses disposal techniques with Philippine Chief 
Inspector Eric Maniego, with the National Police Maritime Group 
Special Reaction Unit, at Crow Valley, Philippines, March 25, 2009. 
U.S. Navy photo by Mass Communication Spec. 2nd Class Aaron 
Burden. 
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establishment of U.S. Cyber Command is a critical step forward. In addition, the Department is 
taking steps to identify mission-critical command and control systems and networks, examining 
how best to further protect them, and exploring ways to develop operational approaches and 
logistics that better address potential vulnerabilities. The Department is also actively participating 
in a broader interagency approach for securing cyberspace, including the Comprehensive 
National Cybersecurity Initiative (CNCI). To ensure that U.S. Armed Forces are properly 
trained and equipped to counter this threat, the Department must develop and maintain the 
ability to accurately assess the performance of network-enabled information systems in realistic 
threat environments. 

Force Management Risk 

Key issues in force management include supporting operations in Afghanistan and Iraq, 
providing health care to DoD personnel, and ensuring the proper mix and roles of the Active 
Component and Reserve Component. 

The scale and duration of concurrent operations in Afghanistan and Iraq are placing a 
considerable strain on individual service members and their families, on the overall health of the 
All-Volunteer Force, and on our ability to reset and reconstitute it. Because it has been engaged 
in war for eight years, the Department has been unable to maintain desired deployment to dwell 
ratios. In the near term to midterm, this high operational tempo requires DoD to pay extra 
attention to the well-being of our service members, their families, and institutions. The 
Department is continually measuring rates of suicide and divorce, among a range of other 
indicators, to identify strains on the health of the force. DoD assesses these data against national 
benchmarks and Service-specific trends. Although the Department is currently meeting its targets 
for recruitment and retention, for instance, we continue to closely monitor these numbers. The 
drawdown in Iraq, coupled with increased requirements in Afghanistan, will dictate the pace of 
movement toward more sustainable dwell rates. Demand for support, however, is an enduring 
need that will not end with withdrawal of service members from combat. It is critical that an 
extensive, institutionalized system of support for the All-Volunteer Force be strengthened and 
sustained. The Army’s Comprehensive Soldier Fitness program, which seeks to place equal 
importance on mental and physical fitness, is one initiative toward that end. Similarly, the 
Marine Corps’ Combat Operational Stress Control Program aims at equipping leaders with the 
skills to identify and address signs of stress. In the midterm to long term, the Department’s new 
force-sizing construct and its approach to planning and executing operations will seek to better 
account for the demands made on the All-Volunteer Force by long-duration operations.  

Over the long term, rising costs and continuing pressures threaten the Department’s approach to 
providing high-quality health care to members of the U.S. Armed Forces, veterans, and their 
dependents. Although achievement of this objective is not at immediate risk, an increasing 
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number of military health system users, steady cost shares/co-pays, and congressionally mandated 
benefit increases have all increased the Department’s health care costs well beyond the 
programmed budget. Continued engagement in long-duration operations and a growing number 
of veterans approaching 65 years of age will further increase DoD costs. DoD continues to 
identify efficiencies that can reduce cost growth while sustaining high-quality care.  

The critical contribution made by the Reserve Component in recent years—currently 25 to 30 
percent of U.S. Central Command forces—has led to increased capability and heightened 
readiness. Significant reductions in use of the RC following the drawdown in Iraq and efforts to 
reset the force will necessitate a thorough assessment of RC readiness and future roles. The 
Department has already initiated several studies examining issues associated with employing the 
RC on a routine, rotational basis as part of the total operational force, changing the AC/RC mix, 
and/or changing the role of the RC. Drawing on this work, the Department will explore the 
potential to redefine the role of the RC for both domestic and overseas operations. 

Institutional Risk 

Key issues that pose institutional risk include reforming general acquisition processes, optimizing 
information technology acquisition processes, and maintaining the defense industrial base. 

Shortcomings in the acquisition process put the Department at risk of being unable to deliver the 
capabilities it needs, when it needs them, and at acceptable costs, and these potential failures in 
turn threaten the successful execution of military operations. The Department’s acquisition and 
support processes have rightly received consistent criticism for delays, cost growth, an 
overstretched workforce, and other inefficiencies. Given the importance of a healthy acquisition 
process, we must not embark on programs with artificially low cost estimates, immature designs 
and technology, fluid requirements, excessive technical authority certification requirements, 
unstable budgets, and unsustainable procurement profiles. The December 2008 release of DoD 
Directive 5000.02, “Operation of the Defense Acquisition System,” seeks to mitigate key risks 
associated with the acquisition process. The Department will closely track implementation of 
new policies instituted by the directive aimed at ensuring more rigorous assessment of 
alternatives, competitive prototyping, more frequent and effective program reviews, the 
prevention of requirements creep, independent assessment of “technology readiness,” and better 
methods of testing and evaluation. We must also ensure that the Department is able to rapidly 
create prototypes and field new capabilities, maximizing its ability to meet warfighter needs and 
leverage technological advantages. By 2015, the Department also plans to hire 20,000 new 
acquisition professionals, filling 9,000 new jobs and 11,000 converted contractor positions.  

The Department’s deliberate acquisition process is especially poorly suited for keeping pace with 
innovations in information technology (IT). The inability to acquire powerful IT solutions in an 
economical manner hampers the Department’s efforts to use information as a force multiplier to 
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ensure and enhance agility, flexibility, responsiveness, and effectiveness. This results in an 
enduring missed opportunity to benefit more fully from DoD, interagency, and international IT 
capabilities. The Department must reform the IT acquisition process, drawing on successful 
commercial practices, with a view to accelerating the acquisition cycle. 

The Department’s need for a robust defense industrial base with appropriate levels of 
competition, innovation, and industrial capacity represents another area of institutional risk. 
Since World War II, the U.S. defense industry has consolidated and contracted around 20th 
century platforms. The U.S. defense industry is, accordingly, not well-positioned to meet the 
Department’s 21st century requirements. This creates risk that extends not only to the relatively 
small number of major, established providers of defense platforms but also to a much larger 
community of product providers. Working closely with international partners and industry, the 
Department will strive to better ensure that its future requirements can be met. Such an 
approach should not, however, include underwriting sunset industries or sustaining poor business 
models—courses of action that simply exacerbate risk to the equipping of the U.S. military. 

Future Challenges Risk 

Preceding sections highlighted numerous challenges and opportunities in the security 
environment. Other major issues that pose future challenges include managing uncertainty about 
the future environment and science and technology (S&T) trends. 

Difficulties in anticipating the nature of the future security environment create the risk that the 
Department may not be adequately prepared for threats that materialize over the midterm to 
long term. To better hedge against the uncertainty inherent in long-term defense planning, the 
Department drew on a wide range of analyses—including the use of multiple scenarios and 
combinations of scenarios—to inform its judgments for this QDR. DoD also benefited from 
analysis on the likely future security environment produced by the U.S. intelligence community. 
DoD intends to further refine this analytic process, making it more iterative and adaptive, and 
leveraging the results of experimentation and alternative futures analysis to enhance efforts to 
manage future risk. 

A number of factors related to research and development will, over time, generate increased risk 
to America’s technological edge. As global research and development (R&D) investment 
increases, it is proving increasingly difficult for the United States to maintain a competitive 
advantage across the entire spectrum of defense technologies. Even at current, relatively robust 
levels of investment, the DoD S&T program is struggling to keep pace with the expanding 
challenges of the evolving security environment and the increasing speed and cost of global 
technology development. The Department’s options for managing risk with respect to S&T must 
be synchronized with efforts by other agencies as well as the private sector. The health of the U.S. 
R&D base is well beyond the mission of an individual department; it is also driven by 
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commercial and academic interests beyond the direct influence of DoD spending. To assure 
future technology competence, the Department will continue to be a leading proponent of 
education standards and opportunities relevant to the technology requirements to enhance 
national security. The Department will consider the scope and potential benefits of an R&D 
strategy that prioritizes those areas where it is vital to maintain a technological advantage. This 
effort will be coupled with further work to assess how best to work with the academy and 
industry, as well as key international allies to leverage breakthroughs and avoid duplication. 

Strategic, Military, and Political Risk 

In the face of ongoing war and a range of pressing current and future challenges, the United 
States requires a defense strategy and portfolio of military resources that can help protect and 
advance the nation’s interests. To create and maintain the right mix of forces and military 
capability, the Department must make hard, strategy-informed choices. To do so, it must 
determine where to invest additional resources and where to accept and manage a degree of 
operational, force management, institutional and future challenge risk over the near and longer-
term. These judgments inform our broader consideration of strategic, military, and political risks, 
as required by Title 10 legislation. 

In the 2010 QDR risk assessment, strategic risk constitutes the Department’s ability to execute 
the defense priority objectives in the near term, midterm, and long term in support of national 
security. Military risk encompasses the ability of U.S. forces to adequately resource, execute, and 
sustain military operations in the near- to midterm, and the mid- to longer term. In the 
international context, political risk derives from the perceived legitimacy of our actions and the 
resulting impact on the ability and will of allies and partners to support shared goals. In the 
domestic context, political risk relates to public support of national strategic priorities and the 
associated resource requirements in the near term, midterm, and long term.  

This QDR identified areas of weakness in our defense program, presented options to mitigate 
them, and made recommendations on where and how to rebalance the Department toward our 
most pressing challenges. The risks identified in this section will require sustained leadership 
attention in order to ensure that they are successfully managed and mitigated. The QDR risk 
assessment concludes that the Department is positioned to successfully balance overarching 
strategic, military, and political risk between the near to midterm and the mid- to long term, as 
well as across the full range of military missions required to protect and advance national 
interests. 
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CONCLUSION: THE WAY AHEAD 
 

This QDR report and the preceding months of deliberation served two purposes:  first, to 
establish the Department’s key priority objectives, providing strategic context and 
recommendations on key capability development and investment priorities; and second, to 
communicate the Secretary’s intent for the next several years of the Department’s work. The 
QDR serves as a capstone institutional document, shaping how the Department of Defense will 
support America’s military personnel today, while building the policy and programmatic 
foundation that will enable the next generation to protect the American people and advance their 
interests.  

The challenges facing the United States are immense, but so are the opportunities. This QDR 
clarified the Secretary’s priority objectives for the Department:  prevail in today’s wars, prevent 
and deter conflict, prepare to defeat adversaries and succeed in a wide range of contingencies, and 
preserve and enhance the All-Volunteer Force. The Secretary has been clear, and this report 
reaffirms the need to manage risk prudently across these objectives in favor of prevailing in 
today’s wars—it has outlined in detail how the Department intends to further rebalance its 
capabilities and reform its institutions in order to do so. 

Strategy-driven, this QDR provided an assessment of the strategic environment, America’s 
national interests and global role, the role of U.S. military power, and a comprehensive 
description of the Department’s strategy and the implications for capability development, key 
policies and authorities, and our key defense relationships at home and abroad.  

This report will be used to shape and influence a series of ongoing processes and reviews that 
provide direction to Department of Defense components. The strategic and investment priorities 
described in this report reflect the Secretary’s intent as the Department continues to reform and 
rebalance the U.S. military to better enable success in today’s wars while preparing for 
tomorrow’s threats. 
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CHAIRMAN’S ASSESSMENT OF  
2010 QUADRENNIAL DEFENSE REVIEW 
 

The QDR identifies initiatives and areas for focus that address my top priorities: improving 
stability and defending our vital interests in the Middle East and South Asia, remaining good 
stewards for the health of the force, and balancing global strategic risk. 

Winning Today’s Fight: Vital Interests in the Middle East and South Asia 

The QDR places appropriate priority on our mission to disrupt, dismantle, and defeat al Qaeda 
globally and particularly in Afghanistan and Pakistan, and to prevent it from threatening America 
and our allies in the future.  We must continue to find new ways to meet the pressing needs of 
our forces engaged in these important operations as we complete a responsible drawdown in Iraq 
and implement the new strategy in Afghanistan. 

The QDR supports investment in many critical enablers that have been persistently short in our 
inventory.  Examples include rotary wing aircraft, unmanned aerial systems, counter-improvised 
explosive device capabilities, Special Operations Forces, Civil Affairs, language and cultural 
expertise, and capabilities that will enable increased Security Force Assistance activities.  The 
QDR also recognized the need to expand our electronic warfare capabilities and enhance 
intelligence and information operations capabilities.  These key capabilities, as well as new 
technologies being explored, support flexible and effective forces for today’s fight and contribute 
to our readiness for operations across the full range of military operations.   

I remain concerned about the nuclear ambitions and confrontational postures of Iran and North 
Korea.  The QDR emphasizes the President’s focus on engagement and reinforces our efforts to 
work with allies and partners to prevent global nuclear proliferation, regardless of origin.  At the 
same time, it addresses the need for investment in developing appropriate counter-WMD 
measures and consequence management responses.   It also calls for expanding our capabilities to 
detect and secure uncontrolled weapons of mass destruction and related materials, as well as the 
need to enhance nuclear forensics – both of which are vital to our national interests. 

I applaud the QDR’s focus on rapidly providing our warfighters with essential capabilities, and I 
am convinced that innovative commercial technology solutions and streamlined developmental 
efforts can and will be applied to ongoing operations.   

Health of the Force 

I emphatically support the QDR’s focus on preserving and enhancing the all-volunteer force as 
the foundation of our military.  The men and women of our Armed Forces, as well as their 
families, are America’s greatest strategic assets, and as such, we must do all we can to preserve 
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their quality of service and honor their commitment.  As we finish well in Iraq and shift the main 
effort to Afghanistan, we have the opportunity to begin resetting and reconstituting our units 
and, as dwell time increases, reduce stress on our service members and their families. 

The QDR advocates important initiatives for improving the health of the force.  These initiatives 
will enhance warrior and survivor care and provide a single medical record for our service 
members throughout their lives.  The QDR reinforces the urgency to increase research and 
treatment for a broad range of injuries, especially the signature wounds of Post Traumatic Stress 

and Traumatic Brain Injuries.  
Increased rates of combat stress, 
substance abuse, and suicide point to a 
force that is under a high degree of 
pressure from repeated long 
deployments and limited time at home.  
Reducing deployment time and 
increasing time at home, as appropriate 
for each component, are important for 
reintegrating our service members 

returning from a combat environment 
to routine activities at home.  Though 
the force has remained incredibly 
resilient over the course of eight years of 

war, we must prioritize programs that sustain resiliency such as: child care facilities, quality 
education for children, 24/7 family support assistance, outreach to Guard and Reserve members 
and their families, and referrals for non-medical counseling.  By emphasizing the emotional, 
social, spiritual and family aspects of fitness, these health-of-the-force investments will pay 
dividends in national security today and well into the future. 

The Reserve Component plays a vital role in meeting our defense missions and in enabling us to 
manage stress on the active force.  In short, we could not have accomplished what we have these 
past eight years were it not for our Reserve and National Guard forces.  I applaud the QDR 
report’s commitment to conduct a comprehensive assessment of Reserve Component policies.  In 
that review, it is important that we consider the proper balance of maintaining the operational 
capabilities and strategic depth of the Reserve Component as an integrated force to meet 
requirements across the full spectrum of conflict.  Access to the Reserve Component remains a 
critical lever for meeting global operational demands without substantially increasing the size of 
the active force. 

I also strongly endorse the QDR’s efforts to address joint force readiness for the full range of 
challenges we face.  The focus is on building joint force capability and capacity for irregular 

U.S. Navy Admiral Mike Mullen, Chairman of the Joint Chiefs of 
Staff reenlists ten soldiers assigned to 2/5 Stryker Brigade stationed at 
Forward Operating Base Frontenac in Kandahar, Afghanistan, 
December 17, 2009.  DoD photo by Mass Communication Spec. 1st 
Class Chad J. McNeeley. 
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warfare without compromising our conventional and nuclear superiority.  Although we have 
always retained sufficient capacity and capability to address the entire spectrum of threats, an 
aggressive and sustained tempo of operations has necessitated prioritizing training and readiness 
for current missions over other types of operations.  With the drawdown in Iraq and appropriate 
time and resources provided for reset and reconstitution of the force, our readiness and 
availability to counter multiple, wide-ranging challenges will increase and we will move toward 
desired goals for force rotation.  Many elements of the joint force will remain in high demand in 
the near term, and will continue to reset in stride between deployments.  We must continue our 
progress towards a properly balanced force. 

Reset and prepositioned stock replacement are two crucial issues for maintaining readiness.  We 
need to reset equipment that is lost in combat and repair or replace equipment degraded by wear 
and tear, with full restoration not expected until years after OIF and OEF are completed.  
Ensuring funding for related activities, such as depot operations, is essential for maintenance of 
the force.  And the enormity of the equipment and unit reset challenge, as we withdraw from 
Iraq and increase efforts in Afghanistan, will require continuous review of our joint requirements 
and timelines.  In the mid to long term, it is imperative that we have a robust industrial base with 
sufficient manufacturing capability and capacity to preserve our technological edge and provide 
for the reset and recapitalization of our force. 

Properly Balance Global Strategic Risk 

My assessment of risk in the QDR is based on a realistic understanding of the security 
environment which remains complex, dynamic, and uncertain.  While defense analysis identifies 
trends, it is problematic to predict the time, place, and nature of future challenges.  The QDR 
force planning construct is properly focused on balancing capabilities to fight today’s wars with 
those needed to counter future potential adversaries.  It enables us to build a ready and agile force 
with sufficient capacity and capability to defeat adversaries across the range of military 
operations.  And finally, it places priority on our ability to defend the homeland and support civil 
authorities. 

We expect to be increasingly challenged in securing and maintaining access to the global 
commons and must also be prepared for operations in unfamiliar conditions and environments.  
The QDR gives solid direction on developing capabilities that counter the proliferation of anti-
access and area-denial threats, which present an increased challenge to our maritime, air, space, 
and cyber forces.  Our national strategy also depends on our ability to rapidly project forces and 
resupply globally, giving us the ability to provide our operational commanders with forces and 
logistics superiority when and where needed.  Furthermore, while we have better organized our 
forces to operate in the cyber domain, the QDR highlights the need to break down institutional 
barriers and ensure our cyber capabilities receive the support necessary to properly provide our 
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national security.  In addition, the QDR initiated important efforts to explore requirements 
involving long-range strike capabilities, enhancing the protection of our valuable assets, 
accelerating the development of unmanned systems across components, and improving our 
integrated missile defenses.  The QDR reinforces developing flexible and adaptable regional 
deterrence which includes missile defense. 

I fully support the QDR’s increased emphasis on the important roles of our interagency and 
international partners in achieving our desired end states and helping to balance global risk.  No 
one – and certainly no one military – can do it alone.  We must strive to develop a better 
understanding of the roles, missions, and authorities of departments and organizations within the 
U.S. government and to minimize friction and duplicative efforts.  This concern is particularly 
acute in the areas of cyber, space operations, and homeland security where the interests of many 
government departments intersect.  Although our joint force must retain the capacity to act 
decisively when appropriate, we prefer to partner and work with others in major operations 
across a wide range of contingencies.  Building the capacity of our partners to deter and prevent 
conflict makes them more capable of providing assistance as we address common threats 
together.  Increasing the capacity of our partners and increasing the sharing of information are 
important national security investments. If partners are unable to build the needed capability or 
capacity, however, our joint force must be able to shoulder the security burden when directed. 

I strongly agree with the QDR’s vision of a globally engaged force that supports the development 
of security forces and conducts necessary operations against violent extremists around the world, 
in addition to other operations.  To meet this goal, we must maintain appropriate force levels 
and expertise.  This will require allocation of sufficient resources to maintain the correct balance 
of capabilities and capacity within the joint force.  As we apply resources, we will prioritize 
readiness and capability over capacity. 

The QDR assessed regional posture requirements measured against global strategic and policy 
expectations.  This approach leverages key capabilities, that are prepositioned, rotational, and 
forward-stationed, to maximize the benefits of presence in a region while ensuring the capability 
to meet warfighting demands globally.  This tailored approach to force posture assures allies and 
deters potential aggressors, while maintaining appropriate force levels in the continental United 
States to support critical defense and civil support missions at home and for expeditionary global 
response.  Our strategy supports the development of a tailored posture in the broader Middle 
East and Central and South Asia, promotes a peaceful and stable Asia-Pacific region, and 
reaffirms our commitment to NATO and Europe. 

Conclusion 

U.S. Armed Forces can perform the missions called for in the QDR.  Within this mission set, 
two strategic imperatives require our immediate attention.  First, we must disrupt, dismantle, and 
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defeat al Qaeda in Afghanistan and Pakistan while acting against its global affiliates, and prevent 
its capacity to threaten the United States and our allies.  Second, we must continue to prevent 
and deter conflict in strategically important regions, including those involving Iran and North 
Korea.  Our success in these and other missions depends upon obtaining sufficient, timely 
funding to reset the force and restore readiness and a responsible withdrawal from Iraq.    

Managing risk under the new QDR force planning construct requires further analysis, including 
new scenarios to test joint concepts of operation and force mixes and the development of 
associated operational and strategic assumptions.  Our planning and assessment efforts will vary 
the size, duration, and simultaneity of operations and account for associated policies and goals for 
force rotation, disengagement, and access to the Reserve Component.   

Overall, the QDR provides an accurate depiction of our future national security requirements.  
Our challenge as a nation will be to properly resource these priorities. 




