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ABSTRACT

In October of 2000, the Navy’s leadership entered a multi-billion dollar IT service
contract with a private company to build and maintain the Navy-Marine Corps Intranet
(NMCI). The hope was to have the new intranet fully operational in just two years, but
the program encountered so many difficulties that, almost six years later, the initial
implementation process is still underway. Aside from the unexpectedly high number of
applications that needed to be migrated to the new network and the repeated attacks by
members of Congress and other government agencies, by far the largest obstacle to
NMCI’ s success has been the end users' resistance to change.

The Navy’s leaders underestimated the significant cultural change brought on by
the implementation of NMCI, and as a result, they were not adequately prepared to deal
with the overwhelming negative user response. After providing a historical account on
how NMCI was conceived, planned, and delivered, this thesis goes deeper into NMCI’s
implementation process by recounting the experiences of those who used NMCI at the
site level. Once the history and site case study are presented, this thesis ties in the theme
of change to show how proper communication can facilitate the success of future

transformation initiatives.
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THESISSUMMARY AND RESEARCH METHODOLOGY

A. INTRODUCTION

The purpose of this chapter is to introduce the thesis topic, provide a brief
overview of each chapter, and present the thesis research methodology. The thesis topic
of NMCI: History, Implementation, and Change was primarily born from a question that
has been circulating around the Navy’s leadership for quite some time: “Why has there
been so much user resistance to NMCI?” Many attribute this resistance to the cultural
change associated with the Navy’s decision to remove user autonomy and reduce its
application inventory, and others put the blame solely on NMCI’ s technical problems and
lackluster performance. Although both the cultural change and the intranet’ s deficiencies
have no doubt contributed to the negative user response, they are merely symptoms of a
larger problem: the Navy's fundamentally flawed implementation strategy (although
there were other problems with NMCI, this is the one that this thesis will address). That
is, it was not so much what the Navy implemented; it was the way that the Navy chose to
implement it. This thesis will show how the Navy’s leaders alienated users and how this
undesirable result can be avoided in the future by concentrating on preparation and

communication.

The next two chapters of this thesis provide the reader with two separate views of
NMCI. Chapter Il provides the “big picture” view of NMCI’s entire implementation
process from the perspective of the strategic and program management levels of the
Navy. A thorough grasp of where NMCI came from and how it evolved through the
acquisition process will allow the reader to better understand the user experience that is
conveyed in Chapter 111, the NAS Lemoore/SPAWAR San Diego comparative site case
study. This case study transports the reader from the strategic view to the operational
view (i.e., from planning to execution). Changing the perspective allows the reader to see
how the decisions of Navy leaders were transformed into action and how they affected
the average user. The final chapter of this thesis offers an alternate strategy that leaders
can use to prepare for a large-scale implementation project by placing the focus on

vision, communication, and leadership. This chapter outlines a logical methodology for



introducing change, it provides some lessons learned from NMCI’'s implementation

process, and it suggests some topics that may be worthy of follow-on research efforts.

In addition to presenting some lessons learned from the acquisition and
implementation of large-scale projects in the DoD, this thesis raises many questions that
merit further thought. For example, when is outsourcing the appropriate solution for
military procurement needs; does it get the product out there quicker; isit worth it? What
are the limitations to enterprise-wide purchasing and management; can a network be too
large; is there a size where we begin to see diminishing returns? And how long does it
take for an organization to transform; are NMCI’s difficulties just growing pains; will
NMCI one day be hailed as a visionary idea for other organizations to emulate? Even
though this thesis does not explicitly provide the answers to these questions, it does
facilitate dialogue that will hopefully allow leaders to one day find the right balance
between cost effectiveness and user productivity so that the Navy’s scare resources are
allocated in the most efficient way possible.

B. CHAPTER SUMMARIES

1 Chapter I1: The Evolution and History of NMCI

In the late 1990s, leaders in the Navy came to the realization that the department
as a whole was doing a poor job in managing its I T resources. One of the problems was
related to fiscal accountability: everyone seemed to know that a lot of money was spent
on IT, but no one could come up with an actual dollar amount. Another problem was the
redundant purchasing of software and services. stoved-piped systems were the norm
instead of the exception. The Navy also had serious network security concerns: there
were many policies and procedures designed to protect systems and information, but
because of its huge, geographically dispersed workforce, the Navy had difficulty

enforcing network configuration and security standards.

To alay the problems outlined above, the Navy’s leaders concluded that a Navy-
wide intranet, provided by an outside contractor, would allow them to not only quantify
I'T spending and increase security, but also to reduce the overall IT costs by reducing jobs
and eliminating redundant expenditures. The Navy hoped that they could take advantage

of economies of scale by leveraging an enterprise strategy towards the purchase of
2



software, systems, and support. Leaders also felt that outsourcing the project would
allow them to concentrate more on war-fighting, while the industry experts managed the

information systems.

Because the Navy attempted to bypass the traditional procurement process by
labeling NMCI as a “service” and not a “system,” Congress became very critical of the
program, and lawmakers made several key decisions that either limited the pace of the
implementation process or threatened to eliminate the program altogether. Congress
wanted proof that was NMCI less expensive than the Navy's current method of
purchasing IT, and they also wanted the system to be extensively tested. The Navy
succumbed to Congress' demands by providing a business case analysis and by agreeing
to a series of network evaluations, but in addition to the constraints imposed by Congress,
the Navy was dealing with other unforeseen difficulties with NMCI’s delivery plan. For
example, the number of applications that the Navy found on its legacy systems was an
order of magnitude higher than expected. This “application problem” has been blamed
for sowing down NMCI's implementation by at least two years. There were aso
numerous software compatibility problems with the new NMCI machines that forced
many users to retain their legacy computers along side their NMCI computer for an
extended period of time.

Eighteen months into the delivery process, the Secretary of the Navy put an
admiral in charge of NMCI in an attempt to resolve some of the program’'s
implementation problems, but the addition of authority did not speed up the process. As
the situation became worse, the prime contractor became more desperate, and the Navy
began to make concessions to keep the contractor “well.” In addition to awarding a two-
year extension to the base contract and the decision to execute the contract’s three-year
option (bringing the total obligation to ten years), the Navy also lowered the number of
service level agreements that they used to evaluate performance and they agreed to begin

paying for legacy system support.
It has been amost six years since the NMCI contract was signed, yet the initia

seat rollout is still underway. Making matters more complicated are the additional
challenges that have been brought upon by Tech Refresh (most would argue that Tech
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Refresh is late and that the process takes too long) and the fact that numerous legacy
systems are till in operation. As of early 2006, the Navy still had over 1,000 legacy
networks or devices that were running about 11,000 applications. Despite all of NMCI’s
setbacks and shortcomings the Navy’s leadership has remained confident that NMCI will
one day be a successful program that satisfies their vision for a Navy-wide intranet.

2. Chapter I11: Implementation at the Site L evel

The case study presented in Chapter 11l is a comparative analysis of the
implementation process at two separate naval facilities. These two facilities were
selected based on their respective level of IT maturity at the time the NMCI delivery
process began; NAS Lemoore was a site that had low IT maturity, whereas SPAWAR
Systems Center, San Diego had a very advanced IT infrastructure that came complete
with broadband connectivity, a local helpdesk, and the latest hardware and software

computing solutions.

To prepare users for the rollout process, the IT managers at NAS Lemoore were
directed to convene an information meeting regarding the NMCI’ s implementation plan,
but because of user apathy, this session lacked significant participation. Users paid little
attention to the new intranet and leaders were more focused on NMCI’s technical and
logistical challenges; therefore, the first time that many users even heard the NMCI
acronym was on the day they received new computers. At SPAWAR the situation was
dightly different: instead of apathy, users were left in a state of disbelief. No one
understood how NMCI was supposed to fulfill the complex computer processing needs
necessitated by their advanced research projects. Because of the perceived limitations of
NMCI, many of the researchers at SPAWAR panicked, and in an effort to protect their
data, they engaged in activities that bypassed the need for them to give up their legacy
seats.

Aside from the chaotic scene that the massive rollout effort created during the
actual delivery of NMCI workstations, users at NAS Lemoore were also put off by
several lingering issues that made using the new network a frustrating experience. Some
users even began to question whether they were better off with their older, legacy
computers. Because the users at SPAWAR still retained their legacy networks, they were

less affected by NMCI’s technical limitations; they instead focused on a strategy to
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persuade the Navy to officially sanction their expansive RTD& E networks. The Navy’'s
leadership did eventually recognize SPAWAR' s need to operate a network separate from
NMCI, but the decision was conditional: each employee still had to maintain an NMCI

account and all business functions needed to be transferred to NMCI.

The most recent hurdle in the NMCI program is the Tech Refresh process. In the
first half of 2006, most of the NAS Lemoore computers were refreshed, and at
SPAWAR, Tech Refresh is not scheduled to occur until early 2007. NMCI managers are
confident that the completion of Tech Refresh coupled with the conclusion of the initial
rollout will aid in the rise of local user satisfaction rates. The hope is that the new
computers will increase the network’ s overall performance, and that finishing the rollout
will allow NMCI implementers to either tackle some of the problems that have plagued
NMCI for years or take on new challenges with the goal of making the intranet more
usable, reliable and secure.

3. Chapter 1V: Transformation and Change

The last chapter of this thesis develops a strategy for implementing a large-scale
change effort by first disassembling the NMCI program’s implementation process and
then evaluating the pieces against proven and theoretical methodologies. Chapter IV was
built on the framework of John Kotter’s Harvard Business Review (HBR) article Leading
Change: Why Transformation Efforts Fail. In hisarticle, Kotter outlined eight errors that
executives commonly make when introducing a transformation initiative. Kotter then
uses these errors to create a comprehensive list of steps that managers can follow to
increase program success rates. The primary goals of this chapter are to illustrate the
many connections between Kotter's errors and the NMCI program to underscore the
importance of planning for change and to provide a roadmap of steps that future leaders

can follow when embarking upon the path of transformation.



Kotter'sfirst step isto “establish a sense of urgency.” At a conference in January
of 1999, the CNO at the time, Admiral Jay Johnson, publicly announced his vision for a
new, Navy-wide intranet. He called for an ambitious implementation schedule that
would have the entire network up and running in just two years, but this push for urgency
was never established within the organization. Although Admiral Johnson made a good
case for rapid deployment, his message needed to reach everyone within the organization,
not just the strategic leaders.

The second step in Kotter's list is “forming a powerful guiding coalition.” The
Navy’s plan was to procure NMCI as a “service,” thereby bypassing the military’s
lengthy and bureaucratic procurement process. However, when Congress learned that the
Navy was preparing to make a multi-billion dollar commitment without seeking their
approval, the Navy’s plan backfired, and Congress suddenly became NMCI’s most
persistent critic. The Navy essentialy lost the trust of Congress to field NMCI on its
own. Asaresult, Congress added many provisions to the NMCI implementation process,

and they ensured that the program had oversight from other government organizations.

The third step is “creating a vision.” The vision that was created for NMCl was
too ssimplistic and vague, and it was never sufficiently articulated in one place. Instead,
pieces of NMCI’ s vision were scattered across the numerous paragraphs of reports, press
releases, news articles, and Navy messages, which made it difficult for usersto get a clear
picture of the intranet’'s expected purpose and goals. The NMCI Program Office
published many how-to-do manuals and guides, but without a supporting vision, these

documents were undoubtedly less effective.

After a vision is created it must be shared with the organization; therefore
Kotter’s fourth step is “communicating the vision.” When the NMCI delivery process
began in early 2001, most of the primary users of the new intranet were not introduced to
NMCI until a workstation was placed on their desk. Users were excited to receive new
computers, but the magjority of them did not initially understand that they would also be
working on a different, more restrictive network. Sailors and civilian employees were
simply not prepared for the huge change that NMCI represented, and naturally, they
began to resist.



Kotter's fifth step is “empowering others to act on the vision.” To empower the
users of NMCI, the Navy needed to remove obstacles, and by far the largest obstacle in
the path of NMCI's implementation was the unexpectedly high number of legacy
applications that needed to be certified and migrated for use on the new network’s
machines. Navy leaders attempted to control this problem by directing commanders to
reduce their application inventories, but users were reluctant to cooperate. Despite all of
the Navy's efforts to eliminate legacy applications, the delays and complications
associated with the application approval process remains the number one cause of

frustration among NMCI users.

The sixth step is “planning for and creating short-term wins.” The Navy planned
on delivering NMCI incrementally, which was aligned nicely with the prospect to create
short-term wins, but the highly visible setbacks in the program continuously eclipsed its
significant accomplishments. Even as major milestones were reached, the fact that they
occurred months behind schedule only served to embolden the positions of the critics and
dissenters. Too often officials set the NMCI program up for failure by setting unrealistic,
long-term goals when they should have creating and cel ebrating short-term wins.

Kotter's seventh step is “consolidating improvements and producing still more
change,” which Kotter equates to as “not declaring victory too soon.” As of December
2005 approximately 270,000 NMCI seats were delivered. The remaining 25% of the
seats are ordered and are planned to be installed throughout 2006 and 2007. Clearly the
Navy has a lot of work to do before NMCI can be labeled as a success, but to its credit,
the Navy has admitted many of its faillures and leaders in the program office are
continuously working hard to correct deficiencies. Even though the Navy has not
declared victory, leaders are still adamant that one day NMCI will be recognized as a
successful system.

Kotter's fina step is “institutionalizing new approaches.” This step refers to
permanently changing the organization’s culture. After the initia implementation
process is done, the Navy will still be in a continuous battle to ensure that NMCI evolves
not only technologically, but aso culturally. Cultural acceptance is important because

without it, any system will be susceptible to the internal deterioration that can be caused
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by both active and passive resistance. Until the Navy makes a concerted effort to
cultivate a culture that encourages its leaders to operate as change agents, expensive

programs like NMCI will continue to mete out the financial consequences.

C. RESEARCH METHODOLOGY

The research strategy for this thesis first involved the cataloguing NMCI’s major
milestones and events to build a historical timeline to serve as the framework for the flow
of Chapter Il. After thistimeline was established, the next step was to conduct site visits
to gather data directly from the people who were most impacted by NMCI's
implementation process and the system’s subsequent use as atool. The last step (which
was done in paralel with the previous two steps) was to consult academic writings
regarding change, transformation, leadership, and communication for the purpose of
relating NMCI’ s actual implementation process to theory and industry best practices.

There were two main sources of data that contributed to the development of this
thesis. The first source was archival data. The archival data included news releases,
magazine articles, Navy messages, internad memos, public letters, PowerPoint
presentations, NMCI program documents, and various Internet websites and publications
(many of these sources can be found in their entirety in this thesis Appendices). The
second source of data was face-to-face, semi-structured interviews. These interviews
served to provide clarity to existing documentation and to give deeper insight into the
implementation process through the sharing of experiences and observations. Interviews
were conducted at the following venues:

. Washington D.C.: One site visit to conduct a total of three interviews with
current and former members of the NMCI Program Office.

. NAS Lemoore: Two site visits to conduct a total of three interviews with a
member of EDS and federal NMCI employees.

. SPAWAR System Center San Diego: Two site visits to conduct a total
five interviews with a member of EDS, federal NMCI employees, a
SPAWAR official, and aformer NMCI implementer.



Most of the interviews were one hour in length with a 30-minute follow-up interview
conducted on the next day. Also, at least six of the interviewees have responded to
emails and/or participated in phone conversations to answer questions or provide

clarification regarding NMCl-related topics.

In addition to the site visits, information was also gathered at the 2006 NMCI
Winter Conference held in San Diego, Cdlifornia at the end of January 2006. This
conference mostly consisted of information presentations regarding NMCI’ s current state
and action-based presentations that were developed by joint EDS-Navy teams to address
the intranet’ s ongoing challenges and the proposed solutions.

D. CONCLUSION

The purpose of this chapter was to introduce the reader to this thesis' research
topic, provide a broad overview of each chapter contained within this thesis paper, and to
provide the research methodology used to gather data. The next chapter will outline the
entire history of NMCI beginning with the conception of a naval intranet and ending with
the vision that will take the NMCI program into 2007. The history chapter provides the
strategic view of the NMCI program, which lays the foundation for the rest of the thesis
since it provides the background information necessary to understand the perspective of

thelocal IT managersand NMCI’s end users.
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II.  THE EVOLUTION AND HISTORY OF NMCI

A. INTRODUCTION

This chapter explains how the idea of a Navy-wide intranet was conceived,
planned and delivered. The first section of this chapter is focuses on how the original
idea for a Navy-wide intranet evolved from concept to reality; it identifies the major
people involved in the planning process, and it explains how NMCI became an officia
program. The second section explains why Congress initially did not support NMCI and
how the Navy’'s executives reacted to the increased attention and scrutiny that the
program elicited. The third section covers the details of the NMCI contract award, and
the final sections of the chapter describe NMCI’'s implementation process from the
delivery of the first workstation, through testing and evaluation, to the status of the
system today. These last sections highlight the difficulties that the NMCI program
officials faced and the actions that they took to smooth the implementation process and

prevent the entire program from being terminated.

A complete historical account of NMCI that included all parties, events, and
nuances would take volumes to record; therefore, it is impossible for this chapter to
capture every aspect of NMCI’'s history. However, this chapter does purport to
accurately catalogue most of the important decisions regarding the NMCI program, who

made them, and to some extent, why.

B. NMCI IN ITSINFANCY

1 The NVI Concept

As the close of the twentieth century was nearing, the Department of the Navy
began to explore the possibility of building a single, expansive intranet to meet the
networking needs of its Sailors and government employees. To support this vision, an
Integrated Process Team (IPT) was formed at the Space and Naval Warfare Systems
Command (SPAWAR) at the request of Dr. Marv Langston, the Department of Navy
Chief Information Officer (DoN CIO) at the time. According to a whitepaper prepared
by the IPT and presented in December of 1997, this team “was charged with developing a
functional architecture and a preliminary concept of operations for a globe-spanning
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network infrastructure” (NVI Whitepaper, 1). This new initiative was named Naval
Virtual Intranet or, more simply, NVI. The NVI was caled a “virtual” intranet because
the original infrastructure was to be shared with other DoD subscribers over leased
telecommunication lines. The NVI whitepaper further stated that the principal objectives
of the NVI were “to enhance Naval war fighting capabilities and reduce operating costs
to al ashore and afloat commands, both within the continental United States and
throughout the world” (NVI Whitepaper, 2).

The NVI whitepaper illustrated the vision of a network that consisted of
individual client computers connected to an “Information Services ‘Cloud’” (see Figure
1). This cloud represented the centralized infrastructure that would support both
classified and unclassified network traffic. The IPT also suggested that this architecture
would ultimately reduce IT related expenditures incurred by the inefficient operation of
stand-alone, command-owned IT systems (e.g., under-utilized network servers). Cost
savings would be accomplished by eliminating the hiring of local, skilled personnel and
the need to purchase and maintain expensive and complex hardware. Network security
was another concern that the IPT felt could be mitigated by establishing the NVI. With
so many Local Area Networks (LANs) operating independently, it was difficult to
develop a network security standard that would fit all networking situations, and it was
even more difficult to verify that these standards were being properly disseminated and
adhered to in the rapidly changing information technology environment. (NVI
Whitepaper, 3)
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Figurel. TheNVI Concept. (From: The NVI Whitepaper, 3)

The NVI whitepaper also identified “six axioms™ that were used to establish the
basis for the IPT’ s engineering and architectural assumptions. The first axiom stated that
“[i]f an Information Technology activity is central to core Naval business, it must be
under positive Naval control,” and the last axiom declared that “[i]n-band management of
critical system resources (e.g. routers, switches) must be under positive Government
control. Out-of-band management (e.g. POTS switches) may be contracted out” (NVI
Whitepaper, 4). The fact that these two axioms stress “positive Naval control” and
“positive Government control” was an early indication of one position regarding a
controversial topic that would soon make waves throughout the Navy's program
management and acquisition communities. should the Navy build or buy its IT
networking capability? “Building” meant keeping the Navy’s IT functions “in house”
and under the direct control of the Navy, whereas “buying” indicated that the Navy
would pay an outside contractor to operate and maintain itsinternal network.
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2. NVI to NWI

At a defense technology conference in January 1999, the Chief of Naval
Operations (CNO), Admiral Jay Johnson, publicly shared his vision for a Navy-wide
networking solution. In his speech, Admiral Johnson expressed his desire to “create a
Navy-wide intranet by 2001.” Johnson told his audience that the Navy’s intranet
initiative, now called NWI, would serve to complement the Navy’'s afloat system:
Information Technology for the 21% Century (1T-21). (Incidentally, according to a person
involved in many upper level discussions, the name was changed from NVI to NWI
because a senior Admiral thought that the word “virtual” suggested that the intranet was
not real.) 1T-21 provided a standard architecture for shipboard networks and it provided
the framework for how these systems would link to the Navy’s satellite and long-distance
communications infrastructure. 1T-21 was an early example of how the Navy wanted to
move toward an enterprise strategy regarding the procurement of IT systemsin an effort
to reduce costs. When addressing the issue of price, Admiral Johnson stated that “[t]he
Navy-wide intranet will increase performance, decrease cost and improve security, and
with those kinds of payoffs, once again, we can't afford not to do it.” Admiral Johnson
also stated that the Navy intended to “buy the capability, not build it” (Castelli, 25 Jan
99).

Although the NWI was advertised as an initiative that would ultimately save the
Navy money, a considerable investment would still be required to move the program
from concept to reality. In March of 1999, the Navy went to Congress and asked for an
additional $560 million, spread over fiscal years'00 and '01 (i.e., $280 million in FY 00
and $280 million in FY01), to finance the initiadl NWI effort. This event marked the first
in a series of confrontations between Navy officials and Congress regarding the funding
of a Navy-wide intranet. In his testimony to a House Armed Services subcommittee,
Vice Admiral Robert Natter, the Director for Space, Information Warfare, and Command
and Control, stressed the importance of the NWI to the Navy’s emerging Network-
Centric strategy: “This intranet, when fully completed, will reach every Sailor and
Marine and will eventualy become a larger part of a DOD-wide intranet” (Skibitski, 1
Mar 99). Natter also stated that the amount of money needed depended upon the desired
speed of the implementation. With a higher initial investment (i.e., more than $280
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million in 2000), Admiral Natter believed that the entire intranet installation could be
completein just two years. (Skibitski, 1 Mar 99)

3. NWI to NI to NMCI

Long before the ashore intranet idea became a priority, some Navy leaders
recognized the need for a fleet-wide, standardized, computer network for the afloat force.
Starting in 1996 and under the supervision of Admiral Archie Clemins, the IT-21 system
implementation began aboard naval vessels. The initial success of IT-21 was largely
attributed to the powerful coalition that Admiral Clemins formed with fleet commanders
and other influential decision makers. As a means to garner support, Clemins used
workshops (later referred to as “Archie Camps’) to disseminate information and to seek
innovative ideas so that the best possible solution regarding performance and cost could
be outlined and, because consensus at the highest level had been reached, seamlessly
executed.

The “Archie Camp” concept was used once again in May of 1999 at the Center
for Naval Analysis when Admiral Clemins and the Navy’s top IT leadership met for a
weeklong conference to map out the future of the proposed intranet program. One of the
most important discussions was centered on the “build or buy” question; this was a point
of contention that could not be agreed upon. Dr. Lee Buchanan, the Assistant Secretary
of the Navy for Research, Development, and Acquisition, was the biggest proponent for
the idea that the Navy should buy capability, not infrastructure. Those who opposed the
idea of trusting an outside contractor to provide Navy IT services persistently upheld the
traditional paradigm that suggested important military systems should be owned by the
government and operated by trained military personnel. According to an observer that
participated in many planning sessions, both sides were adamant, and emations
sometimes ran high, but eventually the view of Dr. Buchanan (the ultimate decision
maker) became the official plan. Now called the Naval Intranet (NI), the new network

vision would be accomplished by purchasing services from an outside contractor.

On June 25, 1999, the Navy announced the major shift in its intranet strategy. In
a series of moves that established the NI as a formal program, Dr. Buchanan appointed
Joseph Cipriano, a senior Navy civilian, to lead the newly created Program Executive
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Office for Information Technology (PEO-IT). The following statement released to the
public described the NI vision as:
A Department of the Navy enterprise-wide network capability that
provides end-to-end, secure, assured access to the full range of voice,
video, and data services by 2001. The Nava Intranet enables and

enhances enterprise-wide work, training, and quality of life for every Navy
and Marine Corps service member and employee. (Skibitski, 5 Jul 99)

The next step in accomplishing this vison was to find a cost-effective and able
contractor. To support the CNO’s desire to have the Naval Intranet operational by the
end of 2001, officials hoped that a contract would be awarded as early as May 2000.
(Skibitski, 11 Oct 99)

During the last three months of 1999, the PEO-IT was busy requesting, collecting
and analyzing industry’s comments on the Statement of Work (SOW) in preparation for
the release a Request for Proposal (RFP). (Skibitski, 11 Oct 99) In an effort to provide
strategic guidance for the RFP, Rear Admiral Richard Mayo, the Director of Space,
Information Warfare, Command and Control, sent a memo (see Appendix A, Part A) to
the Navy’s CIO that directed the PEO-IT to acquire the new intranet as a service and that
it that must provide:

. Security to protect the network and information, and to detect and respond
to intrusions with no loss of information or network capability

o Interoperability and reliability

o Efficiency in order to reduce the cost of manning and training, and to
reduce the time to incorporate new technology, techniques and processes

. Network operation and maintenance to guarantee network response time,
and implement enterprise-wide policies, procedures and training to
maintain interoperability and currency.

In the memo, Admiral Mayo stated that “a robust information infrastructure is the
foundation of achieving information and business process superiority.” It was clear from
the memo that the Navy’s hopes and expectations for the new intranet’s functionality
were set at high levels.

Now called the Navy-Marine Corps Intranet (NMCI) to underscore the inclusion
of the Marines, the intranet program’s RFP was released at the end of 1999 on December

23; the initial deadline for industry responses was set for January 31 of the following
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year. Since Congress still needed to be sold on the intranet idea, the language of the
solicitation warned potential bidders that funds were “not presently available for
performance under this contract beyond the first program year (FY00)” (Castelli, 24 Jan
00). The RFP was also changed to reflect aless aggressive implementation schedule that
had originaly been articulated from the Navy’s top leaders. The final RFP stated that
“the intranet should reach initial operational capability (IOC) by the end of 2001 and full
operational capability [(FOC)] by the end of 2002, with the more intensive functions of
the intranet not available until latter in the year” (Castelli, 24 Jan 00). The RFP deadline
was subsequently extended to February 14 at the request of a bidder who needed more
time. (Bohmfalk, 7 Feb 00) When the closing date finally arrived, the Navy had received
bids from four teams. Computer Sciences Corp. (CSC), Electronic Data Systems (EDS),
General Dynamics, and IBM.

In January of 2000 and as the Navy waited for responses to the NMCI RFP,
Admiral Johnson sent a memo to all Commanding Officers and Officers in Charge to
notify them that a Navy-wide intranet was in the process of being established (see
Appendix A, Part B). Johnson briefly outlined the reasons for pursuing the new intranet
program and what services were expected to be provided, but the mgor thrust of the
memo was to direct Commanding Officers entering into new IT service-related contracts
“to ensure that the contract can be terminated after one year in order to expedite the
transition to N/MCI” and to inform them that participation in the NMCI program “will be

mandatory for al Navy commands.”

C. THE FIGHT FOR NMCI

1 Resistance from Congress

Although the scope and cost of NMCI was projected to be in the billions, the
Navy hoped to fund the endeavor with minimal involvement by Congress. There was no
budget line item for 1T-21, and Navy officials hoped that NMCI could be handled
similarly by reprogramming and transferring funding that was already designated for IT
services. In aletter dated February 4, 2000, Congressman Hebert Bateman expressed his
concerns directly to the Secretary of the Navy, Richard Danzig, about the Navy’s non-

traditional approach in procuring its new network program (see Appendix B, Part A).
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Congressman Bateman, the Chairman of the House Military Readiness Subcommittee,
requested that the Navy “delay the acquisition and implementation of this initiative until
it is fully developed, is included in the future budget request, and receives the proper
level of Congressional oversight.” The Congressman also urged the Navy to conduct a

business case analysis so that the program could be subjected to further scrutiny.

On March 8, the Government Accounting Office (GAO) publicly characterized
the NMCI as “unnecessarily risky” and advised Congress to slow the program’s pace.
(Bohmfak, 13 Mar 00) On the same day, Secretary Danzig sent a written response to
Congressman Bateman to explain the Navy’s present position and future intentions with
regard to the NMCI (see Appendix B, Part B). Danzig admitted that “[t]he dollars
involved are substantial,” but he went on to explain that “existing DON expenditures for
I'T infrastructure and services are already substantial;” therefore, according to Danzig, the
Navy was merely planning to spend already allocated IT dollars more efficiently. Danzig
argued that the Navy’ s decision to seek a service-based contract was fiscally sound and in
line with current business practices, and that purchasing this service was no different than
buying other types of utilities like water, telephone and electricity. Secretary Danzig also
addressed Bateman'’ s concerns with respect to the lack of a business case:

...a business case could not be completed without input from industry.

Consequently, the data required to complete the business case was

requested as part of the RFP. The contract will not be awarded until the

business case is completed and the results are understood by both the
Department and DoD.

Secretary Danzig attached a Memorandum of Agreement (MOA) at the end of his letter
to present the “key elements’ of the agreements between the staffs of the major
participants in the acquisition and oversight of the NMCI (see Appendix A, Part C).
Danzig implied that the Navy would use the MOA as a roadmap to NMCI's

implementation.

In a second letter to Secretary Danzig, Congressman Bateman stated that “the
substantive merit of NMCI is not questioned,” and that his concern was that “the Navy
has yet to identify the O& M funding which will be put toward the contract in fiscal years
2000 and 2001” (see Appendix B, Part C). Bateman indicated that he did not approve of
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the fact that the Navy was using money from accounts that were authorized and
appropriated to fund legacy systems, not the NMCI program. The Congressman
reiterated his request for the Navy to name the affected accounts. (As a side note,
Congressman Bateman died in his sleep on Monday, September 11, 2000 at the age of
72.))

2. The Navy Buildsits Case

While the Navy mulled over which industry team should be awarded the NMCI
contract, proponents of the program began to speak out to the public in an attempt to
quell the negative press NMCI had been receiving over the previous months. The most
fundamental question that the Navy could not answer was how much NMCI would cost.
Dr. Lee Buchanan addressed this issue by stating that the Navy did not intend to spend
more than it was already paying for IT services. Buchanan said that the Department of
the Navy was presently spending approximately $4,600 per seat per year, so if the seat
price in the NMCI contract could be negotiated below that mark, then the Navy would
save money. Regarding the non-traditional funding strategy that the Navy was using to
field NMCI, Dr. Buchanan said that “[w]e don’'t regard this as an acquisition program in
the traditional sense. It's not a purchase, we don't own anything... We're buying a
service, and we're paying for the service the same way industry does it” (Bohmfalk, 20
Mar 00). Buchanan also suggested that the conventional procurement process was
inadequate to support the purchase of 1T related goods:

What | can't do is buy a traditional Navy-Marine Corps Intranet in a

traditional acquisition system and take seven or eight years to put the thing

up, and have equipment on line that’s seven or eight years old — already

four generations behind whatever you can buy on the open market. | can’t
do that. (Bohmfalk, 20 Mar 00)

Ron Turner, the Deputy Navy Chief Information Officer for Infrastructure Systems and
technology, went a step further than Dr. Buchanan by saying that even if NMCI “costs a
little bit more and we still get the [additional] capability, it's still a good deal”
(Bohmfalk, 3 Apr 00). Turner also described the Navy’s approach in the determination
of NMCI’s cost and financing method by outlining a three-step process. The first step
was to identify which accounts would be affected by NMCI so that planners could

determine what money would need to be realigned. The second step involved gathering
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assessments that were being conducted at individual commands to determine how they
planned to pay for their seats. And the last step would be a “due diligence” analysis
conducted by the contractor to determine how much of the current I T infrastructure could
be reused for NMCI, and subsequently, the overall cost of the initial investment.
(Bohmfalk, 3 Apr 00)

3. The Senate Gets | nvolved

In May of 2000, the NMCI initiative was severely threatened. Congress was still
waiting for the Navy to deliver the NMCI business case analysis, and they still had deep
concerns about how the program would be funded. In response to the perceived lack of
financial discipline by the Navy, both the Senate and the House used the FYOl
Authorization Bill to prevent the Secretary of the Navy from pursuing the NMCI program
“until supporting documentation is provided to Congress’ (Bohmfalk, 15 May 00). The
Senate’s version of the Authorization Bill aso restricted the Marine Corps and all Navy
shipyards and depots from participating in the intranet program until after it had sustained
proven operation for a minimum of one year. Additionally, the Navy needed to fulfill the

following requirements before NMCI could be pursued further:

o | dentify which accounts will pay for the intranet

. Develop an acquisition plan based on implementing the project in
increments

) Follow a management framework set up in a March MOA between the

Navy and DoD information officers

. Assess the effects of the initiative on federal workers (Bohmfalk, 15 May
00)

Congress actions showed that they intended to slow down the Navy’'s aggressive
implementation plan. As a consequence of the FY01 Authorization Bill, the Navy was
forced to face the possibility that they may need to make adjustments to some of the
earlier deadlines specified in the proposed NMCI contract. (Bohmfalk, 15 May 00)

The Navy initially declared May as the month they would award the NMCI
contract, but due to the delay tactics employed by Congress, the Navy’'s projected
timeline was revised. In June, the Navy determined that the NMCI contract would not be
awarded until August, if at al. The Navy also removed all references regarding hard
deadlines for NMCl's 10C and FOC from the paperwork outlining contractor
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responsibilities since the opportunity for the winning bidder to get started in FY00 was
slowly slipping away. (Bohmfalk, 12 Jun 00)

In the middle of June, the Navy experienced another setback. Two Senators,
Olympia Snowe and Charles Robb, added an amendment to the FY 01 Authorization Bill
that focused on the protection of federal workers. The new version of the bill directed the
Secretary of the Navy to “mitigate any adverse impact of the implementation of the
Navy-Marine Corps Intranet on civilian employees of the Department of the Navy” by:

. Planning how to transition employees to other functions

. Taking full advantage of all transition options

. Encouraging that affected employees be retrained if they wish to work at
other Navy jobs

. Requiring the winning contractor to “provide a preference for hiring
employees’ (Bohmfalk, 26 Jun 00)

The amendment also restricted the number of installed NMCI workstations to no more
than 15 percent in the first quarter of FY 2001, and it stipulated that no additional seats
could be delivered until the Department of Defense had certified the program. (Bohmfalk,
26 Jun 00) According to an official that was involved with the early planning of NMCI,
this new law was problematic from the Navy’s standpoint since the elimination of jobs
was an intended outcome of the intranet plan that, in the long run, was supposed to save
money. |If the Navy was forced to not only transition workers to other jobs but also
retrain them, the net effect would more than likely be an increase in overall employment
costs, instead of the desired drop.

4, The Navy’s Report to Congress

On June 30, 2000, the highly anticipated NMCI business case analysis was finally
delivered to Capitol Hill as a part of the Navy Marine Corps Intranet Report to Congress.
Navy Secretary Richard Danzig sent identical letters to Congressmen Floyd Spence
(Chairman of the House Armed Services Committee) and Jerry Lewis (Chairman of the
Subcommittee on Defense) and Senators John Warner (Chairman of the Committee on
Armed Services) and Ted Stevens (Chairman of the Subcommittee on Defense) to inform
them that the Navy’ s report was finished and ready for review (see Appendix B, Part D to
see Senator Stevens' letter). The Navy’'s leaders knew that NMCI needed support from
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each one of these influential politicians (i.e., in both the House and the Senate) to

increase the likelihood that the program would be approved.

The Navy Marine Corps Intranet Report to Congress once again outlined the
many expected benefits of NMCI and with regard to IT expenditures, it identified
335,000 seats that were presently being utilized, and it concluded that the Navy was
spending an average of $4,582 on each seat per year; therefore, the Navy’s total annual
IT obligation was implied at dlightly over $1.5 billion. (NMCI Report to Congress, A-2)
In contrast, the report stated that the NMCI would cost the Navy somewhere between $1
billion and $1.5 billion per year (i.e., up to $500 million in savings per year), depending
upon the program year. The report also listed the specific accounts that would be used to
fund the NMCI initiative (see Figure 2).

The Mavy's Plan to Pay for NMCI (figures in millions)
Frol Froz Fros - Fros
Mawy Q&M 119.6 577 679.8
Mavy Reserve Q&M 19.5 131.3 183.2
Mawy ROTRE 7 9.8 9.5
warking Capital Fund 109.5 2458.5 269
IEME &M 701 280.5
USMC Reserve Q&M 7.z 258.4
Mavy Environmental Restoration 0.6 0.7
Mavy Military Construction g.2 2.4
Mawy-USMC Family Housing 0.7 1
BRAC 1 1
Defense Health Program <0.5 <.5
FY Total 256.2 1055 1463
Estimated contract award: 5.7 billion over 5 years

Figure 2.
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In addition to cost data, the NMCI report also addressed several other issues that were of
interest to Congress:

. Protection of federal workers: the current analysis indicated that NMCI
will directly impact the functions of less than 1% of DON'’s civilian
workforce. Of the 1,938 personnel impacted, it is currently estimated

there will be:
. 1,003 internal placements within the current activity
" 36 placements at other activities within the claimancy
. 84 regular retirements
" 240 early retirements
. 199 departures through normal attrition
" 329 involuntary separations
. The use of military personnel: the Navy will make 421 hillets available for

assignment to NMCI, and the Marine Corps has identified 251 positions
that will be made available for assignment to NMCI

. A plan to encourage the participation of small businesses. the NMCI
solicitation requires the successful contractor to subcontract at least 35%
of the contract price to small businesses, with at least 10% dedicated at the
first-tier subcontractor level

. Risk management: a 4-step risk management process will be executed
(NMCI Report to Congress, A-4 thru A-6)

The report also stated that NMCI would be “incrementally phased” to give the
operational test and evaluation communities the opportunity to “verify that the service
level agreements [(SLAS)] can be measured and met prior to initiating any additional task
orders against the contract” and that the delivery process would undergo a “strategic
pause” (a period of approximately 2-3 months) to “allow for the development of lessons
learned that will be passed to all further installations” (NMCI Report to Congress, A-4
thru A-6).

D. THE NMCI CONTRACT ISAWARDED

1. The Final Stretch

In the last few months leading up to the NMCI contract award, the Navy, the
Office of the Secretary of Defense (OSD), the Office of Management and Budget

(OMB), and Congressional leaders were al struggling to reach an agreement on the final
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details of the proposed intranet program. One of OSD’s primary concerns with how the
Navy planned to use (or not to use) the Defense Information Systems Network (DISN),
which was a DoD network created from commercialy leased lines. DISN, managed by
the Defense Information Systems Agency (DISA), was the DoD’s telecommunications
backbone that was shared by various government subscribers. Since many felt that
DISA’s future was dependent upon securing NMCI as a customer, DISA’s leadership
lobbied hard to be the primary carrier for the new intranet program, and subsequently,
OSD also pushed for DISN'’s utilization. The Navy on the other hand, did not want the
technical and financial limitations of DISN to hamper the new network initiative.
According to a NMCI planner, the Navy felt that DISN would cost more, have longer
delivery times, and provide alower level of service than other comparable solutions. On
August 17, the Navy succumbed to the political pressure and reached an agreement with
DISA that required the Navy to consult with them before making any commitment to use
a privately owned, data transfer service (see Appendix A, Part D). This was a huge
defeat for the Navy because the cost for data transfer services was aready included in the
NMCI contract bid; therefore, any money that the Navy paid to use the DISN was an
extra expense. One official that was close to the program estimated that “when it is all
said and done, DISA will have siphoned off a quarter of a billion dollars.”

OMB'’s analysis of NMCI was two-part: legal and financial. In a memo sent to
the Secretary of Defense, William Cohen, the Director of OMB expressed conditional
approval for the NMCI project (see Appendix A, Part E). First, the letter discussed the
Clinger-Cohen Act of 1996 which “requires IT investments be integrated with the budget
process, provide quantifiable performance benefits, and demonstrate a positive return on
investment.”  Although the Director of OMB stated his concerns regarding whether
NMCI met these requirements, he agreed that “adequate justification exists for
conducting the pilot phase of the NMCI acquisition.” The letter then listed the conditions
upon which OMB would continue to support the NMCI project. Most of these conditions
were related to the outcomes of the first phase of NMCI’ s rollout; OMB referred to this
phase asthe “NAVAIR pilot.” The Naval Air Systems Command (NAVAIR) was one of
the first organizations scheduled to undergo the NMCI installation process.
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As the new fiscal year approached, Navy officials waited the final decision from
Congress. Self-imposed deadlines to award the NMCI contract dlid several times
throughout the month of September. OMB signed off on the intranet plan on September
12, and OSD gave its conditional blessing on September 15 (see Appendix A, Part F). Of
particular concern was the predicament that NAVAIR faced due to the expiration of their
existing IT services contracts. As the new fiscal year began, leaders at NAVAIR would
have to seek short-term contract extensions while they waited for Congress to either
approve or reject the NMCI initiative viathe FY 01 Authorization Bill. (Bohmfalk, 2 Oct
00)

2. The Contract Award

On Friday October 6, 2000, the eve of a 3-day weekend, it was announced that the
NMCI contract would be awarded at 5:00 o’ clock that afternoon (immediately after the
financial markets closed for the day). Flanked by Admiral Vern Clark, the CNO, General
James Jones, the Commandant of the Marine Corps, Joe Cipriano, the PEO-IT, Dan
Porter, the DoN CIO, and a few other high-ranking officials, Secretary Richard Danzig
addressed the news media at a DoD news briefing regarding the impending NMCI
contract award. In his opening remarks, the Secretary reiterated the Navy’s expected

benefits of the program. He stated that the NMCI would be “more economic,” “more

secure,” and “more reliable,” and that the idea of treating IT services as a utility would
allow the Navy to capitalize on the frequent advances in technology. Danzig went on to

describe what he thought was the most fundamental advantage of NMCI:

[W]e redlize that apart from its virtues of economy and security and
reliability, apart from its keeping pace with an extraordinary evolving
technology, there was one transcendent, enormous advantage of [NMCI],
and that is that we can change the culture of the organization by creating a
common information system so that instead of participants individually
with different sections of the organization maintaining their own
information supply, and when they need something form someone else,
sending them an email and asking for it, they could instead directly access
it. (DoD News Briefing, 6 Oct 00)

In response to a question regarding metrics, Secretary Danzig outlined “five parameters’
that he planned to use as a means to measure NMCI’ s success:
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. Isthe DoN getting more for its money?

. |s the system more secure?

. Has efficiency and effectiveness improved?

. Isthe refresh rate fast enough?

o Are we changing the culture of the organization?

Secretary Danzig also stated that he was impressed with the overall speed at which the
NMCI program made its way through a historically slow acquisition process. “We have
taken this idea from its conception, 18 months ago, through an RFP thislast Christmas, to
implementation now. And that’s something we're very proud of” (DoD News Briefing, 6
Oct 00).

As the news briefing continued, more of the NMCI contract specifics were
reveded. For example, General Jones stated that the Marine Corps would now
participate in NMCI starting in FY03 (not FY02 as the NMCI Report to Congress
indicated). Also, the amount of the award, which had been rumored to total somewhere
between $10 and $16 billion, was said to be closer to $6 billion over five years.
Regarding the DISN controversy, Joe Cipriano, alluding to the August 17 MOA,
confirmed that “we'll be communicating through DISN to the Defense Network to the
other services as our primary long-haul carrier.” When responding to an implementation
guestion, Cipriano also stated that the initial installment would consist of 40,000 seats
(for testing during the “strategic pause” phase). Cipriano pointed out that the winning
contractor would also be able to receive incentive bonuses for reaching predetermined
goas in areas of customer satisfaction, security, small business participation, and full
operational capability (see Figure 3). (DoD News Briefing, 6 Oct 00)
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NMCI Contract Incentives

13 Full ©perational Capahbility:
& one-time payment of £10M when steady state operation is
achieved.

2% Customer Satisfaction:
If rated either above the average or above the mid point, as
applicable, by maore than {85%, 90%, 95%), then the
government will pay the contractor ($25, £50, §75) for each
data seat in that Mavy Claimant or USMC Major Command
which has obtained full performance.

3 Information Assurance:
Up to a maximum of $10M per Program Year for superior
performance against network attacks,

43 Small and Disadvantaged Business Participation:
& maximum of $625,000 semi-annually ($1.25M per vear) will be
awarded if small and small disadvantaged business participation
i= at a level higher than the level of 40% over all and 10%
subcontracted ta the First Tier.

Figure3. NMCI Contract Incentives (After: NMCI Contract, 154-156)

On the same day, Secretary Danzig also released an administrative message that
was sent to every command in the Navy and the Marine Corps (see Appendix C, Part A).
In this ALNAV (message to all Navy), Danzig outlined NMCI’s expected benefits, and
he addressed the many changes that NMCI would bring to the long-established way of
conducting daily operations:

The challenge of the next months, years, and perhaps decades, is whether
we can seize the advantages of the system we are putting in place. This
will require changes that transcend technology — they are changes in the
way we do things. To seize the benefit of what we are today creating, we
will need to decentralize where historically we have centralized, flatten
decision-making that has historically been hierarchical, integrate where we
are often now separated, customize what we once struggled to standardize,
and use private industry to perform functions we have previously jealously
guarded.
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Secretary Danzig acknowledged that “there are legitimate objections and inherent
difficulties in what we are trying to do,” but at the same time he asked Sailors, Marines,
and Civilians to “embrace the opportunities inherent in this technology change or put
ourselves and the nation at risk.”

As promised, at 5:00 pm E.S.T. the identity of the winning bidder was revealed to
the public: EDS was the Navy’s choice. The total award was valued at $6.9 billion over
eight years (i.e., five base years plus three optional years). $4.1 billion of the award was
designated to be spent during the first five program years (PYOL thru PY05) and the
remaining $2.8 billion was the value of the optional years (PY 06 thru PY08). The EDS
team, also known by their self-named coalition the “Information Strike Force” (ISF),
included severa different subcontractors. The subcontractors that comprised the ISF
included Dell, Cisco, MCI, Microsoft, Raytheon, WAM!NET, WorldCom, and other
companies from the small business community. Although the NMCI solicitation
paperwork originaly called for the minimum participation of 35% from small
subcontractors, EDS announced that they were targeting 40%. In accordance with the
wishes of Congress, the contract also limited the initial implementation to 15% (45,000
seats) with naval shipyards, naval aviation depots, and the Marine Corps being prohibited
from participating until PY02. The first batch of NMCI seats were planned to be
delivered by January 2001, after which the Navy planned to undergo the “ strategic pause”
phase until April or May to allow for extensive testing and evaluation. (Bohmfalk, 9 Oct
00)

Within a week after the contract award, the NMCI Execution Plan was released.
The NMCI Execution Plan was a 300-page document “designed to provide a
comprehensive guide for the Navy and Marine Corps Intranet (NMCI) execution” and it
was presented as “a stand-alone manua to describe the major NMCI system
considerations from program start-up, though system transition, to full operational
capability (FOC)” (NMCI Execution Plan, 1-1). This plan described the NMCI vision as
an IT initiative and procurement strategy to provide:

...secure seamless, global, end-to-end connectivity supporting both

warfighting and business functions that will alow our people to focus on
the mission rather than IT services, and that will enable new processes and
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technologies such as knowledge management, distance learning, and
telemedicine to improve the quality of life of all service members and
employees. (NMCI Execution Plan, 1-2)

The NMCI Execution Plan also defined the responsibilities of all involved offices and
agencies and it outlined the transition methodology, the contract management approach,
the risk management plan, the business performance metrics, and the master training
plan. Additionaly, the NMCI Execution Plan addressed personnel issues regarding
federal worker protection and military member training and billeting, and it also included
various guides and checklists that were intended to make the process of ordering of

NMCI services as simple as possible.

E. THE NMCI IMPLEMENTATION PROCESS GETSUNDERWAY

1 The Delays Begin

After the Navy awarded the NMCI contract, leaders began to focus on the first
major step of the intranet’s implementation process: delivering the first 40,000 seats.
NAVAIR was first on the instalation schedule along with the following offices and
organizations:

. Secretary of the Navy staff

. CNO staff

. Pacific Fleet aviation commands

. A portion of Naval Sea Systems Command

. Office of Naval Intelligence

. A Navy Reserve command in D.C.
o Office of the Space and Naval Warfare Systems Command (Bohmfalk, 6
Nov 00)

Planners hoped that the initial rollout would be completed in just three months so that the
congressionally mandated test and evaluation period could begin, but the Navy quickly
concluded that reaching that goal was impracticable. Late in the month of October, the
Navy announced its new plans for implementing the first stage of the NMCI project:
EDS would devote most of its energy in the last months of 2000 and the beginning of the
next calendar year establishing a working relationship with the NMCI Program Office,
reaching agreements with local subcontractors, and hiring new personnel (see Appendix
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C, Part B). After thisinitial transition period, the first six months of 2001 would then be
used to deliver seats, transfer responsibilities, and transition software applications. The
Navy cited the multiple delays in the contract award process as the cause of the three-
month |OC dlide from March to June 2001. (Bohmfalk, 6 Nov 00)

With the exception of the reported smooth rollout at the Atlantic Fleet
headquarters, the first few months of 2001 represented turbulent times for EDS and the
Navy. (Bohmfalk, 28 May 01) As EDS scrambled to meet deadlines and expectations,
leaders in the NMCI Program Office would once again need to adjust the NMCI
implementation schedule; in fact, it seemed as though the NMCI seat rollout plan was
under almost continuous revision. As seat delivery reached the summer months, cutover
(when EDS physicaly instals the NMCI workstations and connects them to the NMCI
network) was lagging approximately two months behind for some commands. The
Navy’s top brass were beginning to accept the undesirable probability that the first phase
of implementation would extend into the next fiscal year (i.e., FY02). (Bohmfalk, 23 Apr
01)

The process of cutover could not be accomplished until an NMCI Network
Operations Center (NOC) had been built and put into operation. EDS originaly planned
to build six NOCs; the locations of these centers are illustrated in Figure 4. EDS later
decided that four NOCs could support the NMCI network and meet all SLAS; therefore,
the NOCs that were planned to be built in Jacksonville, FL and Puget Sound, WA, would
“instead be called enterprise management facilities and will contain a host of servers and
other IT network capabilities;” if needed in the future, these facilities would also have the
capability of being converted into a NOC. (Bohmfalk and Castelli, 19 Nov 01) Although
construction of the first two NOCs in Norfolk and San Diego was competed in mid-May,
they were not operational until July 9 and August 6, respectively. (Bohmfalk, 9 Jul 01
and 6 Aug 01)
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NMCI Support Detachments

& Bremerton NS
Puget Sound NOC

Quantico ° NQUfal?Eo'\c‘)SMC
orTol
Global NOC Norfolk NOC /
CTF-NMCI Help Desk

. Navy GNOC
North Isand NAS\. JAX FL

San Diego @ Jacksonville NAS
NOC / Help Desk Jacksonville NOC

Oahu NOC @
Pear| Harbor
Naval Complex

PAC HI

Figure4. NOC Construction Plan (After: Joseph Cipriano Press Conference PPT, 11)

Cutover for the first site (Naval Air Facility, Washington D.C.) was originaly
scheduled to happen in late June, but no NOC was ready. (Bohmfalk, 28 May 01) The
cutover delay, however, was not only being caused by the availability of the NOCs, but
also the unexpectedly high number of legacy applications that needed to be approved for
use on NMCI. The Information Strike Force was required to evaluate and migrate each
one of these legacy applications for use on the new network using the laborious DoD
Information Technology Security Certification and Accreditation Process (DITSCAP),
but the number of applications found at Navy commands continued to increase. When
explaining the cause of NMCI’s slow implementation, Joe Cipriano commented that the
“[lI]egacy applications are turning out to be the long pole in the tent” (Bohmfalk, 14 May
01). An officia in from the NMCI Program Office recalled that NAVAIR aone had
initially identified more than 23,000 applications (this list was later revised to 13,000
when all commands were asked to identify only those applications that were mission

essential).
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The Navy was dissatisfied with the fact that EDS was investing a disproportionate
amount of time and effort on the transition of legacy applications, so in response to this
growing problem, VADM Richard Mayo, serving as the Navy’'s CIO, sent an
Administrative Message to all Echelon II Commanders to notify them that the Navy has
“more COTS and GOTS applications currently in use than is either efficient or
affordable” (see Appendix C, Part C). Admirad Mayo made each one of these
commanders responsible for “identification, rationalization, and submission for
certification of applications, via a process that includes integration, consolidation, and
elimination of applications and databases.” Each commander was required to submit a
report listing an initial application inventory, and the message also outlined a timeline for
the identification and rationalization process. To emphasize the importance of these new
requirements, Admiral Mayo ended the message by stating that he would “be individually
contacting every Echelon II Commander in the next week;” it was evident that the Navy’s
leadership was determined to get the NMCI implementation schedule back on track by
reducing the number of what they thought were nonessential applications used by Navy
personnel.

2. NMCI EncountersMoreBarriers

In a memo dated June 29, 2001 and addressed to NMCI program executives,
Linton Wells 1l, the acting Assistant Secretary of Defense for Command, Control,
Communications, and Intelligence (C3l), suggested that the NMCI program was in
serious trouble. The memo cited a PEO-IT brief that, according to Wells, revealed “a
significant dlip in the NMCI implementation schedule as well as the events and activities
required to exit from the Strategic Pause, including the operational evaluation and
updated Business Case Analysis’ (see Appendix A, Part G). Given this new information,
WEells concluded that if the Navy followed the guidance of Congress and OMB, the
operational evaluation “will occur in October/November of 2002 rather than in
October/November 2001 as previously planned.” In response to the Secretary’s memo,
CAPT Chris Christopher, a senior official in the NMCI Program Office, stated that the
schedule will only dlide if Congress rejects the Navy’s request to test the system under
“commercial best practices’ (Bohmfalk, 9 Jul 01). Christopher stated that the leaders in

the NMCI Program Office preferred to execute an evaluation plan that was less extensive
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than the arduous testing and evaluation process that most military systems were required
to endure. In early September, DoD officials signed an agreement that reflected a step
closer to a compromise between the disputed testing methods (see Appendix A, Part H).
The agreement also listed criteria for the ordering of additional seats (listed in Figure 5),
and it stated that the NMCI was expected to undergo its operational evaluation
(OPEVAL) in June 2002.

MMCI Seat Delivery Milestones

1} Mo more than 60,000 NMCI seats shall be ordered until the
senior level review decision at the end of CT&E 3, based on the
assessment of results,

23 Based on a successful review of the test results above, the DoM
will be allowed to order an additional 100,000 seats {bringing the
total to 160,000%,

3} Based on a successful review of the performance results fram
SLA testing on the first 20,000 seats, the DoM will be allowed to
order an additional 150,000 seats (bringing the total to 310,000,

Mote that authorization to "order" seats does not give authorization
to "cutover" seats. Mo more than 60,000 seats (i.e. 15% of the
workstations) can be cutover until the Dol CIO certifies NMCI's
compliance with law,

Figure5. NMCI Seat Delivery Milestones (After: OSD Memo)

In the June 29 memo, Secretary Wells also expressed his concerns regarding the
use of DISN. Wells explained that the Navy was not living up to their promise to
prioritize the use of the already existing DISA controlled network:

Finally, I don't want to lose sight of the Defense Information System
Network’s (DISN) use in NMCI. The August 17, 2000 Memorandum of
Agreement (MOA) requires that DISA have “the first opportunity to
satisfy all wide area network (WAN) requirements...” The MOA further
states that only in instances where DISA is not able to meet the service
requirements, “commercial augmentation is allowed.” By all appearances,
augmentation has taken on the scope of an entire data services network.
(see Appendix A, Part G)
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CAPT Christopher would later reply that the Navy was “committed to using the DISN
wherever it allows the vendor to meet his [service level agreements],” but he also pointed
out that the Navy could not require EDS to use DISN. Christopher claimed that if EDS
determines that the use of DISN will increase costs or raise the level of risk, they have the

option of using a different data carrier. (Bohmfalk, 9 Jul 01)

Similar to the years before, Congress was ready to pass legislation to show its
displeasure with the NMCI initiative. The House of Representatives version of the
FY 02 Authorization Bill once again put into question the future of the embattled intranet
program. In early August, the House Armed Services Committee recommended cutting
NMCI by $120 million in FY02 as well as removing the Marine Corps as a potential
NMCI customer. A press release outlined the committee' s concerns:

Due to the lengthy program delays and significant questions about the

Navy's funding and budgetary strategy for NMCI, the committee

recommends releasing the Marine Corps from the program, excluding

aviation depots and naval shipyards, and authorizing $527 million ($120
million less than the President’ s request) for NMCI. (Bohmfalk, 6 Aug 01)

Concerned that the Marine Corps would not receive a much needed IT replenishment
promised by the delivery of NMCI, General Jones, the Marine Commandant, wrote a
letter to the Armed Services Committee Chairman and other Congressional leaders (see
Appendix B, Part E). In his letter to Congressman Robert Stump, General Jones
expressed the Marines commitment to NMCI, and he stated that “[a]ny exclusion of the
Marine Corps from NMCI would exacerbate the degraded condition of our information
technology infrastructure that has not been modernized for almost two years awaiting
NMCI."

3. The Navy Shows Some Progress

On September 7, 2001, an enlisted Sailor stationed at NAF Washington, D.C.,
became the first person to log onto the NMCI network. After logging on, Petty Officer
lan Gehrmann sent an email to “Navy Secretary Gordon England and other senior
officials, informing them that NMCI was working and had been launched at the air
facility” (Bohmfalk, 17 Sep 01). EDS had planned to cut over 600 seats at NAF
Washington within the following three weeks, but the terrorist attack on the Pentagon

temporarily diverted the attention of EDS contactors. A senior official in the NMCI
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Program Office recalled that even though thirty Navy computer servers and key IT
infrastructure were destroyed in the attack, EDS was able to establish a command center
within four days and restore network connectivity to 700 affected Navy personnel within

eight days.

In the wake of the terrorist attacks that occurred on 9/11 and on the eve of the
United States' initial response in Afghanistan, Secretary Gordon England, Richard
Danzig's successor, released the second ALNAV pertaining to NMCI’ s implementation
process. The subject of the October 5, 2001 message was “Navy and Marine Corps
Intranet: Future of our Naval Forces’ (see Appendix C, Part D). In the message,
Secretary England explained that he wanted to reinforce and update the policies stated by
Secretary Danzig:

| want to reiterate to each person how important our Navy Marine Corps

Intranet (NMCI) initiative is to the future of our Navy and Marine Corps,

and what we have discovered on our ongoing implementation of NMCI.

NMCI is the foundation program to provide the Navy and the Marine

Corps a secure, interoperable, and user friendly “information

superhighway.” It isthe right thing to do — and we are proceeding to make
it aredity.

The Secretary listed the many expected benefits of the NMCI, but he also warned that
those benefits would only be realized if individuals embraced the Navy’s * commitment to
change.” Secretary England asked all Sailors and Marines to fully support the NMCI

initiative and to “be aleader” during the implementation process.

In the fall of 2001, the Navy reported that SPAWAR’s “red team” (a group of
hackers that tests Navy networks for vulnerabilities) was having more trouble breaking
into the NMCI than the Navy’'s legacy networks. (Bohmfalk and Castelli, 19 Nov 01)
Since one of the selling points of NMCI was increased network security, the news that
came out of SPAWAR was a welcomed change from the media reports of lengthy delays
and constant Congressional criticism. The Navy attributed the increase in security to the
centralized nature of the NMCI infrastructure, which lowers the number of potential entry

points for would-be attackers to exploit.
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4, Congress Makes M ore Demands

As of the end of October 2001, the House's version of the FY 02 Authorization
Bill called for a $120 million cut in the NMCI program, and the Senate's version
proposed a $59 million decrease. Conferees worked for the next two months to find a
compromise between the House and Senate Armed Services Committees proposals, and
the final decision would grant the Navy a partial victory. The biggest win for the DoN
was that Congress had abandoned the idea of prohibiting the Marine Corps from
participating in the NMCI program. Although Congress also decided not to cut any
requested funding, they did choose to add more conditions to the NMCI implementation
process:

. The Secretary of the Navy is directed to “conduct a study comparing
different solutions to managing an information technology network and to
provide recommendations on how a service or agency might implement
those solutions, including any lessonsto be learned from the NMCI effort”

. The Information Strike Force “may take over no more than half of the
150,000 workstations that can be ordered in the third NMCI increment
until al the implemented seats at the Naval Air Systems Command’'s
headquarters are meeting service-level agreements”

. The General Accounting Office will study the “impact of NMCI
implementation on the rate structure of naval shipyards and depots’

. The Secretary of the Navy will name a single person “whose sole
responsibility will be to direct and oversee the NMCI program” (Plummer,
20 Dec 01)

When Gordon England became the Secretary of the Navy, he recognized the need for a
single NMCI program manager even before it became congressionaly mandated. The
problem was finding a two-star Admiral that was available for the job. On February 11,
2002, the Navy named Rear Admiral Charles Munns, a career submariner, to head the
NMCI Directors Office and a Marine Corps Colonel, Robert Logan, to be the Admiral’s
deputy. (Bohmfalk, 11 Feb 02) Before the Navy created the Director of NMCI position,
there was not a distinct person with military authority who oversaw the operation of the
NMCI program; Joe Cipriano was the PEO-IT, and he was technically in charge of
NMCI, but because of his civilian status, many felt that he lacked some influence and

power over operational commanders.
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F. NMCI BEGINSTHE NEXT PHASE OF IMPLEMENTATION

1 Testing and Evaluation

Contractor Test and Evaluation (CT&E) for NMCI consisted of three phases
(called CT&E 1, CT&E 2, and CT&E 3). Each phase had a separate focus (see Figure 6).

MMCI CT&E Testing Approach

CT&E 1 (PHASE 1)

Ohjective: Test network infrastructure robustness and stahility.
Testing Types: Unit Testing, Certification Testing (IT), Certification
Testing (Facilities), Hardware Component Testing, Integration Testing,
Regression Testing, Facilities Systems Testing, Performance Testing.

CT&E 2 {Phase 2)

Ohjective: Verify system-wide connectivity to end user,

Testing Types: Site Testing, Help Desk Testing, EMS Testing, Process
Testing, Asset Management Testing, Legacy Application Testing,
Security Testing.

CT&E 3 {Phase 3)

Objective: Simulate representative operation with real-world users,
Testing Types: COI Compliance Testing, End-User Testing, SLA
Testing, Interoperahility Testing.

Figure6. Phasesof CT&E (After: NMCI Senior Level Review PPT, 17-19)

Before the OPEV AL could begin, the first three NMCI sites that received NMCI needed
to pass each CT&E phase. As of February 2002, only one site had finished the CT& E
process (NAF Washington D.C.) with only about 1200 seats cutover Navy wide.
(Bohmfalk, 25 Feb 02) In April, Admiral Munns reported that CT&E testing was
“halfway” done. (Woods, 8 Apr 02)

The Navy was also still waiting for testing to be completed at NAS Lemoore and
at NAVAIR HQ so they could seek permission from OSD to order 100,000 more seats.
On May 3, OSD granted this approval (the official memo was signed on May 7), and a
total of 160,000 seats were authorized to be installed in the NMCI program (see
Appendix A, Part 1). Reacting to this “significant milestone,” Admira Munns
commented that NMCI implementation would now become more aggressive and that the
Navy was shifting from a “pilot phase to a roll-out phase” (Stevens, 6 May 02). Up to

that point, 4,000 seats had been cutover across the initial delivery locations, and 20,000
37



more were expected to join that number by the end of July. After these seats were
installed, a customer usability test was planned to begin, upon which successful
completion would allow an additional 150,000 seats to be ordered. Once the
implementation process was in full swing, NMCI officials hoped to deliver as many as
30,000 seats per month. (Plummer, 9 May 02)

2. The House of Reactsto NM ClI’s Problematic Delivery

On June 27, 2002, the House of Representatives passed the FY 03 Appropriations
Bill that once again sought to limit NMCI’s funding and pace of delivery. The “Report
of the Committee on Appropriations’ explained the rationale that was partly behind
Congress’ unrelenting censure against the NMCI program:

Unfortunately, while significant progress has been made in establishing

the beginnings of the network, the initial rollout has demonstrated not only

the magnitude of this undertaking, but the previously unforeseen

challenges it presents. The Committee has heard repeatedly from the

Navy, the contractor, and the claimants that failure to identify the

existence of tens of thousands of legacy applications, and how or whether

they could operate on the network, has severely inhibited transitioning.

(HR Report 107-532)
The report stated that the complication of transitioning these legacy applications has
created a choice between two unacceptable courses of action: either the application must
be “made secure in order to be accommodated on the NMCI,” or the application must be
used “on a terminal outside of NMCI.” The report provided an example of how the
second of these options has “significantly impacted operations:”

At one test center the dependence on legacy applications which are not

currently on NMCI is so fundamental that more than fifty percent of the

workstations require more than one computer--an NMCI terminal and a

legacy terminal. It is evident at the test site that seats have not been “ cut

over” but merely cut in half. While this problem exists, the Navy has

proceeded with additional seat orders for additional locations, creating the

potential for this crisisto grow exponentially. (HR Report 107-532)
For the reasons listed above, the House Appropriations Bill stipulated that the Navy could
not order any additional seats beyond the 160,000 already authorized until the following
criteriawere met:

° The OPEV AL is conducted once there has been a full transition of not less
than 20,000 workstations to NMCI
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. The network must be robust enough to perform adequate testing (HR
Report 107-532)

Even though Congress elected to slow down NMCI’ s implementation process, they also
acknowledged that EDS would need more time to fulfill their contractual obligations; this
concern was mitigated in the report when it was revealed that “authorization has been
proposed in other legislation to extend the contract for NMCI with the contractor an
additional two years to address delays in transitioning seats to the NMCI environment”
(HR Report 107-532).

Despite the news that the House of Representatives was pushing for a more
deliberate rollout pace, the Navy continued to pursue its NMCI program goals. In early
August 2002, the number of activated NMCI seats had reached 20,000. This milestone
allowed the Navy to begin a thirty-day testing period that evaluated the usability of the
intranet by testing NMCI’'s ability to achieve contractual service level agreements
(SLAS). SLAs represent a concept that was borrowed from private industry; they are a
group of metrics (also known as Measures of Effectiveness (MOES)) that are used by a
customer to evaluate network performance. The original NMCI contract outlined 44
SLAs (shown in Figure 7) with 192 Performance Categories (PCs). PCs are subsets of
SLAs that identify specific performance characteristics that must be met by the contractor

to avoid payment penalties.
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Service Level Performance Guarantees
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Figure7. NMCI Service Level Agreements (From: NMCI Update Briefing PPT, 11)

3. The Contract Extension

On October 30, 2002, the Navy awarded EDS a two-year contract extension worth
$1.9 billion. The new contract consisted of seven base years with a three-year option
plan (see Figure 8). The Navy determined that the extension was necessary since the
original contract minimums were based on an earlier projected contract award date and
did not reflect the numerous implementation obstacles that NMCI ultimately faced.
According to EDS, the lengthy delays caused by the legacy application problem and the
slower-than-planned seat delivery rate greatly affected its NMCI business model. EDS
initial profit outlook was based on the expected seat rollout rate illustrated in Figure 9.
EDS planned to invest heavily at the beginning of the program with the intent to recover
any losses during the latter years when the capital costs were minimal. EDS claimed that
because seat delivery did not occur at the expected rate, they were unable to take
advantage of the NMCI contract’s “full performance” incentives, which increased the
amount the Navy pays for an operational seat from 85% to 100% of the listed price when
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al SLAs were met. The Navy used Net Present Value (NPV) calculations and a new
conservative cutover rate to determine that a 24-month extension worth approximately $2

billion would return EDS' projected revenue stream closer to originally estimated levels.

NMCI Contract Minimums after Extension

Program Year Minimum

PY01 $ 90,000,000

PY02 $ 200,000,000

PY03 $ 800,000,000

PY04  $1,250,000,000

PY0O5  $1,350,000,000

PY0O6  $1,155,000,000

PY0O7  $1,155,000,000

TOTAL BASE $6,000,000,000
PY08 Option $ 939,675,867

PY09 Option $ 939,675,867

PY10 Option $ 939,675,867
TOTAL OPTION $2,819,027,601
TOTAL CONTRACT $8,819,027,601

Figure8. New NMCI Minimums (From: NMCI Budget and Finance 101 PPT, 3)

NMCI Seat Roll Out

O Original Expected RollOut
Il Current Expected Roll-Out

2001 2002 2003 2004 2005

Figure9. NMCI Seat Rollout Plan (From: NMCI Contract Extension Draft Point Paper,
2)
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4, Approval for Additional Seats

In early December of 2002, the Navy was waiting for approval to expand NMCI
on two separate fronts. 1) the authorization to exceed the 60,000 seat cutover limit, and 2)
the approval to order another 150,000 seats. The seat cutover limit of 60,000 (i.e., 15%
of the 400,000 total workstations the Navy originaly intended to install) could be
increased to 160,000 seats once John Stenbit, the DoD CIO, determined that the NMCI
network met the certification criteria set by law. In mid-December, Mr. Stenbit indicated
that the merits and functionality of the NMCI program had been independently verified
and that approval to cutover an additional 100,000 seats was forthcoming:

We believe that an acceptable testing process has been implemented and

the test results demonstrated that the NMCI project is sufficiently capable

of identifying issues and implementing appropriate mitigation activities,

corrective actions and program improvements as the program continues.
(Plummer, 19 Dec 02)

Stenbit added that “[w]hile some issues remain, the program is displaying the requisite
stability and positive test results to proceed beyond the limitation stipulated” (Plummer,
19 Dec 02). Mr. Stenbit signed a letter on January 2, 2003, certifying “that the results of
the operational test are acceptable” (see Appendix A, Part J).

The second issue of extending the authorization of the number of seats that the
Navy could order from 160,000 to 310,000 was dependent upon the SLA testing results.
(see Appendix A, Part H) SLA testing had been ongoing since August, but not enough of
the 20,000 seats under evaluation had been meeting the minimum service level
agreements to substantiate the decision to alow the program to advance to next
implementation milestone. However, in December of 2002, the NMCI began to meet the
applicable SLASs, and on January 17, Admiral Munns sent a memo to OSD (see Appendix
A, Part K) along with a CD-ROM that contained the testing reports. On February 4, OSD
officially expressed satisfaction with the SLA testing results, and the seat order
authorization was lifted by 150,000 (see Appendix A, Part L). Notification of the
approval was forwarded to Congress.

5. NMCI Faces another Budget Cut Request

In May of 2003, the House Armed Services Committee was once again looking to

reduce funding for the NMCI program. Citing the slow implementation rate as the
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primary concern, Congressman Jim Saxton recommended that $160 million be removed
from the NMCI budget in FY04; he reassured his colleagues that the money would be
replaced when the pace of seat delivery had increased. (Ma, 19 May 03) Those against
the reduction argued that the cut would only cause further delays with the implementation
process and would negatively impact the program as a whole. In aformal appeal dated
July 9, the DoD claimed that the cut would cause the Navy to choose between two
undesirable alternatives. either cancel the installation of an additional 40,000
workstations in FY 04, or stop some existing seat services in FY03 to keep the delivery
schedule intact. The appeal also indicated that the proposed NMCI cutback would violate
contract payment minimums to EDS, thereby opening the possibility for the contractor to
take legal action against the Navy. (Ma, 21 Jul 03)

6. EDS Faces L egal Questions

On July 7, 2003, a group of shareholders filed alawsuit against EDS accusing the
company’s prior CEO and CFO of engaging in questionable accounting practices that hid
multi-million dollar losses relating to the NMCI contract. The complaint stated that
“EDS improperly used percentage of completion accounting to inflate its revenues’
which ultimately caused “EDS securities to trade at artificially inflated levels’ (EDS
Shareholder Complaint, 1 and 4). The crux of the complaint was focused on the

accounting method that EDS used to recognize revenue:
Indeed, by June 2002, EDS had recorded revenue of approximately $1.6
billion on the NMCI Contract, representing that work was approximately
23% complete. In reality, as made clear in Congressional hearings held
that month, EDS had failed to meet the Navy’s criteria for acceptance for

even 5% of the workstations caled for under the contract. (EDS
Shareholder Complaint, 2)

To illustrate the negative effect of EDS leaders aleged actions, the shareholder
complaint cited a 50% decrease in stock vaue (from $36.46 to $17.20) when in
September of 2002, EDS announced that it expected to report a $300 million loss instead
of realizing the 4%—6% quarterly growth that was projected only one month earlier. The
ensuing plummet in shareholder wealth cost EDS investors $11.8 billion. (Verton, 7 Jul
03)
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In early March of 2004, EDS announced that the Securities and Exchange
Commission (SEC) had requested additional information concerning two NMCI related
tax write-offs. EDS claimed that these write-offs, which occurred in FY03 and totaled
$893 million, stemmed from the slower than expected NMCI rollout rate and were
considered unrecoverable. According to EDS, a portion of this reported loss was due to
the Navy’ s inefficient delivery plan, which had NMCI contractors installing workstations
concurrently in multiple geographical locations instead of concentrating on one area at a
time. For example, EDS would have preferred to rollout all of the NMCI seats in San
Diego at one time instead of rolling out seats a¢ NAS Coronado in one year, and then
delivering seats to MCAS Miramar the following year. The Navy and EDS drafted a new

implementation schedule to prevent future, unnecessary waste.

Despite EDS' legal and financial troubles, Robert Swan, the EDS CFO whose
tenure began in February of 2003, expressed optimism in the earning potential for the
NMCI deal. Although EDS had reported negative cash flows in years 2001 thru 2004
and had reported approximately $1 billion in losses (with respect to the NMCI contract),
Swan projected that the company would eventually profit from the program and
experience positive cash flows beginning in 2005. (Ma, 22 Mar 04)

7. Virusesand Worms Test NM Cl

Although the NMCI administrators were prepared to fend off the Blaster worm
that spread through the Internet in August of 2003, they did not anticipate the infiltration
of the Welchiaworm, a program that was designed to seek out and fix a vulnerability that
was being exploited by the Blaster worm. The Welchia worm was not meant to inflict
damage; however, it did affect network connectivity since its search for the Blaster worm
flooded transmission lines. Press releases claimed that the NMCI network continued to
operate during the attack, with some users experiencing the negative effects that ranged
from slow service to no service at all. At the end of August, the Navy reported that
although the Welchia worm had accessed 75 percent of NMCI’ s workstations, 95 percent
of the affected computers were clear. (Ma, 25 Aug 03) Although the Navy performed an
investigation into the incident, the fina report was classified and is not available for

public viewing.



On January 26, 2004, the Mydoom (also called Novarg) virus began spreading via
an email attachment. This virus was designed to launch denial-of-service attacks against
specific web servers. While an estimated 500,000 to 1,000,000 computers were infected
globally, the NMCI network successfully blocked the malicious attachment. (Brown, 9
Feb 04)

8. The OPEVAL

In an OSD memo dated October 23, 2003, John Stenbit authorized the Navy to
order an additional 35,000 seats, putting the total at 345,000 (see Appendix A, Part M).
This amount represented the final increment in the original seat authorization (note that in
April of 2004, the Navy requested authorization for an additional 110,000 seats to bring
the total to 455,000 seats, see Appendix A, Part N). Four days after the last seat
authorization, the long awaited NMCI OPEVAL began. The OPEVAL was conducted on
20,000 workstations (this number was determined to be a representative sample of the
network), and it lasted until December 15. The NMCI Program Office had conducted its
own technical review on the network from June to September in preparation for the
evauation, and during that test, no mgor discrepancies were noted; therefore, NMCI
officials stated that they were fairly confident that the network would perform at a
satisfactory level. The specifics of the final OPEVAL report (finished in May 2004)
were classified Secret, but in early 2004 CAPT Christopher remarked that “some initial
feedback suggests that the OPEVAL did not differ much from the previous technical
review,” and he stated that some problems were reveaed, but that none were “show
stoppers’ (Ma, 12 Jan 04).

0. The2004 IT Industry Symposium

In 2004, the PEO-IT sponsored an IT Industry Symposium that was held in New
Orleans June 20 to June 23. According to a website that was set up to provide
information about the event, the purpose of the symposium was to “foster a continuing
dialogue among the IT Industry, the Department of the Navy (DON), and the NMCI
prime contractor EDS to help reshape the Navy and Marine Corps IT marketplace in the
Age of NMCI” (www.nmcisymposium.com, accessed November 2005). The symposium
offered the leaders and implementers of NMCI an opportunity to discuss the program’s

current challenges and future expectations.
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The keynote speaker of the symposium was Navy Secretary England. England

agreed to speak at the symposium because he wanted to explain why he thought the

NMCI program was crucial to the Navy:

In case you are wondering what the Secretary of the Navy is going to tell a
group of NMCI industry and military leaders, it is this: | am here today

because... quite simply... | believe in and support this program. |
wouldn’'t be here if | didn’t. Although | wasn’t the one who initiated
NMCI... | have made every effort to make sure it survives and thrives

under my tenure. It istoo important not to. (England Speech, 22 Jun 04)

Secretary England continued by sharing some NMCI facts and statistics with the

symposium audience: “You've likely already heard plenty of numbers this week but here

are the numbers that are important to me:”

NMCI is now the largest single network in the world... by the way... the
second largest is IBM (319,000 users)... the third largest is the UK
government (100,000 users; outsourced), and the next largest is General
Motors (80,000 users; also EDS).

It serves 360,000 users on line. In fact, only the Internet itself has more
users than NMCI.

90% of the Department’s shore IT isbeing run by EDS and over 55% of it
has been cut over to the end state.

It has on-line 4 Network Operation Centers (NOCs), 27 unclassified server
farms, and 6 classified server farms — all designed to keep us operating
through fires, floods, blackouts, hurricanes and unplanned deployments.

Over 300 military and professional certifications have been achieved by
our NOC-assigned sailors, including our first three Navy Microsoft
Certified Systems Engineers (MCSE).

The NMCI effort has focused us on our applications and pushed us to a
much needed reduction of applications — a 90% reduction. (England
Speech, 22 Jun 04)

England also stated that the NMCI program has allowed the Navy to manage the real
costs of IT services better and it forced the Department to comply with DITSCAP

procedures to ensure that applications used within the intranet were secure. Secretary
England ended his speech by predicting that “NMCI will be a success for both EDS and
for the Department of the Navy” (England Speech, 22 Jun 04).

Before the 2004 IT Industry Symposium, the NMCI Program Office and PEO-IT
sponsored the NMCI Industry Symposium in 2003. In 2004 and 2005, the “NMCI”

46



acronym was dropped from the symposium title to put the focus on “enterprise IT,” but in
early 2006, the NMCI Program Office and EDS sponsored the 2006 Winter NMCI
Enterprise Conference, which put the emphasis back on NMCI.

10.  Admiral Godwin Takes Control

On August 6, 2004, the Navy announced that Rear Admiral James Godwin would
replace Admiral Munns as the Director of NMCI. RADM Munns, now authorized
promotion to the rank of Vice Admiral, was moving on from the NMCI program since he
had recently been selected to serve as Commander, Submarine Forces Atlantic
(SUBLANT). Admira Godwin was an F/A-18 pilot who transitioned to the Navy’'s
Acquisition Community in 1992. Godwin began his acquisitions career at NAVAIR as
the Lead Systems Engineer, and he eventually served as the F/A-18 Program Manager
and then as the Program Executive Officer for Tactica Aircraft (PEO (T)).
(www.nmci.navy.mil, accessed January 2006)

Admiral Godwin officially began his tenure as the Director of NMCI on
September 3, 2004. One of Godwin’s first duties was to supervise the final agreement of
the NMCI contract renegotiation regarding SLAs (reevaluation for scaling back SLAs
had begun earlier in May). (Ma, 6 Sep 04) In aletter sent to Secretary England in early
September that lamented his company’s losses, EDS CEO, Michael Jordan, asked the
Navy to execute the new SLA standards by the end of the month (see Appendix A, Part
0O). Jordan stated that SLAswere “EDS’ most visible public commitment and absolutely
vital to our future;” he was referring to the fact that EDS needed to meet minimum SLA
requirements to bill the Navy for 100% of an NMCI seat price (the Navy had only been
paying for 85% of the seat costs since NMCI’s inception). Jordan also suggested that
another benefit of instituting a new SLA plan would be the likely increase in customer
satisfaction rates, thereby making the company eligible for more incentive bonuses.
Once the NMCI program officials determined that no performance would be lost, they
agreed to reduce the number of SLAs from 44 to seven and the number of PCs from 192
to 27. The Navy claimed that the smaller number of metrics would not only be more
manageable from EDS standpoint, but also more representative of the end users

experience.
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Towards the end of Admiral Godwin'’s first month on the job, he received a memo
from OSD proclaimed that the NMCI program was “stable,” and that because “the Navy
has instituted effective internal management and oversight structures, and is steadily
progressing toward its goa of implementing the NMCI across the entire Department of
the Navy (DoN),” the NMCI program’s oversight would be transferred back to the Navy
(see Appendix A, Part P). This transfer of control was authorized under the following

conditions:

. The DoN shall provide quarterly assessments of NMCI status to OSD
beginning in November of 2004

. The DoN Chief Information Officer shall conduct a NMCI Post
Implementation Interview (PIR) within 60 days of completion of the
NMCI Enterprise Assessment (scheduled to occur at the end of FY 06)

o The DoN shall establish future NMCI seat requirements through the
Department’ s Planning, Programming, and Budgeting System

The decision to delegate oversight back to the Navy was largely based on a status report
that was submitted by the NMCI Director’s office on September 2. The memo aso
approved an earlier request to order an additional 110,000 seats, setting the total number
of authorized seats at 455,000.

11. TheNMCI Organizational Structure

The next priority on Admiral Godwin's agenda was to reduce redundancies by
combining the separate Navy and Marine Corps NMCI Program Managers into one PM
position, and he wanted to change NMCI’s hierarchy to better align it with the already
established Acquisition Community reporting structure.  When Admiral Munns took
control of NMCI, the position of “Director” was created for him because, according
government standards, he was not qualified to be named a Direct Reporting Program
Manager (DRPM). A DRPM reports directly to the ASN(RDA), similar to a PEO.
Godwin, on the other hand, was qualified to hold a DRPM hillet; therefore, in March
2005, Admiral Godwin’s title was officially changed from the Director of NMCI to the
DRPM NMCI (see Appendix A, Part Q).

In February of 2006, another organizational change was made that affected the
NMCI reporting structure. Admiral Godwin became the head of the newly formed
Program Executive Office for Enterprise Information Systems (PEO-EIS) (the PEO-EIS
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was created from the recently disestablished PEO-IT), and his former position of DRPM
NMCI was abolished. To see how the NMCI reporting structure evolved over NMCI’s

lifetime, see Figure 10.
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Organizational Structure

—
PEO= & DRPMs PECHT Director NMCI DRPRM NMCI PEC-EIS
NMCI Lifetime Organizational Chart {timeframes are approximate)
June 1988 2000 2001 2002 2003 2004 2005 2006

IEbr:crr:rary of the Navy

Hansior Johnson
{Acsing)

!

Assistant Secretary of the Navy (Research, Development, and Acquisition)

!

[FEoT Director NMCI |DRPI‘.|'I NMC! FEO-EIS

Richard Danzig | Gordon England

Gordon England

Danald Winter

Schneider

Lee Buchanan wheing)

John Young | Delores Etter

Joe Cipnano Adrmiral Munns | Adrmiral Godwin

Figure10. NMCI Evolving Organization Chart from June 1999 to June 2006

G. NMCI TODAY

1 Top Priorities

As of early 2006, the efforts of the NMCI program were divided into three
primary areas to address the management’s top priorities. These IPTs (commonly called
Business Areas in the commercial sector) were designed to focus on the more prevalent
and complex problems that plagued the program. The NMCI IPTs are expected to
increase efficiencies by facilitating the Navy/contractor relationship (each team was co-
led by a Navy Civilian appointee and an EDS employee), establishing a single POC for
the entire program and creating a team of individuals whose sole job was to ensure IPT
mission success. The three IPTs are Pre-Production & Deployment, Legacy
Environment, and Life Cycle System Management, and the information regarding the
mission and purpose of each of these IPTs explained below was primarily collected at the

2006 NMCI Winter Conference.
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a. Pre-Production and Deployment

At the start of 2006, only 58,000 NMCI seats remained undelivered. Most
of these seats were planned to be cut over in 2006, with the balance left to be rolled-out
in 2007 (see Figure 11 for the 2006 planned rollout schedule). Since seat delivery has
historically been the most visible aspect of NMCI’s implementation difficulties (recall
that the origina plan caled for a two-year rollout period), the Pre-Production and
Deployment IPT was formed to facilitate a smooth, fina rollout phase. In addition to
making process improvements and eliminating obstacles, the following mission
objectives for this IPT were outlined in a brief that was presented at the 2006 NMCI
Winter Conference:

. To provide the Navy and Marine Corps with a high quality, cost-
competitive personal computer solution

. To deliver a consistent, enterprise-wide solution

o To perform to schedule commitments between the contractor and
customer, utilizing standard repeatabl e processes

. To improve quality of first time seat deployment (Cox and Freed, 6)
As a means to accomplish this mission, the Pre-Production and Deployment team was
also chartered to identify risk, prioritize tasks, and enforce contractua obligations for
both the Navy and EDS.
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Figure1l. 2006 NMCI Seat Rollout (From: Pre-Production & Deployment IPT PPT, 14)

b. Legacy Environment

The Navy has long recognized that non-NMCI networks must be
shutdown before significant cost savings could be realized, so the Legacy IPT was
created to facilitate the steady decrease of legacy systems. As of January 9, 2006, the
number of legacy networks still active in the Navy totaled 1,087. There were also 19,951
legacy servers that needed to be either decommissioned or transitioned to the NMCI
network. The Legacy Environment IPT’s main purpose is to migrate the contents and
functionality of these networks and servers to NMCI. If this goa cannot be
accomplished, then the IPT’s aim is to either eliminate the legacy system or transfer its
responsibility to another entity. (Henderson, 4)

Another goal of the Legacy Environment IPT is to mitigate the negative
effects of the Navy’s ongoing application problem. At the beginning of 2006, the Navy
was running 11,094 applications on legacy networks and devices. Once a network is shut
down, the legacy applications that were running on it (unless a particular program passed
the certification and accreditation process) is no longer available for use. Because of this
eventuality, the Legacy Environment IPT also helps users find aternative solutions for
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their computing needs. The Navy-wide goal is to one day have an application inventory
of no more than 2,000 applications that operate on the NMCI network. (Henderson, 4)

C. Life Cycle System Management

The purpose of the Life Cycle System Management |PT isto continuously
enhance the quality of service for the end user by improving processes and examining
customer needs and to lower the overall cost associated with lifecycle issues. To
accomplish its goal of reducing cost, the Life Cycle System Management IPT members
are expected to identify unnecessary expenditures from excessive network assessment
(i.e., collecting data that is never analyzed or intended to be analyzed), and they also
determine “courses of action as it relates to the utilization and performance of the NMCI

network, applications, and associated systems’ to:

. Optimize existing resources and reduce support costs

. Predict IT performance and capacity requirements for user growth and
change

. Evaluate NMCI system architecture's performance and capacity for cost

savings and improved efficiencies (Datte and Kelly, 9)
The Life Cycle System Management IPT enhances the end user experience by ensuring
deployable seats are interoperable on diverse networks, making the seat ordering process
as simple as possible, improving post-cutover assistance, facilitating customer problem
resolution, and spearheading the Tech Refresh effort.

Recall that one of NMCI’'s selling points was the continuous technical
refresh of software and hardware for the purpose of keeping the Navy’s technology close
to industry standards, but although the first NMCI seats were delivered in 2001, Tech
Refresh did not start until recently, and the rate at which these seats are being replaced is
unexpectedly slow (e.g., the goal for 2006 is to refresh 10,000 seats). (Datte and Kelly,
15)

2. The Contract Decision

On March 24, 2006, the Navy announced that the decision was made to exercise
the three-year contract extension option with EDS. The Navy chose this option instead of
putting the entire NMCI contract up for bid, which was set to expire in September of
2007. Dr. Delores Etter, the new Assistant Secretary of the Navy for Research,

Development & Acquisition, made the decision with the aid of an independent
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assessment that was conducted by a private contractor and after she consulted with NMCI
Program Manager, the DoD, and numerous Congressional committees.

After studying the issue closely | agree with the NMCI Program Manager

that the decision to exercise the option early was in the best interests of the

Navy. NMCI has become avital part of our day-to-day naval operations

and | felt it critically important that we not lose connectivity for our users,

particularly at a critica time in the Global War on Terrorism. (Navy
Awards the Contract for NMCI Program, 24 Mar 06)

The contract extension is worth approximately $3.1 billion (subject to the availability of
funds), and it obligates the Navy to use EDS until September 30, 2010. According to a
source in the NMCI Program Office, the following key provisions were included in the
contract modification:

. Settlement of a $100 million lawsuit against the DoN

. Full and final release of all of EDS' claims up to March 24, 2006

. Improved end of contract transition planning
. Schedul e assurance improvements

. Program management reviews

. New legacy systems clauses

. New clauses related to contract minimums

. Technology refresh parameters
The legacy system clauses state that all legacy peripherals, servers, network connections
must be identified by May 24, 2006, and they must be registered and purchased by June
24, 2006; if alegacy system is not identified and registered, EDS can turn the system off.
The legacy system clauses were added so that EDS could begin to receive payment for
legacy system support (few people had anticipated that the Navy would still be operating
legacy systems six years after the NMCI contract was signed). The modification also
preserved the 15 percent seat price decrease (over the option period) that was established

in the base contract.

Regarding the decision to extend the contract, Admiral Godwin, the PEO-EIS,
stated that “[a]ffordability, performance, schedule and security are the reasons this is the
right choice to make” (Navy Awards the Contract for NMCI Program, 24 Mar 06).
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H. CONCLUSION

The purpose of this chapter was to introduce the reader to the NMCI program
from the viewpoint of strategic leaders and top-level managers. By illustrating the
program’s implementation problems and the turbulence that was encountered in the
Congressional approval process, this chapter showed how NMCI officials could easily
become distracted with outside threats. Although this chapter focused on the historical
events that surrounded the NMCI program, its main purpose was to lay the groundwork

for subsequent chapter discussions.

The next chapter gives an historical account of site-specific events at NAS
Lemoore and SPAWAR San Diego. This comparative case study will show the NMCI
program from the viewpoint of the local IT managers and the system’s end users at two
very different locations. The employees at one location were starving for an IT upgrade,
whereas the employees at the other had everything they needed. Ultimately, the
experiences that are described in Chapter 111 show how the NMCI program was managed
with regard to change.



1. IMPLEMENTATION AT THE SITE LEVEL

A. INTRODUCTION

Unlike the previous chapter that gave a historical perspective of NMCI from the
upper management and strategic level, this chapter gives the reader a sense of what was
happening in the “trenches” during NMCI’s implementation process (i.e., a the site
level). Thisisthe level that is often ignored during a transformation process because top
leaders are usually focused on the “big picture” impact of their decisions. In the case of
the Navy, leaders were too engulfed with dealing with the resistance from Congress (and
other government agencies) to notice the opposition that was growing within their own
organization. This chapter will establish the primary reasons for user resistance to NMCI
and how this resistance has evolved over the past five years. This chapter highlights
some of the more serious problems that officials encountered during NMCI’ s rollout, and

what leaders or contractors did to mitigate or fix them.

This chapter is divided into two major sections. Each section details the activities
and events that occurred during NMCI’s rollout at a specific location. The first section
covers NAS Lemoore, the Navy's west coast Master Jet Base, and the second section
describes the NMCI installation process at a SPAWAR site located in Point Loma, a
suburb of San Diego, California. The goal of this chapter is to compare and contrast the
implementation process at each one of these locations with regard to acceptance,
attitudes, behavior, and leadership.

These two sites were selected because they were both at opposite ends of the
spectrum regarding pre-NMCI computing and networking capability. NAS Lemoore was
considered a“ have-not” location, and SPAWAR was considered a*“have.” Commands or
bases that were “have-nots’ usually had an older IT infrastructure that consisted of
antiquated servers and computers, and the “haves’ of the Navy frequently prioritized the
functionality of their information systems. “Have-not” commands did not have the IT
budget that was required to purchase high performance equipment or high-speed Internet

connection services, whereas the Navy’s “haves’ were able to regularly purchase new
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technologies and build robust computer networks, and they also enjoyed superior LAN
performance as well as good connectivity to the Internet.

B. NASLEMOORE

1 Site Overview

NAS Lemoore is located approximately thirty miles south of Fresno, California.
Once a WWII Army Air Corps training site, the Navy formally established a Naval Air
Station at Lemoore on July 8, 1961. Through the years, NAS Lemoore has been the
home of the A-4 Skyhawk, the A-7 Corsair, the F/A-18 Hornet, and most recently, the
F/A-18 Super Hornet. Today, NAS Lemoore is the home base of approximately twenty
F/A-18 squadrons. With the exception of the two Fleet Refresher Squadrons (training
squadrons that are considerably larger), each squadron is assigned twelve aircraft and
approximately 150 to 200 personnel. In addition to the Hornet squadrons, NAS Lemoore
also hosts severa tenant activities. Most of these tenant activities are physically
separated from the airfield by a five-mile strip of road. This road divides the base into
two sections that are commonly referred to as “main side” and “ops side” respectively
(see Figure 12).

2. The Stateof IT before NMCl

Before NMCI, the average squadron had fifty-six desktop computers, with the
lowest number around twenty and the highest approaching eighty.  Although
COMPACFLT (Commander, Pacific Fleet) entered a Dell lease contract that brought 500
computers to Lemoore for distribution among the airwings, the PCs that were found in
use at the squadrons during the NMCI rollout ranged from Pentium Ils to Pentium 1Vs,
with the oldest computers nearing the age of eight years. The networks that connected
these computers also varied in robustness and capability. The major differences between
squadron networks was normally a combination of the ambitions and expertise of the
enlisted IT personnel attached to that unit and the amount of funding that the
Commanding Officer approved for IT related purchases.
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Figure12. NASLemoore Satellite View. (After: Google Maps)

3. Getting Ready for NM Cl
a. Preparing the Infrastructure
Before EDS installed new communications lines, they had the opportunity
to examine and reuse all or part of the base’'s existing infrastructure. Because NAS
Lemoore was a “have-not” site, most of the network cabling consisted of Thicknet (an
outdated, thick coaxial Ethernet medium rated at 10 Mbps). The only building that met
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contemporary wiring standards was a hanger that had had begun the Base Level
Information Infrastructure (BLII) installation process. Other than this hangar and a small
amount of fiber and Category 5 cabling, the network infrastructure had to be built from
scratch. (Note that the BLII program, which still exists overseas, was halted at NAS
Lemoore in 2000 after the NMCI contract was signed).

NAS Lemoore was scheduled to receive 3,500 seats, with each squadron
authorized 100 NMCI workstations (ten classified and ninety unclassified); therefore, a
large amount of structural work needed to be done before the actual rollout process could
begin. After EDS and its industry partners determined what part of the existing
infrastructure could be reused, construction teams began the job of la