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ABSTRACT

Wireless sensor network (WSN) is a promising new technology. It could be a way
to achieve ubiquitous computing and embedded Internet. WSNs are an efficient solution
for applications that involve deep monitoring of a deployment environment. The
objective of this thesis is to explore the use of WSNs for object tracking and motion
estimation. It introduces the WSN technology, their theoretical characteristics, system
constraints, WSN architectures, deployment topologies and standards. The object-
tracking system that this thesis introduces, demonstrates a real-world application that uses
a WSN to track objects and communicate their information. It is an event-driven
application implemented in Java, built on top of the Crossbow MSP 410 wireless sensor
system. The algorithm process the data returned from the WSN detection signals and
tracks the object’s motion. Deployment scenarios are proposed that demonstrate suitable
node topologies for the system. The evaluation of the object-tracking system is

performed by conducting a number of indoor and outdoor experiments.
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l. INTRODUCTION

A. BACKGROUND

Although the concept of wireless ad-hoc networks and infrastructureless
communication has been researched for more than three decades, its subcategory,
wireless sensor networks, is brand new. While still young, wireless sensor networks and

their applications have attracted the interest of the research and industrial communities.

Wireless sensor networks are the realization of embedded networks, in which
networks of interconnected devices are set into larger systems and environments. They
behave as instruments capable of covering large areas providing detailed information.
The sensor networks are a new aspect in the IT field and a great research area for the
computer scientists, involving systems design, networking issues, programming models,

distributed algorithms, data management, and security (Culler & Hong, 2004).

Sensor networks provide the ability to accurately observe and interact with
systems and phenomena in “real time”. They aim to be part of a range of applications that
includes environment observation, security enforcement, monitoring and management of
machinery, and package and container protection. In addition, sensor networks may have

an indoor use as control system for temperature and lights (Culler & Hong, 2004).

To work as an embedded network the sensor devices must be small, and
preferably battery-powered, be capable of working for a long period of time, and be
expendable as well. Moreover, because a sensor network can contain thousands of
devices, they must be cost-effective to develop, deploy, program, use, and maintain.
Thus, sensor networks could present a significant challenge for study and
experimentation (Culler & Hong, 2004).

B. OBJECTIVES

In the last two to three years a number of theoretical and/or simulation studies
were done on the topic of object-tracking. While these studies are useful, they are too
general and provide little guidance for the actual deployment of sensor networks for real-

life location-tracking of an enemy.



This thesis focuses on developing an object-tracking application and prescribes
sensor network configurations that work well with our algorithms. We implement our
software using Crossbow hardware technology. The major issues addressed in this project
are the evaluation and efficient use of a wireless sensor network product with no changes,
in a real-world application, and efficient ways to algorithmically analyze the collected

raw data from the specific wireless sensor networks product.

Although the focus is the development of a real-world application using wireless
sensor networks, it also provides be a great opportunity to explore the new area of
wireless communication overall.

C. RESEARCH QUESTIONS
Our primary target is an exploration and study of the field of sensor networks.

The study addresses the following questions.
What is a sensor network?
What requirements do sensor networks address?
What are their main ideas and concepts?
What are the applications of sensor networks?
What are the associated technologies?
What are the standards that sensor networks use?

What are the existing hardware implementations that use this particular

technology?

What are the current software solutions that facilitate sensor networks

implementations?
How can we build new applications using sensor networks systems?

What do sensor network systems require for general or specific

applications?



Are they applicable? And what is the appropriate design for sensor
network implementations in order to combine them with other existing

systems?

At this point we describe and evaluate the specific object-tracking application to
be built.
D. SCOPE

The study area of the thesis is an overview of the wireless sensor-network
technology, an evaluation of a specific wireless sensor network product, and an
implementation of an object-tracking application. Thus the study is divided into two
parts. Part one is an overview of wireless sensor networks . it includes an evaluation of
the product and an assessment of a specific sensor network system; general
characteristics. The second part is based on the evaluation results; it describes the
implementation of the object-tracking algorithm. The object-tracking application receives
and uses the raw values returned by the sensor network system to produce clear and
meaningful outputs. The outputs are then easily intergraded into a larger application, or
are used independently as the output of a specific isolated application.
E. METHODOLOGY

The object-tracking application is based on an existing Crossbow wireless sensor
network product without making any additional internal changes. All the data evaluation
filtering and algorithmic manipulation takes place in the base station (PC) where the
network’s data finally arrives. This choice supports the developer’s intention to deploy an
application by using a specific product with a minimum amount of changes. The
application deployment includes the design and the implementation parts. The design
stage is an iterative process and as the most critical stage requires theoretical knowledge
of wireless sensor network technology. In addition, it requires sufficient knowledge of the
abilities and specifications of the wireless sensor network product that it uses. The
implementation part, although it may seem straightforward, has some programming
difficulties. The Java program, which is our programming language choice, must
implement precisely the algorithmic part of the design. Finally, the evaluation of the

Crossbow product and the object-tracking application phases includes indoor and outdoor
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experiments under different conditions and scenarios and by using different objects
(human, car, etc.).
F. THESIS ORGANIZATION

Chapter Il provides an overview of the wireless technology, describes the
concepts of wireless ad-hoc mesh networks, and introduces the new area of wireless
sensor networks. It describes possible wireless sensor network applications and related
architecture and networking issues, and also introduces the sensor networks’ constraints
and concerns. Finally, it apposes current related industry standards to this wireless
technology.

Chapter 111 describes the software and hardware components related to the object-
tracking application. It begins with Crossbow wireless sensor network products and
continues with the software solutions that the company provides. The final part of the
chapter contains a short description of the TSSRv3 system. This system is heavily used
during the object-tracking application implementation as an interconnecting system

which is fed with the object-tracking application’s outputs.

Chapter IV describes the object-tracking application, including the application’s
design considerations and the configuration issues. The chapter then describes the
algorithmic manipulation and the application outputs, based on the data returned from the
Crossbow wireless sensor network. Finally, it describes the programming implementation

of the above algorithm.

Chapter V includes our conclusions from the experimental results of the
Crossbows products and the object-tracking application and makes deployment
recommendations. Finally, chapter VI overview the entire study and makes

recommendations for future research.



Il.  WIRELESS SENSOR NETWORKS

A. INTRODUCTION TO WIRELESS SENSOR NETWORKS

1. Development of Wireless Networks

The wireless communication field has had a long history; development in the field
began years ago, at the beginning of the twentieth century. One of the first wireless
paradigms was the War Department Radio Net established by the U.S. Army Signal
Corps in 1921. By the end of 1933, this nationwide radiotelegraphic network could
manage more than a million words annually. Interestingly, many of the early Morse
wireless networks were the result of collaboration between the army and amateur civilian.
Although many of the stations were operated by volunteer amateurs, the Army-Amateur
Radio System (AARS), established in 1925, was a well organized system based within
the Army structure (Callaway, 2004).

Though the early wireless networks were simple, compared to the today’s, they
used many of the ideas still in use today and demonstrated similar implementation
difficulties. Most of the networks used the same tree-based structure as that of many
modern wireless networks. And even before World War | the amateur operators used the
ad-hoc network idea to overcome the transmission-range limitation when relaying their
messages. The operator’s availability restrictions, on the other hand, are an example of
the early wireless networks weaknesses analogous to the power-consumptions and
message-delay concerns of current systems. Medium Access Control (MAC) techniques
also evolved, which enable networks to avoid the hidden-terminal problem, by using
manual Request-To-Send/Clear-To-Send (RTS/CTS) messages. After World War 11, the
National Traffic System (NTS), as well, implemented standardized message format and

an early multicast message option (Callaway, 2004).

Those early paradigms of wireless communication networks demonstrated the
basic concepts and architectures of the later implementations. Limitations such as low
transmission power, data throughput, and manual station operation indicated concepts

similar to successor wireless ad-hoc mesh networks.



2. Ad-Hoc Networks: Introduction

While some of the concepts of ad-hoc networking are older, the first successful
wireless data-communication network that applied the concepts of a random-access
protocol and a medium access-control method was the ALOHA system. ALOHA is a
packet-based, single-hop, two-radio-frequency channels project designed by the
University of Hawaii to offer interactive data communication between the university and

the Hawaiian islands (Callaway, 2004).

ALOHA’s successor was the Packet Radio Network (PRNET) developed by the
U.S. Defense Advanced Project Agency (DARPA) to improve the ALOHA project. The
PRNET provides a multi-hop feature capable of supporting communication over a wide
geographical area. The system’s infrastructure includes mobile stations, mobile radio
repeaters, and wireless terminals (Karapetsas, 2005). The PRNET introduced many new
technologies and concepts for ad-hoc networks. First, it used direct-sequence spread-
spectrum transmission, supporting up to 138 network entities with high data rates.
Network management flow- and error-control were additional new elements also
introduced by the PRNET system. As were routing-table update solutions, initiated to

support point-to-point and broadcast routing (Callaway, 2004).

Although PRNET gave great actuation to the ad-hoc networks field, it was not
without flaws. Limitations such as the relatively small network size (138 nodes), the
nodes’ size and power characteristics, and security issues were not addressed until the
early 1980s with the development of the Survivable Radio Network (SURAN) (Callaway,
2004).

The decreasing cost of hardware and software, the heightening of computational
power, and the capabilities of small mobile devices, combined with the Internet explosion
in the early 1990s, triggered the research community’s interest in ad-hoc networks. The
systematic research in the ad-hoc area created a need for standardization in the protocols
and technology. In 1990, the Institute of Electrical and Electronic Engineers (IEEE)
established an 802.11 subcommittee for wireless local-area network (WLAN)

standardization. The 802.11 standard, released in 1997, supports ad-hoc peer-to-peer,



infrastructure based, with access points (AP) connectivity. As its channel method the
802.11 standard uses carrier sense multiple access, with collision avoidance (CSMA/CA).

In the context of the current technology, the IEEE 802.11 wireless LAN is a
common example, which many authors use to support the ad-hoc definition. Ad-hoc
networking is a subset of infrastructure-less communication. Stallings (2002) defines the
ad-hoc wireless LAN as “a peer-to-peer network (no centralized server) set up
temporarily to meet some immediate need,” and adds, “there is no infrastructure for an ad
hoc network. Rather, a peer collection of stations within range of each other may
dynamically configure themselves into a temporary network.” Peterson and Davie (2003)
define an ad-hoc mobile network as “a group of mobile nodes that form a network in the
absence of any fixed nodes.” Moreover, Kurose and Rose (2003) define the ad-hoc
concept through the IEEE 802.11 as a system in which “stations can also group
themselves to form an ad hoc network - a network with no central control and with no
connections to the “outside world.” Here, the network is formed *“on the fly”, simply
because there happen to be mobile devices that have found themselves in proximity to
each other, that have a need to communicate, and that find no preexisting network
infrastructure (for example, a preexisting 802.11 BSS with an AP) in their location.”
Figure 1 demonstrates an ad-hoc network based on the above definitions.

Figure 1. A simple ad-hoc network representation



3. Wireless Ad-Hoc Mesh Networks: Characteristics

A wireless ad-hoc mesh network can be considered as a subset in the ad-hoc
networks category. As a subset, it inherits the valuable characteristics of the ad-hoc
networks and optimizes their usage through a mesh topology. Thus, in general, a wireless
ad-hoc network is defined by its ad-hoc capabilities and by the characteristics of the mesh

topology that it uses.

The most important ad-hoc feature of a wireless ad-hoc mesh network is that it is
self-organizing. This concept refers first to nodes’ ability to identify their environment
by discovering adjacent nodes. Wikipedia (Wireless Mesh Network, 2005) explains that,
by using proper dynamic-routing protocols, the nodes update their routing tables and
determine the most advantageous paths for forwarding the information hop-by-hop to its
destination. The network formation is included in the system characteristics; it does not
require any kind of coordination or administration; the network is formed “on the fly”
(Kurose & Rose, 2004).

Feibel (1996) defines mesh topology as “a specific type of point-to-point
connection in which there are at least two direct paths to every node....A more restrictive
definition requires each node to be connected directly to every other node.” The mesh
network lacks a centralized base station; every node is free to communicate with any

other network’s node within its radio range. Figure 2 illustrates this layout.

A
v

Figure 2.  Mesh Topology
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Mesh topology consolidates the above ad-hoc characteristics. It adds a self-
healing feature, so the network, by supporting multiple connections for each node, is able
to work efficiently even if it looses some of the nodes. If a system has a node failure, the
node’s neighbors find another route to forward their data. Thus the network is more

reliable.

To summarize, wireless ad-hoc networks are self-organizing, self-healing, and
adaptive. Ohrtman and Roeder (2003) refer to a wireless mesh networks as “an exciting
new topology for creating low-cost, high-reliability wireless networks,” and continues,
“in a mesh network, each wireless node serves as both an AP and a wireless router,
creating multiple pathways for the wireless signal.” The redundant connections avoid the
single-point-of-failure phenomenon and increase the system’s robustness and reliability.
Moreover, the wireless ad-hoc networks can easily be expanded, providing rapid area
coverage. The mesh topology enables the related systems to support both fixed and
mobile nodes. Finally, increasing nodes density provides more available bandwidth and
increases the system’s stability (Wikipedia “Wireless Mesh Network” webpage, 2005).
Wireless ad-hoc mesh networks are a great step toward ubiquitous computing. The
wireless sensor networks that the following sections introduce use the wireless ad-hoc
mesh network concept, but their target seems to be mostly related to pervasive computing
(Callaway, 2004).

4, Wireless Sensor Networks: Overview

The progress in wireless communications, digital electronics, and micro systems
has enabled the development of small-size, low-cost, power-efficient multifunctional
sensors. Moore’s law predicts a great future for this technological field. In the future the
typical sensor nodes the size “of a 35 mm film canister” (Wikipedia, Wireless Sensor
Network Webpage, 2005), and their development cost will be drastically reduced,

generating an explosion in the wireless sensor network usage.

Wireless sensor networks (WSN) is a rich domain that involves both hardware
and system design. It consists of sensor devices that are “small in size and able to sense,

process data, and communicate with each other, typically over an RF (radio frequency)



channel” (Haenggi, 2005). Their purpose is to collect and process data from the
environment, produce a detection event and then forward the information to a specific

destination.

Wireless sensor networks are a specialization of the wireless ad-hoc mesh
networks. They inherit all the ad-hoc and mesh characteristics described above. They are
wireless self-organizing, self-healing, and adaptive networks. They contain a large
number of small, inexpensive, low-power nodes and use specialized communication
techniques and routing, like “an asymmetric many-to-one data flow” (Carle & Simplot-
Ryl, 2004) to communicate. Nodes’ characteristics (size, lifetime, computational power),
system’s architecture, and protocols enable WSN to be deeply embedded into the
environment. If these capabilities will be combined with the Internet, an “embedded
Internet” (Culler & Hong, 2004) will be produced. Zhao and Guibas (2004) accent that
“sensor networks extend the existing Internet deep into the physical environment. The
resulting network is orders of magnitude more expansive and dynamic than the current
TCP/IP network.” Figure 3 provides an illustration of a sensor network and Internet
integration. A complete WSN implementation is a “macroscopic view” (Carle & Simplot-
Ryl, 2004) of the environment, implementing pervasive computing, it “enable us to
observe and interact with physical phenomena in real time at a fidelity that was
previously unobtainable.” (Carle, & Simplot-Ryl, [2004]). WSN is a new, interesting, and
active research area; it introduces various challenges and concerns; the following section

highlights some of them.

Clisnt-brows:ng Storams

Figure 3.  Integration of a Wireless Sensor Network and the Internet (Zhao & Guibas, 2004).
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5. Wireless Sensor Network: Constraints and Challenges
Martin Haenggi (2004) specifies precisely the basic characteristics that the WSN

have, including the following:

Self-organizing capabilities

Short-range broadcast communication and multi-hop routing

Dense deployment and cooperative effort of sensor nodes

Frequently changing topology due to fading and node failures

Limitations in energy, transmitted power, memory, and computing power.

They also highlights that the WSN differ from the wireless ad-hoc mesh networks
in the latter three characteristics. Zhao and Guibas (2004) identify “limited hardware,”
“limited support for networking,” and “limited support for software development” as
general WSN design and implementation challenges. Wang, Hassanein, and Xu (2005)
add “data redundancy,” the diversity of the possible application, and security and privacy
concerns. Before some of the above concerns are analyzed further, we will discuss in the
following section the important WSN applications that set the requirements and drove a
WSN development.

B. WIRELESS SENSOR NETWORKS: APPLICATIONS AND
MOTIVATION

Implementations that use computers have existed for a long time, and computing
is already an integral part of our life, heavily used in many aspects of our civilization. In
addition to traditional systems, the sensor networks concept began to improve the
computer’s applicability. Sensor networks’ pervasive attributes make them adaptable to a
great range of applications. Their design supports high-level information-processing tasks
such as “detection, tracking, or classification” (Zhao & Guibas, 2004). Culler, Estin, and
Srivastava (2004) see a rough differentiation of sensor networks’ applications into three
monitoring categories related to space, things, and the interaction of things with each

other and their environment. The overview of possible applications for wireless sensor
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networks that follows is based on the Haenggi (2005), Callaway (2004), Culeer, Estin,
and Strivastava (2004), and Culler and Hong (2004).

1. Industrial Control and Monitoring

The deployment of wireless network sensors in the industrial control-and-
monitoring field seems very prominent. Normally, a factory has a control room to
monitor and control the state of the plant and the condition of the equipment. Specific
critical values, like temperature or pressure, are collected from the plant or the
equipment. The values describe the plant’s or the equipment’s condition, which is then
forwarded to the control room where it is evaluated. Traditionally, industrial control and
monitoring requires the deployment of a complex, expensive wired network. Sensor
networks can replace the wired network, providing reliable data transfer and reducing the

initial deployment and maintenance cost.

Lighting, ventilation and air-conditioning are other possible areas for wireless
sensors. WSN provide the flexibility to support dynamic changes in the environment.
This is also enhanced by the WSN programming feature, which offers secure and
balanced services (e.g., balanced heating and air conditioning). When used to control and
monitor complex equipment like robots, or other rotating and moving equipment, WSN
provide the necessary flexibility. Thus, the system’s reliability is increased, because
damage caused by the machinery’s movement is avoided. In addition, small-size sensing
nodes can be used where wired implementations are impossible.

2. Home Applications

Home automation is another large application area for wireless sensor networks.
The uses in the industrial applications field described above also apply to home
implmentations. Centralized control of home appliances has already been implemented
by using wired solutions or other wireless technology solutions. Their replacement by a
wireless sensor network provides a development and maintenance cost reduction, system
flexibility, and stretch ability. WSN also provides total, and secure control of the home
devices. Another area for the use of WSN that is relevant to home application is the toy
industry, a large market. The nature of wireless networks enable toys to behave in

complex and logical ways at a reasonable cost..
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3. Environmental and Agricultural Monitoring

Culeer, Estin, and Strivastava (2004) refer to the environmental monitoring of
WSN implementations as pioneers in this technology. Wireless networks can be used for
habitat monitoring and ecosystem measurements. Haenggi (2004) finds that seismic
activity, forest fire, floods and water quality also can be detected and localized by the use
of WSNs. Culler and Hong (2004) claim that the outdoor deployment, low power
operation, fault tolerance, data quality, and networking characteristics of WSNs are ideal
for environmental applications. Moreover, given those characteristics, WSNs can be used
for agricultural purposes. Better knowledge of the agricultural environment enables the
more precise control of fertilizers, water management cost reduction, quality
maximization and environment protection.

4. Military and Security Applications

As with almost any new technology military and security application are
recommended uses for wireless sensor networks. WSNs can assist or replace quards
around a building or camp perimeter. Target localization and identification is another
potential use, whereby friendly troops use WSNs to identify themselves (Callaway,
2004). Haenggi (2005) finds that such implementation can improve “military command,
control, communication and computing (C4)” schema. Additionally, he describes an
application for “surveillance and battle-space monitoring” in which the proper sensors are
deployed in the ground or are carried by unmanned vehicles to monitor opposing forces.
Haenggi (2005) mentions other potential uses in an “urban warfare” field: “to prevent
reoccupation” of buildings that have already been cleared; and for *“self-healing
minefields,” where, instead of a “static complex obstacle,” the WSNs provide “an
intelligent, dynamic obstacle that senses related positions and responds to an enemy
breaching attempt by physical reorganization.”

5. Asset Tracking

Among the potential uses of wireless sensor networks, asset tracking is also a
large area of interest for military and commercial application. Calllaway (2004) describes
a possible use: for tracking “shipping containers both in a port and on a ship. By placing
WSN nodes inside each container, it and its content become recognizable from a

distance. An exact knowledge of the container’s type and position can save handlers a
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great amount of time by preventing unnecessary errors. The WSNs provide a cost-
effective way to increase the “shipper’s productivity.”

6. Heath Monitoring

Haenggi (2005) identifies two different wireless sensor network medical
applications that are expected to rapidly increase. First, he mentions “medical sensing” in
which data such as “body temperature, blood pressure, and pulse,” collected from the
system, can be transmitted to a local or remote computer for health monitoring uses.
Additionally, WSNs can be used in the *“micro-surgery” field, where tiny medical
instruments are used to perform “ microscopic and minimal invasive surgery.”

7. Application Categories

The above applications show that, among the WSN applications, there are some
common features. Holger and Willig (2005) identify the existence of data “sources” and
“sinks” in most of the WSN applications in which the *“sources” are the nodes that sense
the data from the environment and the “sinks” are the nodes where the data arrived, like
gateways. The “sinks” can be WSN components or they can sit outside the system.
Holger and Willig (2005) place the applications based on the sources-and-sinks
interaction in four categories. The first category is “event detection,” is which the
sources, when they detect an event send messages to the sinks. An event could be a single
value, for example, an above threshold humidity, or a complicated type. Holger and
Willig’s second category is “periodic measurements,” in which the sources periodically
send messages to the sinks. The third category comprises “function approximation and
edge detection” in which the WSN system, based on specific finite values, approximates
an “unknown function.” The final category is “tracking” in which the event producer is
mobile, and thus a WSN is used to detect the object’s position and possibly its speed and

direction.

The preceding section included categories and possible implementations of
wireless sensor networks. According to Haenggi (2005), the opportunities for the WSNs
are “ubiquitous.” Zhao and Guibas (2004) find that “the main long-term will be the
increase in the number of sensors per application and the increase in the decentralization

of sensor control and processing.” However, the relevant constraints and challenges, that

14



are mentioned above will be further analyzed in the next sections. They must be
addressed for easier and faster deployment of the wireless sensor network applications.
C. POWER MANAGEMENT

Wang, Hassanein and Xu (2005) state that wireless sensor networks “outperform
conventional sensor systems, which use large, expensive macrosensors to be placed and
wired accurately to an end user.” Despite the fact that they are revolutionary, affecting a
great volume of applications, wireless networks have many constraints and challenges.
One constraint perhaps the most important, is the system’s limitation in its power supply
lifetime. Most WSN system applications include a requirement for a maximum possible
lifetime. In contrast, the core element of a sensor network is normally a battery powered
node. As a result, the power management in wireless sensor network is extremely

important.

Power management can be divided into two categories: the node’s level and
architecture and the topology system’s power management. The next sections discuss
those two approaches.

1. Node’s Power Management

A wireless sensor network, in general contains four components. First, the
microprocessor and memory unit is capable of performing the node’s processing and
logic tasks. Second, the sensor component is responsible for monitoring the environment.
Third is the communication element which supports data transmission and reception.
Finally, “a real-time micro-operating system controls and operates the sensing,
computing, and communication units through microdevices drivers and decides which

parts to turn off and on” (Wang, Hassanein, & Xu, 2005).

As Holger and Willig (2005) explain, the power management begin with the
proper design and selection of the above components: “design low-power chips is the
best starting point for an-energy-efficient sensor node.” Holger and Willig also say that,
in addition to the design optimization, careful control and operation of the nodes
improves the energy efficiency. Normally, depending on the system’s environment, the
nodes do not detect great or frequent changes; thus a wireless sensor node does not have

to operate continuously. The nodes’ “dynamic power optimization” is described by
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Wang, Hassanein, and Xu (2005) as a power management proposal. They note that the
WSNs’” workload is characterized by “burstiness.” As a result, some parts of the nodes
should switch to a lower power state between consecutive bursts. They identify the
possible power states that a node can have as the following: “transmitting, receiving,
ready, observing, standby, sleep, and off,” (Figure 4). To maintain the system’s
functionality, QoS, and balance between power conservation and latency, the proper
design and algorithms must be used. Additional power can be saved by varying the
system’s performance based on current needs. Wang, Hassanein, and Xu (2005) describe
this variability as the *“computational workload.” They conclude that, currently, the

workloads are “mostly nondeterministic” for producing an accurate model.

Figure 4.  State transition diagram of a sensor node (Wang, Hassanein & Xu, [2005])

2. System’s Power Management

Another alternative in the nodes’ power management is transmission power
optimization. It is included in the system’s power management because a transmission
power level adjustment affects many portions of a wireless sensor network system. The
nodes’ communication range, network topology and architecture, path selection, and
retransmission rate are some of the aspects that are affected by transmission power. A
power adjustment is restricted by propagation characteristics of the medium and by the
nodes’ limitations. The power level tuning can be made at the node level or at the system
level (Wang, Hassanein, & Xu, 2005).

Application requirements and topology management also have an impact on the
system’s power management. An application that requires dense deployment for better
area coverage and detection accuracy means that that node can reduce the transmission

power, because the distance to the next one is small enough. This deployment produces
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redundant data, however, that the system has to manage. In addition, the data must be
transferred from the nodes to the end point for further manipulation. A proper selection of
algorithms and communication protocols, like “rotate the node functionality periodically”
or “traffic distribution and system partitioning” (Wang, Hassanein, & Xu, 2005), helps to
maintain the energy balance among the nodes. For data processing to the nodes before its
transmission, “data aggregation” (Wang, Hassane