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ABSTRACT

Declining budgets and the reduction of workforce has caused many organizations
to perform additional job assignments with fewer personnel. These organizations
realized that in order to survive in a competitive market, scarce resources would provide
the most value if used to work on mission-essential tasks, while allowing the performance
of support functions by an outside source (called outsourcing). The Department of the
Navy (DoN) is one organization that has chosen to outsource many business areas, but
none bigger than the outsourcing of information technology (IT) to form the Navy
Marine Corps Intranet (NMCI)—the largest IT outsourcing contract to date.

While the DoN has faced many challenges since the onset of the NMCI
contracting agreement, this thesis focuses on the challenges faced by the Navy Reserve
with managing the Intranet’s user accounts. The research uses the principles of Business
Process Redesign (BPR) and Knowledge Management (KM) to determine the current
state (As-Is) and to recommend changes in the account management process.
Specifically, the Knowledge-Value Added (KVA) methodology was used to determine
the amount of knowledge quantitatively embedded in each sub-process for a relative
comparison of the value that the sub-processes provide to the overall process.
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GLOSSARY OF TERMS AND DEFINITIONS

Account — Capability to provide a person or function access to the NMCI Network and
services and is chargeable against the ledger.

Account ledger — Accounting system that provides the capability to track every individual
account status and corresponding digital identity.

Active Account — an account that has registered signs of activity and is also chargeable.

Active Directoryl — A central component of the Windows platform, Active Directory
directory service provides the means to manage the identities and relationships that make
up network environments. It is a centralized and standardized system that automates
network management of user data, security, and distributed resources, and enables
interoperation with other directories.

Chargeable Account — NMCI account that is actively used by individual or in a functional
role including e-mail and access to NMCI resources.

Claimant — a claimant denotes the next level of management below the Chief of Naval
Operations headquarters staff within the budget arena. In the Navy’s tradition of
relatively decentralized management, the major claimants are the focal point for
executing the Strategic Sourcing Program.

Contract Line Item 0024 (CLIN 0024) — an additional non-classified account that
provides a user account in addition to those provided with ordered data seat(s).

Contract Line Item 0026AL (CLIN 0026AL)2 — an NMCI contract item referred to as a
Move Add Change (MAC). A MAC is an administrative logical change to a user account
not associated with provisioning of an ordered Contract Line Item (CLIN). They are
separated into three categories with some chargeable and some non-chargeable.

Deactivated — An account where access to NMCI is no longer permitted but the digital
identity and flat name space is retained for future use on NMCI .

Deleted — Account completely deleted from NMCI.

Disabled — An account that is not accessible and all e-mail is rejected.

1 Information obtained from the following websites (Accessed April 2005):
http://www.google.com/search?hl=en&Ir=&oi=defmore&qg=define: Active+Directory ;
http://www.microsoft.com/windowsserver2003/technologies/directory/activedirectory/default. mspx

2 Information from the NMCI website (Accessed April 2005):
http://www.nmci.navy.mil/Primary Areas/Contract/Content/Files/Contract Artifacts/Conformed Contract/
N00024-00-D-6000 Attach1-P00129.pdf

XV



Echelon — An Echelon is a Civil War term used to describe the arrangement of military
troops during battle. In this document, it is defined as the hierarchy or separation of
military command or of a headquarters. The lower the echelon number, the higher the
command in the reporting chain. For instance, an Echelon Il command is one level above
an Echelon 11 in the reporting chain of command

Identity - Identities are pieces of information that identify a users association of
existence.

Identity and Access Management - a set of processes and technologies to more
effectively and consistently manage user objects over relatively large numbers of systems
and directories.

Locked — Account not able to be accessed by individual but e-mail will continue to be
routed to the mailbox.

New Account — Account that has never been established on the NMCI Network. Usually
the result of: Accession or New Employee (Civilian).

Non-Chargeable Account — NMCI Account that has been deactivated and the member
does not have access to NMCI.

Pending — Account Established but has not been accessed by user.

Provisioning - The automation of business-oriented work flow of systems, resources,
services and devices to employees, partners, contractors, suppliers and temporary
workers.

Reactivated Accounts — A Deactivated Account that has been reestablished with stored
digital identity.

Seat Identification — a unique eight (8) digit number assigned to each seat entered into the
NMCI Enterprise Tool (NET) database. Every asset that is considered a seat in NET is
assigned a SeatID. Any peripherals that are attached to a seat do not have its own
SeatlD. If a peripheral is ordered as a seat (stand alone) then it would have its own
SeatlD.

Stale — System indicates a locked account that has remained inactive for over 30 days
with no attempts to utilize the account.
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l. INTRODUCTION

A. PURPOSE

This thesis analyzes how the U.S. Navy Reserve is currently managing Navy
Marine Corps Intranet (NMCI) accounts. The research defines seat management,
provides a brief history of NMCI, identifies the As-Is process for account management
and the associated significant challenges, provides an analysis of “best-of-breed”
commercial-off-the-shelf (COTS) products used by industry for account management,
and outlines best practices of commercial companies that have adopted the seat
management concept. It also explores and proposes a non-technical enterprise solution
that could feasibly be implemented by Commander, Navy Reserve Force (CNRF) to
minimize the current account management challenges.
B. BACKGROUND

Government agencies have been implementing seat management concepts with
information technology (IT) contracting since 1997. Also known as desktop outsourcing,
seat management is the process where organizations outsource the maintenance and
ownership of their desktop personal computers (PCs), including all required hardware,
software, network support, and help desk services to commercial companies that
specialize in those services. Simply stated, seat management involves buying desktop
computing power as a unified service with pricing computed on a “per user” or a “per
seat” basis, hence, the term seat management. One method of a seat management
environment allows the contractor to maintain ownership of all the resources such as
network and desktop hardware and software, and delivers the resultant computing

capability as a service, often compared to a utility.

The NMCI contract, arguably the largest and most complex seat management
effort attempted to date, was awarded in October 2000 as a multi-year performance-based
contract. Awarded as an indefinite deliver/indefinite quantity (IDIQ) contract with
Electronic Data Systems (EDS) Corporation as the prime contractor, NMCI is expected
eventually to provide service for roughly 400,000 Navy and Marine Corps personnel.
The contract is valued between $9-$13 billion and was awarded as a five-year base



contract covering fiscal years 2001 through 2005, with a three-year option period
continuing into fiscal years 2006-2008.

There can be many benefits derived from seat management contracting and the
development of the NMCI naturally inherited many of these benefits. With proper
structuring of the requirements and the contract, commercial expertise and best practices
can be leveraged to result in improvements such as quality improvement, better response
time, higher reliability and availability, and/or reduced system downtime. While
organizations that embark on a seat management approach hope to save money, most

realize benefits are in the area of quality improvement.

Management of these benefits present many challenges for the organizations that
have chosen to embrace seat management. The structure of the Department of the Navy
(DoN) and the diversity in its business processes caused the management of NMCI to be
unique and more complex than the management of such contracts in the commercial
sector. The large number of transient military personnel that relocate every two to three
years for new military assignments and the numerous geographically dispersed shore-
based commands that reside on the Intranet adds to the complexity of information
technology (IT) management in the NMCI environment. One of the many challenges
involves the management of all associated accounts that reside on NMCI in addition to
the unused accounts affiliated with each seat. This challenge continues to haunt the U.S.
Navy Active Component (USN AC) and the U.S. Navy Reserve Component (USN RC)

resulting in an estimated additional cost of $35 million per year.

The objective of this thesis is to analyze the current processes associated with
account management. Recommendations are provided on improvements to simplify the
management of accounts and decrease the $35 million additional annual cost.

C. RESEARCH QUESTIONS
1. Primary Research Question

How might the U.S. Navy Reserve Component (USN RC) effectively manage

accounts in the NMCI environment?



2. Secondary Research Questions
. How were the accounts allocated during NMCI deployment?

. How are the USN RC Customer Technical Representatives (CTRS)
currently tracking NMCI accounts per region?

o How is the Navy Reserve Forces Command currently managing NMCI
accounts for the USN RC?

. How is the U.S. Navy Active Component (USN AC) currently managing
NMCI accounts?

. How are some of the large commercial companies, which have adopted
the seat management concept, successfully managing accounts across an
enterprise solution?

. What are the ‘best-of-breed” COTS products used by industry for account
management?

° What would be a feasible non-technical solution that the USN RC, and
perhaps the USN AC, could implement?

D. SCOPE AND LIMITATIONS

The scope of this thesis includes an in-depth analysis of the USN RC’s current
process and the sub-processes involved in managing NMCI accounts. This analysis
defines and outlines the As-Is process for account management. The scope analyzes how
commercial companies that have implemented the seat management concept are
managing their remote locations and the feasibility of the USN RC implementing a
similar solution. “Best-of-breed” COTS tools used by industry for account management
were reviewed for feasibility of use as a management tool by the USN RC. The
recommendations include a non-technical solution for minimizing the current challenges
affiliated with account management. The analysis is from a business process perspective.
Therefore, a software solution is not provided as a deliverable and is beyond the scope of
this thesis.
E. METHODOLOGY

The methodology used to fulfill the requirements for this thesis consisted of the
following steps. First, a comprehensive literature review of journal articles, General
Accounting Office (GAO) reports, and other library information resources was conducted
to understand the history of NMCI and its progression. Second, an in-depth content
analysis was conducted of official websites, presentations, and journals to understand the

pertinent NMCI contract terms and current business process. Third, phone interviews, a

3



review of presentation material, and a review of official documents were utilized to grasp
the USN RC implementation, cutover plan, and key challenges with NMCI. Fourth, a
web-based survey, followed by phone interviews, was primarily used to gather data on
the manner in which accounts are currently managed within various commands across a
myriad of echelons.3 The results of the survey were used to determine the relationship
between each of the sub-processes and their correlation. Fifth, web research and phone
interviews were conducted to gather data from commercial companies that have
implemented the seat management concept successfully. Sixth, coordination with
vendors and web research was the method used to analyze “best-of-breed” COTS
packages used in industry for account management. As a result of these steps, the
researcher was able to evaluate the effectiveness of the current account management
process, perform a feasibility analysis, and make recommendations for an enterprise
solution to account management.
F. BENEFITS OF THE RESEARCH

This thesis analyzes how the USN RC is coping with the current account
management challenges and defines the current state (i.e., As-Is model) of managing
accounts. Additionally, it provides an analysis of COTS packages that could consolidate
several applications that are currently used for account management, analyzes
commercial companies that have implemented the seat management concept and
identifies best practices used to make seat management successful in their environment.
Recommendations are provided on how the USN RC can better manage accounts by
making modifications to the current information technology systems, establishing an
enterprise solution, and by making changes in the business processes. Implementation of
these recommendations is expected to yield a cost savings of approximately $35 million
and to create an efficient and standardize management process. This study could not only
benefit the USN RC, but also the USN AC as they are also faced with similar NMCI

challenges.

3 An Echelon is a Civil War term used to describe the arrangement of military troops during battle. In
this document, it is defined as the hierarchy or separation of military commands or of a headquarters. The
lower the echelon number, the higher the command in the reporting chain. For instance, an Echelon Il
command is one level above an Echelon I11 in the reporting chain of command
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G. ORGANIZATION OF THE THESIS

Chapter Il provides a comprehensive history of NMCI and the road to transition
completion for the USN RC. Chapter Ill gives a detailed analysis of the challenges
associated with managing accounts. Chapter 1V defines the methods used to determine
the current state, identifies how the data was obtained to determine the current state, and
provides a detailed outline of the current sub-processes associated with account
management. Chapter V provides an in-depth analysis of “best-of-breed” COTS products
as well as an analysis of industry best practices for outsourced seat management
contracts. Chapter VI provides recommendations for an enterprise solution for managing

accounts. It also contains research conclusions and answers to the research questions.
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II.  NMCIHISTORY AND THE ASSOCIATED BENEFITS

A. INTRODUCTION

This chapter discusses the history of the NMCI program to establish the
background and reference point for the analysis of the associated account management
challenges presented later in the thesis. It also provides a description of the NMCI
program and the inherent benefits of seat management contracting.
B. DRIVING FACTORS FOR THE NEED TO CHANGE

Prior to the inception of NMCI, Department of the Navy (DoN) was faced with
many challenges and shortfalls in IT management, acquisition, and operations. The
declining manning levels and budget led to reductions in military and civilian personnel.
The competition created by industry made it increasingly difficult to retain a highly-
skilled IT workforce. The rapid growth and evolution of technology outpaced DoN’s
ability to remain current, and thus resulting in obsolete business processes, antiquated
infrastructure, and legacy computers riding on low speed network circuits. Declining
budgets did not match IT requirements for hardware and software refreshment, which led
to IT assets being retained longer than recommended by industry standards without
maintenance contracts to support them. Funding was given to the larger System
Commands (SYSCOMs) and the Research and Development (R&D) labs to build and
design technologically advanced networks to support their mission. These commands are
called the “haves” while the smaller commands were given minimal IT funding and yet
were required to work with antiquated systems that caused them to expend a good portion
of their resources to managing and maintaining the systems. These commands are

frequently considered the “have-nots”. [Ref. 7]

Joint Vision 2010 mandated that future operating environments strongly
emphasize the decisive advantage conferred by superior information management and
knowledge dominance in order to achieve operational success and information
superiority. Knowledge dominance is defined as the ability to establish a force that can
leverage technology to access knowledge and quickly share information in the form of
education, learning, training, and human expertise using a networked joint architecture.

Information superiority can be defined as providing military forces with the capability to
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collect, process, and disseminate an uninterrupted flow of information while exploiting or
denying an adversary’s ability to do the same. In a non-combat situation this means that
U.S. forces would have the necessary information to achieve their operational objectives.
In order to provide the operational environment necessary to promote information
superiority, connectivity is necessary between all parts of shore establishments, and with
all deployed forces at sea and ashore. This connectivity would enable an environment in
which all members can collaborate freely, share information, and organizational learning
can be fostered. [Ref. 6].

The DoN reshaped its vision to support the speed, volume, and diversity of
knowledge required to operate effectively within the framework of joint military forces.
DoN is building the infrastructure necessary to achieve information superiority and
support knowledge dominance. Ashore, the infrastructure takes the form of the Navy
Marine Corps Intranet (NMCI) that will ultimately connect all DoN ashore facilities and
permit rapid, secure, information transfer, and universal Internet access.

C. NAVY MARINE CORPS INTRANET (NMCI)

NMCI is a corporate-style Intranet that links Navy and Marine Corps shore-based
installations. The NMCI contract was awarded in October 2000 as one of the DoN’s
responses to the requirement of Joint Vision 2010 to obtain information superiority [Ref.
1]. The contract was designed using the principles of seat management in order to reap
the benefits inherent in seat management concepts. It is a multi-year performance-based,
indefinite deliver/indefinite quantity (IDIQ) contract with a dollar value ranging $9-$13
billion with Electronic Data Systems (EDS) Corporation as the prime contractor and
includes a five-year base period covering fiscal years 2001 through 2005 with a three-
year option period. Once Full Operational Capability (FOC) is reached, the Intranet is
expected to provide network services for roughly 400,000 U.S. Navy and Marine Corps
shore-based computer workstations, also called “seats.”

The concept behind the NMCI transformation effort is to apply the speed and
opportunities of Internet technology not only to warfighting tasks, but also to the daily
activities of personnel, and especially those dealing with administrative and support
tasks. The purpose of NMCI is to provide the Navy and Marine Corps with secure

universal access to integrated voice, video and data communications (ViViD) as well as
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to eliminate interoperability problems across stove-piped networks and to remove
anomalies in the network thereby improving productivity and speed of command. It also
includes classified and unclassified connectivity in its architecture to make it arguably
one of the most robust, comprehensive, enterprise-wide outsourced seat management
contracts to date. One of the primary goals identified in the NMCI contract is to bring the
Navy and Marine Corps’ disparate information technology ashore systems together under
a single vendor to increase security and interoperability. The ultimate goal is to allow
DoN operators to focus on their mission rather than be concerned with IT services and all
the technical problems related with infrastructures and administration activities.
D. EXPECTED BENEFITS OF NMCI

With the implementation of NMCI, DoN was able to take advantage quickly of
the several benefits that are potentially inherent in a seat management contract. Once
fully implemented, the NMCI contract will consolidate Navy and Marine Corps networks
that are scattered over 300 military bases into a single enterprise-wide managed service.
The benefits received from this enterprise approach include improved interoperability and
access as the consolidation of networks and locations will eliminate locally built stove-
piped systems. Consolidating the IT budget at the U.S. Navy Active Component (USN
AC) and the U.S. Navy Reserve Component (USN RC) Echelon Il levels enabled
increased visibility of IT costs. Enterprise-wide quality improvements have also been
realized in the form of better response time, more reliable system availability, and

reduced downtime.

Another benefit of NMCI is improved security. Consolidating the stove-piped
networks to form an enterprise-wide solution has exponentially increased security
throughout DoN. When consolidating networks, multiple access points are eliminated
reducing points of vulnerability in the system. [Ref. 5]. NMCI provides stringent
information assurance support and increases the level of security management to

unprecedented heights across DoN.

“Technology refreshment” is another advantage of seat management contracting.
Technology refreshment has been defined as the periodic replacement of commercial-off-
the-shelf (COTS) components such as processors, displays, operating systems, and

software, to support the continued operation of the system through an indefinite service
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life. Technology refreshment is a way to extend the useful life of IT resources while
keeping abreast of technological advances. Such planned upgrades not only ensure that
systems stay current with the latest commercial technology, they also allow the

organization to stay ahead of the “obsolescence curve.” [Ref. 8]

Information technological advances have been coming so quickly and thus
resulting in a huge burden for an organization to plan and budget for upgrades in the
traditional fashion. By incorporating a technology refreshment requirement into the
NMCI seat management contract, EDS becomes responsible for planning and
implementing the upgrades at no additional costs beyond the already known seat pricing.
The NMCI contract, for example, contains technology refreshment requirements that
software be updated annually or to maintain one revision from the current state, while
hardware is updated every three years. [Ref. 9]. Military organizations like the Navy
Reserve would have not been able to maintain such technology refreshment requirements

without the implementation of NMCI.

Another benefit of NMCI is that it allows DoN to divert personnel resources
previously performing routine tasks associated with desktop IT resources (e.g., helpdesk
personnel). By transferring the ownership and responsibility for the resources to
commercial vendors who specialize in IT support, DoN personnel can focus on the
command’s core mission rather than running desktop systems. This benefit of NMCI is
even more important today since the Government is finding it more difficult to compete
with the private sector for IT personnel. By freeing agency personnel from the day-to-day
routine support tasks, they can perform other, potentially more interesting work and more
business sensitive tasks. Meaningful work may help to retain critical IT professionals.

With NMCI, DoN obtains secure seamless end-to-end, integrated service delivery
of desktop systems, including hardware and software upgrades, technical support and
training. They will simply pay a fixed monthly fee for those services based on a per-seat
calculation. Outsourcing seat management effectively shifts responsibility for keeping
pace with technological changes to the contractor, “who must be knowledgeable,
adaptable and capable of constantly assessing how to deliver better, more cost-effective

desktop services to the end user.” [Ref. 4]
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E. CHAPTER SUMMARY

This chapter provided an overview of the inception of NMCI and its connection to
Joint Vision 2010. In addition, the chapter also provided a historical view of the
multitude of services provided by NMCI. Many are inherent in seat management
contracting and some are unique to the NMCI contract. The chapter concluded with an
examination of the benefits of NMCI and the harvesting opportunities realized by DoN.
The next chapter provides a detailed examination of the account management challenges
and concerns of the USN RC.
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I11. THE ACCOUNT MANAGEMENT CHALLENGE

A. INTRODUCTION

The development of the Navy Marine Corps Intranet (NMCI) provides an
enterprise-wide solution to seat management that connects all Navy and Marine Corps
commands on one network platform. The Navy Reserve senior leadership realized the
benefits of such a network and fully embraced the concept as they encouraged a rapid

implementation of NMCI by their subordinate commands.

The U.S. Navy Reserve Component (USN RC) was considered to be one of the
“have-nots” as they were operating old hardware (in some cases with Pentium Il and
Pentium 11 computers), outdated software applications (some were running Microsoft
Windows 98 operating system), and antiquated peripherals to support the Full Time
Support (FTS) and the Drilling Reservists (DRILLRES) personnel assigned to their Navy
Reserve Activity (NRA). They were required to operate with a reduced IT budget and
were not able to keep abreast of the pace of technology. The USN RC leadership realized
that the establishment of the NMCI would provide them with modern technology across

all NRAs and would standardize equipment and services across DoN.

While learning from some of the early lessons of their U.S. Navy Active
Component (USN AC) counterparts during their NMCI cutover and planning, the
information technology leadership of the USN RC began to develop plans, common
profiles, and demand models that would assist in their NMCI transition. Reserve
commands were cutting over to NMCI and ordering accounts at a rapid pace. They soon
realized that account management would become a problem as DRILLRES and FTS
began to transfer to other NRAs, be recalled to active duty, and retire or resign while their
accounts remained active at the losing command. The transient personnel began to
relocate faster than the Navy Reserve senior leadership could determine the process and
set policy for handling the accounts. As the race to the NMCI cutover began, so did the
challenge of account management. The Navy Reserve senior leadership realized that
they were in need of an enterprise solution to account management as an estimated cost

savings of approximately $35 million could be achieved.
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Although NMCI is very beneficial, many challenges remain in managing such a
large-scale contract. The focus of this chapter addresses the problems incurred by the
USN RC with managing over 80,000 accounts for DRILLRES, Reserve FTS, and civilian
personnel in the NMCI environment. Although the focus is on the USN RC, this problem
is not unique to them but is also experienced by the USN AC as well.

B. THE CHALLENGE IN ORGANIZATIONAL STRUCTURE

When the NMCI contract was awarded, DoN still had many areas that required
clearly defined processes and management standards. Account Management is one of the
areas that lacked a standard enterprise-level process, which led to the problems that are
experienced today. The initial intent was to manage the accounts at the Echelon 11 level
and it was at this level that “the enterprise” would be defined. Management, to include
acquisition and budget, at the Echelon Il level meant that DoN would be responsible for
the overall management of accounts and would have access to the NMCI operating and
funding requirements of both the USN AC and the USN RC. All accounts were to be
aggregated and distributed at the enterprise level. [Ref. 10]

The definition of “the enterprise” did not evolve as initially intended with the
final award of the contract. The decision was that overall management would occur at
the Echelon 11 claimant4 levels of the USN AC and the USN RC instead of combining
them under the USN AC as an effort to simplify the management. These Echelon 1l
commands would then be responsible for all NMCI management under their claimancy,
which further required that all budgeting and fiscal responsibility for NMCI also be given
to each based on their individual requirements. Thus began the account management

challenges of today.

When the NMCI contract was awarded, the DoN and the contractor agreed to
couple the “seats” with user accounts. The anticipated seat purchase was expected to be
roughly 400,000 and it was believed that adding user accounts to the seat for one cost
would not only provide the computers, also called the “seat”, but would also allow

additional user accounts to be assigned to the hardware at no additional charge. It was

4 A claimant denotes the next level of management below the Chief of Naval Operations headquarters
staff within the budget arena. In the Navy’s tradition of relatively decentralized management, the major
claimants are the focal point for executing the Strategic Sourcing Program.
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decided to arrange the contract so that each unclassified “seat” would be accompanied
with two “free user accounts” and that each classified “seat” would lend five accounts
“per seat”. This approach was to eliminate the need for DoN to purchase a large quantity
of additional user account services from the contract as the two “free user accounts” that
would accompany the 400,000 unclassified seats would be sufficient to cover the DoN
for a total of 800,000 accessible accounts.

The initial goal was to have an aggregated “pool” of all the unused user accounts
remaining from the 800,000 that would be accessible by all of DoN. When needed,
accounts would be allocated from the pool and deposited back to the pool when an
account is no longer in use. The 800,000 free user accounts were expected to cover the
majority of the users requiring access to NMCI and DoN would pay a minimal service

cost for any additional accounts that exceeded this amount.

Separating the two Echelon Il claimants when defining “the enterprise” (USN and
USN RC) dampened this plan as each of the claimants could now only have access to the
seats that were included in their NMCI service order, and subsequently, the accounts that
accompanied each of those seats. No business rules were developed to allow accounts to
be shared between the claimants to achieve the intended costs savings for DoN. This
structure created problems for the Navy Reserve because they would require a plethora of
additional user accounts above the total derived from their seats.

The USN RC structure and requirements are unique when compared to its USN
counterpart. With most of its 80,000 plus force in DRILLRES status, there was not a
requirement to have a large number of seats but a need existed to have a large number of
accounts. The aforementioned definition of the enterprise caused them to order a large
number of additional user accounts from the NMCI service contract as the total free
accounts that were derived from the seat order were not sufficient. In fiscal year 2004, it
was estimated that USN had approximately a surplus of 70,000 unused accounts while
the USN RC was required to purchase support services for approximately 30,000
accounts at a cost of approximately $700 for each account per annum. The lack of
visibility and accessibility across claimants led the USN RC to spend approximately $30

million dollars for additional user accounts.
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C. COMMAND MANAGEMENT

The NMCI contract is a service contract that allows its customers to decide what
services they want and order those services from the contractor. The services are
identified as Contract Line Items (CLINs) and are ordered by the government’s
representative called a Customer Technical Representative (CTR). Appendix A includes
a list of the CLINs. The CTRs are located at the Echelon Il level and possess overall
contract management responsibility on behalf of the government. The CTR also has
lower level representatives, called the Deputy Customer Technical Representative
(DCTR) and Assistance Customer Technical Representative (ACTR), who are
responsible for daily NMCI management at their local NRA. The business rules have
established a distinct difference in responsibility between them as the ACTR (also called
an authorized initiator), who is responsible for sending any request that requires
contractor action and funding approval to the DCTR (also called an authorized
submitter). In addition to managing the local accounts, the DCTR is responsible for
reviewing and submitting any requests generated by the ACTR and has been granted
authority by the CTR to authorize any funding requirement to support submitted requests.
For the purpose of this thesis, the terms technical representative and account manager is

used synonymously.

Although the CLINs and their description appear in Appendix A, one of the
problems with account management involves the management of CLIN 0024 (Additional
Non-Classified Account) and CLIN 0026AL (Administrative Move Add Change). Per
the contract, CLIN 0024 is defined as *“an additional Non-Classified Account that
provides a user account in addition to those provided with ordered data seat(s).” The
price for a CLIN 0024 is $58.26 per month or approximately $700 per annum [Ref. 11].
It is important to note that the problems identified in the previous section of a high
account-to-seat ratio have resulted in the USN RC paying for over 30,000 CLIN 0024’s.
A CLIN 0026AL is defined as an administrative Move, Add, Change (called a MAC).
Most CLIN 0026AL’s are a one-time chargeable transaction for a service provided by the
contractor for modifications to current hardware/software configurations and accounts.
The area of concern for this thesis is charges accrued because of account-generated
MAC'’s. The price for each CLIN 0026AL request is $36.60.
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Management of accounts by the technical representatives has also been a
challenge. The lack of policy and standards and a single integrated IT solution has
caused the technical representatives to spend an enormous amount of time reconciling
what seats and user accounts the IT management systems say they have and what is

actually on-site.

Business processes are not in place to direct the proper management of a user
account from its inception to the termination of service (cradle to grave). The following
sections provide more detail on the types of issues that the USN RC is currently
experiencing with account management.

1. Duplicate Accounts

Problems exist with technical representatives establishing new accounts for users
that already have an NMCI account in Active Directory whereby creating what is called a
duplicate (or excess) account, which increases the user account total and the requirement
for CLIN 0024’s. For those managers that are investigating whether an account already
exists before submitting a request for a new account, they are not properly trained on
which databases or systems should be used to verify a user’s status. Many check the
Global Address Lists (GAL) for verification, but should also verify account status in the
Active Directory. The GAL and Active Directory differ in that the GAL provides a list
of email addresses while the user account is actually generated in Active Directory. A
user may not necessarily have an email address listed in the GAL, but may have a
chargeable account listed in Active Directory. Conversely, the GAL may contain
multiple email accounts for users that are not listed in Active Directory. In order for a
manager to accurately determine all the duplicate accounts, communication would be
required with an NMCI system administrator to gain access to both the hidden and visible
accounts in Active Directory. Many scenarios exist in which a duplicate account can be
created. In order for the reader to understand the challenge, the next two paragraphs
provide two examples of the types of scenarios that could result in the creation of a

duplicate account.

A duplicate account can be difficult to determine when a user has a common
name (i.e., John Smith). An example is a current NMCI user with a common name who

reports to a gaining command. The technical representative asks if a NMCI user account
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already exists and John Smith, having never used his NMCI account before, says that one
does not exist. The technical representative checks the GAL or Active Directory, notices
a large number of John Smith’s in the system, and therefore, elects to create a new
account for the user. The user now has an account created from a previous command and
a newly-created user account from his new command. For the Navy Reserve, this would
equate to payment of two CLIN 0024s if the two “free” accounts that accompanied the

~

seats are completely occupied.

p

Example 1: Creation of Duplicate account

Mew user reporns Tech Rep ask John Smith Tech Rep IDs Global
to check-in ‘Does user responds with Multiple John Address
[John Smith) account exists® “ho” Smiths in GAL List
Tech Rep submits .
request for new Dup:::ata Ammi s The End
account
ACTR Ech
Lser

7

Duplicate accounts are also difficult to determine when an inadvertent creation is

S

Figure 1.  Duplicate Account Creation Example 1.

made when a user is transferring to a new location while his losing command is preparing
for NMCI transition. For example, a user (i.e., John Doe) was previously located at a
command (for instance, San Diego) that was in the beginning phases of transition (called
cutover) to NMCI. The local ACTR submitted an account creation request for John Doe

when the command’s initial NMCI order was submitted. In the middle of the San Diego

18



transition, John Doe relocates to another command (for instance, Washington D.C.) and

he was unaware that the San Diego NRA initiated a pending service request to create a

new account. The Washington D.C. command, having already cutover to NMCI, submits

a request to have a new account created for John Doe and the newly created account

name is John Doe 2. The submission of the request for a new service results in the

claimant paying for a duplicate account for John Doe.

p

Example 2: Creation of Duplicate account
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Figure 2.

Duplicate Account Creation Example 2.

Possibly the worse case scenario for creating a duplicate account is when a local

account manager intentionally does not verify if an account exists in any of the available

database resources when a user reports to the command.

management oversight has been the cause of duplicate account creation.
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Although not all-inclusive, the aforementioned examples provide insight into the
possibility of an account manager creating duplicate accounts in a highly complex
management process.

2. Multiple Accounts

The unique nature of the Navy Reserve requires some personnel maintain a
duplicate account with valid reason. A duplicate account that has been justified by the
claimant is called a multiple account. Multiple accounts are valid accounts that are given
based on a job or “role” that the account holder may perform in an organization. A
DRILLRES may have a Reserve account funded by the USN RC claimant, and another
separate NMCI account for a civilian occupation funded by the claimant over that
organization. The “role”, or job function, of an NMCI user determines the need for

multiple accounts.

For example, a DRILLRES will have a Reserve account. Depending on the job
functions and the level of access required, it is possible that a civilian occupation requires
NMCI access, and thus, a separate unclassified account may be required. As a
DRILLRES, special access might be required to a classified network, which will require
a third NMCI account. The separate account would be required for the classified network
because the unclassified and classified NMCI networks are physically separated for
security reasons. Since they are physically separated, there is a different Active
Directory and different servers that support the network, and therefore, require a different
account. An NMCI user could have many accounts depending on the “roles” that must
be performed. The “role” is what drives the account creation, and thus, increases the cost
for managing each of those additional accounts when purchasing a CLIN 0024.

3. Inactive or Unused Accounts

Currently, the USN RC is paying for personnel accounts that have transferred to
active duty, separated or retired from the Navy Reserve, transferred to a non-NMCI
command, and even deceased personnel. Accounts for users that fall in one of these
categories have shown no activity and are categorized as an inactive or an unused

account. However, funding is still allocated to cover the cost of these accounts.
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Figure 3 outlines the six categories of accounts. [Ref. 12] Of these categories,
chargeable unused accounts are categorized as active, locked, stale, or disabled. An
“active” account is a chargeable account actively used by an NMCI account holder. An
account that is “locked” is a chargeable account that is not accessible by a NMCI account
holder. A “stale” account is a NMCI system term used to identify an account that has
remained inactive for over 30 days with no attempts to utilize the account. A “disabled”
account is a chargeable account status not accessible and all email is rejected. An account
is placed in this status when a user has not attempted to access NMCI. All of these cases

produce unnecessary additional costs for the USN RC and the DoN.

Digital
1D
in Active E-mail Send_ Access Personal Accgss to
. Access . Can e-mail to storage public
Directory Internet | E-mail storage/ . i | p h h bl
(Flat to Access | address GAL receive (i personal | exists shares Chargeable
NMCI . e-mail under shares (H: (if granted
Name Visibility L : L
limit) Drive) permission)
Space for
e-mail)
Active Yes Yes Yes Yes Yes Yes Yes Yes Yes Yes Yes
Locked Yes No No Yes Yes Yes No No Yes No Yes
Stale Yes No No Yes Yes Yes No No Yes No Yes
Disabled Yes No No Yes Yes No No No Yes No Yes
Deactivated Yes No No Yes No No No No No No No
Deleted No No No No No No No No No No No

Figure 3.  Draft NMCI Instruction.

A report produced by EDS in December 2004 revealed that there were
approximately 18,600 accounts that fell into one of these categories. [Ref. 10] Action
should be taken to move these accounts to one of the non-chargeable categories of
deactivation or deletion, but there is resistance in arbitrarily doing so without approval
from the Echelon Il claimant. The Navy Reserve continues to pay for these accounts
even with substantial evidence of no activity.

4. Excessive Move, Add, Change Request

Transferring user accounts to other NMCI commands requires the technical
representative to submit a chargeable MAC request, or CLIN 0026, to the DCTR. Close
coordination is required by both the transferring command and the gaining command to
alleviate multiple MAC submissions for the same account. For example, the technical
representative is notified that an NMCI user will be transferring from the local command.

The transferring technical representative submits a MAC to have an account deactivated
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while a member is in travel status. This is one chargeable transaction. When the member
reports, the gaining command submits a MAC to have the member’s account transferred
to their activity and could possibly generate a third MAC to have the account reactivated.
This creates another chargeable transaction. Proper coordination between the losing and
gaining command could have eliminated the need for multiple MACs and required the
payment for one CLIN 0026.

5. Multiple Stove-Piped IT Systems

Since a single-integrated NMCI IT management tool does not exist, technical
representatives are required to use multiple IT systems to perform overall account and
seat management. Data residing in a myriad of systems generates problems with data
synchronization and accuracy. The NMCI Enterprise Tool (called NET) is a web-based
portal used as a data repository for recording information about all seats and peripherals
at each site. Simply stated, it is DoN’s inventory management system and also is the
gateway used to order services to be delivered on NMCI. Initially, it was built to
maintain a record of hardware and software. A later version enabled some account
information, in the form of profiles, to be added by the users, but the database is not an
accurate reflection of the accounts existing in each command and is not robust enough to
include all the information required to manage accounts properly. In its current
configuration, NET does not effectively perform the account management function.
Additionally, technical representatives must use the Global Address List (GAL) or Active
Directory to verify the status of a new or existing account of gaining or transferring
personnel since the account data is currently inaccurate in NET.
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Figure 4.  NMCI Enterprise Took Web Portal.

Technical representatives are required to use a separate tool to validate NMCI seat
and account orders. Electronic Marketplace (called eMarketplace) is the web-based tool
used to perform monthly validations on billing invoices. The validation is a method of
verifying that the contractor is billing for existent services at their location. Some
interface between NET and eMarketplace exists but the two systems are not properly

synchronized, and therefore, the data does not match.
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Figure 5.  eMarketplace Website.

MACs are submitted and managed using a separate web-portal called the Service
Request Electronic Form (SR eForm). The SR eForm is the contactor’s tool for
managing MAC requests. The technical representative must enter any request for a MAC

into the SR eForm and the request is eventually routed to the contractor electronically.
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Since most of these management systems do not interface with each other and are
not fully integrated, the data contained in them are not synchronized across the enterprise
and a true corporate data repository does not exist. The lack of a fully integrated system
requires the technical representatives to pull data, in some cases redundant data, from
each to perform daily routine tasks. Currently, the array of systems has created an
intense manual process, and in their current configuration, these systems do not
effectively support account management. The various IT stove-piped systems have
caused inefficiencies in the overall account management process for the contractor and
the Navy Reserve.

D. CHAPTER SUMMARY

This chapter provided a detailed examination of the significant challenges and
concerns associated with account management. These challenges involve the current
organizational structure which disallows account aggregation or sharing between the
claimants; the lack of policy and procedural guidance for account managers causing them
to create local procedures that may not include all areas of account management; the
different types of account creation (i.e., duplicate, multiple, and Inactive accounts) that
causes excess chargeable account to the USN RC, and the multitude of stove-piped IT
account management systems. They have hindered the current account management
process and have made it ineffective. Addressing these challenges and integrating the
systems would achieve an increase in the benefits of the NMCI contract while creating a

more effective and efficient account management process.

The next chapter provides a detailed analysis of the current state, called the As-Is,
of the NMCI account management process across the Navy Reserve. User surveys and a
process to measure the knowledge in each task were used to determine the current state

and the amount of value each task provides to the overall organization.
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IV. THE CURRENT PROCESS OF ACCOUNT MANAGEMENT

A. INTRODUCTION

This chapter describes and analyzes the U.S. Navy Reserve Component’s (USN
RC) current approach to managing accounts. The necessity of capturing the current
process was crucial before making recommendations on modifications to the process.
While several methods were used to identify the current process, the theory of
determining the amount of knowledge required to generate the outputs of the overall
process, and each of the sub-processes, proved beneficial in determining the value that
each sub-process provides to account management.  This methodology, called
Knowledge Valuation Analysis or Knowledge Value Added (KVA), measures the
amount of knowledge required to generate the outputs of a process or sub-process in

common units of measurement.

This chapter provides a general overview to Knowledge Management (KM), the
principles of KVA, the use of KVVA to perform Business Process Redesign, and how each
was used to complete the research in this thesis. Additionally, the chapter describes the
methodology used to capture the detailed analysis of each sub-process currently involved
in managing accounts. Lastly, the chapter identifies the knowledge levels currently
embedded in each sub-process and their relative comparison in the overall account
management process.

B. KNOWLEDGE MANAGEMENT

The fundamental building material and engine of wealth of the modern
corporation is the creation and utilization of knowledge. The real challenge in the
Information Age is to understand how to accelerate the conversion of knowledge into
money through understanding how to measure knowledge assets. [Ref. 13] Knowledge
has value that must be managed and invested just as organizations manage their human
resources, equipment, and financial resources. In many ways, it is considered the most
valuable asset within an organization because the knowledge increases the more it is used
within a process. Oftentimes, organizations refer to their organizational knowledge as
“Intellectual Capital.” This term is appropriate because although it may be difficult to

27



assign organizational knowledge a monetary value, it is still an important commodity

nonetheless.

Many knowledge enthusiasts profess that the idea of managing the knowledge in
an organization has begun to surpass common business strategies of managing
investment capital. The onset of the knowledge era and the evolution from the Industrial
Age to the Information Age has caused a progression in management that shifts the focus
from managing people to managing intellectual capital. This transformation has caused
many companies to realize that their success is contingent upon how successful they are
at managing the knowledge within their organization. Organizations are constantly
finding ways to capture and share knowledge effectively and efficiently as a means of

creating value and reducing costs within the business processes.

The field of Knowledge Management has sparked interest in many organizations
worldwide. In simplest terms, knowledge management can be defined as the practice of
promoting the generation of new knowledge, the codification of knowledge, and
providing availability or transfer of that knowledge all to reap the greatest benefit (profit)
from the asset. Knowledge management also entails the measurement of knowledge.
Skandia Corporation, an international insurance company, has begun to publish an
Annual Report supplement to its financial statement that outlines their Intellectual
Capital. In their book Measuring and Managing Knowledge, Housel and Bell describe
knowledge management as a “way to determine what knowledge should be privately held
and how it can be protected from competitors and clients.” [Ref. 14:p. 8] This is
important as a company’s competitive advantage, in fact, often lies in its privately held
knowledge.

With a company’s success dependent upon its ability to manage and leverage
knowledge assets effectively, competitive focus has shifted from trying to “out-do” one
another to trying to “out-know” one another [Ref. 14]. Enterprises are realizing how
important it is to “know what they know” and to be able to make maximum use of the
knowledge. This knowledge resides in many different places such as databases,
knowledge bases, filing cabinets, and in the heads of employees and are distributed

across the enterprise. All too often one part of an enterprise repeats work already done by
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another part simply because there has not been careful tracking of organizational
expertise or experiences. Most traditional company policies and controls focus on the
tangible assets of the company and leave unmanaged their important intangible
knowledge assets. Knowledge management is forcing enterprises to determine what their
knowledge assets and core competencies are and how to manage and make use of these

assets to obtain maximum return.

Success in an increasingly competitive marketplace depends critically on the
quality of knowledge organizations apply to their key business processes. For example,
the supply chain depends on knowledge of diverse areas including planning, raw
materials, manufacturing, and distribution. Likewise, product development requires
knowledge of consumer requirements, new science, new technology, marketing etc.
[Ref. 15] Achieving success is accompanied by many challenges that can dictate whether

an organization maintains or gains the competitive advantage.

The challenge of deploying the knowledge assets of an organization to create a
competitive advantage becomes more crucial as [Ref. 15]:

. The marketplace, at the local and global levels, is increasingly competitive
and the rate of innovation is rising, so that knowledge must evolve and be
assimilated at an ever-increasing rate.

. Corporations are organizing their businesses to be focused on creating
customer value. Staff functions and management structures are being
reduced. There is a need to replace the informal knowledge management
of the staff function with formal methods in customer aligned business
processes.

. Competitive pressures are reducing the size of the workforce which holds
this knowledge.

o Knowledge takes time to experience and acquire while employees have
less time to gain the experience and acquire the knowledge.

. There is a need to manage increasing complexity as changes in strategic
direction may result in the loss of knowledge in a specific area.
Subsequent reversal in policy may then lead to renewed requirements for
this knowledge but the employees possessing that knowledge may no
longer exist within the organization.

1. Knowledge in the Context of Knowledge Management
While many definitions exist for knowledge, there is still a level of complexity in

understanding the manner in which it can be employed in the various fields of study. To
29



implement knowledge management successfully within an organization, the managers

must be able to define knowledge before they can begin to manage it.

At issue is the definition of knowledge management and the component concepts.
Thomas Davenport, in discussing knowledge management and related concepts, has

presented the following ideas [Ref. 16].

Data are a set of objective facts about events or structured records of transactions.
These records may give quantity, cost, color, size, but usually fail to record why the
purchase was made, how likely it is a repeat purchase, request for a service, or the

occurrence of an event.

Information on the other hand is “usually in the form of a document or an
audible or visible communication. Information has a sender and receiver and is intended
to change the way the receiver perceives something. “It's data that makes a difference.”
Information moves around organizations through hard networks with visible and definite
infrastructure, wires, delivery vans, satellite dishes, post offices, addresses, electronic

mailboxes and soft networks or informal networks often invisible and less formal.

Knowledge is usually recognized as broader, deeper and richer than data or
information. Davenport and Prusak define knowledge as:

a fluid mix of framed experience, values contextual information, and

expert insight that provides a framework for evaluating and incorporating

new experiences and information. It originates and is applied in the minds
of knowers.

In organizations, knowledge often becomes embedded not only in documents or

repositories but also in organizational routines, processes, practices, and norms.

Knowledge assets are the tacit and explicit knowledge-creating objects such as
markets, products, technologies, and organizations that a business owns or needs to own
and which enable its business processes to generate profits, add value, etc. Explicit
knowledge is that which has been easily articulated and is simple to transfer from one
person to another. Nonaka and Takeuchi state that it can be expressed in words and
numbers, and easily communicated and shared in the form of hard data, scientific

formulae, or codified procedures [Ref. 18]. It is easy to codify and can normally be found
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shared in documents, databases, and other tangible media. Examples of explicit
knowledge include chemical formula, market forecasts, software code, and technical
standards. Conversely, tacit knowledge has an increased level of difficulty when trying
to capture and share it because it is subconsciously understood and developed from direct
experience and action [Ref. 19]. Tacit knowledge is “deeply rooted in an individual’s
action and experience, as well as in ideals, values or emotions: that have developed
within an individual.” [Ref. 18] Knowledge management is not only about managing
these knowledge assets but also about managing the processes that act upon the assets.
These processes include developing knowledge; preserving knowledge; using knowledge,
and sharing knowledge.

Therefore, Knowledge Management involves the identification and analysis of
available and required knowledge assets, knowledge asset-related processes, and the
subsequent planning and control of actions to develop both the assets and the processes
so as to fulfill organizational objectives. Knowledge management is not only about
managing these knowledge assets but managing the processes that act upon the assets.
These processes include developing knowledge; preserving knowledge; using, and

sharing knowledge.

Although some writers like Karl-Erik Sveiby define knowledge management as
“the art of creating value from intangible assets” [Ref. 20], implementation of knowledge
management in fact involves activities in information management, information
technology, and human resources development. Component activities of knowledge
management have been undertaken by librarians and other information professionals,
educators, database administrators and other information technology personnel.

What then makes the difference between the normal activities of these
professionals and ventures into knowledge management? An important factor is the
emphasis on achieving organizational strategies, and the consequent need for cultural
change, increased teamwork, integration of content and information technologies and

continuing development of related organizational policies.
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2. The Role of Information Technology in Knowledge Management

The concept of treating organizational knowledge as a valuable strategic asset has
been popularized by leading management and organization theorists. Organizations are
being advised that to remain competitive, they must efficiently and effectively create,
locate, capture, and share their organization’s knowledge and expertise. They must also

demonstrate the ability to bring that knowledge to bear on problems and opportunities.

Although knowledge management is becoming widely accepted, few
organizations are fully capable of developing and leveraging critical organizational
knowledge to improve their performance [Ref. 19]. Many organizations have become so
complex that their knowledge is fragmented, difficult to locate and share, and therefore,
redundant, inconsistent or not used at all. In today’s environment of rapid change and
technological discontinuity, even knowledge and expertise that can be shared is often
quickly made obsolete. The reach of know-how and experience possessed by individuals
can be greatly extended once it is captured and explicated so that others can easily find,

understand and use it.

The information technology infrastructure should provide a seamless “pipeline”
for the flow of explicit knowledge to enable [Ref. 19]:

. Capturing knowledge

. Defining, storing, categorizing, indexing and linking digital objects
corresponding to knowledge units;

. Searching for (“pulling”) and subscribing to (“pushing”) relevant content,

o Presenting content with sufficient flexibility to render it meaningful and

applicable across multiple contexts of use.

The focus is on the technologies that capture, store, and distribute structured
knowledge for use by people. The goal of these technologies is to take knowledge that
exists in human heads and paper documents, and various disparate systems and media,
and make it widely available throughout an organization [Ref. 17]. Information
technologies such as the World Wide Web offer a potentially useful environment within
which to build a multimedia repository for rich, explicit knowledge. Input is captured by
forms for assigning various labels, categories, and indices to each unit of knowledge. The

structure is flexible enough to create knowledge units, indexed and linked using
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categories that reflect the structure of the contextual knowledge and the content of factual
knowledge of the organization, displayed as flexible subsets via dynamically

customizable views.

Effective use of information technology to communicate knowledge requires an
organization to share an interpretive context. The more that communicators share similar
knowledge, background and experience, the more effectively knowledge can be
communicated via electronically mediated channels [Ref. 23]. Michael Zack stated in his
research in Managing Codified Knowledge that at one extreme, the dissemination of
explicit, factual knowledge within a stable community having a high degree of shared
contextual knowledge can be accomplished through access to a central electronic
repository [Ref. 19]. However, when interpretive context is moderately shared, or the
knowledge exchanged is less explicit, or the community is loosely affiliated, then more
interactive modes such as electronic mail or discussion databases are appropriate. When
context is not well shared and knowledge is primarily tacit, communication and narrated
experience is best supported with the richest and most interactive modes such as video

conferencing or face-to-face conversation [Ref. 19].

In understanding the role of IT in knowledge management, it is important to
emphasize that IT is an enabler of knowledge management rather than a driver.
Subsequently, IT is only the pipeline and storage system for knowledge exchange. It
does not create knowledge and cannot guarantee or even promote knowledge generation
or knowledge sharing in an organizational culture that does not favor those activities
[Ref. 17]. Technology alone will not force a person with expertise to share it with others.
While technology is common in the domain of knowledge distribution, it rarely enhances
the process of knowledge use. Extensive behavioral, cultural, and organizational change

could cause a positive environment that would encourage knowledge use.

IT is also relatively less helpful when it comes to knowledge creation, which
remains largely an act of individuals or groups and their brains [Ref. 17]. Housel and
Bell further highlight this by offering two principals that could make moving knowledge
assets advantageous. First, simple and procedural knowledge that is employed frequently

should be moved to IT. Relocating procedural knowledge like assembly line
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manufacturing to IT drastically decreases the cost per usage of each unit of knowledge
utilized. Second, organizations should seek to capture in IT the knowledge that typically
dies when an employee leaves the company. The complex or tacit knowledge that an
employee accumulates with years of experience is often indispensable and should be
captured in IT to ensure continued operations. Capturing the knowledge in IT ensures the
knowledge remains embedded throughout the processes and is accessible to any new
process owners. While many organizations desire to capture this tacit knowledge
embedded in the heads of its employees to gain or maintain the competitive advantage,
providing such knowledge is left to the discretion of the employee and should be
voluntarily provided without a violation of rights.
C. KNOWLEDGE-VALUE ADDED

The fundamental building material of a modern corporation is knowledge. Housel
and Kanevsky [Ref. 13] state that the engine of wealth in today’s business economy is the
creation and utilization of knowledge. Understanding how to accelerate the conversion
of knowledge into money is one of the many challenges in the Information Age. This
‘knowledge payoff’ occurs when an organization’s most valuable intangible asset —
knowledge- is converted into bottom line value in the form of concrete, saleable products.

The knowledge embedded in an organization’s structure (processes, technology,
and people) is the genome that represents the code required for reproducing
organizational products. This ‘code’ is virtually equivalent to the value added by the
organization because it is what is necessary and sufficient to reproduce the organization’s

products and services [Ref. 13].

It has been often stated that you cannot manage what you cannot measure. This
notion has its roots in the understanding that a system requires feedback to keep it on
track. What managers monitor and measure determines what feedback they obtain and
how well their systems are geared to achieving their goals. The basic goal for monitoring
and measuring knowledge is to determine how well it is producing value in
organizational processes. This requires following the use of knowledge throughout an

organization’s core processes and its interactions with the marketplace.
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Drs. Housel and Kanevsky recognized the need for an objective means for
measuring organizational knowledge in common units and developed a methodology
called knowledge-value added (KVA) to do this. KVA helps managers understand how
to best leverage the knowledge resident in employees, information technology, and core
processes. The essence of KVA is that the knowledge utilized in core processes to
generate organizational outputs can be translated into numerical form as a common unit
of measure. This translation provides an indication of the value added by process
knowledge and allows allocation of a benefit stream to that knowledge. Tracking the
conversion of knowledge into value, while measuring its bottom-line impact, enables

managers to increase the productivity of critical assets.

Simply stated, KVA can be defined as a new method of gathering historical data
about the outputs of an organization’s processes. These new data are described in a
common unit of measure that reflects the amount of organizational knowledge required to
produce the outputs. Once organizational knowledge has been quantified using KVA, it
can be monetized and used in common performance ratios such as ROl and in new ratios
such as knowledge in use compared to knowledge in inventory or knowledge in people
compared to knowledge in IT. KVA can also be used to develop estimates of price per
unit of knowledge as well as cost per unit of knowledge, using either monetized or non-
monetized common units.

1. KVA Theory
In order to understand the concepts of KVA, it is important to understand the

KVA value-adding cycle and the fundamental assumptions where it derives its validity as

a knowledge measurement method. See Figure 7.
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PX)=y
Process P is a business process.
If input x is equal to output y, no value has been added by process P.
If input x is changed by process P into output y, value has been added and is =~ change.
Change can be measured by the amount of knowledge required to make the change.
This knowledge = the amount of time it takes for an average learner to acquire the knowledge.
So, value added by process ~ change ~knowledge required to produce the outputs

Housel, T. & Kanevsky, V. (1995) “Reengineering Business Processes: A Complexity Theory Approach to
Value Added,” INFOR 33(4): 251.

Figure 7. Fundamental Assumption of KVA (From: Ref. 13).

Figure 7 illustrates these assumptions.

. In any process, there is an input, a process that changes the input, and an
output.

. If the input is equal to the output, then the process adds no value.

. If a process produces an output that is different from the input, then the

amount of change is proportional to the amount of value added by the
process. The “change” that takes place during the process is what creates
value.

. Change can be discussed in terms of the amount of knowledge that it takes
to produce that change.

. Therefore, there exists a proportional relation between value and the
knowledge required to make change.

By accepting the assumption that knowledge and change are proportional, it is
then possible to use knowledge as a surrogate for value when assessing process units of
outputs. Once the units of outputs are standardized into a common unit of measure, the
knowledge, then is it feasible to make beneficial comparisons across multiple processes.

2. How KVA Works

What makes KVA a powerful tool is that it can be relatively simply defined in
three different approaches, yet it is robust enough to produce a desired level of detail

should managers desire a more comprehensive view of the organizational processes.
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Housel and Bell have defined three different ways to establish the value of knowledge

embedded in the IT systems and the people within an organization. See Figure 8.

Figure 8.  Three Approaches to KVA (From: Ref. 14).

Figure 8 summarizes each approach.

Learning Time: Learning time measures how long it takes an “average
learner” to learn a function or process. Once the learning time has been
determined, it is then multiplied by the number of times that function is
performed over a predetermined period of time.

Process description:  Describes products relative to the number of
instructions required to reproduce them. Once the number of instructions
has been determined, it is then multiplied by the number of times the
process executes.

Binary Query Method: Creates a set of binary yes/no questions such that
all possible outputs are represented as a sequence of yes/no answers.
Once the answers have been collected, multiply the length of the yes/no
string for each of the sub-processes by the number of times the sub-
process was executed.

While Housel and Bell states that the Binary Query Method is the most accurate

approach to doing KVA, it is also the most tedious and is most suitable for processes that

require the highest degree of accuracy and granularity. This thesis utilizes the Learning
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Time method to calculate the Return on Knowledge (ROK) for the Navy Reserve
Account Management process.

3. Return on Knowledge

Industry has traditionally used ratio analysis to assist with determining and
measuring a company’s profitability and performance. One such ratio, commonly used
by industry, is Return on Investment (ROI). ROI indicates how many dollars of profit are
generated by each dollar of cost. It is used to help organizations make capital investment
decisions, initiate future business solutions, and select the best course of action. While
many benefits can be achieved by using ROI analysis, it falls short in the ability to reflect
indirect costs and fluctuating returns accurately over time. The ROI is calculated by
considering the annual benefit stream (or profit) divided by the cost associated with the
benefit stream. The equation is simply:

Revenue - Cost of Investment _ Net Benefit
Cost of Investment Total Cost -

ROI =

While commercial industry has reaped benefits in using ROI, such an analysis is
difficult for not-for-profits such as the Department of Defense (DoD), in which a
traditional “revenue stream” is not generated. Rather than using some extrapolation of
cost in place of a revenue stream (for example, cost savings), KVA can assist DoD to
measure and allocate a proxy for revenue that will enable it to determine the value of its
knowledge-base assets (people, processes, and technology) that cannot be reflected in
traditional ROl methodologies. KVA data populates a new ratio, Return on Knowledge
(or ROK), which describes “returns” in terms of the number of units of knowledge that
are generated by each unit of knowledge cost. Using Learning Time as a surrogate for
the return in ROI, the ROK ratios can now be defined as:

ROK = K
C
where:
K = Knowledge generated by a single core process
C = Cost assigned to Time to Complete a single core process, or surrogate for cost
assigned

38



D. BUSINESS PROCESS REDESIGN

Business Process Redesign (BPR) has had a major impact on organizations that
have desired to make changes in their organizational processes to achieve higher levels of
effectiveness and efficiency. The concept of BPR as a strategy to make modifications
within organizational business processes began its history in the 1980°s. At that time,
investments in IT did not result in corresponding improvements or increases in
productivity and performance. Many explanations were given as to why IT did not
produce the results that were expected. Some blamed the IT and such things as the way it
was being implemented, the user-unfriendly nature of software, the lack of managerial
understanding of IT  (called technophobic), the lack of information systems
professionals understanding of business (called technocentric), and faulty implementation
of IT [Ref. 22].

Years of continued failure of IT investments caused business to shift its focus.
They began to realize that perhaps the IT systems were not to blame, but rather that
organizational processes, structures and designs were not work-friendly. They realized
that applying IT to traditional hierarchical structures, complex procedures, and antiquated
organizational designs exacerbated the problems, and that automating them with IT
cemented complex archaic structures through automation rather than improved them (EI
Sawy, 2001). This approach of applying IT to existing problems is simply an exercise in

paving the cowpaths.

As the competition begin to ramp up, many scholars began to research ways in
which organizations could achieve faster cycle times, cost cutting, and improvements in
customer responsiveness. The overwhelming desire was to find ways of performing
business that would yield exponential increases in performance. These scholars
concluded that the demands could only be met by rethinking how business is performed
and by taking advantage of the capabilities of IT. Hence, the BPR concept began to take

industry by storm.

5 Paving the cowpath refers back to the early part of this century, when people simply paved the
traditional serpentine roads needed for animal-based transportation, rather than re-routing roads directly
over the hill to take advantage of powerful automobile technology. In Information Technology, it refers to
automating inefficient processes thus creating more inefficiency.
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1. BPR Defined

In order to understand BPR fully, first it is necessary to determine the definition
of a business process. Davenport and Short (1990) define a business process as “a set of
logically related tasks performed to achieve a defined business outcome.” It implies a
strong emphasis on how work is performed within an organization. In their view,
processes have two important characteristics: 1) They have customers (internal or
external) and 2) They cross organizational boundaries (i.e., they occur across or between
organizational subunits). Processes are generally identified in terms of beginning and
end point, interfaces, and organization units involved, particularly the customer unit.
Conversely, EI Sawy (2001) defines a business process by breaking down the letters in
the BPR acronym. He states that the focus is on end-to-end business processes that
extend to the customer the value of the process. He further indicates that the ‘B’ “defines
the boundaries of a process in a way that makes sense in terms of business value: the
coordination of ensembles of tasks performed by many people rather than narrow tasks
performed by one person.” The ‘P’ in BPR has a “primary focus on essential processes
that deliver outcomes is the signature of all variants of BPR rather than a focus on static
organizational structures.” It looks primarily at dynamic process flows that move rather
than static organizations structures. It is cross-functional in scope within an enterprise.
He states that it is a coordinated and logically sequenced set of work activities and
associated resources that produce something of value to a customer (ElI Sawy, 2001).
While the definitions of a business process given by Davenport and EI Sawy differ, both
indicate that a process must have boundaries, relationships, and create an output. By
examining the definition of a business process, a clearer understanding of BPR can now

be gained.

Much has been written about the concept in both the practitioner trade press and
in academic research, yet finding a common definition of BPR has become an impossible
task. Davenport and Short has defined BPR as “the analysis and design of workflows and
processes within and between organizations” [Ref. 21]. EI Sawy provides a more
comprehensive definition as he states that BPR is a performance improvement
philosophy that aims to achieve quantum improvements by primarily rethinking and
redesigning the way business processes are executed [Ref. 22].
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2. The Use of IT and BPR

While both of these definitions slightly vary in meaning and in interpretation,
both authors agree that the use of IT is the key enabler of BPR. Davenport and Short
argued that BPR requires taking a broader view of both IT and business activity, and of
the relationships between them. IT should be viewed as more than an automating or
mechanizing force to fundamentally reshape the way business is done. They believe that
business activities should be viewed as more than a collection of individual or even
functional tasks in a process view for maximizing effectiveness. IT and BPR have a
recursive relationship. 1T capabilities should support business processes, and business
processes should be in terms of the capabilities IT can provide. Davenport and Short
(1990) refer to this broadened, recursive view of IT and BPR as the new industrial

engineering.

El Sawy indicates that the success of BPR is not solely reliant on the redesign of
business processes. He states that the work environment around the business process
may require some adjustments. He uses the Leavitt Diamond structure shown below to
demonstrate this theory and to illustrate how BPR fits into an organization. Harold J.
Leavitt developed the Leavitt Diamond (Figure 9) to demonstrate the relationships
between four key functions of the BPR initiative. Managing the organizational variables
of IT use, organizational form, requisite people skills, and business processes is
imperative to ensure that the organization maintains the balance required for BPR
success. For example, if a new IT is introduced into the organization, business processes
may need to be changed to take advantage of the technology. The use of the new IT and
the newly designed process may require new people skills to match, and perhaps a new

organizational form (more centralized, or team-based, for example) [Ref. 22].
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Figure 9.  The Leavitt Diamond.

Understanding such a framework is critically important when redesigning
processes that are knowledge intensive. As processes change and the remaining variables
in the Leavitt Diamond are affected, changes in the knowledge that surrounds the process
will likely change dynamically. It either departs with outgoing personnel or becomes
useless because it resides in the heads of personnel who have been disassociated with the
process. Thus, when redesigning processes, it is imperative to ensure that the knowledge
about the process is considered and captured in the IT where feasible.

3. Phases of BPR

Table 1 and Figure 10 depict the phases of BPR, as defined by El Sawy, and what
actions are completed in each phase. [Ref. 22] While this thesis focuses only on the first
two phases, it is important to note that proper execution of Phase 3 is imperative in order
to make the BPR IT solution successful. Figure 10 illustrates that the foundation for the
success of the process redesign model is the requirement to share process knowledge.
The sharing of this knowledge is required within each phase of the BPR cycle. Table 1
provides each of the phases and the activities that accompany them. The information
contained within the table provides enough high-level detail and little explanation of each

is required.
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Phase 1
Scoping the process

Oparationalize process
e formanrc: 1 ;1r[:1t!tt'.

Define process boundaries
Identify key process issues

LUinderstand bhest practices

Fhase 2
Madeling, analysis, and
redesign of process

FPhase 3
Flanning process
integration

Activities

= Continue data collection
= hodel “As-1s" baseline
process

= Analyze and diagnose “As-

=" process

= Provide workflow modeal or
requirements for |13 design

= Adjust process design

= Plan for process
implameantation

and define initial visions = Design and model "To-Ba”
= Outline data collaction plan precess alternatives

and collect bazeline data = Analyze “To-Be” process
s Plan for modeling phase alternatives and sslact best

alternative

= Plan process integration
phase

Dealiverables

= Process Scoping Report = Software-Based Process = Process Integration Plan
et
= Partner Impact Raport

= Process Reenginesaring
Report

Key Participants

+ Process Owners and * Process Participants = IS Design Team
Fartners = BPR Team = BPR Team

= Customers of Process
= HPH learm

Table 1.  Key Phases and Activities in BPR (From: Ref. 22).

The phases are:
o Phase 1: Scoping phase

o This phase is used to define the inputs to the process undergoing
change and the desired output to achieve. This phase keeps the
BPR team focused and on course throughout the BPR process.

o Phase 2: Modeling, Analysis, and Redesign phase

o In this phase, a model of the current or “As-1s” process is drafted,
analysis of the As-Is is conducted and then future process
alternatives or “To-Be” processes can be modeled, analyzed for
best performer and then the plan for phase 3. This phase is the
focus of research performed in this thesis.

o Phase 3: Planning Process Integration phase

o This phase is designated for drafting a plan for integrating the new
process alternative for smooth, seamless integration of the new
process into the current organization.
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Figure 10. Phases of Business Process Redesign (From: Ref. 22).

A large portion of the information in this chapter was derived by utilizing the
processes included in Phase 2. While the KVA methodology of Housel and Bell was
used to capture the knowledge in each sub-process, EI Sawy’s BPR phase approach
assisted with determining when the knowledge should be captured. The methodology
and theories of both Housel and Kavesky for KVA and El Sawy for BPR were used in
defining the As-Is and the To-Be for NMCI account management.

E. DEFINING THE CURRENT PROCESS FOR ACCOUNT MANAGEMENT

This section provides the supporting research data and shows how the KVA
methodology and BPR principles were used to perform data collection, model the As-Is
process, capture the value added within the process, and analyze and diagnose the current
NMCI account management process. All of the core sub-processes involved in account
management were examined and evaluated against one another to determine which sub-
processes provided the least return on the knowledge utilized. It was discovered during
the initial stages of research that there was no written policy or guidance provided to the
customer technical representatives (CTR), and therefore, no standardized process existed
for account management. For the purpose of this thesis, the terms technical

representative and account manager are used synonymously.
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1. Data Collection

The focus of the data collection was to obtain information that would prove
valuable to understanding the current process for managing accounts before making
recommendations on improvements. The researcher determined that using BPR
principles from El Sawy would prove to be most beneficial when defining the current

process and making recommendations for changes in the process.

While there was no standardized process for account management across all of the
USN RC, the researcher expected to find a common, standard process amongst the USN
RC regions of which a good estimation could be made to perform the KVA analysis.
However, the research found that there was not even a standard process amongst the USN
RC regions. The scope of the data collection was limited to capturing the current process
for USN RC account management. It was assumed and verified through phone
interviews that capturing the account management process for the USN RC would likely
be a good representation of the process for the United States Navy Active Component
(USN AC) as well.

2. Collection Methodology

To begin data collection, phone and personal interviews were conducted with the
Commander Navy Reserve Force Command (CNRFC), Command Information Officer
(C10) to identify and prioritize his concerns with the NMCI account management process
and their effect on the USN RC organization. The purpose of the interviews was to fully
understand the concerns surrounding account management. The CIO’s concerns were as

follows:

) That the U.S. Navy Reserve Component should not be paying for a
person’s account who is no longer affiliated with the organization due to
the following status:

. Deceased, separated, retired, transferred to active duty, etc.

° That maximum utilization should be made of the two free accounts that
accompany each unclassified seat;

. That the U.S. Navy Reserve Component should not be paying for
duplicate accounts (not to be confused with valid multiple accounts
required for someone’s job or position); and
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. That the U.S. Navy Reserve Component should not be paying for an
account that should be the responsibility of another command outside of
RESFOR’s claimancy.

While the interviews with the CIO provided high-level information about the
USN RC concerns, additional phone interviews were required with the lead of the
Enterprise Account Management Working Group (EAMWG) to provide more detail
about the account management process and to understand the business rules better. The
results of the conference calls provided further insight on the problems within the
process; the high-level dynamics of the IT systems used for account management; the
budgeting process for NMCI; and a general overview of some of the major business

rules.

A follow-on conference was required with the USN RC CIO and the subject
matter experts to clarify the account management process. This call made it possible to
glean information about the vision for the allocation of accounts; the amount currently
spent on additional accounts (approx. $35M/year) that exceeded the total free accounts
that accompany a seat; the estimated total of accounts currently not required; the use of
the Network Enterprise Tool (NET) as the IT solution for account and seat management;
the use of eMarketplace for budget reconciliation and invoice validation; the role of an
Assistant, Deputy, and primary Customer Technical Representative (A/D CTR); the
process for submitting a Move-Add-Change (MAC) request; and how Contract Line Item
0024s (CLIN 24s) are determined and assigned.

The results of these meetings required a clearer understanding of how account
management is accomplished at the Echelon |11, IV, and V levels before proceeding. It
was decided that a visual demonstration of the account management process from
inception to completion was required to completely understand the necessary actions in
account management before designing the As-Is process. A visit to the Navy Reserve
Center (NRC), San Jose assisted in clarifying the numerous sub-processes. The visit
made it possible to see how the management of accounts was performed, to view the
required enterprise IT systems, to review the NRC’s process and the IT systems used

locally; and to capture the estimated time to learn to perform each of the sub-processes.
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The research concluded that, after seeing the total lack of mandatory standardized
sub-processes, it would be critical to create a survey to sample a small percentage of
commands randomly from the different RESFOR regions and various echelons (ECH) to
understand their approaches to account management. The survey questions are included
in Appendix B. The survey contained questions that would assist with calculating the
learning time, the number of core sub-processes that are involved in NMCI account
management, the time to execute each sub-process, to differentiate between the manual
and automated sub-processes; and how many times each sub-process is performed in a
week. A total of thirty-six commands were randomly selected to complete the survey.
The survey completion sample consisted of the following commands:

. 1 CTR from CNRFC;

J 4 Navy Air Commands (3-ECH IV’s and 1-ECH V);

. 3 REDCOMs (South, Mid-Atlantic, Southwest); and

) 28 ECH V REDCOM commands (4 ECH V’s for each of the 7
REDCOMs)

While the sample size consisted of thirty-six commands, only thirty-three of them
responded (91.6%). A review of the survey responses concluded that thirty of the thirty-
three responders provided data that was useable. The survey successfully captured
account management trends across the various regions; the time to complete each sub-
process; and the learning time involved in each sub-process.

3. The AS-IS Process

Information collected during the interviews and surveys as well as observation of
the process during the site visit made it possible to devise several sub-processes that
appeared to be common across the regions and formulate them into the As-Is model. The
purpose was to establish the boundaries between the core scenarios and sub-processes
and ultimately use the KVA methodology to identify and value the knowledge required
for each. While the scenarios specifically address DRILLRES and FTS, it is assumed
that any of these processes pertain to civilian personnel as well. Figures 11-14 depict four
unique scenarios associated with account management. Note that perforated lines around
any step of the process indicate that all technical representatives do not consistently
perform the process. The scenarios are:
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Drilling Reservist (DRILLRES) or Full Time Support (FTS) personnel
reporting to the Navy Reserve Activity (NRA) or from a command not on
the NMCI network;

DRILLRES or FTS transfers from the current command to another
command that has cutover to NMClI;

DRILLRES or FTS depart the USN RC by way of retirement, leaving the
USN RC for another branch of service; and

NRA overall seat and account management process including monthly
account and asset reconciliation.

F. “AS-1S” PROCESS FLOWCHARTS

1.
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As-Is Flowchart When a New DRILLRES/FTS Reports for Duty.

The first scenario shows the process flow for DRILLRES or FTS personnel that

are either new to the USN RC or that are transferring from a non-NMCI command. The

check-in process is as follows:

1.

The User reports to the command for initial check-in. Initial check-in is
usually performed through a command indoctrination process or through
the manpower department. This process is typically a manual process.

The User in-processes with the NMCI Account Manager
(ACTR/DCTR/CTR) and the manager make a manual entry to a local
logbook for tracking purposes.

48



The technical representative annotates the User’s name and rate as well as
the command unit that the User is assigned in the manual logbook.

Once all new Users are logged, the technical representative will review the
check-in log and begin to take action. There is normally a significant time
lapse between when the User was entered into the logbook and when the
technical representative begins to act upon the log entries (sometimes the
technical representative will wait until the next business day after a Drill
Weekend (DWE). In other words, this step in the process is not routinely
completed while the User is with the technical representative.

The technical representative will look in the Global Address List (GAL)
for the User’s name annotated in the logbook.

a. The technical representative contacts the User if one or more
names are found in the GAL that possibly matches the name of the
User. Time delay is embedded here, as this process is not
completed when the User initially performs the check-in process
with the technical representative.

b. If one or more of the accounts in the GAL match the User, then the
technical representative verifies whether those accounts are
multiple accounts or duplicate (i.e., excess) accounts.

I. If the account(s) are verified to be a duplicate (or excess), a
MAC request is submitted to “move” one of the accounts to
the new command and a request is submitted to “delete”
any additional accounts. This request is forwarded by
completing a MS Word template document and sending it
to the authorized submitter (or DCTR) usually via email.
The document is then reviewed by the authorized submitter
(or DCTR) for accuracy and completeness. The authorized
submitter then forwards it to the NMCI Help Desk for
action. The help desk forwards a confirmation email to the
authorized submitter and the initiating technical
representatives once the request has been completed. The
initiating technical representative will then make a manual
entry in the local logbook that includes the new User’s
account information.

C. If none of the accounts in the GAL matches the User, a MAC
request is submitted to “add” the user to the NMCI network. This
request is forwarded by completing a MS Word template document
and sending it to the authorized submitter (or DCTR) usually via
email. The document is then reviewed by the authorized submitter
(or DCTR) for accuracy and completeness. The authorized
submitter then forwards it to the NMCI Help Desk for action. The
help desk forwards a confirmation email to the authorized
submitter and the initiating technical representatives once the
request has been completed. The initiating technical representative
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will then make a manual entry in the local logbook that includes
the new User’s account information.
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Figure 12.  As-Is Flowchart When an FTS/DRILLRES Transfers.

The second scenario shows the process flow for DRILLRES or FTS personnel

that relocate from one command on the NMCI network to another command on NMCI.

The checkout process is as follows:

1.

The User out-processes with the NMCI Account Manager and the
manager makes an entry into a manual logbook for tracking purposes.

The local technical representative contacts the gaining command of the
User to have them submit a MAC to “move” the existing account to the
gaining command.

The local technical representative waits approximately two weeks to give

the gaining command time to transfer the command.

At the end of the two-week wait period, the local technical representative

checks the command’s Active Directory to confirm that the account has
been transferred.

a.

If the account is still in the local command’s Active Directory, the
losing command’s technical representative will then submit a
MAC request to “deactivate” the account. This request is
forwarded by completing a MS Word template document and
sending it to the authorized submitter (or DCTR) usually via email.
The document is then reviewed by the authorized submitter (or
DCTR) for accuracy and completeness. The authorized submitter
then forwards it to the NMCI Help Desk for action. The help desk
forwards a confirmation email to the authorized submitter and the
initiating technical representatives once the request has been
completed. The initiating technical representative will then make a
manual entry in the local logbook indicating that the action was
completed.
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Figure 13.  As-Is Flowchart When an FTS/DRILLRES Retires.

Scenario three illustrates the process flow for DRILLRES or FTS personnel who

are retiring, leaving military service, or transferring to a non-NMCI command. The

checkout process is as follows:

1.

The technical representative receives a monthly command
termination/modification form from the administrative department.

After verifying the User’s status, the local technical representative submits
a MAC request to “deactivate” the account.

This request is forwarded by completing a MS Word template document
and sending it to the authorized submitter (or DCTR) usually via email.

The document is then reviewed by the authorized submitter (or DCTR) for
accuracy and completeness. The authorized submitter then forwards it to
the NMCI Help Desk for action.

a. No further action required by the technical representative if a
confirmation email is received stating that action was completed.

b. If confirmation email, which verifies that the action was
completed, is not received, the losing command’s technical
representative will continue to check the command’s Active
Directory for a completed action. A continuation of no action
prompts the technical representative to contact the authorized
submitter to check the status of the MAC request. The authorized
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submitter will then contact the contractor SRM team or the help
desk to facilitate the request. This process continues until the
confirmation email is received annotating that the requested MAC
was completed.
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Figure 14.  As-Is Flowchart for Allocation of Accounts and Seat Management.

Scenario four illustrates the process flow for overall management of NMCI seats
and accounts. This illustration is important to show because is provides a visual flow of
the various systems that must be used for daily account management. The top process
flow is for accounts and the bottom is for seats. The processes are as follows:

a. Accounts

1. The technical representative counts the number of active accounts that
exist in the command’s Active Directory. This yields the total number of
chargeable accounts that should be included on the billing invoice.

2. Once a month, the technical representative accesses eMarketplace to view
the monthly invoices.

3. A comparison is then made with the totals counted from the Active
Directory and the total number of “free” accounts that are derived from
each seat to determine the number of CLIN 0024’s required.

4. The technical representative contacts the contractor to request
modifications to charges on the billing invoice to reflect the actual
accounts in the Active Directory.

b. Seats

1. The technical representative locally generates a CLIN spreadsheet that
contains a list of all NMCI hardware and its physical location. This list is
used to populate the NET database.

2. The technical representative (or authorized initiator) forwards the
consolidated list via email to the authorized submitter for review of
accuracy and completeness.
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3. The authorized submitter forwards the consolidated list for import of data
into NET.

4. A seat identification (SeatlD) number is assigned to each piece of NMCI
standalone hardware. The SeatlD is a NET generated number assigned to
each seat entered into the NET database. Every asset considered a seat in
NET is assigned a SeatID. Any peripherals attached to a seat do not have
its own SeatlD, but any peripheral that is ordered as stand alone hardware
is given its own SeatID.

G. KNOWLEDGE VALUE ADDED IN AN NMCI ENVIRONMENT

1. Time Required to Learn a Process

Time and resource constraints dictated the use of the Learning Time methodology
to calculate the KVA for NMCI account management. In this method, the amount of
knowledge embedded in a process is represented as the amount of time necessary for an
average person (i.e., a common reference point, “learner”) to learn how to complete the
process correctly. Since the researcher was unable to compare results to those of the
process description or binary query method, the researcher used correlation between the
nominal learning time (NLT) and actual learning time (ALT) to determine the reliability
of the estimate: The terms are described below.

) Actual Learning Time — is the estimated time required for the average
person to learn each core process. It answers the question of how long it
would take to train someone to perform each sub-process. It represents
the value created in each of the sub-process and calculated in the
numerator of the ROK formula. The ALT numbers were calculated from
site visits and phone interviews.

o Nominal Learning Time — is a second estimate of the knowledge required
to perform the core processes and is obtained from a second source. Itis a
measure of time it takes to learn each sub-process given only 100 total
hours to complete learning of all sub-processes. For instance, sub-process
“Create Add User to User Log” requires the average learner to use .5
hours learning time out of a total of 100 hours.

Housel and Bell state that the goal of using both estimation methods is to obtain a
correlation of 80% or higher between them. A lower correlation would indicate one of
the estimations contains some kind of inaccuracy and will need to be reworked. If the
numbers correlate well, one could assume some statistical validity between the two

different estimates obtained from different sources.
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The data collection to perform the initial analysis can be concluded upon
gathering the number of command units involved in the overall process (in this case, it is
the number of command units involved in performing account management); the number
of people involved in each sub-process per command unit; an accurate count of the
number of times the knowledge is executed during a sampling period (in this case, one
week); and the time it takes to execute each core process (called Time to Complete). To
assist in ensuring that the knowledge estimates are accurate, it is important to avoid
overestimation --knowledge should only be counted when in use, that is, when it is being
actively utilized to perform a particular sub-process or process.

2. KVA Calculations

a. Assumptions
. Except where noted, all command units utilize the same overall process
and sub-processes for account management.

. The number of persons completing each sub-process is an average taken
from actual survey data.

. Times Fired is an average number of times that each sub-process was
completed by a single technical representative in the sample period of a
week. This average was then converted to number of times fired in an hour
for purposes of comparability. The data used to derive this average came
from the surveys.

o Time to Complete is the average time it took a single technical
representative to complete one instance of the sub-process. This average
was derived from survey data.

To calculate the “benefit” stream for each sub-process, the ALT (hours)
was multiplied by the Times Fired/hour times the Average # People completing the sub
process. This provided the number of units of knowledge generated by a single command
unit for the sub-process for the sample period. This was then multiplied by the total
number of command units to obtain the total units of knowledge generated by all
commands for this sub-process. Figure 15 provides a partial illustration of the use of this
formula in the NMCI process. (J=C x D x F x H)
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Figure 15. KVA Total Benefits Calculation Example.

For the purposes of this particular analysis, a surrogate was used for actual
unit cost due to the difficulty of obtaining actual cost data for so many moving parts
within the allotted time frame. To estimate this surrogate for unit cost, it was agreed that
the number of hours that it took to complete a sub-process (Time to Complete) was a
reasonable equivalent to the actual dollar unit cost since dollar unit cost is the wages/hour
paid to complete the sub-process. Once a unit cost surrogate was selected, this was
multiplied by the Times Fired/hour times the Average # People completing the sub
process and finally by the total number of command units to obtain the total “cost” of the
knowledge generated by all commands for this sub-process. Figure 16 provides a partial

illustration of the use of this formula in the NMCI process. (K=C x D x F x G)
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Figure 16. KVA Total Costs Calculation Example.

3. Metrics
In order to glean meaningful insights from the KVA analysis, it was necessary to
build a performance ratio for the sub-processes. For this ratio, ROK was used. The ROK

calculation used the standard formula:

ROK = K
C
where:
K = Knowledge generated by a single core process
C = Cost assigned to Time to Complete a single core process, or surrogate for cost
assigned

The actual calculation for “Create Add User to User Log” is as follows:

K =34
8625

This ROK is 400%, meaning that there are four units of knowledge generated for
every unit of knowledge “cost.” In other words, for every hour that it takes to complete

this sub-process, it requires four hours of Learning Time.

Once the ROK ratios for all sub-processes were completed, it was determined that
they were too inflated to provide helpful insights. Thus, the decision was made to lower
these ratios by a divisor of 25 throughout, so that more meaningful comparisons could be
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made. Using a common devisor assists with getting the percentages to fall between 1%
and 100%. Decimal numbers that fall below 1% and any ratios greater than 100% can
easily be assessed as they standout from the predetermined percentage range. If every
number in a series is divided by the same divisor, the proportional relationships between
those numbers remain intact.

4, Analysis of Results

To provide an in-depth analysis of the results, some ranges of performance for the
ROK ratios were established. All sub-processes below 10% ROK were the first line of
investigation for process reengineering. All sub-processes between 10% and 20% ROK
were the second area of investigation. Once Categories 1 and 2 were reviewed, the focus
fell on Category 3 (ROK over 20%) to see whether it was possible to build more

efficiency or effectiveness here as well.

Category 1 — ROKSs of less than 10%: the amount of automation vs. the amount of
manual labor involved was examined. Then, the amounts of “wait time” built into the
sub-processes were reviewed, e.g., did a sub-process require the CTR to wait prolonged
periods to receive a response. Also investigated were the IT systems used to see if
streamlining was needed and whether too many systems were required to accomplish a
given task. It was clear that the sub-processes yielding a less than 10% ROK were heavily

manual, included long “wait times,” and required multiple inputs into various IT systems.

Category 2 — ROKs between 10% and 20%: the same methodology as that for
Category 1 was followed. Note that in this Category, many of the sub-processes were
locked in place due to business rules that required them to remain in effect. An example
of this was Sub-Process 5 — REDCOM Approval. All four Category 2 sub-processes,
with the exception of the REDCOM Approval, were manual sub-processes and could be

automated without losing valuable data.

It was also discovered that both Category 1 and Category 2 sub-processes
included many redundancies that could be consolidated or eliminated by better process

design.

Category 3 — ROKSs over 20%: Although the returns were high by comparison
with the other sub-processes, it was noted that the technical representatives were required
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to utilize several IT systems to accomplish otherwise automated tasks. This meant that
time was consumed on switching systems that could have been used in producing

outputs.

Globally, the ROK analysis made it possible to understand that there was no fully
integrated central data repository that an “actor” or technical representative could actually
use to accomplish account management. In addition, it was found that not all technical
representative had been trained to use all the systems they were expected to utilize and
often technical representative were not even using these systems at all, whether trained
for them or not. It was evident from all these investigations and the ROK analysis that

serious reengineering of the account management sub-processes was needed.

Figure 17 shows the complete KVVA analysis.

Figure 17. KVA As-Is Analysis.
58



The current use of IT was factored into the learning of each of the sub-processes
as most of these sub-processes are performed by entering data into a myriad of electronic
IT systems or applications. In analyzing the As-Is process, it was concluded that the issue
was not the lack of IT, but rather the lack of integration between all the different
electronic systems and applications used to manage accounts. The systems included the
NMCI Enterprise Account Management Tool (NET) to manage seats but contained
limited functionality to manage accounts; eMarketplace to validate the monthly billing
invoices; Service Request Electronic Form (SR eForm) for daily MAC submissions and
management; MS Outlook for confirmation of MAC submissions and completions; the
Global Address List (GAL) to verify the establishment or disestablishment of accounts;
and a multitude of local applications (i.e., locally generated MS Excel spreadsheets and
MS Access databases) assist in storing all the data gathered from the various systems in
one location. Active Directory is used very little when performing the required monthly

validation of invoices.

It is also important to note that not all processes are electronic. Many of the
technical representatives have created manual logbooks in an effort to manage the status
of MACs from creation to completion. Also noteworthy is that the SR eForm was not
fully functional for MAC management at the beginning of this analysis. Instead, the
ACTRs submitted all requests requiring the contractor’s intervention via email to the
DCTR, and the DCTR in turn, forwarded them to the SRM team. The ACTR’s inability
to demonstrate proficiency in using the SR eForm during the site visit was evidence that
it was not used to manage all MACs, and more importantly, that the users received little

or no training on its functional attributes.

The results of the As-Is analysis made it possible to develop a proposed To-Be
solution for each of the four scenarios previously mentioned. The “To-Be” process flow
and KVA were determined and developed by building a demonstrable web-based
prototype. This prototype website integrated the functionality and processes included in
the myriad of IT systems previously mentioned. The website also includes easily
accessible on-line help and training information to the technical representatives. Figures
18-21 illustrates the recommendations for near-term changes in the current system and

account management business processes. Each of these corresponds to their counterpart
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scenario in the As-Is process. As noted by the red outline or the strike through the middle
of the process or application, several of the current sub-processes will be changed or
deleted because of the proposed solution. Appendix C provides more information about
the prototype website and the functionality included.
H. “TO-BE” PROCESS FLOWCHARTS

The following figures illustrated the “To-Be” version of the account management
process flows. The focus will be less on each individual step, since they were explained
in the As-1s, and more on the changes that have occurred in the process scenarios. Note
that perforated lines that existed around many of the As-Is steps are now eliminated to
demonstrate mandatory completion and consistency throughout the USN RC.
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Figure 18. To-Be Flowchart When a New DRILLRES/FTS Reports for Duty.
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The first scenario shows the changes in the process flow for DRILLRES or FTS

personnel who are either new to the USN RC or who are transferring from a non-NMCI

command. The changes in the process are as follows.

The logbook entry made by the NMCI account manager when the User in-
processes is no longer manual but is now entered into an electronic web-
based solution. The User enters all information while still physically
working with the technical representative. Researchers of data quality
have conducted tests to statistically prove that data-entry errors will be
minimized if data is entered by its owner. This entry begins the account
verification process. If other account names exist in the central data
repository that match the User, the technical representative will receive
immediate results of any name match and can clarify the account status
while the user is physically present. The functionality will eliminate the
time lapse built into the As-Is scenario.

The integrated website eliminates the requirement to send the MAC
request to the authorized submitter to review for accuracy and
completeness.  Entering of required data by the User, and the
incorporation of form field validation in the website design will ensure
that the information is complete but does not eliminate the need for the
authorized submitter to review the request for accuracy. Once the MAC
request has been submitted by the authorized initiator in the integrated
web-based system, the request will automatically appear in the in-box of
the authorized submitter. The authorized submitter can then verify for
accuracy and submit the request directly to the contractor’s Service
Request Management (SRM) Team for further action.

To achieve efficiency in time and to achieve the maximum use of the two
“free” accounts that accompany each seat, the integrated web-based
solution records every seat occupied and unoccupied with the two
accounts.  Any accounts added are automatically assigned the first
available seat. Any accounts no longer in use are automatically
unassigned to that seat, and subsequently, account history is automatically
stored in the database. This history allows for the instant retrieval of
account User data when a new account name matches any that exists in the
history file or table. This eliminates the creation of duplicate accounts and
would only require re-activation of an account that may have been placed
in an inactive status.

61



2.

User oulprocessas
actouni manager and
fills out form to change

16 gaining eormimand

Scenario 2
Unassign Liser t Gl Wail 2 weaks, Active
from Saat in Unit 4o, tham Chack Unit Active Cir\;uﬂ"
SReFom 1a Diraciary !
il e CTR Reviews
Lt request for
accuracy!
nical completanass

CTR contacts
EDS 1o daactivale
ascount

Flaceivel
Corfirmation
armail?

Contact CTR 1 AEeount J o
find status on Ative Yes: J;;Z;:rl Chagj;”'l A
deactivalion Qirectar ¥ iy r

Figure 19. To-Be Flowchart When an FTS/DRILLRES Transfers.

The second scenario shows the changes in the process flow for DRILLRES or

FTS personnel that relocate from one command on the NMCI network to another

command on NMCI. The changes in the process are as follows.

Just as in Scenario 1, the logbook entry made by the NMCI account
manager when the User in-processes is no longer manual but is now
entered into an electronic web-based solution.

The technical representative can then automatically unassign the User
from the occupied seat by initiating an account transfer from the losing
command to the gaining command. Initiation of an account transfer by the
local technical representative will automatically submit an account transfer
request to the in-box of the gaining technical representative. Automating
this process eliminates the need to inform the gaining technical
representative that an account transfer is required. Submitting the request
does not eliminate fiscal and management responsibility by the local
technical representative until the account has been accepted by the gaining
command via the integrated web-base tool.

Management oversight by the technical representative is still required to
ensure that the account is removed from the local Active Directory. This
requirement does not eliminate the account transfer verification loop that
is included in the As-Is, but it does eradicate the requirement to submit the
MAC request via email to the authorized submitter.
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Scenario three illustrates the changes in the process flow for DRILLRES or FTS

personnel retiring, leaving the military service, or transferring to a non-NMCI command.

The changes in the process are as follows.

The integrated web-based data repository eliminates the need for the
technical representative to complete the MS Word document and submit
the MAC request to the authorized submitter via email. Once the request
is entered in the web-based tool, it is automatically sent to the authorized
submitter and awaits action in the in-box.
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Figure 21. To-Be Flowchart for Allocation of Accounts and Seat Management.

Scenario four illustrates the changes in the process flow for overall management

of NMCI seats and accounts. The scenario illustrates that most of the sub-processes

included in the As-Is are now modified to include the use of the web-based integrated

central data repository with NET and eMarketplace. Again, the top process flow is for

accounts and the bottom is for seats. The changes in the processes are as follows.
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a. Accounts

. Initially, the technical representative would ensure that all current NMCI
users are entered into the integrated web-based management tool. By
using automated reports that could be generated and exported from the
web-based tool, the technical representative would perform a comparison
between the active accounts in the Active Directory and the system
generated report. Any disparities or MAC requirements would be
submitted directly through the integrated web-based tool. There would
not be a need to compare the Active Directory numbers manually to the
“free” seats to determine CLIN 0024s as the account-to-seat allocation
would be system generated. Likewise, the system would automatically
calculate any account requirements that exceeded the “free” accounts that
accompanied each seat by providing a sum total of required CLIN 0024s.

. The web-based tool is sophisticated enough to generate a report that
contains accumulated seat and account data with similar data output fields
that exist in eMarketplace. This would enable the technical representative
to generate a report through the web-based tool and compare it with the
eMarketplace invoice.

b. Seats

. Ensuring that actual seat data match what exists in NET since NET is
currently the management tool of choice. The integrated web-based tool
allows technical representatives to perform a physical inventory of their
existing assets, enter the findings in the web-based tool, and provide an
interface with the NET seat module to provide easy and automated import
of data between the systems. The interface between the prototype web-
based tool and NET would eliminate the requirement to submit any
modifications via a spreadsheet to the authorized submitter.

5. Data Analysis Comparison

The principles of KVA and BPR were used to recommend modifications and to
achieve efficiencies in the account management process. It was decided that addressing
the ROKSs that met the criteria for Category 1 above would provide the most immediate
return as manual processes would be automated thus decreasing the time to complete the
sub-process. Additionally, the desire was to capture as much knowledge in the heads of
people and embed it in the IT system when feasible. The numbers included for the “To-
Be” Time to Complete and the Actual Learning Time are based on the testing and
evaluation of the prototype web-based solution, and not just professional judgment.

While adding automation did eliminate most manual processes, it also required
additional sub-processes to compensate for the automation. The KVA shows an increase

in the ROK in several of the sub-processes. The ROK increase is attributable to an
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increase in knowledge embedded in the IT systems, as smarter IT systems require less
knowledge of the process in the minds of the account management actors, to the merging
of several processes into one, the elimination of manual sub-processes, and a decrease in
the time to complete each of the remaining sub-processes. The following sub-processes
were eliminated with the use of automation and system integration: Fill out Request
Document (MAC) in Word (sub-process row #5) and Aggregate CLIN spreadsheet sent
to NET website (sub-process row #19). These sub-process rows are highlighted in grey
in Figure 22. As previously mentioned, the following sub-processes were required to be
added because of automation and system integration: Fill out Electronic Log Request
(sub-process row #4); Verify Unit Information and submit rapid request (sub-process row
#8); and Track Equipment Purchases through the new web-based site (sub-process row
#18). These sub-processes have a red font color and have a grey highlight in the “Before

(from As-Is)” column (column L).

The remaining sub-processes with red font color within the numbers represent
those that have been modified with the use of an integrated and automated central data
repository. While many interpretations can be made from the data, the data analysis for
this section focuses only on the increases or decreases to the Time to Complete, which
affects increases or decreases to the proxy “cost” discussed in Section C of this chapter.
In other words, the analysis focuses on how the process changes improved the benefit
stream and/or the decreased the proxy costs. This is done by comparing the Time to
Complete from the “To-Be” to the Time to Complete from the “As-1s”. These processes
include the following.

. Review User Log and Check for existing account (sub-process row #6).
Since this sub-process will be automatically performed through the
integrated website, through testing and evaluation, it was determined that
automation would yield a decrease in the Time to Complete from 0.05
hours to 0.03 hours. The analysis of the data concluded that the
percentage of time to complete was decreased by 40%.
(0.03-0.05) 04

0.05
Similar comparisons will be made with the remaining processes that have been

changed.
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) Ask User about need for multiple accounts (sub-process row #7). This
sub-process will no longer allow the technical representative to wait until
after a drill weekend to contact a NMCI user, but will enable him to ask
the user at the time the new NMCI account is requested. Using the same
comparison methodology as the previous sub-process, it can be concluded

that the Time to Complete was decreased by 94%. (0.03-05) =-94

. Assign/Unassigned User to seat in our Site (sub-process row #12). This
sub-process eliminates the need for the technical representative to perform
unused seat-to-account mapping in their local tracking system (from As-Is,
Figure 17, sub-process row #10). The use of automation and system
integration automatically finds the first available or unused seat and
performs user-to-seat mapping as they are entered. Data analysis yields a

75.7% decrease in the Time to Complete. % =-0.757
. Contact User’s Prospective Command (sub-process row #15). Great

efficiency is achieved in this area by using the prototype tool as the
process of transferring and the account is mostly system generated. This
increases the number of times this process can be completed in an hour
and decreases the overall time to complete one instance of the sub-process.
Analysis of the data concludes a 94.4% decrease in the completion time.

(0.083-1.5) o4
15
. Look up Invoice Page on eMarketplace (sub-process row #16). Since all

of the data will be integrated into the web-based tool, the technical
representative is required only to generate a report and complete the
verification. Automating this process drastically decreases the Time to

Complete by 83.3%. w =-.833

KVA provides the data analysis with many options for data comparison within the
sub-processes or with overall ROK percentages. The numbers in the spreadsheets listed
previously represents a relative comparison between the ROK for the As-Is and the To-
Be processes. A relative comparison between the overall ROK totals yield a 6.95%
increase in overall efficiency (31.70% - 24.75%=6.95%).
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Figure 22. KVA To-Be Analysis.

I CHAPTER SUMMARY
This chapter began by providing detailed information on the theory of Knowledge

Management. The definition of Knowledge Management was provided and can be
summarized as a set of activities aided by IT designed to help organizations to create,
capture, synthesize, deploy, share, preserve, and reuse organizational knowledge more
effectively. The section on BPR addressed its phases as defined by El Sawy. The
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evolution of Knowledge Management has constituted what is considered the “second-
wave” BPR, which focuses on effectively managing knowledge around business
processes. The chapter demonstrated how the process redesign heuristics and the KVA
methodology was used to increase the knowledge-creating capacity of the account
management process so that it learns more effectively through the interactions of its

various participants.

KVA methodology was also used to measure the ROK as a way of comparing
how much value different BPR alternatives provide to the account management process.
BPR emphasizes the importance of creating value quickly and value can be created
through increased knowledge creation around processes. Developing a web-based
prototype enabled the testing and evaluation of BPR alternatives and was used to
calculate the To-Be process flow for the various defined scenarios. The KVA
methodology uniquely enabled the ability to capture and quantitatively measure the
amount of knowledge as a common unit of output that exists in each of the sub-processes
in managing NMCI accounts. This could not have been accomplished solely with the use
of BPR principles. Quantitatively capturing the knowledge, in units of learning time,

allowed relative comparisons of the sub-processes and the ROK to be made.

The next chapter provides an analysis of what industry considers successful
measures for outsourcing and seat management. It also examines commercial companies
that have outsourced their IT resources and the business practices implemented that led to
their success. The second half of the chapter reviews best-of-breed COTSs tools used by

industry to perform enterprise-wide seat management.
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V. INDUSTRY STANDARDS FOR OUTSOURCING AND
COMMERCIAL-OFF-THE- SHELF MANAGEMENT TOOLS

A. INTRODUCTION

Researchers have documented that information technology (IT) outsourcing has
increased enormously over the past decade. This increase has required that outsourcing
organizations create and codify standards and best practices that promote sharing
strategies and ensure tangible, sustainable results. This chapter discusses some of these
strategies based on research conducted by Gartner Inc. and other outsourcing researchers.
Included in the chapter are industry best practices for administering and managing

information technology (IT) outsourcing contracts.

Previous chapters discussed the lack of an integrated IT solution and its impact on
Navy Marine Corps Intranet (NMCI) management. This chapter assesses “best-of-
breed” commercial-off-the-shelf (COTS) products used by industry, which could also be
used as an enterprise IT solution for NMCI management.
B. INFORMATION TECHNOLOGY OUTSOURCING BEST PRACTICES

Many enterprises, or service recipients (SR), have decided to outsource all, or a
portion of their IT functions to increase value and add benefits to the organization.
William Maurer of Gartner Research states that some of these benefits are that the
organization is allowed to concentrate on core competencies; speed to market is
enhanced; change management initiatives are improved; and costs are lowered [Ref. 24].
While IT outsourcing has gained tremendous popularity in today’s business environment,
more than half of all outsourcing arrangements fail to deliver the expected benefits or
value [Ref. 25]. This failure has been attributed to mismanagement of outsourcing
endeavors from the establishment of the sourcing plan to the management of the contract
after it is awarded. The following sub-section discusses the widely-accepted four phases
of strategic outsourcing. While there are many forms of outsourcing deals, a phased-
approach, focused on IT utility sourcing contracts, will be discussed since it is relevant to

the NMCI environment.
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1. Four Phases of Strategic Outsourcing

Gartner Research has studied the behaviors and practices of outsourcing strategies
as well as its methodologies. They have recognized that most organizations lack the
skills required to manage the outsourcing relationship with external service providers
(ESPs) once it has been established [Ref. 26]. To assist with the process, Gartner states
that decision-makers need to carefully craft their strategic outsourcing plans to allow for
“partnerships” with their ESPs. These partnerships will enable businesses to become
more agile with their customers and the changing requirements of the organization [Ref.
26]. Establishing a partnership is not something that occurs suddenly, but should be
revealed by using an evolutionary approach, which Gartner refers to as the four phases of
strategic outsourcing process. The phases of the strategic outsourcing process shown in

pictorial form in Figure 23 are:

J Sourcing Strategy

. Evaluation and Selection
o Contract Development

. Sourcing Management

This process has become the industry standard for outsourcing as it takes
enterprises from the initial decision, to strategic outsourcing, and through ongoing
management of the partnership during the life of the contract. The process considers
future objectives, new opportunities, and the potential for change [Ref. 26].

Figure 23.  Strategic Sourcing Process (From: Ref. 26).

a. Phase 1. Sourcing Strategy
Phase 1 begins with the questions of business strategy and goals.
Knowing the goals and direction of the organization enables senior leadership to
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determine which services would be handled most effectively through outsourcing.
Jennifer Beck, Gartner Research analyst, states that most organizational leadership agree
that one of the biggest challenges in outsourcing is aligning IT with the business strategy
[Ref. 27].

During this phase, organizations should carefully define and closely
analyze their enterprise and evaluate the risks and benefits of outsourcing. They should
clearly understand what is required in the final contract at award and consider what is
preferred throughout its duration. Selection of vendors should be cautiously made as any
outsourcing partnership formed solely on present circumstances is not thinking
strategically and could be doomed for failure. Vendors should also be selected based on
their ability to meet the strategic goals of the organization. This will establish a context

for well-timed future success.

Figure 24. Phase 1: Sourcing Strategy (From: Ref. 26).

b. Phase 2: Evaluation and Selection

Phase 2 empowers senior leadership to define its requirements and identify
potential partners that can meet the organization’s business needs. Organizations should
evaluate potential service providers by establishing guidelines regarding contract
flexibility and cooperative decision-making that will govern the final contract. A
decision framework for evaluating and selecting vendors is also included in this phase of

the strategic sourcing life cycle.

There are several ways that vendors can be selected but two of the more

popular means is through Request for Proposal (RFP) and Single-Source.

Gartner Research states that soliciting vendor interest by using the RFP
approach “invites about five to twelve service providers to respond to the requirements
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stated RFP. It then attempts to uncover key differences among the service providers”
[Gartner Research in Ref. 26]. The negative aspect of this approach is that service
providers submit boilerplate responses as a result of cost-of-sale and opportunity-to-win
concerns among the many respondents. The RFP approach usually requires the longest

timeframe and more is expensive than the Single Source approach.

The Single Source approach invites one service provider to develop an
offer. Selecting a vendor using this approach is usually driven by an existing relationship
the vendor may have with the organization. In government organizations, the single
source approach must be accompanied with justification. It is often used when there is a
need for unique skills, tools, or technology. Services that are limited by time constraints
also warrant the use of the single source approach. Although this approach may seem to
shorten the negotiation process, it can also lengthen it or establish an inequitable
agreement when the service provider desires certain contract terms and when the service
recipient is anxious to close a deal [Ref. 26]. In addition, the lack of competition among
service providers can also remove incentives for the selected provider to offer the

purchasing organization the best terms and services.

Realistic expectations about costs and service benefits should also be
realized during this phase. Gartner believes that only when a decision is made on these
elements can the search for a service provider proceed successfully and efficiently.

Figure 25. Phase 2: Evaluation and Selection (From: Ref. 26).

C. Phase 3: Contact Development
Phase 3 assists users in constructing the proper contract based on their
needs and negotiating the appropriate deals with the vendor. In this phase, the SR and
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service provider (SP) structure a flexible partnership with defined service levels and
payment models by negotiating a realistic and effective contract. *“Hammering out the
details of performance measures and terms that are flexible enough to withstand changes
during the course of the partnership is crucial” [Ref. 26]. Many IT outsourcing contracts
were awarded based on misunderstandings about cost. The initial costs may look
appealing because surcharges are buried in the details for later years and the cost of
managing the partnership over time is rarely taken into consideration.

Performance measures must be made clear and a realistic assessment of
the true costs in the contract must be made. Equally important, the contract terms should
be flexible enough to withstand the inevitable changes that take place during the course
of a partnership.

Figure 26. Phase 3: Contact Development (From: Ref. 26).

d. Phase 4: Outsourcing Management

The fourth phase involves project management once the contract has been
awarded. Since the outsourcing process does not end after the contract is signed, the
partnership between the SR and SP must be maintained as a living, breathing entity. It
must be monitored and nurtured to ensure that the conditions of the contract are met and
modified as the business requirements change. As shifts in capacities, needs and
opportunities to innovate occur, the partnership should use benchmarking to make sure it
is aware that change is taking place. To foster a healthy working relationship, both
parties must consider these changes when reassessing the terms of the contract. Gartner
believes that this is the only way to keep the partnership fresh and alive.
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Figure 27. Phase 4: Sourcing Management (From: Ref. 26).

There are many ways to determine whether the SP is providing an
organization the service it desires and meeting its expectations in a sourcing contract.
Industry has defined some of these as qualitative determinants and some can be measured
quantitatively. The focus of the research in the following sub-sections includes two well-
known quantitative approaches to measuring contract performance, benchmarking and
service-level agreements. It is believed that these two approaches provide the most value
to an enterprise.

2. Benchmarking

Today’s business requirements dictate that organizations be flexible and possess
an ability to change at a moment’s notice and that change must be institutionalized
quickly and effectively. Benchmarking is one of a number of quantitative approaches to
ensure that an organization and the SP are maintaining the agreed upon levels of
organizational change and are prepared for possible reevaluation of contractual courses of

action.

When defining the requirements of the IT resources to be obtained through
outsourcing, it is not practical to set absolute standards for performance in an
environment of continual change. A common alternative is benchmarking.
Benchmarking is defined as a minimum industry based standard that must be met and
serves to take into account changes in technology [Ref. 28]. It is a way for the SR and SP
to validate their relationship and prove SP value over time [Ref. 24]. Setting benchmarks
for the requirements not only accommodates technology advances, but also allows for
monitoring contractor compliance with the requirements to keep up with technological
changes [Ref. 28].
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For SRs seeking to understand how well their sourcing relationship is performing,
a comprehensive benchmarking program can be critical to the continuing success of the
outsourcing relationship. Identifying and monitoring areas of strength and weakness
facilitates a proactive dialogue between an SP and its SR and helps ensure that the
strategic goals of the SP and SR are known, aligned, and remain achievable during the
course of the relationship [Ref. 24]. In the benchmarking process for an outsourcing
engagement, the SP price and SR retained costs are combined and compared to a peer
group of organizations with similar complexities and workloads. A process is put in
place to ensure the peer groups selected are truly comparable and the quantitative
comparisons developed are defensible. William Maurer et al. state that this process is an
assessment of risk transfer that is accepted by the SP at the time the two parties engaged
in the relationship during Phase 3 of the Strategic Sourcing process. The risk transfer in
most outsourcing contracts consists of items such as responsibility and control; service-
level agreements; and contractual recourse through penalties.

William Maurer indicates that an SR/SP benchmark must place a value on these
risk transfer elements and ensure that they are accounted for in peer group comparisons
[Ref. 24]. Assigning value and accountability can occur in one of two ways: “the peer
group can consist of similar outsourced engagements, or a peer group of organizations
with similar workloads and complexities” [Ref. 24]. Once a valid peer group is identified
with the appropriate level of risk transfer factored into the equation, the comparison of
price plus retained costs can be made. Using these comparisons will likely reveal
opportunities for improvement, illustrate where the relationship falls according to
industry comparisons, and provide the SR with a level of awareness on whether they are

getting the most ‘bang for their buck.’

Outsourcing theorists believe that benchmarking can change the relationship and
the pricing strategies between the SR and the SP. While benchmarking provides a
marketplace price and service comparison, it also provides a certain level of comfort that
any the long-term agreements will remain aligned with the market conditions. The
rapidly changing IT environment requires the consideration of annual benchmarking to
ensure that the pricing and services are also modified with the changes in the marketplace

conditions.
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3. Service-Level Agreements

As the number of organizations outsourcing IT functions continues to grow, these
organizations are constantly seeking ways to reduce cost and improve service in their
outsourcing endeavors. One of the lessons learned from outsourcing is the critical need
to establish performance monitoring and have the right service levels, both of which are
considered subsets of performance management. This provides visibility into the SP’s
performance, ensures that service levels support the continuous attainment of business
objectives, and drives the desired SP behavior [Ref. 30]. Performance management is
broadly defined as “the activities and processes needed to determine if the contract is
being satisfactorily executed” [Ref. 29]. More specifically, it is the process of monitoring

vendor performance against the contractual requirements.

Performance management can be categorized as either strategic or tactical.
Strategic performance management is concerned with higher-level organizational goals
including overall costs, schedules, and performance goals. Conversely, tactical
performance management is concerned with the SP’s performance against the specific
itemized services. For this reason, tactical performance management is routinely

categorized as “service level performance management.” [Ref. 29]

Performance measures are commonly used to determine whether a SP is meeting
the performance standards established in the contract. These measures can be both
quantitative and qualitative. However, the most effective measures are quantitative. By
definition, performance measures should be specific, objective, and verifiable to
minimize the opportunity for dispute. Additionally, they should include only items that
are the sole responsibility of the SP, to minimize disputes pertaining to task ownership. It
is often beneficial to bind incentives and/or penalties to the performance measures. This
emphasizes their importance to the organization while encouraging the SP to exceed the

organization’s expectations.

Many IT contracts include performance measures ingrained in the description of
service levels and defined and managed through the use of service-level agreements
(SLAs). A SLA is defined as a “contractual tool keyed to the customer’s expectations” as
SPs and organizations decide which services will be provided and what will be the
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criteria for measuring their success and failure [Ref. 31]. In essence, a SLA is a
contractual commitment to meet specific goals and includes a pre-defined performance
monitoring methodology. The advantages associated with incorporating SLAS into an
outsourcing contact include providing the organization and the contractor with a baseline
to measure performance, and establishing a method for allowing payments (via incentives
and/or penalties) to be tied to performance, service quality, and customer satisfaction.

William Maurer et al. have stated in their research that the foundation of
incentives and penalties lies within the service-level agreement (SLA) portion of the
outsourcing contract [Ref. 32]. They further state that “Service-levels should be set to the
minimum acceptable level of performance required to meet the enterprise business
objectives. For the service levels to qualify as an SLA and, therefore, an effective
foundational tool for managing the outsourcing relationship, the service levels — when
not met by the ESP — must be subject to contractual penalties.” In their research, they
indicate that IT management best practices dictate that service levels must meet the
criteria of a five-step process to qualify as a valid and usable measurement tool. The five-

step process is:

. Define the required service levels to ensure maximum effectiveness and
meet minimum business objectives.

. Measure service activity results against the defined service levels.

. Examine the results for problem determination and root cause analysis.

. Take appropriate corrective action.

. Continuously guide service activities to hold the gains achieved by the

corrective action taken.

While a variety of performance measures can be used, basic measures should
cover vendor response time, system availability, and system downtime. Also, to be
effective, SLAs should be developed with a focus on such areas as completeness,
reporting functions, change management, and consistency [Ref. 33]. Completeness refers
to outlining all of the functions that are monitored. A common error in writing SLAS is
specifying too many services to measure. It is important to note that every service or
function does not necessarily require its own SLA. An effort should be made to measure
those services and requirements that are deemed critical to organizational success and

those that provide the most value to its customers. This objective is met by consolidating
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requirements and measurable services so the total number of SLAs is as low as possible

without eliminating or overshadowing the critical requirements.

Reporting functions include reports that are used to judge performance, how
frequently they are generated, and who will receive them [Ref. 33]. The two categories
of reporting for SLAs are real time reporting and periodic reporting. The purpose of real
time reporting is to allow clients to know the status of the service or network. Prompt
notification should be provided to the organization when problems occur. This
notification should include the cause of the problem, the impact, and the plan for
resolution. Periodic reporting (most common in SLAS) refers to historical metrics on
actual service performance that are then compared to the contract requirements.

Change management involves considering the dynamics that accompany any IT
network project and require portions of the contract to be amended or adapted to address
ongoing change. In a network environment, hardware, software, and users are frequently
added, deleted, or modified. The SLAs should identify how such changes will be

considered in the performance requirements and performance measures.

Consistency addresses the idea that SLAs tend to be complex and lengthy;
therefore they should be written to ensure that common terms are used in a consistent
manner both within the SLA and across the enterprise to achieve semantic harmony.

Maurer, Scardino, and Young have written that to develop a set of effective
business-based service levels, organizations must use a prescribed service-level selection
methodology based on clarity, rigor, and consistency. The selection methodology
includes:

o Functions — defining functional categories that will be measured. This
section should include any production support required to ensure that the
system produces the expected results. Also included are user support
activities to ensure questions are answered, and problems are researched
and user assistance is provided. Lastly included in this section are
maintenance and enhancement requests.

. Activities — clearly describing activities in the functional categories
mentioned in the Functions category. The Activities section provides
greater technical and measurable detail for each area.

. Service-level components — identifying common service levels seen in
various outsourcing engagements
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Gartner has developed a list of the 100 most common service levels used by

enterprises. The following is an example of how a SLA for Customer Satisfaction might

be developed. [Ref. 32]. Table 2 provides an illustration of completed descriptions of

several service levels that apply to Customer Satisfaction [Ref. 30].

Category: Customer satisfaction — ongoing

Explanation: Measures performance of a specific function, such as help
desk call resolution or desktop problem resolution. Explanations are used
to identify end user's opinion of service performance. The results are used
to identify and resolve any issues and problems. The resulting actions
should improve end-user/management satisfaction and service
performance.

Service level: Establish that 92 percent are very satisfied or satisfied. It is
important to note that the customer satisfaction process will not start until
six months after contract initiation and project/activity initiation.

Responsibilities: Measure customer satisfaction on a daily basis by taking
less than 5 percent of daily activities and completing a customer
satisfaction record per documented processes and procedures. The
sampling should be spread over the various functional areas.

Assumptions: Survey will be completed via direct voice contact or via e-
mail. End users will take part on a volunteer basis.

Measure formula: The following formula is valid for the daily and
monthly reporting periods: The number of responses with a “very
satisfied” or “satisfied” rating divided by the total number of responses
equals the percentage service level attained.

Data sources: An ESP-provided tool that provides documentation
capabilities will be used to meet the reporting requirements.

Incentive or penalty formula: Variable
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Table 2. Service-Level Examples (From: Ref. 26).

4. Successful Organizational Outsourcing Engagements
Many articles have been written to highlight unsuccessful outsourcing deals, but
less fanfare is given to the successful ones. The following subsections describe two
successful IT outsourcing partnerships and provide information regarding key factors in
their success.
a. City of Chicago Partner with Unisys and Acxiom
With a newly elected mayor leading the charge, the City of Chicago
wanted to make some changes in its business practices to increase its effectiveness for its
citizens and efficiency in its operation. The Mayor was looking for non-strategic services
that would be a prime candidate for outsourcing so that its employees could focus on core
business processes. At the request of the Mayor, Gartner conducted an IT user
satisfaction study to establish a baseline of how well its internal IT resources were
providing IT services [Ref. 35]. The City’s score of 2.87 on a scale of 5.0 confirmed that

the City was performing less than satisfactorily and fell below the industry average
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benchmark of 3.56. This score illustrated that establishing an IT outsourcing partnership
to manage the City’s key IT functional areas and assets could provide significant value to

the City’s strategic objectives.

The City of Chicago partnered with Unisys and Acxiom to increase
service levels for its customers and to assist with controlling costs. Acxiom was
responsible for the mainframe outsourcing and the related functions such as tape and disk
storage subsystems, database support and batch and online application management.
Unisys acquired oversight for help desk support, desktop and network management, and
asset management and maintenance. Unisys’ direct contact with end users required the
company to demonstrate that it could improve the customer satisfaction rating as well as

the service levels [Ref. 35].

This commitment to improvement by Unisys was evident in its aggressive
approach and unparallel concentration to improve its services to the City. The
partnership began to reap the benefits that accompany IT outsourcing deals quickly as
Unisys established a centrally managed helpdesk where all the problems or services are
received and a follow-up and feedback loop for all helpdesk support, and constructed an
on-site team to provide desktop, application and network support. Additionally, they
created a Program Management Office for management of on-site personnel and for
addressing any outstanding issues that may arise from key city officials [Ref. 35].

Acxiom implemented hardware migration and consolidation efforts and
relieved the City of their print and mail responsibilities. They gained responsibility for a

host of other IT functions that were performed by the City of Chicago staff.

These modifications, along with the additions and modification made by
Acxiom, enabled the City of Chicago to realize exponential improvements in customer
service and customer satisfaction. A follow-up survey revealed that 80 percent of the
respondents were satisfied with the improved service-level. Additional benchmarking
was performed to provide quantifiable measures on performance and outsourcing

services.

The Mayor credits the success of this partnership to several critical

success factors and lessons learned [Ref. 36]:
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. With an outsourcing agreement, the organization must set reasonable
expectations and not sell the outsourced services as a panacea that will fix
all of the problems quickly.

) Develop strength around contract vendor management. The retained staff
members need different skills to manage the outsourced contracts than was
required internally to manage employees and address operational

problems.

. Incorporate end users in the process from the beginning, but expect and
accept resistance to the change.

. The vendor use of an on-site project management team is helpful and can
ease the transition process.

. Use service-level agreements that are focused on time, cost and quality,
such as closed call time, end-user satisfaction and network/application
performance.

. Develop a contract that encourages gain sharing. If the vendor can bring in

new innovation and agree to share some of the cost savings.

. Cultivate CEO-level support. It is essential that the top executive be
committed to the outsourcing effort to ensure enterprise cooperation.

. Pick vendors that will be long-term partners. If the vendors are not
committed to working with the organization as a partner, the relationship
will become a deal without flexibility and will grow stagnate over time.

b. Nike Partner with Lockheed Martin

Nike and Lockheed Martin developed an outsourcing partnership in April
1999 where Nike would relinquish management and ownership responsibilities for its
internal Corporate Information Technology services [Ref. 34]. Nike desired to outsource
its Information Technology (IT) services at a time when it was decreasing in market-
share so the creativity and talent of its personnel could ultimately focus on the core
athletic businesses while enhancing competitiveness through greater focus on product
superiority and customer service. These services include desktop support, data center,

network management, help-desk services, and technical asset management operations.

Bert Liverance, Director Global IT Operations for Nike, indicated that the
key to the success of his Nike’s outsourcing endeavor was realizing that a good
outsourcing relationship takes work. As the relationship matures, periodically it makes
sense to take the time to evaluate the performance and objectives of your partnership.

Check the alignment and all the vital connections. For no matter how good the
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relationship is, there is always room for improvement. Timely identification of these
opportunities helps to ensure a strong ongoing relationship [Ref. 34]. Liverance further
attributes the partnerships success to development of a process to evaluate and
benchmark the outsourcing relationship to drive performance improvements. By
realizing that any relationship will not reach perfection at its inception, both parties
agreed that a procedure to determine and measure the qualitative and quantitative
characteristics of the relationship was necessary.  Finally, as Nike’s business
requirements changed, the partnership and certain aspects of the contract needed to be
dynamically linked to prevent stagnating Nike’s competitive edge.
C. COMMERCIAL-OFF-THE-SHELF APPLICATION ANALYSIS

The increase in the use of IT systems and web-based technologies has forced
organizations to change the way they conduct business. They must now find new ways
and new tools to control access to organizational resources securely. Additionally,
organizations must be able to manage increased security risks associated with the
escalating volume of user administration. To succeed in these areas, a comprehensive

and integrated security solution must be built into their networking strategy.

While there are many applications and resources that can assist in building a more
secure network, an ldentity and Access Management (IAM) solution is believed to be
ideal for use in minimizing duplicate accounts, the need for multiple accounts, and thus
increase CLIN 0024’s in the Navy Marine Corps Intranet (NMCI) networking
environment. Enterprise IAM can be defined as a set of processes and technologies to
manage user objects more effectively and consistently over relatively large numbers of
systems and directories [Ref. 36]. When fully integrated with the network, an enterprise
IAM solution is best as it eliminates multiple accounts by assigning multiple user
identities and roles to a single account. It also enables administrators to establish security
settings to disallow the creation of a duplicate account based on the user’s credentials.
The enterprise IAM solution has a host of other functionalities that will not be mentioned
in this thesis, but should be reviewed to appreciate and gain full benefit of the power this

solution possesses.
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1. Overview of Identity and Access Management

Identities are pieces of information that identify a user’s existence [Ref. 37]. To
allow users to utilize and benefit from the many applications and services offered,
organizations of all types assign identifiers, or unique codes, to individuals in order to
represent their uniqueness to the organization and easily map to applications and services.
Individuals take on multiple roles using these identifiers as their digital identities as they
traverse through the organization. These identities, or roles, may change depending on

the task, but the uniqueness maps back to the original identifier of the user.

Managing user identities and identifiers across an enterprise has become crucial to
network security as leaner staffs are now required to take on several roles to meet the
organizational mission. The proliferation of identities has also increased the need to
manage access to organizational assets. Success in managing organizational assets
depends on the integrity, confidentiality, and privacy of its information and processes
with the ability to audit governance, compliance, and use [Ref. 37]. Organizational
systems today have become easily accessible creating the need to implement fine-
grained, policy-based protection to protect their mission-critical data and services.
Additionally, identities need to be managed to facilitate the right access to the right
resources or users. Without properly managing these identities, a user may be given
access to applications or resources that were not deemed necessary for the performance
of his or her job. Organizations must ensure they control and audit the process of issuing
a user credential, or allowing access to files, databases or Internet services. Effective
identity and access management should consider a single view of all activities, such as
user management and policy management, or creating a new user account. This will
eliminate the need for the use of multiple consoles or applications when adding,
modifying, or deleting users or specific information about the user, the user’s role, or
identity.

2. Identity and Access Management Tools

Many IAM tools combine several functional components to create a best-of-breed
solution.  This solution provides maximum business value by integrating these
components, yet making them interoperable with components from other vendors or with

custom-developed applications [Ref. 36]. Organizations are then enabled to choose a
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fully integrated solution from a single vendor (called a suite), to combine selected
components from different vendors that will work together (the real benefit of best-of-
breed), or to phase in the pieces of a complete IAM solution using an evolutionary
approach. Many 1AM solutions include provisioning, policy enforcement (security), and
end-to-end auditing to assist in ensuring that all aspects of the identity life cycle are
securely and efficiently managed [Ref. 36].

Provisioning is defined as “the automation of business-oriented work flow of
systems, resources, services and devices to employees, partners, contractors, suppliers
and temporary workers.” [Ref. 38] User provisioning is the process for managing user
identity enterprise-wide and beyond. User provisioning encompasses the identification
of:

. The types of users an organization will manage

. The systems, application, and other business resources those users will
need to access

. The levels of access to those resources users will need

. How the organization will create, update, and delete user accounts

. How the business will guarantee secure access to its resources

Provisioning of user objects, monitoring of all activities, reporting of all
transactions, and de-provisioning (or un-assigning) of user objects are fundamental
concepts of user life cycle management [Ref. 38]. Organizations need to manage digital
identities across the entire enterprise, and securing access to files, directories and
databases while monitoring all of these activities with an end-to-end audit. Where
provisioning differentiates from standard manual practices is that when user access is no

longer required, access rights to all systems, devices, files and so on are terminated.

Provisioning would be very ineffectual without the implementation of security
management. The fundamental business process for which work flow is dynamically
generated must support the organization’s security policies and business practices for
which the provisioning of users is being conducted [Ref. 38]. With the use of this
technology, the user information can be used to create a profile of a person or role that
indicates exactly what resources should be allocated to the person or role. Any changes

made to the profile can automatically trigger provisioning or de-provisioning activity

85



with little interaction required from the manager [Ref. 38]. When a user moves to
another command unit, all of the necessary work flow items would start and proceed to
the reassignment of provisioned items, based on approvals received and any external

systems, for instance the Human Resources department or military Manpower division.

Most organizations desire to maintain a history of the types of events that have
occurred when managing a user account. Performing auditing functions using the
provisioning system helps ensure that all events and activities associated with identities
or resources are tracked. Auditors can see “when an identity was created, who created it,
where the identity went, what it accessed, what it touched, into what it morphed, when it
was suspended and by whom, and when it was terminated” [Ref. 38]. Auditing services

tracks all provisioning activity across the entire enterprise and extended enterprise.

While an analysis of a multitude of vendors that advertised their IAM solution
was conducted, only a couple truly demonstrated a solution that was integrated and
contained the 1AM capabilities mentioned above. These two companies, Computer
Associates and IBM, are currently considered industry leaders in IAM technology. Of
the two, Computer Associates offered the most comprehensive solution, which included
not only the tools mentioned above, but also a wealth of additional easy-to-integrate
components that could further enhance the network management experience.

D. CONCLUSION

This chapter provided a detailed analysis of industry accepted and best practices
associated with IT outsourcing contracts. It outlined Gartner’s phased-approach to
outsourcing, called the Strategic Sourcing process, and explained the importance of
benchmarking and performance management in fostering successful partnerships in

Phases 3 and 4 of the process.

In particular, it expressed the importance of creating and monitoring SLAS using
the following guidelines. Align outsourcing service levels to the business requirements;
use the minimum number of service levels required to ensure satisfaction of the business
requirements; ensure that financial, penalties, and incentives are included and that they
align with the business requirements of the deal; and use a consistent approach when
measuring performance via service levels. While it is clear that establishing the
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performance measures for an outsourcing contract is a daunting task, it is perhaps the
most critical challenge to outsourcing success performed in Phases 3 and 4 of the
Strategic Sourcing process. The two successful outsourcing endeavors included in this
chapter confirms that careful SLA development, incorporating benchmarking into the
contract and a host of other factors are imperative to ensure the success of the

partnership.

While there are several point products (or multi-vendor solutions) that could be
used to tackle the NMCI account management challenge, it is recommended that an
integrated 1AM solution be considered to assist with account and access provisioning and

management.
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VI. CONCLUSION AND RECOMMENDATION

A. INTRODUCTION

This chapter provides a summary of the previous chapters by furnishing answers
to the primary and secondary research questions presented in Chapter 1. Additionally
contained within this chapter are conclusions developed from the analysis of the Navy
Marine Corps Intranet (NMCI) account management process and the associated
challenges. The resulting research and analysis enabled the author to make clear and
concise recommendations on specific areas of improvement to minimize additional costs,
improve effectiveness, and maximize value within the enterprise.
B. RESEARCH QUESTIONS

As outlined in Chapter | and subsequently addressed in the preceding chapters,
the answers to the research questions are represented in the following paragraphs. This
section will include answers to the secondary research questions while the primary
research question will provide a high-level answer in this section with a more detailed
solution in the sub-section titled “Recommendation”.

1. Primary Research Question

a. How Might the U.S. Navy Reserve Component (USN RC)
Effectively Manage Accounts in the NMCI Environment?

There are several areas outlined in the research that demonstrate process
inefficiency and therefore are candidates for change. Some of these include the definition
of “the enterprise;” the coupling of accounts to seats; the current management process
which causes the creation of Contract Line Item 0024s (CLIN 0024s) for additional
accounts and the generation of CLIN 0026s for Move Add Change (MAC) requirements;
and the use of multiple stove-piped Information Technology (IT) solutions. In order to
mange not only accounts but the entire NMCI environment effectively, major changes
should be considered in the terms of the contract and the corporate business rules. A
detailed analysis of the changes and the recommendations for improvement are included

in the sub-section titled “Recommendation.”
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2. Secondary Research Questions

a. How Were the Accounts Allocated during NMCI Deployment?

In the beginning stages of NMCI deployment, many commands allocated
accounts by creating local processes of assigning accounts to seats. Earlier business rules
required that each seat have at least one account assigned, therefore technical
representatives were required to list all seats manually and subsequently manually cross-
reference personnel accounts back to each seat. Ensuring that each seat had at least one
account was a cumbersome process that was labor-intensive and in some cases required
multiple personnel to perform. With little guidance and no standardized IT solution,
most were required to create manual processes and use whatever IT resources they had

locally available.

As the NMCI deployment began to increase rapidly and commands began
to cutover at record pace, the Department of the Navy (DoN) slowly began to realize how
inefficient the process was and requested the creation of an IT solution to help ease the
management nightmare. Over time, several IT solutions were created to handle different
functions within the overall process (see Chapter Il for more detail). While these
systems lighten some of the burden, they created additional layers for the technical
representatives and further complicated the overall management process. These
additional layers or stove-piped systems required technical representatives to enter data in
the NMCI Enterprise Tool (NET) at deployment. Once a command was cutover, account
requests and all other service requests were performed using the Service Request
Electronic Form (SR eForm). Billing and auditing functions resided in Electronic Market
(eMarketplace).

These are considered the corporate or enterprise-level systems, however
none of them can be considered an accurate central data repository. With all these
solutions, technical representatives are still required to maintain a locally generated
central data repository to consolidate and effectively track resources for which they have

overall management responsibility.
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b. How Are the USN RC Customer Technical Representatives
(CTRs) Currently Tracking NMCI Accounts per Region?

Chapter IV provides a detail analysis of the As-Is process for the NMCI
account management process. The principles of Business Process Redesign (BPR) as
defined by Omar El Sawy and the Knowledge-Value Added (KVA) methodology created
by Housel and Bell were used to capture and illustrate the As-Is process and to
quantitatively determine the amount of value that each sub-process provides to managing
accounts. Surveys, site visits, and interviews were the primary means of data collection
in an effort to capture the current process. However, the data collection revealed there is
no standardized method for tracking accounts either across the enterprise or within the

regions.

While there was no standardized process, four scenarios and numerous
sub-processes showed some commonality across the regions and these sub-processes
were used to devise the As-Is model. As previously mentioned, the technical
representatives were required to use many manual processes such as manual logbooks
when in-processing and out-processing Users and phone calls to Users to verify possible
name matches in the Global Address List (GAL). Additionally, all requests that required
contractor action had to be submitted to the next higher technical representative in the
organizational chain of command. At the beginning of this research, these requests were
sent via email, but recently the sub-process was modified to allow entry into the web-
based SR eForm.

Asset management and some account management were performed in
NET while asset and account invoice auditing were performed using eMarketplace.
Other systems like Active Directory and the GAL were used to verify account status.
While automation has been incorporated into the process, none of the systems have been
integrated to allow data to be exchanged seamlessly or synchronized to enable the data
integrity amongst all the platforms. This has required the technical representatives to
input common data and pull inaccurate data from each system. Currently, the use of
multiple stove-piped IT systems (both locally and web-based) have become the IT

solution of choice, yet the process continues to be labor-intensive and ineffective.
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C. How is the Navy Reserve Forces Command Currently Managing
NMCI Accounts for the USN RC?

Chapter 1V also provides a detail analysis for this question. When acting
in the capacity of an assistant or deputy technical representative (ACTR/DCTR), the
Navy Reserve Forces Command has been required to manage accounts using similar
processes and the same IT tools identified under the previous question. They have used
the same solutions but have had access to a higher-level management view within the
web-based systems. Since they have had overall responsibility for all of the USN RC,
they have been required to review orders before final submission, make approvals and
disapprovals, and forwarded major requests to the contractor. Again, these functions
have been accomplished using the same stove-piped web-based IT solutions previously
mentioned and by using email and phone.

d. How is the U.S. Navy Active Component (USN AC) Currently
Managing NMCI Accounts?

Phone conferences with USN AC representatives in the office of the
Director of NMCI confirmed that the USN AC has been managing accounts using the
same IT systems and tools used by the USN RC. The process of performing these tasks
may differ as there has been no standardized process or policy by either higher echelon
command. While capturing the process for the USN AC is out of the scope of this thesis,
a similar approach using the BPR principles and KVA methodologies is recommended to
understand exactly how the process is performed.

e. How are Some of the Large Commercial Companies, which Have
Adopted the Seat Management Concept, Successfully Managing
Accounts across an Enterprise Solution?

Chapter V identifies a phased approach to strategic outsourcing and seat
management. The approach discussed in this research, called the Strategic Sourcing
Process, has become widely accepted by corporate America and has gained recognition
as an industry best practice for IT outsourcing. The process outlines four key phases
(Sourcing Strategy, Evaluation and Section, Contract Development, and Sourcing
Management) and identifies key functions that must be considered in each of these
phases. One key aspect of the phased-approach is the establishment and evolution of a
true “partnership” between the service provider (SP) and service recipient (SR).
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Incorporating active and continuous benchmarking as well as the
establishment of clear and concise Service-Level Agreements (SLAs) have proven the
key to outsourcing and seat management success. Using benchmarking to determine how
well the partnership is working enables the SR to gauge the SP’s performance by
comparing it to other organizations that are of equal size, complexity, and outsourcing
functions. Many corporate companies also equate their success in outsourcing to the
development of SLAs. Using SLAs as a contractual measure and monitor of performance
to ensure that the contractor meets or exceeds the expectations of the organization is also
critical for meeting the mission of the organization. Chapter V provides more
information about benchmarking and SLAs and therefore will not be repeated in this
section.

f. What are the *Best-Of-Breed” COTS Products Used by Industry
for Account Management?

Although a true enterprise solution that could handle all the functionality
required for NMCI management could not be found, the Identity and Access
Management (IAM) solution could be used to tackle most of the identified problems
associated with managing accounts. An IAM solution is capable of managing user
accounts, identities, roles, and directory access across multiple platforms to create a best-
of-breed solution. By using provisioning technology to manage user objects, administer
digital identities, and to monitor the user’s activities and history, the CLIN 0024s created
because of duplicate accounts and multiple accounts could be dramatically reduced.

C. RECOMMENDATIONS

This section includes a more detailed response to the primary thesis question
“How might the U.S. Navy Reserve Component (USN RC) effectively manage accounts
in the NMCI environment?” and the secondary question “What would be a feasible non-
technical solution that the USN RC, and perhaps the USN AC, could implement?”

1. The Proposed ‘Radical’ Solution

To develop the proposed solution, the principles of BPR discussed in Chapter 1V
and defined by El Sawy were used. Additionally, Housel and Bell’s KVA methodology
was used to calculate the Return on Knowledge (ROK) for each new or modified sub-
process. The specified business rules for the NMCI account management process limit

the adoption of many aspects of the To-Be proposed solution in Chapter IV. Therefore, a
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‘radical’ solution has been designed that will dramatically change the manner in which

account management is currently performed. Levels of efficiency and costs savings will

exponentially increase with the implementation of this proposal.

The ‘radical’ zero-based review process assumes that the current business rules do

not exist and that contracts can be modified based on the following recommendations for

drastically changing the account management process:

Redefine the ‘enterprise’ to consolidate the USN AC and the USN RC
budgets and NMCI funding and management oversight. If accounts
are to remain coupled with seats, the enterprise should be redefined and
accounts should be pooled just as initially intended (see Chapter I11). This
will allow the USN RC complete access to any unused accounts derived
from seats of the USN AC.

Overall NMCI management responsibility will reside at the USN
Echelon 11 level, truly demonstrating the “One-Navy” envisioned by
senior leadership.

Establish a standard policy for implementation across the claimancy.
The survey results showed that the technical representatives not only need
guidance, but have requested that policies and procedures be established.

Train the users on how to use the current IT tools and any tools that
may be mandated in the future. Again, the surveys and the site visit
revealed that users are not aware of the functionality and procedures of
important management tools such as NET, SR eForm, and Active
Directory structure. These applications and databases are critical to
successful account management and if not used properly, will reduce
efficiency and USN RC will continue to incur unnecessary CLIN 0024
and CLIN 0026 costs.

Renegotiate NMCI contract to decouple seats from accounts. Taking
into consideration the cost of hardware vs. the cost of an account, contract
renegotiation could reduce overall spending on NMCI accounts while
simplifying the management process. Attaching personnel (i.e., accounts)
to hardware (i.e., seats) in such a dynamic organization as the DoN will
continue to be a management nightmare as people are constantly
relocating. For example, consider increasing the cost of a seat by what it
currently costs to manage the two ‘free’ accounts. The cost of the
accounts would then be decreased to compensate for the increase in seat
cost. The cost and the method of calculation should be agreed upon by the
government and the contractor. Attaching personnel (i.e., accounts) to
hardware (i.e., seats) in such a dynamic organization as the DoN could
continue to be a management nightmare as people are constantly
relocating.
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Create an integrated web-based solution, which is thoroughly beta-
tested with investments made in the upfront requirement analysis to
ensure the solution meets the user’s needs. The solution should
contain the functional and quality attributes required for overall
NMCI management. This tool should combine all functions of NET, SR
eForm, eMarketplace, and any contractor-specific systems. One tool
promotes data integrity and ease of management.

To assist in defining the requirements for such a tool, the author has
created a detailed Functional Requirements document that includes not
only the required functionality for the government, but also the minimum
requirement for the contractor’s interface. See Appendix D. Additionally,
Appendix E contains a Detail Design document to illustrate a functionality
that was included in the web-based prototype of the requirements. Each
web-page or view in Appendix E is traceable back to each requirement
from Appendix D.

Once an integrated system has been created, provide an automatic
interface between it and existing legacy databases in Navy Standard
Integrated Personnel Systems (NSIPS) or Defense Enrollment
Eligibility Reporting System (DEERS) and the civilian personnel
management system equivalent. Make use of a unique identifier such as
Social Security Number w/Common Access Card (CAC) to update the
management system, Active Directory, and NMCI (in lieu of the current
MAC process) automatically as the User transfers from command to
command throughout his or her career.

Strong consideration should be made in the implementation of the
COTS enterprise 1AM solutions mentioned in the previous chapter.
These solutions directly address many of the account management issues
previously mentioned and could provide an immediate gain in efficiency
while decreasing the $35 million paid for additional accounts. 1BM and
Computer Associates are industry leaders in the IAM solution and
therefore should be contacted on the feasibility of implementation.

Implementation of these recommendations would eliminate most account

management responsibilities currently performed by technical representatives. The

technical representatives would only be responsible for the maintenance and tracking of

Figure 28 depicts what the process flow would entail if these recommendations

were accepted and implemented. As demonstrated, this would significantly simplify

NMCI account management and would require little intervention by the users. Again,

this recommendation assumes a level of system interface that does not currently exist.
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Figure 28. Radical Process Flowchart.

Figure 29 illustrates the ‘radical’ KVA analysis based on the proposed process
flow in Figure 28. The spreadsheet shows a relative comparison in the ROK between the
As-Is and To-Be ‘radical’ processes. As demonstrated by the grayed rows, most human
intervention is removed, which increases the knowledge in the interface between the IT
systems and decreases the errors caused in the submission of requests. The relative

comparison between the two processes yields an increase in ROK and efficiency of 63%
(40.47% 124.75%=63%).
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Figure 29. Radical KVA Spreadsheet.

D. CONCLUSION

The NMCI account management process has made tremendous progress since the
inception of the NMCI network. However, in order for the system to evolve fully, the
business rules should include continuous process improvement with the actors (i.e., A/D
CTRs) in mind. The users are an important part of the process and they could provide
useful recommendations for changes in the process if given the opportunity. Creating a

forum or Community of Interest (COI) for them would enable them to express their
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concerns and provide beneficial solutions. This COIl would be in addition to the
Enterprise Account Management Working Group (EAMWG) and/or the EAMWG should
include some of the lower-level users in its configuration. The working group must meet
often and on a continual basis while providing feedback to senior leadership. This
ensures that addressing the NMCI account management issues become and remain a

priority with flag-level support.

Developing an integrated enterprise-level tool should be of the highest priority.
The research revealed that current stove-piped systems such at NET, SR eForm, and
eMarketplace are inefficient and ineffective in their current state. While many reasons
for their inefficiency and ineffectiveness could be mentioned in this section, it is more
important to note the research showed these systems were neither well developed nor
well deployed, therefore contributing largely to the $35 million per year for the last
several years for additional, and perhaps unnecessary, accounts. The inability to
effectively manage accounts has caused friction between the Service Provider (SP) and
the Service Recipient (SR). This strain in the partnership, as well as the findings in this
research, has led the SR (the USN RC) to search for creative ways to minimize the
additional costs associated with managing accounts as they have started an initiative
which will cancel several thousand accounts believed to be in excess. This initiative
should force the SP to develop or purchase an automated solution that is capable of
performing accurate audits on the allocated accounts. As mentioned in the previous
section, a strong recommendation is also made to review and determine a viable
enterprise IAM COTS solution that can be used by the USN AC and USN RC. While
this solution does not address all functionality associated with NMCI management, it
does specifically address the issues concerned with account management. It is believed
that the functionality built into these solutions could reap immediate benefits and
substantially decrease the $35 million bleeding that the USN RC is currently

experiencing.

Further, the research surveys revealed that many users are not aware of the
resources available to assist with account management. One in particular is the use of
Active Directory, and not the GAL, to verify existing accounts and compare them with

NET and eMarketplace. The majority are unaware how to map their local computer to
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Active Directory in order to view exactly which accounts are being billed by the
contractor. Instead, the GAL’s email account information is used, which is downloaded
to a local resource (i.e., spreadsheet or database) to complete their monthly validation and

reconciliation.

This seems to indicate that the users want to manage properly, but do not know
how to manage because they have not been properly trained. This could easily be
resolved if a web-based training curriculum were established to assist them in learning
how to use the currently available tools. Education and training in this area is critical,
and if not done, the account management process will continue to be ‘a challenge’ despite
other future initiatives (i.e., the incorporation of additional modules for NET or other

changes in the IT systems).

Lastly, the other recommendations made in the ‘radical’ process should be
considered and researched. Parts of the solution already exist in the existing legacy
systems, but what remains requires some modification to the overarching policy and
systems to support integration. By analyzing and mapping the current processes and
using a methodology such as KVA to measure the knowledge in each of the sub-
processes, managers can identify those areas not providing much value to the overall

process and recommend more effective solutions.
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CLIN

0001AA

0001AB

0001AC

0001AD

0001AE

0001AF

0002AA

0002AB

0003AA

0003AB

0004AA

0004AB

0004AC

0005AA

0005AB

0005AC

0005AD

0005AE

0006

0006AA

0006AB

0006AC

APPENDIX A. CONTRACT LINE ITEM (CLIN) LIST

Description

Fixed Work Station, Red

Fixed Work Station, White

Fixed Work Station, Blue

Fixed Work Station, Thin Client

Remote User Credit (Moved to CLIN 004105)
Fixed Workstation, Classified Thin Client
Portable Seat

Ultra-Lightweight Portable Seat

Embarkable Work Station, Full Service
Embarkable Work Station, Limited Service
Embarkable Portable Seat, Full Service
Embarkable Portable Seat, Limited Service
Non-Ruggedized Deployable Portable

Basic Hybrid Seat

Enhanced Hybrid Seat

Reserved

Personal Access Package - 100% Concurrent Use
Personal Access Package - 30% Concurrent Use
Additional Standard Wall Plug Service
Additional Standard Wall Plug Service
Unclassified Wall Plug - Service Only
Classified Wall Plug - Service Only
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13-Nov-03
13-Nov-03
13-Nov-03
4-Aug-03
19-Feb-03
15-Dec-03
13-Nov-03
13-Nov-03
13-Nov-02
28-Apr-04
15-Dec-03
26-Mar-02
13-Nov-03
30-Mar-04
30-Mar-04
16-Jan-02
30-Mar-04
30-Mar-04
21-May-03
21-May-03
21-May-03

21-May-03



CLIN

0006AD

0006AE

0006AF

0006AG

0006AH

0006AJ

0006AK

0006AL

0006AM

0006AN

0006AP

0007

0007

0007

0007

0007

0008AA

0008AB

0009AA

0009AB

0009AC

0009AD

0009AE

0009AF

Description

Unclassified Wall Plug

Classified Wall Plug - Inside a Controlled Access Area
Classified Wall Plug - Outside a Controlled Access Area
Project Wall Plug

Switch Port - Low Bandwidth Service

Switch Port - High Bandwidth Service

Sub-Device IP Address Management Service

Project Wall Plug Service (Group of 8)

Project Wall Plug Service (Group of 12)

Project Wall Plug Service (Group of 12)

Project Wall Plug Service (Group of 12)

High-End Upgrade Packages

For CLIN 0001AA Fixed Workstation Red

For CLIN 0002AA & 0002AB Portable

For CLIN 0003AA Full Service Embarkable

For CLIN 0004AA Full Service Embarkable Portable
Mission-Critical Upgrade Package - Single Connection
Mission-Critical Upgrade Package - Dual Connection
Classified Connectivity Upgrade Package

Switchable Classified Connectivity (Thin Client Solution)
Switchable Classified Connectivity (Dual CPU Solution)

Re-Bootable Classified Connectivity Upgrade Package

Switchable Classified Connectivity Upgrade Package (Dual CPU Solution/White)

Switchable Classified Connectivity Upgrade Package (Dual CPU Solution/Blue)
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30-Mar-04
30-Mar-04
30-Mar-04
30-Mar-04
22-Sep-03
22-Sep-03
22-Sep-03
13-Feb-04
13-Feb-04
13-Feb-04
13-Feb-04
N/A
13-Nov-03
13-Nov-03
13-Nov-02
12-Dec-01
22-Dec-04
22-Dec-04
22-Apr-03
22-Oct-03
26-Mar-02
6-Mar-02
26-Mar-02

26-Mar-02



CLIN

0009AG

0009AH

0010AA

0010AB

0010AC

0010AD

0010AE

0010AF

0010AG

0011

0012

0013

0014

0015

0015AA

0015AB

0015AC

0015AD

0016AA

0016AB

0016AC

0016AD

0017

Description

Switchable Classified Connectivity Upgrade Package (Dual CPU

Solution/Portable)

Switchable Classified Connectivity Upgrade Package (Dual CPU Solution / Non-

Ruggedized Deployable Portable)
Basic Voice Seat

Business Voice Upgrade Package

Mission-Critical Voice Seat Upgrade Package

Pier Voice Line

Pier Voice Trunk

Commercial Voice Seat

Commercial Voice Connectivity
Secure Voice Seat

Mobile Phone Seat

Personal Paging Service Seat

Fixed Video Teleconference Seat
Moveable Video Teleconference Seat
Basic Moveable VTC Seat

High-End Moveable VTC Seat
Mission-Critical Moveable VTC Seat

Premium Moveable VTC Seat

Additional File Share Services - Unclassified (10Gb)

Additional File Share Services - Classified (10Gb)

Email Storage - Unclassified (25Mb)

Additional Email Storage - Classified (25MB)

Internet Access for Mobile Phone Seat

Last Posted

26-Mar-02

24-Jul-02

4-Dec-00
4-Dec-00
9-Apr-01
4-Dec-00
4-Dec-00
4-Dec-00
4-Dec-00
4-Dec-00
4-Dec-00
24-Jul-02
4-Nov-03
4-Dec-00
22-May-02
22-May-02
4-Dec-00
22-May-02
30-Mar-04
30-Mar-04
30-Mar-04
30-Mar-04

4-Dec-00



CLIN

0018

0019

0020

0021

0022AA

0022AB

0023

0024

0025

0026

0026AA

0026AB

0026AC

0026AD

0026AE

0026AF

0026AG

0026AH

0026AJ

0026AK

0026AL

0026AM

0026AN

0026AP

Description

Classified Remote Access Service
Reserved

Data Seat Voice Communications Upgrade
Defense Messaging System Data Seat Upgrade
Basic Desktop VTC

High-End Desktop VTC

Optional User Capabilities

Additional Non-Classified Account
Additional Classified Account

Additional Moves, Adds, Changes
Additional Moves, Adds, Changes
Physical MAC Group of 50

Physical MAC - Group of 250

COI MAC

Voice Moves, Adds, and Changes

VTC Moves, Adds, and Changes

Annual Administrative MAC

Annual Physical MAC

Annual Physical MAC (Needing a Wall Plug)
Annual Embarkable MAC

Administrative MAC (Single)

Physical MAC (Single)

Embarkable MAC (Single)

Project MAC (Single)
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Last Posted
26-Mar-02
2-Jul-00
9-Apr-01
6-Mar-02
1-Aug-03
1-Aug-03
25-Apr-05
9-Apr-01
9-Apr-01
21-May-03
26-Jun-03
26-Jun-03
26-Jun-03
26-Jun-03
22-Sep-03
5-Jan-01
21-May-03
21-May-03
21-May-03
21-May-03
26-Jun-03
26-Jun-03
26-Jun-03

4-Nov-03



CLIN
0026AQ
0027AA
0027AB
0027AC
0027AD
0027AE
0027AF
0027AG
0028

0029

0030

0031

0032
0033
0034
0036
0038AA
0038AB
0038AC
0038AD
0038AE
0038AF

0038AG

Description

Project MAC Service

Standard Low Bandwidth Application
Standard Medium Bandwidth Application
Standard High Bandwidth Application
Mission-Critical Low Bandwidth Application
Mission-Critical Medium Bandwidth Application
Mission-Critical High Bandwidth Application
Legacy Application Server Connection

Data Warehousing

Legacy Systems Support

Network Operations Display

Military Personnel Core Competency Development (Sea-Shore Rotation and
Operating Forces/Supporting Establishment Rotations)

External Network Interface

Information Technology/Knowledge Management Retraining Program

Satellite Terminal Support

OCONUS Service

Developer Fixed Workstation Upgrade

Developer Portable Workstation Upgrade

S&T Terminal Services

S&T Fast Ethernet Wall Plug

S&T Wall Plug Service - Modified Gigabit Ethernet Network Transport-Lots of 4
S&T Wall Plug Service - Modified Gigabit Ethernet Network Transport-Lots of 8

S&T Wall Plug Service - Modified Gigabit Ethernet Network Transport-Lots of 16
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11-Mar-04
21-May-03
21-May-03
21-May-03
4-Dec-00
6-Feb-01
4-Dec-00
26-Jun-03
4-Nov-03
4-Nov-03
16-Jan-02

25-Jan-02

4-Nov-03
6-Feb-01
4-Nov-03
8-Apr-05
22-Dec-04
26-Mar-02
22-Sep-03
16-Jan-02
16-Jan-02
16-Jan-02

16-Jan-02



CLIN

0038AH

4101

4102

4103

4104

4105

4106

0043

0044

0046

0047

0048

0049

0051

0053

Description

S&T Network Transport - Other

Desktop Support

Desktop Refresh

Desktop Refresh With NMCI Gold Disk Software
Assumption of Responsibility

Remote User Credit

Remote User Credit (Japan)

Asbestos Material Abatement

Department of Defense Mentor-Protégé Program (0044AA - 0044AF)
File Removal Service

Software Certification (0047AA - 0047AD)

Software Distribution (0048AA - 0048AB)

Hardware Certification and Installation (0049AA - 0049AD)
Waterfront Support (0051AA - 0051AB)

Premier Support (0053AA - 0053AB)
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4-Nov-03
19-Feb-03
19-Feb-03
19-Feb-03
19-Feb-03
19-Feb-03
6-Jun-03
1-Aug-03
23-Dec-03
19-Jan-05
24-Nov-04
22-Dec-04
22-Dec-04
27-May-05

27-May-05



APPENDIX B. NMCI ACCOUNT MANAGEMENT SURVEY
QUESTIONS

Navy Marine Corps Intranet (NMCI)
Account Management Survey Questions for all Navy Reserve Activities (NRA)

For the purpose of this survey, Reservists include all Drilling Reservists (DRILLRES),
Full Time Support (FTS) personnel are explicitly separated from the Reservists category.

Administrative

1. Name of your Navy Reserve Activity (NRA): (data entry field, 30 char) (REQ)
2. NRA UIC: (data entry field, 10 char) (REQ)
3. Your Echelon IV command: (REQ)
(Pull down menu):
i. REDCOM Northeast
ii. REDCOM Mid Atlantic

REDCOM Southeast

iv. REDCOM South
v. REDCOM Southwest
vi. REDCOM Northwest
vii. REDCOM Midwest
viii. NAR Atlanta
iX. NAR Brunswick
X. NAR FT Worth
xi. NAR Jacksonville
xii. NAR New Orleans
xiii. NAR Norfolk
xiv. NAR Point Mugu
xv. NAR San Diego
xvi. NAR Whidbey Island
xvii. NAR Willow Grove
xviii. Other

a. If other, what is the name of your echelon IV command? (Text Box)
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4. Date NRA cutover to NMCI: (month, year drop down menu) (REQ)

5. Number of Reservists assigned to your NRA: (Data Entry Field: 5 char) (REQ)

6. Number of Full Time Support personnel assigned to your NRA: (Data Entry

Field: 5 char) (REQ)

Do the majority of the DRILLRES drill on or offsite?

(2 radio blocks: “on-site” or “off-site”) (REQ)

8. Is NMCI management a primary duty or collateral duty? (2 radio blocks: “primary
duty” or “collateral duty”) (REQ)

~

a. If acollateral duty, does it warrant a full-time position? (3 radio blocks:
“yes” or “no” or “not a collateral duty””) (REQ)

b. If a primary duty, does it occupy sufficient time to be warranted? (3 radio
blocks: “yes” or “no” or “not a primary duty”) (REQ)

9. Does your command have a standardized check-in and check-out procedure (i.e.
check-in check-out sheet)? (2 radio blocks: “yes” or “no”) (REQ)

a. Ifyes, is the NMCI account management process linked with your
DRILLRES/FTS check-in and check-out process? (2 radio blocks: “yes”
or “no”)

b. How is the check-in and check-out procedure enforced? (text box)

NMCI Account Management

10. Do you have a standardized procedure for NMCI account management? (2 radio
blocks: “yes” or “no”) (REQ)
11. If you answered *“yes” to #10, please explain in detail your step-by-step NMCI
account management process for the following situations:
a. Checking in a DRILLRES new to the Navy Reserve: (Data entry field,
250 char)
b. DRILLRES/FTS transferring to your command from another command:
(Data entry field, 250 char)
c. A DRILLRES/FTS leaving your command and transferring to another
command: (Data entry field, 250 char)
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d. A DRILLRES/FTS terminating service in the Navy Reserve: (Data entry
field, 250 char)

e. DRILLRES transferring to active duty: (Data entry field, 250 char)

12. What are the most difficult or time consuming parts of the process? (Data entry
field, 250 char) (REQ)

13. What automation tools are utilized by the NMCI account manager? (checkboxes:
“Excel” and “Access” and “Word” and “NET” and “NSIPS” and “Other” + data
entry field to explain “other”) (REQ)

14. Prior to submitting a MAC, do you verify that an NMCI account does not already
exist for that individual? (2 radio blocks: “yes” or “no”) (REQ)

a. If yes, what is your verification process? (Data entry field, 250 char)

15. What steps do you take if the individual already has an NMCI account? (Data
entry field, 250 char) (REQ)

16. How do you ensure that every DRILLRES/FTS has only one NMCI account?
(Data entry field, 250 char) (REQ)

17. Do you verify legitimate multiple account requirements? (2 radio blocks: “yes”
or “no”) (REQ)

a. If yes, please explain how you verify legitimate multiple account
requirements (i.e. A contractor who also is a DRILLRES) (Data entry
field, 250 char)

18. Do you submit your MAC/order request to the next higher echelon (higher level
Customer Technical Representative (CTR)) for approval prior to placing the order
or MAC? (radio blocks: “yes” or “no”) (REQ)

19. Do you receive notification when an account is created or modified? (radio
buttons, “yes” or “no”) (REQ)

NMCI Account Management Processing Time

20. On average, how many times a week does each of these occur?
a. Checking in a DRILLRES new to the Navy Reserve: (REQ)
b. DRILLRES/FTS transferring to your command from another command:

(REQ)
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d.

e.

DRILLRES/FTS leaving your command and transferring to another
command: (REQ)

A DRILLRES/FTS terminating their service in the Navy Reserve: (REQ)
A DRILLRES transferring to active duty: (REQ)

(for each a, b, ¢, d, e, build nine radio blocks: “0-10” or “11-20” or “21-30” or
“31-40” or “41-50” or “51-60” or “61-70” or “71-80 or “over 80 times”)
21. On average, how long does each individual process take (from the time the

request is made to the time the action is completed)?

a.
b.

d.
e.

Checking in a DRILLRES new to the Navy Reserve: (REQ)
DRILLRES/FTS transferring to your command from another command:
(REQ)

DRILLRES/FTS leaving your command and transferring to another
command: (REQ)

A DRILLRES/FTS terminating their service in the Navy Reserve: (REQ)
A DRILLRES transferring to active duty: (REQ)

(for each a, b, c, d, e, build nine radio blocks: “half day” or “one day” or “one

and a half days” or “two days” or “three days” or “four days” or “five days” or

“within a week” or “over a week”)

22. Do you have a method for managing accounts derived from seat purchases (i.e.

Two accounts for each unclassified seat, five accounts for each classified seat)?
(radio blocks: “yes” or “no”) (REQ)

a.

If yes, please explain your management process: (data entry field, 250
char)

How do you track the CLINS (by quantity and type) you have purchased?
(data entry field, 250 char) (REQ)

23. On average, how many hours per week do you spend on account management?
(radio buttons, “0-5 hours” or “6-10 hours” or “11-15 hours” or “16-20 hours” or
“21-25 hours” or “26-30 hours” or “over 30 hours”) (REQ)

24. On average, how many hours per month do you spend on account management?
(radio buttons: 0-10 hours, 11-20 hours, 21-30 hours, so on) (REQ)
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25. If you did not have any automation tools at your disposal (Excel, NMCI
Enterprise Tool (NET), etc) and were forced to manage NMCI through logbooks,
face-to-face communication, and other non-automated means, how much time do
you predict it would take to properly manage NMCI accounts? (REQ)

a. Predicted time per month (time in hours): (radio buttons “0-10, 11-20, 21-
30, 31-40, 41-50, over 50 hours”) (REQ)

Command Questions
26. What outputs (in the form of reports, confirmations, emails, messages, etc) are

part of your account management process? Please provide input to the following
table, following the example provided, and list all applicable outputs. (REQ)

Output Product Format Used Submitted To Frequency

NMCI Update Access Report CO, XO, OPS Monthly

27. Do you have access to the NMCI Enterprise Tool (NET)? (radio buttons, “yes” or
“no”) (REQ)

a. If yes, do you use NET to manage your NMCI orders and account data?
(radio buttons, “yes” or “no”)

b. If yes, what information are you entering into NET? (data entry field, 250
char)

28. How many hours do you estimate it would take to adequately train an individual
(i.e. your relief) to perform account management? (radio buttons: “0-10 hours” or
“11-20 hours” up to “over 80 hours”) (REQ)

a. Of the training time allowance indicated above, how much of that time
would be required to train an individual to handle the following tasks:
i. Checking in a DRILLRES new to the Navy Reserve: (REQ)
ii. DRILLRES/FTS transferring to your command from another

command. (REQ)
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iii. DRILLRES/FTS leaving your command and transferring to
another command: (REQ)
iv. A DRILLRES/FTS terminating their service in the Navy Reserve:
(REQ)
v. A DRILLRES transferring to active duty: (REQ)
29. Do you have any recommendations, concerns or complaints about NMCI account
management within your command? (data entry field, 250 char)
a. Outside your command? (data entry field: 250 char)
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APPENDIX C. INTEGRATED WEB-BASED ENTERPRISE TOOL
PROTOTYPE

The web-enabled database prototype/solution that was created would replace
several of the applications that currently do not interface with any of the enterprise-level
systems. The To-Be prototype was designed as an interim solution to ease the account
management challenges for the claimancy until the next module of NET has been
completed. It demonstrates the type of functionality that should be incorporated in a
more robust version of the SR eForm or in the next module of NET. This prototype is
not fully functional and should not be deployed in its current state as there are numerous
technical functions, security considerations, and quality attributes that must be added
before it is equipped to handle the magnitude of data required for an enterprise level

solution.

Several assumptions were made when designing the website, which are apparent
in its demonstration, and appear as follows:
. The prototype has no direct interface with NET

o NET will continue to perform seat management as it does currently. This
assumption was made because NET currently appears to perform seat
management adequately and the issues surrounding seat management were
not the focus of this project.

. The data cleansing is complete or near completion. The prototype does
not perform tasks associated with cleaning up the database from its current
state

. The prototype will be initially populated with data from Active Directory.
After the data cleansing, all accounts will be loaded into this site before it
becomes fully functional.

The benefits of the functionality embedded in the prototype are tremendous. Each
of the pages was designed with the user in mind and includes many of the quality
attributes desired based on the user surveys. Additionally, the website was designed to
achieve efficiency in management at all levels, from the lower level ACTR to the highest

level CTR. Some of the advantages are:
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Addresses rapid MAC submissions with the use of auto-fill and dropdown
menus to populate repetitive data and enhance the user interface. This
eliminates the need for the user to type common data manually for every
MAC submission.

The site guides ACTRsS/DCTRs through a standardized process for
completing any request. It eliminates the ambiguity in completing a
request, as the site will automatically present the next required step when
the “submit” action button is selected.

Reduce duplicate accounts (in error). The site queries user names, lists
match, and display the user’s account history.

The site has many embedded training links making it a user-friendly
environment where account managers can easily learn the difficult NMCI
terminology, business rules, and Active Directory mapping.

The website will automatically submit requests to the contractor’s SRM
Team to deliver and install hardware; to handle MAC requests; and
generate trouble tickets.

Transparent linking of profiles to seats. Ensures 100% utilization of free
accounts by attaching them automatically to seats. This is performed
without any additional action required by the user.

The DCTR will be able to perform all the actions of an ACTR through
access to their data repository.

The DCTR view shows a hierarchy of subordinate commands.

Security authentication and write access based on the login ID has been
implemented.

Some form validation exists in the site but does not incorporate it into
every required page. Some fields accept for information that is unique in
the business rules (i.e., asset ID, seat ID etc.)

This prototype is also devoid of mandatory functionality to ensure
integrity of the system and interface with enterprise-level systems (i.e.,
NET).

The recommended/required outstanding items that should be added to the system

are.

The site does not include bulk requests submissions although it is certainly
recommended.

It does not interact with any other database and is only as good as the data
that currently exist in the database. An interface should be built that
would provide an interface to NET and perhaps Active Directory.
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3.1.3.9 View/edit hardware and peripherals ...........ccocooiiiiiiiiiiii 16

31398

3.1.3.10 Validate eMarketplace INVo1ce ..o

3.1.3.11 Administratively Add Seats ..o

31301

313.11b.

313.11.c.

KT8 5 T s OSSOSO TSRO PP TR PP 17

2 0 OSSPSR 18

31310 F ... 18
4. Security Requirements.............. .22
5. Data Conversion Requirements ...............cocooo.... .24
6. Performance and Response Time Requirements ................oooiiiiiiiiiic 24
7. Platform Dependent and Installation Requirements .............coocovovenrioncinnieneeeneneen, 25
8. Localization Requirements ..........c.cccovvvnririnnnnnn. .25
9. Parallel Testing Requirements .. .25
10. Cross System Interface Requitements .................... ... 25
11. Data Archival, Backup and Recovery Requirements ............cocooovvriircnnnie e, 26
12, Reporting ReqUITEIMENIES ... ..ottt 26
13. Project Flexibility Matrix (*Project Sponsor will complete) ... 26
14. Stack Ranking of Functional Features ... ... 28
15. Roles and Responsibiliies .........ocooiiiiiiiiiii e 30
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Currently the NMCI management process includes approximately five enterprise-

level IT systems and a myriad of applications used for local tracking and management. The

primary enterprise-level systems are:

NMCI Enterprise Tool (NET) with a primary function to manage seat data and
for build-outs *of new commands.

Electronic Marketplace {(eMarketplace) for billing and invoicing.

Service Request Electronic Form (SREform) for submission of hardware,
software, and account Move- Add-Changes (MAC).

MS Outlook Global Address List (GAL) to verify the existence of an account.
MS Active Directory to verify account totals for billing purposes.

Each of the various systems currently used maintains data that is critical for NMCI

management. However, no capability exists to automatically exchange data between them

for system updating purposes, and no synchronization exist between them for data integrity.

The lack of a fully integrated system requires the technical representatives to retrieve data, in

some cases redundant data, from each to perform daily routine tasks.

Budget cuts have minimized funding dollars required to effectively train personnel on

the enrrent manaeement svstems therefore most trainine is nerformed throneh nersonnel
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a decrease in service levels in other areas of responsibility. Many of the Echelon® V technical
representatives perform the NMCI management responsibility as a collateral (or secondary)
job assignment. The current process has become extremely labor-intensive and, in some
instances, requires other command personnel to perform functional tasks that would have
otherwise been performed by the technical representative as a primary job assignment. This
shift in responsibility has placed an unnecessary burden on many commands that are already
short-staffed. A solution is required to improve this process and provide the necessary
feedback and reports for verification and accuracy of data submitted by the contractor.

The current process, tools, and business rules have caused the USNR to accumulate
an enormous amount of chargeable accounts, resulting in approximately $30 million in
additional costs for user accounts. The elimination of excess accounts from the Active
Directory has been a daunting task partially because technical representatives and users are
having difficulty determining which accounts are excess and which are a justifiable need.
Excess accounts can be categorized as duplicate accounts existing in the Active Directory that
are not required. These accounts result in unnecessary and substantial charges to the USNR.

The snlntinn shanld assict in snhstantially minimizine the ensts acemed for additinnal
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NMCI ACTR Seat and Asset Management Tool: This tool shall be available to all ACTRs

to perform the following tasks:

Place an order for a new seat (i.e. portable or desktop computer, peripheral that is not
assigned to a computer) or new hardware (peripheral devices such as a printer, scanner or
PDA, etc.). The tool shall allow entry of all the contractor required data fields and the
request should automatically be submitted to the authorized submitter (DCTR) for
approval prior to forwarding to the contractor for final action.

View and edit seat data once a seat has been entered into the tool and installed. This
allows the authorized initiator (ACTR) to quickly recall and administratively make
modifications to information that may have been entered about a specific seat. Any
administrative modification to seat or account data does not require the approval of the
DCTR or action by the contractor, but is simply updating the current information that is
within the database.

View and Edit hardware and peripherals that have been entered into the tool and installed.
This shall also allow the ACTR. to administratively make modifications to information
that may have been entered about a specific piece of hardware or peripheral

Request an upgrade to an existing seat will allow the ACTR to submit a request for
modification to a seat’s current configuration. This change may require additional costs
therefore the tool should be sophisticated enough to forward any change/upgrade requests
to the authorized submitter or DCTR prior to submission to the contractor.

Request a seat to be relocated to another location. This shall enable an ACTR to use
automation to recall all the seats and specify which seats will need to be moved and to
provide their desired location. This is a billable action therefore the request for
equipment relocation should be automatically submitted to the DCTR. for approval prior
to submission to the contractor.

A view of all invoiced items with the seat identification number, any additional hardware
that is attached to the seat, itemized costs for each, and the accumulated dollar total for
monthly invoice validation.

The ability to use automation to submit a request to return any seat to the contractor that is
no longer required. The ACTR. should have to perform minimal data entry for this action
to occur by including a consolidated list of all seats, the ability to select the seat to return,
pre-populated text entry fields that include the seat information, and an option to submit
selected seat for retumn.

The ability to administratively add any seat and the associated hardware peripherals that
already exist at the command but is not already listed in the tool. This is an important
feature for the organizations that have already cutover to NMCI and their initial order
was not entered in the tool. The action shall be performed by the ACTR and no
forwarding requirement to the DCTR or contractor exists.

NMCT Account Management Tool: This tool shall be available to all ACTRs to perform

the following tasks:

The capability to in-process a new user or out-process and existing user. In-processing
shall include the ability to automatically check the system to see if a user’s name exists in
the system. If one exists, the system shall return all instances of that name, and the

Develfoped by N61, IT Project Management Office
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account history, for verification of possible accounts that may have been previously
assigned to the user that is in-processing. The account information of users that are out-
processing shall be transterred from the losing ACTR to the gaining command’s ACTR’s
inbox of the tool for acceptance.

» Newly-created accounts shall be automatically assigned by the system to a seat without
any additional intervention required by the ACTR. Once the account totals have
exceeded the total accounts that accompany the seats, the tool shall automatically assign
these accounts to a chargeable MAC (called a CLIN 0024).

= The ability to view all accounts that are associated with the ACTR’s command. This
information shall mirror the information that exists in the NMCI Active Directory.
Separation between the accounts that are billable and the non-billable accounts shall be
made by listing each category separately and providing ght e totals for each.

* To automatically submit a request for a password to be reset.

NMCT DCTR Seat and Asset Management Tool: This tool shall be available to all
DCTRs to perform the following tasks:

* As the authorized submitter, the DCTR is required to approve any MAC requests before
they are forwarded to the contractor’s Service Request Management (SRM) team. The
DCTR’s web-based view shall include a webpage that contains an inbox of requests. The
inbox shall include all requests forwarded firom the lower-level ACTR s from the Naval
Reserve Activities (NRA) that are pending review and approval.

* The DCTR tool shall forward any requests that are approved to the contractor SRM team
supervisor web tool for distribution between the contractor teams.

* The DCTR tool shall generate and submit requests in the absence of an ACTR.

NMCI RESFOR Management Tool: This tool shall be available to all primary CTRs to
perform the following tasks:

» Review all account and seat accumulated totals submitted by all technical representatives
within the RESFOR claimancy. The tool shall include summary data for the total for
each account status (billable, non-billable, used “free” accounts, unused “free” accounts,
CLIN 0024’s required), total seats installed, and total seats pending installation. Total
dollar amounts shall be automatically calculated for quick reference against the
eMarketplace totals. CLIN 0024’s totals should be calculated in summary of all
accumulated for quick reference.

NMCT Contractor Management Tool: This tool shall be available to the supervisors of the
SRM team to perform the following tasks:

Super visor:
= The Supervisor has overall management responsibility for all MACs submitted by the

authorized submitter. Subsequently, the supervisor shall have sole authority to view
accepted MACs and assign an SRM team that will be responsible for servicing the MAC
requests.

Develfoped by N61, IT Project Management Office
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substantial losses.

Application Users: Primary users of the system and their associated hierarchy are listed in
the graph below. Users will be granted access rights to the system commensurate with their
assigned billet (ie. ACTR, DCTR, RESFOR). A user assigned a RESFOR account is an
Echelon III user and will therefore have privileges to view all data within the system. A user
assigned a DCTR account is an Echelon I'V user. Echelon I'V users are assigned authority
over a specific region (i.e. Northeast, Southwest) and will have authority to view all data
within their region. ACTR. accounts are typically assigned at the Echelon V level. These
accounts are command accounts and they have authority over users within their command. A

detailed summary of user functionality is included in section 2.3 of this document.

Develfoped by N61, IT Project Management Office
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Login: RESFOR

REDCOM NE
(Newpart, 68351)
DCTR Login
detr

REDCOM SW
San Diego. 68350)

DCTR Login
dor 2

1 i L
NRC Ft. Dix z NMCRC Bromx NRC Waleriown MNRC Honolulu NRC San Jose NMCRC Las Vegas
BHOOL 1 51843 81851 61845 62128 s2211
ACTR Login ] |  ACTR Logm ACTR Login ACTR Login ACTR Login ACTR Login
leathlaen hall |3 i christian barrig 2colt banson actr, 2 actr dala clark

User Authentication: All users will be uniquely identitied by use of a registered user id and

secret password. Group or shared ids will not be used. Passwords will meet the following

usage, construction and change requirements:

- The password will not be the same as the user id

- Passwords will never be displayed on the screen

- Passwords will be a minimum of eight (8) characters and consist of mixed alphabetic and
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Features

Project Trade-off Matrix

Functional Feaiures

Resources
(Cost)

Schedule

Inflexible

Flexible

ACTR Feaiures

311

322

3L3

314

315

3.L6

3.7

318

319

3.1.10
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Project Trade-off Matrix
DCTR Functional Features Resources Schedule | Inflexible Flexible
(Cost)
3.2.1
322
323
3.2.4
3.2.5
3.2.6
3.2.7
3.2.2
Project Trade-off Matrix
Contractor Functional Resources Schedule Inflexible Flexible
Features (Cost)
3.3.1
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3.1.1b

3.13 ACTR. Tool

3.13.a

3.1.3b

3.1.3.d

3.1.3.1 In-process Users

3.13.1a

3.1.3.1b

3.13.1c

3.1.33 Search MAC Account History

3.1.34 Order a new seat

3.134.a

3.1.3.4b

3.1.34.¢c

3.1.3.5 Request an Upgrade to an existing seat

3.1.3.5b

3.1.3..6 Request a Physical Seat Move

3.13.6.a

3.13.8 View/Edit Seat data

3.1.3.8.a

3.1.3.9 View/edit hardware and peripherals

3.1.3.9.a

3.1.3.10 Validate eMarketplace Invoice

3.1.3.11 Administratively Add Seats

3.13.11.a

3.1.3.11b

3.13.11.¢c

3.1.3.11d

3.1.3.11.e

3.1.3.111

3.14 DCTR Tool

3.14.a

3.14b

3.14.¢

3.1.5 Contractor Management

3.15.a

3.1.5.1 Contractor Supervisor

3.15.1a

3.1.5.1b

3.1.5.1.¢c

3.1.5.1d

3.1.5.2 Contractor SRM Team

3.1.5.2.a

3.1.5.2b

3.1.5.2.¢

3.1.6 RESFOR Management

3.1.6.a

2 3.1.2 Embedded Training

3.12.a

3.1.2b

3.1.3.c ACTR Tool sub-function training aids
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APPENDIX E. WEB-BASED PROTOTYPE DESIGN DOCUMENT
OF FUNCTIONAL REQUIREMENTS

Jane Prod Supportt,
Production Support Mgr

Joe User Mgr, UM

Joe Functional Sponsor

Developed by NPS, NMCI Management Prototype Team
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4.1 Screens

4.1.1.1 In-Process new users “Search Accounts for Profile”

K1 brrvicr Rrgural amad Act it Managrmert 1ecis - Mruve] bebwmet Eeplerer T i8]
r

| s [ v e e 0= (uhe

| Gocgle - =] W e - | @ Ehunbied Fiopeee A [y =
|

SERVICE REQUEST EFORM @ N &

Search Accounts for Profile

Enter name exacly af 8 sppears o8 Miltay o Goversmient photo sieatiieatcn

Sbrk|  AccownnToSewk[W 3]

Lo

f] oo P
Bstmt] | ormitmbic) (BT Serrice Mt Cuse | ) e et | S ozt | ] et e | iz e | | S F RGO B AGEL 1T

Description This form allows the ACTR to enter the name data of a prospective new
user as it appears on a government-issued ID card. The purpose of this is
to check for an existing account to prevent the creation of a redundant
account

Security Group ACTR, DCTR

Data Last name, First name, and Middle initial are entered in the corresponding
form boxes as they appear on the prospective users ID Card.

Actions The “Clear” button allows form to be wiped clean in case of an error. The

“Submit” button processes the data in a search function to check for
existing accounts that match the input name. All accounts or specific
types of accounts may be searched by using the “Accounts To Search”
drop down menu.

Developed by NPS, NMCI Management Prototype Team
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4.1.1.2 In-Process new users “Search Results”

Maran, Chrutopher E LOG-ON ID chna maran 3

CREATE NEW PROFILE?

. =
Sl

e
#iowt| | wimaomic)  [[o1ressermce - 8 ]Moren cuea... | & Googe Seare | A tBDumGn.. | ] tusmeti -t | Bjureewrats-B | | 2B ORGL SEIR AR nea

Description The search results screen displays accounts that match the name entered
in the “Search Profiles” page. The results may or may not be a correct
match for the prospective new users due to some users having names in
common. To determine if the prospective new user is a match to one of
the accounts the “History” link will display the MAC history for the account
in question allowing a user to determine if the account matches previous
duty stations and time frames.

Security Group ACTR, DCTR

Data Data on this page is derived from a query on the input user name from the
“Search Profiles” page.
Actions Profiles that appear on this page can be checked for a match to the

prospective new user, link to update new information if a match is
established, or link to create a new user profile if required.

Developed by NPS, NMCI Management Prototype Team
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4.1.1.3 Update User Frofile

[ B = e e e e e —
A e vess L .
G« 0 1] 2] o = me ;
Hﬂ-& R L e S ——— i
T — S5 LR T T i
Upedials Us-ar ProSle
Lo s (=
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Lol Hams Vi
me oy |
[re—— [
s — |
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L—— = et
fe Tk .
Trim IRk r
By
ety AT
e

-ﬂemﬂgl-iuﬂ Used to wpdate user Eruﬁ-ln!ri'urmuiun
Security Group ACTR. DCTR
Data The data displayed initially on this screeen i the mformation currenthy in the

uses profile table for the user in question. Data for the "LIC” drop down

menu is provided from the "Actvities” table. Data for the "Type” drop down

kst #s is hard coded in the webpage. i

Actions Any data on the page can be modified and Submitted update the user
profile table. A “Clear Form” button has been provided and can be usad to

clear all data on the screan befare updating.

Mﬂpﬂdhrﬂis. mﬂmwmrﬁrmrypofm

154



Detailed Design Page 7 of 43

4.1.1.4 User MAC History

. r
Q-0 ] @ ]S Sirmm @) oy - B

e [
Goges [ =] Weenm + @ Sitbeded § Fjowers 2

Nrtam deeions ] -

|

SERVICE REQUEST EFORM e. N &

| ACTRTs _ DCTRTeok ____RESFORAMUOT _______logowt ]
Messages wil go bee
User MAC History
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Description This page displays MAC history from the MAC Table to assist in te
determination of an account's ownership.

Security Group ACTR, DCTR

Data Data on this page comes from stored data in the MAC table.
Actions None. Data is only viewable.

4.1.1.5 Add New User Profile
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Description This screen is used for the input of new user data.
Security Group ACTR, DCTR
Data UIC field data comes from the Activities table and is default set to the UIC

of the ACTR entering the data for the new users however, it may be
changed to any UIC in the database.

Actions Form fields are completed as required and are submitted to enter data into
a new user profile and proceed to the creation of a “New User” MAC
request.

4.1.1.6 New User MAC
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Description New users MAC request to be submitted through the chain of approval for
activation.

Security Group ACTR, DCTR

Data New User data comes from the user profile table. All default command
data comes from the activities table.

Actions Complete all fields as required and submit for approval.

4.1.1.7 Accounts within a specific ACTR's UIC
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Description This page provides dual functionality by both listing the accounts for a UIC
and providing a link to the account details and an option to reset the
password.

Security Group ACTR, DCTR

Data All data is from the user profile table.

Actions Select a user logon ID for more information.

Developed by NPS, NMCI Management Prototype Team
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41,18 Account Details
I ‘3
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-[)encﬂplign Detaits o an indvidual account,
Security Group ACTR, DCTR
Data Cata is from the user profie table
Actions User profile table data can be wewed and there is an opbon 1o resel the
uses's pasaword with the *Password Reset” button.

41.21 Logon

Q-0 =l @G B e - T G — ] ] — i —S— ] —
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SgracE RECUEST EF e - hal ‘w-

This site is for demanstration purposes saly.
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Bescription Enabhes the usr o logon,

Security Group All

Data logOnhame, password

Actions Redirects user to home page based on eFormUserGroup.
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4.1.2.2 CookieWriter.asp

Description Wirites cookies based on the login. Cockies for UIC, LogOnName,
DisplayName and TFMod# are written to the users computer
Security Group User, ACTR, DCTR, RESFOR

Data Data is pulled from ThiUserProfile based oh LogOnName

Actions Automatically loaded and redirects to home page based on usergroup

4.1.2.3 ACTR Home

3 HAC I Service Request and Accaunt Management Tools - Microsaft Interne Explarer

Be L& Dew Fouodes Jos bk 2

SERVICE REQUEST EFORM ®.- \\'k ‘ J;l
USER: SCOTT.BENSON
uic: 61851
ACTR ToOLEOX UNIT STATISTICS:

Accoum Management Choose a number blow to view details
St Accounts  Seam

Description List links to all of the functions that an ACTR needs to use. Has a unit
statistics table to display totals for accounts, seats, billable, non-billable
and all of the pending MACs

Security Group ACTR,DCTR

Data All count functions pertain to the UIC from the cookie. Billable Accounts or
seat are not pending, deleted or disabled. MACs counted in pending or
returned status

Actions Count functions, read cookies, Display actions performed when arrived to
from a previous page.

Developed by NPS, NMCI Managemert Profotype Team
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4.1.2.4 Order a hardware seat
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roquesting a seat.

POC For Installation:

LastName  [nenson
FretNeme  [vcor Seat required for new eailor.|
BarkiRate s

Phone £31 555 1804

Ermad Addrese scotbansan@naymi

Tdersifies a we 2 in aroom

achwerkspace where this seat wil b

) P or
exs are located on a label by the jack

requed
] oone @ Feenet
Description To be able to put in the CLINs, aptions, locations and POC for installation

of new CLIN

Security Group

ACTR, DCTR

Data

All pre-filled fields are initially set to the default data found in the
UserProfile table joined with the Activities table for the ACTR/DCTR who
has logged in. Drop down menus come from the three CLIN_ tables and
the Command Table.

Actions

Submit button posts the form to the Order Review page

Developed by NPS, NMC! Management Prototype Team
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4.1.2.5 Order Review
b | hitp: i 31,120,176, 69 - NMCI Service Request and Account Management Tools - Micresoft Internet Fxplorer
B e e QO HEAG PO 35w DO
. NMC 15 ]
SERVICE REQUEST EFORM ®.- NMC @

Seat Order Review

[_Change this Order__|
Seat: Asset Location: Justification:
Seat CLIN 000144 Address 327 Mullin §t Fequired for new sailor
Opticn CLIN Hong Base MR WATERTOWN )
SubOphonCLIN - Mong City Wiateriown
Classification i State NY
Bulbng TIC L) ZIF Code 136010247
Task Crder Mod @ Banlchryz # 55
Installation POC: ek :
Foom Mumber 12
Last Mame  benson Cubicle A
Fst Miame ston Mevarork Jack S55212A
Eank/Fate Ha
Fhone 021 5551004
Email Address [scol benson@anavrmil
‘Submit This Qrdar
Description This page allows the user to preview their selections before they submit a
request.
Security Group ACTR, DCTR
Data All fields come from submitted form on seat_order page. Hidden fields
include the date submitted.
Actions Submit button inserts the row into the Seat table and extracts the
aitrnnimhar far tha caat res Thic niimhar haramac o caccinn variahla
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4.1.2.7 Seat_Review

3 hiip:i/131.120.176.69 . HMC| Service iequest and Aecount Management Tools - Micrcsal Internet Fxplorer

B e e bk wb | (- e o

SERVICE REQUEST EFORM @ NMCI

Raquest % CLIN SeatServico Option CLIN Service Sublption CLIN Servico Request Date Extendod Price Status

AMa1 [000iAA RemSem  ene nane s2e851 Pen

Current Seats. Select a column header to sort,

ﬂy._u_,_,“ T oplen ey Subopilsy

) Senvice Stan Dare Stans

141000 'O0IAA R

Gommertiadvaice $4a1

astaiies
A8 Regsest

W

a0t

B o
This page shows all of the current seats under the responsibility of the
ACTR/DCTR. It contains what the seats are and calculates billing
information based on the CLINs. It will optionally display the results of the
last action such as adding, editing, or ordering a seat. The bottom of the
page displays pending seats.
Security Group ACTR, DCTR
Data Seat data comes from the ThiSeat joined with the CLIN tables. The
previous action is based onh the seatNumber session variable.
A custom script adds the columns to a variable as they are displayed in
the repeat region. This enables a grand total for the command per month.

Description

Actions

Developed by NPS, NMC! Management Prototype Team
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4.1.2.8 Seat Selection

SERVICE REQUEST EFORM o @
Select a Seat for UIC- 61851
This page shows @ list of the installed Seats in your command, § soat tosend @ hardwars workorder fo 535,
To administratively edit a seat without submitting a work order, click hers,
Eelect a Seat ID to request a sub-option upgrade for that seat.
Current Seats. Select a link to sort the columns.
MMl Sear |0 Base Bullding Resm CLIN - Optlan CLIN SubOption CLIN Stan Date End Date
UI91168  |NR MOBASCONTGRF 0218 3 W0MAA [DUDERG w4 G2SI003  BASI00E
124 NR NMCB 27 DET 1727 [] WODSAL [DOUGAG wuz? BTII002 8007
150514 NR NMCB 27 DET 1727 6 UODSAL [D00SAD oy WAR00L VZAO07
14985575 NR COMMAYREG MIDLANT DET A 3 UUFEAR (T WZEII004  WIZEI004
LG1ZI700  [NRNMCE 133 DET C 10 00U3AR (0 wuzr JZEI000  (126R005
158752 b W0NAE [D00GAG (TITE] BE2000  BA 2005
164956 3 VO0SAD [DUDSAD oy 1 UTHEO0G 1 EE2008
L0GTEEE  [NRVTU D218 ] 0005AA (001088 o AMAF2000 41 472005
Z4E4TI8  [NRVTU DB 5 V0D3AH [DODGRE (5] 125003 12008
LL391eGE  [NRVTU 0218 F 00; A (TE] ULHIOM  IEFI00G
LTGAGT NR MOBASCONTGRF U218 1 WO0SAE (001088 oy BSZ000  BAS2008
25856104 10 DOMAF [D0108A (] 120 V2006
211 NR COMMAVREG MIDLANT DET A 1 W0NAH [DUDEAS oz a0 [an oy
NR NMCB 27 DET 1727 3 UOFRAC (D00SRF Ui TWE000 10005
FILTFIIE NR NAVHOSP PORTSMOUTH DET M i UOD4AH (DUUEAE o4 G004 2AEI00Y
0TS [NRMOBASCONTGRP 0218 F WOMAL [DO0GAC TTR] WIH0E (2752007
28797455 1 UOMAF [DODSAH oz 12002 12007
L3533 MR COMMNAVRES MIDLANT DET A ] 00038 [D00SRE U0 HE001 2009
24711873 [NRNMCE 27 DET1737 3 U0U4AH [DUDSAE 01 TWEI002 10007
FOFN0E  [NRVTUO21E 5 UOD5AC [DO0GRF w7 UEA004 91 B2004
FIGIHIIE  [NRNMCE 27 DET 1737 W 00nAR e (] SEE000  SAZ00S
211814 [NRVTU 0218 5 000444 [D00ERA (TiFE] 12S002  iES007
31950393 [NRNAVHOSF PORTSMOUTH DET N z U03HAH (DUDGAE oy 001 342006
FIALFIFal MR COMMAYREG MIDLANT DET A 3 W0FRAC (0007 o4 BFH000  BA 32005
a
Description Allows the user to select a seat to upgrade, add hardware to, delete or

move. Seats in any status other than installed cannot be selected. ie. ifa
seat is not installed, you shouldn't be able to request that it be moved or

deleted.
Security Group ACTR, DCTR
Data Data come from the Seat Tahle.
Actions Columns can be sorted to easily find a Seat. The page displays a different

header base on which function you are selecting a seat to perform. The
seat ID creates a querystring SeatNumber which is retrieved by the
subsequent page.

Developed by NPS, NMCI Management Prototype Team
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4.1.2.9 Seat Upgrade

3 NMCI Service Request and Aceount Management Tools - Wicrosof Internet Explorer
e L e fgre ok b o- = @ S @ - - o}

] 01311201175 6315 A ZNCLIsa. DO AR SINSTDRISZA B

e. W

SERVICE REQUEST EFORM

USER: SCOTT.BENSON
uic: 61851

Request for Seat Upgrade or Change

Seat Selected: Current Location:

Current CLN: D028
D0DIAB Limited Service Embarkable -

Address 327 Ml

IRTSMOUTH DET N

R gy . Porioble ¥ -

B o

Description Requesting an upgrade or change to an existing seat.

Security Group ACTR, DCTR

Data Fields come from the Seat Table. POC comes from a join between the
MAC table and the user profile table.

Actions Submit button writes a new record in the MAC table with a MAC Status of
pending. Redirect to the ACTR Home page with a querystring to show
that a seat has been changed.

Developed by NPS, NMC! Management Prototype Team
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4.1.2.10 Request Seat Move

3 NMCI Service Request and Aceount Management Tools - Wicrosoft Internet Explorer
™

et g e ok we Q- QW @D @ 2-% ®- 0a o
v B

] 101311201175 63154 ZNC isast e ascsesoasibes =)

Request for Seat Move

Seat Selected: Current Location:

ey

oo

Serivee End Date
e

TF Mod# rom1
Destination Location: POC For Current Location: POC For Destination Location:
Address 327 Mulln 5t b3 HRC

* Base NREWATERTOMM 31 565160

ntortan

sconbenson@ ey
v
18010247

om Number
.
otlspace

+ Culacle

et vl be mstalled
aaces will be connected 1o the nerwork.

Use a ussque ltter £

Henwork Jack Opticnal (€ knoven) sung jack
Jack mamkers are located on a label by the jack

qjul.( Sobmaniow ovinr | GosiFom | e
Description Request data nec. To physically move a seat from one place to another.
Security Group ACTR, DCTR

Data Initial data in the Fields comes from the ThlSeat row selected from the

seat select page and passed as a querystring. Also by the default data
join of the Activities and UserProfile table based on the user LogOnName.

Actions MAC is written to the MAC table with date submitted, pending status and
“Request Seat Move” in details.

Developed by NPS, NMC! Management Prototype Team
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4.1.2.11 Seat Turn-in

3 NMCI Service Request and Accaunt Management Tools - Micrasoft Internet Explarer (M
e IR e Tports fok b -0 & J € o' ] al

] 131,101 75 50N skt s “Bs

SERVICE REQUEST EFORM @ N

Request for Seat Turn-in

Seat Selected: Current Location:

Address

Clark, Dals WEL
931666 1004

H@nmarmi

Submi Turmn Regquas:

& [

Description Allows the user to turn in a seat.

Security Group ACTR, DCTR

Data All field come from the seat table. POC data defaults to a join between
Activities and UserProfile on LogOnName and UIC.

Actions Submit button writes a row to the MAC table with hidden fields specifying
turn-in in MAC Details, and date submitted.

Developed by NPS, NMC! Management Prototype Team
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4.1.2.12 Seat Details for pending seat
3 NMCI Service Request and Account iManagement Tools - Micresoft Interner Explarer
T CHER AP o 2-2=-J088

Cllsast 5ot pencing ssp7seatThsTber =801

8] f1301 178 8

SERVICE REQUEST EFORM

USER: ACTR.2
UIC: 61845

Seat Details for Pending Seat

Fitom o Seal v,

Seat Ordered: Delivery Location:

Address

] oone B Feonet

Description This allows user to view, but not edit, any attributes of a seat in Pending
status. Itis used to verify requested edits, new orders, requests for moves
or tum-ins.

Security Group ACTR, DCTR

Data All fields come from the Seat table with the exception of Status and status
date which comes from the MAC table as the latest status on the
SeatNum_FK provided by the session variable.

Actions Return to Seat Prview links back to the seat_preview page.

Developed by NPS, NMC! Management Prototype Team
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4.1.2.13 Seat Edit Details

3 NMCI Service Request and Aceount Management Tools - Wicrosof Internet Explorer

P, ez-2=2-J08

e I gew Fgortes ook i [« & x |2

] 01113111175 Az s Sl asmihtmedt

SERVICE REQUEST EFORM @.- NMCl o

Asset Location: — 5o Computer:

Addrers

Associated Peripherals:

Modity Type

& ore [
Description This page allows the user to choose data sets to edit which are associated
with a seat. Also presents a link to modify the computer hardware or
Peripheral hardware associated with a seat. This allows the user to see all
information about a particular seat.

Security Group ACTR, DCTR

Data Information for fields comes from TbiSeat and ThiHardware for the
SeatNumber specified in the QueryString.
Actions Select to edit the seat, location, computer, or Add/edit/delete a peripheral.

Developed by NPS, NMC! Management Prototype Team
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4.1.2.14 Administrative Seat Edit

3 NMCI Service Request and Aceount Management Tools - Wicrosof Internet Explorer
B 1n e s 3ok e | (B¢ FAERAP o 2-3 08

8] f1301 178 8

Cllsast 0t asprsasAmbera1 190

SERVICE REQUEST EFORM @.- NMCl o

Edit NMC SeatlD: 75718027

8027

Sernice Stary Date: 11/ 002 .
Service End Date. 1172072007 jic
Sove Changes 1o Seal_ ClearFom | ConcelEdt_|
& B Feonet
Description This screen allows a user to edit the seat CLIN and seat ID

administratively. The changes on this page will not generate a request to
NMCI. This feature would be disabled when the initial database is
completely populated with correct data.

Security Group ACTR, DCTR

Data All fields are from the ThiSeat

Actions User can edit all fields and save changes to the ThiSeat.

Developed by NPS, NMC! Management Prototype Team
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4.1.2.15 Seat Location Edit

IR e P « 1 CEER AP e 2-5 Ol : .
] Mo 10708 v e ien_ec, Jocston as0TSesber =3 “Ba
&) eotoad ) Condas R0 ] Resltde @] S0C vahoot DS 4] Wrsdowes wacs Todks
SERVICE REQUEST EFORM ©- \\—M A

0001AB
0010AD
0023

Asset Location:

Addres: 7 Ml 51

Base NAVTU G218 v

Cuy Watsriaun

State Now York -

ZIP Code 136010247 99999(-9999]
Buldng #

Floor 3

Room Humber

Cuabicls E

[ Sve This Locatian Cios Forn
& ore [
Description This screen allows a user to edit the seat location administratively. The

changes on this page will not generate a request to NMCI. This feature
would be disabled when the initial database is completely populated with
correct data.

Security Group ACTR, DCTR

Data All fields are from the ThiSeat

Actions User can edit all fields and save changes to the ThiSeat.

Developed by NPS, NMC! Management Prototype Team
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4.1.2.16 Edit Computer
3 NMCI Service Request and Account iManagement Tools - Micresoft Interner Explarer Ei@7
o L8 e rpte ek wb (D" CEER AP € - O i
¢ ] 31120 A 80 P oMb v B
SERVICE REQUEST EFORM @.- \\Kl ! ;

ACTR Tools DCTR Tools
Edit Computer associated with Seat: 31596084

Ui this diak k inistrative ch

to this computer.

Computer:

NMCT Asset D

Compiter Name

MMDDYYYY

Opticnal datn you sy wasi o store about s compate

Som Gsngoro Computer ) [ o Fom

L]

B o

Description This screen allows a user to edit the computer information (service tag
numbers, serial numbers etc. ) for a valid seat. The changes on this page

will not generate a request to NMCI. This feature would be disabled when

the initial database is completely populated with correct data.

Security Group ACTR, DCTR

Data Fields come from TbhiHardware base on the queryString of seat selected
from the previous page.
Actions ACTR can change any field and submit the changes. Page returns to seat

review with the seat number as a queryString.

Developed by NPS, NMC! Management Prototype Team
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4.1.2.17 Add Peripheral

3 NMCI Service Request and Aceount Management Tools - Wicrosof Internet Explorer

o L8 e rpte ek wb (D" CRER AP @ - L
] 1200007 3 o, 53 P, prchers SN iR
[ SERVICE REUUEST EFORM  — =  a —

Classcansa
Computer:

Ass

Peripherals Added:

Type Model Hanufacuint Serfal Humber

Surners 30 oell .
uPE m m Houd?

T
Thie computer's name actwork. How 4o [ End ths?

[ Adarepheral | GCearFom | (|

] oone B Feonet =

Description Allows the user to associate a peripheral with a seat. Only used for asset

tracking, does not submit any requests to EDS

Security Group ACTR, DCTR

Data Fields come from the ThiSeat and ThiHardware. SeatNumber is selected
by the session valuable “SeatNumber”. Shows cumrently assigned
peripherals. Drop down menu contains common hardware items to track

Actions Add the peripheral, clear the form, and End the add peripherals page.

Developed by NPS, NMC! Management Prototype Team
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4.1.2.18 Edit Peripheral

3 NMCI Service Request and Accaunt Management Tools - Micrasoft Internet Explarer [HES
e e e e OO BB G S @2-2=-,080 o
s ] 51.12017 3T £, ke BT v s rosar= O v B
SERVICE REQUEST EFORM ®.- \\“ !
Edit Peripheral
Edit Peripharal associated with: Server8322
Hardwae Type Digitel Camera 2
s
[‘w‘ The compuier's name on the network How do T fnd the)
[ Sowe Changes_| ClnarFom |
& ore B oot
Description Change serial numbers etc for a particular piece of hardware. (Not a
computer)
Security Group ACTR, DCTR
Data All filed are from the ThiHardware
Actions User can change all fields and submit or cancel.

Developed by NPS, NMC! Management Prototype Team
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4.1.2.19 Peripheral Deletion

3 NMCI Service Request and Accaunt Management Tools - Micrasoft Internet Explarer (M
[ T T T« I CHER AP @ - - o} -
] 53112017, 637 22T se. kot b, perhers. a5 s daretasnbermsOOR2 v B

SERVICE REQUEST EFORM @ N

Delete Peripheral

[ Deleie

] oone B Feonet

Description Confirms the request to delete a peripheral from association with a Seat.
Does not send any request to NMCI.

Security Group ACTR, DCTR

Data ThiHardware provides all of the fields

Actions Delete or cancel deletion. Delete deletes the row in ThiHardware

Developed by NPS, NMC! Management Prototype Team
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4.1.2.19 Administratively Add Seats (for initial population or RESFOR use only)

3 NMCI Service Request and Accaunt Management Tools - Micrasoft Internet Explarer [HES
T e o 2-%2=-.08 ™
] 13132017 A2t 50 SIS

SERVICE REQUEST EFORM @ N

Add a seat

[[AddSoat | [ ClearFom |

] oone B Feonet

Description Allows the ACTR to add a seat CLINs to ThiSeat. This does not submit a
request to NMCI.

Security Group ACTR, DCTR

Data CLINs and descriptions in the drop-down menus come from three CLIN_
tables.

Actions Choose to add the seat or cancel. Adding a seat redirects to

Developed by NPS, NMC! Management Prototype Team
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4.1.2.20 Administratively Add Seat Location (for initial population or RESFOR use only)

o e (B0 BB LS B BAL00 ¥
] 113130170 oA see 31 ot 10 v B
SERVICE REQUEST EFORM @.- NMCl v

Assign the Seat to a Location.

55995(-5999)

] oone B Feonet
Description Assigns the seat just created to a unit and address.

Security Group ACTR, DCTR

Data Data describing the seat comes from a query to the ThlSeat. Default data

comes from the userProfile Joined with the Activities table. UICs are only
UICs that the ACTR is responsible for.

Actions Save location or clear.

Developed by NPS, NMC! Management Prototype Team
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4.1.2.21 Administratively add seat computer.

3 NMCI Service Request and Aceount Management Tools - Wicrosof Internet Explorer

J ez-2=2-J08

L T T < S I I |

] M 1131301 3N st 504 Pishesre. 50

> o
SERVICE REQUEST EFORM ®.. Nl
Add Hardware (Computer) to the Seat
Assat Location:
AAAV Woodbndge
9! th-;;‘
unclasefied 95
s
109
A
Computer:
NMCT Asset [D I 10 Dnats
Comguter Name The computer's name on the netwerk. Haw do 1find
Hunber The rervica tag b thi computes How do 1 Bad this?
nal Mumber The masfacs enal number
Date Installed [ MMIDIYYYY
Mosbeneer o
el Hotes ptimal do you ey ik 1o e ot s computer
] oone B Feonet
Description Assigns a computer to the seat
Security Group ACTR, DCTR
Data Data describing the seat comes from a query to the ThiSeat.
Actions Input the computer properties.

Developed by NPS, NMC! Management Prototype Team
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4.1.3 Contractor Supervi sor and Service Request Maintenance Team (SRM Team) View

4.1.3.1 Contractor Supervisor Home

ﬁlq!cnimxr eAssagn -

¥oar hawve 20 BACS fo aveign

4 Heal MALa

24 Accourd MACS

Bowiew Accapied MAC:

B MATL formitet i == Tt

[Ty S . [ TR S SETT I Ty pa—— .
i w3078 o (e kel AR [ hima
! LS B T e WL SRATAT [ —
_ B om it el MANVAL |
i LErE"Y Bre Tom liied WA MEATAL fo—
] [EE. ] [ - —lealed BESLLT  MEATRI f w—
i EE Srw T o lenied WEAF YA S
i b ] S o leailed WEAF YT e
" A B L el WA NEVTAL Dl
L el Sem Lo e pilled WOAT NRVTAL o=y
1 o Srw T i liied AT SEATAL f—
[ [EE. ] My Uy Avialed DENILN driin
" - Srw Lo —lied WA MW T g
L) LR ] —bled WA NRYTAL R
1 ) ] Eleale] WL MRVTAD (ST
[ L Foigem st (LY b mmiemsdind Gl 4y i
m Lt Tiaw Cydar e e | el RIS
1] [R% ] s Tim eulomulad EOMLET  WRATAD Ham
u P Rt it AT RRATAL | s
» amoms P e R St
10 (B[ ] Thrw Tim el AT NNATN e
£ Riadden S o el AT WRATA fFiva—

Description Allows the Supserviser 1o viow a list of all persding MAC requests. By
selecting the View Details hyperink for a specfic MAC, the supenvisar can
viewr the specific details of the MAC amd assign it to a Service Request
Mamagamant (SEM) Team. The suparvisor alsa zan view the status of
any MAC praviously assigned by clicking the appropriate hyperlink on the
summary page. MACs are sorted by MAC number and then the date the
MALC was submitted. The totals for the pending Seat and Account MACs
are dynarmically updated as the teams change the status inthe MAC
details page.

Security Group Superisor _

Data All falds are dermved from ThiMAC.

Actions Supenisor can oM by column heading and choose a MAL to assign to a
team.

4.1.3.2 Supervisor MAC Detail s Review and Assign

Developed by NP5, NMCI Management Profotype Team
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Supenvasor eStatus - W £
Ll ]

MAC Brabus Raview

Acooumt;  BRAC w3 Ut Infior =
Pa— P e nas Ty o]
S T—
By T2 i e W [
E Bt
g M [S——
Tegnllms i i
— P - .
Eamrraibrl ™ -
— S— i

A

U e o o e

also be added in the text-oniny box.

_Deu:rlpliun This page allews the Supervisor to view the details of a MAC selected
from the Supervisor Home Page. The Supervisor can assign a MAC
request 1o specific teams by selecting the team number from a list and
selacting the update status option, This page will display different fields
based on whether the MAC is an Account or a Seat MAC. Comments can

Security Group Supenasor
Data
sogsion variable fram the assignment page.

All fiekds are derived fromTHBIMAC and the key is obtained through a

Actions Supervisor can modify the status, assign a team and provide comments.
This page would interface with Remedy HelpCesk to generate troublas
tickets.

4.1.3.3 Supervisor MAC Status Review

Developed by NPS, NMCI Managensent Prolotype Team
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Supervisor eReview

The following MACs have been assigned to Teams
6 Seat MACs
7 Account MACs
Biack o Superviso Page
Team Member MAC Nomber| MAC Type Classification CUIM - MAC Submit Dabe MAC Status Dabe MAC Siatus Base Team Comments
1 T [New Ovder unchassified 0001AA| 5202008 682005 | Warking | Commentl
1 5 [New Ovder| unchassified 000LAA| $202005 52008 | Warking
1 2 New Ovder unclanified D001AA 202005 GST005 Warkimg I'm warking an it
1 16 | NewUser unclassified DOZ6AF 52005 | Workimg | NAVFAC i
1 17 |NewUser unclassified DO26AF &57005 | mAvRAC
1 3| New User unclussified 0026AF GRI005 NAVFAC |8 Jame lewve me alune already!
1 17| Mew User | unclassified |DO2EAF &77200% NAVFAC Tent of warking scromst MAC
1 18| NewUser uncussified 0O26AF | 6008 RAVFAC |
1 p=) New User unclavaified 0026AF GAAT00s NAVFAC
] 41| New Uner unclarsified 0026AF 62005 NAVFAC
Fl & [New Ovder unchissified D00LAD. 52072005 52572005 NRC Honollu |
3 8 New Ovder unrlnu.ﬁ.rl m!M 220 :nne a:w Alllv!.'d NAS P?ul "Il‘h.:

Team eReview

Welcome lan, You have 10 MACs open.

3 Seat MACs
7 Account MACs

Review MACs Assigned to Team 1

MAC Mumber MAC Type | CLIN  MAL Sabmit Oate  Stalus

7 New Order 0001AA
Hww Orider S0OLAA
New Orider DOOLAA
Now User 0026AF
Nww User DOZ6AF
DOZEAF
0026AF
DOTEAF
D0Z6AF
DOZ6AF

Working
Warking
Wirking
Warking
Avnsgued
Assigued
Warking
Working

Base Cammand

®. N R

Swpervinar Direction View Datalls

NAS Pearl Harbor

SR Hanabub

Hae
NAVFAC
NAVFAC
NAVFAC
NAVFAC
FAVFAC
NAVFAC
NAVFAC
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Description Provides the team with a view of all MACs assigned to them by the
Supervisar. By selecting the View Details hyperlink for a specific MAC, the
team can view the specific details of the MAC, update the MAC status and
input comments. Any MAC status updates submitted by the taam will
automatically update the status in the Supervisor's MAC Status Roview
page. The totals for the pending Seat and Accourt MACS are dynamically
updated as the team changes the status in the MAC detads page.

 Security Group Team =
Data All fields are from TEMAC . Team number s dermved from the logon cookie
and fiters the results to show only team 1 pages.

Actions Team mambaers can select a particular MAC to link to details page,
Solocted MAC number is posted to the details page with

4.1.3.5 Contractor Team MAC Details Review and Assign

Team e talus - i
T
MAC Staus Raview
A0t S swarsm - u
it i g az
Wit v Pas Fmem
Apoois  MAC &21 Us#r Looation:

De scription This page allows the Team to view the details of a MAC selected from the
Team Home Page, The Team can update the MAC status from assigned
to working and eomplete, Comments can alse be added in the ted-gntry
box, Any MAC status updates submitted by the team will automatically
update the status in the Supervisors MAC Stalus Review page.

Security Group Team
Data Describe gach fiald an the screen and how it is derived

Actions Describe each action that can be performed from this screen. This usually
involves command buttons:, menu items, obe.

4.1 4.1 Shuffle Function

This page shaws only “Procsssing Requast. Linking ascounts to seats. "

Developed by NFS, NMCI Managenent Prolotype Team
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4.1.5.1 HELP Active Directory

3 Help Active Directory - Microsalt Internet Explorer

2 & 5 ™

Be [ e Taees Tk b FEE AP o 8-% =5- i) o
] 31120170 s et e AcveOwoty i v B
B mootoud ) Coerdus 13 ] Recitipe ] S about UL ) Wik 05 ook

Mapping ro Artivi

wp to the Active Directory Mapp aar it s th hiat the contrartor thow active m your demain, mnd can sherefore Wl for any aceoants dhat

retery 1o verify all bilig enatements

g o
i authorized at yonrlocation Ues the xe

NMCI ACTIVE DIRECTORY FLOW CHART

. pa peranaat snastring o anstnee comman, |
14 s b g o
vy, as srivas e e

eareuimiasy 14050 o o

Elocee B Inernet

Description This page show how an ACTR can map a drive and see their active
directory accounts.

Security Group ACTR, DCTR

Data Static page

Actions Nohe. Information only.

Developed by NPS, NMC! Management Prototype Team
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4.1.5.2 Help Asset ID

3 HelphssetD . Microsalt Internet Explarer [HETS
e e s (OO BEGLARO S L00 ”
] 012130007 AT e Asse ek v Be

8] a0bond @] Conrrdus 103 ] Renflidge ]38 vahout DRG] Wrckres %5 a c Toss

& oo B et
Description View a picture of where to find asset ID and Senvice Tag humber.
Security Group ACTR, DCTR

Data None.

Actions Nonhe.
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4.1.5.3 Help Computer Name

3 HelpComputerhiame - Wicrosoft inte;

Explarer

e ia g s geowh | O

] 1131120175 097 N e T S erTea. od
8] a0bowd &) Corredus 193 ] Renflidge ] 585 vahout DS G] Wrckores Teoks

Computer Name

The Compuser Wane s ereated when the data i o through the Objer Creation Model (OCM) by EDS  Tris obtained by tarrn; on & cornputer and loggang on as n user
Cinee you have logaed on

Computer” icon beeated on your deskiop

Description View a picture of where to find the Computer Name.
Security Group ACTR, DCTR

Data None.

Actions Nonhe.

Developed by NPS, NMC! Management Prototype Team
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4.1.5.4 Help Seat ID

e g e i owh | - FIEEAF e2-2=-08 3
AT P12 31101 T 9 S N R e e S by v Be
LT P s P e : [
Seatlly

Gl @ reenet
Description View a picture of where to find NMCI Seat ID.

Security Group ACTR, DCTR

Data None.

Actions Nonhe.

Developed by NPS, NMC! Management Prototype Team
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4.2 Reports

4.2.1 Report RESFOR Statistics.

3 NMCI Service Request and Accoun anagement Tools - Wicrosof Internet Explorer (A

[T e

) 0 1ok 107061 “
] thacbowd &) Comrdus 1w ] hefiie ] 0 vabooi R ] wiskows 8 & v s ] ke by 11ACS ) ” ok

SERVICE REQUEST EFORM - \.‘\-l-\-l "::l

RESFOR STATISTICS PAGE

The foilow: is last Shuffle of dseats.
T update this data prevs Shuffle.
This process will take approximately 1.5 minutes to complete,

Shuffle

ACCOUNT TO SEAT AUDIT
Total Non-Billable Accounts: [
Total Billable Accounts: 84728

Total Free Accounts Derived from Seats (unclassifed): 43539

Free Accounts Unoccupied: 0

CLIN 24's needed: 21189

SEAT ALDIT

Total Installed Seats 39664

Seats Awaiting Install 37
Eoors @ e
Description The report provides the RESFOR CTR with statistical Account and Seat

statistical information. The information is automatically updated on a
scheduled basis by use of the shuffle application. The user may manually
execute the shuffle application to view current data.

Security Group RESFOR

Data

Non-billable accounts are those in Disabled or Pending status in the
UserProfile table.

Total Billable accounts are not in disabled or pending.

Total Free Accounts derived from seats is the row count of ThlAccounts
Free Accounts unoccupied is the count of rows in ThlAccounts where
UserNum is Null.

CLIN'24s will either be zero if Free Accounts Unoccupied > 0 or this will be
Billable accounts — Seats.

Installed seats is the number of rows where Status = Installed

Installed seats is the number where Status does not = Returned, Rejected

ar Installed.

Groupings This is a numerical report.

Totals See Data description

Filters None.

Export Formats Printer through |E or data may be captured and stored in a historical table
nct present in this prototype.

Frequency Shuffle function should be executed after COB for |ast time zones daily.

Developed by NPS, NMC! Management Prototype Team
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Histerical information can be written to a row nightly. Report can be
viewed on demand and updated on demand.

5. Business Layer

Define all of the objects necessary to support the presentation layer. First show the object
hierarchy then include the Microsoft Visual Modeler file that shows the details as Appendix A.

6. Database Layer
Appendix B contains a detailed description of the attributes associated with each field, table and
view used to support lh_igagplicg}i_on_ =

Fuour Cinde:
e

Dasehiane el
e | [ Sl | .
n Ry 5
i.ﬂ&_l L3 =

 oeProtin i e SBasehans
[ Type

7. Other Design Considerations

7.1 Conversion Modules
Server 2003 Active Directory can export to a Microsoft Database format and vice-versa.

Developed by NPS, NMCI Management Prototype Team
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3.1.3.3 Search MAC Account History

4 Order a new seat

4.a

4b

4.

.5 Request an Upgrade to an existing seat
5a

5b

.6 Request a Physical Seat Move
B.a

.7 Turn in any excess seats

Ja

.8 View/Edit Seat Data

WWWWWWWWoWwww
PN I I I I IR N NN
WLWWwERWWWwwWwwww

.9 View/Edit Hardware and peripherals

Z‘D
B

4.1.1.7 Accounts within a specific ACTR's UIC
4.1.1.8 Account Details

2.3 ACTR Home

1.1 In-Process new users- Search Accounts for
rofile

1.2 In-Process new users “Search Results”
1.4 User MAC History

2.4 Order a hardware seat

.2.5 Order Review

2.7 Seat_Review
2.
2.
2.

-

12 Seat Details for pending seat
8 Seat Selection

4.
4.
P
4.
4.
4.
4.
4.
4.
4.
4. 9 Seat Upgrade

1.
1.
1
1
1
1
1
1

.2.8 Seat Selection

.2.10 Request Seat Move
.2.8 Seat Selection

.2.11 Seat Tum-in

2.7 Seat_Review

2.13 Seat Edit Details

214 Administrative Seat Edit
.2.18 Edit Computer

.2.15 Edit Seat Location

L o e
[N R

1
1
1
1

ot
-
I\JM

.7 Seat_Review
.13 Seat Edit Details
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14 Administrative Seat Edit

16 Edit Computer

15 Edit Seat Location

7 Seat_Review

20 Admmlstratlvely Add Seat

21 Administratively Add Seat Location
22 Administratively add seat computer
17 Add Peripheral

13 Seat Edit Details

7 Seat_Review

Validate eMarketplace Invoice
dministratively Add Seats

R e i
Lo e

2.

2.

2.
10 2.
A1 A 2.
Ma 2.
A1b 2.
MNe 2.
A1.d 2.
e 2.
A1f

3.14 DCTR 4.1.2.3 ACTR Home

314a 4.1.1.9 DCTR Home

314b 4.1.1.10 DCTR MAC Seat Order Review

314dce 4.1.1.11 DCTR MAC Account Order Review
4.1.1.12

3.1.5 Contractor Management 4.1.3.1 Contractor Supervisor Home

3.15a 4.1.3.4 Contractor Team Home

3.1.5.1 Contractor Supervisor 4.1.3.1 Contractor Supervisor Home

3.151a 4.1.3.2 Supervisor MAC Details Review and Assign

3151b 4.1.3.3 Supervisor MAC Status Review

315.1.¢

315.1d

3.1.5.2 Contractor SRM Team 4.1.3.4 Contractor Team Home

3152a 4.1.3.3 Contractor Team MAC Details Review and

3152b Assign

3152¢

3.1.6 RESFOR Management 4.2.1 Report RESFOR Statistics

316a 4.1.4.1 Shuffle Application.
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