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Foreword

objectives rapidly, but in the vast organization of the U.S. Govern-

ment, such changes take time. The Quadrennial Defense Review
(QDR) of 2001 offers the new Bush administration an important oppor-
tunity, as well as a great responsibility, to reexamine America’s defense
priorities in a comprehensive, top-to-bottom, strategy-to-program ap-
proach and provide early guidance for change. This is a gargantuan task.
Current legislation requires the final report of QDR 2001 to be provided
to Congress in September 2001. Even with early Senate confirmation of
top defense officials, completing such a thorough review in just 8 months
is a daunting charge. One of the lessons learned during QDR 1997 was
that advance efforts to identify key issues for the review process can be
critical to success.

Fortunately for the incoming administration, an independent effort
to develop intellectual capital for QDR 2001 was started in the autumn of
1999. This effort consisted of a small working group which was chartered
by the Chairman of the Joint Chiefs of Staff, and established in the Insti-
tute for National Strategic Studies at the National Defense University
(NDU). Leading the group was Michele A. Flournoy, a veteran of the
QDR 1997 effort and the former Principal Deputy Assistant Secretary of
Defense for Strategy and Threat Reduction. This volume is a product of
the group’s work as well as contributions from outside experts associated
with the project. A major conference on the project was held at NDU in
November 2000, at which a final report was issued. This book provides
the intellectual underpinnings of that report.

To some extent this book is—as noted in the introduction—very
much like the results of screening at an archeological dig. The issues in this
book are not new; they were already part of the defense policy debate of
our great democracy. But the authors carefully unearthed—stratum by
stratum—insights and options in a systematic manner, placing the issues
in context. No defense issue lives in isolation; all are part of the process of
priority-setting that is required to craft a successful strategy in the context

Every new Presidential administration seeks to implement its policy

xi
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of a finite budget. To help the new administration set its priorities, the
working group and outside contributors have outlined a series of inte-
grated paths that lead from strategy alternatives to force-sizing criteria to
force structure and other programmatic issues, and they identify the forks
in each path and the signposts along the way.

This valuable book provides a unique service to the Department of
Defense and the Nation, whether the new administration uses the QDR
or some other review process as its primary vehicle for setting defense
priorities. It represents an effort to transcend both the tyranny of the ur-
gent and the bureaucratic rivalries that tend to dominate the analyses
conducted within the Pentagon. It does so in a practical, logical, and sup-
portive manner. It does not provide solutions but instead offers options
from which the Bush administration can craft a new defense policy. In a
sense this book represents a consummate menu of choices: an outside
view that only knowledgeable insiders could provide.

There are options identified in this book that some people might sup-
port enthusiastically, and others the same people might strongly oppose.
But no one can fail to be impressed by the fairness of this effort and the
professional skill with which it was completed. As members of a biparti-
san team of senior advisors, we periodically reviewed the research of the
working group. While we do not necessarily support all of their find-
ings—neither individually nor collectively—we have been continually
impressed by the quality and soundness of their logic.

Thus, this book represents a service to the Department of Defense
and the new administration with few parallels. It provides an excellent
starting point for a review of defense strategy, policies, and programs.

Richard L. Armitage
Barry M. Blechman
Michael J. Dugan
George A. Joulwan
Charles R. Larson
Arnold L. Punaro

Martin R. Steele
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Chapter One

Introduction:
Twelve Strategy Decisions

by Micheéle A. Flournoy

dent, the Secretary of Defense, and the Chairman of the Joint

Chiefs of Staff (CJCS) with an invaluable opportunity and a
tremendous responsibility. The QDR offers the opportunity to articulate
a compelling defense strategy for protecting and advancing U.S. national
interests and to develop a sound programmatic and budgetary blueprint
to realize that strategy. At the same time, the QDR brings with it the re-
sponsibility to address a mismatch between defense strategy and re-
sources estimated at between $30 billion and $50 billion per year.! This
mismatch must be addressed not simply because it exists—many would
argue that there will always be such a gap—but because of the highly cor-
rosive effects it will produce over time: serious tempo and readiness
strains, chronic inability to meet modernization objectives, deterioration
of the morale and quality of life of the force, and recruiting and retention
shortfalls. If these pitfalls are to be avoided and the unparalleled quality
of the U.S. military maintained, the next administration must make hard
choices to close the gap between strategy and resources.

The 2001 Quadrennial Defense Review (QDR) presents the Presi-

The Iron Triangle: Spend More,
Cut Costs, or Do Less

Since 1990, no fewer than five major defense reviews have occurred:
the Base Force Review (1991), the Bottom-Up Review (1993), the Com-
mission on Roles and Missions of the Armed Forces (1993), the Qua-
drennial Defense Review (1997), and the National Defense Panel (1997).
Yet the strategy-resources gap has persisted and, in recent years,
widened. This persistence suggests that the new administration will have
to take a somewhat different approach than its predecessors if the 2001
QDR is to be successful. Most importantly, it must be willing to make a

3



4 QDR 2001

more fundamental and difficult set of choices. The magnitude of the
strategy-resources mismatch and the damage it will cause over time de-
mand that the next administration take substantial action in one or
more of three key areas: increasing the level of resources devoted to de-
fense; working with Congress to take advantage of potential “tradespace”
in the defense program—that is, making tradeoffs that reduce costs
while keeping risk at an acceptable level; or changing the defense strategy
to reduce the demands placed on the U.S. military. This fundamental set
of choices—spend more, cut costs, or do less—might be called the iron
triangle of the 2001 QDR, and it will require substantial political will
and leadership on the part of the new administration.

In reality, all three legs of the iron triangle may need to be adjusted to
bring strategy and resources into alignment. Although the new adminis-
tration and the new Congress probably will support an increase in de-
fense spending, the level of increase is unlikely to be sufficient to close the
projected strategy-resources gap completely. Increasing defense spending
by $30 billion—$50 billion per year is more than the political traffic will
bear, given the broad range of competing priorities, even considering the
projected surplus.

This suggests that any increase in the defense topline will have to be
accompanied by efforts to identify potential tradespace—changes to the
defense program that would reduce costs without incurring undue risk.
For example, the tradespace of a given strategy might include eliminating
excess infrastructure, canceling a particular modernization program, or re-
ducing or converting an underutilized part of the force structure. Some
argue that after a decade of cutting budgets and forces, little or no trade-
space is left in the Department of Defense (DOD). However, others argue
that substantial efficiencies and savings still can be had in such areas as re-
ducing excess infrastructure, reforming personnel management systems,
and adopting better business practices throughout DOD.? Although all of
the low-hanging fruit may already have been picked, additional tradespace
does exist, and further efficiencies must be part of any solution to the
strategy-resources problem. Taking advantage of this tradespace, however,
may require some fairly heroic acts on the part of both the new adminis-
tration and the new Congress. The new defense leadership must demon-
strate its willingness to make hard choices and break some long-cherished
rice bowls within the Department. And the new Congress must, in some
cases, put aside the politics of pork to enable the Department to reduce or
eliminate low-priority programs, close or convert excess infrastructure,
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and change inefficient ways of doing business. This effort will require ex-
traordinary leadership from the President, his defense team, and key
members of Congress, as well as a willingness to spend significant
amounts of the new administration’s political capital on defense. This is a
tall order but not an impossible one if the parties understand that the
long-term health of the U.S. military hangs in the balance.

The final element in this equation is the defense strategy: what the
President calls on the U.S. military to be able to do in peace and in war.
The strategy-resources mismatch will require the new administration to
be more explicit about its defense priorities—where it chooses to place
emphasis and where it chooses to accept or manage a degree of risk. If the
combination of anticipated increases in defense spending and anticipated
savings from the tradespace is insufficient to close the projected $30 bil-
lion—$50 billion annual shortfall, the new administration will have to
make hard choices about reducing the demands placed on the U.S. mili-
tary while continuing to protect and advance American interests.

The NDU QDR Working Group

For these reasons, in September 1999 the Chairman of the Joint
Chiefs of Staff, General Henry Shelton, established the QDR 2001 Work-
ing Group at the National Defense University (NDU). Directed by
Michele Flournoy, the group comprised four officers, each one chosen by
their service: Lieutenant Colonel Frank McKenzie, USMC; Lieutenant
Colonel Philip Ruhlman, USAF; Lieutenant Colonel John Spinelli, USA;
and Captain Sam Tangredi, USN.

The primary objective of the working group was to help build intel-
lectual capital for the next QDR. The project was based on the premise
that a small group outside the Pentagon could serve as an independent
and unbiased body to identify issues, develop options, and provide in-
sights for those who will participate in the next review. The working
group focused most of its efforts on areas where bureaucratic politics or
election-year politics would make analysis inside the Pentagon difficult or
impossible: defense strategy alternatives, criteria for sizing U.S. conven-
tional forces, and force structure and capability issues.? In an effort to ad-
dress the broader range of issues that will be important in the QDR, the
working group commissioned a number of outside experts as chapter au-
thors; their work is presented in several chapters of this volume.*

The working group benefited greatly from the advice and counsel of
two groups. A group of stakeholders—several dozen one-star and two-star
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representatives of the Joint Staff, services, unified commands, and Office
of the Secretary of Defense—met several times to review our work and
provide us with candid reactions and helpful insights from inside the Pen-
tagon as well as from the field and the fleet. In addition, a group of senior
advisors chosen by the project director—seasoned defense practitioners,
both civilian and military, Republican and Democrat—offered invaluable
perspectives and advice.” They contributed a great deal to the intellectual
capital that is presented in this book, but the views expressed in this vol-
ume do not necessarily represent theirs, and we do not speak for them.
Similarly, although the project was cosponsored by the CJCS and the NDU
Institute of National Strategic Studies, we do not speak for the Chairman,
the President of NDU, or any other official in DOD, nor did any such offi-
cial exert editorial control over any aspect of the project.

From its inception, the working group undertook a scoping effort de-
signed to provide not answers but rather options, insights, and recom-
mendations for further analysis. We aimed to help jump-start the review,
not preempt it. The project might be compared to a big screen on an ar-
chaeological dig, designed to sift through vast amounts of material in an
effort to identify the major finds worthy of more in-depth examination.

This book contains the analysis and insights of the working group’s
15-month effort.® The initial chapters provide important context for the
next QDR. Chapter 2 (“The Future Security Environment, 2001-2025: To-
ward a Consensus View”) surveys the future security environment from
2001 to 2025 to identify the principal challenges and opportunities that
should illuminate U.S. defense planning. Rather than taking a tabula rasa
approach, it distills points of consensus, issues of debate, and potential
wildcards from more than 300 sources on the subject and offers DOD de-
cisionmakers some guideposts on what the U.S. military should plan for
and what it should hedge against in the future. It also offers DOD a new
and more robust methodology for assessing the future security environ-
ment in the QDR and beyond. Chapter 3 (“The Rise of Asymmetric
Threats: Priorities for Defense Planning”) argues that the unmatched
power of the United States will lead future adversaries to use asymmetric
strategies rather than to challenge the United States directly. The chapter
surveys and categorizes a broad range of asymmetric threats in an effort to
provide a framework for thinking about and ultimately prioritizing these
threats in U.S. defense planning. It identifies the 10 most serious asymmet-
ric threats and offers QDR decisionmakers options for improving the U.S.
ability to deal with these challenges. Chapter 4 (“The Defense Budget:
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Meeting Growing Requirements with Constrained Resources”) paints a
picture of the budgetary environment in which the QDR will be con-
ducted, assessing not only projected budget trends but also recent trends
within the defense budget that have contributed to the strategy-resources
gap and make it difficult to address. It argues that pressures for additional
defense spending are rising faster than the defense budget is likely to grow
and that there are few, if any, easy or painless cost-cutting measures. This
puts a premium on setting clear, strategic priorities and carefully examin-
ing the tradespace to determine what we truly need and what we can do
without—risks to be minimized and risks that we are willing to accept.

Chapter 5 (“Defense Strategy Alternatives: Choosing Where to Place
Emphasis and Where to Accept Risk”) identifies the range of plausible de-
fense strategy alternatives for the new administration. It describes where
each strategy would place emphasis and where it would accept or manage
a degree of risk, highlighting the most important strategy choices the new
administration will have to make. It also assesses the strengths and weak-
nesses of each strategy. Many of the options discussed in subsequent
chapters are derived from the set of strategy alternatives this chapter de-
scribes. It offers the Bush administration a menu of options that can be
used singly or in combination to help jump-start the strategy develop-
ment process in the QDR and thereby increase the chances that the strat-
egy will drive the rest of the review.

A means of translating strategy into force structure options is outlined
in chapter 6 (“Sizing Conventional Forces: Criteria and Methodology”). In
the absence of any approved or common DOD approach to sizing U.S. con-
ventional forces, it offers a transparent, step-by-step approach to force siz-
ing that can be used with any strategy, highlighting the key decisions the
administration will have to make in this area. As part of this process, it also
lays out several force-sizing criteria alternatives to the current standard of
preparing for two nearly simultaneous major theater wars. The chapter rec-
ommends that, whatever the strategy developed in the QDR, U.S. forces
should be sized in a manner that takes into account not only the strategy’s
near-term warfighting requirements but also its priority peacetime de-
mands as well as anticipated future capability requirements.

Although rigorous, transparent, and replicable risk assessments will
be critical to supporting sound decisionmaking in the QDR, DOD does
not have a methodology for such assessments. Chapter 7 (“Assessing
Risk: Enabling Sound Defense Decisions”) seeks to fill that void by offer-
ing a comprehensive and rigorous approach that could be used in the
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QDR. It defines categories of risk, levels of risk, and metrics for measur-
ing risk in an approach that is adaptable to any strategy and is compati-
ble with a broad range of models and other analytic tools. Such an ap-
proach to risk assessment will be critical to enabling the QDR
decisionmakers to make hard choices about where and how to accept or
manage risk.

Chapter 8 (“Identifying Force Structure Issues: Sifting the Screen”)
identifies some of the force structure and capability issues that merit fur-
ther analysis in the QDR. These issues generally fall into two baskets: ap-
proaches to reducing the costs of implementing a given strategy (poten-
tial tradespace candidates) and approaches to reducing the level of risk
associated with a priority element of a strategy. The objective here is not
to recommend specific force structure changes but rather to identify op-
tions and issues that merit a closer look in the QDR process.

Overseas military presence is examined in chapter 9 (“The Future of
U.S. Overseas Presence”) as well as whether this posture should be modi-
fied, and if so, how to reflect changes in both the security environment and
in U.S. defense strategy. The chapter identifies issues that should be ad-
dressed in Europe, Asia-Pacific, and Southwest Asia, and offers options for
modifying the U.S. posture in each region. Its aim is to build intellectual
capital for the new administration as it reassesses in the QDR both the
overseas presence requirements of its strategy and alternative ways of
meeting those requirements.

Chapter 10 (“Peacetime Operations: Reducing Friction”) provides a
framework for understanding the broad range of peacetime operations the
U.S. military conducts as well as the impact of these operations on
warfighting readiness and on operations and personnel tempo. It identifies
several key points of friction that need to be addressed, including how
smaller-scale contingencies (SSCs) are funded, rotation base requirements,
turbulence in the parent and sister units of deployed forces, and tempo
strains in parts of the force that are in highest demand. It argues that unless
the administration is willing to live with current levels of friction in the
force, it faces a basic choice: reducing peacetime demands for U.S. forces or
increasing their availability or supply for peacetime operations. The chapter
recommends that several specific options for either reducing demand or in-
creasing supply be considered in the QDR.

Two broad approaches to meet the challenges of the future are identi-
fied and assessed in chapter 11 (“Modernizing and Transforming U.S.
Forces: Alternative Paths to the Force of Tomorrow”). Each alternative
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offers a different approach to investment in science and technology, re-
search and development, concept development and experimentation, and
procurement of major weapon systems. The intent of this chapter is to
provide the new administration with a menu of options that highlights
some of the most important acquisition decisions it will have to make.

Chapter 12 (“Strategic Nuclear Forces and National Missile Defense:
Toward an Integrated Framework”) explores a complex and intercon-
nected set of strategic issues, including strategic nuclear forces, national
missile defense (NMD), and strategic arms control. It calls for a new vi-
sion to guide and integrate U.S. policy across these areas and offers sev-
eral alternative offense-defense force mixes for the new administration
to consider. It urges the new administration to conduct a strategic pos-
ture review early in its term to assess the implications of its strategic op-
tions not only for the U.S.-Russian relationship but also for the strategic
calculus of other actors.

The broader implications of the primary strategy alternatives discussed
in chapter 5 are fleshed out in chapter 13 (“Choosing among Strategy-Dri-
ven Integrated Paths: Setting the DOD Course”) by examining four strat-
egy-driven integrated paths. Each describes what a strategy would look like
if fully funded, identifies tradespace candidates to reduce costs while still
maintaining an acceptable level of risk consistent with the strategy in a re-
source-constrained environment, and highlights key indicators that should
force a decision to change the level of resources devoted to defense or to
change the defense strategy itself. This chapter highlights many of the most
important programmatic questions that decisionmakers will have to ad-
dress in the QDR and links them to strategy and to the iron triangle.

The concluding chapter (“Elements of Success for the QDR”) summa-
rizes principal findings and recommendations, reiterating the theme that
the 2001 QDR will be fundamentally different from recent defense reviews:
the stakes will be higher, the choices more difficult, and the level of leader-
ship and political will required from the new administration substantial.

The Top Twelve Strategy Decisions

Twelve key decisions will define the essence of the administration’s
defense strategy and establish its defense priorities. What follows in this
Introduction is intended to provide the new DOD leadership with some
channel markers for navigating the dozen most important defense strat-
egy decisions it will confront early in its term. These also are the principal
questions that the rest of this book seeks to address.
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Key Decisions for National Security Strategy

The first several decisions should be addressed not only by DOD
leadership but also by the President and the new administration as part of
the national security strategy (NSS) review process, which will likely be
conducted concurrently with the QDR.

How should the United States define its national interests?

Any sound strategy must have as its foundation a clear conception of
national interests. What is it that the United States should be seeking to
protect and advance? Most strategies begin to answer this question by
defining a hierarchy of national interests. The current national security
strategy, for example, defines three categories of national interest: “vital,”
“important,” and “humanitarian and other.”” More important than the
categories, however, is determining which particular interests belong in
which categories. The process of doing so can go a long way toward defin-
ing administration priorities in the national security arena, but only if the
administration chooses to live by the hierarchy of interests it defines. Per-
haps the most compelling use of such a hierarchy is to inform decisions
about the use of military force and forces: for what interests is the admin-
istration willing to put American service members in harm’s way and the
nation’s credibility on the line?

What are the most significant threats to U.S. interests, and what are the
most significant opportunities for advancing those interests?

The new administration must develop its own assessment of the
near-term security environment in which it will be operating as well as
the longer-term environment for which its various investment strategies
(for example, weapons acquisition and personnel recruitment and train-
ing) should help the United States prepare. The challenge here will be to
distill from as wide a variety of sources as possible a consensus view of
the most significant challenges and opportunities the United States is
likely to face over the next 25 years. At the same time, the administration
should pay close attention to dissenting views that identify potential wild-
cards against which it may be wise to hedge: that is, low-probability but
high-risk contingencies that remind us that the future might unfold in
ways dramatically differently than anticipated.® (Such an assessment of
the future security environment is offered in chapter 2.) The new admin-
istration’s assessment of the future security environment also must in-
clude detailed regional assessments to identify both threats and opportu-
nities that should be considered in U.S. national security and defense
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planning. In particular, the new team should take a fresh look at any
threat scenarios that will be used in force planning.’

What should our primary national security objectives be?

Identifying the national security objectives that should guide U.S. en-
gagement abroad also will be critical.!® If taken seriously, the process of
setting these objectives can profoundly influence the development of in-
teragency policies, the utilization of various instruments of national
power (including the U.S. military), and the allocation of resources
among and within numerous agencies of the U.S. Government. In the
past, however, the development of the NSS has too often been conducted
as a pro forma staff exercise to produce a Congressionally mandated pub-
lic document, rather than a senior-level exercise in strategic planning. The
next administration should make the NSS review a rigorous exercise to
establish the new President’s national security vision and priorities, one
that involves the principals from all the relevant agencies and that results
in clear objectives, priorities, and guidance for planning, resource alloca-
tion, and resource management among and within agencies.

Key Decisions for Defense Strategy

The next several decisions come under the umbrella of perhaps the
most central question of the next QDR: What are the strategic priorities of
the U.S. military? This question goes to the core of an administration’s de-
fense strategy and to the very question of why the United States has a mil-
itary. It asks not only what the military should and should not be pre-
pared to do in support of national security objectives, but also what
priority should be given to each type of mission relative to the rest. The
answer to this overarching question will be determined by how the ad-
ministration answers the next six questions.

What kind of wars should the U.S. military be prepared to deter and, if
necessary, fight and win over the next 10-20 years?

In both the Bottom-Up Review in 1993 and the QDR in 1997, the
ability to fight and win two nearly simultaneous major theater wars
(MTWs) was the highest priority mission assigned to the U.S. military.
Iraqi aggression against Kuwait and Saudi Arabia and North Korean ag-
gression against South Korea were offered as examples of the kind of
large-scale, cross-border aggression for which the U.S. military should
prepare. In practice, however, these two illustrative examples have become
canonical cases and the focus of the vast majority of DOD planning.
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Putting aside for the moment the issue of whether two MTWs is the
best criterion for which to size U.S. forces, this narrow focus on two par-
ticular scenarios is problematic for several reasons. First, both scenarios
are cases of aggression involving large armored invasions on land, but not
every plausible MTW would take this form. One need only contemplate
the possibility of Iranian aggression across the Strait of Hormuz or the
defense of Taiwan against Chinese aggression to recognize that the chal-
lenges and requirements of other MTW scenarios might be vastly differ-
ent from those for which U.S. forces are currently sized and shaped.!!

Second, different MTW scenarios might involve different end-state
objectives. Whereas one case might seek to restore the international bor-
der between victim and aggressor and impose a sanctions regime, another
might seek to remove the aggressor from power, usher in a new regime,
and help to restore stability post-conflict. The second end-state objective
is a much more ambitious undertaking that would require substantially
more forces and more time to execute. The differences in objectives might
be dismissed as a technical point of force planning were the implications
for the size and shape of the U.S. military not so profound. The ramifica-
tions for the military raise crucial questions for the Bush administration
in the QDR. What are the appropriate MTW scenarios and end-state ob-
jectives for U.S. force planning?

Third, the two canonical MTW cases of Iraq and Korea do not repre-
sent the full range of challenges that the U.S. military could face in the fu-
ture—even the near future. For example, more capable regional foes
might employ antiaccess strategies to thwart U.S. power projection. Given
the diffusion of advanced military technologies and weapons of mass de-
struction (WMD), an adversary might be armed with longer-range ballis-
tic and cruise missiles, WMD, advanced integrated air defense systems, or
sophisticated antiship mines and missiles by 2010, if not sooner. If these
systems could delay or deny U.S. access in a distant theater of operations,
the U.S. military would have to employ very different operational con-
cepts for a rapid and decisive response to aggression, including overcom-
ing initial limits to access and simultaneously facilitating greater access so
that additional U.S. forces could be brought to bear. Such operational
concepts could put a premium on combinations of capabilities different
from those that have been optimized for the Iraq and Korea scenarios.

Plausible scenarios also exist involving situations other than large-scale,
cross-border aggression (an MTW as currently defined) that could require
a comparable level but different type of effort from the U.S. military if it
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were directed to intervene. Consider these scenarios as illustrative exam-
ples: the collapse of North Korea creates a humanitarian crisis of enormous
proportions; Colombia erupts in full-scale civil war between drug cartel-
backed guerrillas and government forces; or the United States embarks on
another coercive campaign on the scale of recent operations in Kosovo.
These scenarios raise an important question for the next
QDR: should the notion of major theater war be redefined? Should the
most challenging category of military operations be defined by the nature
of the aggression to which it responds or by the level of U.S. military effort
required? The next QDR offers DOD leadership an opportunity both to
clarify its terms and to broaden the set of high-end planning scenarios to
capture a richer and more representative set of challenges.

We believe that the scenario set used for force planning should be
broadened to include a wider range of potential warfighting cases, end-
state objectives, operational constraints, and joint concepts of operation
to ensure that the U.S. military is prepared for the full range of challenges
it may encounter in the future. We recommend that the President and
Secretary of Defense give particular attention to the issue of appropriate
objectives as they determine what range of military options should be
maintained and what assumptions should guide the sizing and shaping of
the Armed Forces.

What are the appropriate uses of the U.S. military short of major war?
How much and what kind of involvement should the U.S. military have
in SSCs and in peacetime engagement activities?

Early in its tenure, the administration will need to decide which types
of missions it believes to be appropriate assignments for the U.S. military
and which are not appropriate. Many missions are likely to inspire little de-
bate: warfighting, shows of force to deter aggression against American in-
terests, noncombatant evacuations, strikes against terrorists who target U.S.
citizens, forces, or territory, and support to homeland security and civil au-
thorities. But other missions are likely to be more contentious, among them
peacekeeping, peace accord implementation, humanitarian intervention
and assistance, foreign disaster relief, counterdrug operations, and sanc-
tions enforcement. Under what circumstances, if any, should these types of
operations be considered appropriate missions for the U.S. military? To an-
swer this question, the next administration will need to develop guidelines
for making decisions about the employment of U.S. forces. The nature of
these guidelines will depend on how the administration defines the hierar-
chy of U.S. national interests and U.S. national security objectives. (The
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spectrum of peacetime operations and their implications for the readiness
and tempo of U.S. forces is discussed in chapter 10.)

At least four issues tend to define the spectrum of opinion about
the appropriate uses of the U.S. military: the nature of the global re-
sponsibilities of the United States as the sole superpower; whether there
are appropriate uses of the military in situations short of vital or impor-
tant interests but involving American values; when in a crisis or conflict
the military should be employed; and whether and to what extent others
should be expected to undertake these missions in lieu of the United
States or without its leadership. One end of the spectrum is defined by
the view that U.S. global responsibilities do not extend beyond national
interests, that there are few appropriate uses of the U.S. military for less
than vital or truly important interests, that employment of the military
should be a last (or almost a last) resort, and that in many cases allies
and partners should take the lead, or at least shoulder more of the bur-
den, in lesser contingencies. This view would support a policy of more
selective U.S. military involvement in SSCs, that is, the full range of mil-
itary operations beyond peacetime engagement but short of major the-
ater warfare. At the other end of the spectrum is the view that the
United States has global responsibilities that extend beyond purely na-
tional interests to include hands-on stewardship of the international
order and management of significant threats to international peace and
stability; that there are many appropriate uses of the military to support
not only national interests but also American values; that employment
of the military may be needed early in a crisis to support deterrence and
prevention; and that allies and partners could do more but that they re-
quire U.S. leadership and participation. This view would support a
more expansive military involvement in SSCs. Where the Bush adminis-
tration positions itself on this spectrum will have profound implica-
tions for how the U.S. military is employed and potentially for how it is
sized and structured.

This issue also may suggest the need for some new terms and defini-
tions. The current DOD definition of SSCs encompasses 14 different types
of operations.'? Although useful as a catchall phrase, the term “smaller-
scale contingency” may blur distinctions between different types of con-
tingency operations that will be important in establishing guidelines on
the use of force. The QDR presents an opportunity to redefine terms in a
way that would sharpen the guidance offered in U.S. defense strategy.
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Answering the question of appropriate uses of the military also will re-
quire the Bush administration to set guidelines for the appropriate level
and nature of military involvement in peacetime engagement activities—
that is, the wide range of activities such as combined training, exercises, and
military-to-military interactions that are designed to enhance constructive
security relations and promote U.S. security interests. If used well, these ac-
tivities have the potential to be a highly effective tool of American foreign
policy. But they also could add significantly to the strains on the Armed
Forces arising from an increased tempo of operations. Therefore, the next
administration will need to set some clear guidance on this issue, determin-
ing the broad objectives for such activities, which countries should be en-
gaged on a priority basis, and appropriate guidance for commanders in
chief in developing their theater engagement plans.

What are the appropriate roles and missions for DOD in support of
homeland security?

The combination of the unique position of the United States in the
world, the rise of anti-American sentiment in some quarters, and the emer-
gence of asymmetric threats that can threaten Americans at home means
that the nation cannot take the security of the homeland for granted. In-
deed, homeland security has moved from the wings of the defense debate
to center stage in recent years. Yet the U.S. Government response to this
highly complex challenge remains a work in progress. Homeland security
involves a multiplicity of missions, agencies, levels of government, non-
governmental actors, and legal authorities and constraints.

The QDR offers the Bush administration an opportunity to make some
progress in this area. The first challenge is to define homeland security and
the associated military missions. Currently, no agreed DOD or interagency
definition exists. The working group definition may offer a good starting
point. We define the military dimensions of homeland security as military
operations and activities to deter, prevent, defend against, and respond to
attacks on the homeland. These operations and activities include NMD,
territorial defense, critical infrastructure protection, counterterrorism ac-
tivities, consequence management, and other activities undertaken in sup-
port of domestic civil authorities. Defining the military role in homeland
security will be complicated by the fact that an unresolved tension exists
between the peacetime assumption that in most areas, the Pentagon will
play strictly a supporting role to civilian agencies such as the Federal Emer-
gency Management Agency and the Federal Bureau of Investigation, and
the very real possibility that in a large-scale crisis, DOD would be expected
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to do much more. The second challenge is to determine the relative priority
of each of these missions within the strategy. This ranking will be particu-
larly important if the strategy is to guide contingency planning and the al-
location of defense resources.

The third challenge will be to develop planning factors to address the
number and types of concurrent homeland security missions the Armed
Forces should be prepared to undertake and then to assess the capabilities
and forces required to meet this standard. Homeland security require-
ments must be viewed not in isolation but in the context of other priority
demands that may be placed on the U.S. military at the same time. Be-
cause the most likely time for an attack on American soil may be during
or just before a major war abroad, the Bush administration will need to
evaluate homeland security requirements in the context of one or more
major military commitments. Otherwise, the President might be placed
in the untenable position of having to choose between securing vital
American interests at home and securing them abroad.

The last challenge will be to use these planning factors to assess the
combined requirements of homeland security and other priority opera-
tions and to address any capability shortfalls in the current defense pro-
gram. (This issue is discussed in greater detail in chapter 6.) In sum, the
next QDR will offer the new administration a chance to define more
clearly the DOD role in homeland security and the requirements that
these missions place on U.S. forces and on the Department more broadly.

What should the objectives of military transformation be, and how ur-
gently should they be pursued?

Military transformation, an oft-used but rarely defined term, here
refers to the set of activities by which DOD attempts to harness the revo-
lution in military affairs to make fundamental changes in technology,
operational concepts and doctrine, and organizational structure. In con-
trast to recapitalization (the replacement of aging systems), transforma-
tion involves not only acquiring new military systems, but also modify-
ing doctrine, organizations, training and education, matériel, leadership,
and personnel policies to maximize the capabilities of future military
forces. Most would agree that some form of transformation should be
pursued if the U.S. military is to maintain its military superiority in the
future and that the broad vision of future military operations in Joint Vi-
sion 2020 should guide DOD transformation efforts.!* But little consen-
sus exists on the specific objectives that should guide transformation, the
degree of urgency with which transformation should be pursued, or
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what exactly will be required—in terms of investment and divestment—
to transform the military. (These issues are addressed in chapter 11.) The
Bush administration must address the first two issues in articulating a
defense strategy and the third in programming guidance.

However the next administration chooses to define the objectives,
pace, and requirements of transformation, it must also offer an explicit
accounting of the associated risks. If the Bush administration pursues a
policy of accelerated transformation, it will need to account for addi-
tional risk in the ability of the Armed Forces to meet near- and mid-term
requirements, such as warfighting. Conversely, if the administration pur-
sues only a modest transformation program, it will need to account for
additional risk in the U.S. ability to deal with future challenges.

What should the overseas presence posture of the U.S. military be?

Four factors suggest the need for a fresh look at overseas (or forward)
presence, that is, the military forces permanently stationed overseas, or ro-
tationally or intermittently deployed there, for the purposes of influence,
engagement, reassurance, deterrence, and initial crisis response. (Overseas
presence issues are addressed in chapter 9.) First, the U.S. overseas pres-
ence posture is critical to deterring and responding to crises and conflicts
abroad. As such, it needs to reflect the mission priorities and the regional
emphases of the broader defense strategy. As a matter of principle, it
should be a part of any major strategy review. Second, plausible changes in
the future security environment—such as the reconciliation of North and
South Korea, or a general shift southward in threat focus toward the arc of
instability that extends from southern Europe and northern Africa
through the Persian Gulf to south and southeast Asia*—may mean that
U.S. forces are not optimally postured or positioned for the future. Both
their locations and their capabilities merit review. In addition, the prolifer-
ation of ballistic missiles, WMD, and information and surveillance systems
suggests that the manner in which U.S. forces conduct their overseas pres-
ence missions and the mix of forces involved should be closely examined.
Third, recent U.S. military experiences in Southwest Asia and the Balkans
have raised the issue of where long-term SSCs stop and overseas presence
begins. Such situations need to be evaluated as part of any review of U.S.
overseas presence posture. Finally, because of the rotational nature of
much overseas posture, overseas presence requirements are a significant
driver of force structure requirements for substantial parts of the U.S. mil-
itary. Relatively minor changes to overseas presence requirements can have
major force structure implications when the rotation base required to
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meet a given demand is factored into the equation. (This particular issue is
discussed in detail in chapter 6.)

What is the appropriate role of nuclear weapons? What mix of strategic
offenses and defenses should be pursued?

The Bush administration will face a major strategy challenge in the
interconnected areas of nuclear forces, NMD, and arms control. The
fundamental issue is defining the offense-defense vision that should
guide U.S. policy in these areas. What kind of nuclear posture and mis-
sile defense posture are we trying to achieve and why? Developing this
vision will require the administration to return to first principles and
take a fresh look at current policies and programs.!> What is the pur-
pose of nuclear weapons a decade after the end of the Cold War? What
nuclear threats should the United States strive to reduce? Do current
U.S. nuclear policy, doctrine, and posture adequately reflect the funda-
mentally changed relationship between the United States and Russia,
our relationships with other states, and our threat reduction priorities?
What role should missile defenses play vis-a-vis which countries, and
what are the implications for defensive architectures?

Addressing such questions will require the new administration to
develop a new and comprehensive framework for thinking about strate-
gic offense and defense issues. (Chapter 12 seeks to provide such a
framework.) Nuclear deterrence and stability must be reexamined in
light of the changed relationship between the United States and Russia,
the fact that other states must be factored into the U.S. strategic calculus,
and the urgent need to reduce a variety of nuclear threats. This state of
affairs means that the next Nuclear Posture Review must be a broad
strategic review that takes a fresh and integrated look at U.S. nuclear pol-
icy, doctrine, forces, and posture, as well as NMD, arms control, and
nonproliferation policies.

What roles should we expect allies and coalition partners to play across
the spectrum of operations?

Imagining any future major U.S. military operation that will not in-
volve critical support from allies and friends is difficult. Coalition opera-
tions are a fact of life today and are likely to remain so. Less certain are
the exact level and nature of allied contributions across the spectrum of
operations. Such contributions can be influenced by the priorities that
U.S. strategy places both on relations with key allies and partners and on
helping them develop stronger defense capabilities, even when their own
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defense expenditures are declining. The QDR will need to address the
role of allies from at least two perspectives, peacetime engagement and
force planning.

A strategy that seeks to enhance the role of allies and coalition part-
ners in future operations will need to give priority to peacetime military
engagement with the forces of those countries. The key strategy chal-
lenge here is to articulate as specifically as possible the objectives and
priorities for U.S. military interactions with potential allies and part-
ners, in the form of combined training, exercises, and military-to-mili-
tary exchanges.

Assumptions about allied and coalition contributions will also be
crucial to QDR force planning, as they can significantly influence U.S.
force requirements. An allied provision of bases and port facilities, host-
nation support, or troops may reduce the requirements for Armed
Forces in some operations, while in others, an allied force contribution
may increase the demands on U.S. mobility, logistics, and communica-
tions assets. What operations, if any, should we expect our allies to lead,
with the United States playing only a supporting role? To which U.S.-led
operations should we expect allies and partners to contribute signifi-
cantly, and what forms would that contribution take? Are there particu-
lar roles that we would call on allies to play in certain emergency situa-
tions, such as filling in for U.S. forces withdrawing from SSCs in the
event of two concurrent major theater wars? What a strategy says about
the roles of allies and partners can offer valuable context for force plan-
ners to assess the specific contributions that can be expected from allies
in scenarios from major wars to SSCs. (Some of these issues are ad-
dressed in chapter 8 on force structure and capabilities.)

How should these various strategy elements be prioritized?

Once the administration has thought through the decisions above, it
will need to determine where to place emphasis and where to accept or
manage risk within the strategy. (A proposed methodology for assessing
risk in the QDR is found in chapter 7.) It will need to be as explicit as
possible about the relative priority given to each element of the strategy.
This is particularly important in a resource-constrained environment in
which not every element of the strategy can be provided with enough re-
sources to reduce risk to a low level. It also is a critical step if the strategy
is to provide meaningful guidance for resource allocation within DOD.
(This process of prioritization is described in chapter 6.)



20 QDR 2001

What strategy-based criteria should be used to size the force? What
should the associated declaratory policy be?

Among the most critical tasks for any defense strategy is to set the cri-
teria for sizing the force and to offer a public rationale for this decision.
Typically, force-sizing criteria delineate the number and types of opera-
tions the U.S. military should be able to conduct concurrently. Missions
or activities not explicitly cited are generally treated as lesser-included
cases: things that the military may be required to do but for which addi-
tional forces are not provided. (Chapter 6 covers both a methodology for
force sizing and a range of strategy-based force-sizing criteria.)

For the past 8 years, the primary criterion for sizing U.S. conventional
forces has been for two nearly simultaneous MTWs, with the exception of
naval forces, which are sized for forward presence. All other operations and
activities are treated as lesser-included cases as far as force sizing is con-
cerned. In practice, this has meant that U.S. conventional forces are gener-
ally dual-tasked or even triple-tasked; they are expected to remain prepared
for warfighting (by training and exercising) while also being able to con-
duct the full range of peacetime operations, such as multiple concurrent
SSCs, presence missions, and peacetime engagement activities. Indeed, cur-
rent policy calls for the complete disengagement of all U.S. forces from
peacetime operations and their redeployment in the event of two MTWs.

The two-MTW standard has become a focus of heated debate, making
it a major issue for the next QDR. Supporters of the current policy argue
that maintaining a credible two-MTW capability is central to deterring
opportunistic aggressors and to ensuring that the U.S. military can defeat
aggression by a more capable adversary or under circumstances that are
more difficult than expected.!® They further argue that maintaining a two-
MTW force gives the U.S. military the flexibility to cope with the unpre-
dictable and the unexpected, the depth of capability to respond effectively
across the spectrum of operations, and credible combat power that trans-
lates into U.S. influence around the globe. Supporters also warn that
falling off a two-MTW capability would bring into question America’s
standing as a global power and the credibility of its security commitments
to key allies. Also at work is the desire not to let go of a known standard
until convinced that there is a better alternative.

Critics argue that the two-MTW standard has become too closely
linked with two particular MTW cases (Iraq and Korea) that do not capture
the full range of challenges for which the U.S. military should be
preparing.'” They also contend that the two-MTW standard has lost its



INTRODUCTION 21

credibility with key constituencies, most notably those on Capitol Hill who
champion military transformation, because it is perceived as focusing the
U.S. military (and the entire defense program) on known near-term chal-
lenges (fighting the last war) rather than on more significant future chal-
lenges.!® Others have become dissatisfied with the two-MTW focus for a
different reason. The last several years, they argue, have demonstrated that a
force built primarily for two MTWs does not necessarily have the capabili-
ties needed to handle the full range of other contingencies without putting
undue strains on the force, as evident in the existence of low density/high
demand assets and pervasive reports of overstressed units and personnel in
peacetime. These critics advocate greater emphasis on sizing and shaping
the force for the full range of demands placed on the U.S. military, includ-
ing priority peacetime demands.

Emerging from this debate, however, is a growing consensus that the
new administration must articulate in the QDR a fundamentally new ra-
tionale for the size, capabilities, and resource requirements of the U.S.
military, one that changes the factor of the equation (to something other
than MTWs) and that reflects the broader range of missions that U.S.
forces must be prepared to perform to protect and advance American in-
terests. The challenge here will be substantial, as the audiences for U.S.
declaratory policy are many and diverse, ranging from Congress and allies
abroad to potential adversaries in every region of the world. Nor are these
words lost on the men and women who serve in the U.S. military; what is
said in U.S. declaratory policy has a very real impact on the perceptions
and morale of those who serve. Are they being deployed to missions that
are recognized as legitimate? Have they been given the resources they
need to live up to the stated standard? The next QDR will offer the in-
coming administration an opportunity to rethink both force-sizing crite-
ria and declaratory policy and to articulate a standard that will maintain
U.S. military superiority into the future while offering a more compelling
and complete rationale for U.S. forces and defense expenditures. (Alter-
native force-sizing criteria are discussed in some detail in chapter 6.)

Conclusion

Addressing these twelve questions will be made more difficult by the
compressed timelines of the QDR. The review cannot begin in earnest until
the new Secretary of Defense and key members of his team are in place.
Congress has mandated that the Secretary submit the QDR report to Con-
gress no later than September 30, 2001." Even without this Congressional
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deadline, the new administration will have powerful incentives to conclude
its review in time to shape how the services build their programs in the
next budget cycle. In past reviews, this has meant trying to develop a de-
fense strategy, size the force, and tailor the defense program to meet strat-
egy requirements within resource constraints in 6 to 8 months. Given the
more profound set of choices that the next QDR must confront if it is to be
successful, the new administration may be wise to pause and reconsider the
objectives and scope of the review. Rather than striving to complete a com-
prehensive strategy and program review, it might be wiser to conduct a
truly strategic review aimed at establishing a vision, setting broad priorities,
and deciding the big strategy and program issues, with a follow-on effort to
conduct more in-depth analysis and refine a more comprehensive imple-
mentation plan.

Whatever the ultimate scope of the review, its compressed timeline
puts a premium on advance preparation. The more work that could be
done in advance to identify key issues and develop options for considera-
tion in the next QDR, the better chance the administration has of execut-
ing a successful review. This was the motivation behind the working
group, its final report, and this book.
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September 2000; MIT Press, 2001).

* The working group did not address all of the national security strategy issues that will pro-
vide important context to the next QDR or flesh out in detail all the programmatic and budgetary
implications of the issues examined.

* These outside experts included M. Elaine Bunn, Roger Cliff, Richard L. Kugler, Michael E.
O’Hanlon, and Christine E. Wormuth.

5 The working group’s senior advisors included Ambassador Richard L. Armitage, Barry M.
Blechman, General Michael J. Dugan, USAF (Ret.), General George A. Joulwan, USA (Ret.), Admiral
Charles R. Larson, USN (Ret.), Arnold L. Punaro, Lieutenant General Martin R. Steele, USMC (Ret.),
and Dov S. Zakheim.

¢ For a summary of the project’s findings and conclusions, see Michele A. Flournoy, Report of
the National Defense University Quadrennial Defense Review 2001 Working Group (Washington, DC:
Institute for National Strategic Studies, National Defense University, November 2000).
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7 See A National Security Strategy for a New Century (Washington, DC: The White House, De-
cember 1999), 1-2. Others have defined somewhat different hierarchies. The Commission on Amer-
ica’s National Interests, America’s National Interests (Washington, DC: July 2000), 5-8, identified the
four categories of interest as vital, extremely important, important, and less important or secondary.
The U.S. Commission on National Security in the 21% Century, Seeking a National Strategy: A Concert
for Preserving Security and Promoting Freedom (Washington, DC: April 15, 2000), 7-8, suggests three
levels: survival, critical, and significant.

8 A number of techniques have been used to assess the future security environment, including
estimates, scholarly forecasts, and alternative futures scenario-building. What has been lacking in past
defense reviews, however, has been a rigorous effort to combine methodologies and to distill a con-
sensus view from myriad assessments. Additionally, only a limited effort has been made to identify
dissenting views and potential wildcards. Chapter 2 seeks to remedy these deficiencies.

° The new administration also should consider whether the intelligence community has ade-
quate resources and appropriate organization to support the full range of its national security re-
quirements, but this subject is beyond the scope of this report. See, for example, Robert J. Hermann,
“Keeping the Edge in Intelligence,” Carter and White, Keeping the Edge, chapter 4.

10 The current national security strategy articulates three core objectives (enhancing American se-
curity, bolstering U.S. economic prosperity, and promoting democracy and human rights abroad) as
well as a long list of sub-objectives and tasks. See A National Security Strategy for a New Century, 3. Oth-
ers have suggested that U.S. national security objectives should be defined somewhat differently. For ex-
ample, the U.S. Commission on National Security/21* Century identified six broad objectives: to defend
the United States and ensure that it is safe from the dangers of a new era; to maintain America’s social
cohesion, economic competitiveness, technological ingenuity, and military strength; to assist the inte-
gration of key major powers, especially China, Russia, and India, into the mainstream of the emerging
international system; to promote, with others, the dynamism of the new global economy and improve
the effectiveness of international institutions and international law; to adapt U.S. alliances and other re-
gional mechanisms to a new era in which America’s partners seek greater autonomy and responsibility;
and to help the international community tame the disintegrative forces spawned by an era of change.
See Seeking a National Strategy, 8—13.

' Indeed, the characteristics of the future security environment described in chapter 2 suggest
the need for a broader range of planning scenarios.

12In the DOD definition, SSCs include opposed interventions, coercive campaigns, humanitarian
interventions, peace accord implementations, follow-on peace operations, interpositional peacekeeping
operations, foreign humanitarian assistance, domestic disaster relief and consequence management, no-
fly zone enforcement, maritime intercept operations, counterdrug operations and operations in support
of other agencies, noncombatant evacuation operations, shows of force, and strikes.

13 Chairman of the Joint Chiefs of Staff, Joint Vision 2020, America’s Military: Preparing for Tomor-
row (Washington, DC: U.S. Government Printing Office, June 2000).

14 The notion of a new “southern belt of growing strategic instability and danger” comes from
Richard L. Kugler, “Controlling Chaos: U.S. National Security Strategy in a Globalizing World,”
Global Forum 1, no. 3 (Washington, DC: National Defense University, Institute for National Strategic
Studies, September 2000), 35-38.

15 Congress has mandated that a new Nuclear Posture Review be completed by December 1,
2001. See National Defense Authorization Act for Fiscal Year 2001, H.R. 4205, Subtitle C, Strategic
Forces, Sec. 1015, “Revised Nuclear Posture Review.”

1o For a more detailed defense of the two-MTW criterion, see Secretary of Defense, Report of the
Quadrennial Defense Review (Washington, DC: U.S. Government Printing Office, May 1997), 12-13.
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17 For a sampling of criticisms of the two-MTW standard, see the U.S. Commission on National
Security/21% Century, Seeking a National Strategy: A Concert for Preserving Security and Promoting
Freedom (April 15, 2000), 14; Andrew F. Krepinevich, Jr., The Bottom-Up Review: An Assessment
(Washington, DC: Defense Budget Project, February 1994); Richard L. Kugler, “Replacing the 2-MTW
Standard: Can A Better Approach Be Found?” Global Forum (Washington, DC: National Defense Uni-
versity, Institute for National Strategic Studies, November 2000); Michael E. O’Hanlon, “Rethinking
Two War Strategies,” Joint Force Quarterly, no. 24 (Spring 2000), 11-17; Baker Spring, Jack Spencer,
and James H. Anderson, “National Defense: Restoring U.S. Military Strength” in Issues 2000: The Can-
didate’s Briefing Book (Washington, DC: The Heritage Foundation, 2000); and Michael G. Vickers and
Steven M. Kosiak, The Quadrennial Defense Review—An Assessment (Washington, DC: Center for
Strategic and Budgetary Assessment, December 1997).

18 This view was also expressed in the final report of the National Defense Panel, Transforming
Defense: National Security in the 21 Century, 23-24.

19 National Defense Authorization Act for Fiscal Year 2000, Sec. 118, Quadrennial Defense Review.



The Future Security

Environment, 2001-2025;
Toward a Consensus View

by Sam ]. Tangredi

hether in business or defense, the first steps to any strategic
Wplan include a definition of objectives and an evaluation of the

environment in which those objectives will be pursued. This
chapter addresses the latter requirement for the next QDR by outlining a
consensus view of the future security environment for the years
2001-2025.! It derives this consensus through an attempt to reconcile the
existing group of competing assessments of the anticipated outlines of fu-
ture conflicts. Mindful of the potential for bias, it also seeks to identify
dissenting viewpoints and potential wildcard events. The objective is to
develop a baseline consensus of the probable future, but at the same time
to identify those unpredictable catastrophic events—or predictable, yet
unlikely, developments—against which hedging strategies could be
adopted as a form of national defense insurance. Additionally, the intent
is to identify issues about which a consensus could not be developed but
which must be debated if any defense review is to be effective.

Like its 1997 predecessor, QDR 2001 is intended to be a strategy-driven
assessment that balances the preparations of the present with the antici-
pated challenges and opportunities of the future.? On the surface it would
appear relatively easy to construct an assessment of future trends to guide
the review. A recent survey identified over 50 academic or professional “fu-
tures studies” conducted since 1989, the approximate end of the Cold War.?
But there are problems in attempting to apply the results of these studies to
effective policymaking, among them their lack of coordination, the signifi-
cant differences in their methodologies and the time periods examined, the
broad and divergent scope of topics, the presence of underlying and often
unidentified biases, and the wide range of contradictory results. Many of

25
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the individual studies were constructed from a clean slate, taking scant ac-
count of previous related work. An unedited compilation of these studies
would be capable of generating much debate, but would provide only a
limited basis for policymaking.

To construct a policy requires a baseline consensus from which impli-
cations and issues can be examined and analyzed. The methodology de-
veloped by the working group and reported in this chapter is straightfor-
ward. Thirty-six studies (unclassified or with pertinent unclassified
sections) concerning the future security environment were selected based
on standardized criteria.* These studies were representative of views from
a wide range of organizations involved with or interested in national de-
fense issues. The studies, with two exceptions, were published between
1996 and 2000. The choice of which studies to include here was based on
the assumption that earlier themes would have been reflected in QDR
1997. These studies are identified in the appendix to this chapter.

The 36 studies were analyzed in detail and compared on a subject-by-
subject basis. Sixteen points of consensus and nine points of divergence
were identified and are reported in this chapter. The points of consensus
are those on which 85 percent or more of the sources agreed. Points of di-
vergence are those on which there was no clear majority position.

The consensus and divergence points were compared with the con-
clusions of over 300 other sources, most of them specialized studies of the
specific topics.” The purpose was to identify dissenting positions on the
points of consensus, as well to validate the fact that the consensus repre-
sents a majority view.

Both the primary and consulted sources were also surveyed for the
identification of wildcards: events that could not normally be predicted,
but that could present a considerable challenge if they were to occur dur-
ing the 2001-2025 time period. Along with the divergence points, the
wildcards indicate changes in the security environment that might re-
quire the development of hedging strategies.

The result was a consensus scenario that describes the anticipated
2001-2025 future security environment, presented below in narrative form,
along with a list of potential unanticipated events that merit hedging.

Estimates, Forecasts, Scenarios, and Caveats

There are limitations, both conceptual and practical, in providing a
consensus view of the future. First is the difficulty in comparing a mixture
of assessments that use differing techniques. Three distinct methodologies
are currently in favor for use in assessing the future security environment.
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Estimates utilize an assessment of current conditions to identify possible fu-
ture events. The priority is accuracy, which requires a relatively short time
horizon. Forecasts represent longer-range assessments, primarily relying on
trends-based analysis. Most forecasts are issue-specific. Scenarios can be
thought of as a range of forecasts, which tend to be richly developed depic-
tions of alternate worlds based on plausible changes in current trends.

The strengths and weaknesses of the three primary methodologies for
futures assessment have implications for policy recommendations.® But
the most important is the understanding that any attempt at deriving a
consensus view requires the mixing of methodologies that were not nec-
essarily designed to be compatible.

Moreover, while an assessment of the future security environment is
the essential starting point for all strategic planning, history cautions
against both its inappropriate use and a belief in a high degree of certainty.”
Other factors also justify caution, including the problems of normative as-
sessments, institutional bias, emotional reaction of individuals, and feed-
back effects, or the effects of taking action.® Futures assessments, even those
that are based on linear trends in political events or the development of
technology, inherently carry the biases of the assessors. Institutions and or-
ganizations, such as individuals, also have inherent biases. Such biases do
not have to be products of deliberate distortion, but can evolve from seeing
the world from a particular viewpoint. Within the Department of Defense,
for example, each service has a unique culture evolved from its historical
experience and the particular mediums in which it operates and through
which past, present, and future are perceived.

Perhaps the most significant difficulty in developing futures assess-
ments and translating them into policies and actions is the fact that all ac-
tions taken have the inherent effect of changing the future. By carrying
out a plan, the conditions that inspired the plan are changed. The “feed-
back” dynamics of such change increase through the unfolding of com-
peting actions, such as the plans of an enemy or its counterthrusts.

The limitations of futures analysis and the historical cautions con-
cerning its use mean that the acceptance of any assessment entails risk.
While, as a starting point for defense planning, the assessment of the fu-
ture security environment is essential, it cannot guarantee the success of
any policy based on its premises. Compiling a comparative assessment
from a balanced mix of representative sources thus appeared to the NDU
Working Group to be the best method of mitigating this risk.
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Aspects of an Anticipated Future: Common
Assessments and Consensus Predictions

The comparative analysis generated by the survey of the 36 identi-
fied studies identified 16 propositions that represent a general consensus
of the sources. These propositions reflect a common assessment of the
future security environment and mark the boundaries of the most likely
future events. All of the propositions concern the time period
2001-2025. They can be divided into three broad categories: consensus
concerning potential threats, consensus concerning military technology,
and consensus concerning opposing strategies.

Such a “derived consensus” does not represent absolute agreement by
the majority of sources, nor does it represent complete agreement with

Table 2-1. Common Assessments, 2001-2025

Threats:
1. There will not be a rival ideology.
2. There will not be a rival military coalition.
3. There will not be a global military peer competitor.
4. There will be economic competitors, but this competition will not lead to war.
5. There will be regional powers that will challenge the United States militarily (but there
is disagreement on who—China, Russia, rogue states?).
6. There will be more failing states.
7. There will be more nonstate threats to security.

Military technology:
8. Advanced military technology will become more diffuse.
9. Significant operational intelligence will become commercially available.
10. Other nations will pursue a revolution in military affairs, but the United States will retain
the overall lead in technology.
11. If there is a technological surprise innovation, it is likely to be developed by the
United States or one of its allies.

Opposing strategies:
12. The United States will retain control of the seas and air.
13. Regional powers will use antiaccess and area denial strategies.
14. Large-scale combat involving U.S. forces is likely to include the use of WMD.

15. The homeland of the United States will become increasingly vulnerable to
asymmetric attacks.

16. Information warfare will become increasingly important.
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any proposition by any particular source. It is meant to be a starting point
from which choices about appropriate future strategies, policies, and
force structure can be developed.

Almost every consensus point has a corresponding dissenting or
contrary view. In the process of translating the implications of future
assessment into policy recommendations, the contrary views deserve
consideration, both as cautions against precipitous policy recommenda-
tions and also as indicators of potential events against which a prudent
strategy should attempt to hedge. Therefore, the following discussions
identify both the details of the consensus view and the arguments of
prominent dissenters.’

1. There will not be an ideological competitor to democracy on the
scale of Cold War communism.

The propellant of the Cold War was the ideological struggle between
democracy and communism as embodied in the United States and Soviet
Union. With the dramatic victory of the West, ideology as an element of
history did not end, but the rivalry between democratic capitalism and
communism did end, at least for the foreseeable future.

The majority of future security-environment studies—both govern-
mental and private—do not identify any other ideologies with global ap-
peal, and thus do not foresee a competing ideology before at least 2025.1
The expansion of democratic values appears to be a by-product of global-
ization.!! This does not mean that there will not be authoritarian nations
claiming to be democracies, when in fact their political structure falls far
short. However—with one significant dissenter discussed below—the
consensus remains that the future will be one of an evolutionary increase
in democratic states.'? But the consensus view does include room for po-
tential public discouragement and disillusionment in democracy and
market capitalism.!

Although not professing to be a direct forecast of the future security
environment, the thesis advanced by Samuel Huntington is that there are
cultural challenges to Western-style democracy.!'* His view is that cultural
identity plays a significant role in global politics and that there are natural
frictions between the ethnic civilizations of our multipolar, multiciviliza-
tional world. In particular, he identifies the Islamic culture, with its tradi-
tional linkage between religious and political authority, as posing the
greatest potential challenge to Americanized democratic liberalism by
threatening a clash of civilizations.!
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2. There will not be a rival coalition of states to challenge the
United States militarily.

The consensus view is that economic and political globalization
makes it unlikely that a rival coalition could form to challenge the United
States militarily. Various nations may express their displeasure at particu-
lar U.S. foreign policies or the overall specter of American cultural impe-
rialism, but most would have much to lose and little to gain in an anti-
U.S. alliance.'® There have been no credible forecasts that the European
Union (EU) interest in developing a unified military force independent
from the North Atlantic Treaty Organization (NATO) will lead to a po-
tential military confrontation with the United States.'”

Supporters of the view that a rival coalition is unlikely argue that the
desire of lesser-developed nations, as well as Russia and China, to join the
“first tier” mitigates anti-Western hostility. The closer both nations are
economically tied to the West, the consensus view argues, the less likely
that an anti-U.S. coalition will be formed.

However, a representative dissenting view postulates a loose rival
coalition driven by “an increasingly more assertive China aligned with a
much weaker, authoritarian Russia.”!® The primary driver would be U.S.
action to deter a Chinese naval blockade of Taiwan in the 2010 time-
frame." The argument is that “while to some extent a worst-case scenario
[and “the least likely to develop by 2025”], the potential for both Japan
and Europe to turn inward and leave the United States alone to face a
major challenge from China and other states is plausible and, as a para-
meter for future planning, must be considered.”

Although this is an unlikely scenario, there has been evidence of a de-
sire on the part of the Russian leadership for a symbolic rapprochement
with China as a way of countering “global domination by the United
States,” especially U.S. criticism of Russian military actions in Chechnya.?!
Russia also sought, in late 1999, to recharge its diplomatic relations with
the so-called rogue states.?? Likewise, there have been suggestions that
China would seek to put together alliances that “can defuse hegemonism
by the U.S” %

3. There will be no conventional military peer competitor capable
of sustained, long-term power projection beyond its immediate
region.

To define peer competitor, one must ask what the military forces of
the United States can do that those of other nations cannot. The succinct
answer is that the United States is capable of projecting its military
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power on a global basis in a sustained fashion by means of its unparal-
leled logistics capabilities, including airlift, sealift, an extensive series of
alliances, and expeditionary forces. Other nations can do so only to a
limited extent.?*

Whether military peer competitor is defined in terms of a “Soviet
Union—equivalent” or by the capacity to sustain global power projection,
the consensus view is that such a peer competitor cannot develop prior to
2025. It is not simply a question of pursuing the development of power-
projection capabilities; rather, 25 years appear insufficient to duplicate the
unique U.S. logistics and alliance networks.

However, the QDR 1997 report held out the possibility of the emer-
gence of a “regional great power or global peer competitor,” with Russia
and China “seen by some as having the potential to be such competitors,
though their respective futures are quite uncertain.”?

Additionally, a Russia-China-led alliance could pose the possibility
of simultaneous conflicts in multiple regions, which would severely tax
the ability of U.S. forces to respond. This would be the closest equiva-
lent to a global peer competitor, but it would still not match U.S. power-
projection capabilities.

4. Economic competitors will challenge U.S. domination of the
international economic system, but this will not lead to war.

Propelled by the perception of increasing trade competition between
the United States and Japan, the 1990s saw a series of publications sug-
gesting the potential for military conflicts based on economic rivalry. Al-
though the particular controversy was effectively smothered—at least for
the time being—by the Asian economic downturn of the late 1990s, the
view of a linkage between economic conflict and war has remained. A
staple of Marxist theology and post-First World War assessments, it
resurfaced in the view that the Gulf War was all about oil. The potential
for China to become an economic power, along with the evolving EU,
have also been cited as precursors to politico-military confrontation with
the United States.?

Despite popular concerns, the consensus remains that economic com-
petition need not lead to military confrontation and that it is very unlikely
to do so in the 2001-2025 period. The particulars of U.S.-Japanese eco-
nomic conflict are largely seen as reconcilable differences that will not af-
fect security arrangements.”’ The prevailing view of the phenomenon of
globalization is that such greater economic interconnection decreases,
rather than increases, the potential for military conflict.?
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One diverging view, however, holds a contrary view of the conflictual
nature of globalization and global prosperity:

Paradoxically, increased prosperity and integration tends to increase po-
litical instability. Prosperity leads to greater economic integration and
dependency resulting in greater insecurity by increasing the importance
of international economic relationships and therefore increasing the op-
portunities for friction. This, in turn, leads to greater insecurity.?

5. Regional powers may challenge the United States militarily.

The threat that regional powers will challenge the United States mili-
tarily and seek to prevent the United States from projecting power into
their regions is universally considered the primary challenge that U.S. for-
eign and defense policy will face in the first decades of the 21¢ century.
Regional dangers is the term used over and over again to describe the po-
tential for “the threat of coercion and large-scale, cross-border aggression
against U.S. allies and friends in key regions by hostile states with signifi-
cant military power.” * There is, however, disagreement over which power
will pose such a challenge.

Initially, the first prime regional threat was thought to be the unpre-
dictable actions (or collapse) of North Korea, the world’s last true Stalinist
state. The second was the actions of Saddam Hussein in Iraq, or the sim-
mering hostility of Iran towards its Arabian Gulf neighbors and the West.’!

However, these two MTWs do not necessarily represent the most de-
manding future threats. Nations that can sustain sophisticated defense in-
dustries and produce significant quantities of relatively modern
weaponry and that have access to a large pool of trainable manpower
would be the most formidable foes. From that perspective, there is clearly
a rank order of potential (and current) regional military powers. Within
this order, almost every futures assessment identifies Russia and China as
having the greatest potential for regional dominance.*

Several additional rogue states, such as Iraq, Iran, or Libya, have the po-
tential of becoming military powers in their region, particularly through
the acquisition of WMD.?* Rogue state scenarios are considered the basis
for two-MTW planning. Rogue states might also seek to use terrorism or
other deniable means, rather than confront the United States directly.

One or more of the rogue states (North Korea, Iraq, Iran, Libya, and
Syria) might seek to challenge the United States militarily in the near
term. Such an assessment is based on current hostilities, plans or desire
for regional dominance, propensity for aggressive military action, or a
pattern of anti-U.S. military activity. In a longer-term view, the potential
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for conflict with a major regional power may grow, with Russia or China
as the most difficult potential military opponents. However, there is no
consensus as to which regional power or rogue state is likely to take ac-
tion at any particular time.

In the sources surveyed, there are no significant arguments that a re-
gional conflict is unlikely prior to 2025. There is, however, a perception
that effective U.S. actions, along with a well-trained and technologically
superior military, could deter such conflict. Likewise, astute management
of relations with Russia, China, and India may prevent the development
of actual hostilities.** Some sources argue that hostile states are simply
too weak to mount a credible military threat to the overwhelming power
of the Armed Forces.*® However, a pessimistic view of the constant poten-
tial for regional conflict is widespread.

6. There will be more failing states, but U.S. involvement will
remain discretionary.

The terms failed states or failing states have been increasingly used to
describe nations that cannot provide law, order, or basic human necessities
to their population. Such states may be wracked by civil war, ideological or
ethnic hatreds, or other conflicts that prevent the central government from
providing internal security or promoting general welfare.

While the internal consequences of such disorder have long been rec-
ognized, the external effects within the international environment have
not always been considered a security threat to distant, stable nations. The
question of exactly where the United States has vital or important inter-
ests fuels the argument that American efforts to restore order in failed
states are largely a humanitarian effort that has little positive impact on
U.S. national security. However, there are still compelling arguments for
American intervention to stop genocide or massive loss of life.** Such ar-
guments contributed to the American decision to prompt NATO inter-
vention in Kosovo. But given the nature of democratic politics, such in-
tervention ultimately remains discretionary.

Few if any sources are willing to predict categorically a future security
environment in which significant numbers of failed states do not occur.”
There are, however, optimistic scenarios that are envisioned, even in the
case of Africa.’® While some sources suggest an increase in the desire to take
action to stem such conflict, others point to an increasing reluctance on the
part of most nations to become involved.® Additionally, arguments have
been made that advocates of intervention underestimate the complexity of
involvement and that such involvement is often counterproductive.*’
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7. There will be more nonstate threats to security, but they will
increase gradually, not dramatically.

The term nonstate threats is used to denote those threats to national
security that are not directly planned or organized by a nation-state.
Today, foremost among these threats are acts of terrorism other than those
sponsored by a rogue state. A loosely defined spectrum of nonstate threats
includes humanitarian disasters, mass migrations, piracy, computer net-
work attack, organized international crime and drug trafficking, terrorism
with conventional weaponry, and terrorism with WMD. Nonstate actors
include international organizations, nongovernmental organizations
(NGOs), multinational corporations, and multinational interest groups.

Alarmist predictions that nonstate actors, issues, and threats would
overwhelm and break the abilities of most nation-states to deal with them
have not materialized.*! Nations that have collapsed into anarchy have
largely been victims of civil wars, a phenomenon that long preceded the
current definition of nonstate threats. Many of these civil wars have been
fueled or supported by foreign parties, international actors, or other na-
tions. To that extent, nonstate or transnational threats do contribute to
such internal collapse, but in ways that are not unprecedented historically.

The consensus of the sources is that nonstate threats will increase in
number and intensity in the future. However, this anticipated increase
parallels vulnerabilities that are by-products of the evolutionary process
of globalization. Nonstate threats may seem more potent due to the ad-
vantages modern technologies may bring to the perpetrator. However, the
same or other modern technologies can be used to strengthen defenses.
But this does not solve the near-term problems of terrorism, particularly
if terrorist groups come into possession of WMD. The consensus view is
of concern about the near-term potential for terrorist incidents, but the
level of current and future vulnerability of societies to terrorism is still
hotly debated.*

No sources maintain that nonstate threats will not increase in the
2001-2025 timeframe. However, some sources do view the rise of these
threats as exponential rather than gradual, with more alarm than the con-
sensus view might imply. Of particular concern is the possibility of ter-
rorism with WMD, also known as catastrophic terrorism.*

8. Advanced military technology will become more diffuse.

The category of advanced military technology constitutes a spectrum
of technologies or innovative uses of technology developed during the
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last few decades: from emerging biological weaponry and other WMD), to
new forms of nonlethal weapons, including information operations using
mass media.* It includes highly accurate ballistic and cruise missiles;
fourth-generation combat aircraft; complex surveillance, detection, track-
ing, and targeting equipment; surface-to-air missiles; nuclear powered
submarines; and other relatively high-cost systems.

The consensus of the sources is that advanced military technology
will continue to be diffused through sales, modification of dual-use sys-
tems, and indigenous weapons development programs. Although interna-
tional export control regimes may exist for certain types of advanced
weapons, these agreements appear to be easily circumvented. Iran, Iraq,
North Korea, Pakistan, and India have all effectively foiled the efforts of
the Missile Technology Control Regime.* Control regimes appear to have
slowed potential nuclear weapons development by rogue states, but there
appear to be other covert proliferation efforts.

Although there are sources that endorse greater efforts to negotiate
and strengthen weapons control regimes, none argue that military tech-
nology will not continue to become more diffuse in the 2001-2025 pe-
riod. In fact, it is the rate at which military technologies are spreading
that prompts the more urgent calls for international controls. Under cur-
rent circumstances, proliferation of advanced systems appears to be sim-
ply a matter of time and resources.

9. Significant operational intelligence will become
commercially available.

Given the current trends in space launch and commercialization, the
consensus is that operational intelligence—primarily satellite imagery—
will become more and more commercially available. Yet the consensus is
that the United States will “maintain a preponderant edge, using its tech-
nical systems to produce timely and usable information.”*® The infra-
structure necessary is simply too difficult to create except through the ob-
vious expenditure of considerable resources. The consensus viewpoint
concerning militarily significant commercial information is that although
it might be available to a potential aggressor until the commencement of
hostilities, it would be voluntarily or covertly shut down upon the initial
attack. But the fact that operational intelligence would not remain avail-
able during conflict may be of little consolation, since the information
obtained before hostilities would be sufficient to target fixed sites, such as
land bases, in advance. The use of WMD might also make the need for
real-time targeting information moot.
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None of the sources surveyed suggested that operational intelligence
will not become commercially available in the 2001-2025 timeframe.
Opposition to the consensus view revolved around two points: that satel-
lite information is largely irrelevant to the most likely threats the U.S.
military will face, such as Third World anarchy and small-scale guerrilla
warfare, and that a cut-off of commercial imagery during hostilities can-
not be presumed.*

10. Other nations will pursue a revolution in military affairs (RMA),
but the United States will retain the overall technological lead.

A number of advances in military technology are frequently cited as
evidence that an RMA is under way, and even skeptics concede that these
advances have had a tremendous effect on warfighting.*® Advances in in-
formation processing and command and control are cited most frequently,
with predictions of increasing availability of real-time information at the
command level. Some proponents claim that new intelligence, surveil-
lance, and reconnaissance (ISR) technology and battle management sys-
tems can dispel the fog of war that has previously prevented commanders
from having a thoroughly accurate picture of the battlefield.*

Also frequently linked to the RMA are precision weapons. Other
technological advances, from biological weapons to miniaturized “nano-
systems,” are also frequently seen as pushing modern warfare away from
the bloody killing fields of ground combat.

Critics concede that the advances in military technology have greatly
increased the striking power of modern militaries. However, they argue
that such advances have not changed the fundamental concept of warfare
and that victory ultimately requires closing with the enemy and occupy-
ing territories or destroying centers of gravity.>

Potential opponents may pursue an RMA through the development
of advanced weaponry, but—barring a catastrophic economic disaster in
the West—they cannot surpass the overall U.S. lead in advanced military
technologies during the 2001-2025 timeframe.! Certain niche technolo-
gies, such as advances in chemical and biological warfare or the develop-
ment of miniaturized nano-weapons that would be easier to transport
and deploy in space or on earth, could provide a temporary technologi-
cal lead in specific areas.’> Developing such a niche could give a state
with limited resources more bang for its buck, but such a development
would be unlikely to make the entire U.S. arsenal obsolete, or completely
paralyze decisionmaking. At the same time, the overall technological lead
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by the United States would facilitate the development of defenses against
these advantages, or at least methods of mitigating the threat.

While conceding America’s current overall lead in military technol-
ogy, several sources point to alarming trends. The Nation is not produc-
ing enough engineers and scientists to maintain the knowledge capital to
retain the overall technological lead.>® Worse, from this perspective, the
American education system is loyal to potential opponents.>* Eventually
other countries could take technological leadership.

Other sources argue that the United States is not taking the RMA se-
riously enough and is squandering its technological lead.> In this view,
DOD continues to spend money on so-called legacy systems, while un-
derfunding both basic and advanced research and development and ex-
perimentation. This combination could give opponents an opportunity
to leapfrog over the capabilities of the formidable U.S. arsenal and to
make its overall technological superiority moot.>

11. If there is a technological surprise, it is likely to be developed
by the United States or one of its allies.

A consensus of the sources examined views a truly unanticipated de-
velopment in military technology as unlikely in the 2001-2025 period.
But if one were to occur, the consensus view holds that it would most
likely be the product of a Western or developed nation, not a nation hos-
tile to the United States. If a technological surprise were to occur in a hos-
tile state, it is likely that it could be quickly replicated somewhere in the
West. Infrastructure, knowledge base, and commercial incentive appear to
be the drivers of new, surprising innovations, and these are centered in
the democratic capitalist states.>’

Among those assessments of the future security environment that
identify potential wildcards, a major technological surprise was listed as
an occurrence of potential concern.>

12. The United States will retain control of the seas and air.

The consensus is that the size and level of operational experience of
the Navy and Air Force make it nearly impossible for potential opponents
to mount a serious challenge in the waters and in the air space over the
world’s oceans.” This is likely to continue until 2025. Even if potential op-
ponents are not deterred from direct competition against these American
strengths, it would take at least 20 years for any competitor to build to the
numbers and sophistication of the naval and air fleets. That is not to say
that an opponent would not seek to contest sea and air control in its own
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region, or even individual force-on-force engagements outside its region.
However, the investment needed to challenge the United States on a global
basis in areas that the Nation has long maintained operational advantages
is staggering.®

No source suggests that U.S. naval and air assets could be decisively
defeated, and particularly not within the global commons in the
2001-2025 period. However, concerns are frequently expressed that the
United States could become complacent with its current margin of superi-
ority and elect not to replace aging systems with more technologically ad-
vanced first-line platforms. Over a long term, the cumulative effect of a
procurement holiday might make the bulk of U.S. naval and air forces ob-
solete.’! The concept of block obsolescence for legacy systems also appears
in the arguments of proponents of transformation. Critics of American
complacency also point to the continuing development of high-technol-
ogy weaponry for export by technologically advanced nations.

Some also argue that general American dominance of sea and air is
largely irrelevant in dealing with the more likely future threats of terror-
ism, chemical, biological, and information warfare, and failing states, as
well as against the prepared antiaccess or area denial strategies of
regional opponents.®

13. Regional powers will use antiaccess and area denial strategies.

The potential use of antiaccess or area denial strategies against
American power-projection capabilities has been a focal point of re-
search by the Office of Net Assessment within the Office of the Secretary
of Defense since at least the mid-1990s.% Originally these studies had a
maritime focus. In the logic of the antiaccess approach, a potential oppo-
nent would not seek to engage the Navy at sea, where the United States
holds absolute dominance. Rather, it would seek to prevent U.S. mar-
itime forces from entering its littoral waters by massive attrition attacks
using asymmetric weapons, such as WMD.** However, these studies were
soon expanded to include examination of all U.S. overseas presence and
power projection forces.

The obvious first step in such an area denial effort would be to neu-
tralize any existing lodgment that the Armed Forces already have within
the region by destroying U.S. forward-presence forces while simultane-
ously attacking the regional infrastructure for follow-on power projection
forces. Another step would be to attack the ports and airfields for the em-
barkation of forces in the continental United States (CONUS). However,
that is generally outside of the anticipated conventional capabilities of
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most regional powers.%> Additionally, a strike against the U.S. homeland
could strengthen rather than discourage national resolve.%

With regional land bases destroyed and maritime access denied, the
potential regional opponent would have effectively extended its defenses
out to the entry points of its region. The United States will find itself in the
position of having to undertake potentially costly forcible entry opera-
tions. Even in this war of attrition, it is likely that the United States would
eventually breach the antiaccess defenses, particularly through the use of
standoff weapons stationed outside the region or in CONUS. However, the
real goal of an antiaccess strategy is to convince the United States or its al-
lies and coalition partners that the cost of penetration is simply too high.®

The consensus of sources surveyed is that antiaccess or area denial is
the most likely campaign plan for an opponent of the United States to
adopt, and thus the likely opposition that strategic U.S. power projection
forces would face in an MTW. This conclusion is based not only on the
proliferation of ballistic missiles and other weapons, including WMD, but
also on the underlying logic of the strategy itself.%

None of the sources surveyed maintain that it is unlikely that a po-
tential opponent would adopt an antiaccess strategy in order to prevent
the United States from intervening to stop regional cross-border aggres-
sion. If such an MTW were to occur, an antiaccess strategy would appear
the best—perhaps only—method to blunt U.S. power-projection
strength. However, a number of sources see the occurrence of cross-bor-
der aggression and MTW as much less likely than the chaos of failed
states and internal civil strife.

Perceptions also differ concerning the actual ability of regional ag-
gressors to carry out regional closure in the 2001-2025 timeframe.® Sev-
eral sources suggest that, before 2025, most potential opponents will be
unable to use ballistic missiles effectively against moving targets, leaving
U.S. air and naval forces free to attack the weak points of an antiaccess
campaign.”’ Other sources suggest that the ability of rogue states to co-
erce potential allies into denying American access to their territory has
been overstated.”!

14. Large-scale combat involving U.S. forces is likely to include
the use of WVID.

The desires of certain states for WMD arsenals, the rate of actual pro-
liferation, a seemingly growing disregard of the laws of armed conflict,
and the lessons of the Gulf War suggest a potential for integration of
WMD into military operations.”> Most sources assume that proliferation
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will continue in the 2001-2025 timeframe and that many of the interna-
tional control regimes seeking to prevent the spread of WMD will break
down or will be ignored. Terrorist groups also appear interested in pur-
chasing or developing WMD. Underlying technologies, particularly dual-
use systems such as nuclear reactors that could enrich uranium as well as
generate power, are becoming available to potential aggressors and pro-
vide cover for weapons development. Humanitarian NGOs report that
the laws of war appear increasingly to be disregarded, with less and less
discrimination between attacking military forces and civilian noncombat-
ants. Tyrannical regimes facing potential removal by outside forces—such
as those of the United States or a U.S.-led coalition—appear increasingly
tempted to use WMD in combat.

The majority of the sources surveyed view the likelihood of use of
WMD during large-scale conflict in the 2001-2025 period as quite high.
The consensus is that use of chemical or biological weapons would be
more likely than nuclear war. Many sources view WMD use as the pri-
mary future threat to American security. There seems to be agreement
that, if certain rogue states have WMD, they would be used for the sur-
vival of tyrannical regimes.

The potential of WMD in the hands of terrorist groups is considered
a more frightening situation by many sources. Terrorist attacks could be
directed against vulnerable civilian populations as well as military forces.

There is a perception, however, that use of WMD against the United
States in conflict can be deterred.” The rate of increase in nuclear arse-
nals during 2001-2025 does not suggest that more than perhaps two or
three states, if any, could threaten the United States with mutual destruc-
tion. Because chemical and biological weapons are routinely categorized
along with nuclear weapons as WMD), there is, by definition, ambiguity as
to whether use of chemical or biological weapons would provoke a U.S.
nuclear retaliation. Thus, the use of WMD against forces in large-scale
armed conflict with the United States might be deterred by the U.S. nu-
clear arsenal.

Sources that view chemical and biological weapons as the signifi-
cant threats of the 2001-2025 period do not necessarily dispute the de-
terrent effect of the U.S. nuclear arsenal, or even the deterrent effect of
conventional power-projection forces. Rather, they argue that it is possi-
ble to use WMD on American soil or against U.S. forces in a manner
that could render the source of the attack unidentifiable.”* If they could
make it appear to be a terrorist attack, potential state opponents might



FUTURE SECURITY ENVIRONMENT 41

believe that they could successfully attack the United States without ret-
ribution.” They might use ostensibly unsponsored terrorist groups as
proxies in a WMD attack designed to paralyze American response to
far-off regional aggression.

Other sources argue that technology (and the American psyche) will
inevitably render such attacks attributable, mitigating the attractiveness
of such a reckless course of action. An additional deterrent might be U.S.
theater ballistic missile defenses. If positioned in theater prior to the ac-
tual outbreak of conflict, such defenses might deter WMD use in the ini-
tial stages, or perhaps deter the entire conflict itself.

It has also been suggested that a U.S. declaratory counterproliferation
policy of pursuing regime change in the event of WMD use, or threats of
use, would also have considerable deterrent effect. If the likely end result
of any WMD confrontation with the United States or ally would be the
decapitation of the aggressor, rogue states might reconsider any potential
tactical advantages of WMD use.”®

15. The U.S. homeland will become increasingly vulnerable to
asymmetric attacks.

The perception that the U.S. homeland will become increasingly vul-
nerable in the 2001-2025 period can be traced to the National Defense
Panel report of 1997. It has subsequently become an almost universal
forecast. In 1999, the U.S. Commission on National Security/21% Century
echoed the prevailing perception that “America will become increasingly
vulnerable to hostile attack on our homeland, and our military superior-
ity will not entirely protect us.” 7

With the end of the Cold War and the agreed de-alerting of nuclear
forces, along with reductions in overall U.S. and Russia nuclear arsenals, it
would appear that the American populace is much less directly vulnerable
than they have been in at least 30 years. However, others point to the bal-
ance of terror that made a nuclear war between the United States and So-
viet Union irrational. Rogue states, they argue, are less likely to be deterred
from making asymmetric attacks on the U.S. homeland in the event of a
conflict.”® Indeed, asymmetric attacks may be the most useful—and per-
haps only—military tool in the hands of potential opponents.”

The consensus is that the U.S. homeland will become more vulnera-
ble to new threats, particularly chemical and biological weapons in the
hands of rogue states and terrorist groups.® The ability to transport such
weapons in small packages that can easily be smuggled is often cited as a
contributing factor. In addition, rogue regimes such as in North Korea are
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attempting to develop ballistic missiles capable of reaching the continen-
tal United States. States that do not possess fissile material could opt for
chemical or biological warheads.

Realization that the forward-defense posture allows for only limited
defense of the U.S. coastline and airspace has increased.’! At the same
time, the Internet and the ubiquitous nature of computer control seem to
have made the American infrastructure more vulnerable to information
warfare. Computer network defenses are possible, but at both financial
and social costs.

The consensus position differs from more alarming forecasts on
questions of the degree of future vulnerability. The majority view is that
the increase in such threats is evolutionary, rather than exponential. As
use of the Internet continues to penetrate society, the vulnerability to dis-
ruption increases, but so will redundant and protected systems. As global-
ization causes a rise in transnational or nonstate threats, such as massive
migrations, its economic benefits may mitigate such threats. Meanwhile,
the United States appears to be taking steps to deal with the potential for
catastrophic terrorism and infrastructure attack.®

Several sources suggest that the rate of development of future
threats—fueled primarily by the malicious use of new technologies—is
indeed increasing dramatically. From this perspective, increasing home-
land vulnerability is inevitable, particularly if active defenses, interagency
cooperation efforts, redundancy, and reconstitution do not receive sub-
stantial funding increases within the U.S. defense budget.

16. Information warfare will become increasingly important.

Information warfare refers both to the use of various measures to at-
tack the information technology (IT) systems on which a military oppo-
nent may depend and to the control and manipulation of the informa-
tion available to the civilian populace of an opposing state.®* Computer
network attack might be aimed at systems providing the ISR or command
and control capabilities necessary for modern, high-technology warfare,
or it might be an asymmetric strike on the civilian infrastructure of the
opponent’s homeland. Additionally, an IT-based public relations war
could have a less lethal and more indirect effect on the populace than
computer infrastructure attack, but as seen in the Vietnam War experi-
ence, it could have a more direct effect on the government’s willingness to
prosecute a war.

The U.S. government has recently addressed computer network de-
fense and critical infrastructure protection, but in the face of an emerging
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and somewhat indistinct threat, defense necessarily lags offense.®> An as-
pect of concern to some is the potential anonymity of attack and the pos-
sible use of information warfare by nonstate actors, particularly terrorist
groups. Hackers and terrorists could use multiple paths of entry to dis-
guise their identities and intentions.*® Although it is possible to trace these
paths to a source, such efforts take time and resources.®” The question re-
mains whether a hostile state could mask an information attack to such an
extent that the United States would be unable to determine the source in
order to take timely defensive or retaliatory actions.

In classical military terms, the use of information is an attempt to lift
the fog of war that envelops the battlefield. Commanders have always
tried to acquire accurate information; what is different is that modern IT
appears to provide a greater opportunity to clear away the fog than ever
before. Thus, it is natural for U.S. forces to strive for “information domi-
nance” or “knowledge superiority” in any conflict.® The fact that there
are more tools to make more information available suggests that informa-
tion has become more important to victory.® This also implies that de-
ception, disinformation, and the use of mass media are also of increasing
value as military tools.

The consensus of sources is that information is increasing in impor-
tance as IT increases in reach and capacity. But the growing dependence
on precise information for combat operations also creates greater oppor-
tunities for deception. Technologically superior armies, like open soci-
eties, appear more vulnerable to denial and deception than less intercon-
nected forces or closed societies.

While there is no overt disagreement with the proposition that infor-
mation will be a critical element in future warfare, there is disagreement
over the extent to which information—and, by extension, information
warfare—will be the dominant element.

An opposing viewpoint is that modern IT does ensure that the fog of
war can be lifted and suggests that the U.S. military must be radically
transformed in order to optimize its capabilities in an information war-
fare-dominant future.”

Divergence and Contradictions

The 16 points of consensus form a baseline from which an effective
debate on defense planning priorities, during QDR 2001 or any other de-
fense review, could proceed. Likely issues of such a debate can be identi-
fied from the diverging views and contradictions among the 36 surveyed
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sources.

QDR 2001

These alternative assessments of the future are presented here as

either-or statements, but there are varying degrees of agreement, and the
either-or statements generally represent the extreme ends of the range.

Table 2-2. Divergence and Contradictions

Nature of conflict:

1. A

It is unlikely that two MTWs would happen simultaneously.
or

. Two nearly simultaneous MTWs will remain a possibility.

. Future wars will be more brutal with more civilian casualties.

or

. Information operations and precision weapons will make warfare less deadly.

. Chaos in littorals or panic in the city are more likely contingencies than MTW.

or

. MTW will remain the primary threat to security.

. Space will be a theater of conflict.

or

. Space will remain a conduit of information, but not a combat theater.

Threats:
5 A

B.

A near-peer competitor is inevitable over the long term; we need to prepare now.
or
Preparing for a near-peer will create a military competition (thus creating a near-peer).

6. A.

B.

Overseas bases will be essentially indefensible.
or
Future capabilities will be able to defend overseas bases.

Opposing Strategies:

7. A

Current (legacy) U.S. forces will not be able to overcome antiaccess strategies except
at high cost.
or

. Techniques of deception or denial of information will remain effective in allowing legacy

systems to penetrate future antiaccess efforts.

. Nuclear deterrence will remain a vital aspect of security.

or

. Nuclear deterrence will have an increasingly smaller role in future security.

. Conventional military force will not deter terrorism or nonstate threats.

or

. U.S. military capabilities will retain considerable deterrent or coercive effects against

terrorism and nonstate threats.
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For the purpose of defense planning, identification of contending
predictions about the future security environment is the prelude for mak-
ing deliberate choices on how to prepare for and perhaps to hedge against
an analytically uncertain future.

1. (A) It is unlikely that two MTWs would happen simultaneously.
or
(B) Two nearly simultaneous MTWSs will remain a possibility.

A number of critical assessments—some of which are linked to a rec-
ommended strategy or force structure different from the current pos-
ture—discount the possibility of two MTWs occurring nearly simultane-
ously. Preparing for two such overlapping contingencies is dismissed as
unsupportable worst-case thinking. Yet, despite dismissive rhetoric, few
present detailed logic as to why such an occurrence could not happen.
Taking a cue from the National Defense Panel, many analysts find the
two-MTW construct inconvenient to their recommendations for trans-
formation, since readiness for the simultaneous scenarios requires con-
siderable expenditure of resources and the maintenance of considerable
standing forces.

When assessments of potential regional conflicts (derived from con-
sensus point number 5 above) are combined, the possibility of crises or
conflicts developing nearly simultaneously in two or more regions seems
plausible. There are both historical precedents and strategic logic for a
potential regional opponent to make aggressive moves when conflicts are
occurring in other parts of the world. While the United States is respond-
ing to the first conflict or contingency, an aggressor might believe that the
objectives of a second conflict would be easier to achieve.

It has become common to describe recent NATO actions against Ser-
bia—presumed to be a smaller-scale contingency—as using one MTW-
worth of airpower.”" If SSCs occur at a near-continuous rate, it is almost
inevitable that two or more will occur nearly simultaneously. The United
States may not choose to involve itself in more than one SSC, but if it did
choose to handle two, what would happen if one or both were to require
an effort worth two MTWs? The divergence of views on the probability of
overlapping MTWs, like the other contradicting statements, forms funda-
mental issues of the debates to be expected in the QDR 2001 process.
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2. (A) Future wars will be more brutal with more civilian casualties.
or
(B) Information operations and precision weapons will make
warfare less deadly.

The question of whether future wars will be characterized by greater
brutality and greater civilian casualties or instead by more discriminate
attacks and fewer civilian casualties often arises in debates concerning the
existence and effect of an RMA and the importance of information war-
fare. At one end is the view that the trend is toward a “world of warriors”
in which youthful populations of less economically developed nations are
involved in ethnic, religious, or tribal conflict. This gives rise to more bru-
tal forms of warfare, in which in the international laws of war are rarely
observed.”? The ethnic cleansing of Bosnia and Kosovo (along with a
myriad of civil wars), conducted largely by paramilitary terror squads
whose primary activities involve the killing of unarmed civilians, are cited
as representations of the future of war.”> Combatants and noncombatants
are rarely distinguished. Victory consists of complete destruction of the
lives and property of an enemy.** Such wars will involve ethnic cleansing,
genocide, mass movement of refugees, famine, torture, and rape.
Weapons can range from the primitive to the merely unsophisticated.
While armored vehicles, artillery, and shoulder-held anti-aircraft missiles
may be used, the dominant platform is the individual warrior—as young
as 12 or under—and the small arms carried.”> Commercial global posi-
tioning system receivers and cellular phones are useful, but not essential
for operations. The implication is that the sophisticated precision
weapons, along with the information systems, that characterize U.S.
Armed Forces have relatively little effect against such an enemy.*

At the other end is the vision that precision weapons and information
warfare will make warfare both less likely and less bloody. Kosovo is also
used as an illustrative case, this time as an example of how precision
bombing, with considerable effort to spare civilian lives and property, was
able to win a modern war and reverse ethnic cleansing. Because such pre-
cision strikes rely on accurate ISR, the processing of information is a
dominant feature of this style of war. Proponents of information warfare
argue that the manipulation of information may;, in itself, preclude physi-
cal combat in future conflicts.”” Under perfect conditions, it is argued, the
manipulation of information will prevent a populace from going to war
by persuading its members that the war is unjustified or is already over, or
turning them against governments intent on war.



FUTURE SECURITY ENVIRONMENT 47

Somewhere in between these views is the argument that future wars
will not necessarily be more brutal, but that precision strike and informa-
tion warfare do not presage an era of immaculate warfare. The U. S. Com-
mission on National Security/21%t Century, while generally enthusiastic
about the precise effects of emerging military technology, expresses this
middle ground in its findings:

Despite the proliferation of highly sophisticated and remote means of
attack, the essence of war will remain the same. There will be casualties,
carnage, and death; it will not be like a video game. What will change is
the kinds of actors and the weapons available to them. While some
societies will attempt to limit violence and damage, others will seek to
maximize them, particularly against those societies with a lower toler-
ance for casualties.”®

3. (A) Chaos in littorals or panic in the city are more likely
contingencies than MTW.
or
(B) MTW will remain the primary threat to security.

The issue of the separation between military personnel and civilians,
or between combatants and noncombatants, underlies the question of
where and how future warfare will take place. Classical warfare is as-
sumed to take place between clearly identified armies in terrain suitable
for direct engagements. History—replete with siege warfare, attacks on
infrastructure, and massacres of civilian populations—may demonstrate
that the ideal is actually an exception. However, there remains the popular
impression that war is, or at least should be, about defeating cross-border
aggression as envisioned in the current MTW scenarios.

Of course, the Armed Forces are used for more than MTWs.
Throughout its history, America has called on its Armed Forces to deal
with many contingencies outside of formally declared wars. These contin-
gencies have ranged from punitive expeditions to humanitarian interven-
tions. The number of such SSCs has greatly increased since the end of the
Cold War. Along with a greater propensity on the part of American deci-
sionmakers to intervene, American military involvement in MTW against
cross-border aggression has been relatively rare. From this perspective,
Operation Desert Storm represents the exception rather than the rule.”
Given the apparent increase in the number and frequency of nonstate
threats and the potential for asymmetric operations, it has been suggested
that the primacy of the DOD focus on preparing for classical MTW is a
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mistake. The threats of the future, according to this view, will be signifi-
cantly different and require a different emphasis in preparations.

One perspective is that future conflicts—particularly those within
failed states—will present little opportunity for firepower-intensive warfare.
There will be no front lines, no rear areas, and, in some cases, no clearly
identifiable enemy force. Rather, there will be an overall atmosphere of
chaos in which the primary mission of U.S. military forces will be to estab-
lish order and to quell violence in the most humane way possible. Forecasts
sponsored by the Marine Corps point to the continuing urbanization of the
world’s population and the continued breakdown of failed states as leading
to numerous tribal-like conflicts.!® Apropos of a naval service, Marine
Corps—sponsored briefs point to the fact that over 70 percent of the world’s
urban population is within the operating range of a coastline, otherwise
known as the littoral region. Chaos in the littorals is shorthand for such fu-
ture contingencies that occur within the region, intervention into which
could potentially be done best by forces from the sea.!?!

A slightly different perspective can be termed panic in the city,
spurred by the potential use of chemical or biological weapons in urban
areas. Proponents of this view are concerned that asymmetric or terrorist
attacks could create chaotic conditions within the U.S. homeland.! The
U.S. military would be expected to stabilize chaotic conditions not only
overseas, but also to do the same at home. While many emerging strategy
alternatives call for increased military involvement in homeland security,
most assume that the military would play merely a support role to civil
authorities, providing resources that may not be readily available in the
civil sector. In contrast, those who view panic as the new weapon envision
homeland security as the preliminary or even the primary mission of the
Armed Forces. The implication is that civilians cannot face the physical or
psychological aspects of the chemical and biological warfare threat alone
and that both precautions and responses should be a direct military func-
tion. Once the perception of homeland sanctuary is broken by an actual
attack, the American population would panic into fleeing toward areas of
perceived safety and demand that their elected officials cease whatever
foreign activities may have provoked such an attack. To prevent such a
scenario, sources argue, the military needs to refocus its efforts away from
the less likely case—classical military response to cross-border aggres-
sion—and toward the more direct and more likely threats of asymmetric
attacks against the homeland and the use of panic as a weapon of the
globalized future.!®
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In contrast, a significant number of sources continue to view MTW
as the most likely warfare in which the United States would become in-
volved, and job number one for its military. From this perspective,
America’s large-scale warfighting capability is the primary deterrent of
both chaos and asymmetric attack. The divergence of opinion on
whether future warfare will primarily take the form of chaos in the lit-
torals and panic in the city, or will mostly resemble the expected forms
of MTW, appears to be more related to preferred prioritization of threats
than any conclusive forecast of wars to come. But there is evidence on
both sides of the issue.

4. (A) Space will be a theater of conflict.
or
(B) Space will remain a conduit of information, but not a combat
theater.

The question of the so-called militarization of space is particularly
contentious. Space-based ISR is critical to U.S. military operations. They
gave such an informational and command and control advantage during
Operation Desert Storm that some have referred to the Gulf War as “the
first space war.” 1* However, there are great distinctions between the mili-
tary use of space, a war from space, and a war in space.'® Every future as-
sessment predicts increasing use of space assets by the military; however,
there are wide differences over whether a war from or in space could
occur in the timeframe prior to 2025.1%

A number of sources are very certain of the potential for a force-on-
force space war. The U.S. Commission on National Security/21% Century’s
“Major Themes and Implications” states explicitly that “Space will be-
come a critical and competitive military environment. Weapons will likely
be put in space. Space will also become permanently manned.” "

An opposing viewpoint is the forecast that militarization of space is
not likely to occur prior to 2025. This reasoning projects a continuing
U.S. advantage in military space systems based on its previous investment
and infrastructure development. From this posture, “the United States is
in a good position to win any ensuing arms race.” ' Another potential in-
hibitor of space-based weapons are the international treaties governing
space activities.!?”

But skeptics of treaty prohibitions tend to share a view of the in-
evitability of the introduction of space weaponry in the 2001-2025 time-
frame. As former Secretary of the Air Force Sheila Widnall argued, “We
have a lot of history that tells us that warfare migrates where it can—that
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nations engaged in conflict do what they can, wherever they must. At a
very tender age, aviation went from a peaceful sport, to a supporting
function, very analogous to what we do today in space—to a combat arm.
Our space forces may well follow that same path.”!'® A similar argument
was made by the DOD Space Architect in 1997: “To hope that there will
never be conflict in space is to ignore the past.”!!!

5. (A) A near-peer competitor is inevitable over the long term; we
need to prepare now.
or
(B) Preparing for a near-peer will create a military competition
(thus creating a near-peer).

As discussed above in consensus point number 3, the development of
a global military near-peer competitor to the United States prior to 2025
is unlikely. However, that forecast does not quell the debate on whether
such a near-peer is inevitable in the long term. Sources that view a near-
peer as inevitable base their argument on historical example; every aging
leader is eventually challenged by younger, growing competitors. To ig-
nore this is also to ignore the past. In the study of international relations,
there appears always to be a struggle among states to become the hege-
mon that dominates the international system.!? Even scholars who ques-
tion the morality of hegemonic control—and in particular the apparent
U.S. position as the current hegemonic power—appear to believe that
such a struggle is natural between states.

If the struggle for hegemonic control is the natural order of the inter-
national system, it would also be natural that those responsible for the se-
curity of the United States—including its freedom, its institutions, its
population, and its prosperity—would prepare for such a struggle. While
there may be a continuous debate as to which preparations are most ap-
propriate and how the outbreak of hostilities can be deterred in the near
term, there seems to be agreement among many that a dissatisfied state
could eventually build itself into a military near-peer to the United States
sometime after 2025. The belief in the inevitability of a near-peer is also
reflective of consensus point number 8 that “advanced military technol-
ogy will become more diffuse.” As military technology becomes more dif-
fuse, it appears inevitable that any American advantage in military tech-
nology will gradually shrink, creating de facto near-peer competitors.

There is, however, an alternative view on the inevitability of military
near-peer competition. In this view, it is not “natural order” that causes
near-peer challengers to arise, but, rather, the actions of the leading power
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that cause such a competition.'® Supporters of this view range from those
who see a competitive international system as an anomaly of the capitalist
world to those who view gradual world democratization as eventually lead-
ing to a world free from major war, under the premise that democracies do
not fight democracies. Others subscribe to the belief that near-peer compe-
tition is not inevitable as an unspoken corollary to their idea that a leading
power can take actions that prevent such a competition from occurring. To
some extent, such a view underlies the premises of the proposal by Ashton
Carter and William Perry for “preventive defense.” !4

The question of the inevitability of a near-peer competitor after 2025
is not merely an academic question. It ties directly to the choice of a fu-
ture defense policy. If conflict with a near-peer competitor is inevitable
after 2025, it would behoove the United States to take distinct steps to de-
velop a defense policy and force structure that would retain military su-
periority sufficient to dissuade, deter, or—if necessary—defeat a potential
near-peer opponent.!s

However, if it is actual or proposed military preparations of the hege-
mon that propel other states to seek parity, it may be in the interest of the
United States to break the cycle of increasing military expenditures in
order to prevent the development of a near-peer. Specific policies could
be adopted—along the lines of preventive defense—that seek to co-opt or
to manage a potential near-peer by allowing a degree of American vulner-
ability in order to preserve the current balance, which appears to favor the
United States.!'

6. (A) Overseas bases will be essentially indefensible.

or

(B) Future capabilities will be able to defend overseas bases.

The potential reach of opponents into space, along with the adoption

of other techniques of antiaccess or area denial warfare, would have a
damaging impact on the overseas bases upon which America’s current
power-projection forces appear to depend. If the 2001-2025 period is in-
deed one in which potential opponents strengthen their antiaccess capa-
bilities (as appears to be the consensus in point number 13 above), then
the threat to overseas bases would appear to increase. This forecast is
commonly accepted.!’” However, there is a debate among the sources as to
whether the nature of the future security environment, and the laws of
physics and diffusion of technology, will make an overwhelming threat to
fixed land bases permanent.
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To the bases-will-be-indefensible school, defensive measures simply
cannot keep up with the offensive threat that places fixed military forces
at grave risk.!® In this perspective, the action-reaction phenomenon of
military technological development naturally favors offensive systems.
Even with theater ballistic missile defenses in place, overseas bases could
be attacked with WMD by other means of delivery, such as cruise mis-
siles, attack aircraft, or artillery shells.

At the same time, there may be political vulnerabilities that make
overseas bases, particularly those within the sovereign territory of a host
nation, much more difficult to defend. The host nation may seek to placate
a potential aggressor by insisting that defenses be kept minimal in order to
maintain the current strategic balance. If the base relies on the movement
of mobile defenses into the theater, such as Patriot missile batteries, then
they are vulnerable to preemptive attack or coercion. The host nation may
decide not to let the United States use its base facilities lest such permis-
sion provoke an attack by a regional aggressor. This would make mounting
a power-projection campaign considerably more difficult.

It may be a reaction to the implications for American power projec-
tion that causes other sources to insist that overseas bases could be suc-
cessfully defended in the 2001-2025 timeframe. To admit growing vul-
nerability could cause undesired revolutionary changes in the allocation
of defense resources. However, the view that bases can be defended also
argues that emerging military technologies can make defenses against
WMD more effective. The continuing and natural lead of America and its
allies in emerging military technology, as identified in consensus points
10 and 11, cause some to conclude that defenses can match offenses, par-
ticularly when backed by the eventual triumph of qualitatively (and pos-
sibly quantitatively) superior U.S. power projection.!’” Likewise, the re-
gional use of WMD may be deterred by the vast U.S. nuclear arsenal, use
of which might be provoked by significant casualties of American mili-
tary personnel or host-nation civilians. Other sources argue that overseas
bases can be defended by sea-based or space-based systems.

Additionally, there is the argument that the vulnerability of land bases
actually works to the advantage of the Nation. If overseas-based U.S. forces
are attacked, then it is likely that U.S. determination to push for the enemy’s
regime change would be reinforced. This perception could potentially deter
a regional aggressor from launching such a strike. Also, the vulnerability of
the host-nation’s territory to an aggressor might provoke the host nation to
seek greater rather than lesser military cooperation with the United States.
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Some also argue that any host nation that could be coerced to restrict U.S.
access to bases is an ally simply not worth defending.'?

7. (A) Current (legacy) U.S. forces will not be able to overcome
antiaccess strategies except at high cost.
or
(B) Techniques of deception or denial of information will remain
effective in allowing legacy systems to penetrate future
antiaccess efforts.

The debate on the defensibility of overseas bases has a parallel with
that on the continuing effectiveness of power-projection forces. Sup-
ported by the same data concerning the growing development of antiac-
cess systems and strategies (consensus point 13), a number of sources
suggests that the power-projection forces of the United States—as they
are currently constituted—will have increasing difficulty penetrating an-
tiaccess defenses in the 2001-2025 period.

The proponents of this view, however, do not necessarily see these de-
velopments as an evolutionary challenge to which the United States can
modify and adapt its current forces. Rather they see this as a revolutionary
development that is enabled, in part, by foreign adaptation to the RMA.
This position leads to the advocacy of radical changes in the U.S. defense
posture. Indeed, the perception of the growing strength of antiaccess
strategies is a major impetus to calls for defense transformation.

In contrast, there remains a body of literature that characterizes anti-
access strategies as natural aspects of war that require incremental im-
provements in U.S. power-projection forces, but are not a revolutionary
development requiring radical change. This view argues that current de-
velopments, particularly in theater missile defense and standoff and pre-
cision weapons, allow power-projection capabilities to keep pace with an-
tiaccess systems.!?! The Army vision of a strategically responsive force that
is less dependent on heavy equipment and multiple air- and sea-lifts con-
tributes to the perception that power projection forces may become even
more effective in the 2001-2025 period.'??

8. (A) Nuclear deterrence will remain a vital aspect of security.
or

(B) Nuclear deterrence will have a smaller role in future security.
Sources are split in their assessment of the importance of nuclear
weapons and the validity of traditional nuclear deterrence in the
2001-2015 period. On the one hand are those who see nuclear weapons
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as decreasingly effective tools in deterring war.'?> On the other are those
sources who concede that nuclear weapons may have a different role
than at the height of the Cold War, but who argue that they remain
the ultimate deterrent, with considerable effect on the actions of even
rogue states.!'?*

Many who state a moral opposition to nuclear weapons have translated
this into forecasts of a globalized world in which nuclear deterrence no
longer makes sense. With greater economic interdependence, this argument
runs, even the so-called rogue states will be reconciled to the international
order, renouncing or reducing their overt or covert nuclear arsenals.

Sources that view future conflict as consisting primarily of brutal civil
wars in undeveloped states—along with Western intervention to prevent
suffering and injustice—see no utility in nuclear weapons. From a consid-
erably different perspective, some suggest that the RMA has simply
passed nuclear weapons by. If information operations will be the domi-
nant form of conflict in an internetted world, the use of nuclear weapons
would seem merely suicidal. Nuclear effects, such as electromagnetic
pulses (EMP), hold the potential of destroying much of the technical ac-
cess to information on which both war and international society are de-
pendent. Again, there would seem to be no utility in nuclear warfighting,
and therefore nuclear deterrence is confined to a background role. Others
who focus on the potential for RMA advances to make national missile
defenses effective argue that a defense-dominant world will eventually
lead to the abolition of nuclear arsenals. Some sources argue that nuclear
deterrence has little effect on irrational rogue regimes and terrorist
groups, the two types of adversaries most likely to attempt asymmetric at-
tacks on the U.S. homeland.

Others view nuclear weapons as retaining considerable deterrent ef-
fect, even on rogue regimes. Since, it is argued, active defenses can never
be 100 percent effective, the potential for nuclear destruction will remain.
Nuclear deterrence therefore retains a considerable role in protecting the
homeland from WMD.!?* A few sources suggest that a world in which
there are more nuclear powers is a world in which interstate conflict is
much less likely.!?¢ Peace would be even more dependent on nuclear de-
terrence than it is today.

Divergence of views on the importance of nuclear deterrence in
2001-2025 seems to presage a continuing debate on that portion of future
American defense policy.
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9. (A) Conventional military force will not deter terrorism or
nonstate threats.
or
(B) U.S. military capabilities will retain considerable deterrent or
coercive effects against terrorism and nonstate threats.

Sources that focus on the increasing vulnerability of the U.S. homeland
and on the potential for asymmetric attack tend to doubt the ability of
conventional military force to deter such attacks. Many of these sources
tend to downplay the role of nuclear weapons and assume that potential
opponents would concentrate on developing chemical or biological WMD,
rather than expend resources on developing an extensive nuclear arsenal.
Biological weapons, in particular, are frequently assumed to be immune to
deterrence by conventional military forces, and possibly by nuclear
weapons as well.'?” The logic is that opponents who would be so irrational
or immoral as to use biological weapons (particularly against civilian popu-
lations) would not easily be swayed by the threat of extensive damage to
their own people.!? More importantly, terrorist groups—having no state or
population to protect—do not necessarily present the vulnerabilities of a
traditional military opponent. If there is an inherent difficulty in determin-
ing the actual perpetrators of a biological attack, then there may be no ap-
parent target for conventional (or nuclear) forces to attack.

An opposing viewpoint is that there are always vulnerabilities that
can be attacked—even for terrorist groups.'” Presumably, terrorists act
for causes that have overt elements, such as political independence for a
certain population. Contrary to the most alarmist speculations, effective
terrorist groups tend not to be crazy or self-destructive.!*® Proponents of
this position point to the example of the 1986 Eldorado Canyon reprisal
on Libya, which appeared to cause Muammar Qaddafi to reduce his sup-
port of terrorist activities.’*’ With a combination of intelligence, overt
reprisal, covert reprisal, effective law enforcement, and some degree of
consequence management preparations, it would seem possible that ter-
rorist activities—particularly with weapons as sophisticated as WMD,
which are extremely difficult to obtain or to utilize effectively—could be
prevented, dissuaded, or deterred.

Conclusion

The nine points of divergence described above are based on differing
assumptions concerning the implications of the previously identified con-
sensus points. It is possible for opposing points of view to accept the plausi-
bility of any or all of the consensus points and yet to advocate substantially
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Table 2-3. Consensus Scenario

In 20012025, U.S. military forces need to prepare for:

= military challenges by a regional competitor;

m attempts by a regional competitor to attack the U.S. homeland utilizing
asymmetrical means;

m use of antiaccess and area denial strategies by regional competitors;

= use of WMD by regional competitors as part of antiaccess operations;

= involvement in failed states and in response to nonstate threats at the discretion
of national command authorities (but some degree of involvement is inevitable);

= operations in urban terrain and under “chaotic” conditions (by some, but not all, of the force);

= continual diffusion of military technology to potential competitors and
nonstate actors;

= high level of information warfare.

different defense policies. This allows for the development of baseline ex-
pectations that American defense policy will need to fulfill to maintain se-
curity in 2001-2025. From this baseline, alternative options for policy can
be explored. In developing likely strategy choices for the QDR, the working
group incorporated the differing positions on the nine points into the alter-
native worldviews that drive the choices.

The identification of divergent viewpoints helps to frame the more
contentious issues of the defense debate. But, in addition, it suggests that
there may be potential developments that future defense policies may
need to hedge against. If reputable, well-informed sources differ as to the
future impact of chaos and urban warfare, for example, or on the future
role of nuclear deterrence, it may be prudent to develop policies that are
effective under multiple alternatives. Another element that suggests the
need for hedging strategies is the identification of outliers and wildcards.

Constructing a Consensus Scenario

Having identified the points of consensus appropriate for considera-
tion in the QDR 2001 process, the task is to present these findings in a
way that is useful for defense planning. Constructing a consensus sce-
nario that identifies a baseline common view of the expected future is a
logical starting point. To this baseline can be added the contentious is-
sues and appropriate potential wildcards. The alternative views of the
dissenters can then be used as conceptual excursions from the baseline.



FUTURE SECURITY ENVIRONMENT 57

By means of these excursions, policy decisions based on the consensus
scenario can be evaluated in terms of their ability to hedge against alter-
native futures. Table 2-3 provides the outline for a baseline consensus
scenario that incorporates both the points of consensus and common as-
pects of some of the points of divergence. The consensus scenario for
2001-2025 can also be presented in narrative form as outlined in the
following discussion.

The most critical challenge to the Armed Forces will be readily identi-
fiable military threats by one or more regional competitors. These re-
gional competitors will not have the global power-projection capabilities
of the United States and will not be able to mount militarily significant
operations outside of their own immediate regions against the Armed
Forces. U.S. control of the global commons of sea and international air-
space will remain relatively secure.

But, because they cannot compete as a global military peer, regional
competitors will seek to increase their chances of success by developing
the capabilities to conduct limited attacks on the U.S. homeland and by
excluding the military from their immediate region using antiaccess or
area denial strategies and systems.

In peacetime, their intent will be to create an appearance that the
United States would not have the means or will to prevail in a conflict in
their region, thus neutralizing potential allied support for American ac-
tions. In wartime, their intent would be more to achieve a political settle-
ment favorable to their objectives than to inflict a decisive military defeat
on the Armed Forces. The threat of severe American personnel casualties
is increased through the possession and use of WMD against forward-de-
ployed forces and U.S. power-projection forces entering the region, or the
allied infrastructure that could support U.S. intervention. It will be in-
creasingly difficult to defend overseas U.S. land bases from mass attacks.
The likelihood of WMD use in these circumstances is high, although the
weapons used are likely to be chemical or biological rather than nuclear.

WMD attacks would likely be focused on military forces or sup-
porting infrastructure rather than U.S. or allied populations. This will
not be the result of moral qualms, but rather an attempt to prevent the
equivalent of the Pearl Harbor effect on the United States (or one of its
allies) provoked to seek revenge. Another potential aspect of WMD use
would be a nuclear-generated electromagnetic pulse (EMP) in an at-
tempt to eliminate the U.S. advantage in ISR command, control, and
communications (C?) systems.
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As an adjunct to their antiaccess efforts, and in an attempt to sway
U.S. public opinion toward a political settlement, regional competitors
would attempt to conduct a high level of information warfare. American
public opinion will be seen as a center of gravity. Information warfare—
as well as overall antiaccess capabilities—will be facilitated by a contin-
ual diffusion of advanced military technologies throughout the world.
This diffusion includes access to commercial imagery and communica-
tion via space systems.

However, the diffusion of military technology is not likely to cause a
reduction in the U.S. advantage in military technology, which derives from
overall American economic and technological strengths. It is likely that
major technological breakthroughs will occur primarily in the United
States or its economically developed allies, generated through commercial
efforts. Regional competitors may be able to generate a temporary military
advantage in a particular technological niche, but such advantages will not
hold for long. Opponents’ access to commercial satellite systems is not
likely to continue during hostilities against the United States.

Increased military technology will also be sought by potential non-
state adversaries, such as terrorist groups, and in the myriad of civil con-
flicts erupting in an increasing number of failed states. Military interven-
tion against nonstate actors and in failed states will be expected
missions, although not the primary ones, for the Armed Forces. Such in-
terventions or SSCs will continue to remain discretionary, and different
U.S. administrations may choose differing levels of involvement. How-
ever, some level of involvement appears inevitable. As part of these inter-
ventions (and possibly as part of a regional war), some portion of the
U.S. military will be expected to conduct operations in urban terrain and
under chaotic conditions.

The Armed Forces will be expected to utilize available assets in hu-
manitarian assistance and in support for domestic civil authorities. Like-
wise, homeland defense—in response to asymmetric threats—will be an
expanding mission. Evolving challenges in homeland defense will include
the possibilities of limited ballistic missile attacks by rogue states and the
potential use of chemical or biological weapons by terrorists. However,
the majority of the U.S. military will be required to remain organized to
conduct power-projection operations during regional conflicts, a posture
conceptually similar to today.
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Events to Hedge Against

In addition to the use of the consensus scenario as a planning tool,
there are a number of wildcards or unlikely events that a prudent defense
plan would consider as potential contingencies. Wildcards can be defined
as risks to national security that, by their very nature, cannot be predicted
or fully anticipated.'3> However, the effects of some wildcards could be so
devastating to American security that their consideration in creating
hedging strategies is of vital importance.'?® These include an eventual
military near-peer competitor; an alliance of regional competitors; at-
tempts to leap-frog into space warfare; collapse of key ally or regional
support; and a trend toward a world of warriors.

This list is based on both a review of the points of divergence and an
examination of wildcards identified during the survey of sources. Some
appeared inappropriate for defense planning and are not included in the
five events identified above.!* The five events selected have three features
in common: they are events for which preparations in military planning
or force structure are practicable; if they occurred, then their effects
would be magnified by the expected trends identified by the consensus
security environment; and they hold the potential to create significant
danger for the United States.

A hedge against an unexpected event could take two forms: Contin-
gency plans could be developed and a select group of resources could be
maintained in reserve in order to carry out the plans; or highly adaptive
systems could be developed to operate under unexpected conditions as
well as to perform optimally in anticipated missions.

Conclusion

The debates that defense reviews engender are always messy. The
media make quite a sport of pointing out the conceptual disunity and
lack of jointness among the “squabbling” armed services. Rarely men-
tioned is the fact that defense policy in a democracy was meant to be con-
tentious and inefficient. To debate up until the very moment the guns
sound was always considered a healthy thing. This is in clear contrast to
the policies and procedures of authoritarian regimes. For example, Chi-
nese Communist Party Chairman Deng Xiaoping admonished his politi-
cal and military strategists: “Don’t debate. ... Once debate gets started,
things become complicated.”** But powerful militaries that do not de-
bate, such as the German Wehrmacht or the Soviet armed forces, seem to
end up on the wrong side of history.
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Americans like debate, and we generally view the future as compli-
cated, even if we would like to be able predict it. QDR 2001 will also be
complicated, as will any subsequent review. But one of the ways we can
begin cutting through the complications and getting to the issues worthy
of debate is to start from a consensus view of the characteristics we expect
in the future security environment.
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Appendix: Primary Sources Surveyed

The underlying objective of the selection process for the primary
sources was to collect material that generally represents viewpoints
from the range of different types of organizations (and, by extension,
individuals) that influence defense planning in the United States. A
working assumption was that a representative view could be identified
for the following types of organizations: Congress (in the form of con-
gressionally-mandated reviews); the White House; intelligence commu-
nity; Office of the Secretary of Defense (OSD); Joint Chiefs of Staff and
unified commanders in chief (CINCs) of combatant forces; war col-
leges; individual services (Army, Navy, Marine Corps, Air Force); feder-
ally-funded research institutes; independent research institutes; NGOs;
independent or ad hoc citizen commissions; private consultants; politi-
cal opposition; and a range of independent scholars whose work influ-
ences the defense debate. After prospective sources were identified for
the above organizational categories, the following standardized criteria
were used to determine whether the source constituted an assessment of
the future security environment suitable for detailed analysis. In accor-
dance with the criteria, a primary source should:

= focus on the overall future security environment, not just the individual
drivers (such as population growth, availability of resources, etc.) of fu-
ture trends;

= examine multiple subjects affecting the future security environment;

= be potentially representative of the collective views of an organization in-
fluential in national defense policymaking;

= be produced by a source with a solid professional or scholarly reputation;

» have been published since 1996; and

» if a U.S. government product, be unclassified or provide analysis of the
future security environment in unclassified sections.

Based on these criteria, at least one source per category was selected;
in certain cases, multiple sources were deemed necessary to provide for
the representative view. Representative views of the future are not neces-
sarily the official view of the organization concerned.

Some studies published in 1996 might not have achieved wide
circulation by the May 1997 completion of the QDR 1997, hence the
inclusion of that year. Two 1995 studies were included because they rep-
resent organizations that did not sponsor a later study on the future
security environment.
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Congressionally-Mandated Reviews

Department of Defense, Report of the Quadrennial Defense Review,
May 1997.

National Defense Panel, Transforming Defense: National Security in
the 21 Century, December 1997.

U. S. Commission on National Security/21%t Century, New World
Coming: Studies and Analyses, September 15, 1999.

White House/National Security Council

The White House, A National Security Strategy for a New Century,
October 1998.

The White House, A National Security Strategy for a New Century,
December 1999.

Intelligence Community

National Intelligence Council, Global Trends 2010 (Washington, DC:
November 1997).

Working papers, briefing materials and notes from “Alternative
Global Futures: 2000-2015” workshops held September, October, and De-
cember 1999. (Global Trends 2015 project is still ongoing. Background
and briefing material and discussion notes were used for the survey.)

Defense Intelligence Agency, Alternative Futures in International Secu-
rity Affairs, 2015: A Summary Study of the “Transformed World, 2015” Pro-
ject, December 1997. (Unclassified section; classified material from this
project was not used by this survey.)

Office of the Secretary of Defense

Department of Defense, “The Projected Security Environment,” from
Defense Planning Guidance Update for Fiscal Years 2001-2005 (Washing-
ton, DC: April 1999), 4-7. (Unclassified section; classified material from
this project was not used by this survey.)

Under Secretary of Defense (Policy), 1999 Summer Study Final Report,
Asia 2025 (assembled briefing slides and text), Newport, RI: July 25-August
4, 1999; and Under Secretary of Defense (Policy), 1999 Summer Study
Final Report, Maintaining U.S. Military Superiority (assembled briefing
slides and text), Newport, RI: July 25-August 4, 1999. (Unclassified section;
classified material from this project was not used by this survey.)
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Joint Chiefs of Staff/Unified CINCs

Joint Staff, Joint Strategy Review 1998 Report (September 4, 1998).
(Unclassified section; classified material from this project was not used by
this survey.)

Joint Forces Command (J-9), “Futures Program” briefing slides,
notes, and handouts, November 1998—September 1999.

National Defense University

Patrick M. Cronin, ed., 2015: Power and Progress (Washington, DC:
National Defense University Press, July 1996).

Institute for National Strategic Studies, Strategic Assessment 1998: En-
gaging Power for Peace (Washington, DC: National Defense University
Press, 1998).

Institute for National Strategic Studies, Strategic Assessment 1999: Pri-
orities for a Turbulent World (Washington, DC: National Defense Univer-
sity Press, 1999).

U.S. Air Force

Colonel Joseph A. Engelbrecht, Jr., et al., Alternative Futures for 2025:
Security Planning to Avoid Surprise (Maxwell AFB, AL: Air University
Press, September 1996).

U.S. Army

Series of briefing slides and notes on the “Future Military Art”
(1998-99).

William T. Johnsen, Force Planning Considerations for Army XXI
(Carlisle, PA: U.S. Army War College, Strategic Studies Institute, February
18,1998).

Earl H. Tilford, Jr., ed., World View: The 1998 Strategic Assessment
From the Strategic Studies Institute (Carlisle, PA: U.S. Army War College,
Strategic Studies Institute, February 26, 1998).

U.S. Navy

CNO Strategic Studies Group XIV, The International Security Environ-
ment to the Year 2005, study group final report (Newport, RI: June 1995).

Richard Danzig, The Big Three: Our Greatest Security Risks and How
to Address Them (New York: Center for International Political Economy,
February 1999).
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U.S. Marine Corps

“Ne Cras: Not Like Yesterday,” commandant’s briefing, slides, and
notes (numerous presentations, 1997-1999).

Charles C. Krulak, “The Three Block War: Fighting in Urban Areas,”
speech presented at National Press Club, Washington, DC, October 10,
1997, published in Vital Speeches of the Day, December 15, 1997, 139-141.

Federally-Funded Research Institutes

Zalmay M. Khalilzad and Ian O. Lesser, eds., Sources of Conflict in the
21t Century: Regional Futures and U.S. Strategy (Santa Monica, CA:
RAND, 1998) (produced for U.S. Air Force).

Frederick Thompson et al., Vision-21 Source Book, Volume 1: The
Process (Alexandria, VA: Center for Naval Analyses, November 26, 1996)
(produced for the U.S. Marine Corps).

Independent Research Institutes

Andrew E Krepinevich, Jr., The Conflict Environment of 2016: A Sce-
nario-Based Approach (Washington, DC: Center for Strategic and Bud-
getary Assessments, October 1996).

Jacquelyn K. Davis and Michael J. Sweeney, Strategic Paradigm 2025:
U.S. Security Planning for a New Era (Dulles, VA: Brassey’s, 1999).

Nongovernmental Organizations

Allen Hammond, Which World?: Scenarios for the 21+ Century (Wash-
ington, DC: Island Press, 1998).

Edmund Cairns, A Safer Future: Reducing the Human Cost of War
(Oxford, UK: Oxfam Publications, 1997).

Michael Marien, ed., World Futures and the United Nations (Bethesda,
MD: World Futures Society, 1995).

Independent Commission

Graham T. Allison and Robert D. Blackwill, lead authors, America’s
National Interests (The Commission on America’s National Interests,
July 2000).

Private Consultant (For-Profit)

“Decade Forecast—Decade Through 2005,” December 24, 1994 (web-
site <{stratfor.com}) and “Decade Forecast—2000-2010,” December 20,
1999 (website {stratfor.com}). (1994 forecast included, with 1999 as

background reference.)


http://www.stratfor.com
http://www.stratfor.com
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Political Candidate

Governor George W. Bush: “A Period of Consequences,” speech deliv-
ered at The Citadel, Charleston, SC, September 23, 1999 (text from web-
site {http://www.georgewbush.com/News/speeches/092399 conse}-

fuences.htmlf>).

Individual Scholars and Projects

Paul Bracken, Fire in the East: The Rise of Asian Military Power and the
Second Nuclear Age (New York: HarperCollins, 1999).

Ashton B. Carter and William J. Perry, Preventive Defense: A New Na-
tional Security Strategy for America (Washington, DC: Brookings Institu-
tion, March 1999).

Ralph Peters, Fighting for the Future: Will America Triumph (Mechan-
icsburg, PA: Stackpole Books, 1999).

Donald M. Snow, The Shape of the Future: World Politics in a New
Century, 3¢ ed. (Armonk, NY: M.E. Sharpe, 1999).

Notes

! This chapter summarizes the details contained in Sam J. Tangredi, All Possible Wars? Toward A
Consensus View of the Future Security Environment, 2001-2025, McNair Paper 63 (Washington, DC:
National Defense University, 2000).

2 The future security environment for QDR 1997 was primarily derived from classified intelli-
gence estimates and the unclassified work of two primary sources: the Global Trends 2010 project of
the National Intelligence Council and assessments by the Institute for National Strategic Studies, Na-
tional Defense University. This chapter proposes a more inclusive input.

3 United States Commission on National Security/21* Century, Philip L. Ritcheson, primary
author, “Study Addendum” to New World Coming (published on website only; not released with re-
port text), September 15, 1999, 10-11.

* These standardized criteria are discussed in the appendix to this chapter and detailed in Tan-
gredi, All Possible Wars? 8-9.
5 The 300 secondary sources are listed in Appendix B (161-183) of Tangredi, All Possible Wars?

¢ A detailed evaluation of these strengths and weaknesses can be found in Tangredi, All Possible
Wars? 15-20.

7 Perhaps the most telling historical example of unwarranted belief in certainty was the British
Cabinet’s “Ten-Year Rule” used between the First and Second World Wars. See Brian Bond and
Williamson Murray, “The British Armed Forces, 1918-39,” in Allen R. Millet and Williamson Murray,
eds., Military Effectiveness, Volume II: The Interwar Period (Boston: Allen and Unwin, 1988), 101.

8 See Tangredi, All Possible Wars? 21-29.

° The term “prominent dissenters” here refers to analytical, political, or scholarly sources that
we deemed likely to have an effect on U.S. defense policy: generally authorities used by DOD for
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