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Terrorism has been and continues to be a critical problem 

for the United States.  In 1998, the Department of Defense 

initiated a program that designated the National Guard as the 

first military responder to the use of weapons of mass 

destruction in the continental United States.  This paper 

examines the existing structure of the Rapid Assessment and 

Initial Detection (RAID) elements in light of technological 

advances which may take place by the year 2020. 
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THE RAPID ASSESSMENT AND INITIAL DETECTION (RAID) 
PROGRAM 

The National Guard in a Counter-terrorism Role 

Terrorism has been and continues to be a critical problem 

for the United States as well as for the rest of the world. 

Thirty-nine incidents of terrorism occurred across the world in 

1998.  Among these incidents were the bombings of the U.S. 

embassies in Kenya and Tanzania.  According to the Quadrennial 

Panel Review1, the National Defense Panel , and the October 1998, 

issue of "A National Security Strategy for a New Century,"3 

terrorism is expected to increase and will continue to threaten 

U.S. interests. 

For the purposes of this paper, it is first necessary to 

define "terrorism" and then to analyze how the U.S. military 

will respond to incidents of terrorism that may occur in the 

continental United States. This paper will then hypothesize how« 

such incidents will be handled in the year 2020. 

TERRORISM DEFINED 

The root word of "terrorism" is "terror," which is derived 

from the Latin verbs terre  -  "to cause to tremble," and deterre 

-  "to frighten."  Thus the object of terrorism is to frighten or 

terrorize a nation's government and/or its citizens.  Usually 

this is done in an attempt to achieve a political or religious 

end.  Terrorists believe in and practice the Clausewitzian 



concept of "total war."  In 1979 the Israelis defined terrorism 

as "the deliberate and systematic murder, maiming, and menacing 

of the innocent to inspire fear for political ends."4 

Other meanings of "terrorism" can be gleaned from the 

following definitions that include the major elements of the 

threat and the.act of terrorism: 

Terrorism is the threat of violence and the use of fear to coerce, persuade 
and gain public attention. 

Political terrorism is the use, or threat of the use, of 
violence by an individual or group, whether acting for or in 
opposition to established authority, when such action is 
designed to create extreme anxiety and/or fear inducing 
efforts in a target group wider than the immediate victim 
with the purpose of coercing that group into acceding to the 
political demands of the perpetrators. 

Terrorism can be defined as a purposeful human activity 
directed toward the creation of a general climate of fear 
designed to influence in ways desired by the protagonist, 
other human beings, and through them some course of 
events.5 

For the purposes of this paper, the last definition best ' 
c 

describes the effects as well as the reasons for terrorism. 

U.S. GOVERNMENT'S POSITION ON TERRORISM 

In his 1998 National Security Strategy (NSS), President 

Clinton named terrorism as a transnational threat and proposed 

the following strategies to combat this threat: 

(1) make no concessions to terrorists; (2) bring all pressure to 

bear on state sponsors of terrorism; (3) fully exploit all 

available legal mechanisms to punish international terrorism; 



and (4) help other governments improve their capabilities to 

combat terrorism.6 

According to "1998 Strategic Assessment, Engaging Power for 

Peace," the United States has identified seven foreign 

government "sponsors" of terrorism.  These governments are Cuba, 

North Korea, Syria, Libya, Iran, Iraq and Sudan.  Of these seven 

governments only Iran, Iraq, and Sudan continue to be active 

sponsors, of terrorism.  However, the other four governments 

"continue to harbor terrorists and to maintain the 

infrastructure for terrorist training."7 

The NSS places terrorism at the top of the diplomatic 

agenda with the hope and expectation that there will be an 

increase in the sharing of information concerning terrorists 

which will enhance identification, tracking, detention and 

arrest and prosecution.  As one if its tools against terrorism, 

the U.S. places economic sanctions against those states which   e 

support and protect terrorists.  For example, the U.S. continues 

to freeze the assets of Iran and has continued to ban trading 

with Iran until such time as the U.S. determines that Iran no 

longer supports or encourages terrorism. 

According to the "Report of the Quadrennial Defense Review" 

of May 1997: 

U.S. interests will continue to be challenged by 
a variety of transnational dangers, and the lives 
of U.S. citizens will often be placed at risk, 



directly and indirectly.  Increasingly capable 
and violent terrorists will continue to. directly 
threaten the lives of American citizens and try 
to undermine U.S. policies and alliances .... 
[U]nconventional means of attack, such as 
terrorism, are no longer just threats to our 
diplomats, military forces, and private American 
overseas, but will threaten Americans at home in 
the years to come.8 

The National Defense Panel also noted that: 

Threats to the United States have been magnified 
by the proliferation of, and the means to produce 
and deliver, weapons of mass destruction.  The 
increasing availability of relatively inexpensive 
cruise missiles and the capability to fabricate 
and introduce biotoxins and chemical agents into 
the United States means that rogue nations or 
transnational actors may be able to threaten our 
homeland.  Along with the growth of delivery 
systems, the technology needed to create warheads 
housing nuclear, chemical, or biological weapons 
has also proliferated.  The complexity of the WMD 
challenge lies in the number of potential enemies 
who have access to, and may choose, this 
asymmetric means of attacking the United States 
in an effort to offset our conventional 
strengths.9 

On August 24, 1998, in response to the bombings of the    « 

U.S. embassies in Kenya and Tanzania, U.S. Secretary of State 

Madeleine Albright stated that "[w]e will not be intimidated . . 

And we will do all we can to see that those who perpetrated 

these deadly acts are held responsible.  Organized terrorist 

groups have become a major threat to our security."10  In August 

1998, on this same issue, President Clinton announced, " America 

has battled terrorism for many years.  Where possible, we've 

used law enforcement and diplomatic tools to wage the fight."11 



In 1995, the President signed legislation instructing the 

Department of State to prepare a list of foreign terrorist 

organizations with ties in the United States.  Once identified, 

these organizations will be banned from raising funds in the 

U.S. and their members will be banned from entry into the U.S. 

On October 8, 1997, the U.S. Secretary of State designated 

30 organizations as being foreign terrorist organizations. ' 

Among these organizations are: Abu Nidal Organization (ANO); Aum 

Shinrikyo (Aum); al-Jihad, Khmer Rouge; Kurdistan Worker's Party 

(PKK); National Liberation ARmy (ELN); Palestine Liberation 

Front - Abu Abbas (PLF); and Shining Path (Sendiro Luminoso, 

SL).12 

As a result of a loophole in the federal law, the attempt 

to make a threat to use bio-chemical weapons and the attempt to 

acquire these weapons were not crimes until recently.  This 

loophole caused some concern for law enforcement authorities.  r 

The 1996 Anti-Terrorism Act closed this hole by enlarging the 

federal criminal code to cover not only the use of biological 

agents, chemical agents, and toxins as weapons, but also 

criminalizing any attempt, threat, or conspiracy to acquire or 

use them. 

In June 1997, the leaders of the eight great world powers 

met in Denver, Colorado.  This meeting, called the Summit of the 

Eight, consisted of the leaders of ..Canada, France, Germany, 



Italy, Japan, Russia, the united Kingdom and the United States. 

At this meeting, these leaders: 

reaffirmed their determination to combat 
terrorism in all forms, their opposition to 
concessions to terrorist demands and their 
determination to deny hostage-takers any 
benefits from their acts ...[These] leaders 
also agreed to strengthen the capability of 
hostage negotiation experts and counter 
terrorism response units, to exchange 
information on technologies to detect and 
deter the use of weapons of mass destruction 
in terrorist attacks, to develop means to 
deter terrorist attacks on electronic and 
computer infrastructure...13 

In January 1998, the United States signed the International 

Convention for the Suppression of Terrorist Bombings.  This 

convention expanded the legal framework for international 

cooperation in the "investigation, prosecution and extradition 

of persons who engage in such bombings."14 

There are currently 42 signatories and two parties to this 

Convention.  Among these countries area Algeria, Canada, the 

Czech Republic, France, Germany, Ireland, Israel, Panama, the 

Russian Federation, the United Kingdom of Great Britain and 

Northern Ireland, and Uzbekistan.  This Convention is not yet in 

force. 

From these actions and others, it is clear that the United 

States has begun to concentrate on the threat of the use of 

weapons of mass destruction (WMD) in the continental U.S., 

understanding that America and Americans everywhere will 



continue to be a high-priority target of opportunity for 

terrorists in the foreseeable future.  Not only has the 

government made it tougher for terrorists to operate in the 

U.S., it also has attempted to clamp down on terrorism abroad by 

a wide range of legal actions and treaties.  Such efforts 

demonstrate the seriousness and resolve of the U.S..concerning 

this issue.  The United States has now begun to focus on 

"Homeland Defense," a term found in much of the literature on 

defense of the continental United States against terrorists. 

The three key objectives of the U.S.' national counter- 

terrorism strategy are: 

Reduce vulnerabilities to terrorist attacks and prevent and deter 
terrorist acts before they occur (threat/vulnerability management); 
Respond to terrorist acts that occur, end the crisis or deny 
terrorists their objectives, and apprehend and punish 
terrorists (crisis management); 

Manage the consequences of terrorist acts, including 
restoring essential government services and providing 
emergency relief, to protect public health and safety z 

(consequence management).13 

RAPID ASSESSMENT AND INITIAL DETECTION (RAID) PROGRAM 

In 1996, Senators Sam Nunn (D-Georgia), Richard Lugar (R- 

Indiana) and Pete Domenici (R-New Mexico) brought the need for a 

comprehensive national response plan to terrorism into the 

public eye by drafting the Defense Against Weapons of Mass 

Destruction Act - - later enacted as Title XIV of the FY97 

Defense Authorization Act.  It required the study of the 



capabilities of the United States to respond to incidents of 

mass destruction, mandated a plan to rectify any shortcomings 

and provided funding to improve the capabilities to prevent and 

respond (if necessary) to domestic terrorist incidents involving 

WMD. 

The National Defense Panel reviewed the government's 

ability to so respond and recommended that the National Guard 

and the Army Reserve be prepared to: 

• Train local authorities in chemical and biological weapons detection, defense, and 
decontamination; 

• Assist in casualty treatment and evacuation; 

• Quarantine, if necessary, affected areas and people; and 

• Assist in restoration of infrastructure and services,16 

The results of these different analyses led President 

Clinton to sign Presidential Decision Directives (PDD) 62 and 

63.  PDD 62 established the Office of the National Coordinator 
t 

for Infrastructure Protection and Counter-Terrorism, which will 

oversee the broad variety of relevant policies and programs 

including such areas as counter-terrorism, protection of 

critical infrastructure, preparedness and conseguence management 

for weapons of mass destruction."17  PDD 63 "makes it U.S. policy 

to take all necessary measures to swiftly eliminate any 

significant vulnerability to physical or information attacks on 



our critical infrastructures, especially our information 

systems. "18 

In early 1998, prior to these PDDs, the Department of 

Defense (DoD) designated the National Guard as the first 

military responder to incidents of weapons of mass destruction 

in the continental United States.  This new assignment required 

the National Guard and Army Reserve to establish teams which 

will respond to scenes involving the use of WMD.  These teams 

are to be used for consequence management. 

This new mission is consistent with the National's Guard's 

overall mission.  The National Guard is the only military force 

with the experience to deal with civilian law enforcement, 

judicial, and emergency response agencies in a time of national 

crisis.  "The first line of defense a governor has to get 

resources is to call out the National Guard, and that happens 

even before Federal Emergency Management Agency (FEMA) gets    z 

there."19  The National Guard, with its dual-hatted 

responsibilities to the federal government as well as to the 

states in time of emergency, is particularly well suited for 

this mission. 

The National Guard, which traces its roots back to the 

early militias, was formed by the colonies for self-protection. 

These militias were incorporated into the U.S. Constitution 

under Article I, Section 8, where they were organized to execute 



the laws of the union, suppress insurrections and repel 

invasions.  The National Guard was later tasked to prepare 

legitimate second tier land or air forces, be adequate to join 

in the first line of defense, and be an effective deterrent 

domestically.  The mission of responding to scenes of the use of 

WMD fits into the latter category 

With over 3,300 armories in the continental United States, 

the National Guard provides direct access to local units and 

soldiers.  Because of their dual-hatted mission (federal and 

state), these armories have the unique capability to connect the 

Pentagon to the local populace.  The Guard provides unique rapid 

response capabilities and command and control capabilities which 

are unmatched by any other federal or state agencies. 

The Nunn-Lugar-Domenici Act also gave the Department of the 

Army the responsibility of training 120 cities to respond to WMD 

incidents. These cities were identified as being the 120 cities' 

most likely to be subjected to terrorist attacks. 

DoD proposed that the National Guard initially organize ten 

22-man teams to cope with this new mission.  Individuals 

assigned to these teams are full-time National Guard soldiers 

whose only duties are be to be prepared to respond to scenes of 

incidents of mass destruction, as required.  These teams are to 

be stationed in ten different states.  These locations 

correspond to the various FEMA areas and are near large 
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metropolitan areas, which will facilitate the use of available 

National Guard aircraft.  With the funds provided in the FY1999 

federal budget, these teams are becoming a reality.  They are to 

be located as follows: 

1st RAID Element - Natick, MA 

2nd RAID Element - Stratton Air National Guard Base, Scotia, NY 

3 rd RAID Element - Fort Indiantown Gap, PA 

4th RAID Element - Dobbins Army Reserve Base, Marietta, GA 

5th RAID Element - Camp Lincoln, Springfield, IL 

6th RAID Element - Bergstrom Airport, Austin, TX 

7th RAID Element - Ft. Leonard Wood, MO 

8th RAID Element - Buckley Air National Guard Base, Aurora, CO 

9th RAID Element - Armed Forces Reserve Center, Los Alamitos, CA 

10th RAID Element - Camp Murray, Tacoma, WA 

Each RAID element will consist of a two-person command 

team; a four-person operations team; a two-person administration 

and logistics team; a two-person communications team; a four- 

person medical team; and a two-person survey team.  The RAID 

element leader will be a lieutenant colonel.  Each element's 

mission will be to deploy to an area of operations to: 

assess a suspected nuclear, biological, chemical, or 
radiological event in support of a local incident 
commander. 

advise civilian responders regarding appropriate actions. 

facilitate requests for assistance to expedite arrival of 
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additional State and Federal assets to help save lives, 
prevent human suffering, and mitigate great property 
damage.20 

The teams are to be cross-trained in reconnaissance, 

medical support, security, logistics, air liaisons and 

communications. 

Notwithstanding the creation of these elements, the 

Department of Justice (DoJ) remains the lead agency for WMD 

incidents in the United States.  However, the U.S. Army, as the 

executive agent for domestic preparedness, and DoD have been 

ordered to assist in building the U.S. WMD defenses.  Thus, the 

military's mission is to support DoJ. 

"The Department of Defense has established the Consequence 

Management Program Integration Office to oversee the integration 

of the reserve components into domestic preparations to respond 

to terrorist or other incidents involving weapons of mass 

destruction.  The Army will supervise the office and its       e 

integration efforts."21 

Training for these initial RAID elements is to begin this 

fiscal year (FY99).  It is planned that by FY03 all states will 

have one fully operational element trained and in place.  The 

initial ten RAID elements are to be augmented by 6.5 

decontamination teams, 22 reconnaissance teams and 100 medical - 

personnel that will be pulled from existing Guard units.  The 

12 



start-up cost for the initial 10-state program is $49.2 million. 

This cost is to be distributed as follows: 

$ 19.9 million for 220 active Guard and Reserve (AGR) positions to stand up 
Army National Guard RAID teams; 

$ 15.9 million for patient decontamination and WMD reconnaissance training 
(over two years); 

$6.9 million to establish and staff the DoD Consequence Management Program 
Integration Office; 

$3.3 million to prepare medical personnel for operating in contaminated areas; 

$ 1.8 million for additional emergency preparedness liaison officer training days; 
and 

00 
$1.4 million to upgrade simulation systems with WMD-effects modeling. 

The first ten elements are scheduled to be operational by 

January 2000. 

When reviewing the current RAID structure, the first issue 

is the rank held by the team leader, a lieutenant colonel (0-5). 

For an 0-5 to be in command of 21 persons is, at first glance 

unusual."  However, the selection of an 0-5 for such a command 

reflects the apparent desire of the military to have a high- 

ranking interface with civilian authorities on the incident 

scene.  To place this element under the command of a captain, or 

even a major, would detract from the apparent authority held by 

the commander when viewed from the eyes of civilians.  The rank 

of lieutenant colonel gives the element leader the sufficient 

amount of respect and apparent authority so that interface with 

13 



the civilian responders can proceed without rank being an 

obstacle. 

Another issue is that the timely arrival of the RAID 

element would be dependent upon the availability of 

transportation.  As currently written, plans do not call for any 

dedicated transportation such as aircraft.  If the incident 

scene is not close at hand, the probability that the element 

will be able to arrive in time to be of significant assistance 

is slight.  If the RAID concept is to have any chance to 

succeed, adequate transportation will have to be on 24-hour 

alert, close at hand and dedicated. 

The next issue is that a RAID element's mission is to 

respond within the first four hours following an incident. If 

the team is not one of the first on the scene, it will probably 

be more of an annoyance than an assistance.  If there is a 

delayed arrival time, the wounded more than likely would have 

been identified and treated, the type of weapon used would have 

been identified, and any quarantine would either have been 

initiated or it would be too late to do so.  The medical 

community has. identified a "golden hour" during which time, if 

treatment is not administered within the first hour of a serious 

medical emergency, the expectation of successful treatment is 

seriously degraded -- almost exponentially.  There is certain to 

be a similar period for the successful response to an. incident 

14 



of mass destruction.  If that period is less than the time a 

RAID element could be expected to arrive, then under certain 

scenarios the RAID element's mission of being the first military 

responder is unrealistic. 

On the other hand, the RAID element could be invaluable in 

assisting federal state and local authorities in determining the 

type of chemical or biological weapon used if this determination 

has not been made by the time of their arrival.  The element 

could also be of assistance by providing an interface for the 

authorities within the state's National Guard and federal 

military forces.  There is also a possibility that there will be 

a requirement for equipment and clothing from the federal 

government that could be coordinated through the RAID element's 

logistics team.  Finally, if the federal military is required to 

respond to the scene of an event, the RAID element could form 

the initial nucleus for the requisite military command post.    t 

Even if the element arrives on the scene promptly, it is 

quite likely that it may be ignored by authorities who are 

unfamiliar with the element's mission, training and expertise. 

Therefore, the success of the elements may depend heavily on the 

education of federal, state and local authorities.  This 

education should be aimed at the obvious responders and 

decision-makers in the local area: law enforcement, fire, 

rescue, and public officials.  If the educational program is 
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successful, the element - - upon early arrival - - could provide 

invaluable assistance to such officials at the scene.  In cases 

of chemical or biological attack, the element may be able to 

ascertain the exact nature of the weapon and, by doing so, 

assist the medical personnel at the scene and in the receiving 

hospitals in determining the appropriate course of treatment for 

the victims.  Under such circumstances, the element also may be 

of assistance in determining whether to quarantine the area and 

the persons therein and also in determining the distance from 

the core of the incident that would mark the extent of the 

expected contaminated area. 

In regard to the RAID medical team, it would be 

presumptuous to believe that localities, especially in major 

metropolitan areas, would not have medical, personnel trained and 

experienced in triage and emergency treatment.  However, by the 

very definition and nature of WMD, in the event of WMD use, 

these personnel would probably be overwhelmed by the numbers of 

casualties.  The presence of the RAID medical team would provide 

valuable assistance as a communications link between the local 

medical personnel and the state and federal governments. 

Through these teams, the local medical personnel would have 

quicker access to communications with non-local experts and 

better access to sera and other treatment options through 

liaison with the military. 

16 



The RAID communications team would be instrumental in 

establishing a basis for a coordinated communications link if 

the WMD incident eliminated or severely deteriorated the local 

communications network.  The RAID communications team should be 

able to establish a communications network with local, state, 

and maybe national communications contacts in the area.  Such 

communications should be of tremendous assistance to the medical 

teams when seeking the advice of experts in the fields of 

nuclear, biological, or chemical warfare. 

When viewed in the scenario above, the RAID elements would 

be clear assets to the local authorities and would also assist 

the state and federal government in monitoring the situation and 

determining the extent of outside assistance that would be 

necessary. 

THE WORLD IN 2020 

Hans Binnendijk of The Institute for National Strategic   z 

Studies, National Defense University, believes that "[o]ne 

obvious manifestation of the post-Cold War world has been the 

proliferation of WMD - nuclear, biological weapons; ballistic 

missiles; and soon, cruise missiles.  Their use by rogue states 

and non-state groups will pose a first-order challenge to the 

United States two decades from now."23   This problem has a 

"pronounced transnational character involving terrorist groups, 

insurgents."  The Institute's analysts view this threat as 
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growing and predict that by the year 2018, terrorism will be one 

of the two dominant challenges facing the united States.24 

Michio Kaku states in his 1998 book, VISIONS - How Science 

Will Revolutionize the Twenty-first Century: 

Clearly, we are on the threshold of yet another 
revolution. Human knowledge is doubling every ten 
years. In the past decade, more scientific knowledge 
has been created than in all of human history. 
Computer power is doubling every eighteen months. The 
Internet is doubling every year. The number of DNA 
sequences we can analyze is doubling every two years. 
Almost daily, the headlines herald new advances in 
computers, telecommunications, biotechnology, and 
space exploration. In the wake of this technological 
upheaval, entire industries and lifestyles are being 
overturned, only to give rise to entirely new ones. 
But these rapid, bewildering changes are not just 
quantitative.  They mark the pangs of a new era.25 

In this book, Kaku writes from the point of view of "an 

emerging consensus of scientists."26 "From now to the year 2020, 

scientists foresee an explosion in scientific activity such as 

the world has never seen before."27 Kaku believes that the 

"computer revolution" will drive many changes and will affect 

life as a whole.  It is his conclusion that microchips will 

become so small and so inexpensive that they will cost only one 

penny and will be embedded in almost everything, from glasses to 

clothing to paper.28  In addition, Kaku believes that "the 

completed human genome will be decoded by the year 2005, giving 

us an 'owner's manual' for a human being.  This will set the 

stage for twenty-first century science and medicine... the 
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biomolecular revolution will ultimately give us the nearly god- 

like ability to manipulate life almost at will."29  He also 

believes that "in the future, we will be able to manipulate 

[intelligence] according to our wishes."30 

When one takes these prognoses into consideration, and 

overlays the certainty that: (1) there will be downturns of the 

business cycle during this period which usually lead to economic 

hardship; (2) there will continue to be countries that are less 

developed than the United States; and (3) religious differences 

will continue to lead to conflict, then it is clear that the 

world will continue to be an unstable place in 2020.  This 

instability is likely to prompt terrorists to attack the 

dominant superpower that the U.S. will continue to be because we 

will represent the most glaring difference between the global 

haves and the have-nots. 

This instability will potentially be more dangerous in that 

science will have progressed to such a level that the technology 

to create weapons of mass destruction will be available to many 

more people and the tools with which to make these weapons will 

be readily available as well.  With the ability to manipulate 

life itself, an enemy will be more likely to be able to clone a 

terrorist, someone who would be engineered to perform terrorist 

acts.  Also, the ability to reconfigure a person's mind so that 

a person who is a trusted member of society could be "re- 
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engineered" to commit an act of terrorism might also be 

possible. 

Moreover, with such advances in science and technology will 

come the ability to create new toxins and/or variations of 

existing toxins.  Even now, a terrorist can take a known virus 

strain, manipulate it and create one for which an antidote has 

yet to be produced.  The use of these scientifically altered 

viruses may be countered, but not until they are detected, 

analyzed and an antidote created. 

Countering these "terrorist" innovations will be 

advancements in science that will enable the authorities to 

better detect and analyze the presence and type of chemical and 

biological weapons that might be used.  As stated above, 

antibiotics can be constructed to counter viruses and toxins. 

Scientific advances should also provide for an increased ability 

for medicine to respond to diagnosed, but unidentifiable medical 

conditions which may result in the sustainment of life long 

enough for an antidote to be developed. 

Technological advances will result in most TV screens being 

flat enough to hang on a wall like a picture (this technology 

already exists) and computer screens being the size of a watch.31 

Technological advances may further result in the creation of 

devices which will immediately identify the presence of a toxin, 

virus, or even a destructive device before it can even be 
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delivered to the intended release point.  Such devices may 

operate by satellite, building sensor, or even a traffic-related 

street sensor. 

Another threat to this country in the year 2020 will be 

attacks on the telecommunications infrastructure.  While taking 

of lives by WMD may be detrimental to a terrorist's cause, the 

destruction of "equipment" will have less of an adverse effect 

upon the support that organization may hope to gain.  The 

telecommunications infrastructure will be so widespread and so 

large that it will be virtually impossible to protect it at all 

of its vulnerable points.  The disruption of such equipment 

would have a major adverse impact upon the populace that will be 

so dependent upon it for everyday activities that the goal of a 

terrorist might be better served by such an attack. 

By 2020, the telecommunications systems will be 

unimaginably sophisticated.  People will be able to talk to one 

another from anywhere on the planet and such systems will be 

near universal.  An attack on the telecommunications structure 

in the U.S. by a terrorist group, possibly using an explosive 

device, would definitely constitute an emergency in 2020.  With 

the country so reliant on communications at that time, 

disruption of the telecommunication equipment and the resultant 

disruption of communications would cause tremendous 

inconvenience and numerous emergencies in the blacked-out area. 
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For instance, if the means of communication are disrupted, 

police, fire departments and other emergency responders may be 

unable to be notified of such emergencies.  Hopefully by 2020, 

other means of communications would be available which would 

immediately cut in and provide a source of backup power for the 

lost communications equipment.  If this attack were accompanied 

by an attack on the utility system of that area as well as by a 

chemical and/or biological attack, the effects would be 

disastrous.  Such an attack could lead to the unprecedented loss 

of life and property — compounded by an inability of the 

emergency responders to be notified or to respond in a timely 

manner. 

2020 RAID ELEMENTS 

The 2020 RAID elements will have to adapt to the scientific 

and technological advances which are likely to occur by that 

date.  The ability of the element to appear on the scene in 

person in a timely manner should be improved by advances in air, 

ground and sea transportation.  It is even possible - - although 

unlikely - - that the theory of molecular displacement (as in 

Star Trek) will be advanced to the point that the element could 

be instantly transported to the scene of a WMD event.  In any 

case, the advent of technology should provide other means of 

interfacing with the civilian authorities.  The advances in 

telecommunications will make computer/telephone contact more 
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efficient and more practical.  If the scene is one of a 

detonation of a large explosive, with no chemical or biological 

agent involved, contact with the RAID element can best be made 

by such telecommunications techniques as television-telephone 

communications.  The presence of the RAID element may not be 

needed but their advice probably will be required.  Through the 

use of a television-telephone, element members could view the 

scene, analyze the situation, and give advice without being 

present and should be able to respond in a more timely manner 

than if required to be at the scene.  If the element's presence 

is needed due to the nature of the incident, the element can be 

in transit while remaining in constant contact with the 

authorities on the scene.  This technology would be akin to 

adding a picture to a cellular phone. 

The 2020 RAID element also is likely to have more 

sophisticated and sensitive sensor devices to detect the 

presence of chemical or biological toxins - - devices that would 

be capable of determining the extent to which the toxins had 

spread and advising the local authorities almost immediately of 

their findings. 

The RAID element might be superfluous and without a mission 

in 2020.  If technological advances continue as predicted by 

Kaku and others, the local authorities could be just as 

qualified as the RAID elements to detect toxins, initiate 
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Communications with the "outside" world, and provide 

professional medical care to the injured.  The only "value 

added" that a RAID element then might offer would be to serve as 

liaison between the military and the civilian authorities.  The 

element would then perform as a go-between and assist in 

coordinating requests for assistance and actual help provided. 

HYPOTHETICAL SCENARIO 

On June 12, 2021, exactly twenty-two years to the date that 

the class of 1999 graduated from the U.S. Army War College in 

Carlisle, Pennsylvania, hundreds of persons in Manhattan 

Borough, City of New York, New York, suddenly succumb to what is 

believed to be a biological attack.  These persons are vomiting, 

convulsing, and bleeding from their orifices. 

The police are the first to arrive on the scene and find 

themselves overwhelmed by the same symptoms, despite their 

automatically self-sealing clothing.  Other first responders, 

fire, police and ambulance arrive, but keep their distance.  The 

"Blue Canary Principle" is instituted.  (The "Blue Canary 

Principle" is to locate the downed police officer (dressed in 

blue) -farthest from the scene that is stricken, and to form a 

perimeter at a point beyond him). 

This area is then cordoned off.  The police, using their 

biological/chemical detection equipment, immediately determine 

that the cause of the illnesses is a not a natural biological or 
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chemical compound, but a man-made biological compound whose 

properties are unknown to them.  They immediately contact the 

governor and the New York National Guard RAID element.  This 

element is only miles away.  Contact is made through the 

overhead satellite to the team's pager/telephone that is the 

size and shape of today's credit card. 

The RAID element was already aware of the situation 

because, just moments before the call, it was notified by the 

Multipurpose Integrated Chemical/Biological Agent Alarm III 

(MICBAD III) which links air sensors to an alarm system which is 

directly linked to the element's headquarters.  MICBAD III also 

advised the element of the probable type of agent used. 

The element's first action is to have the police send it, 

via pager/telephone (which also serves as a fax machine) their 

initial findings on the agent used in order to verify the 

information received from MICBAD III.  This request is made and 

a response received in seconds while the element is moving from 

their headquarters to their dedicated transportation, something 

akin to a helicopter but a sleeker, more aerodynamic and faster 

than a helicopter -- more like a hover car. 

This car is also equipped with High Digital Television 

(HDTV) which is as flat as a "mouse pad" and is approximately 20 

inches by 12 inches.  This HDTV is programmed to view the scene 

of the incident within seconds.  This is made possible by 
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connecting to the satellites that are constantly above the city. 

While this is happening, the FBI and FEMA arrive, on the scene 

with the FBI taking charge of the consequence management, 

pursuant to federal regulations. 

The RAID element, while en-route to the scene, quickly 

analyzes the substance, and before it arrives, the team has 

communicated to the FBI and other agencies confirmation as to 

what the substance is and how to counteract it.  The element 

commander advises the FBI what the properties of this substance 

are, how much time elapses between contact with it and the onset 

of symptoms, as well as what treatment can be given the victims. 

The element also advises the FBI on how to protect themselves 

from the agent until such time as adequate protective gear is in 

place.  In addition, the team also advises the FBI that their 

ETA is 30 seconds, that it has a sufficient amount of antidote 

serum on the way to protect the responders to the scene and that 

the Department of the Army has been contacted and is sending 

enough serum to administer to the stricken. 

Upon arrival, the RAID element immediately deploys, 

reconfirms the findings made by the police, and provides advice 

and assistance to the federal, state and local authorities on 

the scene.  It becomes apparent to the element that the number 

of casualties will far exceed the limited transportation assets 

available. 
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The RAID logistics team, upon confirmation with the 

operations team that the scene has been declared a national 

emergency, (or under the authority of regulations which allow 

military commanders to provide assistance where life and/or limb 

are in immediate jeopardy without prior approval or declaration 

of a national emergency) coordinates with the nearest DoD 

facility with ground and helicopter-type vehicles and arranges 

for these assets to be made immediately available, along with 

drivers and pilots.  Again, this is done by way of the 

pager/telephone which has a direct satellite link to that 

installation. 

The RAID medical team makes itself available to the 

physicians at the scene or in the hospitals, wherever they are 

most needed, to advise medical personnel and to call in federal 

medical support, if necessary.  Inasmuch as the scene of this 

incident is New York City, it is determined that there are 

sufficient medical personnel available so that the military need 

not provide any medical personnel. 

Meanwhile, the RAID communications team has established a 

base and is in constant communications with the FBI, FEMA, and 

DoD.  The RAID survey team has donned its chemical/biological 

protective gear and is determining the outer-most limits of the 

contaminated area.  This team is also in consultation with FEMA 

concerning the most effective way to clean up the scene once the 
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casualties are taken out and whatever investigation must be done 

is completed. 

During this period, the RAID operations team is directing 

the movement of the team and the coordination with the other 

responders at the scene.  The RAID administrative team is also 

assisting in coordination efforts. 

The hypothetical ends with the RAID element being released 

to return to their base after the federal, state, and local 

authorities have the situation under control and there is no 

further need for their consultation or coordination. 

CONCLUSION 

In 2020, terrorism will continue to be a major concern and 

threat to the United States.  The United States will continue to 

be a superpower and thus a target for those who are dissatisfied 

with their lot in life.  Although technological and scientific 

advances will greatly benefit humanitarian and peaceful ends, 

this same technology will be used against the United States in 

the form of asymmetric attacks by foreigners as well as by 

disgruntled citizens. 

Upon the occurrence of an incident involving the use of 

WMD, the RAID elements will be called upon to render assistance 

and coordination to the local, state, and federal authorities. 

This assistance will take be in the nature of medical advice, 

coordination for military support, and assistance with 



casualties.  In addition, the technologically advanced and 

trained survey teams will be equipped to immediately determine 

the radius of the contaminant where a biological or chemical 

agent is used. 

RAID elements will continue to be relevant in the year 

2020.  Although their mission may change and technology will 

provide localities with some of the same assets locally which 

the team might offer, their assistance would continue to be 

valuable, especially in coordinating between federal, state and 

local responders.  In many cases the elements would be tasked to 

provide expert advice through telecommunication devices instead 

of being required to move to the■scene within four hours.  If 

elements are required to deploy to a scene, the response time 

would theoretically be reduced in 2020 by anticipated 

technological improvements in the means of transportation as 

well as in the means of communications.  As in the scenario 

above, the elements would be able to be in constant video 

contact with the authorities at any such scene prior to their 

arrival. 

Given the proper funding, resources and training, the RAID 

concept is a viable and competent means of responding to 

incidents of the use of WMD in the continental United States. 
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