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ABSTRACT

This thesis presents a model of intranet implementation for a military facility
within the context of an organization that is in the process of discovering Web technology
and the browser as a central communication application. It surveys the genesis and
evolution of intranet technology, examines the interface between emerging technology
and organizational culture, specifies software and hardware components, and offers
recommendations on intranet security and the requirements for successful information
technology implementation. Intranet pages built with Microsoft Front Page 98 and a
connection from back-end to front-end constructed with ColdFusion Application Server
3.1 are presented.
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I. INTRODUCTION

A. OBJECTIVE

This thesis will analyze the usage of web technology in an organization by
establishing an intranet as a mean of information system. The development will include
designing database as a back-end for personnel records, building Web pages, and
analyzing middleware. Ultimately database will be integrated using middleware to front-
end using Internet technology so the users can update, add, query or view the database
with their Web browsers.

B. BACKGROUND

The birth of the World Wide Web (WWW) in 1990 came and went almost totally
unnoticed by the rest of the world. As far back as early 1989, Tim Berners-Lee, a then-
unknown researcher at the European Particle Research Center (CERN) was writing
proposals about a new method people could use to transfer information between
computers. The new method took advantage of the Hypertext concept proposed years
earlier, and already being written into on-line publishing applications like WinHelp. The
innovations that Berners-Lee and his colleagues proposed came in two parts; Hypertext
Markup Language (HTML)! and Hypertext Transfer Protocol (HTTP)2. [Bernard, 1996].

The “Web” refers to all those interconnected data sources; everybody gets there
via Internet. Web technology developments stand a good chance of radically
transforming enterprise networks. But what are new and different are the Internet
applications, principally the set of intra-enterprise capabilities available to PC or
workstation users via the use of web technology. Using this web technology, the
applications will be virtually tied together to utilize the software integrity. It is in need of
the software integration to combine all of the applications in web technoldgy

employment.

1 HTML is a way of marking text so it could be published easily online with embedded hyperlinks, font
changes, pictures, and other features.

2 HTTP is a communication method that could be used by clients and servers to exchange hypertext
documents over a network.




The Web is the premier Internet application that makes people can access
resources around the world. However, an organization can use the Internet technology to
build information system inside the organization. Internet technology makes people easier
to access any information within an organization because client computers only need Web
browsers and point to hyperlink available on the Web page and information is on their

fingertip.
C. RESEARCH QUESTIONS

The following research questions establish a framework for this thesis.
1. What is web technology?

This question pertains to all Web technology development and as a tool to
improve communication, business processes and profitability within the organization.

2. Can the database management system fulfill the demand of the

organization?

This question assumes a database is used for developing a database on-line

transaction.

3. Is an intranet feasible to support an information system in an

organization?

This question has many political implications and may be difficult to answer

objectively.
D. EXPECTED BENEFITS

This thesis is not intended to offer a panacea for a military information system. It
does, however, explore the areas such as the benefit of building and implementing an
intranet within the organization. It begins with an explicit understanding of the objectives
being sought. The primary focus is on implementing Web technology.




II. INTRODUCTION TO INTRANET

A. INTERNET

The Internet gets most of the attention, but the computer technology revolution
going on inside organizations today is use of Web technology to create enterprise-wide
intranets. In this chapter, the background of intranet will be introduced. Between 1994
and 1995 someone in the media called internal use of Internet technology for corporate
intranet and the name stuck [Hills, 1997].

The Internet is series of computer networks spread around the world, connecting
government, military, educational and commercial institutions, as well as private citizens
to a wide range of computer services, resources, and information. According to Picard
[1998], the Internet is a series of inter-connected local area networks in which a group of
routers around the world all tight together. A core of the Internet is made up of a high-
speed line and at the edge of the Internet is a boundary connected with a medium-speed
line. Internet is based on TCP/IP (Transmission Control Protocol/Internet Protocol) stack
to communicate. All users get a TCP/IP address administered by the Internic. The Internic
is a private company that has a sole contract from the US government to manage the
TCP/IP and domain names for the world. TCP/IP address blocks are allocated by the ISP
(Internet Service Provider). Currently, Internet version 4, IP addresses are divided into
five classes (A to E). It is important to understand that these divisions were conceived for
the Internet Architecture Board (IAB) to ease the management of IP addresses; they have
less immediate significance for the network manager. Class A and B addresses are not
available anymore while class D and E are not for general use [Washbunrs and Evans,
1996]. Eventually the IP address scheme version 4 will be changes to IP address version
6. The IP address scheme version 6 idea is to extend the address range. This project is
called “the Internet II”.

B. INTRANET

An intranet is a contained collection of computers and networks within an
organization (it may span the globe), connecting an organization's members to a range of
computer services, resources, and information using a Web browser such as Microsoft

Internet Explorer, Netscape Navigator, or Mosaic [May, 1998]. An intranet is an internal




web that uses an open standards, protocols and technologies such as TCP/IP and HTML
(Hypertext Markup Language)-that unite different systems into a unified information
architecture, even though the computers that are linked together use many different
hardware and software platforms. Figure 1 shows the typical intranet infrastructure.

INTRANET PHYSICAL VIEW
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Figure 1. Intranet Physical View
Although an intranet can potentially connect internal users to the Internet, the
converse is generally not true without proper authorization. This means that an intranet is




insulated by a firewall and in effect is invisible to external users of the Web. Connectivity
to an intranet via the Web is possible however, once the proper security measures are in ‘
place. In fact, this is one of the main advantages of an intranet, it will allow internal users
a quick means of contacting others and instant access to all kinds of internal from
practically anywhere in the world. [Adelaja, Bryan, and Yao, 1996]

The main difference between the Internet and an intranet is in the terminology not
in technology. Both intranet and Internet use the same technology, a TCP/IP network to
carry the traffic. TCP/IP stack is the primary protocol used for data transmission on the
Internet and intranet. [May, 1996]

There are several differences and commonality between the intranet and the
Internet as shown in Table 1.

_ PARAMETER ' | =~ THEINTERNET |

Security Low (None/Some) High

Speed Low/Medium High

Services Almost unlimited Specified by Organization

Access Control None or limited. Public | Account Name and Password. Generally
encouraged to visit. no external (public) access.

Membership Unlimited. Population of Organization

Reliability Low High (Mission Critical)

Control Low (None) High

Compatibility High High

Table 1. The Difference and Commonality between an intranet and the Intranet
C. GROWTH OF INTRANET

Figure 2 includes everything related to an intranet or Internet as well as the growth
of domain, users, and access providers. The x-axis lists the years from 1990 to 1995 and
estimates for 1996 to 1998. The y-axis reveals the amount of the Internet and intranet
growth related to Internet hosts, domains, servers, and users.

Campbell [Hills, 1997] predicts that there were 100,000 intranet web servers in
1995, and that this number will grow to 4.7 million by the year 2000. He also said that
there were approximately 10 million Web browsers in use in 1995, and he estimates that
number will be 40 million in 1996 and 180 million in the year 2000.




Number of
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Figure 2. Growth of an Intranet and the Internet [Hills, 1997]

Internet and intranet have dramatically expanded. An intranet spending will
outpace Internet expenditures by more than four to one, reaching $400 million in 1995,
$1.2 billion by 1997 and up to $7.8 billion by 1998. Purchases for web server hardware
and software alone are expected to reach over $5 billion by the year 2000. Driving these
outlays is a shift toward an access-driven environment that can deliver information in a
neutral content-type to the end user. Approximately 15 million users currently have
adequate Internet technology available to support the implementation of intranets and will
increase significantly by 1998. [Potter, 1996]

D. BENEFITS OF INTRANET

An intranet is not only for communication but also for collaboration within the
organization provides several benefits over proprietary networks such as a LAN. With an
intranet, universal communication is reliable using the same standards protocol. Users
only need Web browsers on their desktop computers to interact with others.

An intranets provide tangible benefits, including cost savings, time savings and
improved productivity.. They provide even more significant intangible benefits, such as
better decision making, more collaboration and improved knowledge sharing [Hills,




1997]. To give an idea how an intranet will benefit organization here are just a few of the
possible reasons why the organization will setup an intranet:

1. Tangible Benefits of Intranets

To start an intranet, the organization needs a Web server, browsers for clients and
building the web pages. The Web server is fast and easy to manage. When the initial
server is up and running the intranet is ready to go. Since browsers are provided for free
and many people have used them, it is not difficult to open a browser and surf an intranet.
An intranet provides fast access to information. Rather than wasting time to get it from
file cabinet or making a phone call, users can have the most up to date information in
their finger tips. [Hills, 1997] Here are some of tangible benefits of intranet:

o fast and easy to implement

e cheap to implement

e casytouse

e savestime

e provides operational efficiency

e saves cost

e based on open standards

e connect and communicate among disparate platforms
e put users in control of their data

e secure
e scalable
o flexible

e provide the richness of multimedia
e leverage your infrastructure and applications investment
e supports push technology

e collects data as well as distributing it
2. Intangible Benefits of Intranets

Information is valuable, and things may happen slowly when the information to

make a decision is not available. An intranet can provides critical communication to



organization at the same time. An intranet also enable coordination and collaboration of

workgroups or team such as video teleconfrencing or chat. [Hills, 1997]

e provide better communication

e provide access to accurate information

e capture and share knowledge and expertise

e provide better coordination and collaboration

e provide for creativity and innovation

e provide new business opportunities

e provide new business partnerships through access by suppliers and customers




III. INTRANET COMPONENTS

A. INTRANET COMPONENTS

An intranet is similar to LAN (Local Area Network) using client/server model.
The only difference is that an intranet uses Web technology as the main component.
Although these components are not required fully implemented but some of them should
exist within an organization. Some of the major components of an intranet suggested by
Hills [1997] are:

e Network Infrastructure

e Electronic Mail

e Internal Web
e Newsgroups
e Chat

e FTP

e Telnet

B. NETWORK INFRASTRUCTURE

A network enables the exchange of information in electronic form among
individuals, groups, and organizations. The network provides the communication
mechanism between connected users. This is achieved through a combination of
hardware and software. Computers and peripheral devices are interconnected via a
physical medium, such as copper cables and/or fiber-optic cables. Building a network is a
process of selecting cost-effective components to meet the requirements of the users.
More than one option is nofmally available for these components. Different technology
choices can be made to solve the same problem. Making the right choice can be difficult
because technology is advancing at a rapid pace. Competition among vendors should
reduce costs. At the same time, there is a race to increase performance that typically
increases costs. Thus, it is important to understand the requirements of the organization
so that valid technology tradeoffs can be made to arrive at a cost-effective solution. [IPT
and DoN INPO, 1997]




1. Network Categories

The category of network employed is distinguished by the geographical coverage
of the network. A LAN is restricted in coverage to within a small geographical area, such
as might be associated with a workgroup. The members of the workgroup may be co-
located in a single building, or in a small number of buildings in close proximity. Several
LANs can be interconnected within a building or buildings to extend connectivity and
reduce contention for resources.

A Campus Area Network (CAN) covers a larger geographical area than a LAN,
on the order of a few miles. A Metropolitan Area Network (MAN) would cover an area
the size of a small city. A Wide Area Network (WAN) provides connection between sites
in diverse locations [IPT and DoN INPO, 1997]. An intranet is a local or wide area
network using the Internet technology such as TCP/IP and World Wide Web Protocols.
So the software and hardware for LAN is similar to the one for an intranet.

For an organization with approximately SO0 people connected to the network and
geographically spreads in range of 0.5 mile local area network with fiber in the backbone

is sufficient to cover the traffic around the network.

2. Network Architecture

Just as there several different ways to cable LAN, there are also several different
forms a network can take. These different shapes are known as Network Architecture or

Topology.
a. Star Topology

Star topology derives its name from the arrangement of devices so that
they radiate from a central point. At the central point we usually see a device generically
called a hub (Figure 3). Star topologies do require more cable than a simple bus
topology, but most use a relatively inekpensive type of cable called twisted pair cabling
which helps control costs of wiring. The hubs themselves require expense and the level of
that expense is directly attributable to how complex a hub is needed. Star topology
systems offer better troubleshooting and management capabilities, but require more
physical resources than a comparable bus system. Another advantage of star topology is
that network administrator can give certain nodes higher status than others. The star
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architecture also makes it easier to have centralized diagnostics of all network functions.
Because all messages come through the central computer. [Schatt, 1993]
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Figure 3. Star Topology

b. Bus Topology

In bus topology, all devices share a common wire to transmit and receive
data through in the bus topology (Figure 4). This approach is very economical as a single
cable is cheaper to purchase than several individual cables for each device. Additionally,
a single cable is easier to install than several cables. These apparent advantages of the bus
topology are offset, however, by the difficulty in troubleshooting a problem in this layout
scheme. Unlike the star topology in which dozens of cable can cause logistical problems
when they congregate near the central computer, bus cabling is simple. Another
advantage of the bus topology is that the failure of a single workstation does not cripple
the rest of the network. [Schatt, 1993] In summary, the key strength for the bus topology
is its minimal use of cable and ease of installation. Its major drawback is its difficulty to
troubleshoot.
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Figure 4. Bus Topology

¢. Ring Topology

The ring topology combines advantages of the star and the bus. A
workstation assumes the role of monitoring all network functions. The failure of one
workstation does not result in the failure of the entire network [Schatt, 1993]. Ring
Topology describes the logical layout of token ring and FDDI networks. A token is a
stream of data that circulates through the network stations when they are idle. If a station
has a message to transmit, it waits until it receives a “free token.” The “free token”
becomes a “busy token,” transmitting a frame immediately following the token. The
frame contains the full message or part of the message the station wishes to send. While
the station is transmitting the message the token is busy, so other stations that want to
send must wait. The receiving station copies the data to the frame and the frame continues
around the ring until it gets to the station that transmitted the original message. That
station then purges the "busy token" and inserts a new "free token" and the process starts

over with a new station transmitting a message.




In this scheme, a ring is created to which each device attaches (Figure 5).
The logical creation of a ring allows information on such a LAN to travel in one
direction. Since only one device is allowed to transmit at a time, collisions are not a
problem on ring systems. Of course there are always problems that can occur like bad
network cards or hub units that will bring a ring topology LAN to a grinding halt, but they
are often very resilient. Typical ring system network interface cards (NICs) contain the
ability to perform what is known as signal regeneration. This means information received
by them is copied and retransmitted at a higher amplification. Since every piece of data
traveling around a ring must visit each device, the signal gets regenerated numerous
times. This feature allows for greater distances between nodes and increased chances that
good data will completely traverse the ring [Coulter, 1997].

Server =k
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Figure 5. Ring Topology

3. Network Components

A local area network can be composed of several components. This section deals
with what those components are focusing on terminology and functionality.
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a. Servers

Server is a generic term applied to any machine running a "service"
application. That service being performed might include access to shared files (file
server) or access to shared printers (print server). There are other types of servers besides
file and print servers. Communication servers offer access to remote devices outside of a
network. That access might be to a mainframe or minicomputer, or other networks,
workstations or servers. Typically, a machine that allows multiple users to share one or
more modems for external connections is called a modem server. Modem servers are
becoming increasingly popular today as more and more companies find the need to access
external information or ;e-mail services. [Coulter, 1997}
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