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NOTICE

When Government drawings, specifications, or other data are used for any purpose
other than in connection with a definitely related Government procurement operation,
the United States Government thereby incurs no responsibility nor any obl, gation
whatsoever; and the fact that the government may have formulated, furnished, or in
any way supplied the said drawings, specifications, or other data, is not to be re-
garded by implication or otherwise as in any manner licensing the holder or any
other person or corporation, or conveying any rights or permission to manufacture
use, or sell any patented invention that may in any way be related thereto.

This report has been reviewed by the Office of Public Affairs (ASD/PA) and is
releasable to the National Technical Information Service (NTIS). At NTIS, it will

" be available to the general public, including foreign nations.

,..

This technical report has been reviewed and is approved for publication.

JEFFERY L. PESLER ERWIN C. GANGL
Vice Chairman Chief, Avionics Systems Division
2nd AFSC Standardization Conference Directorate of Avionics Engineering

FOR THE COMMANDER

ROBERT P. LAVOIE, COL, USAF
Director of Avionics Engineering
Deputy for Engineering

"If your address has changed, if you wish to be removed from our mailing list, or
"" if the addressee is no longer employed by your organization please notifyASD/ENAS
• " W-PAFB, OH 45433 to help us maintain a current mailing list".

U Copies of this report should not be returned unless return is required b; security
considerations, contractual obligations, or notice on a specific document:.
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FOREWORD

THE UNITED STATES AIR FORCE HAS COMMITTED ITSELF TO "STANDARDIZATION."
THE THEME OF THIS YEAR'S CONFERENCE IS "RATIONAL STANDARDIZATION," AND WE
HAVE EXPANDED THE SCOPE TO INCLUDE US ARMY, US NAVY AND NATO PERSPECTIVES
ON ONGOING DOD INITIATIVES IN THIS IMPORTANT AREA.

WHY DOES THE AIR FORCE SYSTEMS COMMAND SPONSOR THESE CONFERENCES?
BECAUSE WE BELIEVE THAT THE COMMUNICATIONS GENERATED BY THESE GET-TOGETHERS

IMPROVE THE ACCEPTANCE OF OUR NEW STANDARDS AND FOSTERS EARLIER, SUCCESSFUL
IMLEMENTATION IN NUMEROUS APPLICATIONS. WE WANT ALL PARTIES AFFECTED BY
THESE STANDARDS TO KNOW JUST WHAT IS AVAILABLE TO SUPPORT THEM: THE
HARDWARE; THE COMPLIANCE TESTING; THE TOOLS NECESSARY TO FACILITATE DESIGN,
ETC. WE ALSO BELIEVE THAT FEEDBACK FROM PEOPLE WHO HAVE USED THEM IS
ESSENTIAL TO OUR CONTINUED EFFORTS TO IMPROVE OUR STANDARDIZATION PROCESS.
WE HOPE TO LEARN FROM OUR SUCCESSES AND OUR FAILURES; BUT FIRST, WE MUST
KNOW WHAT THESE ARE AND WE COUNT ON YOU TO TELL US.

AS WE DID IN 1980, WE ARE FOCUSING OUR PRESENTATIONS ON GOVERNMENT
AND INDUSTRY EXECUTIVES, MANAGERS, AND ENGINEERS AND OUR GOAL IS TO
EDUCATE RATHER THAN PRESENT DETAILED TECHNICAL MATERIAL. WE ARE STRIVING
TO PRESENT, IN A SINGLE FORUM, THE TOTAL AFSC STANDARDIZATION PICTURE FROM
POLICY TO IMPLEMENTATION. WE HOPE THIS INSIGHT WILL ENABLE ALL OF YOU TO
BETTER UNDERSTAND THE "WHY'S AND WHEREFORE'S" OF OUR CURRENT EMPHASIS ON
THIS SUBJECT.

MANY THANKS TO A DEDICATED TEAM FROM THE DIRECTORATE OF AVIONICS
ENGINEERING FOR ORGANIZING THIS CONFERENCE; FROM THE OUTSTANDING TECHNICAL
PROGRAM TO THE UNGLAMOROUS DETAILS NEEDED TO MAKE YOUR VISIT TO DAYTON, OHIO
A PLEASANT ONE. THANKS ALSO TO ALL THE MODERATORS, SPEAKERS AND EXHIBITORS
WHO RESPONDED IN SUCH A TIMELY MANNER TO ALL OF OUR PLEAS FOR ASSISTANCE.

ROBERT P. LAVOIE, COL, USAF
DIRECTOR OF AVIONICS ENGINEERING
DEPUTY FOR ENGINEERING
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,PARTMENT CF THE AIR FCRCE

- b-

23 AUG 1-932
CV

-. Second A'SC Standardization Conference

- ASD/C

1. Since the highly successful standardization conference hosted by ASD in
1980, significant technological advancements have occurred. Integration of
the standards into weapon system has become a reality. As a result, we have
many "lessons learned' and oost/benefit analyses that should be shared within
the tri-service community. Also, this would be a good opportunity to update
current and potential "users." Therefore, I endorse the organization of the
Second WPSC Standardization Conference.

2. This oonference should over the current accepted standards, results of
recent congressional actions, and standards planned for the future. We should
provide the latest information on policy, system applications, and lessons
learned. The agenda should acomdate both government and industry inputs
that criticize as well as support our efforts. Experts from the tri-service

-., arena should be invited to present papers on the various topics. Our AFSC
'9 project officer, Maj David Hammond, FI AFSC/ALR, AUIKNM 858-5731, is prepared

to assist.

ROBERT M. BOND, t Gen, USAL
Vic. Ccmmander
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4.

April 26, 1976
NUMBER 5000.29

ASD(I&L)

Department of Defense Directive
N.

SUBJECT Management of Computer Resources
in Major Defense Systems

References: (a) through (m) are listed in enclosure 4

I. PURPOSE

This Directive establishes policy for the management and
control of computer resources during the development,
acquisition, deployment and support of major Defense systems.

II. APPLICABILITY AND SCOPE

A. The provisions of this Directive apply to the Office of
the Secretary of Defense, the Military Departments, the
Organization of the Joint Chiefs of Staff, and the Defense
Agencies (hereinafter referred to collectively as "DoD
0=aponents").

B. Its provisions encompass major programs of Defense
systems acquisition, as designated by the Secretary of

N Defense (described in section II. of DoD Directive
5000.1, reference (a)). In addition, it provides
principles to be applied in the acquisition of Defense
systems that do not fall in the "major acquisition
category."

C. Excluded from the provisions of this Directive are
general purpose, cci ercially available automatic data
processing assets as defined and administered under
CNB Circular A-71, DoD Directives 4105.55, 4160.19,
and 5100.40 (references (b), (c), (d), and (e)). How-
ever, when feasible, the terms, tools, and techniques
employed in the general purpose area will be adopted
or adapted to support management of computer resources
in major Defense systems.

III. IWnATION

It is intended that the policies and principles embodied

3
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in this Directive ultimately be assimilated as an integral part
of the established process of acquiring major Defense systems.
Therefore, the continuing need for this Directive, and all organiza-
tional institutions created herein shall be reviewed biannually with
a view toward cancellation after 6 years. DoD Directives 5000.1,
5000.2, and 5000.3 (references (a), (g), and (h)) will be modified as
appropriate, to reflect this assimilation.

IV. EFINITIONS

"4-'  Terms used in this Directive are defined in enclosure 1.

V. POLICY

A. General

1. Annual expenditures by DoD on the design, development, acqui-
sition, management, and operational support of computer resources
embedded within, and integral to weapons, communications, com-
mand and control, and intelligence sensor systems are measured
in the billions of dollars. Unreliability, particularly of
software, diminshes DoD mission effectiveness in many major
Defense systems.

2. Computer resources in Defense systems must be managed as ele-
1 % ments or subsystems of major importance during conceptual,

validation, full-scale development, production, deployment,
and support phases of the life cycle, with particular emphasis
on computer software and its integration with the surrounding
hardware.

B. Requirements Validation and Risk Analysis

1. Validation of computer resource requirements, including soft-
ware, risk analyses, planning, preliminary design, security
where applicable (DoD Directive 5200.28, reference (f)) and
interface control and integration methodology definition will
be conducted during the Concept Formulation and Program
Validation phases of Defense system development, prior to
Defense Systems Acquisition Review Council (WIARC) II.

2. This analysis must assure conformance of planned computer
resources with stated operational requirements.

3. Risk analysis, preliminary design, hardware/software inte-
gration methodology, external interface control, security

4-.. features (DoD Directive 5200.28, reference (f)), and life

'-.' cycle system plinning shall be included in the review.
4*?.

4. Correctness of software, re'iability, integrity, maintain-
ability, ease of modificat--.., and transfera. 2ity " be
major considerations in the initial design.

5. The risk areas, and a plan for their resolution shall be
included in the Decision Coordinating Paper (DoD Directive
5000.2, reference (g)).

6. In addition, computer resource requirements will be continu-
ously coordinated and reconciled with system operational
requirements throughout system development after DSARC II.

C. Configuration Management of Computer Resources. Defense system
computer resources, including both computer hardware and computer
software will be specified and treated as configuration items.

*- Raseline implemeutation guidance for this action is contained in
L T) Instruction 5010.21 (reference (1)).

D. puter Resource Life Cycle Planning. A computer resource plan
U be developed prior to MARC II, and will be maintained

thoghout the life cycle. The purpose of the plan is to identify

%4
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5000. 2q

important Defense system computer resources acquisition and life
cycle planning factors, both direct and indirect; and to establish
specific guidelines to ensure that these factors are adequately
considered in the acquisition planning process. Examples of factors
to be addressed are the following, as applicable:

1. Responsibilities for integration of computer resources into the
total Defense system and the determination of overall system
quality and integrity.

2. Personnel requirements for developing and supporting computer
resources.

3. Computer programs required to support the development, acquisi-
tion, and maintenance of computer equipment and other computer
programs.

4. Provisions for the transfer of program management responsibilityafter initial system operating capability has been achieved; pro-

visions for system/equipment turnover.

E. Support Software Deliverables. Unique support items required to cost
effectively develop and maintain the delivered computer resources
over the system's life cycle will be specified as deliverable, with
DoD acquiring rights to their design and/or use. Examples of such
support items are compilers, environmental simulators, documentation
aids, test case generators and analyzers, and training aids. The
provisions of ASPR, section IX (reference (j)) shall govern the
implementation of the policy.

F. Milestone Definition and Attainment Criteria. Specific milestones
to manage the life cycle development of computer resources, including
computer system and support software will be used to ensure the proper
sequence of analysis, design, implementation, integration, test, docu-
mentation, operation, maintenance, and modification. These milestones
will include specific criteria that measure their attainment.

G. Sofware Language Standardization and Control. DoD approved High Order
Programming Languages (HOLs), (reference (k)) will be used to develop
Defense system software, unless it is demonstrated that none of the
approved HOLs are cost effective or technically practical over the

system life cycle. Each DoD approved HOL will be assigned to a
designated control agent who will be responsible for such activities
as validating compliance of compiler implementations with the standard
language specifications, gathering data as to the use of the language,
and for disseminating information, compilers, and tools. The designated
control agent will also be responsible for assuring language stability

LW except for DoD HOL specifications which already fall within the purview
of DoD Manual 4120.3M (reference Cm)).

- 5
ii
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VI. !cESPONSIBILITIES

A. In order to oversee and coordinate the accomplishment of poli-
cies in this Directive and the incorporation of its principle..
into the normal Defense system acquisition process, a Manage-
ment Steering Committee for Embedded Computer Resources is
hereby established. This Committee shall operate under the
Charter of enclosure 2 for a period not to exceed the life of
this Directive.

B. DoD Components will review their existing regulations, speci-
fications, and standards modifying, cancelling, or supple-
menting them as required to ensure consistency with the policy
in this Directive.

C. DoD Components will develop and implement a disciplined
Napproach to the management of software design, engineering,

and programming which will ensure the provision of effective
software at minimum life cycle cost. To assist in the
achievement of this objective, DoD Components will, as a
minimum:

1. Prepare and maintain appropriate guidance documents (e.g.,
guidelines, checklists, handbooks, and descriptive
examples) covering requirements definition, development,
acquisition, operation, and support issues attendant to
computer software in Defense systems. These documents
should be available for use as necessary by program
managers and their staffs as well as organiza - tasked
with specific responsibility for developing, acquiring,
operating, and supporting the computer resource elements.

2. Establish and/or maintain appropriate r: ucation, training.
and experience career paths with accompanying career in-
centives to foster the development and retention of pro-
fessional computer resource engineers, managers, and
technicians.

3. Plan and execute a coordinated research and development
program to identify and supply the technological base
needed to support the policy, practice, and procedure re-
requirements of this Directive. This coordination will
be accomplished using the Technology Coordinating Paper
(reference (k)).

VII. EFFECTIVE DATE AND IMPLEMENTATION

This Directive is effective immediately. Five copies of the
implementation plan shall be forwarded to the Assistant Secre-
tary of Defense (Installations and Logistics) for approval,

6
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prior to issuance. Five copies of the final implementation plan
shall be forwarded to the ASD(I&L) within 90 days.

Deputy Secretary of Defens

Enclosures - 4
1. Definitions
2. Charter
3. DDR&E Memorandum, "Technology Coordinating

Papers," May 29, 1974
4. List of References

I..
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DEFINITICKS

A. Computer Data. Basic elements of information used by computer
equipment in responding to a computer program.

B. Computer Equipment. Devices capable of accepting and storing com-
puter data, executing a systematic sequence of operations on com-
puter data or producing control outputs. Such devices can perform
substantial interpretation, computation, communication, control,
and other logical functions.

C. Computer Firmware. The logical code of computer equipment which in-
terprets the control functions of that equipment.

D. Computer Program. A series of instructions or statements in a form
acceptable to computer equipment, designed to cause the execution
of an operation or series of operations. Computer programs include
such items as operating systems, assemblers, compilers, interpret-
ers, data management system, utility programs, and maintenance/
diagnostic programs. They also include application programs such
as payroll, inventory control, operational flight, strategic,

tactical, automatic test, crew simulator, and engineering analysis
programs. Computer programs may be either machine dependent or
machine independent, and may be general purpose in nature or be

designed to satisfy the requirements of a specialized process of a
particular user.

E. Computer Resources. The totality of computer equipment, computer
program, computer data, associated documentation, personnel, and
supplies.

F. Computer Software. A combination of associated computer programs
and computer data required to enable the computer equipment to
perform computational or control functions.

G. Embedded. Adjective modifier; integral to, from the design, pro-
curement, and operations point of view espoused in DoD Directive'"

5000.1 (reference (a)).

H. Software Engineering. Science of design, development, implementa-
tion, test, evaluation, and maintenance of computer software over

its life cycle.

9
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CHARTER OF

DCD MANAGEMENT STEERING CCMMITTEE

F OR
EMBEDDED C WFTLER RESOURCES

I. BACKGROUND

Current annual expenditures by the Department of Defense on the
design, development, acquisition, management and operation sup-

'4 port of computer resources embedded within and integral to
weapons, communications, command and control, and intelligence
systems are measured in the billions of dollars. At the same

time such computer resources have often presented critical cost
and schedule problems during the development and acquisition of
new defense systems. Even after system implementation and field-
ing the software has often proven unreliable. To correct these
problems and to improve the management of embedded computer
resources in general, a DoD management steering committee is
hereby formed. This committee will be responsible for imple-
menting this Directive and will operate under the provisions of

,-" *this Charter.

II. SCMIE
A. The Management Steering Committee for Embedded Computer

" .~'Resources (MSC-ECR )2/ shall implement the provisions of this
Directive and issue ensuing policies related to computer
resources which are embedded within major Defense weapon,
command, control, communications, and intelligence systems.

B. The MSC-ECR activities will not encompass the field of
general purpose, commercially available Automatic Data
Processing Equipment (ADPE) as defined and administered by

references (a), (b), (c), and (d) of this Charter. Working
*. level interfaces will be maintained with the ADPE Community,

however, to ensure maximum transferability of ideas and cross-
utilization of products.

* -'" III. OBJECTIVES

The objectives of the MSC-ECR are fourfold:

A. Improve the management of computer resources embedded in
major Defense systems.

/ Formerly named "Weapon Systems Software Management Steering

Committee."

4 .. . .*1
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B. Increase visibility of computer resources in overall system
acquisitions.

C. Formulbte a coordinated DoD Technology Base Program for soft-
ware basic research, exploratory development, advanced devel-

opment, and technology demonstrations addressing critical
software issues that can be recommended to the Director,
Defense Research and Engineering.

D. Guide the assimilation and integration of computer resource
policy, practice, procedure, an-technology into the normal
process of major Defense systems acquisition.

IV. ACTIVITIES

In carrying out the objectives of section III., the MSC-ECR
shall:

A. Develop proposed future policies, or changes to existing pol-
icies as may be necessary for the acquisition and management
of embedded computer resources in major Defense systems, and
oversee the implementation of policies stated in this
Directive.

B. Advise the Principals of the Defense System Acquisition Review
Council on general policy matters and on specific embedded
computer resource issues related to major Defense Systems.

C. Provide recommendations and advice to DDR&E on Computer
resource R&D technology programs.

D. Provide a focal point for inter- and intra-Service coordina-

tion on policy and management issues.

E. Coordinate technology efforts among DoD Components.

F. Review DoD Component activities for compliance with the pro-
visions of this Directive.

V. CRGANIZATION & CCPOSITION

The MSC-ECR shall be composed of an Executive Board and a Manage-
ment Advisory Board, assisted as necessary by technical panels
working in areas of specialized expertise.

A. The Executive Board shall consist of one designated repre-
sentative from Assistant Secretary of Defense(Installations
and Logistics), DDR&E, Director, Telecommunications and
Command and Control Systems, Assistant Secretary of Defense
(Comptroller), and Assistant Secretary of Defense(Intelli-
gence). The Executive Board will be chaired by ASD(I&L).
All decision-making power of the MSC-ECR shall be vested

12
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in the Executive Board; opinions and decisions of the Board
will be expressed by the chairman, acting as principal rTokes-
man for the MSC-ECR, and will be based on concurrence of all
Board members. If concurrence cannot be achieved, the
divergent views will be forwarded with majority and minority
reports for resolution by OSD staff principals or the Deputy
Secretary of Defense.

B. The Management Advisory Board shall consist of representatives
of DoD Components as follows:

Army 3 members
Navy 3 members
Air Force 3 members
Office of the Joint Chiefs of Staff 1 member
Defense Communications Agency 2 members
National Security Agency 2 members
Defense Advanced Research Projects Agency 2 members
TRI-TAC 1 member
Deputy Director (Test and Evaluation),

ODDR&E 1 member

VI. RESPONSIBILITIES

Responsibilities pursuant to the provision of this Charter and of
this Directive shall be as follows:

A. The Executive Board of the Management Steering Committee shall:

1. Develop policy, or changes to existin,7 policy as may be
necessary for the acquisition and management of computer
resources in major Defense systems, and oversee their
accomplishment.

2. Advise the Principals of the Defense Systems Acquisition
Review Council on general policy matters and on specific
computer resource issues applicable to DSARC-managed

. programs.

3. Provide recommendations and advice to the Director Defense
Research and Engineering on computer resource R&D tech-
nology programs.

4" Review DoD Component activities for compliance with the
provisions of this Directive.

5. Assist the Chairman of the OSD Cost Analysis Improvement
Group (CAIG) in preparing independent cost estimates for
major Defense Systems.

13
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B. The Management Advisory Board of the Management Steering
Committee shall, for major Defense Systems:

1. Conduct policy impact assessments and analyses for the
Executive Board in both technical and managerial areas

, relating to computer resources.

2. Serve as focal points for inter- and intra-Service coor-
dination on policy and management issues.

3. Coordinate technology efforts among DoD Components.

'4 4. Review computer resource technology programs for policy
consistency, relevancy and impact; advise Executive
Board of meaningful technology findings, results, and
product developments.

5. Publicize appropriate management and technological
developments related to computer resources, throughout
DoD and industry.

C. The Management Advisory Board will assist the Executive
, Board in fulfulling the objectives of the MSC-ECR, and the

members will act as focal points for their respective DoD
" Components in the areas of embedded computer resources.

. VII. TECHNICAL PANELS

Adhoc Technical Panels may be formed at the direction of the
MSC-ECR to examine problems requiring specialized and detailed
expertise. Any panel so formed will be governed by its own
Charter, which must be approved by the Executive Board, and
will report to the membership of the MSC-ECR. An appropriate
Chairman of the Executive Board. Membership on the panel will
be determined by the Panel Chairman, and may be drawn from the
DoD Components or from industry as appropriate for the task at
hand.

VIII. METHOD OF OPERATION

A. The MSC-ECR shall meet quarterly, or upon the call of the
Chairman. The agenda will be set by the presiding Chairman,
with concurrence by members of the Executive Board.

B. The ASD(I&L), or his designated representative shall act as
Executive Secretary to the MSC-ECR, and shall be responsi-
ble for preparing the minutes and administering the overallaffairs of the committee. Minutes of all .etings shall be

distributed no later than 30 calendar days after the subject
meeting is adjourned. The ASD(I&L) shall provide adminis-

* trative support to the MSC-ECR.

14
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IX. DEFINITIONS

The terms defined in the basic Directive shall be applicable to
this Charter and the functioning of the MSC-ECR.

X. REFERENCES

A. Office Management Budget Circular A-71, "Responsibilities for
the Administration and Management of Automatic Data Processing
Activities," March 6, 1965

B. DoD Directive 5100.40, "Responsibilities for the Administration
of the DoD Automatic Data Processing Program," August 19, 1975

C. DoD Directive 4105.55, "Selection and Acquisition of Automatic
Data Processing Resources," April 5, 1973

D. DoD Directive 4160.19, "Department of Defense Automatic Data
Processing Equipment Reutilization Program," April 5, 1973

15.
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DIRECTOR OF DEFENSE RESEARCH AND ENGINEERING

WASHINGTON D C 20301

29 MAY 1974

MEMORANDUM FOR Assistant Secretaries of the Military Departments (R&D)
Director, Defense Advanced Research Projects Agency

Director, Defense Nuclear Agency
Director, Defense Intelligence Agency

SUBJECT: Technology Coordinating Papers

The concept of Technology Coordinating Papers has been evolving for more
than four years. In this period, essentially one of trial and error, the
concept has been clarified and certain problems associated with the overall
implementation have been surfaced. As a result, we are now in a better

position to restate the general requirements for TCP's, their utilization,

their content, the management of the TCP process, the review and critique

process, and the distribution of the coordinated documents. This memo-

randum provides the overall guidance to DoD personnel involved in

preparation or revision of those TCP's either in process or planned for
the future, and supersedes prior memoranda of 19 January 1972, 18 August

197Z, and 29 March 1973 on this subject.

GENERAL REQUIREMENTS FOR TCP's

The TCP's which have been published are proving invaluable to R&D

managers as the best means to provide a bounded overview of selected

segments of the DoD technology base. TCP's have served to answer the
following questions:

9 Are there needless overlaps and duplications?

* Are there vital defense research areas which are underfunded

and even missing from the base?

* Are sufficient coordination and interchange taking place among

the Services to maximize the return from resources being

applied to a given area?

•. 17
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0 Are the priorities set correctly; that is, are the spending levels
for the various areas consistent with the requirements in those
areas?

. Are future weapon system requirements being acknowledged in
the more applied work being conducted within the technology
base ?

0 How does the overall program match priorities and mission area
deficiencies ?

These are the kinds of questions which are of concern to both the DDR&E
and the Assistant Secretaries (R&D) & Military R&D Chiefs of the Military
Departments who are responsible for overseeing the Service programs.
In addition, the Secretary of Defense and the Congress have questions
concerning the relative value of the diverse activities contained in the
technology base -- questions which can best be answered by showing
how the various pieces fit together to make a coherent whole. The
TCP's have also served as a device for improving interservice and
Defense Agency communications in most technology areas. In some

areas, information from the TCP's has also provided the basis for the
dissemination of information on technology programs and future needs
to the industrial and academic sectors. For these reasons, we shall
continue to prepare TCP's in the following technology barse program
areas:

0 Propulsion Technology, Missiles and Space Vehicles

0 Medical and Biological Sciences

" Materials Technology

0 Structures Technology

* Aircraft Propulsion Technology

. Aeronautical Vehicle Technology

N Human Resources Technology

* Environmental Sciences

* Electronic Devices

a.0 Weapons Technology

.1
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* Surface Vehicles

* Electronics Technology (to be initiated in FY 1975)

UTILIZATION OF TCP's

* While TCP's have proved an effective mechanism for spotting duplicative,
underfunded, or missing programs, they have not generally fulfilled one
of the originally intended roles; that of forming a basis for organizing
work in specific segments of the technology base where appreciable
multi-Service activity or interest exists. Neither have they been optimally
utilized by all levels of Service R&D Management as an aid in making
decisions on prudent allocation of resources in the various technology areas.
Only in some cases have TCP's been used as data bases for the general
planning process at the Service staff and systems command levels. In
short, it does not appear that middle management in the Services has taken
full advantage of the information contained in the TCP documents. This
deficiency could be corrected if the TCP's were made a part of the basic
documentation for use at all management levels in the preparation of budget
and apportionment plans. Additionally, the utilization of TCP information
in the preparation of overall investment strategy analyses for specific
technology areas would be a valuable adjunct to the planning documents of
the individual Services.

CONTENT OF TCP's

The use of a standard format or a standard table of contents for a TCP
is not required. The format should be the prerogative and responsibility
of the Service/Agency team preparing the TCP. However, if the objectives
of the TCP process are to be achieved, these documents should contain at
least the following information:

0 An examination of the impact of both near term and future
military requirements by mission area as they might
influence that technology.

, A description of the current and future DoD program in that
technology area and the degree to which the program satisfies
firm military requirements. This should include a summary
of work content, designation of the sponsoring Service or

4 Defense Agency for major tasks, and where these tasks are
being performed (in-house or major contractors, by name).

'.41'.4 19
".

--

:,', . . . . . .. . . . . . . . . . , . . . . . .. . . . , .. ,. . .. . . . . . . ,
1C-, % % ' " " ," ". ". . , D o ." ' '% % % % % .% " - - t' -- . - -, -.- ." % •". "



5000. 29 (Encl 3)
Apr 26, 7U

Within this description an explicit discussion of the motivations
and relevancy of the 6. 1 Research projects should be given.
The TCP should also highlight the non-system 6. 3 Advanced

Technology Demonstration projects with appropriate discussions
as to their potential payoff in terms of improved operational

capability, cost reduction, or cost avoidance.

0 A summary table matrix which correlates technical sub-areas

with sponsor, Program Element, and Project number. Because

of the problems associated with the distribution of outyear fiscal
data, TCP's will be written to contain financial data for only the

current and budget years. Data from preceding fiscal years

should be selectively included to indicate significant trends.

Complete FYDP data will not be shown in the TCP, although
anticipated trends in funding levels may be indicated either

quantitatively or qualitatively. This restriction is not meant
to exclude the consideration of FYDP data in the preparation

of a TCP, which can be very useful, or to inhibit publication

of FYDP data in an appendix or supplement to the TCP.

0 Identification and description (if available) of other DoD

programs (i. c., Manufacturing Technology, Component
Improvement, etc.) non-DoD programs (NASA, AEC, NSF,

etc. ) or other major efforts (IR&D), if any, which have a

significant impact on the technology area, and an assessment

of that impact.

a A short assessment of the technology area itself, including

mission area deficiencies, a brief recount of significant

historical trends and expected future trends, significant

recent accomplishments and (where instructive) significant
recent negative results.

No restrictions on the size of TCP's can reasonably be imposed. Some

TGP's will be comprised of a single document of perhaps 50-80 pages

"-? in length whereas others will be as long as several hundred pages because

of the diversity of that technology area. All, however, should contain

*an Executive Summary (maximum of 20-25 pages) of the salient information

in the document.

MANAGEMENT OF TCP PROCESS

0 The DD(R&AT) is responsible for the overall implementation
of the TCP process.

*X 20
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The DD(R&AT) is responsible for ensuring that each basic TCP
is as concise as possible and that all background information

is prepared in a useful format.

"* The DD(R&AT) is responsible for determining the rate and
frequency of preparation of each TCP. Annual revisions of
TCP's will, therefore, not be automatic, but an annual review
of each TCP will be made to determine whether to amend,
update, rewrite, supplement or make no change.

* It is not required that working drafts or for-comment drafts
of TCP's be thoroughly staffed or coordinated at the middle
or upper management levels. Forty-five days will be allowed
for review of the coordination draft of each TCP. The Assistant
Secretaries (R&D) of the Military Departments may, at their
discretion, delegate coordination authority. I have delegated

*the DDR&E coordination authority to the DD(R&AT).

DISTRIBUTION OF TCP's

a The basic TCP documents will not be distributed to industry.
* They will be selectively distributed to other Federal Agencies

* such as NASA, CIA, and NSF and to the Congress as appropriate,
The DD(R&AT) will determine the appropriateness of TCP
distribution outside of DoD.

a Initial and secondary distribution of coordination TCP will
be made through the Defense Documentation Center (DDC).
Distribution to other than in-house organizations will require
the express approval of DD(R&AT).

*. Every effort will be made to distribute TCP information (not
TCP's) concerning technology requirements to industry,

academic and other non-government personnel. The appropriate-

ness of these distributions will be determined by DD(R&AT).

•1 * Draft and coordinated TCP's will be distributed to appropriate
Service laboratories. The appropriateness of these distributions

will be determined by the Military Departments.

21
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REVIEWS AND CRITIQUES OF TCP'S

0 It shall be the responsibility if he DD(R&AT) to obtain critiques
of TCP's as appropriate. The nature of these reviews will vary
with the scope and content of the individual TCP. The reviewers
may be comprised of professional staff from Federal Contract
Research Centers (FCRC's), members of quasi- government
institutions such as the National. Academy of Sciences (NAS),
or selected personnel from private industry or academia.

0 When members of private industry or academia are util.."zed to
review TCP's, they will conduct their review in the Pentagon
and will not be permitted to take the documents fro.n the building.-

* The results of all such reviews will be passd to the Military
Departments and appropriate Defense agencies for information
and comment if appropriate.

Malcolm R. 5 rie
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(a) DoD Directive 5000.1, "Acquisitiorn of Major tzr',_'S, " -

ber 22, 1975
(b) Office of Management and !udget Jircular A-.'1, ", :por.si4i' .' or

the Administration and Marnagement of' Autonati Data Pr',.i A- -

tivities," March c, .
(c) DoD Directive 410."Se lectit

Processing Resourc.-es," May 1, 16'
(d) DoD Directive 4160.19, "Department of :efense AutoMati -1at, a irel-

cessing Equipment eutilization Proram," April ,

(e) DoD Directive 5100.4, "Responsibility for the Adrrirstrat'or of the
DoD Automatic Data Processing Programz," August I,, lq(' .

(f) DoD Directive 5200.2i, "Security Requirements for Automatic Data
Processing (ADP) Systems," December 1%, 1972

(g) DoD Instruction 5000.2, "The Decision Coordinating Paper and the
Defense Systems Acquisition Review Couril (DJAC)," January 21,

1975
(h) DoD Directive 5000.3, "1est and Evaluation," January 10, 1"3

(i) DoD Instruction 5010.21, "Configuration Management Implementation

Guidance," August 6, 196
(.j) Armed Services Procurement Regulation, Section IX, Parts 5 and 6

* (k) DoD Instruction 5000.31, "Interim Li,;t of Do-D approved Ji1g, Ord-r
* * Programming Languages," November 24, 176

(1) Director, Defense Research and Engineering Memorandum, "'ecrolgy
Coordinating Papers," May 29, 1914 (enclosure 3)

i (m) Defense Standardization Manual 4120.3M, "Standardization Folicico,
Procedures and Instructions," January 19(2

#First amendment (Ch 1, 12/28/76)
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DATE Novenibcr 24, l T,

I I ASD( &L)/DDR&E/DTACCS/ASD(C)

Department of )efcnse Instruction

SUBJECT Interim List of DoD Approved High Order Programming Languages (HOL)

References: (a) DoD Directive 5000.29, "Management of Computer Resources

in Major Defense Systems," April 26, 1976
(b) DoD Directive 5000.1, "Acquisition of Major Defense

Systems," December 22, 1975

(c) DoD Directive 5100.40, "Responsibility for the Adminis-
tration of the DoD Automatic Data Processing Program,"
August 19, 1975

_L. PURPOSE

This Instruction specifies the High Order Programming Languages (HOL)
which are approved for use in conjunction with reference (a).

II. APPLICABILITY AND SCOPE

A. The provisions of this Instruction apply to the Office of the
Secretary of Defense, the Military Departments, the Organization
of the Joint Chiefs of Staff, and the Defense Agencies (herein-
after referred to collectively as "DoD Components").

., B. Its provisions encompass the selection of HOL for the develop-

ment of software in major programs of defense systems acquisition
as designated by the Secretary of Defense (described in section II
of reference (b)), as well as for defense system acquisitions that
do not fall in the "major acquisition" category.

4 C. Excluded from the provisions of this Instruction are:

1. Commercially available software for use with automatic data
processing assets as defined and administered under reference
(c).

2. Those application or user oriented languages which do not fall
within the category of a programming language (e.g., User
Requirements Languages, Automatic Test Equipment Languages,
Production Control Languages, simulation Languages, and Analyst
Aid Languages).

D. The provisions of the Instruction are not to be applied retro-

actively on any defense systems where a language commitment has

already been made, nor is it to be interpreted as prejudicial to

language selections occurring before DoD policy formulation.

.r 25
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III. DEFINITION

For purposes of this Instruction a HOL is one which provides com-

pression of computer instructions such that one HOL statement
represents many machine language instructions. It is non-problem-
specific and is used by programmers to communicate with a computer.

IV. POLICY

A. General

1. This Instruction and DoD Directive 5000.29 (reference (a))

is designed to reduce the proliferation of HOL in defense
systems and to ensure control of those HOLs which are

approved.

2. DoD approved HOLs will be used to develop defense system

software, unless it is demonstrated that none of the
approved HOLs are cost effective or technically practical
over the system life cycle (reference (a), subsection
V.G.). Each DoD Component will designate in its instruc-
tion implementing DoD Directive 5000.29 (reference (a))
one office authorized to approve requests for such excep-
tions. The designated approval authority will maintain
appropriate records to support periodic review by the

Management Steering Committee for Embedded Computer
Resources.

3. Each DoD approved HOL will be assigned to a designated

control agent who will be responsible for such activities

as assuring language stability and configuration manage-
ment, validating compliance of compiler implementations

with the standard language specifications, gathering data
as to the use of the languages, and for disseminating
information, compilers, and tools (reference (a) subsec-

tion V.G.).

B. Approved High Order Programming Languages

1. The DoD approved High Order Programming Languages, and

their defining specification documents are:

a. CMS-2 "CMS-2Y Programmers Reference Manual,"
M-5049, FDCSSA, San Diego, CA.,
October 1, 1976: and "CMS-2M Computer

W Program Performance Specifications,"
.7 NAVELEX 0967LP-598-2210.
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b. SPL-1 "SPL-1 Language Reference Manual," Intermetrics

Report No. 172-1.

c. TACPOL CPCEI Part I Specification EL-CG-00043082C

Volume 1, April 16, 1971 with ECO Modifica-

tions (Appendix 10),

d. JOVIAL Military Standard (MIL-STD) 1588 (USAF) for

J3 and MIL-STD-1589 (USAF) for J73.

e. COBOL ANSI X3.23 - 1974.

f. FORTRAN ANSI X3.9 - 1974.

2. The languages CMS-2 and SPL-l shall be controlled within

DoD by the Department of the Navy.

3. The language TACPOL shall be controlled by the Department
of the Army.

4. The language JOVIAL shall be controlled by the Department
of the Air Force.

5. The languages COBOL and FORTRAN shallbe controlled by the
Office of the Assistant Secretary of Defense (Comptroller)
acting with the National Bureau of Standards and the
American National Standards Institute (DoD Directive 5100.40,
reference (c)).

-" V. RESPONSIBILITIES

A. The Management Steering Committee for Embedded Computer

Resources, DoD Directive 5000.29 (reference (a)), shall oversee

and coordinate the accomplishment of the policies in this
Instruction, and advise the principal assistants of the Office
of the Secretary of Defense on matters related to this policy.

B. The Military Departments will designate control agents for
each HOL under their purview.

C. The HOL control agents so designated by the Military Depart-

ments are authorized to update their designated language with
compatible extensions and improvements to satisfy validated
requirements. Such extensions (e.g. new syntax and/or new
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semantics) shoul 1d not be made m01re e tenl t111n 0nCe per yea r
The COBOL and FORTRAN control1 agents must compl1v with the cur-
rent approved version of the American Natioenal Standairds-
Institute.

VI. EFFECTIVE DATE

This Instruction is effective immediately.

(Installations an~ Logi stic s)

Assistant Secretary of Defense( ptrojlieT)

Director Telecommunicat ions and
Command and Control Systems

Director of Defense Research and
Engineering

• -0. *

.# 0,-

_0 °

S.o
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DEPARTMENT OF THE AIR FORCE

REGULATIONS



DEPARTMENT OF THE AIR FORCE AF REGULATION 800-14
" Headquarters US Air Force Volume I
- Washington DC 20330 12 September 1975

Acquisition Management

MANAGEMENT OF COMPUTER RESOURCES IN SYSTEMS

Volume I establishes policy for the acquisition and support of comp6ter equipment and computer programs em-
ployed as dedicated elements, subsystems or components of systems developed or acquired under the progrpm
management concept established in AFR 800-2. Other computer resources will be acquired and managed in ac-
cordance with applicable regulations.

Section A-General Information Paragraph
A pplicability of This Regulation ................................................. I
O bjective of This Regulation ..- ................................................. 2
Air Force Policy on Management of Computer Resources in Systems .................. 3

Section B-Assigned Responsibilities
H eadquarters U SA F .................. ....................................... 4
Air Force Systems Command (A FSC) ............................................ 5
Program M anager ............................................................ 6
Air Force Logistics Command (A FLC) ........................................... 7
U sing A ctivities .............................................................. 8
Air Training Com mand (ATC) .................................................. 9
A ir U niversity ................................................................ 10

Attach ments Page
I. Term s Explained ....................... ............................................ 5
2. Applicability of Air Force Regulations Pertaining to AD? and Computer Resources ............ 6

SECTION A-GENERAL INFORMATION production, employment, operation and support
phases. System performance requirements are

I. Applicability of This Regulation. This regulation allocated to subsystems using in-depth trade-off
applies to all Air Force activities responsible for studies and cost-effectiveness analyses.

'* planning, developing, acquiring, supporting and using
systems managed or acquired under AFR 800-2. b. Management responsibility for the integration of

computer equipment and computer programs into a
2. Objective of This Regulation. The objective of this system remains centralized for the life of the system.
regulation is to insure that computer resources in Responsibility for the computer equipment and
systems are planned, developed, acquired, employed, computer programs will transfer in accordance with
and supported to effectively, efficiently, and AFR 800-4 and turnover in accordance with AFR
economically accomplish Air Force assigned missions. 800-19. Responsibility for development maintenance

and modification of selected computer programs may
3. Air Force Policy on Management of Computer be assigned commensurate with operational and
Resources in Systems: support requirements.

a. Computer resources in systems are managed as c. Organic computer equipment maintenance and
elements or subsystems of major importance during computer program development and maintenance
conceptual, validation, full-scale development, capabilities are established where economical or to

satisfy system requirements. Common and existing
capabilities are used wherever practicable.

Supersedes AFR 800-14, 10 May 1974. (For summary
of revised, deleted, or added material, see signature d. Computer equipment and computer programs
page.) are standardized to the extent practicable within each

OPR: RDM system as well as across systems. Common purpose
automatic test equipment is desirable.

DISTRIBUTION: F: X (Defer -e Systems Manage-
ment School Ft Belvoir VA 20060 ........... 100) e. Automatic data processing (ADP) standards and
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higher level programming languages are used to the flexible computer program design during the planning
maximum extent practicable in the system under and development phases to provide for planned
development, growth and ease of modification and maintenance

throughout the system life.
f. Computer equipment and computer program

trade-offs are conducted throughout the life cycle of (5) The timely preparation of support plans for
the system to minimize cost and insure growth development, acquisition, life cycle operational
capability consistent with operational requirements. maintenance and training for computer equipment,

computer programs, supporting documentation and
S. Organizational responsibilities and computer facilities.

resource requirements, including support facilities,
personnel, documentation, training and other essential (6) The level of simulation to be employed to
resources are identified early in the system assist and assure the acquisition of systems responsive
development program to insure coordinated actions to mission requirements and to minimize the cost or
and integrated support for the system life cycle, risk associated with changes throughotx the system

life cycle.
h. DE.a item descriptions are identified and

developed as required to insure timely and adequate (7) The comprehensive test of computer
program documentation support throughout the equipment and verification and validation of
system life cycle. computer programs. Special emphasis is directed to

these items during the testing and evaluation
i. Solicitation documents include explicit conducted in accordance with AFR 80-14.

statements establishing Air Force rights to computer
programs required to operate, simulate and support (8) The identification of computer equipment
the system. This includes computer programs and and computer programs as configuration items (Cis).
associated documentation required for the
maintenance and modification of these programs. (9) Work breakdown structures (MIL STD-88 1)

designed to facilitate identification of computer

j. Configuration management procedures are resource costs.

developed to assure control during development, test,
transfer and turnover, operational maintenance, and (10) Coverage of computer equipment and

major modification. computer programs during the conduct of system
design reviews, audits and management assessments.

k. An inventory of computer equipment and
computer programs is developed and maintained. SECTION B-ASSIGNED RESPONSIBILITIES

I. User involvement is an integral part of computer 4. Headquarters USAF:
program development, test, operational maintenance
and major modification. The scope and degree of a. Provides for the management of computer
involvement is determined by system and operational resources in systems consistent with the policies in this
requirements. and other applicable regulations.

m. Program Management Directives (PMDs) b. Insures that policies and procedures for the
require and Program Management Plans (PMPs) management of computer equipment and computer

provide for: programs are consistent with other applicable policies,
regulations and directives.

(I) Establishment of computer technical and
managerial expertise responsive to the Program 5. Air Force Systems Command (AFSC):
Office (PO) which is independent of the system prime
or computer program development contractor and, a. Provides for the implementation of this

, preferably, an organic capability of the PO. regulation in the development, acquisition, transfer
and turnover of assigned systems involving computer

(2) The specification and allocation of system resources.
performance and interface requirements to be met by
computer equipment and computer programs. b. Maintains an organic capability of computer

technical and managerial expertise as necessary to
(3) Reliability, maintainability, and availability support assigned responsibilities.

as prime development objectives.
,, c. Provides for the standardization of computer

(4) Sufficient computer equipment capacity and equipment and computer programs between and

4.3
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within systems and insures optimum usage of determined necessary to support AFLC assigned
available computer resources as practicable responsibilities for the integration and maintenance of

the total system. Uses common and existing facilities
d. Insures the timely application of advanced wherever practicable.

computer technology into systems%.
e.mDevelopsjointly wisth ALCana g. Insures the standardization of computer
d. Develops jointly with AFLC an inventory and equipment and computer program support facilities

data base on computer equipment and computer and equipment wherever practicable.
programs used in systems. Provides update
information to A FLC as new systems are developed. h. Satisfies other responsibilities as defined in the

Air Force 800 series and other applicable regulations.
f. Satisfies other responsibilities as defined in the

Air Force 800 series and other applicable regulations.
8. Using Activities:

"•"'"6. Program Manager:6Pg a ra. Provide for the implementation of this
regulation in the turnover, operation and maintenance

a. Provides management and technical emphasis to of systems involving computer resources.
computer equipment and computer program
requirements identified in the PMD. b. Assure continuing involvement with the PO and

AFLC in the development, test, transfer, turnover and
b. Directs the preparation, update and operation of computer equipment and computer pro-

implementation of the PMP consistent with the grams in systems.
policies of this regulation. c. Maintain an organic capability of computer

c. Insures that the P0 works with AFLC and the technical and managerial expertise as necessary to
* .: user to incorporate their needs into the PMP, support assignedresponsibilities.
*,::::: supporting plans and other system documents d. Participate with the P0 and AFLC in the

,prepared and implemented by the P0. preparation, update and implementation of the PM P,
d. Satisfies other responsibilities as defined in the support plans and other system documents. Insureaccurate incorporation and timely update. within the

Air Force 800 series and other applicable regulations. approved program. of mission requirement-

7. Air Force Logistics Command(AFILC): e. Participate with the PO and AFLC in
determining responsibilities for the maintenance and
modification of computer equipment and modifica-

a. Provides for the implementation of this tions to computer programs for incorporation into
regulation during the transfer and support of systems ,,stei documents.
involving computer resources.

f. Program for, establish and operate facilities
b. Maintains an organic capability of computer determined necessary to support assigned

technical and managerial expertise as necessary to responsibilities for the maintenance, modification and
support assigned responsibilities, development of computer programs.

c. Develops jointly with AFSC and maintains an g. Satisfy other responsibilities as defined in the Air
inventory and data base on computer equipment and Force 800 series and other applicable regulations.
computer programs in systems.

9. Air Training Command (ATC ):
d. Participates with the PO and the user in the

preparation, update and implementation of the PMP, a. Reviews system documents and initiates training
support plans (including the integrated logistics support planning.
support plan) and other system documents.

b. Provides and administers training programs to
e. Participates with the PO and the users in support systems in accordance with AFR 50-9.

determining responsibilities for the maintenance and
modification of computer equipment and computer
programs for incorporation into system documents 10. Air University Provides professional education in

computer sciences and management in accordance
f. Programs for, establishes and operates facilities with AFR 53-11 and AFM 50-5.
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BY THE ORDER OF THE SECRETARY OF THE AIR FORCE

OFFICIAL DAVID C. JONES, General, USAF
OFFICA Chief of Staff

JAMES J. SHEPARD. Colonel, USAF
Director of Administration

SUMMARY OF REVISED, DELETED, OR ADDED MATERIAL

This revision renumbers AFR 800-14 to AFR 800-14, Volume I; and updates the terms "transition and turnover"
to "transfer and turnover" in accordance with AFRs 800-4 and 800-19.
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TERMS EXPLAINED

1. Availability. A measure of the degree to which an Program/Project Manager, or System/item Manager)
item is in the operable and committable state at the start during any specific phase of the acquisition life cycle.
of the mission, when the mission is called for at an (AFR 800-2)
unknown (random) point in time. (MIL-STD-721)

8. Program Management Directive (PMD). The official
2. Computer Program. A series of instructions or state- HQ USAF management directive used to provide direc-
ments in a form acceptable to an electronic computer, tion to the implementing and participating commands
designed to cause the computer to execute an operation and satisfy documentation requirements. It will be used
or operations. during the entire acquisition cycle to state requirements

and request studies as well as initiate, approve, change,
3. Computer Resources. The totality of computer transition, modify or terminate programs. The content
equipment, computer programs, associated document- of the PMD, including the required HQ USAF review

-.. ation, contractual services, personnel and supplies, and approval actions, is tailored to the needs of each
individual program. (AFR 800-2)

,.- 4. Configuration Item (CI). An aggregation of equip-
ment/software, or any of its discrete portions, which 9. Program Management Plan (PMP). The document

" satisfies an end use function and is designated by the developed and issued by the Program Manager which
Government for configuration management, CIs may shows the integrated time-phased tasks and resources
vary widely in complexity, size and type, from an required to complete the task specified in the PMD. The
aircraft or electronic system to a test meter or round of PMP is tailored to the needs of each individual program.
ammunition. During development and initial production, (AFR 800-2)

*. (C:Is are only those specification items that are referenced
directly in a contract (or an equivalent in-house agree- 10. Program Office (PO). The field office organized by
ment). During the operation and maintenance period, the Program Manager to assist him in accomplishing the
any reparable item designated for separate procurement program tasks. (AFR 800.2)
is a configuration item. (AFR 65-3)

- 11. Simulation. The representation of physical systems
S. Data Item Description, DD Form 1664. A form or phenomena by computers, models or other equip-
which specifies an item of data required to be furnished ment.
by a contractor. This form specifically defines the
content, preparation instructions, format and intended 12. Transfer. That point in time when the designated
use of each data product. (AFR 310-1) Supporting Command accepts program management

responsibilities from the Implementing Command. This
6. Higher Level Programming Languages. Primarily, includes logistic support and related engineering and
machine independent programming languages (of a procurement responsibilities. (AFR 800-4)
higher order than assembly languages) designed for ease
of expression of a class of problems or procedures by 13. Turnover. That point in time when theoperat.
humans. These languages are designed for convenience of ing command formallv accepts responsibility from the

b %program specification rather than for easy conversion to Implementing Command for the operation and main-
machine code instruction. The languages are intended: tenance of the system, equipment, or computer program

, a. As a means for directly presenting procedures to a acquired (AFft 800-19).
-I: -computer for which a compiler exists; and

b: As a means of communicating such procedures 14. Verification/Validation (of computer programs).
among individuals. (AFR 300-10) The process of determining that the computer program

was developed in accordance with the stated specifi-[ ' 7. Pr"rm Manager. The generic term used to denote a cation and satisfactorily performs, in the mission envi-
single Air Force manager (System Program Director, ronment, the functidn(s) for which it was designed.
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Acquisition Management

. ACQUISITION AND SUPPORT PROCEDURES FOR COMPUTER RESOURCES IN
SYSTEMS

This volume of AFR 800-14 consolidates procedures that apply when implementing the policies
of AFR 800-14, Volume I and other related publications (attachment 2) as they pertain to the
acquisition and support of computer resources. It applies to all activities responsible for plan-

*? ning. developing, acquiring, supporting and using computer resources in systems acquired and
,'.. managed under the AFR 800-2 program management concept.
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Chapter 1

INTROIDUCTION

1-1. Scope. The uniqueness of computer re- Systems (X,,mmanm (AFSC), Air Force Logis-
source management requires tie publication tics CTommand (AFI,), and appropriate using
of a document which consolidates and ex)- comlmlands. The group will meet 6 months
lains the applicability of other publications to after the pablication date of this regulation
computer resource acquisition and support. and annually thereafter to recommend
This volume of AFR 800-14 serves that pur- changes and incorp(rate new developments.
pose by restating applicable portions of re-
lated publications identified in attachment 2 1-6. Interface With .\FR 300-. Automatic
and amplifies the policies of those publica- Data Processing Program Management. Au-
tions. It is intended to ensure that specific tomatic data processing (AI)P) resources in
attention to the management of computer re- systems acquired under AFR 800-2 are sub-
sources is accomplished within the context of ject to the policies of AFR 300-1 as well as
the overall system program technical and AFR 800-14. The policies of AFR 300-1 apply
management efforts. It must be used with in the sense that the program manager is
any other publication in attachment 2 that encouraged to seek technical and managerial
applies. Offices responsible for policy in those expertise from the A[)lP Single Manager or-
publications remain responsible for policy in ganization. These organizations will provide,
the functional areas, for example, HQ upon request, reviews, consultation and re-
USAF/LG will establish and interpret all pol- commendations.
icy related to procurement and configuration
management. Conflicts between this publica-
tion and the referenced publications will ir- 1-7. Interface With AFR 300-2, Management
mediately be called to the attention of HQ of Automatic )ata Processing Sysoems. ADP
USAFIRDM with an information copy to the resources, in systems acquired under AFRfunctional office responsible for the other 800-2, are subject to the policies of AFR 300-2

to the extent specified by the program man-
pl-" agement directive (PM I)). If the PM D does

not require AFR 300-2 procedures, then the1-2. Applicability. The procedures prescribed program rnager will follow the iruvisions of
in this volume are tailored to the needs of the -iFR 8(0-I4 and will exerciSe identical au-

program or project. Changes to existing sys- thority in the ac(tlisitioi) of system comLputer
tems, including deployed systems, will be re- resources anmd other .yste iii coImiponents.
viewed on a case-by-case basis to determine
their application to this regulation. This de-
termination will be made by the command or 1-8. Supporting/Using Command Roles. The
agency having final approval authority for supporting and using comimans will actively
the change in coordination with implement- participate in all phases of acquisition. Par-
ing, supporting and using commands. ('ome- ticilhation includes, but is not limited to: re-
mands may supplement this regulation. One quireilients definition, specification develop-
copy of each command supplement will he ment, S,(1rct se'lection, design reviews, au-
forwarded to HQ USAF/RDM. dits. valiatin.verification (of computer

prgrams s), testinr, ani acceptance.
1-3. Glossary. See attachment I

1-9. Implementation. .At the time of publish-
i ig this vol)111e several exsiting publications
-- will rqui re ch am to provide for the conce;ol

1-4. Bibliography. See attachment 2 for a set forth h,re ii. For exa n pl: AFR 800-14. 1ll
compilation of referenced docurments. May 1974, will he re il nhered as voloue I;

AFR 57-4 and T(o 00- 51)-54 re(uire exNpan-
1-5. Air Force Working (roup. A worki rg siomi to t~rvidh 0n ore detailed guilance tr
group will be established to review the itra- cornwput er rosources; and AFR 8-2 and To
plementation of this regulation. The ox ecu - 00-5--I r'equ ire change to delete c(omputer
tive agent of the working group will be IIQ progra 0s5 fromu the technical order svstemln.
USAF/RDM and membership will consist of Fu t h-r, soliO, major cl n1mlni actions are

, representatives from HQ USAF. Air Force .cssar%, such a: the leyeloprent of a
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numbering system for computer programs by dited to assure policy consistency. Managers 3
AFLC in conjunction with AFSC, and de- should recognize that the changes are in pro-
velopment of configuration status accounting cess and initiate management actions in ac-
procedures to include computer resources cordance with the provisions of this regula-
into existing management systems as config- tion.
uration items. All such actions will be expe-
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Chapter 2

COMPUTER RESOURCES IN THE SYSTEM ACQUISITION LIFE 'Y('LE

2-1. Purpose. This chapter discusses compu- mining whether or not to proceed int, the
ter resources in the system acquisition life next phase.

, .- cycle, defines the computer program life cycle a. During this period, system performance
and discusses the relationship of the two cy- requirements including computer resources
cles. are further defined and )referred develop-

ment methodologies for computer programs,
2-2. System Acquisition Life Cycle. The sys- such as organic or contractor, per AFR 26-12,
tem acquisition life cycle provides a basis for are selected. Validation phase activities de-
categorizing program management activities, fine the efforts required by characteristics
It consists of five major phases with major (performance, cost and schedule) and provide
decision point., as defined .i AFR 800-2. confidence that risks have been resolved or
Programs may Jip a phase or have program minimized. Technical reviews that shoul( be
elements in any or all phases. The following accomplished are the System Requirements
description explains a normal system acquisi- Review(s) and System Design Review (chap-
tion with emphasis on computer resources. ter 4).

b. For computer resources, the major d(e-
2-3. Conceptual Phase. This is the initial finitive documents resulting from this phase
planning period when the technical, military are the authenticated system specification,
and econorfic bases are established through the preliminary development specifications
comprehersive studies, experimental de- containing system functional requirements
velopment and concept evaluation. The objec- allocated to configuration items of computer

-* tive of thi; initial planning may be directed programs and equipment, and the initial
toward refining proposed solutions or de- computer resources integrated support plan

" "veloping alternative concepts to satisfy a re- (CRISP). The initial preparation and coordi-
," - quired operational capability, nation of the CRISP (chapter ) is ac-

a. During this phase, proposed solutions complished as soon as possible to permit the
are refined or alternative concepts are de- program n manager to acc(Oimmdate approp-
veloped using feasibility assessments, esti- riate CRISP provisions in the full-scale de-
mates (cost and schedule, intelligence, logis- velopment contracts.
tics, and so forth), tradeoffs, studies, and
analyses (chapter 3). 2-5. Full-Scale )evelopment Phase. This is

b. The major definitive document resulting the period when the system, equipment, comi-
from this phase is the initial system specifica- puter programs, facilities, personnel subsys-
tion which documents total system perfor- terns, training, and the principal items neces-
mance requirements. It may document the sary for support are designed, fabricated,
requirements to be met by computer re- tested, and evaluated. The intended outputs

. %, sources as well as relevant design con- are a system which closely approximates the
straints. An adequate definition of essential production item, the documentation neces-
system interfaces between computer equip- sary to enter the production phase, and the
ment functions, communication functions, test results which demonstrate that the sys-
and personnel functions should be provided to tern to be produced will meet the stated per-
enable the further definition and manage- formnance requirements.
ment of the computer programs and computer a. The development specifications are corn-
equipment into configuration items. Nor- pleted and authenticated. Authentication of
mally, this information is derived from sys- any development specification establishes the
tem engineenng studies of the system func- allocated baseline. A preliminary design f-
tions. fort is accomplished leading to an acceptable

design approach. A preliminary design review
2-4. Validation Phase. This is the period (PI)R) is held for each equipment configuria-
when major system characteristics are re- tion item and computer program configura-
fined through studies, system engineering, tion item (CPCI) to review the preliminary
and preliminary equipment and computer design against the respective authenticated
program development, test and evaluation. development specification (chapter 4). Formal
The objective i' to validate the choice of al- engineering change control procedures are
ternatives and to provide the basis for deter- implemented to prepare, propose, review, ap-
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2-7. Deployment Phase. This period corn- a. Analysis Phase. The purpose of the
mences with delivery of the first operational analysis phase is to define the functional per-
unit and terminates when the system is re- formance requirements for a computer prog-
moved from the operational inventory. ram. These requirements describe the func-

a. Operational test and evaluation (OT&E) tions the computer program configuration
is performed on all operational configuration item is required to accomplish as part of the
items to assess the system operational effec- system. Additionally, the functional inter-
tiveness and suitability in a deployed config- faces and the necessary design constraints
uration (chapter 5). are defined. This phase normally begins with

b. The CRISP continues as an active docu- the release of the system specifications, and
nment (uring this phase. It is the basic agree- terminates with the successful acco(m)lish-
ment between the using and supporting mient of the PDR. During this phase, various
commands for computer resource manage- design approaches are considered, analyses

- ment. and trade-off studies are performed and de-
c. After a system is in operational use, sign approaches selected. The authenticated

changes to computer programs may be neces- development specification forms the baseline
sary to remove latent errors, improve coding from which the design phase initiates.
or operation, adapt to changes in system re- b. Design Phase. The purpose of the design
quirements, or incorporate knowledge gained phase is to develop a design approach includ-

-,. from operational use. Based upon complexity ing mathematical models, func ional flow
and other factors such as system interfaces, charts, and detail flow charts. The design ap-
constraints, and priorities, control may vary proach should also define the relationship be-
from on-site management to complex checks tween the computer program components.
and balances with mandatory security keys The detail flow charts define information pro-
and access codes. The authority to change the cessing in terms of the logical flow and opera-
computer programs must be carefully and tions to be performed by the set of computer
specifically delineated, particularly when instructions. This information is contained in
security, safety, or special nuclear restric- the preliminary product specification and is
tions are involved. normally presented and reviewed during the

CDR. The design approach should be
2-8. Computer Program Development in the documented in a preliminary Computer Prog-
System Acquisition Life Cycle. Computer ram Product Specification and reviewed
program development can be conceptualized against the requirements of the development

as the computer program life cycle shown in specification prior to initiating the coding
figure 2-1. This cycle may span more than one phase.
system acquisition life cycle phase, or occur in c. Coding anl Checkout Phase. The coding
any one phase. For example, a mission simu- and checkout phase normally follows the sUc-
lation computer program may undergo all of cessful accomplishment of the CDR. The pur-
the phases of the computer program life cycle pose of coding is to translate the flow charts
during the conceptual phase, while a mission into computer programs and data. The pur-
application program may undergo these pose of checkout is to convert the initial com-
phases during the validation, full-scale de- puter program code and data into an opera-
velopment, and production phases. The com- tional computer program. The determination
puter program life cycle, and the formal ac- that a computer program is operational is
tivities associated with it (configuration based upon checking that it produces correct

* management, technical reviews, testing and outputs when operating upon predefined in-
audits, and so forth), will occur at least once puts. This first cheek is usually limited within
for each CPCI (luring the system acquisition each computer program anid upon successful
life cycle. The activities need not be sequen- completion leads into the te-t and integration
tial, instead, there are potential loops bet- phase.
ween all the phases. For example, design may d. Test and Integration Phase. The purpose
reveal problems (for example, in performance of the test and integration phase is to test the
and cost) which lead to the revision of re- computer program against the requirements

, quirements and reinstitution of certain specified in the computer program develop-
analyses. Checkout may reveal errors in de- ment specification. This test and integration
sign, which in turn may lead to redesign or process includes the indivdual computer
requirements revision. The phases of the program function or module tests and ex-
computer program life cycle are discussed be- tends through total computer program formal
low. qualification tests. Integration of the compu-
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ter program with the total system is also ac- evaluated. The support of a computer prog-
complished and tested during this phase. ram includes all resources and activities re-

e. Installation Phase. The installation quired to insure that the computer program
phase includes the loading and running of continues to meet the required operational
computer programs which have been success- capability. These activities may include re-
fully qualified and integrated. It may include sponding to changes by modification of exist-
peculiar adaptation to various sites for multi- ing computer programs and the creation of
site systems. It should include checkout to new computer programs. Changes, not only to
establish that the system operates with a re- the computer programs themselves, but also
quired or specified level of confidence in sup- to the associated documentation must be ad-
port of the total system within the opera- dressed. Incorporation of new programs or
tional environment, program modifications to an existing system

f. Operation and Support Phase. During normally requires reaccomplishment of all
the operation and support phase, the opera- the phases in the computer program life cycle.
tional suitability of the system is assessed. Hence, the computer program life cycle is a
Also, the capability of the computer program continuing process throughout the system
to operate on the total set of input data pre- acquisition life cycle.
sented in an operational environment is
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Chapter 3

PLANNING

3-1. Purpose. This chapter provides guidance h. Factors which will affect development
in planning the acquisition and support of and maintenance of an organic computer
computer resources. This guidance applies to equipment and computer program support
the case in which the computer resources are capability.
identified during the course of system or i. The computer program support concept
equipment development and to the case in envisioned relative to both the supporting
which the computer resources are known to and using command resources, including
be required at the outset. manpower.

j. Existing computer resources which
3-2. Establishing Computer Resource Re- should be considered in the conceptual plan-
quirements. Requirements for computer re- ning for the system.
sources originate in a number of ways. (For k. Security requirements peculiar to com-
example, in master plans for commands or puter resources including requirements for

. other organizations or as a result of specific handling classified information during com-
mission or functional analysis studies.) Com- puter processing.
puter resource requirements may originate 1. Known trade-offs between equipment
as a result of system development efforts and computer programs.
which are undertaken in response to a vali- m. Feasibility of trade-offs between central
dated required operational capability (ROC) versus non-central computer resources ap-
(AFR 57-1). This occurs when it is determin- proaches.
ed that computer equipment and computer n. Capabilities required to implement V&V
programs are appropriate solutions to the de- plans for computer programs.
sign objectives. Computer resource require- o. Speciai environmentai c'nsiderations.
-mnts may be stated in a data automation p. Other considerations pertinent to the
requirement (DAR) (AFM 300-12). In iden- compurter resources requirements.
tifying and stating requirements for new or
improved capabilities, it is essential to con- 3-3. Development of Computer Resource Re-
sider the impact of computer resources, in- quirements. Requirements- for computer re-
cluding computer programs, on the system sources evolve from overall system require-
operation, maintenance, and support. The re- ments as a result of applying system en-
quired capability must consider the life cycle gineering disciplines. The system configura-
mission, intended interface, and relationship tion which results should meet the total sys-
with existing or planned systems. When in- tem mission requirements in the most cost ef-
itiating a requirement that may be satisfied fective manner. This result can only be ac-
by computer resources, the using and other complished by insuring that every element is
participating commands should consider: included in the total system optimization. In

- a. Recognized requirements for computer this regard, computer resources must be con-
program capabilities. sidered as an integral part of the system and

b. The requirement for either general pur- must be subjected to'trade-off and optimiza-
pose or special purpose computer equipment. tion studies in the same manner as other ele-

- p r i r oments. The refinements of these studies
c. Requirements for operational system through system analyses result in a set of

availability. requirements (specifications) which establish
d. Compatibility considerations relative to in detail the required performance of each

interfacing with existing systems, system segment and configuration item. It is
e. When desired, the preferred program- through this systematic application of en-

ming language or computer equipment and gineering principles that the full capability'of
accompanying rationale. computer resources can be achieved.

f. Known or predicted requirements for 3-4. System Studies. Trade studies, related
.. system flexibility and growth. studies and analyses are performed primarily
. g. Management and technical training re- during the conceptual and validation phases,

quired to develop or maintain expertise to op- and continue throughout the system acquisi-
erate and support the computer programs tion life cycle. These studies and analyses are
and equipment. performed to determine the identification of
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alternative approaches and the sequence of quired training) within thie using and sup-
functions within these approaches; the (esigl porting command.
requirements imposed by the functions; and (3) Predicted level of computer program
the best design approach to satisfy the design change activity.
requirements. Only reasonably attainable de- (4) Impact of programming language
sign approaches should be pursued consider- selection on computer equipment complexity.
ing technical capabilities, cost, time, (5) Computer program support concept to
schedules, resource limitations, technology, include levels and cost of documentation re-
or other constraints as specified in the system quired.
documentation. These studies and analyses (6) Review of applicability of standard or
are conducted by the implementing comman(l special purpose higher level programming
with inputs from all of the participating languages.
commands. Supporting and using commands (7) Suitability of the language (ease of
may also conduct studies and analyses, as re- programming), and time responsiveness.
quired, in support of operational systems. (8) The processor independence afforded

a. Trade-offs between alternative methods by the higher level language; that is, the re-
of achieving a requirement may be required quirement for transferability of the computer
between computer equipment and computer programs to other computer equipment.
programs. For example, higher level lan- (9) Existing compiler availability and the. guages may simplify programming and thus requirement for, and attendant cost and
reduce programming costs, but for real time schedule impact of, compiler development.
processing systems more powerful and ex- (10) The impact of using either the system
pensive computer equipment may be neces- equipment or an additional computer facility
sary to efficiently process computer programs for support.
written in these languages. Therefore, this (11) Computer program development
trade-off must consider the number of items time.
to be developed and the expected level of (12) Translation brocessing time.
computer program change activity. The d. Trade-offs between hard-wired digital
numbet of items to be procured is important processing and general purpose programma-
since computer equipment costs are incurred ble processing may be required. Certain high
for each item, whereas the computer program speed information processing requirements
development cost is not. Life cycle computer such as real-time implementation of a basic
program support costs are a major considera- function, not likely to change over the life of
tion in this trade-off. the system, may be cost-effectively im-

b. Another trade-off may involve the sizing plemented with hard-wired digital processing
of the computer capacity to allow for flexibil- equipment. Functions likely to change over
ity and growth. Specification of minimum the system life cycle may be most cost-
spare capacity is essential. Reprogramming effectively implemented with general purpose
to optimize coding within the constraints of programmable techniques.
the computer equipment usually increases e. Studies or analyses should be performed
the complexity of the computer programs and to establish minimum design characteristics
increases cost. An assessment should be made of the computer equipment. The following
early in system development to determine the characteristics should be considered, when
probable level of computer program(s) change applicable:
and growth activity over the anticipated life (1) Cycle time.
of the system. This assessment should be re- (2) Word length.
flected in the specification of computer (3) Memory size, type, and characteris-
equipment spare capacity including spare tics.
central processing time, spare memory and (4) Arithmetic capability: fixed point,

. spare input/output channel capacity. floating point.
c. Other trade-offs may be performed to de- (5) Multiprocessor, multicomputer, single

-r termine the optimum programming Ian- computer configurations.
guaze(s) for the computer program within the (6) Input/output channels and configura-
specific system. The trade-off between alter- tion, transfer rates and interrupts.
native higher level languages or assembly (7) Power fail safe.
languages should consider the following: (8) Parity checks.

(1) Programming language used in simi- (9) Interval timer and real time/line time
* lar systems (commonality). clocks.

(2) Personnel resources with applicable (10) Address and instruction traps.
rogramming language skills (to include re- (11) Number and type of registers.
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(12) Instruction repertoire. This includes management expertise to focus
(13) Peripheral equipment, attention on computer program development
(14) Off-line backup storage capacity. and integration across the total system.
(15) On-line mass storage devices.

, (16) Communication uptions. b. Management responsibility for the in-
(17) Interrupt structure. tegration of computer equipment and compu-
(18) Sequential logic control/micro prog- ter programs into the overall system will re-

ram control. main centralized.(19) Equipment redundancy. c. Standardization, within each system as
(20) Impact on facilities, well as across systems, of computer equip-
(21) Electromagnetic interference. ment and computer programs will be applied
(22) Security features, to the maximum extent practicable.f. Other studies and analyses should be d. Solicitation documents will include

performed to establish minimum computer explicitstatements defining Air Force rightsprogram design characteristics. The following to computer equipment and computer prog-
characteristics should be considered, when rams required to operate, simulate, and sup-
applicable: port the system. This includes computer(1) Executive/supervisor features, programs and associated documentation

(2) Modularity of the computer programs. (content and media) required for mainte-(3) Types of computer programs required. nance and modification.
(4) Minimum iteration rates for various e. Supporting and using commands will

functional processing. participate in the requirements definition,
(5) Computer program media. development, audits, test, and maintenance,(6) Accuracy and stability. and major modification of computer programs
(7) Fixed point versus floating point and equipment.

arithmetic. f. Acquisition of support equipment (such
(8) Security features, as a dynamic avionics integration laboratory)(9) Existing computer programs. and documentation will be identified when(10) Restart, restore and recovery fea- determined necessary to establish organic or

tures. competitive contractor support facilities.
(11) Computer/Assembler features. g. Computer equipment reliability, main-

tainability and availability will be prime de-3-5. Directives and Plans. Directives origi- velopment objectives.
nate in response to requirements and may h. Functional analyses, trade-off studies
direct that studies and analyses be performed and cost-effective optimizations will be per-
to validate the requirement, or to establish formed to determine and define a low-risk de-
major trade-offs. Later the program man- velopment approach to computer eqtfipmentagement directive (PMD) (AFR 800-2) au- and computer programs. Modeling and simu-thorizes the development of the system or lation techniques will be used when approp-
equipment, thereby initiating a project or riate.
program. The PMD or similar document may i. Existing systems or proven concepts willdirect that a plan or plans be prepared. Plans be considered whenever practical.
for computer resources are prepared in con- j. Computer program development andsonance with the plans for the system of support requirements will be defined includ-which they are a part. The major' computer ing the use of government funded equipment
resource documents are the PMD, the prog- and facilities.
ram management plan (PMP), the computer k. System capacity to provide growth capa-resources integrated support plan (CRISP), bility consistent with the anticipated level of
and computer program development plan computer program change activity and ease* (CPDP). of computer program support during the life

of the system will be evaluated.3-6. Program Management Directive. The I. Computer equipment and computerPMD is issued in accordance with AFR 800-2. programs will be identified as configuration
The following direction may be included in items.
PMDs: m. Comprehensive testing of computer re-* a. Identification of computer resources sources will be performed and the use of inde-
technical and managerial expertise responsi- pendent V&V of computer programs should
ble to the program manager for managing the be considered.
acquisition of subsystems which contain com- n. Computer equipment and computerputer equipment and computer programs, program development costs will be identified
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,.- in appropriate work breakdown st ructu res, data ri gt.s cnsisternt with the planned opeur-
Provisions should be made to) insure proper ational and tlpport concepts.
identification of cost data by the contractor g. A toaster schedule of in ajor milest ones,

,':'.'.. and delivery of the cost data to the Air Force key events, arid any critical actions essential
as required. to timely ,hve, hriwnt of coput or resourt's

o. Computer equipment and computer inrel a i to he tt o c ste reac u s
.-...'.ill relati,,n to the total systenl acquisition

programs will be emphasized in design re- schedule.
views, audits, and management assessments. h. Iderltitifiati O of required interfaces be-

p. The Air Training Command (ATC), in twven the coniputor resources of this system
conjunction with the using and supporting and Other systemns.
commands, will initiate plans for computer i. A discu sstOn of the requirements for
resources training programs. growth capability and spare processing

% q. The Advanced Procurement Plan will re- capacity.
fleet computer resources planning. j. Requirements for acquisition and sup-

r. Computer resources planning will con- port of documentation.
sider life cycle costing concepts. k. Requirements for simulation, integra-

s. The development of a computer re- tion and-ther facilities necessary to support
sources integrated support plan (CRISP) will computer programs.
be initiated at the earliest possible phase of 1. Configuration management concepts.
the system acquisition life cycle. m. Criteria for the transfer of program

management responsibility and system/

3-7. Program Management Plan (PIMP). The equipment turnover.
cces content of the PP is n. Preparation of a computer resources in-
computer resour tegrated support plan (CRISP).
prepared by the implementing command in
conjunction with supporting, using, and other 3-8. Computer Resources Integrated Support
participating commands. It includes complete Plan (CRISP). The CRISP identifies organiza-
planning for the acquisition management of tional relationships anti resl)onsibilities for
the computer resources. If the computer re- the management and technical support of
sources. are identified later in the program, a computer resources. It functions during the
change to the PMP will be published covering full-scale development phase to identify corn-
such resources. The PMP coverage of compu- puter resources necessary to support compu-
ter resources will include the following, when ter programs after transfer of program man-
applicable: agement responsibility and system turnover.

a. Operational and support concepts for The CRISP continues to function after the
computer programs based upon studies, transfer of program management responsibil-
economic analyses, experience and participat- ity and system turnover as the basic agree-
ing command inputs. A decision for organic ment between the supporting and using
support must be based upon the policies of commands for management and support of
AFR 26-12. computer resources. The following items

b. Identification of technical and manage- should be included, as applicable:
rial expertise allocated to the program office a. Offices of primary responsibility and
for the acquisition management of computer management focal points for support of com-
equipment and computer programs. puter resources and the channels of com-

c. The system- engineering approach to be munication among organizations.
followed in transforming operational needs b. Planning for configuration management
into computer resources. The selection from of computer programs including the assign-
configuration options should be based on life ment of configuration control responsibilities

. cycle costs. during the deployment phase. This planning
d. A discussion of the appropriate trade- will reflect the operational and support con-

offs between hardwired digital processing cepts for the system.
equipment and programmable computers. c. Responsibilities for composite system in-
The discussion should include design risk, tegrity which includes:
system integrity and life cycle cost. (1) Computer storage utilization.

e. Standardization and commonality con- (2) Computer program operating time
siderations used in determining computer and priorities.
equipment and computer program require- (3) Computer program interface tech-
ments. niques.

f. Requirements for computer program and (4) Computer program baseline integrity.
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(5) Utilization of computer modules and porting the status of computer prog rait de-
peripherals. velopment.

d. Documentation required to support each f. The resources required to sul)port the
type of computer program. development and test of computer prog rams.

e. Responsibility for funding, scheduling, Special simulation, data reduction or utility
and system integration, tools that are planned for use in the develop-

* . f. Qualified personnel required for support- ment of comnuter programs should he iden-
ing computer equipment and computer prog- tified.
rams together with training requirements. g. The general procedures for re)orting,

g. Computer equipment and devices re- monitoring, and resolving computer proTram
quired to facilitate computer program errors and deficiencies (luring development
changes, including acquisition respon- and testing.
sibilities. h. The methods and procedures for collect-

. h. Computer programs required to support ing, analyzing, monitoring, and reporting oin
computer equipment and other computer the timing of time critical computer prog-
programs including acquisition respon- rams.
sibilities. i. The management of computer program

i. V&V of computer programs. development masters, data bases, and as-
j. Plans to establish and operate necessary sociated documentation including its rela-

support facilities. Common and existing tionship to the configuration management
facilities will be used whenever practicable. plan.
The size and scope of the support facility will j. Guidelines and checkpoints for insuring
be based on work load predictions. future computer program growth, modula-i-

k. Provisions for the transfer of program ty, and ease of modification.
management responsibility. k. The approach for developing computer

I. Provisions for system/equipment tur- program documentation.
nover. I. Training requirements and associated

equipment for the deployment phase.
3. Cm. Engineering practices to include: stan-
3-9. Computer Program Development Plan dards, conventions, procedures, rules for

S.' (CPDP). The CPDP identifies the actions program design; program structures and
needed to develop and deliver computer prog- conventions; display and logic standards;
ram configuration items and necessary sup- input/output signal standards; and other dis-
port resources. It will be prepared by the im- ciplines affecting development.
plementing command or, if the development n. Security controls and requirements.
effort is contracted, the plan may be prepared o. Simulation techniques and tasks.
by the contractor and approved by the im-
plementing command. The plan should ad- 3-10. Computer Resource Working Group
dress the following items: (CRWG). Initially chaired by the program of-

a. The organization, responsibilities and fice, the CRWG consists of representatives
structure of the group(s) that will be design- from the implementing, supporting, and
ing, producing, and testing all computer prog- using commands. The group is responsible for
rams. preparation and update of the CRISP and in-

b. The management and technical controls sures that necessary elements of the CRISP
that will be used during the development, in- are included in transfer and turnover agree-
cluding controls for insuring that all perfor- ments. The CRISP and updates will be ap-" mance and design requirements have been proved by the program manager after coordi-

implemented. nation with the appropriate commands. The
c. The methodology for insuring satisfac- chairmanship and membership of the CRWG

tory design and testing, including quality as- will be amended after the transfer of program
surance. management responsibility and systemn

d. The development schedule for each com- equipment turnover as mutually agreed by
puter program configuration item and prop- the supporting and using commands. (Nor-
osed program milestone review points. mally, the chairmanship will be assumed by

e. The procedure for monitoring and re- the supporting command.)
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Chapter 4

ENGINEERING MANAGEMENT

4-1. Purpose. This chapter provides guidance a. A system must be developed, produced.
in the engineering management of computer tested, operated, and supported All futnc-
resources. Discussions include systems en- tiotial performance requirements, theref ,re,
gineering, systems engineering documenta- are derived from the needs of these functional
tion, and technical design reviews. areas. The system elements are identified ani

developed to meet the performance require-
4-2. Objectives of Engineering Management. inents lerived from the functional areas 4
The objectives of engineering management operations, logistics supp') rt, test, productlon,
are described in AFR 800-3. The objectives of and deployment. For example, the functions
engineein management i, e-egard to con- which must be accomplished for successful
puter resource.4 in systems are: performance of the operations functions gen-

a. That computer resources are managed erate the requirements for operations equip-
as an integral part of the total system. nient, facilities, computer programs, person-

b. That the engineering tasks associated nel, and procedural data. Each of the other
with computer resources are part of the functional areas generate requirements for
mainst.'eam enginering effort throughout the its respective system elements.
system acquisition life cycle. b. System engineering defines the system

on a total basis so that the design will reflect
4-3. Baseline Management. A fundamental requirements for equipment, computer prog-
concept associated with engineering man- rams, facilities, procedural data, and person-
agement is the use of a series of configuration nel in an integrated fashion. It provides the
management baselines which aid in assuring source requirement data for the development
an orderly transition from one major decision of specifications, test plans and procedures. It
point to the next throughout the system ac- also provides the data required to define, con-
quisition life cycle. The output of the system tract for, design, develop, produce, install,
engineering process is technical data which is checkout, and train personnel to test, operate
used to establish baselines to which config- and support the system.
uration management procedures are applied.
A prime configuration management function 4-5. System Engineering Process. The system

is the documentation of the functional, allo- engineering process is iteratively applied to
cated and product baselines (AFR 65-:). the interrelated functional areas of opera-
Baselines are established at discrete points in tions, logistics support, test, production, and
a program when it is necessary to define a deployment. Each application of the process

. formal departure point for control of future is accomplished to define and optimize the
changes. These baselines are continuously combination of system elements needed to
updated, serve as engineering reference satisfy the requirenents of a functional area.
points and are documented by specifications Applications of this process are termed func-
and associated data. tional cycles.

a. The initial cycle addresses the opera-
4-4. System Engineering. Although systems tions requirements of the systein. The inputs
are not identical, there is a fund il amental, to the operati(nrs area inChude the operational
identifiable process for arriving at engineer- conicept, operational environment, system
ing decisions regardless of the system ipur- const rai its, and me asures of effect Iveness

% pose, size or complexity. The pr, ness involves which have bet i estahlI shed by 'l or system
, a hierarchy of requirements beginning with analysis. Flt output of this cycle is a descrip-

* the using command's needs, usually statel In tiol of an optimized combination of system_,
operational terins, and endinv witlh det ailed elements for the performance of operations

..*" engineering specificatiols anil data. Fach functions. This description is complete only
level of requirements leads to the preparation when the inputs from all engineering discip-
of subordinate detailed reqturi nt'inuts in lites and specialty progr tils have been in-
terms suitable for the tengilvering activity tegr,1te l.

involved until the entire systei responsive to (I) Operational requirenlenits are iden-
the using conimand' needs is descrilhte4. Th. tified through functional analyses. The objec-
system engineering process is a networ'k of tiye is to define at baseline of functions and
actions with \e,'y close interelat innishlps. function performance requirements which

,:,* 51"-
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must be met in order to accomplish the opera- may involve time-line sheets, facility inter-
-.-. tional requirements of the system. Each func- face sheets, maintenance sheets, requirement

tion is described, including a statement of be- allocation sheets, and similar documerqtation.
ginning and end conditions; that is, inputs, In some cases, summary sheets for the
outputs, and interface requirements. Func- documentation of powerload schedules,.elec-
tions are identified from the top down so that trical input/output signals, monitor and
subfunctions are recognized as part of larger checkout requirements, may be required..In
functions. Functions are arranged in their the case of computer programs, documenta-
logical sequence so that any specified opera- tion specifically tailored to computer program
tional usage of the system can be traced in an needs may be necessary. For example, the
end-to-end or in a closed-loop path. format of the design sheet may not be approp-

(2) The functions and associated criteria riate for specifying the design requirements
are analyzed and translated into design re- for computer programs. In this case, the pre-
quirements. The design requirements are liminary development specification may
comprised of all requirements, including de- serve in lieu of the design sheet. The choice of
sign constraints, that have a bearing on the documentation format must be made on an
functions being analyzed. individual program basis and specific system

(3) Engineering studies are then per- engineering documentation, if needed, must
formed to determine the best way to satisfy be defined in ,ie contract.
the requirements and select the best ap-
proach for integrating the design require- 4-7. System Engineering Documentation
ments into a total system configuration in- Uses. Use of system engineering documenta-
cluding computer equipment configuration tion will vary depending upon the system.
item- and computer program configuration Examples of the type of tasks and products

• items. supported by this documentation follow.
b. In the subsequent functional cycles, the a. Conceptual and Validation Phases:

system engineering process is applied to de- (1) Technical inputs to the DCP.
termine the logistic support, test, product ion, (2) Justification and rationale for pro-
and deployment requirements imposed by the curement of technical data including compu-
selected combination of system elements. The ter program documentation.
production and logistic support cycles are (3) Work breakdown structures and

* concerned with the requirements to produce, specification tree including computer prog-
maintain, and support equipment and rams.
facilities. The test and development cycles, (4) Initial system specifications and revi-
however, are concerned with the require- sions or expansions thereto.
ments imposed by all of the system elements. (5) Reliability and system effectiveness
(For example, personnel, computer programs, models.
and procedural data, as well as the equipment (6) Test concepts and overall require-
and facilities that require testing.) The out- ments to support test planning and develop-
puts of these cycles of the process are the ment.
descriptions of the logistic support, test, pro- (7) Statements of work and requests for
duction, and deployment elements. proposals.

c. Although the functional requirements (8)'Contractor proposals.
analyzed in each cycle are based upon the (9) Program office and contractor re-
characteristics of the operational elements, views.
this does not imply that the operation cycle is (10) Performance, design, and test re-
completed before the other cycles are in- (quirements for development specifications.
itiat,d. At each level of definition, from the (I1) Preliminary quantitative and qual-
syst .r level down to the comlponent level, the itative personnel re(qu ire ments information
iequirements imposed by logistic support. (QQPtI), training e(quipment planning in-
test, production, and deployment are c,,nsi- for-uation (TEPI), and procedural data.
dered in the system optimization. At wich (12) Evaluation of contractor proposals
level, the process i. ac('oiplishe"I for each of and rcl) rts.
th(e t oloti onal cycles to .identify risks and t, I lrIl-.aL I )eveltopnt. nt and Product ion
v;.,lidatv the ,l(i.ions whioh must hr oarle at 'hases:

that le-vI Ex jian ,i aoln, v rific;ttl,,n of the sys-
tv'il sl.t'w'lfict'lw,,l and, dve I op nit tt ,pecifica-

.14-6. System Engineering D)ocumentation. Th, ti,ins, product specificatins for computer
detailed svste (ngineering docunntation pi'vrall, ainl prlparation of drawings.
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(2) Qualification and acceptance test re- upon the complexity of the sytcms acquisi-
quirements for inclusion in the system tion. The formal technical reviews are specifi-
specification and development specifications, callv detailed in Ml I-STI)-499A (1 'AF) and
and to Support the devel,)pment of detailed MIL-STI)-1521 (USAF). They are as follows:
test procedures, plans, directives, and other System requirements reviews (SRRs), system
test documentation. design reviews (SDRs), preliminary design

(3) Technical reviews, audits, and accep- reviews (PDRs), and critical design reviews
tance tests. (CDRs). The supporting and using commands

(4) Activation, operations, and mainte- will participate in formal technical reviews to
nance data. assist the program manager in assessing the

(5) Problem evaluation, test result contractor's technical performance and prog-
evaluations and required change definition ress but not to give specific direction to the
during testing. coritractor. The responsibility for directing

(6) Update QQPRI, TEPI and procedural contractor effort still remains with the prog-
data. ram manager.

(7) Define training programs. a. System requirements reviews (SRRs)
(8) Logistic support requirements. are conducted when a significant part of the
(9) OT&E test equipment development, system functional requirements have been

test procedures, test plans and other test established. The basic purpose for conducting
documentation. SRRs is to evaluate the concr, ctor's respon-

(10) System security, system safety and siveness to the Statement of Work and his
nuclear safety requirements, interpretation of the system or system seg-

c. Deployment Phase: ment specification requirements. The specific
(1) Follow-on test requirements, test documentation to be reviewed, th,- technical

plans and procedures. depth, the tentative schedule, and the
(2) Problem evaluation and required number of reviews must be contractually es-

changes to follow-on testing, the analysis of tablished. SRRs may result in technical or
system test data and follow-on system modifi- engineering management real,.-nment to as-
-ation. sure that the contractor's initial technical in-

terpretation of the contract is in line with
4-8. Technical Control. This aspect of en- program objectives. Computer resources per-
gineering management includes planning for sonnel should participate in these reviews
and control of the technical tasks required to and consider at least the following:
progress from an operational need or re- (1) The tunctional flow diagrams as they
quirement to the deployment and operation of are related to computer program allocations.
the system by the user. Formal technical con- (2) The requirements allocation sheets
trol is accomplished by technical reviews at for computer programs and related interfac-
discrete miiestones. Informal technical con- ing equipment.
trol is accomplished through periodic techni- (3) Integrated test plans, schedules and
cal interchange meetings and independent milestones including preliminary computer

4 reviews. program requirements for possible test
equipment, data facilities, etc.

4-9. Formal Technical Reviews. Integrated (4) Trade studies to support computer
engineering and technical direction of en- program and related equipment definition.
gineering efforts must be reviewed on a (5) High risk areas associated with corn-
periodic basis to determine the technical puter programs and related interfacing
adequacy of contractor efforts in meeting sys- equipment.
tem requirements. Technical reviews must be b. System design reviews (SI)Rs) are con-
conducted to evaluate the dlegree of ac- ducted to review the system documentation:. ."conuctd to evaluss the degree of acopiheto
complishment of the engineering efforts and and to assess the degree of accomplishment of
to insure the utilization of engineering the engineering management activities. They
documentation by the contractor as detailed insure that the system definition effort pro.in the contract. The completeness of the re- ducts are necessary and sufficient to proceed
views provide the basis for rendering deci- into preliminary design of selected solutions
sions during the course of the program to en- for allocated requirements. An S[)R should be
sure that the system design integrity is main- conduted as the final review prior- to the

tained, technical deficiencies are isolated, and submittal of validation phase products or as
necessary changes are identified promptly. the initial full-scale development review
The number and types of reviews depend for systems not requiring a formal validation
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phase. If the S)R is satisfactory, the ,ontrac- should be taken to insure that interface de-
tor should be allowed to enter into prelimi- sign requirements are adequately identified
nary design. A portion of an SDR should ad- in the development specification and that im-
dress the allocated requirements for compu- plementing solutions to these design re-
ter resources. Without agreement on these quirements are in Interface Control Draw-
allocated requirements, proceeding with ings.
computer program preliminary design should (2) Review implementation design of
be avoided. The following items should be re- word lengths, message formats, available
viewed for mutual understanding and con- storage, memory maps, timing and sizing
tractual interpretation: data, operational interfaces and other consid-

(1) The results and progress of computer erations included in the development specifi-

programs and related equipment trade cation.
studies. (3) Review the ('PCI structure as a whole

(2) Computer programmingtechniques to emphasizing computer program functions,

be adopted. computer program functional flow, storage
(3) Programming languages to be used. requirements and allocations, computer(4) Cogputer resources needed for de- program operating sequences, and design of(4)opmentintegrationrtestineeded or the data base.velopment, integration, testing, operation, (4) Anal,", critical timing requirements

training and support. and estimated running times.
(5) Computer program interface re- (n ) eiete u an ier o

quirements. It is important to identify inter-
face requirements to be controlled by the de- pects of the CPCI.
velopment specifications and those to be con- (6) Review CPCI test requirements,
trolled by the interface control drawings documentation, and tools.
toCD. byteitd. Critical design reviews (CDRs) should be

(6) The list of CPCIs including those for conducted on each configuration item to de-
support and test equipment termine the acceptability of detail design,

(7) Preliminary development specifica- performance, and test characteristics de-

tions which must include the design of corn- picted by the design solution specified in the

puter programs and any related equipment. draft product specification, accompanying
c. Preliminary design reviews (PDRs) drawings, and other engineering documenta-

should be conducted for each configuration tion. For computer programs, product specifi-
item identified as part of the system. The cations cannot be finalized until after the de-velopment effort (coding and checkout) ispurpose of a PDR is to evaluate the progress, co
consistency, and technical adequacy of a mCa
selected design and test approach; and to es- technical review of the CPCI design. The pur-

tablish compatibility with program require- pose is to establish the integrity of computer
ments and preliminary design. A successful program design at the level of flow charts or

PDR is required for each CPCI prior to pro- computer program logical design prior to cod-
ceeding into detail design. A single PD)R ing and testing. For complex CPCIs the CDR

treating several CPCIs individually may be may be performed in stages as the logical de-
held when such an approach is advantageous sign of computer program components (CPCs)
to the program manager. This depends upon or groups of CPCs is completed. For less com-
the nature and complexity of the computer plex CPCIs, the CDR may be accomplished at
programming effort. The design approach for a single review meeting. The primary product

computer programs is contained in portions of of the CDR is the formal identification of
the product specification. The initial portion specific computer program documentation to
of the product specification (computer prog- be released for coding and testing. The follow-
ram functional flow, storage allocation ing are typical of what is performed at CDR:
charts, control functions description, and (1) Establish compatibility and traceabil-

4'i structure and organization of the data base) iof design with the development specifica-
describing the design approach should be tion.
made available by the contractor for Air (2) Analyze detailed flow charts and
Force review. At a PDR and from a compu- other descriptive documentation to establish

compatibility of system design.ter resources point of view, the following will p3 i fsytem dei.
typiallybe prfored:(3) Insure interface requirements are

satisfied and [CDs are complete and ap-
(1) Review of all functional interfaces be- proved.

tween a CPCI and other CPCIs, and between (4) Review interactions of the CPCI with
CPCI~and related Oquipment CIs. Action the data base.
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(5) Review test and analytical data such the office and the using and support-,s ogc dagam, agoithsstrag aloc- heprogramofieadteungndspr-
•s logic diagrams, algorithms, storage aloca- ing commands should create a close working
.ion charts, and detailed flow charts to estab- relationship with the contractor. A good ap-
lish design integrity. proach is to conduct frequent technical inter-

(6) Review draft of complete product change (TI) meetings at the eontractor's facil-
specification with exception of instruction ity. The format and content of TI meetings is
listings which can only be produced after cod- left to the discretion of the program office.
ing. Consequently, TI meetings are a veiy flexible

(7) Review system allocation document and powerful tool for progress measurement
for CPCI inclusion at each scheduled location, add engineering control. Generally, a TI

(8) Review test plans and procedures for meeting covers cost status, schedule status,
satisfying the development specification re- and technical status/problems. Listed below
quirements including: location and schedule, are some significant points pertinent to com-
planning factors, test objectives, test descrip- puter resources, to consider in relation to TI
tion (scope. type, and range of values), and meetings:
data reduction/itnalysis (scope, method and a. The frequency of TI meetings.

, presentation). b. Representation at TI meetings. The
(9) Review computer loading, iteration program manager and the using and support-

rate,, processing time, and memory esti- ing commands should be represented by per-
mates. sonnel with computer expertise and familiar-

ity with the development effort.
c. Actual versus planned progress.

4-10. Technical Interchange Meetings. The d. Possible misinterpretation of computer
formal technical reviews provide a means for resource design or functional requirements.
the program office to periodically determine e. Actual versus planned expenditures and
the technical status of a computer program manpower alignments.
development effort and to make certain man- f. The resolution of problems.
agerial decisions on the adequacy of design,
documentation, testing, etc. These reviews,
however, are often separated by a considera- 4-11. Independent Reviews. The need may
ble length of time and may r'esult in an in- arise for the program office to perform inde-
complete picture of contractor progress. For pendent reviews to solve problems. To assist
the program office to be able to obtain a in these reviews and provide specialized ex-
realistic picture of contractor progress and to pertise, the program office may need to call
maintain control of the development process, upon other Air Force agencies or contractors.
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Chapter 5

-TESTI(; OF (OMI'UTER PRO(GRAMS

5-1. Purpose. This chapter provides gui- is accomplished by verifying that the ('l'(I
dance for creating and accomiiplishing a test meets the lerfornIance anl design require-
program for new )r modified computer pro)g- ments of the computer progr-al development
rams which are a pait fa t, ital syste i test specification. (Contract or personnel normallv

. program. Commands involved in coimputer conduct ('P('I testing. The progVram inariage'r
- program nanagement in the deploy ment designates representatives to monitoi the

phase will apply those portions ofthis chapter test progress, adlherence to test procedures,
"-'" required to accomplish testing. The principles validity of collectel data, and performance of

of AFR 80-11 apply to testin.g if cotiputer tc pute'r eqiiiplenot and toInputer Iffrg-
resources. Fii i; chapter dhs( ,.-ses events and ramis. (''C I testing is divided into inforinal
milestones applicable to the test and eval u a- and form al testing.
tion (T&E) of computer programs within the (1) CPCI informal testing is that testingr
fra mework of that regulation. Computer performed by the contractor at his discretion
-equipment testing is governed by the sale to assist in the development of the CP( I, pro-

principles that apply to other equipment test- vide visibility regarding the progress of the
ing and is discussed only in relation to compu- development, and prepare for formeal testing.
ter program testing. Air Force approved test plans are not re-

quired, however, the informal test program
5-2. Test and Evaluation. Responsibilities of should be described in the computer program
organizations participating in the develop- development plan. Usually, the contractor
ment test and evaluation and initial opera- will use internal docu me ntati on during in-
tional test and evaluation test program will formal testirlg and this information will be
be specified in the PM[D. Major program test available to the Air Force only upon demand.
objectives may be identified in the Test and When the test results provide an indication of
Evaluation Objectives Annex (TEOA) of the contractor progress in the development of

. PMD. Responsibilities and objectives will be CPCIs they should be summarized in periodic
* '-'. amplified to an appropriate level of detail in progress reports. Informal testing continues

the T&E section of the PMP, in the T&E Mas- throughout the full scale development phase.
ter Plan (AFR 80-14), and in supporting lower Each computer program component (CPC) or
level test plans. AFR 80-14 covers the entire subprogram should pass through a series of
spectrum of test and evaluation for systems. operations and iterations such as: desk check-aluatiandater-tionssuch

The basic types of test and evaluation are in, elimination of illegal or rroneous i"-
development test and evaluation and opera- structions, parameter tests, functional test-
tional test and evaluation. ing with controlled data inputs, assembly

testing with other components of the ('PCI.
5-3. Development Test and Evaluation performance testing with simulated inputs

" (DT&E). DT&E evaluates the technology, de- an(l performance testing in the system.
sign and engineering of systems. It is the re- (2) Formal testing is that portion of ('P('I
sponsibility of the implementing command, testing which is conducted in accordance with
Participantsin DT&E include the implement- Air Force approvei test Plans for the purpse
ing command, the contractor(s), and approp- of verifying that the ('PCI fulfills the re-
Hate supporting and using commands. Con- (luirements of the development specifications.
trol of the contractor portion of the test prog- There are two distinct types of forniral testing .
ram is established by contract provisions and prelini nar:" qtualification testinrg (IIPQT aid
specification requirements. DT&E is nor- formal qualification testing (FQ'F).
mally completed prior to the production (a) PQTis designed to he an iricrnem-
phase. The 1)T&E effort is divided into two tal process which provides visibility and curl-
areas, configuration item (CI) test and system trol of the coMpute r prlitgrai le ve!,p,,ie.lt
level test. during the time period between the, 1citical

a. The object of configuration item testing design review ((DR) and FQT. A 11Q" s lwil
for computer programs is to establish each be conducted for those furictioins which ale,

computer program configuration item (('PCI) critical to the 'P(1'I. The test plan -h,,,oi
as a qualified item suitable for entry into the specify ('(*s or fri ct ions toli t t- 'I'll i
system level test program. This qualification the PQT, the seq. nce of the tests aril I,,
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performance and design requirements to be ter time, displays, consoles, communications,
tested. The contractor should submit a sepa- and support personnel.
rate test procedure for each function or CPC c. The objective of system level DT&E is
to be tested to the monitoring agency prior to the formal qualification of the system. It isI,%." the test for review and analysis. As the design conducted according to the sy'stem, level por-.]

,.• progresses, these procedures will evolve and tion of the DT&E plan arid assures the integ-
should become a part of the FQT test proce- ration of all configuration items and other
dures. PQT results will not be used as a sub- system components into a complete system. It
stitute for FQT results. The selection of func- includes development tests of the completed
tions to be tested during PQT may be based on system in as near an operational configura-
time critical requirements (for example, the tion and environment as practicable. The im-
development of the executive function of an plementing command conducts the effort
operational CPCI is usually designated "time with appropriate participation of the contrac-
critical" because the orderly progression from tor(s) and the supporting and using com-
parameter testing to assembly testing re- mands. Air Force personnel who have re-
quires the timely development of the execu- ceive(l formal system training should perform
tive function) or performance critical re- test operation and maintenance. Sufficient
quirements (for example, the tracking func- emphasis shou'd be given to the interaction of
tion of a CPCI for an on-line radar system the computer .quipment and computer prog-
may be designated "performance-critical" ram CIs within the system and methods for
due to the utilization of new tracking, smoo- testing the interactions.
thing, and filteringr techniques).

(b) FQT is a complete and comprehen-
sive test of the CPCI in a continuous test 5-4. Operational Test and Evaluation (OT&E).
period prior to functional configuration audit OT&E determines that the system will satis-
(FCA). It is conducted after the design pro- factorily perform the functions for which it is
cess culminates. Each function of the CPCI designed in the riission environment. AFR
should be tested rgardless of prior PQT test- 80-14 requires an initial operational test and
ing. The FQT procedures should be main- evaluation (IOT&E) phase of OT&E to be ac-
tained and used throughout the remainder of complished prior to the first major production
the system acquisition life cycle. This decision. Thus, this element of OT&E may
maintenance should include the addition of overlap certain phases of DT-&E, normally the
new tests or the revision of existing tests to system testing. The phase of OT&E con-

-," properly test all functions affected by ducted after the first major production deci-
changes. For those CPCIs (such as a utility sion is follow-on OT&E (FOT&E). OT&E will
program) which are relatively insensitive to normally be conducted by the Air Force Test
the system operations, formal qualification and Evaluation Center (AFTEC) or the using
will usually be conducted at the development command, with the support of the implement-
facility. For a large operational CPCI, the ing and supporting commands. The respon-
complexity of the performance requirements sibilities of AFTEC are specified in AFR .1
may require testing in the operationally con- 23-36.
figured system and may require use of the
system test location. 5-5. Test Documentation. There are several

types of documentation which, collectively
b. Integration of the computer programs contribute to an effective test program:

into the system is performed to insure that all a. The DCP presents the critical questions
detected deficiencies and marginal conditions and issues which must be addressed by the
have been eliminated and that the computer total system test program (AFR 800-2).
programs are ready for the system level test. b. The PMD will amplify or supplement
Integration testing normally occurs after in- those critical questions and issues as neces-
stallation and checkout of the test site sary. The TEOA (prepared in accordance with
equipment and facilities. Integration testing AFR 80-14) lists the major objectives of the
is i- -Pr performed by the contractor in ac- total system test program. The purpose of the

* cordance with an approved test plan. The con- TEOA is to insure that all evaluations of the
tractor should identify and document all as- system (or parts thereof) are conducted using
pects of the integration activities. Schedules a common baseline.

4 will be prepared and all support requirements c. The PMP in outlining the development
clearly understood including requirements program should contain a schedule and sum-
for government furnished equivment. compu- mary of the segments of the total system test
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program. It indicates how the test program i mi nary and formal qualification tests as fol-
interrelates with the total program. lows:

d. The T&E Master Plan (TEMP) is an
overall plan which identifies and integrates (a) Specific objectives of each test.

hb) Locations at which the tests will bethe effort and schedules of all T&E to be ac- -t) ati sc h i h t e t ots ilb
complished in the system development prog- condu te a l ac uisi tiv schedu e

ram. The test program should be structured t (n teoeral aethosf tion 
to include tests which will provide answers to
the critical questions of the DCP and PMD. input data; for example, simulation or gener-
The TEMP for z.,ajor programs may be re- ation vehicles to be used.

quired by the PMD to be forwarded to OSD. It (d) General procedures for test con-I-.-."duct, and responsibilities for test direction,
may be used as the T&E section of the PMP. tation,

e. In addition to the test requirements de- operation, and observation.

lineated in the above documents, specific test (e) [ata recording requirements.
r i e ai e n ctt (f) General procedures for data redLuc-requirements are imposed on the contractors tion and analysis of test results.through the system specification and through (g) Requirements for other computer
the computer program development specifi-

programs, equipment, and facilities.cations. Each system specification will |den- (h) Qualified personnel; that is, num-tify a requirement to verify each performance her,
and esin rquiemen cotaied n t er.:, responsibilities, and required knowledgeand design requirement contained in the skills.

specification. Computer nroram develop- (i) Requirements and procedures for

*:'. ment specifications will 2," fy test ap- controlling and documenting the CPCI test
proaches for use in qualifying Lne CPCIs (for p-ogram, including procedures for preparing,
example, inspection, analyses, demonstra- reviewing, and revising documtaino
tion, and formal test). They should identify reiin and revis duenionto
known contractor requirements for govern- specific test piocedures and requirements

'.a'.'ment furnished equipment and facilities procedures preparing reviewing

needed for support of the computer program reports ofindividualqualificationtests.
test and evaluation. They should designate (2) The DT&E plan will contain provi-

any performance and design requirements to comt or ao n installations.
- be verified during system level testing. In- computer programs at follow-on installations.

formal testing need not be addressed in the his testing will include the loading and rn-
., fning of computer programs which have beenspecifications except where: successfully qualified and integrated at the(1) The informal tests must be ac-!" "" "compishd aspar ofsystem DT&E test site.

.,complished as part of an integrated test prog- g. Test procedures present the detailed
ram involving other systems/equipment/ steps for the conduct of each test specified in
computer programs. the test plans. They are prepared by the

(2) The informal tests require the use of agency which is to conduct the particular
government furnished test facilities or test. The following policies should be applied
.equipment. to test procedures prepared by contractors for
f. Test plans are formal documents which formal CPCI DT&E:

provide detailed, coordinated, integrated, and
time-phased planning for providing answers (1) Procedures will be prepared for each
and solutions to the critical questions, areas qualification test (PQT or FQT). These proce-
of risk, and fulfilling other requirements for (lures should be (ompleted prior to the perti-

., test identified in the documentation of sub- nent PQT oi FQT test date. The PQT and FQT
paragraphs a through e above. The plans di- procedures should be reviewed by the Air
rectly support the TEMP. There are usually Force in preliminary form, and proposed
at least three test plans; DT&E, IOT&E, and changes should he resolved with the contrac-
FOT&E. (There will be an integrated plan for tor prior to testing. The following information
a combined DT&E/IOT&E.) AFR 80-14 should be included in the test procedures.
specifies responsibilities for preparing these (a) Test objectives.

% plans. (b) Location and schedule of the test
(1) The portion of the DT&E plan which briefings, debriefings, and any associated

encompasses the formal CPCI tests, normally data reduction/analysis.
prepared by the contractor, establishes (c) Reference to applicable test plans,
criteria, methodology, responsibilities, and specifications, manuals, and handbooks.

., overall planning for CPCI testing. The plan (d) Requirements and responsibilities
should include information related to the pre- for console operators, test directors, technical
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consultants, data analysts and other test per- running the code in a simulated computer en-
sonnel. vironment. One way to accomplish this type of

(e) Requirements for other computer checkout is by desk-checking; that is, by
programs (other than the CPCI being tested) manually going through the code and compar-
or equipment. ing it to the specifications. Another method is

(f) Test operating procedures which a correctness proof; that is, a mathematical
specify how to initiate, maintain, terminate, proof that code performs exactly the func-
and restart the computer program operation. tions given in the coding specifications and no

(g) A description for each test to be per- others. Correctness proofs are only practical
formed which includes test inputs, outputs, for relatively small routines. A variety of au-
expected results, reactions to be verified, and tomated test tools are available for static
methods of verification, checking of code as explained in the following:

(h) Requirements and procedures for (1) Comparators. Prorans which do an
recording, reduction and analysis of test data. instruction-by-instruction comparison on two

h. Results of all tests should be versions of the same program. The com-
documented. Informal contractor CPCI parator flags differences thus indicating
DT&E need not be formally reported to the where a program has been changed.
Air Force, however, documented test results (2) Editors. Programs which find and flag
should be available for Air Force review, coding errors and produce cross-reference
Formal CPCI test results will be reviewed and listings.
approved by the implementing command. (3) Flowcharters. Programs which oper-
(PQT and FQT are normally reported sepa- ate on a program written in either assembly
rately.) Other testing will be reported in ac- or higher order language and produce a flow-
cordance with AFR 80-14. chart of the program. This flowchart can then

be compared to the original progTam flow-
5-6. Computer Program Validation/ chart.
Verification (V&V). This paragraph discusses (4) Logic/Equation Generators. Prog-
computer program V&V in its relationship to rams used to reconstruct arithmetic text an(
the computer program life cycle, to flowchart assembly language programs.

a. Analysis Phase. A review of all available (5) Pathfinders, Traps and Traces. Prog-
- documentation for logic and completeness rams which analyze possible paths through a

should be made. A gross functional simula- given program. This information is useful for
tion of certain new or critical aspects of the planning test cases.
design may be accomplished to study system (6) Interpretive Computer Simulation
design, system level tradeoffs and functional (ICS). An ICS is an instruction-level simula-
interfaces. A timing and sizing study should tion of the operational computer on a host
be conducted to insure that the proposed computer, usually a large general purpose
computer system is adequate. A discrete machine. The host computer is programmed
event simulation of the computer system to act on an operational program in exactly
using a specialized simulation language may the same way the operational computer
be used to assist in this study. would act. The host computer will give the

b. Design Phase. All models should be same results bit-for-bit as would be produced
checked for logic and completeness. In some by the operational computer under the same
cases it might be desirable to independently conditions, using the same inputs. An ICS
rederive equations to insure correctness. A gives greater insight into actual computer
scientific simulation of the system may be program operation and provides greater
produced; that is, the algorithms are coded in diagnostic facilities than could be obtained by
a higher order language such as FORTRAN running the operational program on the op-
and run on a general purpose computer. This erational computer. Also, an ICS is useful for
type simulation is used to develop algorithms checking out computer programs in cases
and to check system interfaces. The outputs where the operational computer is unavaila-
from such a simulation may be useful for later ble. Output from an ICS can be compared with
comparison with actual system outputs. output from a scientific simulation as a check

c. Code and Checkout Phase. After a prog- on the operational program. Drawbacks of an
ram has been coded, it must be reviewed to ICS are that it may run slower than the com-
insure that it agrees with the program puter it simulates, will not identify timing
specifications. This can be accomplished by problems, and it must itself be subject t.
cross-checking the code itself with earlier V&V.
specifications, flow charts, and so forth, or by d. Test and Integration Phase. Several dif-
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ferent types of simulation are used in the test equipment id some live inputs; for example,

and integration phase. the use of a radar set against actual aircraft
(1) In one simulation, the ioerational in flight. Again, this method is useful for

program is run on the actual operational overall y., eis integration. The last stage in

computer, while another computer is used to test and evaluation is operational testing (for
simulate the inputs the he interfacing elec- example, flight testing for an Operational

tronic equipment. The operational computer Flight Program), preferably with special in-

memory and electronic interfaces should be stru mentation to record pertinent data. If
monitored to obtain data for prog-ram perfor- nearly identical test conditions are matin

mance evaluation. Ideally the analyst should tained in the simulation and the operational

be able to monitor selecteI registers and ad- tests, the results of tht two tests call he t',mr-
dresses of the operational coMiputer. Hie pared. If close agreement is observed in the

• ] should be able to stop the program, change data, a high degree of ct nfid ence may he

parameters, restart the program and .i nle- given to the simulation tests and more re-

step through the program. He should also he liance can be placed on this type of testing in

able to perform traces, traps and dunips on the future.
selected areas of the operational prugran. e. ()perational and Support Phase. V&V is a

(2) Another simulation is similar to the process whict must Ctntinue through the sys-

above except that some system equipment is tern life cycle. Whenever changes ire made to

used, in addition to the operational computer. equii p ment or coMinputer programs, the opera-

The equipment is artificially stimulated so tion al pr girain must he retested. Simulations

that it produces realistic inputs to the opera- are useful for re)ro(du(cinlg operational prob-
tional program. The same computer monitf lems and for retesting the system. Simulation
and control capabilities are needed. T1 tools a nl acco in Ia n ng documentation
method is especially useful for equipment/ should he ilentified in the (CRISP and ac-

' computer program integration. qui red at the same time the system is ac-
(3) A further simulation uses system lur red.

NA
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Chapter 6

CONFIGURATION MANAGEMENT

SECTION A-GENERAL CONCEPTS 6-4. Principles and Practices. In developing a

6-1. Purpose. This chapter contains guidance configuration concept and configuration
to assist Air Force activities in applying the management plans, the following applies:

* ." configuration management practices and a. Computer programs will be managed as
procedures of AFR 65-3 to computer re- essential system elements using common pro-
sources throughout the system acquisition cecures tailored to recognize their unique
life cycle. It provides additional information properties.
that is unique to computer programs ani gui-
dance in the application of -onfiguration b. Configuration management, as specified
management principles to computer program in AFR 65-3, will be applied to each computer
acquisition, operation and support. program configuration item (CPCI) through-

out the system acquisition life cycle.

6-2. Configuration Management. Configura- c. Configuration management will be es-
tion management is a discipline applying tablished as early as possible and should ad-
technical and administrative direction and dress the interrelations of the implementing,
surveillance to (a) identify and document the supporting, and using commands.
functional and physical characteristics of sys d. Approval of changes to computer re-
tems and configuration items; (b) contr, sources will be in accordance with AFR 57-4
changes to those characteristics; and (c) e- as amplified in this regulation.
cord and report change processing and im-
plementation status. Configuration manage- e. Overall responsibility and authority for
ment is also the means by which design, en. the configuration management of the entire
gineering and cost trade-off decisions are re- system must be vested in one manager. This
corded, communicated, and controlled. manager must have the primary responsibil-

ity for committing resources toward the ac-
complishment of changes to the system. Au-

6-3. Configuration Management Environ- thority may be delegated, based on mutual
ments. Configuration management require- agreements, to other commands or organiza-
ments may be subject to different environ- tions where operational considerations dic-
ments during a system acquisition life cycle. tate.
Several examples are: f. After system/equipment turnover and

a. When the implementing command ac-
e th coanracr program management responsibility transfer,

quires a system by contract, the contractor the using command may have control over
uses those practices described in his config- those computer programs required for the di-

* uration management plan. This normally oc- rect performance of its mission. For example,
curs during the validation, full scale de- r p0-fotan s scialprovisonslfoAFR 102-5 contains special provisions for
velopment, and production phases. command and control systems. Whether this

b. When the supporting command has con- be data input to the system or the actual
figuration management responsibility, con- computer programs will depend upon mission
figuration management is performed in ac- requirements and the design of the system. In
cordance with the supporting command's es- those cases where the using command relies
tablished practices. This normally occurs
after program management responsibility on a separate supporting command to effecttransfer (PMRT) (AFR 890-4). changes, the using command provides their
trc.nWen t supprting and usapproval for all changes made to the compu-' ~c. W hen the supporting and using co rn- t r p or a s h ou h he m u l y e t b

mand eah hve onfgurtio maageentter programs through the mutually estabmands each have configuration management lished configuration control procedures.
responsibility for portions of the system, the
division of responsibilities is documented in g. Computer program conflguration man-
mutual agreements between the commands agement must not be fragmented from the
and incorporated into the CRISP. The com- overall system configuration management.
mands coordinate those actions affecting Interfaces are important and must be
each other's area of responsibility. This situa- specified and controlled. Continuous com-
tion normally occurs during the deployment munication between the equipment and corn-
phase. puter program activities is essential.
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SECTION B-VALIDATION, FULL-SCALE lems. Guidance on interface control, use of
DEVELOPMENT, AND PRODUCTION ICDs and the functions of the ICWG can be
PHASES found in MIL'STD-483, Appendix II.

6-5. Identification. Configuration manage- 6-6. Control. Change control is the most ap-
ment requires the identification of each CPCI parent and formal aspect ot configuration
and its interfaces within the system. management. During the validation, full

a. In the initial phases of the system ac- scale development, production, and, in some
quisition life cycle, computer program re- cases, the deployment phase, changes are
quirements together with design and qualifi- processed by engineering change proposals
cation requirements are documented in a de- (ECPs) or as modifications under the provi-
velapment specification. The physical design sions of AFR 57-4. The ECP is a comprehen-
of the computer prograra is documented in i sive document which contains provisions for
product specification which is the complete supplying all the information necessary to
technical description of the CPCI as designed, make a thorough evaluation of the change
coded and tested. The product specification and its impact on the entire system. When
may identify other information used for oper- the change is approved, it may also generate
ation, correction, and modification of the changes to system documentation such as
CPCIs. The organization and content of the specifications (through a Specification
specifications should be tailored to the func- Cha.nige Notice, MIL-STD-490, or a Notice 3f
tional application of the CPCI. Revi ion, MIL-STD-480), drawings and lists,

b. The Air Force Logistics Command techn -'al orders, spare parts lists and pro-
(AFLC), in conjunction with the Air Force visioning documents, test procedures, ani

" Systems Command, is responsible for the de- manuals for operation, maintenance, and
sign and maintenance of the Air Force CPCI training.
numbering system subject to HQ USAF ap- a. MIL-STD-480 describes procedures for
proval and in coordination with Air Force configuration control, including the prepara-
major commands. tion and processing of enginering changes,

(1) The CPIN will be an unchanging Air deviations and waivers. It contains an appen-
Force unique number. (fix defining configuration management

(2) AFLC issues the CPIN. terms. MIL-STD-483, Appendix XIV, con-
(3) The CPIN will be used to identify each tains procedures for processing ECPs to

CPCI and associated documentation for con- CPCIs and supplements MIL-STD-480 for
figuration management purposes. It will be this purpose.
supplemented to reflect changes to the CPCI. h. The configuration control board (CCB) is

(4) The ('PIN will be used to satisfy the the official organization empowered to act on
configuration management identification re- at' proposed changes. During the validation
quirements of the implementing, supporting, phase, a CCB is established for each system at
and using commands wherever practicable. the progTam office level. It is chaired by the

(5) Commands may supplement the program manager with members represent-
CPIN, when cost effective, to provide further ing all program office functional areas, 4
identification or information. AFLC, ATC, using command,;, the I(CWG, and -.

c. Interfaces between items of a system are other participating government agencies.
. sources of design requirements or constraints Board decisions are documented on a config-
• and are contained in the development specifi- uration control board directive (('(BD) which

cation. Computer programs have interfaces also contains each board member's position.
with computers and other system equipment, The ('('BD is directive on all personnel who
other ('PC[s, and between components of a must act on the change. The ('CB acts on all J,
complex ('P('I. I nt rface control drawit.gs are ('PCI Class I ECPs. All ('PCI changes must be
working tools which implement the interface reflected in the associated docutlmentation,

" requiremnent of the development specifica- since this is the only tangible and visible rep- ... j
tion. The ('IDs hocument interface agree- resentation of computer program content.
ments between the system contractor or par- c. Engineering release systems are inter-
ticipants and should not he used as a substi- nal procedures and standard practices which
tute for stating int(rfacing requirements in the contractor uses to assure that only prop-

* the development specification. The interface erly approved data is released to contractor
control working group (I('WG) serves as the development and production functions. The

* official communications link between prog- program manager must insure that the con* ram participants to resolve interface prob- tractor establishes a system for approval,
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control, and release of CPCI engineering tailed procedures on the conduct of configura-
data. MIL-STD-483, Appendix X, contains tion audits and should be used as a basic re-
provisions for contractual application to as- ference. Two kinds of audits are performed,
sure the contractor has an adequate en- functional and physical.

-" gineering release system. It should be tai- a. The functional configuration audit
lored to cover all CPCI documentation. (FCA) is a review of test or analysis data to

d. AFSC and AFLC will use the time corn- confirm that an item, as designed and de-
pliance technical order (TCTO) to distribute veloped, meets the requirements specified in
CPCI changes (use of the TCTO is described in its development specification.
TO 00-5-15). The TCTO may include a version b. The physical configuration audit (PCA)
description document (VDD) and a specifica- compares the "as-built" item with its ap-
tion change notice (SCN). Use of the VDD is proved and released technical documentation
described in MIL-STD-483, Appendix VIII. to assure the documentation is complete. It
The use of the SCN is described in MIL- establishes the product baseline and is ap-
STD-490 and MIL-STD-483, Appendices VII propriate for operational, maintenance and
and VIII. support purposes. For CPCIs the prog-L-am

S-e. When the using command has configura- listing is compared to the product specifica-
tion management responsibilitiesg for a corn- tion and supporting documentation to check
puter program the VDD and SCN or other for adequacy and validity. This audit is essen-
method described in the O/S CMP may be tial for CPCIs because the product specifica-
used to distribute CPCI changes. tion and associated documentation represent

the complete and only technical description of
6-7. Status Accounting. Configuration statu, the CPCI.
accounting documentation is the means
through which actions affecting CPCIs are SECTION C-PRODUCTION AND DE

"_V recorded and reported to program and func- PLOYMENT PHASES
tional managers. It principally records the
"approved configuration" (baseline) and the 6-9. Configuration Management Change Con-
implementation status of changes to the trol. Changes to the CPCIs must be controlled
baseline. In this way it provides managers in an efficient and responsive manner; yet,
with confirmation that decisions of the CCB provide the flexibility required to meet mis-
are being implemented as directed. Config- sion requirements. CPCI changes are clas-
uration status accounting has its greatest ac- sified as Class I (dcsign) and Class II (discre-
tivity after establishment of the product con- pancy) changes and are defined in Appendix
figuration baseline. Only the minimum in- XIV of MIL-STD-483 (USAF). These changes
formation necessary to manage configuration are required for different reasons, such as
effectively and economically will be recorded problems identified in the field, testing con-
and reported. The command having config- ducted at a support facility, new mission re-
uration management responsibility should quirements, and engineering modifications.
take action to assure that any Air Force ac- (Care must be exercised to avoid confusing
tivity or contractor responsible for imple- Class I and Class II CPCI changes with Class

- menting changes to CPCIs reports the ac- I through Class VI modifications under AFR
complishment of these changes in an accurate 57-4). CPCI changes may be implemented in-
and timely manner. MIL-STD-482 contains dividually or held for the next version release
data elements for use in the accounting and of the computer program, computer data, or
reporting process and allows the use of any documentation. This decision will be based
data content and format necessary to perform upon unique system and using command re-
status accounting. quirements. Change control must provide for:

a. Systems engineering reviews to Jeter-
mine the inter-related effects between CPCIs

6-8. Audits. Configuration audits are per- and system equipment.
formed in accordance with AFR 65-3 and b. Changes which involve both system
MIL-STD-1521 (USAF) to verify compliance equipment and computer programs.
with specifications and other contract re- c. CPCI Class I design changes not affect-

* quirements. The audit function validates ac- ing system equipment. These changes may
complishment of development requirements originate as a problem or as an engineering or
and achievement of a product configuration mission requirement. Each change must be
through examination of the CPCI's technical examined to determine any impact upon
documentation. MIL-STD-1521 contains de- equipment or other computer programs.
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When the change affects equipment or ex- change processing. The responsibilities of the
ceeds the existing organic capabilities, AFR CPCSB will be outlined in the CRISP and de-
57-4 procedures apply. tailed in the O/S CM P. Board membership will

d. CPCI Class 1I changes not affecting sys- include representation from the supporting
tern equipment. These changes result from a commands, using commands and appropriate
discrepancy and are not design or equipment engineering personnel.
problems. They can be changes to the CPCI or a. The configuration control board (t'CB)
the associated documentation, has responsibility for all changes to the sys-

e. Changes to computer data as defined in tern and its configuration items. Its members
chapter 10. should be representatives of all involved

f. The assignment of available resources to agencies and system functional areas such as,
develop and test the change after approval. configuration management, enginee iring.

g. Tracking all changes from identification programming, system analysis test. pro-
through approval and implementation. curement, financial control, training, and

6-10. Operational/Support Configuration M an- logistic support. This hoard will assure that6-10 Opratona/Supor Cofigraton an-all system impacts of (CP(1 chancres including
agement Procedures (O/S CMP). The basic alose iact of Cr other clu
configuration management approach con-
tained in the CRISP will be detailed further ter programs have been evaluated, changes
in the operational/support configuration to system documentation have been iden-
management procedures (O/S CMP). These tifie m and the resources have been identified
procedures will be written by the supporting to i ,,lement the change.
and using commands in conjunction with the b. A Computer Program Configiuration
implementing command. They are the config- Sub-Board (CPCSB) functioning as a suhordi-
uration management procedures to be used nate element of the configuration control• "'" board may be dtesignlated for computer prog-(luring deployment of the system. These pro-
cedures must be written during the Full Scale ram change processing as follows:
Development Phase, before the system begins (1) The CPCSB will review and may be
its operational life. As a minimum, the OIS delegated approval authority for CPCI Class I
CMP should incorporate the provisions of changes which do not affect system equip-
change control described in paragraph 6-9 ment and can be accomplished within the
and address the following: existing organic resources of the responsible

a e h aacommand. This includes Computer Program
"- a. The relationships of all commands in- .

volved. If a Comptter Program Configuration Engineering Change Proposals.
Sub-Board (para 6-11b) is required, represen- (2) The CPCSB will review and should
tation should be designated, a chairman iden- have approval authority for CPCI Class II
tified, and authorities specified, changes. When appropriate, considering the"Tie andpocomplexity of the system, the board may actb. The reporting of problems.upnCCClsIIcagsohndetee•c. Th ehdfrprocessing deficiency re- ic. The method for poesndecicye- upon CPCI Class II changes or handle these

ports or proposed modifications, changes by means of a screening function,
d. Approval authority for changes. (3) The CPCSB will insure that all ('PCId. Approvalre authorityoofornchanges.ccch
e. The status accounting procedures and anges are properly coordinated in accor-

responsibilities, dance with agreements between the com- -4
f. The handling of emergency changes. mands involved as specified in the O/S CMP.
g. The methods for distribution of CPCIs, (4) The CPCSB will insure the identifica-

tion of all costs, required testing, changes todocumentation and changes thereto. system documentation and affects on equip-
h.S i rment and computer programs associated withpre

ceeds program management responsibility a chand cceedspi a change." transfer. (5) The CPCSB will convene, as requiiired,

6-11. Board Reviews. After system/ with the CCB to provide technical expertise in
equipment turnover and program manage- regard to proposed changes.
ment responsibility transfer, the configura- c. A screening function, will be performed

" tion control board (normally the Air Logistic in support of the CCB or CP(SB. The extent
(Center CCB) is the configuration change con- to which the screening function is formalized
trol authority. In large, complex systems or depends upon the complexity of the system
when the using command has some change and will be detailed in the OiS CMP.
control responsibility, a Computer Program 1 v Nhen problems have been identified,
Configuration Sub-Board (CPCSB) may be they will be screened to determine the valid-
required to facilitate computer program ity of the problem and the CPCI change clas-
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sification, such as discrepancy (Class II) or -13. Computer Resources Integration. Integ-
design (Class I). ration is the combining of the computer and

(2) If the change is determined to be a its computer programs with the associated

CPCI Class I change, it will be submitted to equipment to establish equipment/'computer
the CPCSB for appropriate processing. program compatibility, and to isolate

program!interface and timing problems. The
(3) The approval and implementation au- configuration control procedures wil! include

thority for CPCI Class II changes may be as- the integration function to insure control and
signed to the manager of the screening func- identification of related changes for man-
tion. In all cases the CPCSB and other af- agement attention.
fected organizations will be notified of the

change. 6-14. Systems Integration. A requirement
exists to examine the change or modification

-12. D iacross various system elements. In avionics
6-12. Deficiency and Improvement Reporting. systems, for example, changes to the opera-
In the production of any complex computer tional flight program could impact the av-
program, errors will be generated. It is the ionics hardware, associated airborne equip-
responsibility of all personnel to report prob- ment, flight simulators, automatic test
lems as well as detected errors. Chapter 10 equipment, operator manuals or various
provides methods for identifying and report- combinations of the above. The configuration
ing deficiencies, malfunctions, or errors and control procedures will provide for control
for requesting improvements which may b. and identification of related changes for
implemented to meet special command need management attention.

,'7
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Chapter 7

D)OCU1MENT XTIU N'

7-1. Purpose. This chapter pro)vides gu iiditwt' ,f' . ~t . - 'aI1

* for determining the need for, acquiring, and tilttct.' i 'it tilit,..
controlling computer resources dncieita- ig-t r !v txrgre'Iat~l-d qi
tion, both organically and contractor gtitr- li't<. 'craiiaiiittt'i't.

ated. It descri bes a stand ard set of dcxi ents ~~: t r . i~ is ~ F.
-. for computer equipment and computer prog- t h1 r'atjgh it j at a mIn ae in no II(IIt ffi cI eI NJ

rams, and provides guidelines for tailoring focal p(-lnt :I Irb~s~ll Al- I' 2
these documents to meet in~dividual systemi action I> jrijtjii!ti! itl.I x -n-

*requi remen ts. Di.t ' Diqf I,

7-2. Requirements. Only that dotcumentation thifIr lt a 1ri III"ti 4' nnt I 1 1' . 11 NJ It

necessary to satisfy specific needs will be ac- dlt'i inis lg.- i ' IIo

-~~ (luired. The requirements for documentation (Call. I' t it fli'xthh' ii i.''tn! d
anti the Selection of documentation should re_ The prttenitial inlact n o if i i

ceive continuing evaluation. [Data Item Te eursta ''tg'i a
* scriptions should be identified and developed ms ectliiitia ia

to i nsuir e timely and adequate systen c. Ttite J)M( shild ti lt, !_jroi' i
documentation throughout, the system it merts Th1,a1rtr Iii~ i.t *r
qu isition life cycle. Kach phase of devel-.d tinsideratiirls thti to'f;iii n

mnent should be documented. 'sitcteti WrgatiC''jaiii'.~~~
a. IDocu mentat ion is needed durIIing de- t ept s, uses of t h1 vS 'iil and tii

--. velopment in order to track progress and pro- for data.
vide information for mfanagement visibility d.('ornsieratin sii,ia~i i'(e cai\! t, Til.p
and deciision making. For example, specifica. tin cmII uISe' Of.ifrtd ieiii'fmt

tions are required to describe the computer qusiio nIIS1 g11, arid access r t;t ' t i

- ~equiprment anti comp~ute r programs rin terms The First two t''hmi iuoes ar I,'mih
* ~of design, performance, configu ration andi A FR 3101- a ri A SP'R SectiIl -i 7. It id It i I it h
-test requirements. deferringv selection (,I delivery )f the datak

b . Documentation is needied to enable, speci fied fin thle contract uIntilI thle act cial rek-
proper life cycle support and maintenance of *luireenierits 'ant be e'ontnmicalivletriii
the computer resources. This documentation Use of these tec'hniques shociId he evalIr te(-l
should be m ai ntai ned and u pdated, as re- to avok)id( irM a act i Ig I a tt a 11 eei d re-k I t I I to( t h1e r
qUired, for each change to the sysitem or sys - sy'ste ra ('lemlenits Such as At torliatic Tet S
tem operation. LqcI-i[Mrrlt (AT TF) ThIe A(cissiotir List

techriitque retliireS thle ctrit ractttr !(t l-lr'et
at list ttt thle ititernal data he is goIrtat rig for

7-:3. D~eterminfing D~ocumnentation Requ Lire- his WrTI use I thle pe r'fttriiianrce If thle cott
ments. ReqJuirements, for tiocuminrtatitor are' tat h i o ear tum. hshtri
generated in mnarry ways. the t'ti atmsttiiiIce.r.It is tliot

it. In atititioni to co)st-effectiveness ctrisiti (tihject lto Alf, V'rc(' aprt(Val ()I' aieitr
- e~~ration fitr oltctimremtatiitr actquiSitittn, the' ciloIn

PM) r irtiarwtr'k'initiatirigr directives ceuf
may direct S pec fin' tai lttrei tpptr'ttaches For

example, in exper'imental ir pra(tittyjt at',- 7 -1. Matnageieit.Vt iittii'ltt ii

tivitie., the PMIvl) may dinect the n'i~tr iidtsa~stsaft-al Intiit inllf eati
oftny that di ttititti i.'.l ar tias' ii ti fc'a .'l-e vAF llt

certain the feasiiirtv t4 a ' i griVI ;tpjif( ri h ati tt qit at i sit t tri. l'Thc p~n r e
The P.MD[ may Ii tilit tle i , pc and Iinio lite j I hlit% t ftilts fait aiiiiaoiettiti.i

* ~native alterniatives ;tf'it'-tm to ilt, ii to atrid ' iir ti ' ~~clt ti lttlntt midi .rc-
repron-riremit at a r'olimnit-n.0t . t 4ti firit'n tI r

b . The slipp(rrii andi Vni iiiltii ].t TIt' JdIM() -llt'id track i
11l dait; r.'itjre'

scppttrt within theiw 11tltIt- lhiil o ~l' it itt' lttih ctml'~i

tify inC'cmeriNi,'t r*-'Ii n-I.',1 trigl 'hl ' ti'tnitIaog'it't tIItS:
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(I) Th, source, scope and oritent of the such data itelrIs 11av he req Li'(d for special
idociirielitatioll required. design information such as pro.ram mner

(2) The extent of Air Force rights re- notebooks, alg orith hn deve',pneomet studies,
quired to satisfy the c(r)uter program sup- and specialized computer program listing

["Port concept. pr'iltoUtS.

(3) The workirg relationship, points of
contact, responsibilities, communication pro- 7-8. Division Options for Computer Program
cedtires, scheduled review cycles and controls Documents. For large computer programs and
for changing data requirements. conputer program components, the specifica-

(4) The procedures for inspection and tiois or as.iociated documents may be logi-
testing including validation of the data by cally divided into volumes or sections to
contractor personnel prior to delivery to the achieve A reasonable document size. In cases
Air Force and the process to be used to verify where commion areas within each document
the documentation. may be combined into separate documents,

(5) A schedule showing how the prepara- such as common data base material, the
tion, delivery, and review of computer re- depth of coverage must be consistent with the
source data relates to major program miles- individual documentation requirements. The
tones such as SI)R, PI)R, (DR. FCA, PCA, division options should be specified in the
and system test. CDRL.

(6) The interface/interaction of compiter
resource data items. 7-9. t°artial or Incremental Submittals. It may

(7) Procedures for review, control, and be in the best interests of the Air Force to
update of accepted data items. review data, especially voluminous data such

as computer program product specifications,
7-5. Acquiring Contract Data. The DOD au- incrementally. Incremental draft submittals
thorized data list (TD-) identifies standard of data should be specified in the CDRL and
data item descriptions (DIDs) for use in ac- the actual content expected with each sub-
quiring data from contractors. Examples of mittal should be specified in backup sheets to
DIDs applicable to computer resource data the data items. For example, partial drafts of

* requirements are shown in table 7-1. The con- the product specification for computer prog-
tract data requirements list (CDRL) is used rams could be submitted in three or more in-
for specifying data delivery requirements on crements. The top design flow charts could be
contract. Care should be taken to tailor the specified for delivery prior to CDR, the corm-

lf)Ds to actual requirements. plete draft except for listings at CDR, and any
major revisions that occur after CDR in sub-

7-6 Modifying Data Item Descriptions. AFR sequent submittals. Added drafts or change
:310-1 provides guidelines for modifying data pages could be specified to be delivered when
item descriptions. The contractor data pro- any major change in the detailed design ap-
ducts should be used if they will satisfy the proach agreed to at CDR is made and a cur-
Air Force needs. Certain data must not be rent draft should be provided for review at

' modified without the agreement of the using the PCA. The option for a complete review of
and supporting commands such as, data re- the document prior to final acceptance should
q ui red for follow-on test, modification, be maintained, wherever practicable.
maintenance or logistic support. Major data
item descriptions in this category are specifi- 7-10. Application. Data organically generated
cations, drawings, technical orders, positional or contractor prepared can be discussed in
handbooks, and user manuals, terms of primary uses:

a. Many of the organically generated
7-7. Unique Data Item Descriptions. Data not documents are used to establish system re-
specified in the authorized data list (ADL) quirements and facilitate acquisition man-
may be acquired through use of a unique or

nonsandad dta iem escrptin. Tese agement. These documents are the required
nonstandard data item description. These operational capability (ROC), program man-
data requirements are usually program agement directive (PMD), program manage-
peculiar or command peculiar and are di- ment plan (PMP), computer resources integ-
rected toward a one-time specific application, rated support plan (CRISP), and the compu-
These items are created by the agency requir- ter program development plan (CPDP). The
ing the data, and submitted for approval to CPDP may be an organic or contractor pre-
the Command Data Management Office. For document. These documents are used
computer equipment and computer programs, by the program manager and other par-
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ticipating organizations to define program for progressive definition of technical per-
concepts, agreements, and planned actions. formance and relating performance require-

b. Contractor prepared data may include ments to the design definition. Specialized
the configuration management plan, systems types of data are not usually required for
engineering management plan, human factor computer resources, but documentation
development plan, system safety plan, per- coverage and content must be adjusted to ac-
sonnel subsystem test and evaluation plan, count for their peculiarities.
and computer program development plan. (3) Test documentation is used for the
These documents are used to evaluate con- qualification and acceptance of equipment
tractor proposed approaches to system de- and computer programs, and to provide the
velopment and, when incorporated into the basis for testing future modifications.
contract or statement of work, establish con- (4, Operation and support documentation
tractual requirements. is used to operate, maintain, modify, and

c. Documents usedl for procurement pur- otherwise support the system after accep-
poses are organically prepared and include tance. The uses of the documentation, includ-
the request for proposal (RFP), statement of ing formats and reporting procedures, should
work (SOW), and the contract. be discussed in the CRISP, O/S CMP and

d. Major documents for monitoring con- command manuals. Specialized documenta-
tractor performance are usually contractor tion for computer programs include positional
prepared and are used for configuration handbooks, computer prcgramming manuals,
management, engineering, test, system oper- user manuals, and version description docu-
ation, and support. These documents can be ments.
associated with the computer program liQe (5) Specifications are engineering (locu-
cycle as shown in figure 7-1. Documentation ments used to define the management
in one category may form an integral part of baselines as departure points for engineering
other categories. For example, specifications development, configuration control,
are used for design and development, to es- documentation, test, and support activities.
tablish baselines and control changes, to gen- Specifications provide the basis for d cument
erate test plans and procedures, and for up- ing requirements, controllini the incremental
dates and modifications. Also, certain docu- development between majo)r pr gram miles-
ments provide a basis for other documenta- tones and providing visibility. The pecifica-
tion. The operational concepts documents and tion provides a level of contreol that is riitiaflv

computer program specifi-ations developed broad in scope a id prorressivelv narrowed t()
1 .as a part of the engineering activity provide become more restrictive as the ,esimi be-

the basis for the computer program user comes definite. MIL-STI)-41.00 Mll-S-W l ,
manuals and handbooks. and MIL-STI)-483 (USAF), establish the

(1) Configi "ation management documen- specification documentation for so-tr'mr. vs-
ation is used o establish baselines and to tem segments, computer e pmoli-rt , coin p-

provide methods for controlling and recording ter programs, and )ther cmolole s 4f the
changes to the established baselines. system.

(2) Engineering documentation is used

.5
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Phase Primar" Output Products
System Analysis & Require- System Functional Requirements/Allocation/Time

ment Definition Description Line Sheets, System Specifica-
tion Analysis Reports, En-
gineering Design Data

System Segment Analysis System Segment Functional Computer Program Dev Plan,
Description Development Specification,

Analysis Reports, Test Plans,
Trade Studies, System Engi-
neering Management Plan

Interface Control
Drawings, Draft Product
Specification,
Test Plans

Design Detailed (System Segment) Installation Plans
Design Personnel Subsystems

Test and Evaluation

Task Analysis,
Programming Manuals,
tDraft) User's Manuals,
(Draft) Positional
Handbooks
(Draft) Training Plans

Code & Checkout Computer Programs Timing & Sizing Data
Test Plans & Procedures

Test Reports
Test & Integration Testing Results of Computer Operating & Maintenance

Programs in System Manuals
Product Specifications
Version Description Doc

Installation, Operate & Modifications Revised Documentation
Support

Figure °t-i. Data Related to the Computer Program Life' Cycle.
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Table 7-1. Standard Contract Data Items.

CONFIGURATION MANAGEMENT
Configuration Management Plan
Version Description Document (Computer Programs)
Configuration Index (Computer Program)
Change Status Report (Computer Program)
Engineering Change Proposals
Specification Change Notice (Computer Program)
Time Compliance Technical Orders

ENGINEERING MANAGEMENT

Contract Work Breakdown Structure
Data Accession List/Internal Data
Engineering Drawings for Design Reviews, Audits, and Evaluations
System Specification
System Segment Specification (Modification Program)
Configuration Item Development Specification
Computer Program Development Specification
Configuration Item Product Fabrication Specification
Computer Program Product Specification
Inventory Item Specification
Personnel Subsystem/Human Factors Development Plan
Human Operator Task Analysis for Information Systems
Personnel Subsystem Test/Evaluation Plan
Training Needs/Exercising Requirements Analysis
Reliability and Maintainability Allocations, Assessments, etc.
Reliability and Maintainability Report on Commercial Equipment
Subsystem Design Analysis Report
System/Subsystem Summary Report
Functional Flow Diagrams
Requirements Allocation Sheets
System/Design Trade Study Reports
Schematic Block Diagrams
Time Line Sheets
System Engineering Management Plan
Technical Performance Measurement Report .
System Safety Plan

.414.
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Chapter 8

IDENTIFYING CONTRACTUAL REQUIREMENTS

8-1. Purpose. The purpose of this chapter is (3) The contract statement of work iden-
to describe the responsibilities of the program tifies the design, engineering, management,
manager in identifying for the appropriate administrative, and support tasks that are to
contracting authority those system acquisi- be performed during the life of the contract.
tion requirements related to computer re- SOW topics are discussed in paragraph 8-4.
sources. Discussion of the contract and its (4) Deliverables are identified in the con-
preparation is included for informational tract schedule or as data in the CDRL.
purposes. b. The procuring contracting officer (PCO)

conducts negotiations between prospective

8-2. Program Management Responsibilities. contractors and the Air Force. The program
The program manager will insure that the manager or his representatives participate in
requirements for the management of compu- the negotiations with personnel from various
ter resources contained in this regulation are disciplines as required. The negotiations may
tailored to the particular system acquisition result in modifications to the contents of the
and submitted to the appropriate procure- system specifications or contract documents
ment authority for inclusion in the contrac- to take advantage of possible tradeoffs that
tual instruments, can result in cost savings. Technical and

a. The program manager provides re managerial requirements which are modified t'

quirements to the procurement authority ty or waived may have significant impact and
means of inputs for and participation in the should be considered carefully. Documenta-
preparation of the procurement package. A tion related to computer resources required
typical procurement package contains by the using or supporting commands should
specifications, instructions to offerers (for the not be deleted from the CDRL without ap-
preparation of proposals), a proposed state- propriate coordination. The program man-
ment of work (SOW), and a contract data re- ager should be represented in the 'egotia-
quirements list (CDRL, DD Form 1423). tions by individuals who understand both the

(1) The mission and technical require. technical and management aspects of compu-
ments are provided in the procurement pac- ter programs. The Air Force rights to compu-
kage in the form of performance and design ter programs and associated data must be
specifications. Depending on the type of sys- identified and understood by all parties to thr
tern, these requirements are specified in a negotiation.
system specification, a system segment 8-3. Contract Statement of Work. The prog-
specification, or a similar specification docu- ram manager provides the required contrac-
ment. For large systems, the computer prog- tual tasks to the PCO by means of a statement
rams, may constitute a distinct system seg- of work. The contract statement of Work
ment and the resulting procurement is ac- specifies tasks to be performed during the life
complished through a prime contractor in as- of the contract. Tasks are described below in
sociation with other system segments or three categories: program management
through a separate associate contractor. For tasks, desigi. and engineering tasks, and
smaller systems, the procurement may be ac- management support tasks. The SOW is tai-
complished through a prime contractor by lored according to the complexity and mag-
means of one system specification, with com- nitude of the contractual effort.
puter equipment and computer programs a. The Program Management Tasks in-
identified as separate configuration items. elude procedures to assure an orderly man-

(2) The instructions to offerors provides agement approach to the contract perfor-for the format and content of each offeror's mance, provide a means to continually

proposal. Where computer programs are in- evaluate contractor performance, and iden-
volved, the program manager should insure tify problems and suggested corrective ac-
that these instructions provide for prelimi- tions. Topics in this task description generally
nary contractor plans which describe the require the contractor to: develop and main-
computer program development concept tain plans which are consonant with overall
(chapter 3). Information provided may be program planning for the computer program
used to aid in the evajuation of the contrac- life cycle; establish and maintain manage-
tor's capability to manage computer program ment, financial, and technical controls to as-
development, sure identification of deviations from the
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plans; maintain schedules, forecasts, 8-4. Rights in Data and Computer Programs. -J
analyses and reports for each functional area The program manager should insure that
of the computer programs. Certain of these contractual provisions reflect requirements
topics have been formalized in standardized for delivery of CPCIs and associated data
management systems such as: (chapter 7). ThesE provisions should assure

(1) The work breakdown structure (WBS) that the Air Force will have the rights to use .4

task requires the contractor to develop a the CPCIs and assQciated data to meet the
contract WBS. The WBS is a product oriented support concept and requirement outlined in
family tree composed of equipment, computer the CRISP. The program manager should
programs, services, and data items. A WBS consult the PCO and legal counsel (Staff
organizes and portrays the product as well as Judge Advocate) in connection with contract-
the associated work to be accomplished. ing for these rights. Local Staff Judge Advo-
MIL-STD-881 describes the WBS system and cates should consult higher headquarters on
is authorized for use by both the Air Force problems not previously arising in their corn-
and contractor in the development of the pre- mand. Requirements which may require spe-

liminary project summary WBS and the con- cial consideration are:
tract WBS. Computer programs should be a. The right to order computer programs or

-. -" identified at level 3 in the project WBS. data not generated under the contract.
W t n6(1) Privately developed computer prog-

(2) When cost reporting (AFR 800-6) is ram- used in the performance of contract
applicable, these requirements will be tai- work or data pertaining to such computer
lored to the individual contract. Identifica- progr, ms or other items, components or pro-
tion of computer program configuration items proses ms or the iems, co ntrapro-
at level 3 of the WBS will provide the visibility cesses used in the performance of contract

work.necessary to evaluate cost, schedule, and per-fomneofcnrcedefrs (2) Privately developed computer prog- "".','.formance of contracted efforts.
rams or technical data needed to perform op-

(3) For those contracts which are covered eration and support of the equipment, compu-
by Contractor Cost Data Report, a Contract ter programs, or other items produced under
Cost Data Reporting Plan will be prepared to the contract.
specify cost data reporting requirements. The b. The Air Force requirement to acquire
Contractor Cost Data Reporting Plan and computer programs or rights greater thanforms as described in AFR 800-6 should re- those originally set out in the contract. For
quire the separate identification of cost as- example, the right to use computer programs,
sociated with CPCIs. subject to restricted rights, outside the Air

b. The Engineering and Design Tasks are Force or in more than one computer or instal-
those related to system engineering, design lation. The contractual provisions should set
and development, test, and system safety out the results of any predetermination of
(chapter 4). rights and a manner under which the Air

c. Management Support Tasks: Force might subsequently acquire additional
(1) In . the configuration management required rights.

task, the contractor should be required to im-
plement a Configuration Management Plan 8-5. Contract Deliverables. Contract deliver-

- . (chapter 6). ables are specified as line items in the con-
(2) In the data management task, the tract. When the list of items is too lengthy to

contractor should be required to supply ap- list in the schedule of the contract, they may
propriate data, designate a focal point for in- be listed on either an exhibit or attachment.
tegrating the data management effort, de- When deliverables are listed on an attach-
velop controls for data preparation, and col- ment, a contract line item or sub-line item

* lect, prepare, publish and distribute the data must be set forth in the schedule for each
in the quantities and types designated on deliverable item. While computer programs
the CDRL. anl documentation must be listed on the DD

(3) In the maintenance and support task, 1423, the DD 1423 should be identified as an
the contractor should be required to identify exhibit or attachment depending on the re-
all of the computer programs, equipment, and quired management emphasis. In establish-
documentation necessary to support the sys- ing the requirement for delivery of all CPCIs,

. tem according to the maintenance and sup- the program manager should consider the de-
port concepts. The appropriate provisions of livery of all media necessary for planned sup-
the CRISP should be used as a reference for port of the CPCIs. These requirements should
this task. be included in the contract. The deliverable
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items should include the complete source vendor and maintaining the computer
form (tape or card deck) suitable for assembly equipment or computer ,programs to the
or compilation. Additionally, a complete ob- latest released configuration as required. The
ject form (tape or card deck) suitable for load- contractor should also be made responsible
ing and execution in both the operational for maintaining the engineering compatibil-
computer(s) and any computers applied to di- ity between all system equipment and compu-
rect support may be required. ter programs, incmfdlng incorporation of new

subcontr1or or vendor released versions of
8-6. Change Control and Accounting of Com- computer prograns, as required.
mercial Computer Equipment *ad Computer
Programs. Appropriate safeguards should be 8-7. Subcontractor Maaagemea. Computer
included in contracts to insure that the con- resources may be developed under a subcon-
tractor reviews all subcontractor or vendor tract to a prime contractor. When a prim*
changes and that all computer equipment or contractor is employed in a system acquisi-
computer programs in a system are main- tion, the management of the subcontractor is
tained to the same configuration level. The by the prime contractor and any interaction
contractor should be responsible for obtain- with the subcontracted task by the Air Foge
ing these changes from "!i subcontractor or is effected through the prime contractor.

-0
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Chapter 9

TURNOVER AND TRANSFER

9-1. Purpose. This chapter identifies the (3) Indicate scheduled delivery dates for
major agreements and actions necessary to the computer programs.

" effect the system/equipment turnover and (4) List, wherever possible, those com-
program management responsibility transfer puter programs containing major discrepan-
(PMRT) of systems which include computer cies or omissions as of the PMRT date.
resources from the implementing command to (5) Indicate any special change proce-
the using and supporting commands. dures and phasing requirements for the

period between turnover and transfer.
9-2. Policy. Air Force regulation AFR 800-19 (6) Indicate the status of completion of
for system/equipment turnover and AFR the system, subsystem, or functions affected
800-4 for program management responsibil- by computer programs, where significant.
ity transfer will govern the turnover and (7) Identify provisions for completion of
transfer of computer resources. The turnover training.
and transfer of computer resources, particu- (8) Identify computer resource action
larly computer programs, must be considered items and assign responsibilities for their ac-
during the preparation and coordination of complishment.
the PMD, PMP, CRISP, O/S CMP, and tur- '9) Incorporate special provisions for the
nover and transfer agreements. The imple- manr gement of computer programs common
menting command, supporting, and using to more than one system.
commands will determine the responsibilities c. The system/equipment turnover agree-
for the management of computer resources ment, which will:
that are identified and incorporated into the (1) Incorporate appropriate provisions of
turnover and transfer agreements. The Corn- the CRISP and O/S CMP.
puter Resources Working Group should in- (2) Identify the computer resources co-
sure that agreements incorporated in the vered by the agreement.
CRISP are in the system turnover and trans- (3) List computer resource discrepancies
fer agreements. and exceptions.

(4) Incorporate special provisions for the
9-3. Documents. Major documents associated management of computer programs common
with the turnover and transfer of computer to more than one system.
resources are: (5) Indicate any special change proce-

a. The CRISP and O/S CMP which are used dures and phasing requirements for the
in developing the agreements. period between turnover and transfer.

b. The PMRT agreement which will: d. The turnover certificate which lists
(1) Include appropriate provisions of the computer resource deficiencies and excep-

CRISP and O/S CMP. tions at the time of turnover, indicates re-
(2) Identify the computer resources co- sponsibilities for corrective action, And fore-

vered by the agreement, casts correction dates.

.9.,.82

.

* 2 - . .°,. . . .

'.". . . . .. . . . . . . . . . . . . . .... . .. . . . . . . . . . . . . . . . . .
** "-- : , * *:****" *'~**



. ',. . , + . . . . . . . . . . ._ . . . . . . .

OF. I.

AFR 800-14 Volume 11 26 September 1975

Chapter 10

SUPPORT

10-1. Purpose. This chapter provides addi- 10-5. Computer Program Types. The follow-
tional guidance for the management of corn- ing definitions are provided for categorizing
puter resources during the Deployment computer programs:
Phase. It discusses types of computer prog- a. Operational. Computer Programs re-
rams, computer data, reporting proceduires. quired to operate theit system. These programs
and interservicing agreements. are loaded, and run in the computer equip-

mlit duri rg yster (operation and can in-
1oul de tihe ftol(Own':10-2. Support Objectives. The su~pporting 1) Executive Supervisor. The computer

command will provide for the support of corn- program or ('PC which controls the execution
puter resources according to the following 0)- of furict'ionalapplication programs and the'*jectives: ffnt m l/ plain pr ra sa d te-'.

a.inimum ciinput, output programs.
a. Minimum cost consistent with mission (2) Functional/Application. The compu-

requirements. ter program or CPC which implements func-
b. Consultation with and guidance for the tional performance requirements. Examples

user in achieving his mission requirements. are: navigational functions, weapons deliv-
c. The expeditious correction of all compu- cry, engine performance simulation, and

ter resource deficiencies, radar tracking.
d. Introducing state-of-the-art improve- (3) Input/Output. The computer program

ments when they are cost effective or r, or CPC which transfers computer data bet-
quired to satisfy mission requirements. ween the computer equipment and the sys-

tem equipment.
10-3. Planning. The using command, in con- b. Test. Computer programs developed to
junction with the supporting and implement- analyze or test system and component per-
ing commands, develops the Maintenance formance. These programs may be integrated
Concept in accordance with AFR 66-14. The into the operational computer programs as
supporting command, in conjunction with the test CPCs which operate concurrent with sys-
using and implementing commands, develops tem operation. They include maintenance/
the integrated logistics support plan in accor- diagnostic programs to analyze performance
dance with AFR 800-8. The CRWG develops and detect or isolate faults in the computer
the CRISP which defines the concept of com- equipment. Maintenance/diagnostic prog-
puter resources support and identifies re- rams can be developed to check out system
sponsibilities (chapter 3). equipment not normally considered integral

a. Throughout the system acquisition life to the computer equipment, for example,
cycle, the implementing, supporting and interface/conversion equipment between the
using commands will identify computer re- computer and the system for which it proces-
sources and associated documentation neces- ses information.
sary to operate and support the system. c. Support. Computer programs generally

b. Periodic assessments will be made to de- used for the development and maintenance of
termine the optimum method of support (that other computer programs. Support programs
is, organic, contractor, or a combination include operating systems, assemblers, com-
thereof; AFR 26-12 applies). This assessment pilers, and loaders. For example, in the case of
will consider the requirements for program- training devices, these programs include pre-
ming aids, type and degree of simulation, test, flight check programs, data base modification
safety, cost, system stability, and interface programs, and student performance data

. requirements. printout programs.
c. The CRISP will be continually updated

to reflect the current support concept. 10-6. Computer Data. Data operated on, pro-

duced by, or otherwise used by a computer
10-4. Responsibilities. Assignment of sup- program. Data may be relatively fixed, such
port responsibilities and authority for indi- as earth coordinates that may be a part of the
vidual computer programs will be determined system data base, or dynamic such as mission
by its impact upon system equipment, mission data that may be unique to a single mission
responsibilities and the availability of both and input only for that purpose. All data must
•xpertise and sup.port equipment. be under positive control. The extent and na-
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ture of this control will depend upon usage. 10-9. N&V it' (Computer I rogr'im- in the I)e-Mission data, such as target, weapons load, ployment Pha.e. Inh. ii t a he Updating of

terrain features, must be under the control of (101lputer irogrilms is Ii .c(1, *ei ty to inSUre
the user. Data which is relatively fixed, aoll that ad(equate testing is perfi,rmed. Planning
may apply to the entire system such as a fleet and procelres fir Co11 pWItt.' )I'g K 1o Uip-
of aircraft, or interface data witn other sys- dates will includle testing and V&V (chapter
tems is usually controlled at the system level. 5).
Control procedures for data should be defined a. Procedures for V&V of a computer prog-
in the O/S CMP. ram are distinctly related to is type, the

magnitude of the change and the required
10-7. Dleficiency Reporting. degree (f confidenrce ill the 1 F(d tic? fr() its ap-

a. To provide a formalized method for re- plication. Systemlitclear safvt inust be( con-
porting deficiencies in computer programs sidered in determining the amount of V&V
and assure correction of problems, the follow- required.
ing types of reports are authorized for use. b. Coriiput(, i)rol-I'ralins shouhld ie exercised
Response times and specific channeling of re- through a predetermined specified range of
ports and formats for these reports, both performance prior tii final acceptance. All
intra and intercommand, will be identified in changes to a computer program require V&V
the O/S CMP in accordance with TO 00-35)- prior to Coniputer pIflgrali release for opera-
54 and the following guidance. tioral use.

(1) Emergency Report. This report deals
ith problems critical to mission performance

or which would result in fatal or serious i- 10-10. Interservice Support of Computer Re-

jury to personnel. This report will be certified sources:

as mission critical and transmitted to the ap- a. Existing DO) resources will be used to
propriate responsible authority as rapidly as the maximum practical extent. When cmpu-
possible. The information will also be pro- ter resource support cannot be accomplished
vided other affected users. The responsible through existing Air Force capabilities, other

authority will analyze the report, determine DOD capabilities should be considered prior
the impact, and furnish disposition to all af- to initiating contractual actions. Life cycle
fected units as rapidly as possible. costs will be considered in any decision for(2) Routine Report. This report deals interservice support or single service support.

with problems of a noncritical nature. This b. Interservice support agreements will be

report should be submitted to the appropriate prepared by the supporting organization and
responsible authority. The responsible au-
thority will analyze the report, determine reements will detail the DODService respon-
possible solutions and impacts and f,,rnish sible for the performance of each required

disposition to all affected units. function. The agreements will contain

b. The basic information that must be schedules, organization, procedures, person- --l
submitted when reoorting a deficiency is as nel, facilities, and funding requirements with..
follows: a delineation of the resources to be furnished

(1) Identify the document as a Deficiency by each Service. ni( Report. c, Cross Servicing agreements financing 4
(2) Date submitted. will be determined by the attaining agenpy. A

(3) Submitting organization d. Hoqt-tnant agreements will be gov-

(4) Computer Program Identification erned by AFR 172-3/AR 37-19/SECNAVJST
Number and other nomenclature. 7020.4.

(5) Explanation of the deficiency.
(6) Recommendations. 10-11. Security Assiia.ee I'rogram. The
(7) Name, grade, phone number and title general policies and procedures tor Iniple-

of the action officer. menting and managing approved Grant Aid/
Securing Assistance Service Funded prog- *'-

10-8. Change Reports. All proposed changes rams and Foreign Military Sales are in AFR
will be documented by the submitting organi- 400-20, AFR 5-16, AFM 400-3, AFR 800-18,
zation and forwarded to the appropriate ap- and AFM 67-1, Volume IX. Security rogula-
proval authority in accordance with the pro- tions in connection therewith are in AFR
cedures contained in the O/S (MP 205-1.
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GLOSSARY ,1

ADL Authorized Data List ICWG Interface Control Working
ADP Automatic Data Processing Group
AFLC Air Force Logistics Command IOT&E Initial Operational Test and
AFSC Air Force Systems Command Evaluation
AFTEC Air Force Test and Evaluation NSCCA Nuclear Safety Cross Check

Center Analysis
ATC Air Training Command O/S CMP Operational/Support Config-
ATE Automatic Test Equipment o:ration Management Proce-
CCB Configuration Control Board (lures
CCBD Configuration Control Board OSD Office of the Secretary of De-

Directive fense
CDR Critical Design Review OT&E Operational Test and Evalua-
CDRL Contractor Data Requirements tion

List PCA Physical Configuration Audit
CI Configuration Item PCO Procuring Contracting Officer
CPC Computer Program Component PDR Preliminary Design Review
CPCI Computer Program Configura- PMD Program Management Direc-

tion Item tive
CPCSB Computer Program Configura- PMP Program Management Plan

tion Sub-Board PMRT Program Management Re-
CPDP Computer Program Develor sponsibility Transfer

ment Plan PQT Preliminary Qualification Test
CPIN Computer Program Identifica- QQPRI Quantitative and Qualitative

tion Number Personnel Requirements In-
CRISP Computer Resources Integ- formation

rated Support Plan RFP Request for Proposal
CRWG Computer Resources Working ROC Required Operational Capabil-

Group ity
DAR Data Automation Require- SCN Specification Change Notice

ment SDR System Design Review
DCP Decision Coordinating Paper SOW Statement of Work
DID Data Item Description SRR System Requirements Review
DM0 Data Management Office TCTO Time Compliance Technical
DT&E Development Test and Evalua- Order

tion T&E Test and Evaluation
ECP Engineering Change Proposal TEMP Test and Evaluation Master
FCA Functional Configuration Plan

Audit TEPI Training Equipment Planning
FOT&E Follow-On Operational Test Information

and Evaluation TEOA Test and Evaluation Objec-
FQT Formal Qualification Test tives Annex
FORTRAN A Computer Programming TI Technical Interchange

Language VDD Version Description Document
ICD Interface Control Drawing V&V Validation/Verification
ICS Interpretive Computer Simu- WBS Work Breakdown Structure

lation
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DEPARTMENT OF THE AIR FORCE ASD SUPPLEMENT I

Headquarters Aeronautical Systems Division (AFSC) AFR 800-14, Vol I
,- Wright-Patterson AFB, OH 45433 30 January 1979

Acquisition Mznagement

MANAGEMENT OF COMPUTER RESOURCES IN SYSTEMS

AFR 800-14, vol 1, 12 September 1975, is supplemented as follows:

1. The ASD Weapon System Computer Resource Focal Point, ASD/EN, will resolve questions concerning
the applicability of AFR 800-14 at the ASD level. In matters that relate to avionics within the scope
of AFR 800-28 the resolution will be coordinated with ASD/AX. The focal point will refer questions
or conflicts to AFSC/XRF if further resolution is required.

3a(AFSC) Sup). Programs not subject to DSARC/AFSARC reviews will accomplish computer resource
requirements reviews before release of full-scale development phase solicitation documents.

3e(l)(AFSC Sup). Program and project offices will coordinate requests for waivers (as required by
AFR 300-10) for use of nonapproved programming languages with the ASD Weapon System Computer
Resource Focal Point. This action will be completed as early as possible in the program life cycle,
always before the full-scale development solicitation.

3i(l)(Added). Solicitation documents will include statements that require the responder to identify
and cost all computer resource items. ASPR 9-500 governs requirements for rights in technical
data and computer software.

3i(2)(Added). Special procedures are required for computer programs which are considered for release

- to foreign governments or to foreign nationals. For systems having computer programs which are
scheduled for foreign release, the chairperson of the Computer Resource Working Group (CRW'G)
will consult with the ASD Foreign Disclosure Policy Office, ASD/XOP, in planning that release.

3i(3)(Added). Computer Program Development Planning (CPDP) information will be solicited during
the proposal phase of the contracting process where computer programs are to be developed. This
proposal information may be negotiated and made part of the contract.

3m(4). Computer programs which contain mission parameters and mission peculiar data will be designed
" in such a way that the mission parameters and data can be loaded/modified without affecting the

remainder of the computer program.

3m(5). The Computer Resources Integrated Support Plan (CRISP) for different computer programs
within a system such as operational flight programs and automated test equipment computer programs
may be separate volumes for ease of preparation. The CRISP is to be an Air Force generated document

..-. that is used as a planning tool by the participating Commands. .

5b(l)(AFSC Sup). ASD maintains an organic computer resource acquisition support capability. The
acquisition support capability includes organizations in avionics, automated test equipment, and
simulator disciplines and specialists in the integration and utilization of computer sN stems in most
distributed application areas. Functional responsibilities for computer resources within ASD are
allocated as follows:
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(a) Computer Center: Responsible for the maintenance of wez
(assemblers, compilers, etc.) when ASD organic maintenance is determine
Furnishes technical guidance and assists in the formal evaluation and proc
Requirements (DARs) generated by users cf weapon system computer resc
Agency Procurement Requests required tc obtain Delegation of Procurem
for ADPE items. Participates in proposal evaluation of weapon system su

(b) Configuration Management: Identifies and tracks all comp
items 'o a sufficient level of detail to enable adequate configuration cont
allocated and product baselines, modifies these baselines through configur
and maintains status of the current approved configuration. Responsible I
tion requirements and format. Reviews all computer resource configurati
management of their compliance with the contract.

(c) Comptroller: Provides techniques and procedures for estirr
resource costs from conceptual through the operational phases. Determin
systems for collection and evaluation of cost related data and validates c(
with actual data.

(d) Engineering: Responsible for validation/coordination of tec
preparation of specifications, statements-of-work and other engineering d
of proposals including risk and suitability determination to meet the techr
technical guidance and support to program offices.

(e) Procurement: Establishes procurement policy and furnishe
and assistance in all phases of procurement of computer resources.

(f) Program Management: Manages acquisition of the comput
element of the weapon system. Ensures that computer resources are cove
ment Plan (PMP). Establishes and chairs the Computer Resource Working
the Computer Resources Integrated Support Plan (CRISP). Responsible fo
Computer Program Development Plan (CPDP).

5b(i)(a)(AFSC Sup). The ASD Weapon System Computer Resource Focal P
office of the ASD Deputy for Engineering, is the Product Division Focal P
the focal point will be to monitor the implementation of AFR 800-14 and
policies arising from it. For matters relating to avionics within the scope
will be compatible with the Air Force Avionics Master Plan implemented I
point will provide a liaison between ASD and higher headquarters, other pr
and industry in matters relating to weapon system computer resource pollu

*conoL ct seminars on pertinent aspects of computer resource technology ar
" -focal point will interface with the ASD Automatic Data Processing (ADP)

involving application of 300 series regulations.

5d. The ASD Weapon System Computer Resource Focal Point interfaces v
Center, control and standardization groups, development planning, the eng
program offices, and AFSC laboratories to assist in assuring the timely ap
computer technology into systems.

6hkAdded). The program and project offices will identify an individual wh¢
for all matters pertaining to computer resources for that program or proje

OFIIAL
GEORGE H. SYLVESTE
Commander

I) C. I)EMANN
I dniimstration



D)EPARTMENT OFTHE AIR FORC' AlF'NlI-'(; I'lATII>
I-Ic aquarte r.> V'S Air Force
Washingtoan DC( 20:1301I21)ta

D~ata .Automation

(OMPUTER PROGRAMMING.LANGUAGES

This regulation lirescribes policy for U- ing c(ompuLter' p~rigraml~iing Iaiigeati ti(Q ir Jw

cu rement and I.eSt ing fojuieen r comlputeur progrmming lauag cinp i r>. It I
D)0D D)irecti ve 5100t.4(0, A ugust 19, 1975: DOD1 Inst ruct ion 5000t. 29. April 26, 1 D: ))) Inl>
7900.1, May 19, 1976: and DOD1 Manual 4120.:3_11, Januatry 1972.

Objecties....................................................................
A plplicahilitv . . . . . . . . . . . . . . . . .. . . . . . . . . . . . . . . . . . .
D)efinitions 

.....
N_.RePu iric m...... ....................................................................

C em pilr e s n gt . . . . . . . . . . . . . . . . .. . . . . . . . . . . . . . . . .
Comp-il Testing.................................................................

[Designated Cont rol Agents, ........................................................
Waivers,;..........................................................................
Publications Distribution.......................................................
Responsibilities...................................................................

1. Objectives. Implementation of this policy pro- dIresses. Each language re irtanas
v'ides Air Force computer programming language which translates synii( lit ai-iatii i cald
standlards to enable commanders antI] their staffs machine operat ion codles andI ' vinblie atd,
to improve interchangeability and upwardl (am- into absolute or relocat ahbit machine addlI
lpat ibil it v of computer p)rogramns wit hii, and h. Basic Software. S-ee A FR 2(11 -2.
among Air Force systems: reduce I)rogrammlling c omn II rga igeM
and reprogramming costs: reduce conversiorn (f- The rDirector of D at a Autttom nll Clll
forts dluring transit ion from One compu)Lter to (I ali~ at each M A.J(*( ).N SO A le,>ignitti-I
another: minimize requirements for retraining af oft an i h rifcie,1>i ii~i

computer programmers; andI en-sure, that stand- ( mnnoIA)P1riirmSig- Iaii ir

ard comp)uter programming language compileris Commsand li AP ProLa 'tO ~ j Mii.t

acq uiredl from vendors comply with the Air F-orce aise1)'vAR10-2

standar-d -eiiaon.d. Compiler Testing. Thel( 4)il'itie'll Ill
specifications. lutcrliigalln kilagliage (illpilie

2. Applicability. This regulation applies to itll rigiilvcitilel lt s-al aelc
Air Force actiVitieS using or- planning to use i-urn- \\ cll-detinettl" cIlmliutel' tlgan \\hith

puter priogramming languages, ori acq1uiring com tnad-agaefatOt Uil a ~
p11uter programming language compilers fur (-I- piriuduceid trim the cxcrclfe call lut
irent andI future' ADS). It applies to all requests f ,. algainst anl cX lictku set id if-nwi- t del

- - and use of coumputer programming languats anI te(i(-lr i miino ihteI
associatedI compilers in suppoirt iif Air Fource *\S staiildiil. A repuirtr i> lureluarel., at tile ('ii

* tems, whether this support is developed iii-hiise 'if the Itesting eece \01t101 >tIiliMZ(-

Or under tontract. luilts ii!tht- tet>4 nlcloudilic a tnhIliilitt ii>
teatutile t-\ei'ci~tu anid aitt\ nittil ildiu-fll

:3. efinitions: e.(onpUt er Prograrn.'Sc-i AVP :'R (1(1
at. Assembly Languages. Mac-hine dependent, f . D~esignated Control Agent. ilt Ai

liiw order progi-amming languages colosi. tmg iif urganizatin i-siinil fill 1>i>-lin , 2!h
'-;.ynlbholit- operation todes and s;Ynbi lic aill- it y nl i figoimat itll it, anl Air Ftilc I

high i ibm lu-rgalnolinela oge i'1-:0-I

* ~~~ ipeirsedes AFRs 3(10-1 it. 20( Ovtiilwt 1971 t;il t hv ktiiVclmtltlvlwt- lit t', -ll the c li~c
300- 11, 12 April 197:1. ( For sunmnai-,v of i-eV\iso-ul arul ana I u liih l illlllellit'ltit i"11-1 >il

deleted, or adldedl material: sev signturc liage. I availailt- aid> Ifur (.Il\irfil,1 llii~ a '
- ()1': 1KRAX \u-mshuun> It', Iulcoaci- LtanlaI iii

1) l)IS'l B1 1'I'I(0)N: F- that cl i 'lqitel- filiitulIM lc~ LtaLilici,



A Fi 3(40- 10 15) Dicembler I 917

tigers. ISec AF I' ;00t--2.
h. Federal C(OL. I nterpretat ions Commit- 1. P~olio

tee. T'he conunfittee, estalilisheil ani chaired L. ll. The ANS I ;mdIi(-th Nattional Pureau (f Sad
the National Bur-eaul of' StalndarldS, xhich is re- ains are miiillti >te ganlizit ionls -pn

Jit irsihlv for- t he unliform ilterliret at ion iii t he sjlIe ill- thci tde vi-l~ m-It' If he Nil i h allo
Fedleral ( Air- Force) C'tOL. Standardl. Federval cii ute pI-11liling l~lraespecif-

i. FPNMR. Fedetral 1'roptertvk Management Reg!- icat jet)>. leslIwctk j ely. which have~t Ien l t til
uijtion sh-sued hv the Genreral Services Ailmii- a> Air- Fiore > tailarls.

* ~1 tfd1) ;A . The liitgarin iicae(tuite i

J. High O rder P~rogrammniing Languages. II Iri Ihe(- i eec ataSvteu aiug
gr-anming languiages iof an order higher- than is- ( )l)ASYL i. n rcogniized i- th s ,,e Iiiterna-
s emidyl Ian gligo'), designed for.es of* expires tinal de~velopmaen grou f'W ir t he(fl I ]all-

501of at Class of problems or- proceetures by hin- g Uage.
maris to aciee varvinig degree:- of machine inl '.TeArFoc tnad high order. pro(-

ietirdence. These laniguages are tlesignil for grafllmlillg larigulai,(S art-(:
Pritgrammning convenience, rather than fill easy I I ) ( )l. 1--as iefilid( in) Feiltral Iniforia-
generation of machine (tide inlstruLctionls. The T;inl tionl P'rocessing Standiiardls I'ilIicat ion fFIT'S
gujages are initenided ats at means fir dlirectly Ili-( PI l0 21--1, 1 lDecenmhtr 197). ITn adliitini lt the
.<entinig protcetlIr-es to at compuLter' for' which a :ornplete set oif language aahlti> icevi sitl-
comnpiler exists, and ats at means of cormmunicating sets are ident ifieud i FIT'S, PUB' 21 1 %%hich miay

suhprocedtires amiong individuals, hie Jtecifietl anld util as data Jrc-srgrtur.
k. Specialized High Order Programming mlerits tdictate.

Lanuags. or he ~-potse tif this regulat itin (2 V)rFRA N-a>, defiiw nttIl Amiericani Na-
all high order prtogramming languiages. exceptt tinal S-'tanldards N:', I- J*~ I I2 I- I 911i.
those listed inl par aph -4c, are (classified its spe- (3) .1 IV IA I .18 l-as dtfinttl Ly IT .-STT -

cializedr high o(ier p~rogrammi ng 'languages. I 5i ( 1 S A F I.
1. Structured Programming. The rtNg ti 1) JOVITA IJ. 7:1, 1-i lfntllvM .

,oitt er programis inl at discipinemd, mt10(I u Tar STY1 - 1 5,9 (I 'SA F).
f'ashion, such that the oiverall program logic is die- (5i VPaI-as ilefineil Lv A-merican National
signed first, and each majotr citmptient is tde- Standiarti X:8 58- 1976;.

sigei hetie anly if its suhetimlptllinets. Strifc- d.Uetfsaritlart ermliiit- de% ('eltdtt inl ac-
tu-red protgramming utses, only three Tttgic strie- Ctirdarict. %%it Iit tlt siecil iiaLiolns cipritainei.-l inl
tuires: (1) a simpjle setirnce ttf tone oir Moire opera- ANS ()B(II, XX ':;lI!G wkill coiiitinuic ti he uistd
titins; (2) at conrdtititonal execitiri tif one otr motre in cur1-renltY q P (ttrat'lliatl ,s li itil t hie Jir~-scit
tiltiratitins within a sequtence: anti (81) a repetition AI)TI' i5- ItllaCtil W- 1int il a~ t(ifIrri-rII exists
of tIie t)-trmiore. operations while a coindiitiotn is that tiitesi' Iiroiiirelltent if~ ait fwk (8 OI )T)l. ti
truie. A logical 1i0r1tine within" a str-ucture'd Ttrtt- Iiler fur- the ctirrerit AT)T'.
gramt has only one entry itit anti tine exit e. Theti se if' specific Ali Fiorti staritarti high

* potint. trider Liigumiage s inl A ir- F 'ret- s tcrlils will he
mI. American National Standards (ANSI. itastil (il t he iayiaifilit v of't he( Languiage toi meet

*.ANS fur, AT)T' ant cinipuiter stfwar ar mill- the >yVtvlr rkeil ui rtIllellt
- ;tr-tIWV('t anld issu.eti perTi'tiCalklk'L the A me r'icall f'. The Air For-ce> tmfan' l' l nri n anl-

Natiotnal Standardts Instittt lAN Sl X:1 S tand- gujage specificat jul15 ait.( liillllillifil iiinliili-n spe.
artis Cotmmittee, which inclidtes ruemitershipl of ('ificatiiills- fill r Tinilutilf-lit ar> .Addititirial

the IDepartment ott lDeft-'nse. Thu ANSI standards languiage >Iitcificwittill> iil~i\ het rlitil- anlt -ei
which have Iteen adioptd for Air' Ftirce isf'vare tiisatisfy irllin
ptubilishedI inl thi' DOD1 Idex if 'Sptecificaitionrs ai Titriteil in] te ililiritvioil -tmtriiarii spiucification ll '
Standards. aiiT(Wiricer- wit h pal-avralil -ih.

* - if. Federal Information Processing Stand- g. St ruicrurll \ikg~illjl il hf. lie toei t it

Billrvall oif' Standardls, an) utmirict tilt adoiiitioll ait Air I di vntto l
imnietmititin (if specifii-coitliliif r staritaril I). Al .. I! \ r Ii-itarliri l hih it-n i'r

within the Federal Gotve'rnment.irit1111 kii tlllt will he- urllived inl aill flin r Air
o. The ('OlASY1. ('OBOL Journal of lDe- lieu ll\ t t-. li fhaut.,

velopment. The etimlltt spieci ficit ill (of I iclti u iltr lg~liiiu ln
(0801. I-euluruns antI caiailit it' %khit-l ih; lg iu

1- hilo "t -.. i ';p>th
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where, for technical ieason~s, the use (it' an Air, prcetsse d through c s-talilisbiil Channels for re-
F'or'ce standard high ordler piroramminig Ian- %ie% aiild apprloval.
guage Would not he feVasible. Ihe' .e language,- (08 COBO speci ficat ions cil] ref'er'ence
MnSt )t icii'lailjitfeill n oittiiiin't \xithl [II> II A .!1-/, I lo c( w/,,, 1., wo.hen the
par'agrap)hs iii andl t, andl apiproivedill acciir'icc comilete, stet of calriilit it'S of' the Air Forec
with paragraph 9. Sailrd ( )B(!) is ijuri.We esta h

(2) Assemibil Iangtiage'S natY be i'ni1plo , ei fol. complete sett (if' caipailities uif' the Air- Foice
ttfur ('OMpi)ter pr~ogrills and basic soft Wale starldard is 1cI'ici'e pecification s woill cite the
when the Air- Force standard high order pro- specific Stilset ats reflected inll I' 1I.B 21-1.
gramn lagaeFonoOaetecaaiiyt lor etMle, if' onl1V the( minimum111 COBOL1 Capa-
accomplish requtiredl functions kwhicil canl he ac- hilitY is desirecd, the( Citaltin~l would be "1,()\

complish( ianssemlibly language, and where it Le% Vt' IS 'seh(t, F! P'S N' 18 2]-] . I lDecein he i

wVould not be t'iiSt liene.ficial to have the Io 1).'
aailities aidded to the Au'- Force standard high 2 ()'l; pcfications will i't'f'eric

or~der programming language compiler. (NO TE: A-m r , , No ,i , i, a (1 o, ,, d F'O H 'kA N\
The potential costs for- suboseqjuent reprogrami- A-1ii9L0; if' the t'oliilt& t' capabilities if
ining of' these programis in at high order programl- the Air, Force Standiarid F) )PTRAN is required.
miing language muist be consirderedl in rdetermining Whenl less t hani the ciomlplete F( i RTl{A N capaiil -
the cost benefits, ratios, ;inrl ef'fettiveness to j us- it , v i reqluireid, .1 ro in, \>tioiio/ S/filt-duii

t fvthe use oif anl asse mnh1il languiage. ) Bi.ool ' c k FOTIRAN \\%; ii~~ ill be cit ed .
i. Coinpulter' prigr'als oIn harnd that are, codled ) J( )VIA 1, (.J:") sliecifitatinls will reference

in an assemibly langtiageI shi ilil he conve'rted to a i /-tT)!.~ (US*~A F).
high Olrder' langtiagr' if the piig a ae ex]pectedI r ) .JO()VIAL (.17:))/ sp~eci ficat io ns will refer-
to have a usef'ulness extending into t he next torn- ente (USAS7!- .! 1'.F),.
;)uter repilacemnent pterioid, proidred ioper'ational I, I1. specificatioins will retf'er'ence Awciei

requiremnents wouV~ld ma ke SLIch tonvXerisioin in p ,'N/itorrol Sfi, o/inrd I'io(iim iteo Lu/ti; iog
economically arnd techinical lY feasible. If' coist ef- 1'AIi '. .- 1
fective, such prr'igr'am tonversion should hie ac(- b). The specification oif required Capiabilities, in
coimplished dlurijng programi moduif'icat ion or- arlrlition to thrrse t'ontainedl in the Air' Forte
maintenance. stanrari spiecification, is pernmissiblte. Suth ex-

j. Use of'ipeetrr-e'nr f'eatuires and tended capabilities will Ibe touirdinated wkith the
Vonldor suppIlierl nonstanrdard extensions in) high D)esignatedl (ontr'irl Agent pr1ioir' to SUbliiissiui s
ordler prrogramming language comnpilers will be prart of' the spieci ficat ion . Thest' textenrded
avoideod when there is. at probrability that the AD1S capiabilitimes will be specified inl thi fio]liiwing
being developerd will he additionally oiperatedl manner.
upon, or cnvtefout'wheW r different (1) COBOL:)

Cormputer' systems. (a) ('apalrilities cons.isting oif, celents

* -k. Retrieval systemns and assorciatedl special which are contai ned in the latest edit ion iif tht'
* ~~purpose retrmieva I languages will niot lhe uisedl for ('r)IA S YI C(d'(. Io il rI-1/ ol* [h(i. io/iitr will

*-recu rrin RC eot. Suhssems an a- heeiid1 page riirnliem' anud issuante odatt (if'

guages May be used tuo fulfill oly the r'equir'e- that edlitin.
ments for one-time repr't,, unless. applr'oval f'iii (h) C'apabiilitie's ciinsisting of elements
retrieval use onl recu ring non- (S r'eprort s is oh- whitch art' nilt con taintei in the C LA S IL
tamned fronm the aprproprriate Coimmnandl AI) Prio- C OBOL loilt-iro oI f lip/i 0f will includle
gram Sinl Manager. This aprprrrv aruthor'ity explicit s\mtti'ai enn i eiiin f h
may he (lelegatr'll to the DPI' Manager as apiprr- dlesired laInguage celents.
priate. Cauio muth(xmcsr na~mivg2) Spietificat ion fr' adiiona] capabilities
u,,e( Of r'etrieval sx'stenis wr'itten in prrrgr'amining for- all other A-ir Force stanardn high iirder pr'ii
languages oither- 'than COBO 1 )L , FO)RTR AN, .Jo - grairrnlirg langu iges will tcintain expIlicit defini -

* ~VIAL on' PIA f'r- r'ecurrinlg repoirts since' Air' tion (if' the reiquireud language elements.
Force systemn compatibility and interchangeahil- (81) Junstification fori the use of all adlditiuonal

-' *. ity will besriusvelrrlzh whenl sribseqrient carlihilit ies will lie subnuitterl as part iif' the spe-
ac't ion is taken ',; r'eplace or upigrade tur'renlt cifitat in.

- compute' eritlilimileri). t'. Th l aajt sieiat ions idescribied above,
including appm'iix 'i addit iornal capabilities, are,

5. Requirements: estabilished ais thi minininun spiecifications for'
a. Aim' Force stamndard high ordler cinmlitem' hliocrlr'ent pupss Venidors will not be

programming language requiremlents, snriiitted penializedl for' prmplsing compl~iler, which ciintain
undler any dlirective, prlan, or pr'ogr'aml will lie elr'mnr'nt. above at r'equirtdi Air' Frce standard
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* language specification, providled the.,( elemnts h I. HQ( I SAI" KKAX i> the Di )tsam1t e I C lit ciA
are furnished without additional cos t and (10 not Agent for ((IPt ii, Ft () l1I' AN. I I'l. I -lt- F-
impose any additional processing burden by their jeat iolS.
inclusion. Caution must be exercised when using
these additional features as outlineill nparagrap~h 9. Waivers:

d. The specification of capabilities required for ;t Iantc-t guag 60 se IalAl" h(h llfli-

specialized high order programming languages ginmjgI ga'cn11hi ilh Omt l
will contain either the complete list of' required to W4 ['A foiapproval pinor t ii aciloisit ionl.

*language elements, including syntactic and h-fl s o I~l~l ;lgaeO
semantic features as well as functional and tech- S(. eliets hig w-dero pVasembly lanlgage filla
nical characteristics, or- a reference to a pV uirlse o)ther thanl that specified inl the
dlocumentedI language specification which con- Wiie eciidi aa ah9 ilIeSh
tains the required facilities. wit' crled to llSA fIr igrli ta wil hesob

e. Justification will be submitted with the spe- The app~rovl wkill specify thle extent too which the
cifications for the p~roposed use of ass( :bly Ian- asemtlv language orl Sli'mcialize(I high ordler 1pro(-
guage or a specialized high order programming grimdlg language mlay hle u1sed.
language, as specified in p)aragrap~h 9. c. New waifVers are no(t re(1 lireil filr the pre-

viously approveid use Iof assemlbly language (I-' a
6. Compiler Testing: specialized high orider 1iganorglanguage firl

a. All COBOL compilers will be tested iii ac- those Air Force ADI S which were ilioerat iiinal (ir
cordarice with FPM R 101-:32. 1305-1 to ensure iUder de vehll~meit as oif the idate of this regula-
their compliance with the Air Force COBO0L t ion. If use is extendeid to) other AD' S inl the fu 1-
Standard prior to acceptance of the compiler for tore, t he waiver I roceilu res ill pa ragrapih s 9a andI
Air Force use. -1 ill be appIlied.

b. All JOVIAL compilers will be testo'd by Air
Force Systems, Command, using the dIocumnenta- 1.Pbiain itiuin
tion procedures outlined in FPMIR 101-:82. 1305- ~lct~s1itiuin
1, to ensure their compliance with the Air Force a. The following publicat ions miay, he obtaineid
,JOVI AL Standard prior to accep~tance o~f the free of charge through normnal Air F-orce channels
compiler for Air Force use,.u itiuinifcnPtersanar sil cmei

c. The Air Force activity conducting the pli.(- lby contacting the Naval lulicati ems aiid Floims
curement andI the user of the proposed systenm Center, 5801 Tab in A\ veilue, Philaidelph~iia PA
have final authority to dletermine whether the 19120.
tested compiler is acceptable to the user. (1) American National Standarid igrami-

d. Compiler testing systems for oither' Air mirig Language 1:.1, X:1 '8 lrT;.
- ~Force standard high order programmnirg Ian- ( 2) Amiiencan Nat imm 'iaIStand ardi F011,K

guages wilbe used as they become available to TRAN. X3.4-1966t. Ntoa tadr ai
verfy onfrmaceto the respective Air Force 3)A merican aita , - ai

standard specifications prior to acceptance of the FOTRN PUB 20lIii
compiler for Air Force use. 4 ISIB21 'BL

(5) F IPS PUTiB 29. Ilt erpretat ion Proice-
7. Convrsion:d ores for Federal Standard CO B(OL.

a. FIPS PUB 43 is an aid in the transitioning of Coneion. S1'B48 isfr('Ot).Piga
COBOL programs from use wihcmpilers d e-NIT-~s(, A) OILN
veloped in accordlance with the previous Air 7) I L--TD- l5S9 (I1SA F, JO. V IALI . 18.
Fore- COBOL Standard specifications colntainiedl ()M .SI.1~ SF..OIL.7'I

in NS 3.2-168 o cmpler deelpedin c- b. The COI)ASY. (COBOL. .Jiormil of D~e-
ion N 8.2- 9et compler (lveoleS PU 211 yelopnient may h e obt ai ned at a (cost from the

b). As other Air Force standlardl high orde 1 )1.i Technical Services Branc,'h D)epart menit of Supl.
grmmn lnuae pciiat ions are revised, pl y and Services., 5thI Fliior, S,1 Metcalfe Street.

conversion aidls will be pirovidledl.()taaOtri,0anl IA().

S. Designated (Control Agents. Eahel oif the Air 11. Responsibilities:
* F Jrce standard high oirder programiming ,In- a. IIQ U'SAF":

guages has an Air Force IDesignate-d C'on~t rid (1) The I i rect int iiD ata Auo imation (A F
Agent established, as follows: K R Ar

a. Air Force Systems C'ommand is the 1)esig- (a) Serves, as the Air Fo)rce manager for
nated Control Agent for .JOV IAL1 speci ficat ions, the use, st ardariiatimi, and further develop-
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trit'it of, Compluter plrogramlming Iatigllagts iii Air ju~tifie't andl uitilizedl !letlwrlilg to' tilt- l'o% iii>
Folrce s vstelml.. ot' this regullat in.

b) Serves as the Air Force Designated (2) Enluie that <pecitication> for C( 'ill lute I'
Control Agent for t he Air Force Standard prog ra i n infg lanIIg uage> 4 suhi Ittul unI der afI *v di-
COBOHL~, FORT1RAN, and IlL. programming rective, plan, orl prl grainl art, in accor-dance %oith
languages. this I('gulat ion.

C) C oordinates Air Force par'ticipiation ii] 2 lCview and t'Wiuae I'oSed hlguaige
Compiuter pr'ogr'amminig language development Slw'(itltit11i15 and Jli .st iti('at ill> at ('lliflflnidl or'
adl staindardization activities, Compiler testing age ncy lecv elII) hto r fioward-Ii ng thmc i t hrn u gh es -
syNstemls developmenCIt aInd maintenance, anlid tahlished channels.
compijuter p~rogrami conversion aid1 activities I-I) Provide technically qulalifiedl participants
amiong the Air Staff agencies involved, the mili- f'orI compte jrgaIn n agaedvlp
tary services and other c'omfponetnts of* the De- mlerit ando standlardlizatiotn activities, as dlirectedl
par~tment of Defense, and within Federal aind Na- by HQ~ 1SAF.

jal organizations. mi salihad mananphition l-
(d) Develops, arid promulgates the Air trihution reqjuiremuents for Air' Force s-tandard

Force policy (on the Use of computer programming high tirler p rogram IIming language sp'cificat ions
lang1guages, inCluding u.se of validationI r outines, and the latest (edition i)lt' ('DASYL. (COBOL1
Cl~nver'silaidls, and other. related language tools. .Journail of D~evelopment, ref're ricedl hereinl.

(e) D~evelops thle Air Force polsition (In the (6) Forwkard to the Air Force D esignated
acceptahility (of diraft National and Federal ('ontro'Il Agent, through colifliaio channlels,
standiard programming language specifications, suiggest ions onl new or ex\isting capab ilities for
in coordinatiotn with interestedl major commndls, Air F'oTc Standtaild high (1eVl C'tmliter i' pr-
separate operating agencies, and elements of' HQ gramminrg languages, anrd all qu ,iest itus that arise
I' "-A F. regarding the melanling oft standard language spe-

fl Prttvides D)O1 part icipat ion in the plan- citications.
ring and policyetnus(fteANS n h c. Air Force Systems Command. In ito
F'ederal Standards committees to enIsure that to the resllonsihilities includled in paragraph 1II),
timlely revisiotn (If those programming language the Air Force Systems (Commandl wkill ser-ve as

stan~la (l t erie from National and F'ederal the Air F'orce D~esignated (Control Agent for the
S;IeCir fctinisi li't aken an(l cotmpleted, as Airi Force St andard .JO(IVIAL. programminrg Ian -
i'e([liired tot Meet Air' Mtrce needIs: anfd to enIsure guage.
that st andlard specificat ionis are' expedIit iously d. .A ir Force Diesi gnated (Control Agents.
tieveloped for those nonstantdard programming Within their assignedl ai'eas of control, 1)esig-

-langtuages wkhich are-( of' >peciatl iiitei'e.st to the Air nateti Control Agents, will:
Force. (1) F nsuIle that complerhi testing rot tines

(g) Illttvides Air Fto'ce ptarticipatioii lrit the are developled and maintainedl to satisfy Compiler
'0I)ASYI. P'rogr'amming La!nguage Cotmmnittete testing r'equiremenits fill- Air Force standard pro-

tltenureth ((tit imig r th (If the COO ' 1()1 vramming language compllilers.
* ~~programminrg language in areas w here Air' Ftorce (2) Enrsti iv that M II.-STI -1I5 SI I SA F) ).Jo(-
- . E'tiedls are iltt cuiit 'lv heing mnet. V~I AL .J:11 andi N~mI-STD -1 .s9 I 'SAVF I (OVI AL

( i't roidets Air F'orce plart iciplation oil the J.J8/lI) ai'e dlevteloped and mlaintainled in a (urreint
F'ederal COBOL( I I nt(erpret ations C omimittee andl s tat us.
F'ederal C'OBOL1 Staiidards TIask G roup 94, and (21 I Fsure that the most recent complile'r

e I ~iates such participtat ionr aniorg the Air testing rou~lt ines ale( available ttt (', tiluer man
Staff' agencies, the militairy sei'vieS, andl oIther ufactilirelrs.

I)( )1) 1.'tfllj~tluI('it 5. Ii ~ -u that the A ir Force m ti ' ii

(2) FI(QU I'' Staff' t'T'ices. Within theiir Inainl s, se p I rat cope rat inlg agencies., an Il H Q
functittnal areas of resl)Ilisibi lit v, thtese offices I'SAFI Ai' Staff' It'fict's arte notified (If changes in

- ~ ~~'ill ensure that high ordert'i cotmputer' protgrami- Ai' Foi'ce stmladad high ordler programmingj Ian-
Inung languages 'IntI assemlvl lanigiagt's ar't Jts- giagt spetcificatittn> chnge in compilei' testing
tified antd tutilized accorliding to the lpilviills i'oltilt's, aimI aitor li pi'ograin coilrti'Stt f-ilm
cotntainedl herein and in coord'Iiiition with II(Q pamst tol eiilreit >tamlar Specifications ais they
USA F Air St aff' offlices coinc'tineId. heeolme ava i lahle or' art adopItedl

E Fnsu'' that all1 queist itons received i'e-
* h Maor 'om ands and Separate ()perat ing gard ing the nulaninig ft cu ri't'iit language sped f'-

Agencies: ications at'( sat isf'ied. All r'equlests5 for iiltti'lreta-
(1) Ensure that high oi'de'r ('ompulter' pro- to oti(f' ( '0 )30(. will ht' , ltilled in atceordlance

grammning languages and asst'mhly languages ar'e wit h the pri visil i- if' F 115 1'! ' 29.
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AFR :300-10 15 December 1976

BY ORDER OF THE SECRETARY OF THE AIR FORCE

OFFICIAL I)AVII) C. JONES, General. USAF
Chief of Staff

JAMES J. SHEPARD, Colonel, USAF
* . Director of Administration

SUMMARY OF REVISED, DELETED, OR ADDED MATERIAl.
" This revision deletes the requirement to restrict the use of COBOL. FORTRAN and JOVIAL to cer-
" tain types of computer applications; revises the Air Force COBOL and JOVIAL standards; adds PL'I

..- as an Air Force Standard programming language; provides revised guidance on procurement and use of
computer programming languages; adds policy on use of structured programming, retrieval systems
and retrieval languages; revises policy for testing programming language compilers; assigns Desig-
nated Control Agents for each Air Force Standard programming language: and revises responsibilities
for policy implementation.
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DEPARTMENT OF THE AIR FORCE Al-SC SUPPLENIENT I
'0 Headquarters Air Force Systems Command AFR 3Wn- 10

Andrews Air Force Base. D)C 20334 2 Septemrber 1980)

Data Automation

COMPUTER PROGRAMMING LANGUAGE

AFR 300-10, 15 Dec 76, is supplemented as follows:

2. This supplement applies to AFSC activities using or 3u(Added). JO%'IAL Language Control Board. An

planning to use computer programming languages for organizatilon esuiLihshed joit t\ b% ihe J ( )\IAI. Language
systems managed under either 300- or 800-series Control Agent arid( the.1( \IAI. Designated C ontrol Agent
regulations. Process actions that affect systems managed to assist inI making JOV)IAL. langujage control anid polic%
under 300 -series regulations through the ADP Programt decisions~ I Ls prinirs\ irspti bil ts I,, to t-e\viev. aid reconl-
Single Manager Refer questions or conflicts about the ap- mnend proposed (haniges to the jO)\'IAI, language standard
plicability of this regulation to HQ AFSC/X RF for and p01 it' on a qUarterk' bas is. It is ,hai red b\ thle

resolution. JO\ IAL Language ( ontr \ geiit and~ is Uitxtsed of the
Designated Control AgeoLt the laniguage f0 a! points. and

-. 3p(Added). JOVIAL Language Control Agent. The representatives fronm other selected DOD1 organizations.
organization responsible to the JOVIAL Designated Con- The Designated Control Agent or Language Control Agent

trol Agent for ensuring stability and configuration of the may invite reprsnaie rmogn/tosotieo
JOVIAL standard high order programming language J73. DOD to participate
The JOVIAL Language Control Agent controls changes to
the language standard. Ensures changes are reviewed by 3v(Added). IEEE ATLAS Committee. An International
the AFSC Product Division, Laboratorsy, and other committee established tinder the Institute of Electia an
language focal points. Electronic Engineers (IEEE) to develop) and Standardize

the Abbreviated Test Language for all Systebos (ATLS)
3q(Added). Language Focal Point. Includes represent- This group reviews anid approves all changes to ATLAS
atives from various DOD agencies, other MAJCOMs, and and controls its configuration baseline. It consists rof a
the following AFSC organizations: ASD, ESD, SD, AD, steering committee and eight techinical working groups

BMO. RADC, AFWAL. and AFATL. The Language FocalTh
Point will ensure communication between the parent 3w(Added). ATLAS Language Control Agent.Th
organization and other organizational elements of the organization responsible to thle A Ir Forc e 1)esigriated Con-
language control structure. trol Agent for the compliance, stability, and configuration

of ATLAS as used within AFSC The ATLAS Control
3r(Added). JOVIAL Language User. Any person or Agent ensures AFSC Product D~ivisions and laboratory%
organization (DOD) or other-wise) that uses or p~lans to use language focal points review c hanges.

- . JOVIAL (J73).
3x(Added). ATLAS Language Focal Points. The AFSC

3s(Added). JOVIAL Language Control Facility. A serv- organizational representatives that are responsible for en-
ice organization established by the JOVIAL Language suring compliance 1to IEEE STD) 416 anid for coolrdinating
Control Agent to perform the functions listed in paragraph ATLAS changes. Focal points ensure communication be-
I Ic( I) of this supplemient. tween the parent organ ization arid other organizational

element.% (of thle language control structure and include
3t(Added). JOVIAL User's Group. A working group that representatives from ASI), ESI). SI) AD), BMO, RADC.
provides a forumn for discussing language issues, provides Al-WAL. and AFA'11.
input% to the L.anguage Control Facility anid Language
Control Board onl language c hanges or subsets, user ex- 3y(Added). ATLAS Language Control Facility. A sen-
lerience with the language, co mpilers, anid other Support ice organization established In, the ATLIAS Language
trxIls. Reviews and (com ments (on proposed revisions to the Control Agent to performi the functions listed inl paralgrapIh

language standard made by the Language Control Facility. I Ic( I) (If this supplement.

3z(Added). ATLAS Language User. An'., perston or
o~rgan izat ionl thait uses tor plans to lise- All AS

3aa(Added). DOD ATE Language Standardization
'I-- Committee (DALSCOM). Thle 1)O1 organization

* Supersedes AFR 3(X)- IOI'AFSC: Stipl 1. 14 Dec 78. responsible for the r lhihguration of A'1lA-S as used wvithinl
-, No. of Printed Pages. 3 the Servi es, IThe organ ization revew anid approves all

OPR- XRF (Mai A. H Ko~pp) 1)01 proposed ATlAS changes that are presented it) the

Approved by Crl H P) Wheeler. jr. IEEE ATIAS (hlnntntlec

Editor Tina DiNapoli
Distribution: F; X: 

4 (.(4 ) In1 the absencet of, uoiolpellingw justific~itioti to the (on-

HIQ USAF/ACI)X. - .... ... ..... traiy. rise.J73 oil all Air Force emblleddled (Illipriter 5'.stemsll
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AFR 300-I0/AFSC Sup 1 2 September 1980
F'0-

until the DOD-wide standard Ada programming language according to 1) above. Requests for extensions will receive
. becomes available. This J73 policy does nrot pertain to soft- prompt attention to minimize system schedule or cost
-  ware supporting ADP resources in general purpose ADPS, impacts.

developed, acquired, and managed by the AFR 300-series
regulations and manuals (defined as category D in attach- 6b. Submit JOVIAL compileis for each separate Air Force
ment 4 to AFR 300-2). However, i;, those software systems application through theJOVIAL Language Control Agent
that interface with or are in dire,.t support of development, to the Language Control Facility for validation testing.
test, or support of weapon systems, selection of a language JOVIAL compilers will not be accepted without a com-
will be guided by J73 policy. General purpose computers pleted validation test report- Compilers will not be used for
acquired by SPOs or project offices under AFR 300-12 for fielded applications software until the compiler passes the
inclusion in a weapon system are part of the system and validation acceptance test.
must use J73 unless compelling justification is furnished.
When compelling reasons justify using an HOL other than 8c(Added). HQ AFSC/XRF is the AFSC designated con-
J73, process a waiver request according to paragraph 9a. trol agent for JOVIAL U73). HQ AFSC/SDDL is the

designated control agent for the approved, specialized high
4c(5) Pl/I is not approved for use in systems managed un- order programming language, ATLAS.
der AFR 800-2 and those advanced development and
prototype demonstration systems that will change to AFR 9a. Send requests for waiver to the appropriate designated
800-series management. control ag"nt through the language focal points for AFR

800-series applications or through the ADP Program Single
4e. JOVIAL (J73) is the required language for development Manager for AFR 300-series applications. Send infor-
in Air Force aircraft avionics real-time applications. mation copies of all requests to the Language Control
Neither COBOL, ATLAS, nor FORTRAN may be used Agent. Waiver requests will receive prompt attention to
for on-board operational avionics real-time applications minimize system schedule or cost impacts. Justification
without a previously approved waiver. The Deputy for based on life cycle cost savings and language technical
Avionics Control (ASD/AX) will ensure the use of characteristics must accompany requests for waiver. The
JOVIALJ73 in all aircraft avionics real-time applications, justification will include a comparison of the selected

language or compiler against the standa-d languages. The
4f, Preprocessor input languages, machine-oriented justification, as a minimum, will address:
languages and subsets or supersets of standard program- (1) Direct development cost of compiler and sapport
ming languages other than those defined in paragraph software.
5a(l) and (2) and ATLAS will be treated as nonapproved (2) Compiler and support software delivery schedules
languages and require a waiver before acquisition. The use and the impact in system schedule.
of preprocessors to implement structured programming (3) Commonality of the selected language with
constructs is considered undesirable languages used to implement existing software within the

system.
"- 4h( ) ATLAS is an approved, specialized high order (4) Commonality of the selected language with

programming language for automatic test equipment ap- existing and new development software on other systems
plications only. ATLAS is defined by three IEEE ATLAS that interface with the system.

'.. standards: IEEE STD-416-1978-ATLAS Test Language, (5) Support concepts and relative support cost over the
IEEE STD-416A-1978-ATIAS Syntax, and IEEE STD- system life cycle for each of the languages being compared
771-1979-ATLAS User's Guide. (6) Technical deficiencies of the languages being com-

pared that affect the language decisior
5a(6)(Added). ATLAS specifications will reference the (7) Changes required to the existing language
three IEEE ATLAS standards cited in paragraph 4h(l) or definition to meet the system requirements.
their official successors. Each organization cited in (8) Direct and indirect contractor cost associated with
paragraph 3x will establish an ATLAS Language Focal language application (for example, training, subcontractor
Point for their organization, cost).

(9) Programming languages and support tools used to
5a(7)(Added). JOVIAL (J73) specifications will reference develop and maintain the support sofcware.
MIL-STD-1589A (USAF) or official successors. Each
organization cited in paragraph 3 q will establish a 9b. Use of assembly language in subsegments of a corn-
Language Focal Point forJOVIAL UJ73). One person can puter program where an approved HOL is used does not
act as an ATLAS Language Focal Point and a Language require a waiver. Product divisions, centers, and separate
Focal Point for JOVIAL (J73) at the same time. operating agencies will establish guidance for use of assem-

bly language in applications within their control.
5b. Obtain a waiver from the Designated Control Agent for
using extensions to standard JOVIAL and ATLAS 10c(Added). Obtain specifications for the ATLAS
language versions before submitting as part of the language by contacting HQ AFSC/SDDL
acquisition specification. Send waiver requests according to
paragraph 9a. I I b(4) AD/KR will represent Air Force on the ANSI X3J3

FORTRAN Standard Development Committee. HQ
5c. Process extensions to JOVIAL and ATLAS languages AFSC/SDDL and Air Force designated members to the
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AFR 300-10/AFSC Sup 1 2 September 1980

DALSCOM Technical Advisor, Group will represent the 119 Correct and enhat e seletted .Jt.)kIAI. cmiletrrs,
Air Force on the IEEE ATI.AS Committee and (od" geCr;tor,,

I lc(l)(Added). HQ AFSC/XRF is the designated control l lc<2)tAddedi IIQ AFSC'SlI)I. is the Air Fore
agent forJOVIAL U73). Control of JOVIAL. U73) will be Designated (ontrol Agent for AlIAS (otrol ot ATI-S
executed through theJOVIAL Language Control Agent. languages will he executed through the vrI_,xS Iangiahe

. The Language Control Agent will transition from RADC Control Agent. ASI)AE(; i the ATLAS Language Control
to ASD/AX in FY 81. The Language Control Facility will Agent Functional areas, or organ izat ions wAithin a fum-
transition in FY 81 from RADC to ASDIAD. The tional area, tnma implement additional (ontrols within teir
Language Control Agent will task the Language Control area of responsibilit, The ATIAS Language Cotrol
Facility with the performance of the f)llowing control func- Agency will perform the folloving o0fntrol functions
tions for JOVIAL J73): ( ) Review and us rdintte pro posed ATAI_,S changes

(1) Maintain the approved baseline language and waivers. Send changes and atr.ers u, the l)esignated
specification MIL-STD-1589A and official successors. Control Agency
Process changes to the specification according to DOD (2) Provide for distributiont ot Al'I.AS ,tandards and
4120-3M. implementation gidelines to langUage f(Xal points and

(2) Provide for distribution of the language ATLAS language User
specification to language focal points and user repre- (3) Test compiler for adherence to the standard
sentatives. language before acceptance of the conipier for Air Force

(3) Test each compiler for adherence to the standard use. Identify extensions that have been implementei in the
language specification before acceptance of the compiler compiler and rec<ommend to the user on acceptance of the
for Air Force use. Identify extensions that have been im- compiler.
plemented in the compiler and recommend to the user on (4) Provide technical advice to the users.
acceptance of the compiler. (51 Maintain a director% and inventory of compilers

(4) Provide technical advice to the users. and support tools for the standard languages.
(5) Maintain a directory and inventory of compilers (6) Develop and maintain operating procedures for

and support tools forJOVIAL (J73). Distribute the direc- ATLAS language policy and control prowess.
tory to language focal points. (7) Maintain and enhance selected ATLAS compilers

(6) Develop and maintain operating procedures for the and tools.
JOVIAL language policy and control process.

(7) Serve as office of record forJOVIAL User's Group lId. The JOVIAL Language Control Agent will performn
activities. through the Language Control Facility these functions as

(8) Maintain and enhance selected JOVIAL tools. the), relate to JOVIAL (J73)

OFFICIAL ALTON D. SLAY, General. USAF
Commander

JAMES L. WYATT, JR.. Lt Col, USAF
Director of Administration

.5.,

.- 99 -, V ?, ,

. . .. . * . . . '%



DEPARTMENT OF THE ARMY

- - REGULATION 70-16

...



DARCOM-R 70-16

DEPARTMENT OF THE ARMY
HEADQUARTERS US ARMY MATERIEL DEVELOPMENT AND READINESS COMMiAND

5001 Eisenhower Ave, Alexandria, VA 22333

DARCOM REGULATION 16 July 1979
No. 70-16

Research, Development, and Acquisition

MANAGMENT OF COMPUTER RESOURCES IN

BATTLEFIELD AUTOMATED SYSTEMS

Further supplementation of this regulation is permitted. If supplements
are issued, one copy will be furnished to the Commander, DARCOM, ATTN:

DRCDE-C.

Paragraph Page

CHAPTER 1. GENERAL
Purpose ----------------------------- 1-1 1-1

Scope ---------------- 1-2 1-1

Explanation of terms ----- 1-3 i-i
Objective --------------- 1-4 1-1
Policy ------------------------------ 1-5 1-1
Responsibilities ----------- 1-6 1-4

2. LIFE CYCLE COMPUTER RESOURCE MANAGEMENT
General ------------------------------ 2-1 2-1

System life cycle -------------------- 2-2 2-1

Computer resource management plan (CRMP) 2-3 2-5
Computer Resource Management --------- 2-4 2-6

Standards --------- ---------- 2-5 2-16

Appendix A. Explanation of Terms ---------------------------- A-i

B. Computer Resource Management Plan ------- B-i
C. System Acquisition Reviews ----------------------- C-
D. References ------------------------------------ -i

1 3
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DARCOM-R 70-1

CHAPTER 1

GENERAL

1-1. Purpose. This regulatlon implements DOD Directive 5000.29 Manage-
ment of Computer Resources in Major Defgnse Systems. It establishes
policy and assigns responsibilities for the planning, development,
acquisition, testing, training, and support of major and non-major Army
battlefield automated systems employing computer resources.

1-2. Scope. a. This regulation applies to Headquarters, US Army
Materiel Development and Readiness Comrand (DARCOM); DARCOM major
subordinate commands (including subordinate installations and
activities); DARCOM program/project/product managers; and separate
installations and activities reporting directly to HQ, DARCOM.

b. The systems subject to the provisions of this regulation are
those that employ computer resources and operate or have components that
operate within the boundaries of the battlefield (Army battlefield
automated systems).

1-3. Explanation of terms. See appendix A.

1-4. Objective. The objective of this regulation is to insure that
computer resources in Army battlefield automated systems *ke planned,
developed, tested, acquired, fielded, and supported in a cost effective
and timely manner.

1-5. Policy, a. Computer resources in Army battlefield automated
systems will be managed as elements of major importance throughout the
entire system life cycle with particular emphasis on computer software.

b. Validation of computer resource requirements will be conducted
during the Exploration of Alternative Systems Concepts and Demonstration
and Validation Phases. In addition, computer resource requirements will
be continuously coordinated and reconciled with system operational

* . requirements throughout system acquisition.

c. Analyses will be performed prior to Milestone II to. identify risk
areas involving planned computer resources. The risk areas, and a plan
for their resolution consistent with stated operational requirements,
will be included in the Materiel Acquisition Decision Process documenta-
tion at the Milestone 11 review.



DARCOM-k 7 5-1t

(1. Systems wii )e *umpatihie and interoperable with uthor , ,'m:te:-,
-mplov.d by all "...A Allied nilitarv forcs where the svst i, u dh r
dvelopmu:,t is tW !ii A need ror uich c muEat ib litv and intr,o urbilit,,.
Interoperabilitv and comniunications support requirements for usin, 0 com-
puter resource-s '.:1 be identified, defined, validated, and incl!o in d in
appropriate p Ianiing documentation during the Demonstration and
Validation N,. sv

U. Systems using comp[uter resources, where applicable and cost
effective, will include provisions for training simulations or program.

1. Coputer resources will be addressed as major elements during all
system reviews.

y. Computer resourct planning shall be initiated as early in the
ysiam life cycle as possible. Computer resource management will be
included in the Outline Acquisition Plan. A Computer Resource Management

"lan (CRMIP) will be prepared for each Army battlefield autoated system
during the bemonstration and Validation Phase of system acquisition. The
CR11P will identify impor-ant computer resource acquisition and life cycle
planning factors and establish specific guidelines to insure that these
factors are adequatnly considered in the acquisition planning process.
The CRIIP will be used 1o support the other formal planning documents
required throughout he system life cycle, e.g., Integrated Logistic
Support Plan and Coordinated Test Program. The CRHP is the primarDy
docunknt used tn establis h the necessary framework and support system for
computer sot tware control during productiop and post deployment. The
CRMP will be tailored for each Army battlefield automated system. It
will be iniplemented and maintain ed current throughout the system life
cycle. The (kRMP will bc prepared by the materiel developer, in coordina-
tion with the combat developer, development and operational testers,
development and operational evaluators, and designated readiness activity.
System acquisition will not proceed into full scale engineering develop-
ment until the CRMP has been pre pared and approved.

h. The uilestones ol the materiel acquisitirA decisio" pricess will
be used to manage the life cycle development ot computer resources,
including software, to insure the proper sequence oi analysis, design,
docume ntation, implomentation, integration, test, training, operation,
ma intenance , and modification. The standard decision milestones WU, 1,
11, Ill) will apply in accordanc2 with guidance contained in AR 1000-1.

i. Software quality and support will be addressed as a major
consideration during all phases n!e the system life cycle.

.4
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DARCOM-R 70-16

j. Quality Assurance and Configuration Management procedures will be

developed, specified in the CRMP, and implemented to assure proper assess-

ment and control of computer resources and their requirements throughout
the system life cycle. Army battlefield automated system computer re-

sources, including both computer hardware and computer software, will be

specified and treated as configuration items. The Configuration Control
Board (CCB) will be the primary medium for managing hardware and software

change control and release throughout the remaining system life cycle.
" Membership of the CCB will be determined by the materiel developer in

accordance with the provisions of AR 70-37 and DARCOM Supplement I
thereto.

k. A Computer Resources Working Group (CRWG) will be established by

the materiel developer immediately after Milestone I for each system to

aid in the management of the system's computer resources. The prime
purpose of the CRWG is to assist the materiel developer in initiating
early tasks and activities that are prerequisites to development and test
functions (such as configuration management, system level testing and
post development support.) The CRWG will assist in insuring the
compliance with policy, procedures, plans, and standards established for
computer resources. Membership will include the combat developer,
materiel developer, development and operational testers and evaluators,
and designated post deployment support activities.

1. Computer resources, including hardware, software, and support
9' items, with associated documentation required for the development and

support of operational systems, will be specified as deliverable items in

all solicitation documents with the Government acquiring rights and data
as specified in the Defense Acquisition Regulation (DAR).

m. Computer resources will be standardized to the extent practicable
within each system as well as across systems.

n. Already developed computer resources will be used to the maximum
extent practicable in Army battlefield automated systems.

o. Organic computer equipment maintenance and computer program devel-
opment and maintenance capabilities will be established where economical

's or to satisfy system requirements. Common or existing capabilities will
be used wherever practicable.

p. Army battlefield automated systems that include commercial

computer re, es will be developed and managed in accordance with the
provisions 's 70-1, 700-127, 1000-1 and DARCOM Supplement 1 to AR

700-127.
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q. DOD approveUi iiigh Order Programming Languages (HOL's) (DOD
Instruction 5000.31, will be used to develop all Army battlefield
automated system software, unless it can be demonstrated that none of the

approved HOL's are cost-effective or technically practicable over the
system life cycle. The Assistant Chief of Staff for Automation and
Communications (ACSAC), is the designated approving authority for

exceptions to this policy. Request for approval of exceptions will be
submitted through the Commander, DARCOM, ATTN: DRCDE-C.

r. Test support facilities required to test hardware, firmware and

software for development, production and deployment will be included in
system acquisition plans in accordance with the provisions of AR 70-I.

s. An inventory of computer equipment and computer programs inluded
in Ar-w, battlefield automated systems will be maintained.

t. For all Army Battlefield Automated Systems employing computer
:esources, both software and hardware will be subject to:

(1) Formal materiel release certification procedures in accordance

with DARCOK-R 700-34.

(2) Transitioning of management responsibility from the materiel

developer to readiness command will be accomplished in accordance with

DARCOM-R 70-1.

1-6. Responsibilities. The responsibilities and major functions of
Headquarters, DARCOM and the DARCOM major subordinate commands are

established in DARCOM-R 10 series. Specific responsibilities with
respect to computer resource management in Army battlefield automated

systems follows:

a. Headquarters, DARCOM. The Associate Director of Battlefield
Automation Management within the Directorate for Development and

Engineering, DARCOM. will be responsible for:

(1) The overall DARCOM computer resource management policy for Army

battlefield automated systems to insure that policies and procedures for

the management of computer resources are consistent with applicable

policies, regulations, and directives.
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(2) In conjunction with the Office of Laboratory and Development
.4.. Management, develop, coordinate, and submit to Department of the Army

(DA), the DARCOM Research and Development Technology Base Program for
Computer Resources, to insure the availablity of advanced and innovative
computer hardware and software technology necessary to support Army
battlefield automated system needs.

(3) Reviewing and approving the CRMP for each Army battlefield
automated system to insure proper planning and logistic supportability ofthe system throughout the life cycle.

(4) Coordinating the DARCOM computer resources and system engineer-
ing activities and programs for battlefield automated systems with TRADOC,
and other Army/service commands as appropriate.

b. Subordinate Commands. The comnanders of research and development
commands, materiel readiness commands, and program/project/product
managers, and separate installations and activities will (unless otherwise
specified by an individual organizational responsibility):

(1) Prepare the CRMP to provide effective life cycle support for Army
battlefield automated systems using computer resources.

(2) Provide the necessary support for fielded systems.

(3) Provide the development, test and evaluation of the necessary
logistic support and insure that systems are supportable prior to
fielding.

4. (4) Provide automated system accreditation authority in accordance

with the provisions of AR 380-380.4wlth

. (5) Implement the policies contained herein.

c. US Army Coumunications Research and Development Command
.1 (CORADCOA) Ft. Monmouth, NJ. The Commander, CORADCCM, will be

responsible for:

(1) Standardizing computer equipment, computer program, and supporting
software among and within Army battlefield automated systems to insure
optimum usage of available computer resources.
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(2) Achieving and m,7'ntaining technical compatibility and

interoperability among Army battlefield automated systems and those of

the other services or allies for which such requirements have been
identified.

(3) Maintaining an organic capability for the development, coordina-
tion, and DARCOM-wide implementation of computer resource management pro-
cedures, guidelines, and standards applicable to Army battlefield automated
sys tems.

(4) Developing and maintaining-the Army inventory of all computer
equipment and computer programs included in Army battlefield automated

systems.

(5) Providing the focal point foc Defense system HOL efforts and the
language control facility assigned to DARCOM for those DOD-approved
lauguages under the Army purview in accordance with DODI 5000.31.

d. US Army Test and Evaluation Command (TECCK), Aberdeen Proving
Ground, MD. The Commander, TECOM, will be responsible for developing the
capability and methods necessary to:

(1) Support test and evaluation of Army battlefield automated systems
during development and production (development test and First Article
Test (FAT)). The extent of TECOM involvement in FAT will be as mutually
agreed between TECOM and the tes. proponent.

(2) Determine system conformance with established requirements
(performance, ezvironmental, safety, human engineering, cost constraints,
reliability, availability, maintainability, etc.).

(3) Conduct testing in a realistic environment whenever practical.

However, when simulation or static testing is performed, emphasis should
be placed on providing a controlled and reproducible test environment
that stress the system design limits (worst-case testing).

(4) Participate in materiel release certification in accordance with
DARCOM-R 700-34.
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CHAPTER 2

LIFE CYCLE COMPUTER RESOURCE MANAGEMENT

2-1. General. The acquisition and support of computer resources in Army

battlefield automated systems will be planned and managed as elements of
major importance throughout the system acquisition process. Computer
resource management requirements will be included in the life cycle sys-

- .-. tem acquisition process and the associated documentation. The intent of
this chapter is to insure that computer resources in Army battlefield
automated systems are treated and managed as integral but subordinate
parts of the overall system and not as separate or unique elements. To

the extent feasible, computer resource management requirements promul-
gated in this regulation will be included in the acquisition process.

2-2. System life cycle, a. Systems containing computer resources shall

satisfy all milestone and phase requirements of the System Life Cycle as
defined in AR's 70-1, 700-127, 1000-1, and DARCOM Supplement 1 to AR 700-
127. These regulations emphasize flexibility and require an acquisition
strategy tailored to each individual program. In addition, special

V. - emphasis and interpretation will be applied at the major technical and
systems milestones as indicated below.

b. Milestones definition and attainment criteria.

(1) Computer resources will be considered during each phase of the
acquisition cycle and at each milestone. Development of computer
resources necessitate clear specification of requirements, appropriate
allocation of functions between hardware and software, and a division of
large systems into manageable subsystems. The software milestones and
attainment criteria emphasize those actions that must be satisfactorily
completed prior to progressing from one system acquisition phase to the
next.

(2) In all Army battlefield automated systems the hardware and accom-
panying software will proceed through the system life cycle concurrently.
A system will not be approved for advancement to the next acquisition

phase until both hardware and software have satisfied all requirements of
the earlier phase. The following milestone attainment criteria is a
summary of the additional requirements established herein for those sys-
tems containing computer resources:

(a) Milestone 0 - Decision for Program Initiation. The planning

"- process begins with the identification of personnel having the requisite
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'" computer experience and skills required to conduct the investigation
throughout the Exploration of Alternate System Concepts Phase.

(b) Milestone I - Decision to enter Demonstration and Validation

Phase.

1. The Materiel Acquisition Decision Process (MADP) documentation
(Outline Acquisition Plan (OAP)/Army Program Memorandum (APM)/Decision

Coordination Paper (DCP) etc.,) will identify the potential computer
resource implications ana associated risk areas of the proposed system

acquisition.

2. The System Specification (Type A, MIL-STD 490) must be prepared
and the System Requirements Review completed prior to Milestone I.

3. Prepare a draft CRMP.

4. Computer resource considerations for milestone review are listed

in appendix C.

(c) Milestone II - Decision to enter Full-Scale Engineering Develop-

ment Phase.

I. Establish the CRWG.

2. The CRMP is updated, approved, and included as part of the MADP

documentation.

3. The Development Specification (Type B-5, MIL-STD 490) is prepared

and System Design Review completed.

4. Computer resource considerations for milestone review are listed

in appendix C.

(d) Milestone III - Decision to enter Production and Deployment
Phase.

1. Update CRMP.

2. Prepare Product Specification (Type C-5, MIL-STD-490) and perform

Preliminary and Critical Design Reviews.

'S 3. Computer resource considerations for milestone review are listed

in appendix C.
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(3) Technical Milestones and Attainment Criteria.

(a) System specification. A System Specification (Type A, MIL STD
490) will be prepared during the Program Exploration of Alternative
System Concepts Phase by the materiel developer in coordination with the
combat developer to establish the system baseline functional requirements.
A technical review and evaluation (System Requirements Review) of this
specification will occur prior to Milestone I. In cases where ASARC/
DSARC I review is not required, the designated approval authority
(AR 70-1) will coordinate the necessary technical review and approve
entry into the Demonstration and Validation Phase. The System
Specification will be placed under Government configuration management
upon entry into the Demonstration and Validation phase and will be
maintained under Configuration Management throughout the system
acquisition.

(b) Development specification. A Development Specification (Type B,
MIL-STD-490) will be prepared by the materiel developer prior to Mile-

* stone II or equivalent reviews. For systems with integral computer com-
ponents, particular attention will be paid to the allocation of functions

* between computer and noncomputer resources. Functions allocated to soft-
ware will be documented in the Computer Program Development Specification
(Type B-5, MIL-STD-490). The Development Specification will establish
the design necessary to implement, test, and maintain the functional
requirements established in the System Specification. The Development
Specification will be placed under Government configuration management
upon entry into the Full-Scale Engineering Development phase and will be

-. maintained under Government configuration management throughout the
system life cycle.

(c) Product specification. A Product Specification (Type C, MIL-STD-
490) will be prepared by the materiel developer prior to Milestone III
review or prior to a development acceptance review for non-major systems.
The Product Specification documents the details of system implementation
for production and maintenance. The Computer Program Product Specifica-
tion (Type C-5 MIL-STD-490) details the system software implementation,
which in fact documents the system production software. The Product
Specification will be placed under Government configuration management
upon delivery and will be maintained under Government configuration
management throughout the balance of the system life cycle.

(d) System requirements review (SRR). The objective of this review
is to ascertain the adequacy of the contractor's efforts in defining
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system requirements. Independent validation of the system Specification
(Type A, MIL-STD-490) shall be performed prior to approval. It will be

conducted when a significant portion of the system functional require-
ments has been established. (AR 70-37 and DARCOM Supplement I thereto
and MIL-STD-1521).

(e) System design review (SDR). This review shall be conducted when
the definition effort has proceeded to the point (Type B-5 Computer Pro-
gram Development Specification, MIL-STD-490) where system requirements

and the design approach are more precisely defined, (i.e., alternate
design approaches and corresponding test requirements have been consi-
dered and the contractor has defined and selected the required equipment,

logistic support, personnel, procedural data, and facilities). This
review shall be in sufficient detail to insure a technical understanding

between the contractor and the procuring activity on: The system seg-
men's identified in the system specification and the configuration items
identified in the Computer Program Configuration Item (CPCI) Development
Specification(s) (AR 70-37 and DARCOM Supplement 1 thereto and MIL-STD-

1521). Z

(f) Preliminary design review (PDR). A PDR will be conducted for

each CPCI, or for a group of functionally related CPCI's. Its purposes
will be:(l) evaluate the progress and technical adequacy of the selected
design approach; (2) determine the CPCIs compatibility with the perfor- %

mance requirements of its development specification; and (3) establish
the compatibility of the interfaces between the CPCI and other items of
equipment for facilities. The PDR will be a formal technical review of

the basic design approach. It will be conducted after approval of the
development specification and after the accomplishment of preliminary
functional design efforts, but prior to the start of detailed design. The

PDR assures the CPCI functional flowcharts, memory allocation charts,
control functions, and data base are adequate (AR 70-37 and DARCOM"

Supplement 1 thereto and MIL-STD-1521).

(g) Critical design review (CDR). The CDR will be a formal techni-

cal review of the detailed CPCI allocated Computer Program Component
(CPC). This review established the integrity of the program design, at

the level of detailed flowcharts or logical design, prior to coding and

testing. It will be conducted for a single CPC, or for functionally
related CPC's, when detailed design is essentially complete, and when the

draft computer program product specification and test procedures (Type
C-5, MIL-STD-490) have been prepared. The purposes of the CDR will be:

(1) determine the detailed design of the CPC satisfies the performance and
design requirements established in its development specification;

&..4
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(2) establish the exact interface relationships between the CPC and other
programs or items of equipment and facilities; and (3) review interactions
with the data base. The draft product specification will be revised to
reflect the recommendations of the CDR (AR 70-37 and DARCOM Supplement I
thereto and MIL-STD-1521).

(h) Formal qualification review (FQR). A FQR will be held for each
CPCI in order to establish that the end item software meets the contractual
and performance requirements. The objective of the FQR will be to verify
that the actual performance of the CPCI complies with its development
specification, and to identify test reports and data that document the
results of the program qualification tests. Input to the FQR consists of
the final test results of each CPCI in an operational environment. The
FQR will be conducted with the FCA, after the formal qualification tests,
when sufficient test results are available to insure that the CPCI will

perform in its system environment (AR 70-37 and DARCOM Supplement 1
thereto and MIL-STD-1521).

(i) Functional configuration audit (FCA). A FCA will be performed
for each CPCI. This audit will be a formal examination of the CPCI
functional characteristics and test data, which verifies that the CPCI
has achieved the performance specified in the development specification.
The FCA will be conducted with the FQR, after the formal qualification
test has been completed. At the FCA, the test plans, procedures, and
test results will be reviewed for compliance with specification require-
ments. The FCA determines whether all of the requirements have been met,
and whether any tests should be repeated (AR 70-37 and DARCOM Supplement
1 thereto and MIL-STD-1521).

(j) Physical configuration audit (PCA). A PCA will be conducted for
* each CPCI to establish that the CPCI technical data package is complete,

and that all physical items called for by the contract have been produced
in the specified configuraton. The PCA will be conducted on a CPCI that
is representative of the configuration specified as the production
contract deliverable. A detailed audit of the product specification(s)
and the physical items included in the technical data package will be
performed. Approval of the Product Specification(s) establishes the
product baseline (AR 70-37 and DARCOM Supplement 1 thereto and
MIL-STD-1521).

2-3. Computer resource management plan (CRMP). A CRMP will be developed
by the materiel developer in coordination with the combat developer,
development and operational testers and evaluators and designated post
deployment support activities prior to Milestone II and will be

*maintained throughout the system life cycle. The CRMP will be keyed to
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- overall system ac- sitiun rrilestones and schedules. The CRiP is the

primary document to be used at all decision levels for assessment as to

the adequacy of overall computer resource management efforts. The CRMP

will be developed as an annex to the System Acquisition Plan and will be

approved by the Commander, DARCOM, ATTN: DRCDE-C, prior to implementation.

a. The purpose of the CRMP is to identify computer resources

acquisition and life cycle planning factors and to insure that these
factors are adequately considered"in the acquisition planning process.

The CRMP (see app B for format) will address, as a minimum, the

following:

- (1) .Aesponsibilities for integration of computer resources into the

total stem and the test and evaluation of that system to determine

enti system quality and integrity.

(2) Computer programs required to support the development, production,

deployment and post deployment support of the total system.

(3) Personnel requirements for developing and supporting computer

resources.

(4) Provisions for the transfer of system management/operational/

support responsibility from the materiel developer to the user/support

organizations.

(5) Complete management planning for the acquisition, test, evalua-

tion and post deployment support for all functions related to the computer

resources in, or in support of, the Army battlefield automated zystem.

(6) The method by which the post development software support
concepts/procedures are tested (supportability demonstration planning).

b. The CRMP will be tailored to the specific aspects and require-
ments of the Army system.

c. The CRMP is not intended to replace other required plans that

support overall system requirements, e.g., Coordinated Test Program,

Integrated Logistic Support Plan, Quality Assurance Plan.

2-4. Computer resource management. Requirements for computer resources

evolve from overall system requirements as a result of applying system

engineering disciplines. The system configuration which results must

meet the total system functional requirements in the most cost-effective

manner. This is accomplished by insuring every system element, including

computer resources, is included in the total system optimization. Cow-

Sputer resources as such are considered to be an integral part of the
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system and are subject to trade-off and optimization in the same manner
as other system elements. Therefore, the management of computer re-

" sources is accomplished in the larger context of the overall system pro-
- gram technical and management efforts. The areas covered below will be

considered in the development of the overall system plans and will be
specifically addressed in the CRIIP. Type classification of Army battle-

' field automated systems containing computer resources will be done in

accordance with the provisions of AR 70-61.

a. System engineering management.

(1) The materiel developer will be responsible for managing the

total engineering effort during the system life cycle. The materiel
developer will assure that system engineering applied to computer re-
sources is adequately planned, executed and evaluated, and will result in
computer resources that meet operational and support needs.

-. (2) Computer resource requirements validation and risk assessment
"' will be managed as key elements of the system engineering management

effort, integral to overall system acquisition.

(3) The principal products produced by the materiel developer during
the system engineering effort are the System Specification, Development
Specification, Product Specification for the system's configuration items
(MIL STD 490), and technical documentation, such as trade-off study
reports, test documentation, and user/operator documentation.

b. Requirements validation. The objective of computer resource
requirements validation is to assure requirements and specifications are
consistent, sufficient, and unambiguous. During the Demonstration and
Validation Phase the materiel developer will address computer resource

requirement validation as an integral part of the overall system require-
ments validation. Computer resource requirements must be validated prior
to the approval of development specifications. The validation process
will include the approach to be used in insuring the systems specifica-
tions meet the user requirements. This validation process will insure

that:

(1) System operational concepts and approved mission profiles are
available.

(2) The system functions allocated to computer resources are clearly
identified and attainable, and traceable to the system requirements

specification.
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c. Risk analy_: ; ai d raagement. Risk analysis and management, whi&'
includes elements of risk identification, planning, analysis, evaluation,
resolution, and review, will be completed for computer resources prior to

Milestone II. Computer resource risk analysis and management will be
closely coordinated with the requirements validation effort and the over-

all systems engineering effort to assure that the risks associated with 4

achieving validated cost, schedule, and technical performance requirements

* .are identified and assessed in advance, are within acceptable thresholds,

and are continuously monitored and reported during subsequent development.

d. Contracting. The contracting strategy, planning, and techniques

for acquiring computer resources will be stated in the CRMP. All pro-
posed Army contracts for system/major item acquisition, modification,

or support will conform to the provisions of paragraph 1-5.1 and will
specify specific data items to be delivered. Full-scale engineering

dev'iopment contracts for systems including computer resources will not

be awarded prior to approval of CRMP.

e. Configuration management (CM).

(1) CM is a discipline applying technical and administrative direc-

tion and surveillance throughout the systems life cycle.

(2) CM is intended to:

(a) Assist the materiel developer in achieving, at lowest possible
life cycle cost, the required performance within realistic schedules
while insuring the operational efficiency of the configuration item (Cl).

(b) Allow the maximum degree and development latitude yet introduce
at the appropriate time the degree and depth of management and earliest

technical control of configuration items necessary for effective develop-
ment and follow-on production and logistic support.

(c) Attain maximum efficiency in the management of configuration
changes with respect to their necessity, cost, timing, and implementation.
The materiel developer will design and tailor the configuration manage-

ment program in accordance with AR 70-37. Specifically, computer soft-
ware, as well as computer hardware, will be specified and treated as

separate configuration items. The configuration management procedures
specified in AR 70-37 and DARCOM Supplement I thereto will provide for
categorizing all software modifications, implementing changes, assessing

changes, determining level of testing/validation effort, and
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controlling release of new software system versions to the distribution
points. The CCB will be responsible for establishing and maintaining a
record of all computer software configuration change actions. The record

*must be in sufficient detail to provide an audit trail, document the
technical evaluations and CCB decisions, and provide a current configura-

tion status of the CPCI.

(3) For the purpose of controlling and validating software changes/
modifications, the CCB will be responsible for determining the validity
of all proposed changes/modifications to an Army Battlefield Automated
System, approving/disapproving, and classifying the approved proposals
into the following categories: (A clear distinction will not always be
available; however, classification responsibiilty rests with the CCB.
The CCB decision rationale will be entered into the change action record.)

(a) System refinement software changes usually deal with program
optimization, error correcting, improving system performance, and
incorporating technological advances. Changes of this nature usually do
not deal with major changes in application. Included in this category,
however, are evolutionary modifications to major weapon system tactical
software in response to evolving/changing tactical doctrine and threat.

(b) New requirement are program modifications which result from

major changes or new applications.

- . (c) Interoperability interface configuration changes/modifications
are those affecting the design baseline of those systems controlled by
Battlefield Interface Implementation Plans, Interoperability Design
Standards, or Army Technical Interface Design Plans.

(4) Those proposed changes/modifications classified as interopera-

bility interfaces must be forwarded to the Army Interoperability Con-
figuration Control Working Group/Steering Couittee for approval to
implement. The implementation of approved interoperability interface
changes/modifications will be in accordance with the instructions
provided by the approving authority. The implementation of changes/
modifications not classified as an interoperability interface will be
handled as follows:

(a) Changes categorized as new requirements are to be managed as a
Product Improvement Proposal (PIP) in accordance with AR 70-15. The cost
of product improvements will be carefuly weighed against the expected
improvements in reliability, maintainability, operational readiness, and
operational capabilities and effectiveness within the remaining life
cycle.
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(b) Software cbv. es in the system refinement category will be

recycled back into the Full-Scale Engineering Development Phase and all

software documentation will be reviewed and updated accordingly. All

systems refinements changes will not necessarily require the same magni-

tude of effort for incorporating and validating the change. The nature

of the change/mouification will dictate the level of effort necessary to

implement and the magnitude/type of test program necessary to validate

the changes. After completion of the verification testing, the

configuration change(s) will be documented by an Engineering Change Pro-

posal (ECP) with the necessary accompanying documents, e.g., Notice of
Revision (NOR), test reports, technical evaluations (MIL-STD's 480, 481,

482,and 483). The new software version that results from a change or

group of clanges may reenter the Production and Deployment Phase after

the comb'L developer concurs in the adequacy of the testing and the CCB

approv, the ECP. Prior to the issue of a new software version to the

fielo the materiel developer must complete a formal release certifica-
tio1 in accordance with DARCOM-R 700-34. The ECP, CCB decisions, combat

(aveloper's concurrence, and release certification will be made part of

the change action record.

f. Test management (TM).

(1) Computer resource testing will be accomplished throughout the
life cycle of a system to provide data relative to the state of the

system development or operation of the computer resources segment of the

system. Proper TM will assure that timely and adequate testing is

performed to verify required technical and operational capabilities of

the computer resources as well as the overall system and system inter-

faces.

(2) Materiel developers will prepare TM plans, as early as possible,

and will summarize overall TM efforts in the Computer Resource Management

Plan. The Coordinated Test Program (CTP) will continue to be the basic

document to address test and evaluation of the Army battlefield systems,

including those which contain computer resources. Computer resources
will be specifically addressed in all:

(a) Development Tests (DT's), Operational Tests (OT's), Test Design

Plans (TDP's), and Outline Test Plans (OTP's).

(b) Independent Evaluation Plans (IEP's).

(c) Government performed Engineering Design Test Plans pertaining to

computer resources.
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(d) Contractor test plans pertaining to computer resources.

(3) Test planning for computer resources will insure that testing is
adequate and not redundant throughout the life cycle; that support
equipment/software instrumentation including such items as test drivers,
data records, and monitors are validated, placed under configuration
control, and acquired in a timely manner.

(4) Test planning will also provide for an independent assessment
and evaluation of the contractor's computer resources performance demon-
stration testing by the materiel developer prior to acceptance for
Government testing.

(5) Computer resource test planning and management as contained in
" the CRMP and CTP will be reviewed by the Computer Resource Working Group

prior to Milestone II.

(6) Test support facility requirements will be considered as an
integral part of the overall system acquisition and will be designed to
be used throughout the system life cycle. As a minimum, test support
facilities will include the necessary computer hardware, software,
environmental simulators, hardware and software monitors, test case gen-
erators and analyzers, training aids, and collection and data reduction

- equipment required to demonstrate and validate system performance and
provide for system maintenance. Test support facility requirements to be

"" provided by the developing contractor will be included as deliverable
items on the contract and will be consistent with those test support
requirements necessary for Government development and operational test
and system post deployment support. If practicable, Government-owned
test support facilities and equipment will be made available for
contractor use during the Demonstration and Validation and Full-Scale
Engineering Development phases of the system acquisition in order to
prevent duplication.

(7) Test planning during the production and post deployment phase
will be designed in accordance with the following provisions:

(a) Acceptance testing is mandatory for revalidation of all new
versions of computer software irrespective of the impetus for the change,
i.e., system refinement, new requirement.

(b) Prior to the issuance of any new versions of computer software
to the field, the new software version must undergo formal release
certification, in accordance with DARCOM-R 700-34.
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g .Quality assurance.

(1) The materiel developer will develop independent assessment

procedures to insure that the product will meet management policies and
S. appropriate regulations, conform to standards, and meet performance and

quality requirements throughout the life cycle.
I-%'

(2) Product assurance for systems using computer resources will be

achieved by performing continuous assessments throughout the system life

cycle, in accordance with the guidance delineated in DA PAM 11-25. The
contractor's Software Quality Assurance Program (MIL-STD 52779 (AD)) must
be approved by the Government prior to software development. Those

assessments include reviews, audits, verification, testing, and enforce-
ment activities applied to procedural and to product aspects of the
syster- development. Results of assessments will be documented and will

- be subject to Materiel Acquisition and Decision Process (MADP) reviews in

accordance with the guidance contained in chapter 2, AR 70-1.

(3) Computer resources product assurance planning will be addressed

in the CRMP. The Product Assurance Plan called for in AR 70-27 will

continue to be the primary document for overall system product assurance
planning. As a minimum, the CRMP will include:

(a) System project organization and interface among the system devel-
opment community including responsibilities of the members and interface
control documents, specifically as regards the computer resources.

(b) Policies, procedures, and tasks to be implemented to assure
proper assessment and control of computer resources and their requirements,

both performance and quality, throughout the system life cycle.

h. Data management.

(1) Computer resource documentation will include only that documenta-
tion required by computer resource regulations, standards, and management

policies and procedures that are necessary for the disciplined control of
the development and complete description of the product.

(2) Documentation will include both technical data addressing the
computer resource produce and its support, management data necessary fo.r
the control of the system development, and documentation acquired from
contractors as products of the various life cycle phases.

(3) Computer resource data management planning will be addressed in
the CRMP. Computer resource data management planning will include those

-1

:' 122
,4

- - ,, -%- -,"%-,- % ", - -, • , ,, -.- -, ,, -. . .. • , ,-, .-. . •. -. . •.. . . . . . . .



DARCOM-R 70-16

policies and procedures necessary for effective life cycle management of
data pertaining to the system's computer resources.

-- i. Integrated Logistics Support (ILS). ILS is the process through
which logistic considerations are integrated into the design effort and
all elements of the logistic support system are planned, acquired,
tested, and deployed.

(1) Materiel developers will establish internal policy, procedures,
and techniques for integrating life cycle logistic support considerations
into the Army's battlefield systems for computer resources, under theprovisions of AR 700-127 and DARCOM Supplement 1 thereto.

(2) The materiel developers, in coordination with the combat
developers and training and support elements, will determine overall

-aspects of the ILS concept for computer resources. In establishing the
ILS concept for computer resources, the following will be considered:

(a) Current and proposed changes in maintainability, supply and
maintenance, doctrine, concepts, organization, and procedures, applicable
to the anticipated environment for the computer resources.

(b) Use of common computer support software and test facilities for
use during all phases of system acquisition.

(c) The identification of appropriate support parameters, life cycle
support cost goals, and limits on the requirements for logistic

J resources.

(d) Indentification of qualitative and quantitative personnel
requirements information.

(e) Establishment of procedures for the use of computer assisted

repair part maintenance and diagnostics.

(f) Development of support software.

(g) Estimation of life cycle operating and support costs for
computer resources, and their inclusion in total system life cycle cost
assessments.

(h) Refinement and evaluation of alternative computer resource
logistic support concepts and establishment of the selected baseline
support concepts.

,2
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(i) Documentation of the results of computer resource logistics

planning and analysis by updating the computer resource portion of the
Plan for Support, section VI of the Acquisition Plan.

(j) Analysis of the supportability of firmware/software requirements

in terms of possible enhancements or requirements changes.

(k) Assurance of the sufficiency of technical publications necessary

to operate, maintain, and train for the operational computer programs
(and their support computer programs)., Automatic Test Equipment (ATE)
computer programs, and training computer programs.

(1) Planning for post deployment software support will be initiated

prior to Milestone II. Support software as deliverables will be specified

prior to entering the Full-Scale Engineering Development Phase. Newly
developed support software documentation will comply with MIL-STD-490.
Existing support software should meet good commercial documentation

practices. The CRMP will address the post deployment issue and will
include an estimate of the resources for support equipment, applications

software, software support, and personnel required to maintain/modify the

fielded system. The organization responsible for post deployment soft-
ware support will also be identified at this time. The software support
facility will be responsible for maintaining a software malfunction

S.". reporting system for assessing software performance and determining
,-.-. necessary modifications. The CRMP will also address software changes

during the post deployment phase and discuss the methods to be used for
validation to the satisfaction of the user prior to any release for field

t u usage.

(3) The logistic support of computer resources will be included as a

topic of major importance at each Logistic Command Assessment of Projects
, -(LOGCAP) briefing/reviews (DARCOM-R 1-41 and DARCOM Supplement 1 to AR

700-127).

,,.. . J. Training. Planning for training of personnel to operate, test,
maintain, and modify computer resources will be initiated early in the

5/.- system life cycle. The CRMP will address all aspects of personnel

training involving computer resources. Maximum consideration will be
made to use the system computer resources for training in the field and
in garrision.

k. Personnel. Personnel requirements for all DARCOM organizations
S.: directly involved in the development and support of computer resources

S. 124
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for the system will be identified in the CRMP. As a minimum, this should
cover the project ortice and training, operation, maintenance, test,
configuration management, and post deployment support activities.
Separate estimates will be made for military, civilian, and contractor
personnel for the development and support phases.

1. Deployment planning. A materiel fielding plan will be prepared
that includes a complete system description, logistic support management,
system support details including the maintenance concept and integrated
logistics support, and support required from the gaining command
including communication requirements, necessary to deploy and support the
system in any tactical environment.

m. Compatibility and interoperability.

(1) Compatibility and interoperability requirements of Army battle-
field automated systems which include computer resources will be
addressed throughout the system's life cycle. There will always be a

*continuum of Army battlefield automated systems, for which interopera-
bility requirements have been identified, existing in all phases of the
system acquisition process. A similar continuum of communications
necessary to support these Army battlefield automated systems will also
exist. A highly coordinated management effort is crucial to insure the
concurrent availability of the Army battlefield automated systems for
which interoperability requirements and supporting communications systems
requirements are met. Systems planning and development must also be
consistent with joint and allied forces requirements for interoperability,
compatibility, and integration of Army battlefield automated system
concepts, operating procedures, software programs, and communications,
including those systems that interact and operate with other services or
allied forces systems.

(2) Army battlefield automated systems compatibility and interopera-
bility requirements will be defined, developed, and tested as an integral
part of the life cycle system acquisition process. The combat developer
will identify potential Army battlefield automated system compatibility

*and interoperability requirements in the initial requirements document,
e.g., MENS, LOA, LR, or ROC. This will include potential joint and
friendly forces systems requirements, as well as intra-Army system
requirements.

(3) For those Army battlefield automated systems that include
computer resources, the Computer Resource Working Group, in coordination
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with representatives of other services or friendly forces as applicable,
will develop as a part of the system CRMP the interoperability, compat-
ibility, and communications requirements and identify the resources and
schedules necessary for their effective development, implementation, and
support.

(4) The materiel developer, in coordination with the combat
developer, will insure that all Army systems for which interoperability
requirements have been identified are included in the overall Army
Interoperability Plan (AIP) and will recommend to HQ, DARCOM those
systems that must be included in joint or friendly forces interopera-
bility programs. The materiel developer will insure that interopera-
bility resource requirements of interfacing systems, to include the
supporting communications, are properly coordinated during system
development, and that system interoperability is tested and verified
prior to request for production decision.

(5) Interoperability plans will be included in operational tests and
will be reviewed at Milestones II and III.

(6) Technical and operational interoperability configuration control
for Army battlefield automated systems is the responsibility of the
materiel developer in coordination with the combat developer for intra-
Army systems and as designated by appropriate authority for joint or
friendly force systems.

n. Validation and verification. The primary objective of the
computer resources requirements validation efforts is to insure that the

pstated requirements for total computer resources generated during the
Demonstration and Validation phase are complete, consistent, and unam-
biguous, and will result in a system that meets the stated operational
needs of the user and can be supported in the field. The computer
resource related technical, cost schedule, and performance risks
associated with the system as based on the stated and validated computer
resource requirements, will be addressed in the CRMP. The verification
of computer resource requirements will include necessary planning
and execution by the materiel developer of those monitoring and test
activities that will ascertain that the system fulfills the stated
requirements. Included will be sufficient tests, through simulation and
actual executions, to determine that the system performs correctly

C.' against the previously validated requirements.

-C. 2-5. Standards. a. General: Computer resource management standards
such as MIL-STD, FIPS, FED STD, and approved non-government standards,

-- ,

-- ,
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for measuring software performance shall be adopted on a project by

project basis by the materiel developer. These standards are categorized

in subsequent paragraphs.

b. Computer resource planning standards. These standards shall
provide specific detailed guidance for developing and maintaining the
CRMP throughout the life cycle.

c. Specification standard. These standards shall provide guidance
on the format, structure, and content of computer program functional and
performance specificaton (TYPE A System Specification), computer program

development specifications (TYPE B-5 Development Specification), and
computer program product specifications (TYPE C-5 Product
Specification).

d. Documentation standards. These standards shall specify the
structure and content of the external documentation set. They shall
Orovide standards and guidance for developing and maintaining the soft-
ware documentation set, and define in detail the specific content of each

• ".-, document required, and how, when, and where it should be produced through-
out the life cycle.

e. Programing standards. These standards shall provide guidance
for writing and maintaining computer programs. Standards for specific
languages will include rules to be followed when writing programs in that
language.

f. Quality control standards.

(1) Testing standards. These standards shall provide guidance for

the development and maintenance of software test facilities and instru-

mentation to be used during development and validation of changes
throughout the system life cycle.

(2) Configuration management standards. These standards shall provide

guidance for the implementation and control of configuration management
practices as they apply to software driven systems. They shall also
provide policies and procedures for maintenance, refinement, and enhance-
ment of a system that is in production at multiple installations that are
geographically separated.

'

'.
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Appendix A

EXPLANATION OF TERMS

"-. A-1. ARMY BATTLEFIELD AUTOMATED SYSTEM. A system employing computer

resources that operates or has components that operate within the
.-. boundaries of the battlefield regardless of the function, mission, or

battle involvement. The system may be an offensive, defensive, or direct/
indirect support system. Examples of such systems are weapons, communica-
tions, command and control, intelligence, avoinics, missiles, combat

*." support and combat service support systems.

A-2. AUTOMATIC DATA PROCESSING EQUIPMENT (ADPE). This includes general

purpose electronic data processing equipment (EDPE) and punch card
machines (PCM or EAM) irrespective of use, application, or source of
funding, and includes ADPE built to Government specifications.

A-3. CMBAT DEVELOPER. The agency or command responsible for the
formulation of concepts, doctrine, organization and materiel objectives,
and requirements for the employment of US Army Forces in a theater of
operations and in the control of civil disturbances. The combat
developer formulates Army functional systems (logistics, personnel,
administrative, and others, as designated) which impact directly on or
extend into a theater of operations. The US Army Training and Doctrine
Command (TRADOC) is the Army's principal combat developer.4-'-

* A-4. CMPUTER. Electronic machinery, which by means of stored

instructions and data performs rapid complex calculations or compiles,
correlates, and selects data. Examples are analog and digital

4. processors, data processors, information processors, real-time control
processors, electronic calculators, hybrid computers, communications
processors, and microprocessors.

. . A-5. CMPUTER DATA. A representation of facts, concepts, or instruc-
- -4 tions in a structured form suitable for acceptance, interpretation, or

d. processing by communication between computer equipment. Such data can be
external to (in computer-readable form) or resident within the computer
equipment and can be in the form of analog or digital signals.

A-6. COMPUTER EQUIPMENT/COHPUTER HARDWARE. Devices capable of accepting
and storing computer data, executing a systematic sequence of operations
on computer data or producing computer outputs. Such devices can perform
substantial interpretation, computation, communication, control, or other
logical functions. Examples are central processing units, terminals,
printers, analog/digital converters, tape drives, disks, drum, micro-
processors, and automatic test equipment.
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Appendix A--Continued

A-7. COMPUTER, GENERAL PURPOSE. A computer designed to solve a large

variety of problems, e.g., a stored program computer that may be adapted
to any of a very large class of applications.

A-8. COMPUTER FIRMWARE. Programs or instructions that are stored in
read only memory; firmware is analogous to software in unalterable form.

A-9. COMPUTER PROGRAM. A series of instructions or statements in a form
acceptable to computer equipment, designed to cause the computer equip-
ment to execute an operation or operations. Computer programs include

operatirg systems, assemblers, compilers, interpreters, data management
systems, utility programs, sort-merge programs, and maintenance/diagnostic
programs, as well as applications programs such as payroll, inventory

coi.crol, operational flight, satellite navigation, automatic test, crew

3iimulator, and engineering analysis programs. Computer programs may be
general-purpose in nature or be designed to satisfy the requirements of a

specialized process or a particular user.

A-1. COMPUTER RESOURCES. The totality of computer equipment, computer
programs, computer data, associated computer documentation, contractual

services, personnel, and computer supplies.

A-11. COMPUTER SOFTWARE. A combination of associated computer programs,
documentation and computer data required to command the computer equip-

ment to perform computational or control functions.

A-12. COMPUTER SOFTWARE DOCUMENTATION. Technical data, including com-
puter listings and printouts in human-readable form, that documents the
design or details of computer software, explains the capabilities of the

computer software, or provides operating instructions for using the com-
puter software to obtain desired results from computer equipment. For
the purposes of documentation, the term software includes all informa-

tion, data, analysis, algorithms, etc., that have been generated, ac-
quired, or applied in developing computer programs for the system and
system support equipment. This includes specifications, functional
descriptions, design analysis, program coding, flow charts, algorithms,
interface definitions, technical manuals, source and object decks and
listing, test plans/procedures/reports, and support programs and their
documentation.

A-13. COMPUTER SYSTEM. An interacting assembly consisting of computer
equipment, computer programs, and computer data.
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Appendix A--Continued

A-14. COMPUTER SYSTE24 DOCUMENTATION. Information that describes the tech-
nical details of the computer system over its life cycle. Documentation
includes, but ia not limited to, equipment design specifications, engineering
drawings, operators manuals, technical orders, computer software documenta-
tion, systems specifications, run diagrams, and interface specifications.

A-15. CONFIGURATION ITEM4 (CI). An aggregation of hardware/software, or
any of its discrete portions, that satisfies an end use function and is
designated by the Government for configuration management. Cl's may vary
widely in complexity, size, and type from an aircraft, electronic, or
ship system to a test meter or round of ammunition. During development
and initial production, CI's are only those specification items that are
referenced directly in the contract (or an equivalent in-house agreement).
During the operation and maintenance period, any repairable items desig-
nated for separate procurement is a configuration item (DOD Directive

5010.19).

A-16. EMBEDDED CI4PUTER RESOURCES. The totality of computer resources
*.-. that form a subsystem or part of an Army battlefield automated system

e.g., intelligence collection system, target acquisition system, or
weapon system. (For the purposes of this regulation the term "Embedded
Computer Resource" is replaced by "Army battlefield automated system" as
defined in para A-i.)

A-17. INDEPENDENT ASSESSMENT. The assessment of a system or subsystem
*A by an organization that is independent of the combat developer and the

materiel developer.

A-18. INDEPENDENT EVALUATION. The evaluation of a system or subsystem
by an organization that is independent of the combat developer and the
materiel developer.

A-19. INTERNAL SYSTEM CONTROL. Any device(s) automatic or manual, that
controls the operation of a system without external stiulus.

A-20. MATERIEL DEVELOPER_(OR DEVELOPING AGENCY). The command or agency
responsible for research, development, and production validation of an
item (including the system for its logistic support) which respond to DA
objectives and requirements (table 6-1, AR 70-1).

A-21. FIRST ARTICLE TEST. That test and evaluation of production items

to demonstrate that items delivered fulfill the requirements and specifi-
.* cations of the production contract or agreement.

A-22. SOFTWARE QUALITY. Attributes of a software package other than

performance requirements that indicate the character of the software;
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Appendix A--Continued

usually defined in terms of quality factors, e.g., correctness,
reliability, acceptability, flexibility, efficiency, human factors
engineering, integrity, and testability.

A-23. SYSTDI ACQUISITION PLAN. Th.e basic management document for all
Army materiel acquisition programs -ul,orted by an approved materiel
requirement, regardless of the level oL. the MADP review/approval.

I

1*1
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Appendix B

COMPUTER RESOURCE MANAGEMENT PLAN (CRMP)

Development of the Computer Resource Management Plan (CRMP) will begin as

soon as it is determined that computer resources will be used to support

the satisfaction of stated system functional requirements. The CRMP will

be an annex to the System Acquisition Plan and will consist of six

sections as follows:

Related Sections
CRMP of Acquisition Plan

Section I General Section I
Section II Program Management Section III

- Section III Acquisition Management Section III

Section IV Development Management Section III
Section V Coordinated Test Program Mgt Section IV
Section VI Plan for Support Section VI

B-1. Section I, General. This section will provide an overview of the

overall system requirement and the relationship thereto of the proposed

computer resources. Any unique operational or technical system require-
ment that could affect the development or use of the proposed computer
resources should be indicated.

B-2. Section II, Program Management. This section will be prepared
immediately upon the determination that computer resources are required
in the system. This would normally occur during the Demonstration and
Validation phase. It is to address the organizations and personnel
involved in the management of computer resources. As a minimum, this
section will contain:

a. Identification of computer resources technical and managerial
expertise responsible to the program manager for managing the acquisition
of subsystems that contain computer equipment and computer programs. This
includes management expertise to focus attention on computer program
development and integration across the total system.

• .. b. Identification of management responsibility for the integration
of computer equipment and programs with the rest of the system.

c. Identification of computer programs development and support
requirements, including use of Government-funded equipment and facilities.
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Appendix B--Continued

d. The extent, within each system as well as across systems, to

which computer equipment and computer programs will be standardized.

e. A plan for development and/or modification of computer software
or equipments covering definition of requirements, development, audits,

testing, and maintenance.

f. Plans and justification for acquisition of any support equipment

(e.g., a simulation facility) that is required.

g. A plan for the functional analysis and trade-off studies to be

employed to minimize risk in the development of computer equipment and
computer :ioftware.

. An indication of the extent to which existing systems, existing
eqtipments and proven concepts will be used.

i. An evaluation of the systems capacity to provide for growth con-

sistent with anticipated change to the system capabilities and an indica-
tion of the resources required for and risk associated with computer pro-
gram support throughout the system life cycle.

j. Identification of projected computer equipment and computer pro-
gram development costs, including appropriate work breakdown structures.

B-3. Section III, Acquisition Management. This section will be prepared

during the Demonstration and Validation phase. It will address the
computer resource acquisition strategy, the participation of the combat

developer, materiel developer, development and operational testers and
evaluators, and designated post deployment support activities, the risks
involved, and trade-offs to be considered. In addition it will address
the adequacy, consistency, and firmness of requirements driving the

. computer resource development. This section is prepared by the materiel
°-" developer in coordination with the aforementioned participating commands

and activities. It includes complete management planning for the acqui-

sition and support of the computer resources. If additional computer
resources are identified later in the program, a change to this section
will be published covering such resources. As a minimum, this section

will contain:

a. Identification of technical and managerial expertise allocated to
the program office for the acquisition management of computer equipment

* and computer programs.

t'a
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Appendix B--Continued

b. Operational and support concepts for computer programs based upon

studies, economic analyses, experience, and participating activity inputs.

c. The system engineering approach to be followed in allocation of
operational needs to computer resources.

d. A discussion of the appropriate trade-offs between hardwired
digital processing equipment and programmable computer. The discussion
should include design risk, system integrity, and life cycle cost.

e. Standardization and commonality considerations used in determining
computer equipment and computer program requirements.

f. Requirements for computer program and data rights consistent with
the planned operational and support concepts.

g. A master schedule of major milestone, key events, and any
critical actions essential to timely development of computer resources in
relation to the total system acquisition schedule and identified risk
areas.

h. Identification of required interfaces between the computer

resources of the system and other systems.

i. Identification of the requirements for growth capability and
spare processing capacity.

J. Requirements for acqusition and support of documentation.

k. Requirements for simulation, integration, and other facilities
necessary to support computer programs.

1. Configuration management concepts for the system; computer hard-
ware; support, diagnostic and application software; and intersystem
interfaces.

m. Criteria for the transfer of program management responsibility
and system/equipment turnover and support.

B-4. Section IV, Development Management. This section will be prepared
during the Demonstration and Validation phase. It will address the

4
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Appendix B--Continued

approach for the development of computer resources, tools to be used,
necessary facilities, and cost and schedules. This section will identify

the actions necessary for the development and delivery of computer pro-

gram configuration items and necessary support resources. It is prepared
by the materiel developer or his contractor. Supporting detail will

appear in the Acquisition Plan (see AR 70-27). As a minimum, this

section will contain:

a. The organization, responsibilities, and structure of the group(s)

that will be designing, producing, and testing all computer programs.

b. The management and technical controls that will be used during

the d -velopment, including controls for insuring that all performance and

desi6 n requirements have been implemented.

"' c. The methodology for insuring satisfactory design and testing,

including quality assurance.

d. The development schedule for each computer program configuration
item and proposed program milestone review points.

e. The procedure for monitoring and reporting the status of computer

program development.

f. The resources required to support the development and test of

computer programs. Special simulation, data reduction, or utility tools
that are planned for use in the development of computer programs should

be identified.

, g. The general procedures for reporting, monitoring, and resolving

*computer program errors and deficiencies during development and testing.

h. The methods and procedures for collecting data, analyzing, moni-

toring, and reporting on the timing of time critical computer programs.

i. The management of previous, current, and proposed versions of

computer program masters, data bases, and associated documentation,

including their relationship to the configuration management plan.

J. Guidelines and checkpoints for insuring future computer program

growth, modularity, and ease of modification.
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k. The approach for developing computer program documentation.

1. Training requirements and associated equipment for the deploy-

*ment phase.

m. Engineering practices to include: standards, conventions, pro-
cedures, rules for program design, program structures and conventions,
display and logic standards, input/output signal standards, and other
disciplines affecting development.

n. Security controls and requirements.

o. Simulation techniques and tasks.

p. Schedule and description of the technical milestones listed in
paragraph 2-2.b. (3).

B-5. Section V, Coordinated Test Program Management. a. This section
will address the issue of the management of the test and evaluation of
computer resources in the system. It will contain a plan and schedule
for development of test plans for testing, validation, and verification.

b. Preparation of this section will be by the Test Integrated Work-
ing Group (TIWG) during the Demonstration and Validation phase. Support-
ing data will appear in the Coordinated Test Program (see AR 70-10 and DA
PAM 70-21).

c. As a minimum, this section will contain:

(1) The responsibilities and interrelationships among the combat
developer, materiel developer, contractor, developmental and operational
testers and evaluators, and designated post deployment support activities
during the various levels of software testing.

(2) The identification of the organizations or activities responsi-
ble for the independent software testing (validation and verification).

(3) The development/acquisition schedule for any special test tools
required, e.g., driver, monitors, emulators, and whether they will be
Government-furnished or contractor-developed.

(4) The schedule for the development and use for simulation models
(Functional System, Computer System and Engineering Models).

'1.3
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(5) Test reqjirements analysis' methodology and associated
schedules.

(6) Methodu, ugy and schedule for the development of Benchmark Test
Cases for the various levels of software testing.

(7) The software monitoring design plan.

(8) Procedures for reporting and resolving computer program errors

and delicien, ies during testing.

(9) Plan tor the conduct of the supportability demonstration of the
post d-ployment software support facilities. The supportability
demo .Lration plan will delineate and specify the requirements for the
testing procedures, internal and external interfaces, equipment, and
ursonnel as well as the methodology to be used to verify compliance with
..he requirements. The plan should exercise the support capability in
real-time to permit assessment and certification of its adequacy for the

post deployment phase.

(10) Schedules for test plans and testing.

B-6. Section VI, Plan for Support. This section will address the issues
of computer resource supportiparticularly software support after

deployment and will be prepared by the materiel developer during the
demonstration and validation phase. The organizational relationships and
responsibilities for the management and technical support of computer
resources will be identified. This section identifies the computer
resources necessary to support computer programs after transfer of
program management responsibility to the receiving readiness command and
system deployment to the field. This section also addresses the basic
agreements between the supporting and using commands for management and
support of computer resources. The following items should be included,
as applicable:

a. Offices of primary responsibility and management focal points for
support of computer resources and the channels of communication among
organizations.

b. Planning for the configuration management of computer programs,
including the assignment of configuration control responsibilities dur-
ing the deployment phase. This planning will reflect the operational
and support concepts for the system.
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c. Responsibilities for composite system integrity that includes:

(1) Computer storage use.

(2) Computer program operating time and priorities.

(3) Computer program interface techniques.

(4) Computer program baseline integrity.

(5) Use of computer modules and peripherals.

d. Documentation required to support each type of computer program.

e. Responsibility for funding, scheduling, and system integration.

f. Qualified personnel required for supporting computer equipment

and computer programs together with associated training requirements.

*g. Computer equipment and devices required to facilitate computer
program changes, including acquisition responsibilities.

h. Computer programs required to support computer equipment and
other computer programs, including acquisition responsibilities.

i. Verification and validation of computer programs.

J. Plans to establish and operate necessary support facilities.

Common and existing facilities will be used whenever practicable. The
size and scope of the support facility will be based on workload
predictions.

k. Provisions for the transfer of program management responsibility.

-" 1. Provisions for system/equipment deployment.

,5
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Appendix C

.1*SYSTEM ACQUISITION REVIEWSI

The following questions concerning the management of computer resources
* are applicable to the development and acquisition of all Army battlefield
* systems that include computer resources. The questions supplement the

milestone checklists in AR 15-14.

C-1. Milestone I Reviews. a. General.

(1) What steps are being made to insure software visibility?

(2) What other computer/communication systems will the system have
to interface with? Is enough known about these other systems to allow
design for interoperability?

b. Operational requirements. When will a validation of the computer
resources requirements, including software, be conducted? How will the

- • risk analysis be performed?

c. Life cycle management.

(1) How will post deployment support be handled (by contractor or
bvernment personnel)? When will the system life cycle support activity
be designated? Who is the designated system life cycle support activity?

(2) Will Operating and Maintenance, Army (OA) funds be requested to
support contractor activities directed toward providing maintenance
capabilities and documentation? How will maintenance provisions be
specified? When? How will support requirements be determined?

(3) Is any computer hardware unique? If so, how will replacement
parts be obtained?

d. Tradeoffs.

(1) How will hardware/software tradeoffs be made?

(2) How will the processor architecture be determined?

(3) How will the processor capacity be determined?

14
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Appendix C--Continued

(4) How will excess memory, processor time, and capability needs be

determined?

(5) Will use of computer reduce or increase personnel requirements?

(6) System tradeoffs as a result of cost-benefit analysis.

e. Use of existing hardware and software

(1) Can presently available technology (computer, sensor, and
control) be used? Can state-of-the-art technology be used? What special
tasks must be performed in advanced development to perfect these new
technologies?

(2) How much of the system design can be obtained "off-the-shelf" or
i lagiarized from previous systems?

f. Possible future problem areas.

*i  (1) Has preliminary systems analysis been performed? What hardware
and/or software problem areas have been defined as a result of this
preliminary analysis? How will they be handled during advanced develop-
ment?

(2) What critical questions and areas of risk must be resolved
during Program Demonstration and Validation Phase? What are the test
objectives schedules, and milestones to be used to determine required
information?

(3) Are any risk areas envisioned not previously mentioned? What
are your plans to resolve these problems?

(4) Have any system interfaces and supporting communications
requirements been identified? Has coordination been effected to insure
the availability of these interfaces or communications?

C-2. Milestone II Reviews. a. Operational Requirements.

been (1) Have the Type B-5 Computer Program Development Specifications

been completed, and is there a cross reference of Operational
Requirements to Computer Program Specifications?

(2) How will the system design be validated prior to implementation?
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Appendix C--Continued

(3) Was the validation of the computer resource requirements,
including software, conducted? How was risk analysis performed?

(4) How will interoperability and communications be tested?

(5) How will you insure that the planned computer resources will
meet stated operational requirements?

b. Life cycle management.

(1) How will post development support be handled (by contractor or
-* Government personnel)? When will the system life cycle support activity

be designated?

(2) Will OMA funds be requested to support contractor activities
-, directed toward providing maintenance capabilities and documentation? How

will maintenance provisions be specified? When? How will support
requirements be determined?

(3) Is any computer hardware unique? If so, how will replacement
parts be obtained?

(4) What steps have been planned for the software "turnover" from
-. the contractor to the Government?

(5) How will the computer resources be integrated into the total
battlefield system?

(6) Were personnel requirements for developing and supporting
computer resources determined?

(7) What major computer programs are required to support the
development, acquisition, and maintenance of computer equipment?

(8) What software support items will be required for production and
maintenance of the system? Are they specified as deliverable?

c. Tradeoffs.

(1) Were the tradeoff decisions mentioned in Milestone I made?

(2) What method will be used to measure memory use and processing
VO time?

(3) What cost benefit type trade-offs are there?
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Appendix C--Continued

d. Project manager's staff.

(1) What percentage of the development cost of the project will be
spent on computer-related expenses, e.g., systems analysis, interfacing,

- coding, debugging, etc.?

*(2) How many dedicated project personnel are skilled in computers

and software? What percentage of project staff?

(3) How many dedicated project personnel have had operational

experience in the project application area?

(4) What plans have been made to obtain competent computer and soft-
ware ,c.rsonnel on temporary assignment from service laboratories and

support activities? From contractors?

(5) Does the Project Manager (PM) have an experienced systems

engineer agent responsible for overseeing software system engineering?

(6) How will the PM provide for maintenance support requirements?
Is there a dedicated person on the PM staff to act as Software
Operational Support Agent?

e. Project control.

(1) What management procedures will be used to control software
development? How do they monitor costing and scheduling?

(2) Have the proper milestones been chosen in the management plan?
Could the failure to achieve a milestone be easily recognized? Can a
failure be anticipated in time to take corrective actions? Is the mile-
stone schedule easily adjusted?

(3) Will there be any parallel software development efforts? If so,

how will these efforts be controlled?

(4) How will interface control be conducted? What interfaces e.g.,

intermodule, intersystem, etc?

f. Development contract.

(1) Will the acquisition take place in acccordance with Public Law
- 89-306, Procurement of ADP Resources by the Federal Government? Why or

why not?
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(2) Which type of contract will be employed for the software?

(3) How will the contractor be tasked for software items? What will
be the software-related contractor incentives?

(4) How will "negative software incentives" (i.e., simplifying
hardware at the expense of software) be handled?

(5) Is all software listed as configuration item(s)?

(6) Is all support software listed as deliverable? Is any support
software proprietary? If so, how will this problem be handled?

g. Testing.

(1) When will the system and program designs be frozen?

(2) How will software testing be performed? Who will generate the
test data? Have plans been made to insure the test data is representative
of the total range of data and conditions that the system might encounter?
Is there a software module test plan and a software module test procedure?

(3) How is testing to insure deficiencies clearly identified as
software deficiencies or hardware deficiencies? How will the
determination of whether other errors are caused by hardware or software
be made?

(4) Are "hot beds" required to adequately test software? Will they
become government property after testing is complete? If not, does the

Government have equivalent integration and testing facilities available?

(5) How will modules be interfaced with one another? How will these

interfaces be tested?

(6) What critical questions and areas of risk still need resolving
by testing? What are the test plans and milestones for resolving these
problems?

(7) How will test related documentation be maintained to allow
* repeatability of tests?

h. Software reliability and maintainability.

(1) Will a standard high order language be used for programming? If
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not, why not? What percentage of the software will ultimately be written

in assembly language?

(2) Will the plan insure that the software architecture will be

modular?

(3) Will the plan insure "top-down" software development methodo-
logy, and will structured programing be used?

(4) What programing standards and conventions will be used? How
will they be enforced? When will the Data Item Index be prepared and how
will it be updated? Will the plan insure that the documentation will be

adequate for life cycle maintenance?

(5) Which automatic debugging tools will be used during program

develoliaent?

(6) How will error data be collected and analyzed?

(7) How will the-software be integrated with the hardware during

engineering development?

(8) How will software be documented as it proceeds from concept to

design to final operational system (e.g., module specifications document,
"design to" document, "as built" document, etc.)?

(9) How will the software be supported in the field? What hardware
and software will be needed for the Support Base? How will it be
procured?

(10) Will the plan insure accuracy of coding to available listings?

i. Miscellaneous.

(1) What has contractor done of a similar nature in the past? What
were his successes and failures? What is he doing to eliminate past
problem areas? What are his "lessons learned"?

(2) What issues must be resolved prior to Milestone III that have
0 -not already been discussed? What is your plan to resolve them?

C-3. Milestone III Reviews. a. Present status.

oil
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(1) Are any software modules incomplete? Which modules and associ-
ated hardware are involved? What is extent of incompleteness and the
schedule for completion?

(2) What is the profile of the last 3 month's software discrepancy
forms and software change requests? How many discrepancies are still to
be corrected? How was error data collected and analyzed?

(3) How much of the recent software change activity has been
corrective actions and how much was caused by change in requirements?
Were changes in requirements due to increased requirements or due to
reduced requirements? Who has the authority to change software
requirements?

(4) How has delivered code been verified to conform to original
software design? Who prepared test data for the verification? How has
delivered code been shown to satisfy original operational requirements?

(5) How was hardware/software integration and validation performed?

(6) What is the accuracy of coding to available listings? How can
this be demonstrated?

b. Life cycle management.

(1) Are any life cycle management questions from Milestone II still
unanswered? Why?

(2) Is the computer resource life cycle management plan on schedule?
If not, what impact will this have on the entire weapon system during the
full scale production phase?

(3) When will the software "turnover" from the contractor to the
Government take place? What steps have to take place before the turn-
over?

(4) Who will provide software support during operationis and mainten-
ance? What items will be required in the support base? How will future
modifications to baseline software be handled?

(5) What will be the impact of anticipated software improvements?
What are the anticipated improvements and which areas of the system will
be involved?
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(6) What is the general logic flow for the system? How would non-
-: ' contractor personnel go from the general flow chart to detailed flow

charts to the actual coding? Is a data item index a deliverable item?

(7) How is the software compatible with operations/logistics

-' - concepts?
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REFERENCES

NUMBER SUBJECT:

DODD 5000.1 Major System Acquisitions
DODD 5000.2 Major System Acquistion Process
DODD 5000.3 Test and Evaluation
DODD 5000.29 Management of Computer Resources in Major

Defense Systems
DODD 5010.19 Configuration Management
DODI 4105.65 Acquisition of Automation Data Processing

Computer Program and Related Services
DODI 5000.31 Interim List of DOD Approved High Order

Programming Languages (HOL)
DODI 5010.21 Configuration Management Implementation

Guidance

DODI 5010.27 Management of Automated Data System
Development

DODI 7041.3 Economic Analysis and Program

Evaluation for Resource Management
DA PAM 11-25 Life Cycle Management Model
DA PAM 70-21 The Coordinated Test Program (CTP)
MIL STD 490 Specification Practices
MIL STD 1521 Technical Reviews and Audits for Systems

Equipment and Computer Programs
AR 11-18 The Cost Analysis Program
AR 11-28 Economic Analysis and Program Evaluation

for Resource Management
AR 15-14 System Acquisition Review Council Procedures
AR 18-1 Management Information Systems: Policies,

Objectives, Procedures and Responsibili-

ties
AR 18-3 Automatic Data Processing Management

Information System

AR 18-22 Army Inventory of Data Systems (AIDS)
AR 70-1 Army Research, Development, and Acquisition
AR 70-10 Test and Evaluation During Development

*B and Acquisition of Materiel
AR 70-15 Product Improvement of Materiel
AR 70-27 Outline Development Plan/Army Program

Memorandum/Defense Program Memorandum/

Decision Coordinating Paper
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Number SUBJECT:

AR 70-37 Configuration Management
AR 70-60 Army Nuclear Survivability
AR 70-61 Type Classification of Army Materiel

AR 71-3 User Testing
AR 71-9 Materiel Objectives and Requirements
AR 380-380 Automated Systems Security
AR 700-127 Integrated Logistic Support
AR 1000-1 Basic Policies for Systems Acquisition

- DARCOM-R 70-1 Transition of Management Responsibility

from a Research and Development Command
Manager to a Materiel Readiness Command

'.~'., Manager

-" DARCOM-R 700-34 Release of Materiel for Issue
* DARCOM Suppl 1 Configuraton Management

* to AR 70-37
DARCOM Suppl 1 Integrated Logistics Management
to AR 700-127
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DEPARTMENT OF THE NAVY
HEADQUARTERS NAVAL MATERIAL COMMAND

WASHf GTON, D.c 2 06

" Ser UO'Ou6

18 May 198i

From: Chief of Naval Material

Subj: Use of Standard Embedded Computers in Navy Tactical Digital Systems

Ref: (a) CNM Itr 08Y/BWS Ser 231 of 2 July 1981; Standard Embedded
Computers, Peripherals, and Input/Output Interfaces (TADSTAND B)

(b) OPNAVINST 4720.9D; Approval of Systems and Equipments for Service
Use

1. Reference (a) requires that standard embedded computers be used in all
Navy tactical digital systems, and designates as Navy standards the AN/UYK-7

-* Shipboard Computer and the AN/UYK-20 Shipboard Minicomputer. In addition,
reference (a) designates as planned standards the following general purpose,
embedded computers:

a. AN/AYK-14 Airborne Minicomputer
b. AN/UYK-43 Navy Embedded Computer System (NECS)
c. AN/UYK-44 Militarized Reconfigurable Processor (MRP) and Computer (MRC)

This letter amplifies policy for the use of general purpose, standard embedded

computers in tactical digital systems, as outlined in reference (a).

2. The AN/AYK-14 has been developed by the Naval Air Systems Command as a
standard airborne computer capable of satisfying airborne embedded computer
requirements through 1990. The AN/AYK-14 production baseline has been

- established, and first production delivery has been accomplished. The
AN/AYK-14 is excluded from the requirement to obtain Approval for Service Use

.. under the provisions of reference (b) because of impracticality of test and
evaluation in terms of planned mission capability until actually incorporated
in the using system, and is now designated a standard.

3. The AN/UYK-43 is being developed by the Naval Sea Systems Command as a
family of high reliability, high performance successors to the AN/UYK-7 for
shore, surface ship, and submarine usage. The AN/UYK-43 is specified to
execute AN/UYK-7 software in an upward compatible fashion, and is being
designed to execute computer programs up to nine times faster than a single
bay AN/UYK-7 and have 25 times increased memory capacity. The AN/UYK-43 is
being developed with both water-cooled and air-cooled enclosures. The

4" AN/UYK-43 is being designed to reduced power, weight, size, and maintenance
requirements compared to the AN/UYK-7, but with increased reliability and

,.p. availability. Full scale engineering development contracts were awarded in
September 1980. Delivery of AN/UYK-43 Engineering Development Models (EDMs)
is scheduled to commence in March 1983, and first production delivery is
scheduled for December 1984.

155

° .. . .. . . .*. *.<...-* --.. . .. % .. •. .. ° . . - . " . . ". .

,_".< ,',',:;;. :: '_. < ,'>,',_".' . .. ,..,.." ""'" -:. , ,.,-" " -." ". . ..."." -.. . .. . ..".".".".".. .. . ....-.. . . . .... .



.A

Subj: Use of Standard Embedded Computers in Navy Tactical Digital Systems
4. The AN/UYK-44 is beiqn developed 'y t'. iv l "a Sytes .ind .,

family of high reliability, low cost processors and computers both as
successors to the AN/UYK-20 and for direcL embedding in equipment. The
AN/UYK-44 is specified to execute AN/UYK-20 and AN/AYK-14 software in an
upward compatible fashion, and is being designed to execute computer programs
up to twice as fast as an AN/UYK-20 and have eight times increased memory
capacity. The AN/UYK-44 is being designed to reduced power, weight, size, and
maintenance requirements compared to the AN/UYK-20, but with increased
reliability and availability. The AN/UYK-44 is being developed as a set of
Standard Electronic Modules (SEM) and as a set of components (e.g., integrated
circuits) for direct embedding in equipments and systems. This form is called

-< the Militarized Reconfigurable Processor. In addition, the SEM card set is
being packaged with memory, power supply, etc. as a complete Militarized
Reconfigurable Computer (MRC) with either air or water cooling. Delivery of
AN/UYK-44 Advance Production Equipments (APEs) is scheduled to commence in
December 1981 for MRPs and September 1982 for MRCs. First production delivery
is scheduled for the third quarter of 1983 for MRPs and the third quarter of
1984 for MRCs.

5. Accordingly, the following actions will be taken in order to implement a
Naval Material Command policy of appropriate standardization:

a. All shore, surface ship, and submarine tactical digital systems that
will enter development or undergo major upgrade after scheduled availability
of AN/UYK-43 EDMs and/or AN/UYK-44 APEs shall use the AN/UYK-43 and/or
AN/UYK-44, as appropriate, exclusively as their embedded computers.

b. All tactical digital systems requiring programmable processing
-:. capabilities directly embedded in equipment units that will enter development

or undergo major upgrade after availability of AN/UYK-44 MRP APEs shall use
the AN/UYK-44 MRP.

c. Planning for required use of AN/UYK-44 and AN/UYK-43 shall begin
immedi ately.

6. In order to implement this policy as expeditiously as possible, Commander,
Naval Sea Systems Command is requested to initiate planning for orderly
transition from use of the AN/UYK-7 and AN/UYK-20 to the AN/UYK-43 and
AN/UYK-44 at the earliest feasible time throughout the Naval Material Command.

N A. HITTLE, JR.

Distribution
(see page 3)
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Distribution:
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DEPARTMENT OF THE NAVY
HEADQUARTERS NAVAL P,IATERIAL COMMAN'

WASHINGTON, D.C. 20360

Ser 00/0991
3 November 19bi

From: Chief of Naval Material

Subj: Standard Navy Tactical Embedded Computer Resources (TECR); use of in
all phases of system developments

Ref: (a) CNM memo Ser 00/749 of 9 November 1978; Cost Control of Tactical
Computer Software

(b) CNM Itr Ser 00/855 of 19 December 1978; Management of Computer
Resources

(c) CNM ltr Ser 09/0415 of 1 May 1981; Navy Ada Implementation
(d) CNM ltr Ser 00/0468 of 18 May 1981; Use of Standard Embedded

Computers in Navy Tactical Digital Systems

Encl: (1) NAVMAT Policy Concerning Tactical Embedded Computer Resources

. 1. The Chief of Naval Material (CNM) in references (a) through (d)
promulgated policy concerning the use of Navy standard tactical embedded
computer resources by activities of the Naval Material Command (NAVMAT).
Specific CNM policies regarding the use of embedded computer resources in
tactical systems are implemented by Tactical Digital Standards (TADSTANDs) and
NAVMAT Intructions. Enclosure (1) is a current list of these policy
documents. The purpose of this letter is to reaffirm the requirement for
NAVMAT activities to comply with these vital CNM policies and related
directives.

2. In spite of generally improving compliance with these CNM policies there
continue to be many instances of system developments that have effectively
precluded the use of Navy standards because of decisions and selections of
non-standards made in the early phases of development. It is thus essential
to reemphasize the fact that these policies apply to all phases of tactical
digital system development, acquisition, deployment, and life cycle support.
The policies also apply regardless of funding or acquisition category.
Moreover, TADSTAND waivers must be obtained prior to commitment of funds to
use non-standard embedded computer resources.

3. Particular emphasis and attention must be given to programmatic decisions
that can potentially dictate the development of tactical digital system
software using programming languages which are not standard Navy higher order
languages. Commitments to such languages, particularly hardware-specific
assembly languages, usually make it impractical or cost prohibitive to later
convert software to a Navy programming language for Navy standard computers
even though project management had, in good faith, planned and programmed to
transition to standards. Recent experience has also shown that assembly
language software developments that appear to be insignificant in the early
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. l1 phases of sys tim dvel npr-en ts

stages of system development will usually expand to such proportions that tens
of millions of dollars and often several years of effort are required for
subsequent conversion of such software to a Navy standard language.

4, The Tactical Embedded Computer Program Office (TECPO) on the CNM staff
develops policy and guidance for the use of embedded computer resources in
tactical digital systems by activities of the Naval Material Command. TECPO
also serves as the Principal Development Activity (PDA) for Navy standard
tactical emnbedded computer hardware, programming languages, and related
support software. In addition, the Director of TECPO acts as primary CNM
advisor on the use of embedded computer resources in tactical digital
systems. Responsible project/program managers are strongly urged to establish
liaison with TECPO in the early stages of system development regarding their
digital hardware and support software requirements. In addition, such
managers who perceive the need for changes and/or improvements in Navy
standard TECR products or the governing policies and directives are encouraged
to communicate their concerns and recommendations to TECPO.

5. Systems Commands, Project Offices, Laboratories, and all other Naval
Material Command activities are to give wide distribution to this letter and
related CNM policies.

/J. G. WILLIAMS, ;
Chief of Naval Material

Distribution:
(see page 3)
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FOREWORD

This Compendium of Navy Software Management Policy and Guidance

Documents has been assembled as a result of the Chief of Naval Material

Letter on Management of Computer Resources (copy enclosed at Section 1).

The CNM letter underscores the requirements for NAVMAT - wide com-

pliance with all applicable NAVMAT instructions and standards concerning

tactical digital computers and software. Accordingly, this document

,. contains a brief abstract, and a copy for reference, of the principal
NAVMAT and NAVAIR software management instructions, including TADSTANDS

A through E and TADSTANDS 2, 3 and 9.

In an effort to quickly disseminate these software management

instructions to the widest possible audience within the NAVAIR

community, the Naval Air Software Management Advisory Cormittee (NASMAC)

is making this document available to all cognizant NAVAIR technical

personnel. Requests for this document may be made by contacting any of

the NASMAC representatives listed at the end of this document.
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I!I
CHIEF OF NAVAL MATERIAL LETTER,

MANAGEMENT OF COMPUTER RESOURCES , 00/855 19 DEC 1978

ABSTRACT

0 Emphasizes requirement for all of NAVMATto carry out CNM policy in matters concerning
tactical digital computers and software.

di

* Directs attention to the Tactical Digital Systems Office (TADSO) on his staff, and the role
of TADSO in development and promulgation of CNM computer and software policy.

0 Cites nine TADSTANDS and two NAVMAT Instructions as examples of policy documents
which require compliance within NAVMAT activities.

0 Requests inputs on required changes to applicable instructions.
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0 4 DEPARTMENT OF THE NAVY
HEAOUARERSNAVAL MATERIAL COMMAND m.5r3

WASHINGTON 0 C 20360 - -, -

00/855
19 Dec 19-

From: Chief of Naval Material
To: Distribution List

Subj: Management of Computer Resources

1. The Tactical Digital Systems Office (TADSO) on my staff
develops tactical digital system policy and guidance for the
Naval Material Command. In addition, the Director of TADSO
acts as my primary advisor on tactical digital computer and
software matters. Policy implementation usually takes the form
of TADSTANDS, of which there are now nine. TADSTAND 4 defines
tactical digital systems. The other TADSTANDS specify actions
to be taken regarding computers and software, and provide a
waiver procedure to be followed in those instances where
adherence to the TADSTAND is not practical. In other
instances, NAVMAT instructions are used to implement software

. management policy. For example, NAVMATINST 4130.2A addresses
Configuration Management of Computer Software, and NAVMATINST
5200.27A establishes policy for the transfer of software
support responsibility to maintenance activities upon
completion of Navy acceptance. The bottom line of these policy
directives is to conserve resources through standardization and
sound lire cycle management practices. The importance is
obvious in view of the substantial resources being expended for
embedded computer resources.

2. It appears that some NMC acquisition managers either are
not familiar with these TADSTANDS and directives, or ignore
them. My policy regarding CNM directives, including the
TADSTANDS, is straightforward. Necessary changes will be made

• •when required. In the absence of a clear rationale for
non-compliance, properly issued directives will be followed by
Naval Material Command activities. In the case of
non-compliance, the CNM will be informed.

3. I intend to take whatever action is necessary to insure

that the above policy is carried out, not only in regard to

computer resources, but in all NAVMAT instructions which
contribute to a formal, disciplined approach to the support .

systems for which the Naval Material Command is responsible.
Accordingly, I welcome your advice on any instructions that are
in need of change.

_MITTLE 
, R

Distribution:
COMNAVAIRSYSCOM bcc: MAT 01, 04, 08, 09H 09G, 08T]

'<"-[COMNAVELEXSYSCOMCOMNAVE"SYSCOM CNM Comment Sheet 803669

PM-l, 2, 3, 4, & 22
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NAVMATINST 4130.2A

"CONFIGURATION MANAGEMENT OF COMPUTER SOFTWARE
ASSOCIATED WITH TACTICAL DATA SYSTEMS AND OTHER TECHNICAL

COMPUTER SYSTEMS DEVELOPED BY OR FOR THE
NAVAL MATERIAL COMMAND"

ABSTRACT

* Provides policy and procedures for configuration management to be applied to the
acquisition and maintenance support of software for tactical digital and technical
computer systems under NMC management.

0 Directs that policy and procedures be carried out.

* Directs creation of a Software Change Control Board (SCCB) in most instances.
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DEPARTMENT OF THE NAVY
HEADQUARTERS NAVAL MATERIAL COMMAND

WASHINGTON D C 20360 .

-A VN\.ATI S 413C.2A

MAT-09Y
19 July 1976

.V'.AT INSTRUCTION 4130.2A

From: Chief of Naval Material

Subj: Configuzation Management of Computer Software Associated with
Tactical Digital Systems and Other Technical Computer Systems
developed by or for the Naval Material Command

Ref: (a) TADSTAND 4 of 6 April 1972
(b) NAVMATINST 4130.1A of 1 Jul 1974
(c) NA VMATINST 5200.27A of 18 April 1973
(d) OPNAVINST 3500.27B of 28 June 1974
(e) OPNAVINST 4130.1 of 2 Oct 1975
(f) SECNAVINST 3560.1 of 8 Aug 1974
(g) NAVVIATINST 5460.2A of 28 July 1975

1. Purpose. To promulgate the responsibilities of Naval Systems Commanders
and Project Managers for configuration management of computer software as-
sociated with tactical digital systems, and other technical computer systems
developed and/or maintained by the Naval Material Command.

2. Cancellation. This instruction supersedes NAVMAT Instruction 4130.2 of
21 September 1970.

3. Applicability. This instruction applies to Systems Commanders and their
designated Project Managers, CWI-designated Project Managers, and CNM Lab-
oratories/Centers responsible for development, production, procurement and
maintenance of tactical digital and technical computer programs for ship- (R)
borne and airborne applications.

4. Definitions

a. Tactical Digital Systems are those fleet systems which employ
digital processing techniques and which contribute directly to performance

V in the areas of command and control, navigation, commuunications, weapons

*Q delivery, fire control, sensor surveillance, and electronic warfare, as de-
fined by reference (a).

b. Technical Computer Systems are those fleet systems which employ
digital processing techniques, which are related to tactical missions and
which contribute directly to performance in the areas of intelligence, auto-

matic testing,management information and shipboard logistic support.
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19 July 1976

C. Software consists of the computer :rograms, computer data and associ-

ated documentation related to the operation of a digital processing system.

5. Background

a. With the increased use of tactical digital and technical computer

systems it has become mandatory that control mechanisms be developed and

used for consistent and continuing life-cycle configuration management of the
software in these systems. Software constitutes an entity equally as cri-

tical as hardware and must be described, doc=mented, controlled and managed

accordingly. Configuration management must be maintained on all digital sys-
tems software, both during' development and after it has been delivered to the

Navy maintenance activity.

b Reference (b) states the basic policy, implementing guidance and

procedures which govern configuration management within the Department of the
Navy. Reference (c) promulgates policy and procedures for the transfer of
tactical digital system software responsibilities from a development activity
to a program maintenance activity. Reference (d) provides guidance for con-
struction and control of combat direction systems' digital processor pro-
grams for the Navy. This guidance includes provisions for the monitoring of
program development by the activity which will be responsible for a program's

S-life-cycle maintenance and provides for direct liaison between the Naval Sys-
tems Commands and the Fleet Combat Direction Systems Support Activities for
programs under development by these activities. Inherent in the above au-
thorities and responsibilities for monitoring and liaison is the requirement

(A) for effective change control. Reference (e) promulgates policy for con-
figuration management of software in surface ship combat systems. The prin-
ciples therein, excluding the detailed implementation procedures, are applic-

(A) able to submarine and airborne systems as well. Reference (f) specifies
documents required for the implementation and maintenance of tactical digital
computer systems.

c. This instruction amplifies but does not change the basic Systems
Command responsibilities assigned in reference (g).

G. Policy

.:- a. The policy and procedures for configuration management set forth

-(R) in reference (b) shall be applied to the acquisition and maintenance support

" "of software for tactical digital and technical computer systems, subsystems

(A) and equipments under the management of the Naval Material Command. Config-

uration management of software in surface ship combat systems shall also be

in accordance with reference (e).

" b. The procedures established by reference (c) and the liaison auth-

orized by reference (d) shall be fully utilized in support and implementation
of this policy.
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7. Action. All components of the Naval Material Coruand responsible for

development, procurement, production and maintenance of computer software
associated with tactical digital systems, or technical computer systems shall

review their existing instructions and procedures and initiate necessary
changes to assure that the principles and policy as set forth in references
(b) through (f) and this instruction are applied to software management.

a. For combat systems and other tactical digital and technical com- (A)

puter systems which are under development:

(1) A Software Change Control Board (SCCB) shall be established
.* as appropriate to review, evaluate and approve/disapprove proposed software

changes. Proposed changes, both hardware and software, which impact the
approved software baseline technical documentation will be brought before the
appropriate Project Manager/Systems Command Software Change Control Board

"' (SCCB) for resolution or will be referred to the appropriate level in the
' .' chain of command within the Naval Material Command.

(2) For those systems under development which require on-line ex-
change of digital information or data, an Interface Design Specification
(IDS) as defined by reference (f), shall be jointly developed and agreed to

by the Project Managers and/or the activities having control of the interfac-
ing systems. This document will be the principal vehicle used to manage and
control the software interface configuration of the ship combat system or
other systems.

b. For combat systems, interfacing software systems, and other applic- (A)
able subsystems which are passing from control of the acquiring project man-
ager to the maintenance manager, or for those systems which are already under

con.rol of the maintenance manager, the following conditions apply:

(1) The maintenance manager will either continue the project
manager's SCCB, or if none exists, create a SCCB as described in subparagraph
7.a(l) above, utilizing the appropriate technical documentation as defined
in reference (f).

(2) Membership of the SCCB will be expanded to include representa-
tion from each interfacing software subsystem life-cycle maintenance activ-
ity.

(3) For those systems which require on-line exchange of digital
V9 data, the IDS will continue to be the principal document for software inter-

face configuration control.
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(A) c. Reference (e) specifies additional guidance required in the case
of surface ship combat systems regarding chairmanship of the SCCB. For cther
tactical digital and technical computer programs, the project manager/main-
tenance manager shall specify the chairmahship of the SCCB.

(A) d. For platforms and/or command centers which communicate via data links
and/or other off-line media (e.g., magnetic tape, disk packs, punched cards),
an inter-platform IDS shall be jointly developed and shall be the principal
document for interface configuration control. A Software Change Control
Board shall be established for the joint control of this interface. If the
interfacing systems are the total responsibility of one command,.the SCCB

--"shall be established at that level. If the interfacing systems dre the

responsibility of more than one Systems Command, the SCCB will be established
by CNM. Representatives of the individual platform SCCBs shall be members

of the joint SCCB.

(A) 8. Implementation. For software systems under development, the provisions
of this instruction are to be implemented immediately. For those operational
ships and aircraft being delivered with Model IV, Phase 0 NTDS or ATDS Pro-
grams, implementation shall be no later than concurrent with the delivery. of
these programs. For already operational software systems, the provisions of
this instruction are to be implemented no later than 1 January 1977. For
those systems that already have a Change Control Board (CCB) or its equiva-
lent in existence, where the function of the existing CCB is to review soft-
ware changes as well as hardware changes, and provided there are software

knowledgeable personnel representing the members of that CCB, a separate

SCCB need not be established.

V. A. LASCARA
Vice Chief of Naval Materi

Distribution:
SNDL C4K (PMs)

FKAl (SYSCOMS)
FKIA6 (LABS)

Stocked:
CO, NAVPUBFORMCEN
5801 Tabor Ave.,

@Phila. PA 19120
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NAVMATINST 5200.27A

- "TRANSFER OF NAVY TACTICAL DIGITAL SYSTEM SOFTWARE
RESPONSIBILITY; PROCEDURES FOR"

ABSTRACT

* Provides procedures for the transfer of Navy tact icalI dig italI system software responsibilIity.

* Directs that procedures be followed.

.
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RETURN TO MAT 0550
DEPARTMENT OF THE NAVY

HEADOUARTERS NAVAL MATERIAL COMMAND

WASHINGTON D C 20360 ,.1-1. '0

NAVIIATINST 5200.27A
PAT 09Y:RSF

NA%7,'AT iNSTTUCTION 5200.27A IR Anr IQ73
.4.-.

From: Chief of Naval Material

Subj: Transfer of Navy Tactical Digital System software
responsibility; procedures for

Ref: (a) NAVMAT Instruction 5230.5 of ii Aug 1971
(b) Ti!DSTAND 4 of 6 Apr 1972 (NOTAL)

Encl: (1) Operating Procedures
(2) Format of Program Maintenance Milestone Chart

1. Purpose. To promulgate policy and procedures for the transfer of
Na%-y Tactical Digital System software responsibility from a develop-
mental activity to a program maintenance activity.

2. Cancellation. NAVMATINST 5200.27 is cancelled.

3. Background. It -E realistic to assume that utilization of general
purpose, prograable, digital processors will continue and will grow
in importance. Presently, tactical digital systems processor programs
constitute the principal medium through which refinements, improvements,
and new applications in fleet combat systems are introduced into the
fleet. The production of such programs and associated documentation is
an undertaking comparable in cost and complexity to the design and
development of the system equipments. In recognition of these factors,
Navy digital processor programming activities were established to design,
develop, produce and maintain operational programs for tactical digital
systems (TDS). It was originally expected that the activities would '
provide the initial as well as the follow-on digital processor program-
ming support for TDS. However, because of the rapidly growing number

.. of TDS designs and the increasing maintenance requirements for existing
- TDS programs, it has become necessary for the systems developing activ-

ity to provide digital processor programing support for man) develop-
mental TDS and/or integral subsystems through a prime contractor. This
support is then subsequently assigned to a Navy programing activity
for the duration of the operational life of the system. Under these

% conditions it becomes necessary for each activity concerned with the
' devclopment of new systems or functional application to address in both
E an efficient and timely fashion the problem of transferring responsibil-

-ty and providing adequate computer programming support of delivered
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NAVMATINST 5200.27A
18 Apr 1973

4. Definitions

a. Digital processor programming or software as used in this
instruction consists of programs resident in digital processors or
other storage devices. Examples of these include, but are not limited

S" to; assemblers, compilers, simulators, emulators, utility, diagnostic
and maintenance programs and the documentation necessary to generate
an4 support the above digital processor.

b. Tactical digital systems are defined in reference (b). 4

5. Policy. Uninterrupted software support of tactical digital systems
being introduced into the fleet is essential for successful deployment.

"-4.i Efficient management of the transition of digital processor program-
ing responsibility from the development phase to the operational phase
will assure the necessary support. This responsibility will be carried
out within a standard discipline and framework consistent with the
guidance of higher authority and in consonance with the procedures out-
lined herein.

6. Responsibility. The basic responsibility for policy guidance, co-
ordination, and assistance throughout the Naval Material Command for
all tactical digital systems is assigned to the Director, Tactical
Digital Systems Office (TADSO,MAT-09Y) by reference (a).

7. APolicability. This instruction is applicable to the Deputy Chiefs
of Naval Material, the Naval Systems Commanders, the Director of Labora-
tory Programs and CNM-Designated Project Managers.

8. Action.
'.

ft. a. Addressees shall be guided and governed by the procedures
set for.h in enclosures (1) and (2).

b. A copy of all project planning documents concerning digital
processor program maintenance shall be fowarded to TADSO (MAT 09Y).

ft "" c. Approval for the designation of program maintenance activities
must be obtained from TADSO (MAT 09Y).

Distribution: K. R. h:-r--
See page 3 VICE CHlEi Oz NAVAL MATERIAL
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Distribution:
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FKAl (less FKA1C (7AC))
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18 Apr 1973

OPERATING PROCEDURES

The following procedures will be adhered to in the transfer of
digital processor programming responsibility for Tactical Digital
Systems from a development activity to a program maintenance activity.

1. Principal Development Activity (FDA), shall determine the follow-
ing during the initial planning phase:

a. Which project planning documents will contain the Digital
Prooessor programming maintenance requirement. If an Integrated
Logi- -ic Support Plan (ILSP) is to be prepared for the proposed pro-
ject, the ILSP shall be used as the means of delineating these re-
qui -Tents. If no ILSP is required for the project, then a Software
Lift. Cycle Management Plan shall be generated and shall specify, in
detail, the Digital Processor programming maintenance requirements.

b. In the event that a "Project Office" is not established, an
appropriate agent shall be designated for implementing the require-
ments specified herein.

c. Identify the Navy activity and/or contractor responsible for
providing Digital Processor programming maintenance. Concurrence will
be obtained from the activity that support can be provided as required
by the project.

2. The project planning document shall contain, as a minimum, the
following items:

a. A chronological (time-sequence) chart which defines milestones
for events related to the orderly transfer of software responsibility
to the maintenance activity. Enclosure (2) is to be used as a guide
in the preparation of the milestone chart. Events which clarify the
overall turnover procedure for each project should be detailed. The
format for the chart is left to the discretion of the preparing acti-
vity except that the chart shall denote the milestones as related to
both calendar and fiscal year chronology.

b. A listing of estimated equipment, personnel, facility require-
ments, and necessary liaison required by the Digital Processor progreR--
ing maintenance activity.

c. Funding requirements for accomplishing paragraph 2.b.

d. A statement of impact, and any required action because of
paragraph 2.b and 2.c, on other Systems Coamanders to support (interface)
with the program maintenance activity.

ENCLZSL1RE (1)
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e. Documentation requirements

f. Life cycle funding support for system software being developed.

g. Procedures for the submission of Digital Processor program

change requests.

h. Define use of high level language in accordance with TADSTAND 1.

i. When applicable, specify concurrence with the guidelines for
construction and control of tactical digital systems computer programs
as detailed in OPNAV Instruction 03500.2A. Delineate amy deviations re-
quired because of unique circumstances not covered in the instruction.

3. The designated programming maintenance activity shall be made a
participant in the project during the development phase. This partici-
pation shall include as applicable, but not be limited to, the following:

a. The establishment of a liaison team. NOTE: Unless the urgency
of the operational requirement for the system dictates a shorter time
frame, the liaison team should operate for a period of at least 12
months prior to the turnover date.

" b. Definition of liaison procedures and requirements.

c. Review of Digital Processor program design specifications.

d. Monitoring Digital Processor programming efforts.

e. Provide programming technique guidelines, such as for modular
programming.

f. Provide existing operational program modules for use where

appropriate.

g. Provide advice and consultation on operational doctrine.

h. Definition and review of the Navy test plan for acceptance of
the contractual effort (i.e. system, engineering changes, etc.).

- i. Prepare in conjunction with the PDA a maintenance programing
production plan. This plan shall specify the sequential programming
test and integration events associated with the production of-the soft-
ware. The plan shall also specify the interrelationship of the mainten-

"-. ance activity with the cognizant PDA when operational requirements dictate
* changes which affec+ the operational hardware and/or system performance.

ENCLOSURE (1)
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NAVMAT2NST 5200.27A
18 Apr 1973

j. Review Engineering Change Proposals, and comment on their
effect on Digital Processor programs.

k. Review and advise the program manager of computer progra-ing
."changes.

4. If weapon system trainers and si.ulators are to employ (as an
-,"integral part of the design) general purpose processors, the PDA shall

perform reviews prior to any contractual commitment to determine what
impact there is on the operational software procedures presented herein.
Specifically, documentation, languages, and when applicable, machine type
should be minimized as to the differences with the requirements of this
Instruction.

5. It is the specific responsibility of each PDA to insure that both
the intent as well as the requirements presented herein are not cir-
cumvented because of the establishment of terms and conditions of a
contract with an industrial firm. Each PDA, as appropriate, implement
the following to effect compatibility of this instruction with the
proposed effort:

a. In the request for proposals (RFP) there shall be listed a
line item for the requirement on the part of the contractor to interface
with the proposed maintenance activity as detailed herein. All costs
for any tiavel, data, etc., shall be clearly specified. The role of
the maintenance activities as a Navy team member and technical monitor

* "shall be so stated in the contract.

b. Establish in the contrac review points such that new doctrine,
procedures, or new and unforeseen tactical situations are examined for
impact on the baseline digital processor programs. These reviews should
be consis.,ent with the system equipment and software design "freeze"
points. It is recognized that in certain instances, the incorporation
of new capabilities could impact the performance guarantees, schedules,
and cost of a given project. In such cases, the PDA is to present to
the Chief of Naval Material and the Chief of Naval Operations, for review,
a concise explanation of the effect on the project if such requirements
are added and any proposed alternatives. Additionally, the PtA is to
establish reviews in a time frame that will permit adequate review prior
to the design "freeze" for the baseline system.

c. In those cases where the contractor develops the initial programs
for developmental systems and these programs are subsequently used as
"interim" operational progra-ms, the Systems Co.mand shall provide for

contractual coverage of improvements and new capabilities.

°I

ENCLOSURE (1)
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NAVAIRINST 5230.5

"i...-. "RESPONSIBILITY AND REQUIREMENTS FOR PREPARATION OF
SOFTWARE LIFE-CYCLE MANAGEMENT PLANS (SLCMP)"

ABSTRACT

- Identifies activity responsible for preparation and maintenance of Software Life-Cycle
Management Plans.

* Provides detailed instruction for the format and content of a Software Life-Cycle
Management Plan.

185



0]

DEPARTOACNT OF TI~4C NA VY
0N4A;L Ask SYSTEMS COMA"N0

WASMING1ON 0 C 20361

NAVAIRINST 5230.5

AIR-5331
21 J ul 1976

NAVAIR INSTRUCTION 5230.5

From: Comu-nander, Naval Air Systems Command
To:* Dcputy Commander, Assistant Commanders, Comptroller, Cortand

Special Assistants, Designated Project Managers, Project
Coordinators, and Office and Division Directors

Subj: Responsibility and requirements for preparation of Software
Life Cycle Management Plans (SLc1)

Ref: (a) NAVAIRINST 5230.4 of 1 Aug 1974, Responsiollity for the
coordination and management of weapon system tactical digital
processors and related software

(b) NAVMAT:NST 5200.27A of 18 Apr 1973, Transfer of Navy
Tactical Digital System snftware responsibility, procedures for

Enel: (1) Requirements for a Software Life Cycle Management Plan (SLIP)

A. Purpose. This instruction establishes the requirements and the
responsibility for the preparation and implementation 3f Software Life
Cycle Management Plans (SLUIP) for weapon system tacti,;al digital pro-
cessors and related software.

2. Background. Reference (a) designated the Director Of the Avionics
Division (AIR-533) as the manager of all weapon system tactical d ;ital
processors and related software. Software management plans of vzrying
degrees of detail and in numerous formats have been developed for certain
weapon systems. AIR-533 has determined that to successfully ranajc
weapon systems tactical software, it is necessary to develop a S!.CD for
each weapon system. In accordance with reference (a), Project Managers
(PMs) and Acquisition Managers (AMs) arc responsible for providing to
AIR-533 sufficient funding to allow AIR-533 to obtain software support
activity (StA) and contractor services required in the prcpara:ion and
update of a SLCMP. Reference (b) etLablishes the requirer~cnt for a plan
to transfer responsibility for software mainagement fr-om the developent
activity to a SSA. The requirements of reference (b) are encompassed
within enclosure (1).

3. Scope. The SLCHP will address the operational software requirenents
for the complete life cycle of the weapon system. It shall be originated
prior to the issuance of the Request for Proposal (RFP) for full scale
development and shall be kept current thereafter throughout the life

.,. cycle of the system. The-SLC1 will address the operational software,

01.3

i,-.



.t:VAPUS. ' 57'O.5

:I Jul 1976

support system software and their possible interfacce with automatic
test equir--' -nd trainers. It will identify the disciplines, resources,
and procedures necessary for proper control of the wcapun systen software
from ronception throuvh .ltirmate fleet utilization of the system. It is
mandatory that pertinent requirements generated by the SLCM1' he included
in the RFP. Prior to final determination of the cost for a project all
known and probable software life cycle costs shall be identified in the
SLOIP. Upon approval by the PM or M the SLC[ shall become the governing
document for operational software life cycle support.

.. Applicability. The requirements of this instruction apply to all
tactical digital processor software for weapon systems which arc the
responsibility of the Naval Air Systems Command Headquarters (NAVAIR 11Q)
and Naval Air Systems Command (NAVAIR) funded and tasked activities.
The requirements of this instruction shall not be cause for reformatting
existing software management plans. The content of existing plans
however, shall be reviewed for consistency with the content requirements
of enclosure (1) and shall be updated as required to incorporate the
requirements of this instruction. This instruction does not provide for
ground support equipment processors, training equipment processors or
related software, which are provided for separately.

5. Responsiblity

a. The Director of the Avionics Division (AIR-S33) is resnonsihlc
for the preparation and update of SLCMs in accordance with this in-
struction.

b. Each Ph or &M shall have approval authority of he SLOIP for his
project.

c. The Assistant Commander for Test and Evaluation (AIR-06) shall
review all SLOIP submissions to ensure that the proper cest and evalua ion
M(TE) is planned for and that the resources and facilities required are
planned to support xnproved requitements.

6. Action. PMs and AMs shall, on a conrinuilg basis, revifew their software
management'planning for adequacy and compliance with chic instruction.

7. Forms. DD Form 1423, Contract Data Requirements Lisc Is stocked in
the NAVAIR HQ Forms Stcck Room.

FRFD
Vice Coc~usnder

. See next page for distribution

*
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R Q: 1 R TS FOP A

SOFT .Ar. LIFt CY-L ! 2,. MT PL.Nj.

(SLC!:?) -

1.0 1 .ODUC7 .ON

1.1 PURPOSE

The Software Life Cycle Management Plan (SLC fP) will define those tasks,

procedures, and functions to be performed throughout the life cycle of the

associated weapon systen and will identify the responsibilities and scope of

participation of all activities (Navy/Contractor) in Software Life Cycle
Management.

1.2 OBJECTIVES

The objectives of the SLCP will be to provide for Navy control of weapon

system software; to provide for an orderly transition of software support re-

sponsibilities from the development contractor or Navy developer to the Soft-

ware Support Activity (SSA); and to provide effective design, development, and

support of weapon system related software tnroughout its life cycle.

Upon acceptance of the SLC T by the appropriate Project Manaper, the policy

staled will be applicable to all aspects of the weapoi syster. which uses, impacts,

or is imp3cted by the associated software system.

- 1.3 SCOPE

The SL.Cf? will address the tctical software requirements for the coplcte

life cycle of the weapor syster,. It shall be originated prior to the :ssuance

of the Request for Proposal (RFP) and shall bc kept current thereafrer through-

out the life cycle of the system.

The SLCMP will address th. operational and support system rotftware and 7
their possible interfaces with autorr.atic test ecuipment and trainers. It will

identify the disciplines, xesources, and procedures necessary for proper control

of weapon system software from conception through ulLTmate FIeet utilization of _4

the system. It is inperative that pertinent requirements generated by the SLC>IP

be included in the RFP.

1.4 ORCANIZATION OF THE PLAN

The material presented in the SLCMP will be arranged in two volu-es. Volume

* I shall contain eight sectiors: (1) Introduction, (2) Standards, Specifications

and Instructions, (3) Soft-arc S"-°stems Description, (4) Software Life Cvcle

Plans and leotoe, (5) Sot-ar .Ianagement Organlzatiorn, (6) Snftare Ccn)Ep-

" uration Management, (7) Quality Assurance, and (S) Software Documentation.

t nclosure (l)
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Appendices to Volume I of the SLC"1 will include Acronyms, Definitions,
Key Personnel, and Software System Technical Descriptionu.

Volume II of the SLCMF shall have limited distribution due to the
*. .. proprietary nature of the material and shall contain sections covering Task

Descriptions, Resource Requirements and Funding, Software Responsibility
Transition, and lnter-Activity Working Agreements, as appropriate Co the
project.

1.4.1 Volume I - Sections

The Software life cycle management policies, procedures, and respon-
sibilities applicable to the weapon system will be described in Sections 1.0
through 8.0. The policies, procedures, and requirements set forth in these
sections will provide for Navy control of weapon system software and for an
orderly transition of software support responsibilities from the development

- contractor or Navy developer to the Software Support Activity (SSA).

1.4.1.1 Section 1.0: INTRODUCTION - This section will provide an introduction
to the SLCt?. The organization of the SLO!P will be summarized to provide an
overview of the contents; procedures for maintenance of the SLC'P will be
identified. This section will also state the purpose, scope, and objectives
of the SLCIP, and will discuss the history and background of the software
aspects of the weapon system project.

1.,..1.2 Section 2.0: STAnDARDS. SEC!FICATIOIS. AND INSTRUCTIONS - This

section will identify the standards, specifications, and instructions governing
software management. Compliance wica NAVA1R, NAVXLAT, OPSAV, and DoD instructions
and standards will be required.

1.4.1.3 Section 3.0: SOTWARE SYSTr!S DESCRIPTION- This section will identify,
define, and describe the weapon system operational software system and it's
interface with automatic test equipmenc, trainer, and support system software.

1.4.1.4 Section 4.0: SOFTWARE LIFE CYCLE PLANS AND MLESTOrS - This section
will describe the three major phases of the softwa-e life cycle: (i) The

*., Software Development Phase, which includes pre-develooment/design and develop-
ment tests and evaluation; (2) the Transition Phase, during which all software
support is transferred from the development contractor to the Navy (SSA); and
(3) the Navy Support Phase, during which the Navy assumes full responsibility
for tocal software support.

Schedules and milestones of major events asrociated with the develop-
ment, acquisition, and management of software throughcut the software life cycle
will be depicted. Special emphasis shall be directed toward the schedules of
events involved in early introduction of Navy SSA personnel in the development
phase and in transferring software management respo.ibility from the contractor/
Navy developer to the Navy SSA.

Enclosu ze (1)
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1.4.1.5 Section 5.0: SOFT'AKE '..NAGF.IENT Or.c.P.N A'i (ON - This section wi]l

Identify tlic v.irious s.ci .art sop;port ictivities and orjn ati..,, .d defPIc

their responsibilitics and thcir supporting relationships with and bctL.1LI
each other throughout the !ofrtwarc life cycle.

14.1.6 Section A.0: SOFTt-,RF CO':FICURAT]ON KANA'F _G!NT - This section will
encompass the requiremcnt s of sof r.iure cou f iguration r n~agemenr, conf igurntIon
identification, configuration change control, and chan;e status accountnp, as

they apply to the weapon system related software.

1.4.1.7 Section 7.0: QUALITY ASSUP-NNCE - This section will describe the
quality assurance procedures to be applied and will encompass development/
modification, verification/validaLion and certification, test and evaluation
-and production.

1.4.1.8 Section 8.0: SOFT.ARE DOCUINTATION - This section will describe the
Software Documentation applicable to the project. It will identify SECNAVINST
3560.1 as the governing specification, describe the documentation, detail the
documentation delivery schedule, describe contractor monitoring, contract

" "specifications, Government prepared documentation, and supportive technical
documentation requirements. On-going projects documented in accordance with

previous standards will describe the system documentation in accordance with
those standards.

1.4.1.9 Appendices
1.4.1.9.1 Appendix A: Acron.r.s - This appendix will contain those project

peculiar acronyms needed to be conversant with the project, as well as those
acronyms commonly used in software engineering and management terminology.

1.4.1.9.2 Appendix B: Definitions - This appendix will contain a standardized

set of software and project o.icnted definitions.

1.4.1.9.3 Appendix C:_ Key Personnel - This appendix will contain a list of
key per.3nnel associated With the project, including codes, phone numbers,
and addresses.

1.4.1.9.4 Appendix D: Software System Technical Descrintion - This appendix
will be utilized on an optio:nal basis to provide more dCLaled Lechnical
descriptions of the so:ft'-.are systems and subsystems, to suppleoeiit Section
3.0 of the SLC:.

1.4.1.9.5 Optional Annendices - The addition of other optional appendices is

left to the discretion of the SSA.

0.7
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1.4.2 Volume II - Sectionn

1.4.2.1 Section 1: TASK DESCRTPTIONS - This section will include task

descriptions based upon authorized ALRTASKS and Work Units.

1.4.2.2 Section 2: RESOURCE REQUIRMYENTS ,\D FAN ,DINC - This section will
include funding estimates for all activicics participating in the sofLware
life cycle management. Included will be boch short-range and long-ranp.e

budgct estimates/requirements. Resource requirements such as Facilities,
Equipment, MLanpower, and Support will also be identified. A definitive
stateniti on the contents of this section is included as Attachment A to

this SLOTP Requirements Document.

1.4.2.3 Section 3: SOFTt/ARE RESPONSIBILITY TRA NSITION - This section will
consist of the SSA's transition plan for assuming responsibility from the
contractor or Navy developer for ultimate Navy support of the software system
and will include a milestone chart of major events associated with the tran-

sition.

1.4.2.4 Section 4: INTER-ACT VITY VORKINC ACRELIENTS - This section will
Include those negotiated inrer-activity working agreements which have been

developed and agreed upon.

1.4.2.5 Optional Sections - Any additional information which the SSA finds
of value in managing the weapon system may be included a& an optional section.

1.4.3 Chance.s to the Plan

Changes to the basic SLOP will be made according to schedules

established in the basic document. The basic document shall describe the
processes for updating, and changing the SLCIP.

Enclosure (1)
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2.0 STATh),RU . SPECIFICATICN, AN;D INSTgUCTIO'S

Applicahic standards, specifications, and instiucticns wil be adhcrce rc

and will be referenced in the SLCIt. 1he follow:r sta n.rds, sccct ncrs

and instructions of the issue in cffcct on the date of invitntion for bli, a

R.FYP address the core ele:7ents comprising the specific requirerrents to be

included in the SLCMP. Additional rccuj;nizcd stJndIrds may be inciuncc c S

appropriate. Care must be taken in utilizing standards and spccifica::ons n:
under thc direct control of the Navy. Instructions may be used n .r,

the SLCMP but should be avoided as refcrences in contract requirements.

2.1 STANDARDS

MIL-STD-430 Configuration Control - Engineering Changes,
Deviations and Laivcrs

MIL-STD-481 Configuration Control - Engineering Changes
(Short Form)

MIL-STD-482 Configuration Status Accounting Data Elements
and Related Features

111IL-STD-483 Configuration Manageme-nt Practices for Systems,
Equipment, Munitions, and Computer Program.s

MIL-STD-490 Specification Practices

MIL-STD-630 Contractor StandardizaLion Plans and Management

HIL-STD-882 System Safety Program for Systems and Associated
Subsystems and Equipment, Requirements for

MIL-STD-1521 Technical Revie-ds and Audits for Systems, FquT-ert,

and Computer Programs

2.2 SeECIFICATIONS

HIL-Q-985R Quality Program Requirements

MIL-S-93490 Specifications, Types and Forms

WS-8506 Requirements for Digital Computer Program
Documentation (Superseded by SECNAVINST 35(,0.1)

2.3 INSTRUCTIONS

SECNAVINST 3560.1 Tactical Digital Systems Documentation Standards

SECNAVINST 5233.1A Department of the Navy Automatic Data Systems
Documentation Standards

OPNAVINST 3500.27B Construction and Control of Digital Processor
Programs for the Navy Combat Direction System

Enclosure (1)
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OPNAVINST 4790.2A Naval Aviation Maincenarcc Program

*NAVXATINST 3960.6 Planning and Jnplenientatlon of Tests and
Evaluations of New W:Capof Systems

*NAV'IATINST 4130.1A Department ot Defense Configuration Manual

NAVWL'JINST 4130.2 Configuration Mlanagement anrd Change Control
Procedures for Tactical and Technical Computer
Programs

NAVMATINST 4130.3A Standard Combat System Automatic Data Processin'
Hardware and Software: Joint Configuration
Management of

fL\VATINST S:,0.27A Transfer of Navy Tactical Digital. System Solt,
wdare Responsibility; Procedures for

NAVAIRINST 3960.2 Test and Evaluation 'faster Plans; Policies and
Procedures Concerning the Preparation, Processi

and Approval

NAVAIR1NST 4130.1 NAVAIRSYSCOM Configuration Management 11anual

NAVAIRINST 4200.14A Policy and Guidelines for Pro-curement of Data
and Specific Acquisition of Unlimited Rights
in Technical Data

NAVA!RINST 4275.3B Configuration Control, MIL-STD-480 and
MIL-SID-481A; implementation of

NAVAIRINST 5215.8A The KAVAIR Technical Directives System

NAVAIRINST 5230.3A Standard Specification far weapon System~s !) git
Processor Programming Documentation

NAVAIRINST 5230.4 Responsibility fur the Coordination and !-a-age-
ment of W;eapon System Tactical Digital Pi-ocesso
and Related Software

NAVAIRINST 5400.14A Policies and Procedures for the Transfer of
Engineering Cognizance of and Production Sc~por
Responiibilicies for Service Equipment to -Navy

Field Activities

2.4 LOCAL CO'-tA!,M INSTPRlC~LC':S

Applicable local comm~and instructions, if required for clarification, vi
be appended to :he SLC!P.
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3.0 SOF' ,\rE SYSTF:-! DFSCRIPTION

The software ystcrs descrptI'n includes the Mtjor sOftwnT Sy)'Scr:r.
subsystems, the rcliionship betwcn the softwarL coM,'rens of thC sN'st.-r.,
types of soft..rc, support software, and the tcCnical uocumcntation f r ,11

of the above. As .ppropriatc, it will also address s'sem interfacCs vl-i
automatic test equipment and trainers.

3.1 C ENE..L

This section will contain a brief overview of the total project soft.'are

system.

3.2 OPERATIONAL

The functions performed by the operational software will be delineattd in
a narrative description in this section, as an overview of the Program Perfor-
mance Specification requirements. Operational software includes both tactical

and on-board system tcst software and its supporting documentation.

3.2.1 Tactical Software

The functions performed by the tactical software will be delineated in
this section. Tactical ;oftware is that software executed in the weapon system

computer(s) which provides those functions required for the performance of the

tactical missions of t.he weapon system.

3.2.2 On-Board Svste-. Test Software

The functions performed by on-board system test software will he
"""" delineated in this section. On-board system test software includes progra.s

designed to provide readiness test, fault isolation, performance monitorinz,
maintenance data retrie\al, and special test capability integral to t.e

weapon system.

(1) Readiness Test Programs provide fault detection capability for

the avionics and avionics controlled portions of the weapon system by neans of
an end-to-end and individual cotponent tests. These programs are generally
operator initiated ind are used for pre/post flight testing and for verifica-

tion of maintenance repair.

(2) Fault isolation Programs provide diagnostic capability to the

Weapons Replaceable Assembly (;,RA) or lower component level in the weapon systcr.

(3) Perforn.arce Monitor Prograns automatically monitor weapor. syste.

performance and alert operators and/or the tactical program of malfunctIon, to
allow selection of degraded mode operation.

0 (4) Maintenance Data Retrieval Programs allow automatic collection
of pertinent in-f-light system performance information that ts utilized for
post-flight analysis of system malfunctions, failures, and degraded perfornance.
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(5) Secial Test Pro.r.,s provide maintenancc tests that are not

part of norrnal readitic~s test or fault iseilarion routines. Exan:ples are
wCa.-Z.'- release tests, system alignent rourines, computer 1.uad/verify pro-

grams, and data link cvaiuation programs. These programs are usually not

time-constrained as arc most sysrem readiness tcsts.

3.3 AUTOMATIC TEST EQUIPMENT (ATE) SOFTWARE

The functional interfaces of the operational program with the ATE will

be delincaCed in this secrion. ATE software includes programs for weapon
system peculiar and comon ground support equipment (CSE) that is utilized

for test and diagnosis of the weapon or its components.

3.4 TRAINER SOFTWARE

The functional interfaces of the operational program with the trainers

involved in the project will be detailed in this section and will define the

inter-relationships wit! operational software programs.

3.5 SUPPORT SOFTWARE

Support software will be defined and described in this section. Support

system soft-..are includes compilers, assemblers, utility packages, diagnostic
routines, integration test programs, simulation, and other software associated

with the general support function.

3.6 INIEKFACE CONFIGUraTION

The hardware interface configuration baselines will be defined and described

in this section. Hardware interface includes computer-co-computer and computer-

-. . -to-peripheral equipment interfaces.

•.
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4.0 SOB,'E LIFE CYC.2 PL'JS $ I, I.FT:;<S

This section will i oncify rnjor clc ncnts of the )oft-.:re I-ifL,'

nu s t be 3d resLcd 1r. soft.jrc 1i.C cycl n . ' Te
life cycle r...y be ci'-ed ir.to three p'.es: *.c-, I - So Z'rL DIvC I.

Phase, Phase II - Sc f 's'are Transition Phaiju; and P, as! IIl - :3vy Sof L.•' c

Support Phase. These three phi c's may overlap, cinse all of.re e 7-jc::t or .

subsystc-s of a weapon system m:y not complete each phasc s imul nUe,1,'.'

The plans, milestones, and schedules to provide life cyclc c-: o"

weapon syotein sof'tware will be identified in dctail in Lhis section of the

SLCK. This section will provide guidano- in plan iz? tie acquisition anh

support of software/conputcr resources, including equipment and pror-r-. iris

guidance will apply to cases in which Ehose resources are s'eparately idtntifi'ulc

tt the outsct and to cases in which they are identified during rhe course of a

system, subsystem, or equipment development process.

The individual sofrware life cycle events and requirements will be iden-
tified and defined in the order of progra=.med occurrence. This section will

- reflect the time(s) required for these events to atcrialize and prog;ress fro-

start to completion, and will present all of the events toetner to portray the

major elements of the total weapon system software life cycle in a tine-phascd

sequence. In addition, this section will plan and schedule acquisition, devel-

opment, and/or allocation of resources needed for futurc development and growth.

of the weapon system software.

In identifying and stating the needs for new or improved weapon s',.ter'

capabilities, it is essential to consider the impact of software and cc:-uLer

resources on weapon system operation and its tnainanabilit. and Su'p)er. Tre

required capability mtust consider the life cycle mission, intended intc:rfacc,

and relationship with emistinp cr planned systems. .-hen friti/,:in, 5ofrw':c

and/or computer icsource ruquircments, either separately or a'. a part o:.'

weapon system, the usiitg, !,upportiug, and other participat~ng activjti:i5s

" requirements will be identified and alternative rolutjons (if any) will he

provided.

4.1 FIVE YEAR PLAN

The events prozrammed to occur during the first five years of the f.OfLwart

lift cycle will te presented, reflecting the relationnship betw'een ejments.

This portion of the SLCULP will provide the Project Mana-iger wit.h the n~ccs .ary

visibility into the software life cycle requirements and milestone corpletion

dates durirg the prograred five year period.

During the conceptual phase, analyses and tradeoff studies must be per-

formed to establish feasibility and assess risks relative to software and

computer resources development and supportability. These studies will be

conducted by the ir-plCMenting organization with inputs from all of the pirti-

cipating activities. Staridardi:atxon considerations for software, corputer

hardware. programming, and programming language shall be considered ix. tne.;e

studies and tradeoffs.
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' ,-o-:: 20 7 1

-7.*



NAVAIRINST 5230. 5
21 Jul 1976

The five year plan will include a time-phased zchedule decailing the
managenent milestonies. Direction and issignm ict of rCsponiibilitjes will.
emphasize planning and acquisition ma Jcumenc attention, Lo soft-aue and
computer resources including computer programs to be used in new weapon
sysycms.

ManAgemenc milestones such as the Defense Systcms Acquisition Review
Council (DSURC). formal test and evaluation (T&E), and Snitial operational
capability (IOC) which will relate software development with weapou system
development will be included as appropriate. The Program Management Directive
(PMD) will provide guidance and direction in establishing many of the major
program milestones and will assign responsibilities to the appropriate
activities/organizations.

4.2 PhASE I- DEVELOPMENT PHASE

Phase 1, the Development Phase, will involve (1) the determination and
definition of weapon system software requir;_-nts based on Navy weapon system
planning documents, (2) contractor/Navy development of software specifications
for all elements of the weapon system software, and (3) programming, integra-
tion, and checkout of initial software definitions.

4.22.1 Pre-Develooment

The pre-development portion of Phase I of the software life cycle incluC n
the definition of Navy requirements, the statement and definition of the
resources required, and the proposal and contract writing.

4.2.1.1 XFP Preozrnrion - This section will include all software life cycle
requirements to be delineated in the RFP which will be the respon ;ibility of
the software contractor or Navy developer.

4.2.1.2 Conrract .'ritin& - The software specifications and contract software
deliverable items that are to be included in the contract shall bc idenri.jled.
Only NAVAIR HQ approved Data Item Descriptions (DIDs) will be specified on
DD Form 1423, Contracr Data Requirpments: List (CC2L). These DIDs will incor-
porate the requirements of SECNAVINST 3560.1 and unique NAVAIR )IQ requirements.

4.2.2 Design and Development

Durirt Phase I the weapon system software will be designed, developed,
coded, dcbug;ed, integrated, and tested in both laboratory and flight envi-
ronments.

4.2.2.1 Systce Analysis - Systems analysis will address the definition of
requirements and the idenfification of constraints. It will also address the
weapon system vehicle, the weapon system, operational environment, and the real
time response requirements. The weapon system software requirements will be
identified from Navy planning documents

Enclosure (1)
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( '.- 4.2. ?.? Concept FCr:. Jion - Conc.pt rorr'-a.'rion st.ll drsrribc ti r cto(.
for ir~plc: or. *on I:Qe . ,o L I.r( v a vL
will c- cribe io." funr: nCr rf.: to 1,C allozitCC :o c:. '.tin e '' 'I''
cqutip7,nt, soft -'.irc, aon r , ronr l. C-.' c : cr cr .. do'.e!c; r
est..b a d L- ap rcach for all L c lc t,,c : the . ay ;ot. ifi.,

4.2.2.3 Perfo nc cc i n - Vc "n -'y t -. pt'fornn nc
spc ifications oi~d suft.-are deign spec LicLionL W-i'1 be %.ri ten by the r -
tractor or Navy developer in rcspO:-se to :cquircne:.s identified in ' pl.in-
ning Uocu.cnt, reques:s for quota: ion/proposal, arid contracts.

4.2.2.3.1 Pre! irinr Desi'n eviej (PD.) - Tht purposc of PDK if; to v
vate the progress, consistcucy, and technic-l adequacy of a selected deign nZ d
test approach; and to establi.,s cumpatibility with pro-ran, rL-cuir C:sLS Z.nC

preliinary design. A PDR ray be used first to approve the Progran f'erfO-.e7nce
Specification (['PS), followed by review of the prelininary design to ensuLe
compliance with the aprovcd requirements. PDRs shall be conducted for e ch
computer software Configuration Item (Cl) identified as part of the- wc.apon
system.

4.2.2.3.2 Prioritization/Assessment - As a result of PDRs,.areas of software
requiring additional development will be prioritized and asueszed. Priori-
tization will addrezs the necessity for meeting the specification requircmens
arid operational requirements. Asses:.ment will reflect the funding limitaticns
in light of the prioritization.

It.2.2.3.3 Critical Dr_;inn evi-w (CDR) - A CDR shall be conducted for each C7
prior to start of co.-uter program coding .nd testing. This review will co->i:t
the recon;-,er,ded desiLn with the detailed requirements of the dCve1pr,,en.: cpci-
f ication. The rcccr-s.ded design will normally he documented by a fin] ir,.d 'i£5
and a prcliminary Prujra,n Description Docur:ent (PDD) for e-ch CI. if -I I)t
Base Design (Db') docer-arit h.s been developed, it shall also be rev~o-'.d.
-ollowing, the CDR, cc-.uter pro-iam designs will be rel eased foi co/;n, na
testing, rcsilting in. finz!lization of the PDD for eacl Ci. Thi: ortiIr.ta:, r,r,
constitutes the, C1 rrodct baseline.

For both LIe PDR and CD%, the Navy review team shall corpri!.c a repre-
sentative cross-sf:ction of involved Navy Activities to cncur- comp'hriv-
evaluation of all pertinent areas and di.cipliues.

4.2.2.4 Codinr./Tai Test-!Co!-.ilation - The process of sof-]enenrin, a coft-
ware dusign (coding, comApilini, and testing) shall be in accordance With the
contract and approved related documents and data. Dovclopnental rile'tn-eR
shall be established ,ith appropriate testing to verify achievem-ent of coc h
goal. MininLin requiremrents for a recc.-pile shall be defined to insure th-t
programs do not accumulate excessive errata during development. Datn will be

. recorded and analyzed during tests (both ground and flight) in a pilot pra-
duction aircraft. This will aide in determining the degree to which thi -
Software satisfies its allocated requirements as part of thy romplet -eapon
systet, a,,d will facilitate the localization of dcficiencies for elimination
or correction prior to the test and evaluation phase.
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4.2.2.5 ihvv ulor~r onicor - Nv sofLWarC support ictivity andtet an

*.cvalItia t iu~ r.*prt;cra ives vii 11r.nritor Lhi GOOL toct dc. %-lopmeci cvc le and
wi tnc.: s cunt rae to.r tv.c itig and ccco~~n.m c n. o provi~de Ncnvy vis i -

b1i Lty into sot ti.Iar devclo ,mcnc . Co-; i rjcon :hUUl [a* t"F1venl to tile
requi rcw7en for cho Navy S:Ato csc.abL li a sot tvzjre s mi ilion f ac:il iy !ur
thle PLCPOs Of condIUCting: VCrifiCaicrn and V.laint~i~. hsc~ri
naticd activity will pc2rmit iriuij.ht into possible~ trouble areas. Kno-alt'Jge of
currornt status of all coftware dcvelopnent will be provided. an well as early
visibility of tlie contractor's ability to mect dc.;xgn goals. Design reviews
will be held at =ilustonc goals durillg the contractor developncnt cycle.

4..2. 2.6 Desin Chincc - Desien changes to the sofr._arc and the docu-enta-
tion of those changcb will be the responsibi lit% of thec contractor oL Navy
developer in putrsuig the initial developmient, test, and evaluation of the
sys ten. The SSA will mnonitor the design change prock~ssn in ordcr to acquire an
in-depth knowledge of the software configuration. The SSA will also monitor
the configuration management requirem~ents of the contract to ensure Lhat the
Contractor or Navy developer is corrtectly appi> ing ccrnfiiguracion ideztictfica-
tion, control, and status accounting. All change3 shall be fully documented.
The NAVAIR-dircctcd software design manageme~nt: team shiall review and approve
all design changes that affect program performiance.

A 4.2.2. 7 InceIgrat ion - This is the process of bringing cogecher the syste..
software and ha.dare in a laboratory and/or actual test vehicle. Integration
testing -jill be pcrfor-ned in accordance with previously approved test plancs
and procedures. Due to the large amnount of supporting hjidwarc and safrw.arE
usually required, dtai _lcd facility adtest planning is es-niI

4.3 PIL*%SZ 11 - TF.ANSITI0N llLASE

Phase 11, the Transition Phase, bepins toward the end of Pha:se T, con-
tintics through test and evalua-tion and ends shortly -Ifter iniLiAtiOnl of the
N:avy suipport phase. Phase 11 includus formal acceptance T!.E, Val idit in of
docurir'ntatlion, SSA .issur:ptin of custody, configuration accounting rcsponsi-
b '.iry. Flctc introductioa coordination, and preparation for futuve ! o twarc
support.

4.3.1 Coi surto n

Duri.ng Phanse I1, the software may undergo frequent: change arnd
ilevclop:-:cnt to correct deficienc.es that bccone apparcrnt duringr Lest anid
evaluation efforts. Configuration managcm' nt of software char,ges is mandatory
durini; this phase. Navy configuration identification and status accountiriZ
uill b.in at the start of this phase. The milestones and procedures for Navy
assum?tion of confi;-jracion control responsibili-y will he icfen:ified in the

*SLCMP and/or the Configuration Management Plan. Details of the configura~tion
zanaLtmcnt process will be described in Section 6.0.
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4.3.2 Tcst and Evn]u aion (TM)

Test zind Evaluation "l 4 r.rlud2ce labor;tEory and fl.glit tc2,tin' :od
evaltatinu of thv software throt:.zh cunr.,ctor "dvn.. tr.:ion tc:.ts arcd I "(,I:
Navy cvjluatiou program. TSE covers the entire spectruri of tuzt a:'J .vj-
tion for ystcrns, subsystems, equipmcn:, ard oftwaru. Thc ptir pu.,c L th,:
total tcst effort is to vu:rify the perfvr;:aricc and com lianue L' 1 spctifi-

. cations of configuration itLrmS, subsy St ts, and tl' tot z. int gratcd :L'.LC c:.

.i and associated softwaru.

Both the technical and operational perforaiucc of th. sofr-Irc will
be tested during this phase. All data and documentation -.11i b clo'lcly
monitored by the Navy test and evaluation and SSA rcp 'cLscr.tives during this
period to ensure they are updated and veflcct the current configiriton.

Formal Navy evaluation programs which may include Navy P1elirinary
Evaluations (Mi'E), Navy Technical Evaluations (N'E), Initial Opcr.::iunai Tust

and Evaluations (IOTLE), and board of Inspection and Survey (DIS) will be
. conducted by designated Navy test and evaluation areniics during this period.

Prior to commencement of any formal Navy evaluation, a program tape,
certified as ready for evaluation, shall be provided to the "'3vy by Lhe con-
tractor or Navy developer. Operational Test and Evaluation (OT&F) may be
conducted during or after the Development Test & Evaluation (DTLE) period.

4.3.3 Fleet Introduction

During the latter portion of Phase IT a limited nu-,ber of vc.!non
systcms will be introduced into Fleet training squadrons. Vha-e III of t2.
software life cycle will begin with this introduction and continue duriw. t',;u
remainder of the weapon system life cycle. The SSA will coordinate FIcr
introduction of the software system.

4.4 PHASE III - NAVY SUPPORT PHASE

Phase 111, the Navy Support Phase. will bc.1n with thu SqA'% aasb'r-'.t jn
of responsibilities for the wtapo system softwar.e, and will Lontinue du:in,
the remainder of the weapon system life cycle.

4.4.1 Software ChanGes

Software changes ray be initiated in re-pouse to problems di.covered
during user operations, or to meet new requirements. Problu-is or new require-
ments will be sufficiently, defined to permit development of solutions.

4.4.2 Configuration Managenent

In Phase III total configuration management is the responsibility of
the Navy. The lavy will Ennure coordination of all weapon system softwre
changes with their associated Fleet requirements, as well as co..plete config-

O" uration control of all weapon system software. Fleet participation in the

". -. £nclosu.re (i)
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Software Change Revic-a Board (SCtB) is r.-a:ndatory during this phase. Offitiai
Navy Software Biscl!nt! con~igir.arion will have bcf.n c! tablishcd and chznics to
all sy!;tcm software arc suhjet~c to MIL-t>TD-430 control.- Detailed cotif igura-
tlon ranagcr nt procvdurvs will be developed acid i~icluded in Scction 6.0.

4.4.3 FEvauzion/,%-sescmenc

-2 Thz imapact of proposed change(s) upon the total weapon system and
weapon system operational capability will be evaluated and asscssed.

4.4.4 Cia". Inpiementation

Following approval, the change(s) will be implemented. The SSA will
be resp'onsible for change design and implementation.

4.4.3 Test and Evaluation (T&E)/Acoproval

All chanees will bc tested and evaluated (validated, verified, and
approved) by an organization independent of the change developer. Test and
evaluation requirements -dill be determined by the Software Change PRev 2w
Board. NAVAIR HQ will designate or request the responsible TLE activity to
perform this function. Test and Evaluation of programs incnrporatirng changes
will include appropriate te~sting of thc entire program to er~sure that the
changes have not advc±rscly affected other program areas.

4.4.6 Distribution

Following acceptance by the test and evaluation actIvity the SSA
will re-produce and distribute the final version of the software in accordance
with the distrilution isistrtictions contained in the SLC,'.

The software change block implamectcacion schedule and schedule! for

Fleet introduction will be detriained by the Software Change Review L'oard.

4.5 SUPPORT SYSTM1 ACQ'JISMTON

The total software liffe Cycle SUPPOtt system acquinition rcquireaencs
shall be portrayed in a detailed schedule. The n~LD normnally will contain
dccailed rcquirements, sched:sles, and the activities/organizations responsible
for the above.

Identification of funding and effective Iong range planning and adequate
lead time for he procurement of support syStems is ta.ndatory.

4.6 FACILITIES

The total life cycle facilities requirements will be portrayed in a
detailed schedule. This schedule will be updated periodically a ; new infor-
Mation becomes Available. Detailed descriptions of specific facilities will
be contained in Volutc II, Section 2: Resource Requircements and FundinZ.
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5.0 SOF7ARr %ANACr.MENT ORCANIZATON

The software mna emenJ organization is the fvnctional cler. -:i
provides manager.ient for the weapon system soft-ware throughout the )Jfc, cyclL.
This organization operates withiin established NAVAIR HIQ p.oiicics and pro:ZL-
dures governing change control during all phases of the Weapon System Sof ',-rc
Life Cycle.

The Software Management Organization provides the necessary manare-m.2t
effort (i.e., planning, administration, and direction for all: s oftwatrc devcl-
opment, utilization, verification and validation, and configuration ranage-

- - ment) throughout the software life cycle, and will administer and maintain
configuration management and contiol procedures and disciplines in accordance
w.ith MIL-STD-480, MIL-STD-481 and NAVAIkINST 4130.1.

5.1 INVOLVED ORGANIZATIONS

Organizations involved in software management will include NAVAIR HQ, the
SSA, participating Navy activities, Fleet users, and various contractors.
Sections 5.1.1 through 5.1.5 of the SLCLNT will identify the cognizant codes of
the respective organizations and define their responsibilities for software
life cycle m.inagement during the three phases. The internal Structure of each
organization showing lines of authority and responsibility shall be shiown.

5.1.1 NAVAIR HQ

5.1.2 Field Acitivities/Labs

5.1.3 Contractors

5.1.4 Other Navy Activities

5.1.5 SSA Internal Operations

5.2 ORGANIZATIONAL RESPONSIBILITIES

Functional charts and organizational diagrams shall be constructed ~o
show the co~positior, and interrelationship betwieen activities compriL. the
Software Management Organization.

5.2.1 Liaison

Close liaison among all activities in the software management
* organization must be maintained during the life cycle of the weapon system.

]Direct liaison responsibilities shall be clearly defined by the SLCHU'.

5.2.2 Authority

The activities comapris, ng the software management organization
shall operate within their assigned authority. The SLOT&1 will define each
activity's authority and responsibility, as outlined in NAVAIR HQ and other
Comand directives.

Enclosure (1)
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5.2.3 Boards/Cor= t cees

Boards and/or committees may be formed to provide assistance to

managemcnt for the life cyclc of the weapon system software. Reprc-scntatives
of " sc boatJ1/commi:tecs shall be identified in the SLC hy activities, and

the responsibilities of each shall be defined in detail in the SLCC0'.

. 5.2.3.1 Softw.re Chan'e Review Board (SCRB) - The SCRB shall be established
and be respensihlc for 6.eapon system software life cycle change m.inagement.
The Projcct Manager will designate the chairman of the SCRB. The SCRB shall
comprise tactical and System Test Program (STP) subcontmittees, as applicable,
containing a reprcsentative cross section of all involved activities. Func-
tions of the SCRB will be defined in Section 6.4.3.

5.2.3.2 Other Boards/Conrmittees - Additional boards and/or com-oittces shall
be designated when and if the need arises.

5.3 REPORTING REQUIRL-IENTS

The progress of all activities involved in support of the weapon syste2
software life cycle will be detailed through the publication of reports-as
scheduled in the SLCXP.

5.3.1 AIRTASK Requirements

The identification of items to be reported on as well as the required
schedule of these reports will be included in AIRTASK.S. The information

. . addressed in reports by specific individual activities in response to AIRTASKS
will be idcntificd in the SLCL to prevent duplication and permit disseninacion

of the total information available, concerning the weapon system software.

% 5.3.2 Special Requirements

Any special category report initiated by local Commands or Staffs
S e included in the SLCXP if the information contained therein will assist

other activities involved in the weapon system sof -aare life cycle.

5.3.3 Report Distribution

The distribution of all reports shall be listed in the SL0IP.
Standard distribution lists may be included in Appendix C.

~. ,..
* "1.. -
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6.0 SOF1tAF.E CONFIGUI'ATION 'N &L1F:lT

Comprehensive software conmnr-.on maImgcmenr Is an integral part of
the total software management for the wcapon sys,,cm.

This section will prov;de the plan by which software confipuratio: :r.le-
-*.. meat practiccs and procedures are applied consiscuntly and un iriv t H h,. '.,c

the life cycle of the weapon system. Specifically, these are considerc cari\'
* in the acquisition cycle. It will provide additional information that is unique

to software and corputer programs and provide guidance in LhC applicatiol, c:
* configuration manargement principlc:; to software/computer proera-m acquisitin,

operation, and support. It will apply to confiiuration identification, control,
and status accounting., in accordance with the guidance and principles expressed
in MIL-SID-480, MIL-SAD-481 and NAVAIRINST 4130.1. Configuration manaee::ent
data requirements shall be included on the DD Form 1423, CDRL.

6.1 DEFINITION

Configuration Management is a discipline applying technical and adninis-
* trative direction and surveillance to (a) identify and document the functional
'." and physical characteristics of a configuration item, (b) control changcs to

those characteristics, and (c) record and report change processing and inple-
mentation status. Configuration management is thus the means through whicn
the integrity and continuity of the design, engineering, and cost trade-off
decisions which are made between technical performance, productibility, opera-
bility, and supportbility, are recorded, communicated, and controlled by
program and functional managers.

The SLDIP will provide the general procedures and processes for software
configuration management of the system. This section may be expanded inLo a
subsidiary document, the Software Configuration Managemenr Plan. This plan
will outline those requirements and procedures which will be required to
effect control of all software configuration related to the weapon sy'LcL7.
The Software Confijuration Managemnent Plan will reflect the rEqurementc and
procedures needed for effective and timely configuratiun control of weapon
system software.

6.1.1 Factors

The primary factors of configuration management are the overall I

control of the system, the specific identification of various configurations,
the effective control of changes to those configurations, and the interface
with other systems.

Software configuration management requirements must be addressed In
the RFP. The RFP must contain sufficient information to ensure that respondees
may adequately address both developmental software configuration management
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and transition of configuratirn management to Navy control. In this respect,
the SLC D shall contain a contiguration man-Rcmnnt conccpt that extends throuzh-
out the entire life cycle of the weapon system and considcs rclationships o[

the developing, supporting, and using Commands. The SoftuaLe Configuration
Management Plan will develop this concept in further detail.

6.1.2 Organizations Involved

The organization for software configuration =mnagement will consist
of the NAVAIR I[Q and the Software Change Review Board (SCUfl). The Software
Support Activity (SSA) will function as ioplementor of configuration changes

approved by NAVAIR HQ and the SCRB.

The key role of NAVAIR HQ will be that of Project Manager. The
specific NAVAIR HQ codes will be identified in the organization breakdown.

The key roles of the Software Change Review Board will be to establish
detail procedures relative to the configuration control process to be used by
all participants, to review and recommend disposition of all proposed software
changes, and to recommend the testing required to validate'and certify sojtfware
programs.

The key role of the SSA will be that of maintaining configuration
identification, accounting, and change implementation.

6.2 CONtICURATION IDENTIFICATION

Configuration identification is the current approved or conditionally
approved technical docu-entation for a configuration item as set forth in
specifications, drawings and associated lists, flow chacts, and (ocuments
referenced therein.

Each item of computer software will be allocated specific performance
requirements from the overall system performance requirements, through the
system engineering process. These requirements will be documented in a
Program Performance Specification (PPS). The progra: shall be designed Lo
meet the PPSs and shall be tested to ensure that the design achieves specified
performance objectives.

The physical design of each software item will be documented as a Config-
uration Item in accordance with MIL-STD-480, MIL-STD-481, MIL-S-83490, and
SECNAVINST 3560.1. Each configuration item will be identified. Strict config-
uration identification will be maintained on each software configuration ice=.
Configuration identification requirements must be included on the CDRL.

6.2.1 Responsibility

The performance requirements will be as specified in Navy planning
documents. The prime contractor or Navy developer will maintain configuration
identification for the weapon system while thL software is contractor-furnished

-E
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equipment. The Navy (SSA) will assume responsibility for software Lon'Ip.-
uration identification and rcdcntificntion at the end of Phase II or whcr .
software becomes Government-furnished ceuipment.

6.2.2 Schedule

A schedule will be portrayed, sh6wing when configuration -

cation of weapon system software will become the direct rcsponsibillty of the
Navy SSA.

6.3 CONFICGUTATIOX CONTROL

Configuration control is the systematic evaluation, coordinatin-n, a7'rov.-1
or disapproval, and implementation of all approved changes in the corg'z:icr.
of a CI after formal establishment of its configuration identificat.iun.

The purpose of configuration (change) control is to prevent unnecessary
or marginal changes while expediting the approval of those that are nccessarv
or promise significant benefits to the Covernment. Change control Is the most
visible aspect of configuration management, since personnel engaged i. this
effort evaluate and appruwv or disapprove proposed changes.

In addition to change decision making, change control will include the
equally important factors of establishing change priorities (eiuerg ency, urgent,
routine), and of assuring that necessary instructions and funding authorizatic-s
are issued promptly for aeproved changes. During the acquisition phase,
changes are normally processed by Engineering Change Proposals (ECPr, usu.]v

' submitted by the contractor(s), or by Software Change Proposals (SCPs I submi tte
by the using Navy Co.nmand. Configuration Chance Control clauses and data
requirements shall be included in the DD Form 1423, CDRL.

. 6.3.1 Change Proposals

- All change proposals wll be processed in accordance with ll-F.- 0
MIL-STD-481 and NAVAIRINST 4130.1. The SLCIEP will contain sample forn.s, sulu' LV,
criteria, and representative change proposal. distribution lists. Any adc ;t:.tcn
forms or requirements for data over anj above that required by MIL-SID-4SO r.u',
be listed on the (DRL, DD Form 1423, and be supported by an approv(,d NAVAI1 1!-,
DID. Information which may initiate a change proposal may be received froM

the following sources:

(a) Chief of Naval Operations
9O (b) Fleet Users

(c) Systems Command
(d) Test and Evaluation Activities
(e) Navy Laboratories

" " (f) Contractors

-
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6.3.2 Chance Classification

All proposed software changes "-!.-" :ategorized with regard to Lheir
impact on the operational systcm, existing documuntation, and cost effectiveness.

%J Change classification shall be In accordance with MIL-"1-4S0 requiruments as
interpreted below for software.

6.3.2.1 Definition - Categorization of change actions (In accordance with
JIL-STD-480) will be either Class I or Class I1 changes.

6.3.2.1.1 Class I changes will be designated whenever one or more of the following
are affected:

a. Operational capability (as specified in the baseline or as part of the
computer software Configuration Item (CI) specifications).

b. Contract price or schedule.

C. Systems equipment, computer programs, or facilities produced by ocher
contractor(s), to the extent chat other contractors are affected and
must accomplish a change to maintain compatibility at the interface.

Class I changes will be submitted to the Navy in accordance with
HIL-STD-480, NAVAIRINST 4130.1, and the SLCX?.

6.3.2.1.2 Class II changes are changes that the developer may effect after
submittal and subsequent concurrence in classification by the SSA. Such changes
may include:

a. Changes to correct editorial errors.

b. Changes to correct coding errors.

" f. Add'tions of clarifying notes or diagrams.

d. Addition or correction to Adaptation datz.

- e. Recompiling within contractual specified limits.

Copies of all proposed Class 11 changes to avionics equipment will
be submitted through the local Government represencative (Defense Contract
Administrative Services Office or local Navy representative) to the SSA,
concurrent with their submittal to AVAIR HQ. Responsibility for concurrence
in classification will be as specified in the contract.

6.4 COhTICULATIOC, CILAUXCE PROCESS

The change process involves the preparation, format, submittal, action,
approval. implementation, and distribution of software changes made to the
approved baseline.
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6.4.1 input

All chan-e proposals will be submitted to the SCRB by the SSA for
technical approval/disapproval. The SSA will staff all change actions prior
to considerat ion by the SCRB except in unusual circumstances.

6.A.2 Software Chanr~ Process Flow

The SSA will identify the software change process flow in detail.
... -All software change proposals will be reviewed, coordinated, and screened for

classification and analysis by the SSA. Analysis of the software change
proposals will be performed by the SSA or a designated participating field
activity, with appropriate contractor support. All change proposals, with
appropriate operational and technical analysis, will be submitted to the
Software Change Review Board for review.

6.4.3 Software Change Review Board (SCRB)

.V The SCRB referenced in Section 5.2.3.1, is responsible for weapon
system software life cycle change management functions as follows:

a. Review proposed software changes and provide technical approval/
disapproval of these reviews.

b. Determine overall system impact of proposed change and assure that
p. computer program change proposals or change orders cover all sub-

systems affected.

C. Provide direction to the SSA, other Navy field activities, and
develppment contractors.

d. Provide liaison with related vystems ACCB, CCCB, and SCRB to ensure

compatibility with interfacing systems.

6.4.4 Change Implement-tion

Change implementation responsibility will vary depending upon life
cycle phase. The SLCM will define change implementation responsibility

%? during the three phases.

6.4.5 Notices of Revision (NOR)

• ?NORs for software changes will be prepared in accordance with
MIL-STD-480 and will accompany Class I and Class II SCPs.

'P 6.5 CONFIGURATION AUDITS

Configuration audits are performed to certify compliance with config-
uration management requirements. The audit function validates accomplishment
of development requirements and achlevement of a prodLct configuration through
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examination of the Cl's technical documentation. Two kinds of audits are
performed, functional and physical. A related review is the formal quali-
fication review.

a. The Functional Confiruration Audit (FC) is a review of an item's
test/analysis d; ta to confirm that the item, as designcJ and dcvcl-
oped, meets the functional performance requirements specified in its
development specification.

b. The Physical Configuration Audit (PCA) compares the "as built" item
with its approved and released technical documentaton to assure

that the documentation is complete and is appropriate for opera-

tional, maintenance, and support purposes. In addition, the PC.%
establishes the product baseline. This audit Is vital for software

and computer programs because the C1 specification and associated

documenta:ion represent the complete and only technical description

of the programs "as built".

c. The Formal Qualification Review (FQR) is a "certified FCA" used by

NAVAIR to assure that the item design is sound and stable enough for

spares provisioning and other logistic support purposes.

6.5.1 Purpose

The purpose of the audit/review function is to validate change

implementation accomplishments, and to certify the achievement of a product
through configuration item technical documentation. Compliance with config-

uration management requirements will be verified by means of periodic confie-
uration audits and reviews.

6.5.2 Frequency

The SLO' will identify the frequency of configuration audits.

6.5.3 Responsibilities

.'. The SLC shall define in detail the responsibilities of the acti-

vities involved in configuration audits.

6.5.4 Reports

The SSA will report to Project Management the results of all com-

pleted audits and copies of all audit reports will be distributcd to users.

6.5.5 Field Audits

The SLCHP will define in detail the procedures used io assure that
users are operating with the Navy approved software baseline and documenta-
tion. The SSA will be responsible for management and implementation of field
audits.

'"2closure 01)
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6.5.6 Procluct Recall

The SLCMr will descrilp r dptailcd procedures for the recall/
return of noncurrent, out-of-configuration pro;ram tapes and documentation.
The SSA will be responsible for the management and impicmentation of the

- product recall.

6.6 CONFICURATION STATUS ACCOUNTINC

Configuration status accounting documentation is the means through which
actions affecting Cis are recorded and reported to project and functional

-% managers. It principally records the "approved confiruration" (basaline) and
the implementation status of changes to the baseline. It is the bookkccping
part of configuraLion management which provides managers with feedback infor-
mation to determine whether decisions of the Change Control Board (CCB) are
being implemented as directed. Configuration status accounting has its
greatest activity after establishment of the Product Configuration Baseline
(PCB) when formal change control is instituted.

MIL-STD-482 contains data elements to be used in the accounting and
• "reporting process. Provisions of MIL-STD-482 allow the project office to use

any data content and format, both input and output, necessary to perform
status accounting.

6.6.1 Configuration Status Accounting Records

Software configuration baseline status accounting requirements will
be defined in the SLCMP. Status accounting records will be consistent with
configuration identification and shall include as a minimum:

a. Ident-ification of initally approved product baselines.

b. Identification of proposed changes to configuration items, status of
such changes, and identification of individual or organizational
functions responsible for deciding upon such changes.

C. Identification of approved changes to baseline and of current

configuration.

6.6.2 Status Reporting/Responsibilities

The SSA will prepare the status summary and maintain it on a monthly
basis. The status summary will be a numerical list of each successive change
proposal prepared against the end item with a detailed summary of the status
information for each change proposal which is currently active.

rIclosure [1)
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7.0 QUALTY ASSURANCE

Quality assurance procedures will be established to systematically "7!ir,
chat the quality of productzi and services will meet cite nceeds of the users and
be in accordance with applicable military standards, approved contractor and!
or military specifications, and requirements listed in the SLC.U'.

A thorough Quality Assurance (QA) Program encompasses many tasks and
functions, including a sound concept formulation, the establishment of proper
documer.tation/data reqiircments, and timely delivery of these data by the
contractor(s). The primary means for ensuring an effective QA program is
through proper Test and Evaluation (TE) throughout the design, pilot produc-
tion, and production phases of the life cycle. HIL-Q-9858 provides the neces-
sary guidelines for the total QA program; NAVWATINST 3960.6 and other Navy T&E
Directives provide detailed guidance and direction for all ThE requirements.

Software/Computer Resources Verification, Validation, and Certification
(VV&C) is an approach for monitoring and evaluating the development of soft-
ware and computer programs. VV&C starts at the beginning of the software/
computer program and continues throughout the program life cycle. It is
closely related to and includes the T&E functions commonly associated with
systems acquisition. The concept is generally applied in the use of inde-

'i" pendent evaluation by agencies other then the developer.

This section shall establish a system of activities to provide the quality
of.products and services that will meet the needs of users. ltinagcwmenc pro-
cedures for reviewing and evaluating final test results shall be defined.
Guidance for creatin@ and accomplishing a technically adequate quality assur-
ance and test program for new or modified software and computer programs shall
be provided.

Computer resources testing is generally governed by the same basic
principles that apply to other equipment testing and is discussed only in its
relation to and effect on software and computer programs. Additional detailed
guidance for developing procedures, selecting test tools and techniques,
a-'p. ing tes: criteria and standards, and conducting evaluation can be obtained
from NAVMATINST 3960.6 and other Navy ThE Directives.

The evaluation criteria (successful test criteria or accept/reject limits)
for each test shall be defined, as well as the procedure for obtaining approval
of test results by the procuring agency.

Developmental milestones shall be established with appropriate testing to
verify achievement of each goal. Validation/Verificacion/Certificacion tests
and techniques used for testing shall be clearly defined.

7.1 D£VELOPMENT/HODIFICATION

Quality assurance procedures will be implemented during the developmenc
and modification of computer programs and will be strictly adheead to.

Enelosu-e (1)
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7.1.1 Development QA

Development QA must include rigorous review of design prior to

progranur.. and thorouph testing of individual moaules prior to integration
in the overall program, to avoid a build-up of errors that cur. .. ,.pur.-d during
program intcrration. Developmental milestones will be established and appro-
priate verification/validation testing will be identified.

).1.2 Simulation

Weapon system simulation capability will be developed to provide the
Navy with a means to test and exercise.quality assurance over all software
developed during thC software life cycle. Consideration should be giveu to
establishing this capability early in Phase I for the purpose of conducting
verification and validation (tests) at the Navy SSA.

7.1.3 Integration

The capability for integration testing of newly developed or modified
software into the total weapon system environment will be provided.

7.2 VERIFICATION/VALIDATION/CERTIFICATION

Verification, Validation, and Certification procedures will be conducted
to assure that the integrated hardware/software system meets all testing
requirements in accordance with SECNAVINST 3560.1.

7.2.1 Lab Test

Verification/validation of newly developed software will include
integration and testin; *.!-th necessary elements of the hardware system in a
laboratory environ=en. The developer/support activity will perform labora-
tory testing during progran development. The developer will define the
configuration of the lzboratory installation and document the difference from
the weapon system prod: cion configuration.

7.2.2 Environ=ent&a Tetina

Environmecral testing will exercise the software in the weapon system
in the operational en-'ironment. System Tent and Diagnostic software will be
tested by actual fad!: insertion with faults proportioned to weapon system
component failure rates and program complexity.

- 7.3 TEST AND EVALUATIO:;

Following any developmental change or modification to the baseline soft-
ware, the new compute: program will undergo test and evaluation, conducted by
a designated activity o:her than the computer program developer.

Enclosure (1)
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Activities responsible for T&E will be designated and applicable instruc-
:'" tions i.T.~h d e SSA and responsible T&L activity(s) will assist AVAER HQ

in the preparation of a Test And Evaluation Master PLart (Tt) as required per
NAVAIRINST 3960.2. Sufficient lead tice and monitor effort must be provided to
the T&E activity to pcrmit effective software TSE.

Funding requirements for the supporting T&E activity should be included

In the funding section to permit total cost planning.

7.3.1 Development Test and Evaluation (DT&E)

Upon completion of newly developed software, DT&E shall be the
responsibility of a developing activity organization which is administratively
and technically independent of the actual product engineering process. This
DT&E is distinct from developmental (in-process) testing conducted by the
contractor or SSA.

DT&E focuses on the technological, engineering, and specified
requirements aspects of the system and includes an operatcnal emphasis. It is

'the responsibility of the development activity and is normally completed prior
to the production decision. The DT&E effort is dividad into the two areas ef
configuration item testing, subsystem test and system test.

D&E consists of the determination of software performance in
accordance with Program Perfo.-ance Specifications (PPS) through witness of
contractor and/or avy laboratory tests and flight testing conducted by the
MT& activity. The data accrued fro= these tests will be used by the devel-
oping Activity to certify the syscams readiness for OPEVAL in accordance with
OP AVINS3T 3960.10.

7.3.2 Operational Test and Evaluation (OT&E)

Operational Test and Evaluation (OT&E) will be condicted by Commander,
Operational Test and Evaluacion Forces, or his desi;nnced agent. Normally a
Navy activity I: designated as an operational test facility which reports to
the CNO on the operational suitability of the end product.

OM&E addresses the oerational effectiveness and suitability of
systems and equipmeat under real!stic operating conditions. For all new
programs and those in early zhases of development, Navy T&E Directives require
an initial ph.ase of OT&E to ie accomplished, called Initial Operational Test
and Evalu'Lion (IOTS) prior :o the production decision. OT&E will therefore
paitliel certain phases of CTL, nor-ally the system level testing. Tasting
will be conducted by officially designated independent agencies, with assis-
tance from implementing and supporting Com-ands.

*" 7.4 PROOUCTION

Production phase quality'assurance procedures shall provide a high level
of confidence In the uniform high qualiiy of the deliverable media.
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7.4.1 Software Products

All deliverable software products which are duplicated from con-
trolled and tested mastcr copies (magnetic tape, pcrforated tape, etc.) ill
be compared with that mastcr copy to assure exact duplicatiou. All dupli.31c
software products will be labeled indicating (1) Serial Number of the master
copy, (2) Date of duplication. and (3) Completion of comparison.

7.4.2 Library Storage

The problem of storage is less that of providing a repository for
the physical elements of the software (source code, test data, documentation,
etc.) than it is of providing a positive means for recognizing related elements
(i.e., those versions which constitute a particular baseline) and for protecting
the software against destruction or unauthorized modification.

A comprehensive identification technique which ties together all of
the different forms of software, will be provided. Access to software storage.
particularly for replacement or deletion, will be restricted to personnel
authorized to perform such functions. Physical duplication of stored software
will be provided as necessary, to protect against failure or destruction of
the storage medium.

7.4.3 Distribution

*.. Distribution will include'provisions that will enable the recipient
. to confirm that delivery was complete. lie will also be informed as to the

method of installation of received items (revision pages in a document, a
*computer program in storage) in order to verify that installation is correct.

Means will be provided to enable the user to acknowldge receipt,, installation,
and verification activities, and to quickly report any problems encountered.

S .

S'.

..
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8.0 SOFIVARE DOCWIENTATION

The procurement of complete and accurnte tcdhnical.data is vital re t-S_- weapon system pro.rim and is essential to meet the needs of desir.n review and
evaluarion, operation and m3incn3nce, and !urther procurements. This section
will establish a uniform sec of requirements for:

I ....

a. Specifications for all software and computer software configuration

* b. User oriented documentation, such as Computer Program User Manuals,
Operator and Maincenance Manuals, and Programmer's Notebooks.

C. Reports, plans, and procedures critical to the design, development,
and operational usage of software and computer resources.

d. Engineering data for use in the engineering management process, such
as system analyses, trade studies, and Interface control.

Data management procedures applicable to all functional areas that govern
and control the generation and delivery of data, are required subsequent to
procurenent of sof tare documentation. Data management procedures will be

compatible with cut-rent NAVAIR HQ and DoD policies.

To assure that all of the required supporting documentation is available
a*c one central location, the SSA will be designated as tfie software documenta-
tion control activity for tac:ical software. The SSA shall also maintain (for
working refercnces) up-to-date coples of documencation utilized by Naval Air
Rework Facilities/Cognizant Field Activities (.'AVAI&R' WO.RxKAC/CFA) in -heir
ATE tape maintenance role.

8.1 STZCNAVINIIST 3560.1

SEC:AVINST 3560.1 estab1:shes a uniform set of requirements for the

preparation of digital compuze- program technical documentation.

8.1.1 Design Docuenratimo.

The Software Doc..e-:a:ion specified in the contract will be based
on,SSC"AVINST 3560.1. All ecsi= documentation requirements will be specified
in the CDR.L and will be s.ppor:-ed by approved NAVAIR HQ DIDs.

8.1.2 User Documenta on

." The user docu-en:a:;.!c specified if the contract will be based on
SEC AV[INST 3560.1. All use: docu.entation requirements will be specified in
the CDRL and will be supported b7 approved RAVAIR HQ DIDs.

8.2 INTERIM DOCUMENTATIO.I

Interim documentation shall be as specified in NAVAIRINST 5230.3A.

Enclosure (1)
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8.3 DELIVERY

This section will identify the doctiirentation to be delivered under the
contract. In aJdition, this section will contain a detailed delivery schedule.

8.3.1 Contract Data Rc'uirements List (CDRL)

All data required as deliverable items shall be specified by the
DD Form 1423, Contract Data Requirements List.

8.3.2 Data Item Description (DID)

The contents of each data item required by the CDRL shall be described
in detail by an approved NAVAIR HQ Data Item Description (DID). A listinS of
the more essential DIDs will be provided in the ILVAIR Software Management
Manual (to be developed). In addition to items directly related to software
and computer resources, items which contain provisions or constraints inpactin!c
these resouces are also listed. Specific procurements may require the prepa-
ration of unique DIDs to meet the specific system requirements. These unique
DIDs must be approved by NAVAIR HQ prior-to utilization.

.8.4 SECUR.Y OF CLASSIFIED MATERIAL (SOFTWARE)

The procedure to be followed to determine the classification of software
and to ensure the integrity, proper storage, transportation, and handling of
software classified material will.be stated in the SLC.4P. These procedures
shall be in accordance with the current Industrial Security Manual for Safe-
guarding Classified Infor-tion (DoD 5220.22M).

8.5 DATA ANAMDINT

The Navy will monitor the contractor's or developing activity's software

documentation effort throuthout the Development Phase (Phase I) to assure that
the documentation delivered to the Navy will meet contract specifications.
This will be acco=zlished by using standard in-process reviews. The SSA will
be the official co=puter software documentation agency to ensure that rll of
the required suportl= cocumentation is available in one central location,
and that adequate quality control is maintained.

Data Management is applicable to all functional areas and comprises a set
of procedures and disciplines that govern and control the generation and
delivery of data. -he types of data required for a program are directly
dependent upon the -?Aa- =ent disciplines, techniques, and procedures imposed
and the level of visibility and traceability required. The SSA Data Kanage-
•meat Program will be compatible with current NAVAIR HQ and DoD policies.

8.5.1 Software/Doc-entation Library

The SSA will staff and maintain a control repository that will
contain all the technical data necessary to carry out the mission and tasks of
the SSA.

Enclosure (1)
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8.5.2 Inventory Control and flisrribution

An inventory control syscm will be created to assume responnibllity
for overall software mteril man:,;cmient and control of all stock and unde-
livered ass~cs. Manan..ment will include the responsibility for preparation
and discrihution of allowance lists, initial out~itting lists, as well as
planning, prograaminc , Inventory reporting, stock coordination, disposal, and
other futictions th.at arc necessar7 for control of all program assets. Speci-
fLc functiuns will be:

a. Preparation, distribution, and updating of allowance and initial
outfitting lists for inclusion in the Integrated Logistic Support
Management Ptan (ILSVP).

b. Maintenance of a master data file of technical application and
inventory management information.

C. Maintenance of a master tape storage.

d. Coordination of a master tape reproduction capability.

-" A distribution control system chat will be responsive to operational
requirements will be developed. This system will be tailored to fit the

peculiar nature of sofc-are and will be the central control point for the dis-
tribuition of program assets.

8.6 COVE-L? Nt:T PR&LARED DOCtEUNTS

The SSA will provide source in.or.ation and assist in the generation and
management of any Governmenctnara docu=ent relating to the control of
weapon system software. This setciz,," of the SLOiP will include a Covernvent
Furnished Enfor=tion (GFI) Sch;u'-e.

8. 7 SUPPORTIVE TECHNICAL DOC--I.:A.T0O;

The SSA will provide source io-.r-ation and assist the cognizant publi-
cations c.ana;er for NATOPS X.a.n ;'s, Tactical Manauals, and Maintenance Manuals,
In updating these manuals to re;Iec: the latest computer software configuration.

Eclocure (1.)
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,'-'." '.1.0 G EN ERL

-.. Volume II, Section 2.0 of ne SLC4P will identify all rcsources required
for immediate, continuing, and future software life cycle support. This

lotsection will identify the resources and responsibilities for cotrptitcr progr..
and other software resources management, including computer program types.
modification processing procedures, and interfaces between using and sup-
porting com.,ands. Resources include personnel, equipment, facilities (build-
ings, laboratories, maintenance facilities, test ranges, ctc.) and the funds
to support the above. This section will identify "what" is needed and when it
is needed. All facilities and resource rcquirements shall be requested from
AIR-06.

2.0 FACILITIES

Facilities requirements will be identified and defined in the SLC0 to
permit the weapon syscem Project Manager to plan effectively and meet program
requirements in a timely and orderly manner.

2.1 Military Construction (MILCON)

Requirements for new construction, or for expansion and/or major modifi-
cation of existing facilities to provide the necessary software life cycle
support will be identified and defined in the SLCW. The SLC!P will specify
when these facilities are required, what capabilities they will provide, and
the funding that will be required. MILCON documenia:iot developnent and
approval cycle will be considered in establishing planning and facility
definition schedules.

-.%e

2.2 Lab Facilities

Laboratory facilities required to provide software life cycle support
will be described in this section.

2.3 Test Ranges

The SLOCP will identify and define the types of test range facilities,
recording, and inst-:.-e.:aion equipnent required, the need dates, and the
objectives to be ac:a_-'=&d utilizing the range facilities. This section will
include provisions o=- c.ordination of test range requirements with the NAVAIR
HQ Test and Evalua:on Coordinator.

3.0 EQUIPMP-ET

The SLOLt will t-:oify and define the equipment required, the need
dates, O'ie capabilit" :o be established, and the funds required to provide the
necessary equip.ent. E;-.ip-ents are to include laboratory equipment, opera-
tional computers, assoZiatCd avionics equipment, and test equipment. Addi-
tionally, support aircraft resources will be identified.

Enclosure (1)
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3.1 ADP Acquisition

RequiremenLs for ADP equipment w-1 b, identified in the SLC0. Recom-
mendations for the most cost effective means of providing the required ADI'
equipment (purchase or lease) will be identified.

3.2 Hardware

The hardware required to provide a complete and viable system for support-

Ing the software life cycle will be detailed in the SLCXP. Long acquisition
lead times and shortage of assets will be carefully considered and planned for
in this requirement. The SLC LP shall have provisions for logistics support
via the Weapons Systems Planning Document (WSPD).

3.3 Aircraft

Aircraft requirements to support flight testing and demonstrations will
bt identified, defined, and justified in the SLCKP. Provisions for coordi-
nation of aircraft requirements with designated INAVAIR acitivities will be
included in this section. Aircraft resources will be requested from AIR-06.

4.0 SUPPORT SOFTWARE

The SLC4P will identify and define the support software required, the
need dates, the capability to be established, and the funds required to
provide the necessary sof-tware support.

5.0 MANPOWER

All manpower require=ents identifying special skills, training, staffing
levels, and contractor support will be identified and defined in the SLOW.

5.1 Special Skills

All requirements for special skills, training, staffing levels, and
contractor support will be identified and defi.ed in the SLCIP. Sofeware and

* computer resources have u'ique support requirements in specialized personnel
skills that require identifica:ion during the initial planning phase to ensure
adequate lead tines for traini=. Sene of the more essential skills required
to support the weapon syste= software and computer resources are as follows:

a. Technical manage=ent capability for overall integration of program
modifications, de:er-instien of priorities, establishment of bounds
on problems identified by user commands, and coordination of activi-
ties between syszem =anager and engineering.

b. Ability to develop revised equations, to set up the equations into
logical steps to be used by the computer, and to perform the actual
coding to be used.

J, fclosure )
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c. The specialized testing of computer programs and other supporting
software using the integrated support facility to evaluate new
programs. This specialty involves actual operation of systems
equipment and proviaos necessary technical direction of support
facility maintenance by computer technicians.

d. The ability to analyze and evaluate the performance of the computer
program and/or other software using data acquired in testing, to
establish that modified programs perform as intended.

a. The engineering ability to interface the computer operation with
other system elements (wherss programing (b) is concerned with the
operation of the software program itself).

f. The knowledge and ability for routine maintenance and operation of
the equipments which comprise the integrated support facility.
Including trouble-shooting. and repair of system components, within
the facility.

6.0 SUPPORT

The requirements for Integrated Logistics Support or special support will

be identified in detail in the SLC4P.

* 6.1 Integrated LgistIcs Support Plan (ILSP) Input

.. The interface and i-pact of the SLC!P on the ILS? will be defined in this
" -section.

6.2 Special Requtre-zn:s

Special support requirements will be defined in the SLOW.

i23
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"ESTABLISHMENT OF TACTICAL SOFTWARE CHANGE
REVIEW BOARDS (SCRB)"

ABSTRACT

- 0 Provides for the establishment of Software Change Review Boards.

- Provides a Software Change Review Board Charter.

* Identifies Software Change Review Board Guidance Documents.
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DEPARTMENT OF THE NAVY
NAVAL AIP SYSTEMS COMMAND

IZAVAIRINST 5230.6

AIR-5331
" -. " I J u n 9 7 7

NAVAIR INSTRUCTION 5230.6

From: Commander, M'aval Air Systems Comand

To: Deputy Comzander, Assistant Coranders, Comptroller, Co=.and Special
Assistants, Deputy Commander, Designated Project Managers, Project
Coordinators, and Office and Division Directors

Subj: Establishment of Tactical Software Change Review Boards (SCPR)

* Ref: (a) NAVMATINST 4130.1A
- (b) NAVXATINST 4130.2A

(c) NAVAIRINST 4130.1
(d) NAVAIRINST 5230.4
(e) NAVAIRINST 5230.5

Encl: (1) Software Change Review Board Charter
(2) List of SCRB Guidance Documents

*1. Purpose. This instruction provides for the establishment of
Software Change Review Boards (SCRIB) by Project Managers (PM) or

. Acquisition Managers (AM) as a management discipline to exercise
configuration control over weapon system tactical digital processor
software and related support software.

2. Background. In recent years the weapon systems control functions
have been enhanced by the introduction of digital computer technology.
Inherent in the use of digital computer technology is the ability to
change system operational capability by modification of the computer
software programs alone. The relative case with which such computer
program changes can be effected (compared to hardware modifications)
provides a high degree of flexibility in responding to new Fleet
requirements. This ease of change requires a responsive software
configuration management organization with the operational and technical

. knowledge to evaluate proposed changes and to ensure expeditious imple-
mentation for Fleet support. Reference (a) provides statements of
policy, implementing guidance, and procedures governing Configuration
Hanagment (CM) in the Department of the Navy. Reference (b) clarifies
responsibilities of Systems Commanders and Project Managers for control
and coordination of changes to tactical and technical computer programs.
Reference (c) implements reference (a) and contains the primary policy
and procedures governing CH in the Naval Air Systems Command (NAVAIR).
Reference d) designated the Director of the Avionics Division (AIR-533)
as the mamger of all NAVAIR weapon system tactical digital processors
and related software.
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3. Trrninology

a. For purposcs of this instruction, the tcrm "tactical digital
processor(s) and related software" includes only the airborne processor(s)
and the operational program(s) with their concomitant host system(s) and
de-.elo-7ent facilities.

b. Digital processors are special or general purpose digital computers
which accept data inputs, process these inputs in accordance with a stored
set of ordered arithmetic and logic instructions, and output data or co--mands
to external devices.

c. Digital processor programs are the set of ordered arithmetic
and lovic instructions together with the data on which these instructions
operate. The program may be stored (1) on peripheral storage devices,
(2) in electrically alterable memory, (3) in non-alterable memory or
(4) any combination thereof.

d. Concomitant host systems are those systems which support the
development, tcst and evaluation, and generation of digital processor
progrzs. For these purposes the host system includes computers
(=ilizary or co-ercial); the necessary assemblers, compilers and
ot-er support software; and ancillary equipment such as tape drives,
discs, etc. Development facilities include that combination of actual
avionics equipment and stimulation/simulation equipment as necessary
to ensure proper integration, checkout and evaluation of the generated
digital processor program.

e. Software is all digital processor programs together with all
program design and user documentation.

4. Koplicability

a. The requirements for SCRB set forth in this instruction apply
to all weapon system tactical digital processor software and related
support software (GFE or CFE) -which are the responsibility of Naval Air
Systems Cor -zand Headquarters (NAVAIR HQ).

b. Excluded from the provisions of this instructi6n are management
Infor--ation, lo;iscics, command support type applications and Automatic
Test Equipment software.

5. Resoonsi4bilitv

a. The Avionics Division (AIR-533) shall provide coordination and
assistance in the application of this instruction.

b. The PM/, may establish a SCAB in the validation phase when in
his jud-'ment the system is of such magnitude or *portance that prudent
judtg-ent indicates that formal coordination and zeview of proposed softwar

rchanZes are necessary to protect the Coamand's interests.
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c. In the full scale development phase, a SCRB shall be established
- by the PM/AK when:

(1) The weapon system tactical digital processor software is ur
* such magnitude or importance, or of such a nature, that prudent judgment

indicates that formal coordination and review of proposed software
changes are necessary to protect the Conand's interests.

(2) The software change matters to be resolved are cooplex and
require the participation and recommendations of several NAVAIR HQ

." divisions/offices.

d. In any event a SCR.B shall be established prior to fleet introduction
unless prudent judgment indicates that formal coordination and review, by all
affected organizations and activities, is not necessary.

e. In the event a decision is made not to establish a SCR3, all software
change proposals shall be processed in accordance with reference (c).

- 6. Action

a. Project Managers/Acquisition Managers shall establish, as appropriate,
a SCRLB for the tactical digital processor software and related support
software of each weapon system for which he has cognizance. Enclosure
(1) sets forth-the elements of a Software Change Review Board Charter.
Each SCRI established shall be chartered in accordance with this instruction.
The charter shall become a part of the appropriate Software Life Cycle Management
Plan prepared in accordance with reference (e). Enclosure (2) sets forth SCRB
Guidance Documents.

b. Project Managers/Acquisition Managers shall budget and direct
the necessary funding to support each SCRB which he establishes.

c. AIR-533 shall provide proper and timely coordination and assist-
v ance in response to the needs of the Project Manager/Acquisition Manager

in establishing a SCRE.

- d. The implementation of this instruction by addressees shall not
be cause for reformatting existing software management boards which
fulfill the requirements of this instruction.' However, the f ion
of all future SCRB's shall conform to this instruction.

*.trc in /

F.X. BAUGH071AN
* Vice Co~ander
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SOFTWARE CH'ANCE REVIEW BO.-.D CHARTER

" . i. Charter. Under direct charter froi the Chief of N3val Operations
" .;nd the Chief of Naval Material, NAVAIR is responsible for providing

Fleet activities with effective systems to satisfy Fleet operational
requirements. Computer software systems are provided by NAVAIR to help
satisfy these requirements. A Software Change Review Board (SCRB) is

*chartered and established to support the Project Manager (PM) or
Acquisition Manager (AM) in exercising configuration control of the
software system. The SCRE functions in a technical advisory capacity to
the PM/A.1. To provide this advisory capability for all aspects of a
system" software, the membership of the SCRS shall be composed of
representatives of all Navy technical, user and support activities and
all --nt actor organizations cognizant of the system software life-
c~cle. SCRB members will review and evaluate all proposed changes to
system software to assess impacts in their areas of erpertise and uwill
reco-end disposition to the SCRB Chairman. The SCPB Chairman shall
report all SCRB findings to the PM/AM by written synopsis. The Yt/A%.,
has the final authority in the implementation of software changes.
Factors such as budgetary constraints, system needs, implementation,
test schedule, fleet release schedule, other system priorities, and
impact on interfacing systems will determine which software changes are
implemented.

2. Authority of a SCRB

a. A SCR3 is required to make reco~endations to the P?1/AM on all
substantive matters relating to the weapon system tactical digital
processor software and related support software. Consequently, organi-
zations appointing members to a SCR3 shall ensure that such members are
qualified and authorized to make technical assessments affecting the
interests of their organizations, generally without reference to higher
authority.

b. A SCRB is authorized to call upon and shall be supported by any
division/office of NAVAIR HQ. The division/office shall furnish information,
advice, or other assistance necessary to support the SCRB in its delib-
erations. Nothing in this instruction shall be construed as affecting
the responsibility of the PM/AM.

3. Organization of a SCPJ

a. The SCRB shall consist of voting members from each of the following
areas as appropriate:

(1) Proj.ct Manager/Acquisition Manager
a) SCRZ Chairman

(2) AIR-O04
V. (3) AIR-05

(4) AIR-06
(5) Navy Field Activities 239
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(6) Navy Software Support Activity (SSA) or Designa ad Life
Cycle Support Activity
(a) SCRB Secretariat

(7) Fleet Major Coum.and Software Representatives

b. The SCRB may consist of non-voting advisors from each of the
following areas, as appropriate:

(1) Contractors
(2) Interfacing systems SCRS representative(s)
(3) Operational Test and Evaluation Forces Representatives

c. The SCRB may consist of subcomittees for each major softuare

program utilized by a weapon system (i.e., Tactical Subcoaittee, On-

Board system test subcommittee, etc.). The subco-ittee members shall
consist of voting members and non-voting advisors as specified in paragraphs
3(a) and 3(b).

d. Where their participation in specific cases is considered necessary,
representatives from other divisions/offices of NAVAIR HQ shall serve as
advisors to the board as required by the Chairman. 'Members may be
assisted by such other personnel as they consider advisable or necessary.

4. Functions of a SCREB

a. General Guidance for SCRB Activities

(.) Proposed changes zhall be coordinated with and evaluated by
affected organization(s) prior to approval.

(2) Factors such as performance guarantees, ground support
equipment intcrfaces, other platform or sensor interfaces, training
equipment, Automatic Test Equipment software interfaces, implementation

* cost and value engineering will be identified in the software change
review evaluation.

4'.. (3) When a proposed change affects any system or item under the

cognizance of another service, command, project, or program, the proposed
change shall be coordinated with persons in that service, co~and,
project, or program having cognizance of the system or. item affected.
Joint SCRB meetings shall be held when required.

(4) Proposed changes submitted for SCRB action shall be complete
with respect to technical requirements, justification, cost infor-mation,
logistics requirements, interface requirements/impacts, retrofit and
other applicable information.

(5) Particular attention must be given to the funding and total
H. cost aspects of changes.

(a) The SCRE shall identify funding requirements, tradeoffs
and priorities to the PM/A for funding aalocation.

'240
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(b) In addition to direct/ir..ediUrC LO.LS of changes, the

cost of logistics support, involving obsolscence or rtodification of
technicAl data, revisions to Manuals and '.]izazio:is, a'!d CoCifications

At r pes, trainers, ctc., will be identified.

(6) Status reports of proposed chanxes prndue.vd by ch? Soft are

Stipport Activity (SSA) shall be revieued and evaluated.

(7) The SCRB shall ensure that the affect of proposed changes on

foreign military sales programs have been considered.

(8) As a result of SCR! actions resulting in the scheduling of
a new baseline program for fleet issue, assure that all affected areas

of change have been addressed and a software Engineering Change Proposal
has been prepared for processing in accordance with !:AVAIRINST 4130.1
prior to fleet release.

b. SCP! Chairman. Ultimate authority for the SCRB rests with the

PM/AM. The SCRB Chairman shall be appointed by the 1,./, to act as his

agent in all SCRB functions. The SCRB Chairmran shall report all SCRB

findings to the PM/M. The responsibilities of the 5CRB Chairman are as
follows:

(1) Schedule and conduct SCRB meetings.

(2) Ensure that notice of a SCRB meeting is furnished suffi-
cienLly in advance so that representatives may attend completely prepared.

(3) Ensure that AIRTASKS, work unit assignments and contract
changes are issued to fund SCR! members for direct SCRB participation.

(4) Consolidate budgetary estimates of SCRB =embers for proposed

software changes.

(5) Evaluate and act on proposed software changes.

(6) Present recomended changes to PM/AM to assist him in
determining which change requests will be processed for implementation.

(7) Coordinate implementation of software changes approved by

the PM/AM.

(-8) Present composite software Engineering Change Proposal

* for new baseline fleet issue programs to the appropriate Change C ntrol

* Board (CCB) in accordance with NAVAIRINST 4130.1.

(9) Coordinate Navy testing of software changes.

(10) Sign the written synopsis of =atters considered and recomtnen-
dations made by the Board. (The synopsis shall be made a permanent part
of the proceeding of the SCR! ane copies of the synopsis should be
distributed to all SCRB members)..

Fnelosure (1)
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c. SCRB Secretariat. The Software Support Activity (SSA) will
provide a Secretariat to perform administrative functions including:

(1) Receiving, recording, compiling, and distributing of

proposed changes.

(2) Preparing, coordinating and distributing the SCRB agenda.

(3) Acting as recording secretary during the SCR3 meeting.

(4) Preparing the composite software Engineering Change Proposal.

.5' (5) Performing additional staffing functions as directed by the
SCRB Chairman.

(6) Preparing and distributing written synopsis of matters
considered, reco=,endations made by the Board, action items, and status

* reports of proposed changes.

(7) Distributing copies of signed synopsis to all SCR3 members.

d. Other SCPRB Hembers. All SCRB members wiI represent their
respective activities regarding all proposed software changes brought
before the Board. Their duties include the following:

(1) Review, evaluate and coordinate with other offices as
required to determine impact of all proposed changes.

(2) Attend meetings, as required, of the full SCRB to present
. a position state=ent on proposed changes.

"4 (3) Assist in the preparation of composite software Engineering
Change Proposal to the appropriate CCB for approval prior to release of
a new baseline fleet issue program.

(4) Assist the SSA in analysis of the impact of proposed changes

'* as appropriate.

(5) Perform other tasks as assigned by the SCRB Chairman.

5. General Procedures for Processing Proposed Changes

a. Proposed Changes. Proposed changes to software systems may
arise from the following sources:

(1) Chief of Naval Operations.
(2) Fleet users.
(3) Systems Command.
(4) Test and Evaluation Activities.
(5) Navy Laboratories.
(6) Contractors.

" n:losure (i)
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b b. Nini'rum Content Requirement of irropo.¢ec Ci_.:e.. ,ie mir.imu, inrormat ion

to be set forth in a proposed change shall be:

* ..,- (1) Originator No.e/,d-rc.s,,ph,.e .,o.

(2) Type of change.
(3) Title of change.
(4) Priority.

(5) System identification - Model/Type.

(6) Configuration Item Identification/Sofrware Program

Identification - No./Nomenclature.
(7) Other systems/subsystems/configuration items affected.
(8) Documentation Affected - Spec./Doc. No.
(9) Description of change requested or trouble reported.

(10) Need for change
(11) Reco==ended effective date
(12) Submitting activity authorizing signature/title/date.

c. Subission of Proposed Changes. Proposed changes shall be submitted
.. -i concurrently to the PA.M and the SSA.

d. Priorities. Proposed changes shall be assigned priorities of

either emergency, urgent, or routine by the originator.

(1) Emerency. This priority shall be assigned to changes
proposed for any of the reasons listed in subparagraphs (a) and (b)
belo-.. Peplies to emergency proposed changes shall be made within
twenty-four (24) hours of proposal receipt.

(a) To effect a change in operational characterisitics
which, if not acco-plished without delay, may seriously compromise
national security.

(b) To correct a hazardous condition which may result in

*fatal or serious injury to personnel, or in extensive damage or destruc-

tion of equipment. A hazardous condition usually %rill require withdrawing

., t he item from service temporarily, or suspension of the item's operation,

or discontinuance of further testing or development pending resolution
,Of the condition.

(2) Urgent. This priority shall be assigned to cheges proposed

for any of the reasons listed in subparagraphs (a) through (e) below.

.eplies to urgent SCR or STR shall be made within fifteen (15) calendar days

of proposal receipt.

(a) To effect a change in operational characteristics
which, if not accomplished expeditiously, may seriously compromise the
mission effectiveness of deployed equipment.

(b) To correct a potentially hazardous ccndition which
cay result in serious injury to personnel, or in damrage to e4uipent.
A po:encially hazardous condition compromises safety and enbodies risk,
bu: within reasonable limits permits continued use of the affected
equip-ent, provided the operator has been informed of the hazard and
appropriate precautions have been defined and distributed to the user.

243 Ernclosure ()"243
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(c) To neet significant corzactl requirements (c.g.,

..hen Ie .:ine will necessitate slipping approved production, activation,

or ccns:ruction schedules, if the chan3ges wece no?_ in'orporared).

(a) To vffect an interface change which, if delayed,

"ould ca.se schedule slippage or cost increase.

".uti (e) To effect, through value engineering or other cost
reductioa efforts, net life cycle savings to the Ccvernment of core than
$100,000.00, where expedited processing of the change will be a major
factor i3 realizing these lower costs.

(3) Routine. This priority shall be assigned to proposed changes
-nen "ez-rgemcy" or "urgent" is not applicable. Replies to routine proposed

changes shall be made within forty-five (45) calendar days of proposal receipt.

e. E=arency Procedures. In the event that a proposed change is
de:e---ined to be of an emergency nature by the PM/AM or the SCR.B Chairman
in accordance with the definitions of paragraph 5d(l), either m.y, at their
discretion, call an emergency SCRB =eeting to provide ir~nrdiate processing
of the charge request. These meetings may be conducted via phone or nessage
in order to facilitate rapid handling of the re;uest. If an im-ediate fix
cannot be generated appropriate steps will be taken to ensure that lives are

not enda:;ered or national security jeopardized. These steps may include
aircraft grounding, non-use of certain equipments and the like. All such
e=ergency procedures shall result in a software Engineering Change Proposal
in accordaunce with 1NAVAIFINST 4130.1.

f. Urzent/Routine Procedures

(1) If the proposed change results from a program malfunction,
cognizant user personnel should attempt to duplicate the malfunction to

eli=inate the possibility that the malfunction was caused by operator
error. if the malfunction is substantiated, a proposed change should be

". sub-itted concurrently to the SSk and the SCPB. If the proposed change
is for nodification to an existing software program or a request for a

new program to provide better service to the user, cognizant user personnel
should revriew the proposed change and evaluate its merits prior to submissioa

*'. to the SC?.

(2) Upon receipt of a proposed change, the SSA shall accozolish a
. preli=inary review and evaluation of the merits of the proposal. All proposed
- chargas sub=itted to the SSA shall be analyzed by the SSA with assistance as

required fro= other SCRB members and presented for consideration to the SCF3.
Proposee changes may be returned to the originator for revision or additional

4 inforna:ion before action is taken. Liaison between proposed change originators
and the 5SA is encouraged to preclude unnecessary submi:tals. If a proposed

change is dete-mined to have merit, the SCR3 Secretariat will provide copies
to the cogrnizanc SCRE me=bers for review and cor--ent. Concurrently, the SSA

* will determin the scope of the requested change, its impact, as well as :he
cost of implementing the change. The SSA will report these findings to the

4| SCRI at its regular session.
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(3) At meetings of the SCRB, proposed changes will be reviewed

And evaluated. Factors such as performance guarantees. ground support

equipment .interfaces, other platform interfaces, training equipnent,

.r.p pementation cost and value engineering shall be considered. The SCRB

Chairman will decide, based on the findings of the SCRB, which proposed

changes will be recommended by the SCRB. A written synopsis of matters
considered and recommendations shall be prepared and submitted to the Pm/N. .

(4) The SCR.E Chairman will coordinate with the PW/A. to decide
which proposed changes will be implemented. The PM/AM is the final authority

*. in the implementation of software changes. factors such as budgetary constraints,
- system needs, implementation, test schedule, fleet release schedule, other

system priorities, and impact on interfacing systems will determine which
software changes are implemented.

(5) Unless previously designated by higher authority, the SCP,
- . Chairman will be responsible for recomending to the PM/A M the activity(s)

responsible for developing and verifying the software version package,
producing the system tapes and documentation, and distributing these

*items to the fleet.

(6) All software changes resulting from SCRB actions and resulting
%% in a scheduled fleet release update program shall be processed by a software

Engineering Change Proposal by the SCRZ Chairman in accordance with NAVAlRINST

4130.1.

6. Reco~endations of a SCRE. Recommendations of the Board must be in

accordance with the facts; with all applicable laws, regulations, policies
and procedures; and must be in the best overall interests of NAVAIR.
Enclosure (2) provides a list of documents to be utilized by a SCRB as
guidance to the extent that their contents apply to the requirements and
operations of the particular system SCRB.

iI.- a
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LIST OF SCRB CUtDAZ;CE DOCUtENTS

The following list of docunents shall be utilized by the SCRB as
* guidance resources to the extent that their contents apply to the requirements

and operations of the particular system SCRB.

MIL-STD-480 Configuration Control - Engineering Changes,
Deviations and Waivers

XIL-STD-482 Configuration Status Accounting Data Elements
and Related Features

UIL-STD-483 Configuration Managa=ent Practices for Systems,
Equipment, Munitions, and Computer Programs

-I'L-STD-490 Specification Practices

. L-STD-6S0 Contractor Standardization Plans and Management

-IL-STD-382 System Safety Program for Systems and Associated
Subsystems and Equipment, Requirecents for

MiL-STD-1521 Technical Revie-ws and Audits for Systems,
Equipment, and Computer Programs

SECIFICATIONS

MIL-Q-9858 Quality Program Requirements

-"' IL-S-83490 Specifications, Types and Forms

WS-8506 Requirements for Digital Computer Program
Documentation (Superseded by SECAkVINST 3560.1)

INSTRUCTIONS

SECNAVINST 3560.1 Tactical Digital Systems Documentation Standards

S CN.AVINST 5233.1A Department of the Navy Automatic Data Systems
Documentation Standards

[?';AVI&.ST 3500.27B Construction and control of digital .rocessor
prog-ams for the ":av-y Cc=loat Direction Syste-s

vi::A',r:sT r 790.2A lava! Aviation Vaintenance Progrem

"A'.'.TINST 3960.6A Test and Evaluation

Enclosu.-e (2)
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"-' 1A\"'M.T!,ST 2+30.14 De__-tment cf Defense Conf'S..at.o -ac.p n
TINT L30.-4ome :,_Scoe-ent

V1;AV>ASTI;ST L4130. 2-,A Ccnfieguration !ana. emcnt of Coznuter Soft,-are
Associated vith Tactical Digital Systers and

4 Other Technica- Co-puter Systems developea by
or for the I.Eva! !:aterial Cc_--,and

-. AV.ATINST L130.3A Standard Co-cat Systez Auto-_tic Data ?:-ocessing
Eardware and Soft-aze; point Configuzation lanaze-
mert of

'AN"ATI:;ST 5200.27A Transfer of l:avy Tactical Dgital System Softvare

responsibility; prozed*.res for

NAV.JFTIIST 3960.2 Test and Evaluation Master Plans policies and
proedures concerninr the preparation, processing,
and approval

VAVAIRi :ST 4130.1 ]VAVA-IRSYSCOM Comfiguration .,anaement M.anual

.AVAIFINST 4200.!L4A Policy and guidelines for procurenent of data
and specific acquisitiom of unlimited rights in
technical data

MAVAIRiI;ST 4275.3B Configuration Control, faL-STD-480 and M.I -STD-481

ipleentation of

NAVAIRINST 5215.8B Tbe IIAVA-R Technical Directive System

"AVARINST 5230.3A Standard specification for weapom systems
related digital processor progr~aing
documentation

NAVAIRINST 5230.4 Responsibility for the-coordination and aeagememt
of veapon system tactical digital processors
and related soI't-are

NAV'AIRINST 5230.5 Responsibility and requirenents for preparation
of Software Life Cycle Mmnage=ent Plans (SLC1.)

?IAVAIRII'ST 54 00.! A Pblicies and procedures for the transfer of
engineering cognizance of and production
support responsibilities for service equipment
to lavy Field ActiN-ities

Enclos-w-e (2)
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TADSTAND A

"STANDARD DEFINITIONS FOR EMBEDDED COMPUTER RESOURCES
IN TACTICAL DIGITAL SYSTEMS"

ABSTRACT

* Establishes standard definitions for embedded computer resources (ECR) in tactical
digital systems.

2..
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_ DEPARTMENT OF THE NAVY
HEADQUARTERS NAVAL MATERIAL COMMAND

WASHINGTON, D.C. 20360 ON v 0L Afo 

08Y/DCR
Ser 230

TACTICAL DIGITAL STANDARD (TADSTAND) Afaa aeil~;uyia

FroatqChiefro NavalMtral Mna

(bSu tr01C'SSr13 f6Ari92 Standard Definition of meddCoptrRsuce nTcia

Tactical Digital Systems (TADSTAND 4)
(c) CUE ltr 09Y/CFS Ser 148 of 5 June 1972; Combat System Designs

Employing Multiple AN/UIK'-7 Processors (TADSTAND 6)
(d) DoD Directive 5000.29 of 26 April 1976; Management of Computer

Resources in Major Defense System
(a) MCNAVINST 5200.32 of 11 June 1979; Kongemit of Embedded Computer

Resources in Department of the Navy Systems
f)OFUAVIEST C3501.29 of 12 April 1979; Naval Warfare Mission Areas

and Required Operational Capabilities/Projected operational
Environment Statements

(g) OPIUVINST 4720.9D of 23 August 1974; Approval of System and
Equipment for Service Use

(h) MIL-RTD-1679 (Navy) of 1 December 1978; Weapon System Software
Development

1. Pupoe In accordance with reference (a), this TADSTAND establishes
standard definitions for embedded computer resources (ECI) in tactical digital
system under the cognizance of the Naval Material Command. This TADSTAND
supersedes reference (b.

2. Cancellation. Effective this date, references (b) end (c) are cancelled.

3. A12plicabilitzy. This TADSTAUD applies to all organizational elements
within the Naval Material Command. The definitions below are the standard
interpretations of term to be applied to SCR in TDS within the Navy.

4. akru.

a. Reference Cd), as implemented by reference (e), establishes DoD
policy for the management and control of computer resources during the

%: development, acquisition, deployment, and support of major Defense system.
These policies are applicable to all Defense system escept general purpose,
commarcially-available ADP system that are subject to other regulations.
Reference We further states, "Navy standard embedded computer resources will

* be utilized in system,9 except in those cases where standards are demonstrated
to be not eost-effective or not technically practicable over the life of the
system."

251



08Y/ D R
- .Ser 230

Subj: Standard Definitions for Embedded Computer Resources in Tactical
Digital System

b. Reference (a) assigns NAT 08Y, the Tactical Embedded Computer Program
Office (TSCPO), the responsibility for designating standard tactical embedded
computers, digital processors, digital peripherals, interface standards,
programming languages, support software, documentation, acquisition policy,
and configuration control procedures. These standards are to be promulgated
in the form of tactical digital standards (TADSTANDS). To ensure that each
TADSTAND is consistent in specifying policy concerning ECR, this TADSTAND
provides the standard definitions of terms used in all other TADSTANDS.

5. Definitions.

a. Tactical Digital Systems, in consonance with reference (e), are those
tactical weapons, communication, command and control, and intelligence systems
and subsystems that employ digital computers and directly support military
operations in the following missions areas (as defined by reference (f)):

(1) Anti-Air Warfare

(2) Antisubmarine Warfare

(3) Antisurface Warfare

(4) Strike Warfare

(5) Amphibious Warfare

(6) Nine Warfare

(7) Special Warfare

(8) Nobility (MOB 1 through MOB 11)

(9) Command and Control and Communications

(10) Intelligence

(11) Electronic Warfare

(12) Noncombat Operations (NCO 2-6, NCO 9, ICO 18, and NCO 20)

The surface ship, submarine, and aircraft systems and subsystems included in
this definition are:

Combat Direction System (including data processing, display, and
data links)

Missile Fire Control

4*.
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Subj: Standard Definitions for Embedded Computer Resources in Tactical
Digital System

Gun Fire Control

Underwater Battery Fire Control

Underwater Fire Control

Weapon Delivery (including bombs, torpedoes, and depth charges)

Electronic Warfare (including signal processing, identi fication,
and prediction)

Sensor (including beaum forming and signal processing of radar video,
beacon video, laser, infrared, and television signals)

Sonar (including beam forming, accoustic signal processing,
identification, and prediction)

Comunications (including automated message processing and
distribution, frequency prediction, and hardware resources management)

Sonobuoy (including deployment, operation, accoustic signal

processing, identification, and prediction)

Navigation

Intelligence (including collection, processing, and evaluation of
.. information)

b. Applications Software consists of the computer software/firmware and
associated data that inplement the operational capabilities of tactical
digital systems. Examples include target tracking, navigaton, and avionics
programs.

c. Embedded Computer (EC) is a digital computer or processor that is an
integral component, from the design, procurement, and operations point of
view, of any tactical digital system. This definition includes microcomputer,
microprocessor, etc.

d. Embedded Computer Resources (ECR) are the totality of operational and
support software/firmware; embedded computers; data storage and display
devices; interface standards; programing languages; support facilities
ashore; training facilities; training support personnel; and personnel whose
primary specialized educational experience and/or training is directed toward
operation or maintenance of embedded computers. Specifically included are
programable calculators (PROCALS) that are electrically interfaced to
tactical digital systems.

253
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Subj: Standard Definitions for Embedded Computer Resources in Tactical
Digital Systems

e. Hardware Intensive Application is one in which the function(s) is/are
fixed and hence the computer program, after development and test, is not
expected to be changed for the lifetime of the system or subsystem in which

the computer is embedded.

f. Low Level Code is a sequence of machine-oriented source statements
that implements some desired function or procedure. These code sequences are
made up of source statements from "Assembly" languages, "Machine" languages,
the CMS-2 "Direct" code feature, etc.

g. Main Memory is that component of an EC from which stored programs are
* executed and within which data, manipulated by such programs or involved in

input/output operations, is stored.

h. Major Upgrade, as it applies to a specific system, is the redesign or
substantial addition of hardware, the re-writing of more than half the
software, the re-design of the software architecture, or the substantial
addition of new software functions. If an operational evaluation, operational
functional checkout, or equivalent is required, the system upgrade is
considered major.

i. Planned Standard is a designation assigned by the Chief of Naval
Material to selected SCR under developement, evaluation, or consideration with
the intent to designate them as standards. Normally, approval for service use
(ASU) is required for hardware in this category prior to designation as
standard. This definition is in consonance with reference (g).

j. Programming Language is a language in which computer program
partitioning constructs, symbolic and numerical algorithms, and associated
data structures are expressed such that they my be machine translated into
executable instructions (under translation and loading directives which my
also be included in the programmng language syntax).

k. Progranng Language Preprocessor is a computer program that
" - transforms input source text into source text suitable for direct processing

by a specific compiler. Specific functions include host-dependencies removal,

macro expansion, string substitution, file insertion, pro-compilation
calculations, and conditional compilation.

1. Pseudo Code is a natural language abstract description of computer
programing algoritms and associated data structures. Pseudo code is often
used as a programing design language in computer software development.

m. Secondary Storage is that component of an EC that is used as an
auxiliary to main memory. Typical types of secondary storage are bulk store,
magnetic tapes, disks, and drums.
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Digital Systems

n. Standard is a designation assigned by the Chief of Naval Material to
selected ECR that are approved for service use or otherwise authorized for
use. The minimum criteria for designating selected ECR as standard are
assignment to a designated configuration control board, assignment to a
designated development or maintenance activity for life cycle support, and
in-service use in at least one tactical digital system. This definition is in

*" consonance with reference (g).

o. Support Software consists of the computer software/firmvare and

associated data that are the means by which software/firmware for tactical
digital systems is developed, tested, executed, and mAintained. Such software
includes:

(1) Requirements and specification analyzers

(2) Text editors, compilers, interpreters, assemblers, linkage
*editors, builders, librarians, loaders, utilities, and operating systems.

(3) Test case generators, symbolic execution analyzers, and other

debugging programs.

(4) Stimulation and simulation programs

(5) Data extraction, insertion, and reduction programs

(6) Programs used for data base management, management control,
configuration management, and documentation generation and control.

Trainer, test, and maintenance software are not considered support software in
this definition and are separately defined in reference (h).

6. Deviations. The purpose of this TADSTAND is to ensure consistent meaning
and usage of terms related to ECR in other TADSTANDa and in documentation
associated with tactical digital systems. Therefore, it is inappropriate to
request deviation from this TADSTAND.

7. Inquiries. Inquiries concerning the application or intrepretation of this
and other TADSTANDs should be addressed to:

Chief of Naval Material (Attn: MAT 08Y)
Navy Department
Washington, D. C. 20360

Phone: Autovon 222-3966; Comercial (202)692-3966
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A
C. F. HAGER
By direction

Distribution:
SNDL A3 (CNO) (OP 112, 22, 211, 224, 35, 351, 04, 55, 551, 94, 940, 941,

942, 944, 95, 98, 982, 983, only)

A2A (CUR) (Codes 240 and 437 only)
A6 (Headquarters, U.S. Marine Corps) (Codes LMC-3 and CCA4 only)
C4K (cHm Ps)
E3A (Lab ONR) (NRL only) (3 copies)
Fl (CoMaIAvsECRu)
"78 (Inspection and Survey Board)
FF52 (NAVTAC IWI'ROP SUPP ACT)
FGI (COMIAVTZLCON) (Code 32, NAVTELSYSIC only)
FKAIA (CONNAVAIRSYSCOM) (PMA-264 (1 copy), PMA-;33 (200 copies for

further distribution))
FKAIB (COMNAVELEXYSCOM) (RAVELEX 0OB-SESO (200 copies for further

distribution))
FKA1F (COMI&VSUPSYSCOM) (SUP 045 only)
FIKAG (COMAVSxASqYSCOM) (SEA-06D and SZA-61 (1 copy each), PMS-408

(200 copies for further distribution))
"IA6 (CNm R&D Centers (3 copies each))

* VI Pl0 (R&VSHIPUPNSYSENGST&)
,-P 114 (FLTCOMBATDmSSACT)

FKP 15 (InTCOMBATSYSTESFAC)
FKQ3A (NAVMzXSYSZNGCcn)
FKQ3I (WAVZLEXSYSENGAcDT)
=3C (MVARTESTCRI)

FKRAA (PACMISSTCEN)
FWi (NAVVIONICCEN)
7S1 (COMNAVINTCOM)
rri (CUT)
FT73 (SAVWCSCHOL) (Computer Science, Engineering, and Library Depts

only)
261 (oPTEvlR)
V12 (Development and Education Comand, Marine Corps; NCTSSA)

AS (NSA&L and 31&8) (2 copies each)
IAYKA OP List 2
Defense Systems Nanagement College (Technical Management Division)

Coyto: -823/.CiO (OP-94213 i -98273)

DASM(C 3 1) (Special Assistant for Computer Programs)
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TADSTAND B

"STANDARD EMBEDDED COMPUTERS, COMPUTER PERIPHERALS,

AND INPUT/OUTPUT INTERFACES"

ABSTRACT

•0 Established standard embedded computers, computer peripherals and input/output
* (I/O) interfaces.

* Included are both standards and planned standards.
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DEPARTMENT OF THE NAVY
HEADQUARTERS NAVAL MATERIAL COMMAND

WASHINGTON, D.c. 20360 .N RE,, REFER

TADSTAND B
(Revision 1)

J MAT 08Y

21 June 1982

TACTICAL DIGITAL STANDARD B (Revision 1)

From: Chief of Naval Material

Subj: Standard Embedded Computers, Displays, Peripherals, and Input/Output
Interf aces

Ref: (a) NAVMATINST 5430.60 of 10 July 1978 (with effective changes);
Headquarters Naval Material Command Organization Manual

(b) CNM ltr 08Y/BWS Ser 231 of 2 July 1980; Standard Embedded
Computers, Computer Peripherals, and Input/Output Interfaces
(TADSTAND B)

(c) CNM ltr 08Y/DCR Ser 230 of 2 July 1980; Standard Definitions for
Tactical Embedded Computer Resources (TADSTAND A)

""".(d) DoD Directive 5000.29 of 26 April 1976; Management of Computer
e Resources in Major Defense Systems
(e) SECNAVINST 5200.32 of 11 June 1979; Management of Embedded

Computer Resources in Department of the Navy Systems
(f) NAVMATINST 4130.1A of 1 July 1974; Configuration Management
(g) MIL-STD-882A of 28 June 1977; System Safety Program Requirements

1. Purpose. In accordance with reference (a), this TADSTAND reissues
reference (b) and is promulgated to establish standard embedded computers,
displays, peripherals, and input/output (I/O) interfaces for use within the
Naval Material Command.

2. Cancellation. Reference (b) is hereby cancelled.

3. Definitions. The following terms are defined in reference (c):

a. Embedded Computer (EC)

b. Embedded Computer Resources (ECR)

c. Main Memory

d. Major Upgrade

e. Planned Standard

f. Standard

h. Tactical Digital Systems

K.4-
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Interfaces

4. Applicability

. a. This TADSTAND applies to all tactical digital systems under the
- cognizance of the Chief of Naval Material (CHNAVMAT). This TADSTAND also

applies to development programs under the cognizance of CHNAVMAT that are
ultimately intended to be employed as tactical digital systems or as

..° components thereof. This TADSTAND applies to all phases of system
acquisition, including initial concept formulation and requirements
definition, design, development, installation, production, and
post-development support throughout the service life of the system regardless
of funding or acquisition category.

b. The provisions of this TADSTAND are not to be applied retroactively
to systems for which hardware (computer or peripheral) or I/0 interface
commitments have already been made. However, all hardware commitments made
prior to the effective date of this TADSTAND must have been in compliance with
superseded reference (b). Compliance includes use of previously designated

* *.' standards or a CHNAVMAT approved waiver.

c. Excluded from the requirements of this TADSTAND is the use of

processors or computers that are wholly contained on a single integrated
circuit, that have a data path of eight (8) bits or less to main memory and
that have a maximum addressability of 65,536 or fewer memory locations.

5. Background

a. Reference (d), as implemented by reference (e), establishes DoD
policy for the management and control of computer resources during the
development, acquisition, deployment, and support of major defense systems.
These policies are applicable to all defense systems except general purpose,

N.; commercially-available ADP systems that are subject to other regulations.
Reference (e) further states, "Navy standard embedded computer resources will
be utilized in systems, except in those cases where standards are demonstrated
to be not cost-effective or not technically practicable over the life of the
system."

b. Standard Embedded Computer Resources (ECR) have been successfully
utilized in a wide variety of tactical digital systems in aircraft, ships and
submarines. Applications include fire control; signal processing; navigation;
and command, control and communications systems.

c. The rationale for the requirement to use standard ECR in tactical
digital systems is based on the need to stem ECR proliferation, achieve an
acceptable level of supportability, and reduce costs over the life cycle of
systems. Standardization, together with sound life cycle configuration
management and logistics support practices, will significantly improve the
reliability and maintainability of tactical digital systems while minimizing
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ECR related costs. Furthermore, standard ECR will reduce both cost and
schedule risks in development and acquisition of new tactical digital systems.

6. Policy. Only those Navy standard and/or planned standard embedded
computers, displays, peripherals, and I/O interfaces specified in paragraph 7
of this TADSTAND shall be used in initial development and for each major
upgrade of applicable systems.

7. Standards and Planned Standards. Each equipment or I/O interface listed
below is a standard or planned standard for those environments for which it is
qualified or planned to be qualified. Except for interfaces internal to a
computer, all computer and peripheral interconnections in tactical digital
systems shall be standard I/0 interfaces.

a. The following are designated as standard embedded computers,
displays, and peripheral equipment:

Nomenclature Program and Acquisition Office

AN/AYK-14, computer PMA-533 (NAVAIR)

AN/UYK-7, computer PMS-408 (NAVSEA)

AN/UYK-20, computer PMS-408 (NAVSEA)

AN/UYS-1, signal processor PMA-264 (NAVAIR)

AN/YA-4, display PMS-408 (NAVSEA)

AN/UYQ-21, display PMS-408 (NAVSEA)

AN/UYH-2, disk PMS-408 (NAVSEA)

AN/UYH-3, disk PMS-408 (NAVSEA)

RD-358/UYK, PMS-408 (NAVSEA)
magnetic tape unit

AN/USH-26, cartridge PMS-408 (NAVSEA)
*0 magnetic tape unit

AN/USQ-69, alphanumeric PMS-408 (NAVSEA)
display

OJ-326/UYK, submarine display PMS-408 (NAVSEA)

IP-1181, submarine display PMS-408 (NAVSEA)
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Note:

(1) The AN/AYK-14 was developed as a family of baselined shop
replaceable assemblies (SRA) that may be configured into weapon replaceable
assemblies (WRA) to meet user embedded computer requirements. The SRAs are
also available for direct embedding in user developed WRAs.

b. The following are designated as planned standard computers:

Nomenclature Program and Acquisition Office

AN/UYK-44, computer PMS-408 (NAVSEA)

AN/UYK-43, computer PMS-408 (NAVSEA)

ANIUYS-2, signal processor PMS-408 (NAVSEA)

Notes:

(1) The AN/UYK-43, Navy Embedded Computer System (NECS), is being
developed as a family of highly reliable, high performance successors to the
AN/UYK-7. The AN/UYK-43 will be software compatible with the AN/UYK-7.

(2) The AN/UYK-44 Militarized Reconfigurable Processor (MRP) is being
developed as a highly reliable, low cost, power, size, and weight processor
for direct embedding in equipment. A packaged, stand-alone Militarized
Reconfigurable Computer (MRC) version of the AN/UYK-44 is also being
developed. The AN/UYK-44 MRP and MRC will be software compatible with the
AN/UYK-20.

(3) The AN/UYS-2 Enhanced Modular Signal Processor (EMSP) is being
developed as a highly reliable, high performance successor to the AN/UYS-1 for

signal processing applications.

c. The following are designated as standard I/O interfaces:

Nomenclature Principal Application Cognizant Office

MIL-STD-1397 Surface and Airborne PMS-408 (NAVSEA)
Tactical Digital Systems

MIL-STD-188-114 Tactical Digital PME-110/231 (NAVELEX)
Communications Systems
(synchronous and

,* asynchronous)
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Electronic Industries Tactical Digital Systems PME-110/231 (NAVELEX)
Association Standard
RS-232-C

MIL-STD-1553A & B Airborne Serial AIR-533 (NAVAIR)
Multiplex Bus

MIL-A-85232 Proteus Digital Channel PMA-264 (NAVAIR)

NAT-STD-4153 Surface Tactical Digital SEA-61X (NAVSEA)
NATO STANAG Systems (10 MHZ serial

asynchronous)

NAT-STD-4156 Surface Interior SEA-61X (NAVSEA)
NATO STANAG Electrical & Electronic

Communicati on Systems
(1-3 MHZ serial synchronous)

8. Configuration Management. Strict configuration management and control of
, standard ECR will be exercised by the respective development offices or

follow-on cognizant acquisition, maintenance, or support offices under the
guidance of established Configuration Control Boards (CCBs) in accordance with
reference (f). Such offices will maintain an effective failure feedback
system for problem identification and prioritized corrective action in the
form of Engineering Change Proposals (ECPs). Reference (f) requires that
prior to or concurrent with ECP approval, the impact upon integrated logisti-c
support, as well as the overall estimated cost impact, be considered.
Reference (f) further requires that funding authorization be issued for the
scheduled implementation of a change when an ECP is approved. For cases in
which total funding authorizations to complete the ECP in all equipments and
provide the necessary integrated logistic support cannot be made concurrent
with ECP approval, the ECP must be reconsidered for reduction in scope or
disapproval. For ECR under development, the development office will ensure
that appropriate configuration management and control procedures are
established under a cognizant CCB in accordance with reference (f).

9. Waivers

a. It is recognized that, in some cases, strict adherence to this
TADSTAND could be technically infeasible, economically prohibitive, or
operationally impracticable. When an exception to this TADSTAND is considered
to be in the best interests of the Navy, a TADSTAND waiver may be granted by
the CHNAVMAT. An approved waiver will be effective only until the next major
upgrade of the system concerned. When a major upgrade is planned, a new

* waiver request, if warranted, must be submitted.

b. Waiver requests related to computer, display, peripheral equipment,
or I/O standards shall be submitted to CHNAVMAT (Attn: MAT 08Y) via the
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SYSCOM responsible for the development of the system for which the exception
is being requested. Each request will be considered on a case-by-case basis.
In order to preclude implied waivers, a waiver is required for each specific
element of a developing system or subsystem for which an exception is deemed
necessary. An approved waiver from this TADSTAND does not imply waiver from
the other TADSTANDS. To minimize the fiscal or schedule impact of this

-: TADSTAND on projects, cognizant agencies are enjoined to conduct liaison with
* . the CHNAVMAT (MAT 08Y) prior to conmmitment to a specific course of action that

could potentially result in a request for a TADSTAND waiver.

c. When non-standard equipments are directed by higher authority, a
CHNAVMAT approved TADSTAND waiver is still required. Total life cycle costs,
including logistics and software support, will be a critical factor in the
consideration of such a waiver request. Based on the justification provided
in the waiver request, CHNAVMAT will make a recommendation to higher authority

-" concerning directed use of the non-standard versus standard equipments or
grant the waiver.

.n A waiver request shall include the following information:

(1) Name, function(s), and operating description of system for
which waiver is requested.

(2) Platform(s) on which system is to be installed.

(3) All embedded computer resources (computers, displays,
peripherals, and I/O interfaces) and functions of each as well as system block
diagram(s) depicting the interconnection of these resources.

(4) Storage and I/O requirements, and throughput parameters.

(5) Software constraints (e.g., timing and space).

(6) Environmental requirements and/or constraints on the embedded
computer resources.

(7) Reasons why standards and/or planned standards cannot be used,
including supporting rationale.

(8) Proposed substitute(s), together with supporting rationale,
showing that the proposed substitute(s) meet the special requirements.

(9) Data (e.g., costs, performance, schedule) on using the proposed
substitute(s) compared with using required standards and/or planned
standards. The following areas shall be addressed:

(a) Acquisition (hardware, software, and firmware).
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(b) Integrated Logistic Support (ILS) data for life of the
system (e.g., training, spare parts, documentation, life cycle maintenance).

. (c) Testing.

(10) Reliability and maintainability requirements and demonstrated
tests and operational data.

(11) Safety in compliance with reference (g).

(12) Other testing conducted or to be conducted.

(13) Data as in item (9) for any device(s) required to interface
the proposed non-standard digital processing hardware with other hardware
installed in the same platform.

(14) Data as in item (9) for alternative design(s) using required
standards and/or planned standards.

10. Inquiries. Inquiries concerning the application or interpretation of
- this and other TADSTANDs should be addressed to:

Chief of Naval Material (Attn: MAT 08Y)
Navy Department
Washington, D. C. 20360

Phone: Autovon 222-3966; Commercial (202) 692-3966

J. G. WILLIAMS

Distribution:
SNDL A3 (CNO) (OP 112, 22, 211, 224, 35, 351, 04, 55, 551, 94, 940, 941,

942, 944, 95, 98, 982, 983, only)
A2A (CNR)
A6 (Headquarters, U.S. Marine Corps) (Codes CCA-50 and LMC only)
C4K (CNM PMs)
E3A (Lab ONR)

- . FEI (COMNAVSECGRU)
FF8 (Inspection and Survey Board)
FF52 (NAVTACINTEROPSUPPACT)

_ IFG1 (COMNAVTELCOM)
FKA1A (COMNAVAIRSYSCOM) (30 copies)
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Distribution (continued):

FKA1B (COMNAVELEXSYSCOM) (30 copies)
FKA1F (COMNAVStJPSYSCOM)
FKA1G (COMNAVSEASYSCOM) (30 copies)
FKA6A (CNM R&D Centers) (3 copies each)
FKP1G (NAVSHIPWPNSYSENGSTA)
FKP14 (FLTCOMBATDIRSSACT)
FKP15 (INTCOMBATSYSTESFAC)
FKQ3A (NA VELEXSY SENGCEN)
FKQ3B (NA VELEXSYSENGACTDET)
FKR3C (NAVAIRTESTCEN)
FKR4A (PACMISTESTCEN)
FKR5 (NAVAVIONICCEN)
FS1 (COMNAVINTCOM)
FT1 (CNET)
FT73 (NAVPGSCHOL) (Comnputer Science, Engineering, and Library Depts

only)
26F (OPTEVFOR)
V12 (Developmient and Education Commnand, Marine Corps; MCTSSA)

ASN(S&L and RE&S) (2 copies each)
NAYMAT SP List 2

* Defense Systems Management College (Technical Management Division)

%II
266



TADSTAND C

"COMPUTER PROGRAMMING LANGUAGE STANDARDIZATION
POLICY TACTICAL DIGITAL SYSTEMS"

ABSTRACT

* Promulgates policy for the standardization of computer programming languages used in

the development, acquisition, deployment, and support of tactical digital system.

* Defines when low level code may be used.

0 Defines both approved and planned approved programming languages.

* Defines approved programming language preprocessor.
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'_ DEPARTMENT OF THE NAVY
HEADQUARTERS NAVAL MATERIAL COMMAND

WASHINGTON, D.C. 20380 IN REPLY REFER TO

08Y/OLM
Ser 232I ' ' ' ° " T-9. 2 July 1980

TACTICAL DIGITAL STANDARD (TADSTAND) C

From: Chief of Naval Material

Subj: Computer Programming Language Standardization Policy for Tactical
. Digital Systems

Ref: (a) NAVMATINST 5430.60 of 10 July 1978 (with effective changes);
Headquarters Naval Material Command Organization Manual

(b) CNM ltr 08Y/BWS Ser 231 of 2 July 1980; Standard Embedded
Computers, Computer Peripherals, and Input/Output Interfaces
(TADSTAND B)

(c) CNM ltr 09Y/JER Ser 130 of 29 May 1973; Standard Shipboard
Tactical Digital Processors and Program Language (TADSTAND 1

(Revision 1))
(d) CNN ltr 08Y/DCR Ser 230 of 2 July 1980; Standard Definitions for

Embedded Computer Resources in Tactical Digital Systems
• (TADSAND A)

(e) DoD Instruction 5000.2 of 19 March 1980; Major System Acquisition
Procedures

(f) SECNAVINST 5230.4 of 3 May 1976; Department of the Navy Automatic
Data Processing Program

(g) DoD Instruction 5000.31 of 24 November 1976; Interim List of DoD
Approved High Order Progra-ming Languages (H0L) (under revision)

(h) SECN&VINST 5200.32 of 11 June 1979; Management of Embedded
Computer Resources in Department of Navy Systems

4., 1. Purpose. In accordance with reference (a), this TADSTAND promulgates
policy for the standardization of computer programming languages used in the
development, acquisition, deployment, and support of tactical digital

* -* systems. This TADSTAND, in conjunction with reference (b), supersedes
.4reference (c). Reference (b) cancels reference (c).

2. Definitions. The following terms used in this TADSTAND are defined in
re feence(d)

a. Applications Software

b. Embedded Computer (EC)

c. Embedded Computer Resources (ECR)

4' d. Hardware-Intensive Application

e. Low Level Code

f. Major Upgrade
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g. Planned Standard

h. Programing Language

"i i. Programing Language Preprocessor

j. Pseudo Code

L -k. Standard

1. Support Software

m. Tactical Digital Systems

3. Applicability.

a. This TADSTAND applies to all tactical digital systems under the

cognizance of the Naval Material Comand. This TADSTAND also applies to
development programs under the cognizance the Naval Material Comand that are
ultimately intended to be employed as tactical digital systems or as
components thereof. Except as noted in paragraph 3.b below, this TADSTAND
applies to all phases of tactical digital system acquisition, including
initial concept formulation and requirements definition, design, development,

* .* installation, production, and post-development support throughout the service
life of the system.

\ ,-. b. In the specific case of major system acquisitions that are based on

reference (e), the provisions of this TADSTAND need not be applied prior to
the Demonstration and Validation phase. In these instances, acquisition
managers must ensure that contractors are aware that the provisions of this
TADSTAID will be applied to all phases of the acquisition commencing with the
Demonstration and Validation phase.

c. Unless otherwise specified, the provisions of this TADSTAND apply
to the development of both applications software and support software.

d. Except as noted in paragraph 3.f.(l) below, the provisions of this
TADSTAND apply to those applications for which a waiver has been granted for
the use of a non-standard embedded computer.

e. The provisions of this TADSTAND are not to be applied retroactively
to systems for which a language commitment has already been made. All
language comitments made prior to the effective date of this TADSTAND must
have been in compliance with applicable portions of reference (c). Otherwise,
a waiver request must be submitted within 90 days from the effective date of
this TADSTAUD. In those instances where systems were in compliance with

-.
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reference (c) but are not in compliance with this TADSTAND, the provisions of

this TADSTAND need not be applied until the next major upgrade of those
applicable systems.

*f. Excluded from the provisions of this TADSTAND are:

(1) Hardware-intensive applications authorized to use
*non-standard microprocessors. In these cases, where Navy software

modification or maintenance is not required, language selection should be
based on an appropriate balance of cost, schedule and performance trade-offs.

(2) Software developed for use with automatic data processing
assets as defined and administered under reference E).

(3) Those special purpose languages that do not fall within the
category of a programming language as used in this TADSTAND (e.g.,
requirements definition languages, design specification languages, automatic
test languages, job control languages, and simulation languages).

4. Background.

a. Reference (g) establishes CMS-2, SPL/I, and FORTRAN as DoD approved
high order programming languages (HOLs) and assigns control of CMS-2 and SPL/I
to the Department of the Navy. Reference (h) establishes the requirement that
CMS-2 and SPL/I be used to develop applications software.

b. The rationale for the requirement to use standard HOLs is based on

improved maintainability and cost effectiveness over the life cycle of the
system. Standardization, together with sound life cycle management practices,
will result in a significant reduction to the spiraling costs for developing,
testing, and maintaining tactical digital systems. The importance of this
issue is obvious in view of the substantial expenditures within the Navy for
embedded computer resources, particularly applications software for tactical
digital systems.

5. Policy.

a. Only those Navy standard HOLs, associated language implementations

(compilers and their support systems), and Navy standard programming language
preprocessors specified in paragraphs 6.a and 6.b below will be used in
applicable systems, unless a waiver is obtained.

b. Consistent with the underlying objectives to achieve life cycle

supportability and reliability at lowest cost, low level code may be used
without a waiver in the following instances:
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(1) Low level code may be used for required machine oriented
• . functions where the programming language does not provide high level support

(e.g., Input/Output instructions, etc.)

(2) Low level code may be used for software functions which
require special optimizing or fine-tuning in order to meet performance
requirements, and that are not subject to significant life cycle modification
(e.g., executives, interrupt handlers, math routines, etc.)

In all other instances, low level code will not be used, unless a waiver is
obtained.

c. When low level code is used, with or without a waiver, all
documentation for purposes of maintenance and future modifications will be
maintained at the HOL level (e.g., pseudo code) with supporting documentation
also at the low level. In addition, all low level code must be encapsulated
within Procedure structures that are capable of being called with the standard
HOL calling mechanisms. Acquisition agencies must maintain a record of such
usage in order to support periodic review by the Tactical Embedded Computer
Program Office for the purpose of determining requirements for improvement of

'-" the standard HOLs.

*6. Approved Navy Standards. Effective this date, project and acquisition
managers and other development and support activities shall use the approved
Navy standards identified below. In each case the standard is defined by the
most recent official version of the designated document.

a. Programming Languages

(1) CMS-2Y CMS-2Y Programing Reference Manuals, M-5044
and M-5049, FCDSSA, San Diego, Ca.

Note: The CMS-2Y(20) and CMS-2Y(642) dialects are not approved

for use in new applicable systems.

(2) CMS-2M CMS-2M Computer Program Performance
Specificationt NAVSEA 0967 LP-598-2210
(formerly NAVELEX 0967-LP-598-2210)

(3) SPL/I SPL/I Language Reference Manual,
5490-163:EF:vjs, NRL, Washington, D.C.

Note: Since SPL/I has language features that require executive
services, the definition of the Comuon Real-time Operating System (CROS) is
considered to be a part of SPL/I and is therefore designated as an SPL/I
configuration item. CROS is specified by "Comon Real-time Operating System
(CROS) Program Performance Specification", NRL, Washington, D.C.
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(4) Ada Ada Language Reference Manual

Restriction: The Ada language is currently designated as a
planned Navy standard language. Use of the Ada language in applicable systems
is not authorized until formally designated as a Navy standard language or an
explicit waiver is obtained.

b. Programming Language Preprocessors.

(1) SPL/I/CMS-2 SPL/I/CMS-2 Preprocessor Program Performance
Preprocessor Specification, NAVSEA 0967-LP-599-2540

c. Other Programming Languages.

(1) FORTRAN ANS FORTRAN ANSI X3.9-1978

Restriction: FORTRAN is not approved for use in the development
of applications software (vice support software) unless a reference (b) waiver
has been granted for the use of a non-standard embedded computer.

7. Deviations.

a. It is recognized that, in some cases, strict adherence to this
TADSTAND could be technically infeasible, economically prohibitive, or
operationally impracticable. When a deviation is considered to be in the best
interests of the Navy, a TADSTAND waiver may be granted by the Chief of Naval
Material (CNM). An approved waiver will be effective only until the next
major upgrade of the system concerned. When a major upgrade is planned, a new
waiver request, if warranted, must be submitted.

b. Waiver requests shall be submitted to CNM (Attn: MAT 08Y) via

PHS-408 or PMA-533, as appropriate. Each request will be considered on a
- case-by-case basis. In order to preclude implied waivers, a waiver is

required for each specific element of an applicable system or subsystem for
which a deviation is deemed necessary. In particular, this TADSTAND should be
reviewed whenever a waiver to the provisions of reference (b) is
contemplated. To minimize the fiscal or schedule impact of this TADSTAND on
projects, cognizant agencies are enjoined to conduct liaison with the Chief of
Naval Material (MAT 08Y) prior to co-mitment to a specific course of action
that could potentially result in a request for a TADSTAND waiver.

c. A waiver request shall include the following information:

(1) Name, function(s), and operating description of system for
which waiver is requested.

(2) Platform(s) on which system is to be installed.
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* '. (3) All embedded computer resources (computers, peripherals,

. displays, I/O interfaces, etc.) and functions of each as well as system block
* n* diagram(s) depicting the interconnection of these resources.

(4) Storage and I/0 requirements, and throughput parameters.

(5) Software constraints (e.g., timing and space).

(6) Reasons why standards cannot be used, including supporting
rationale, documentation, etc.

(7) Proposed substitute(s), together with supporting rationale,
documentation, etc., shoving that the proposed substitute(s) meet the special
requirements.

(8) Data (costs, performance, schedule, etc.) on using the
proposed substitute(s) compared with using required standards. The following
areas shall be addressed:

(a) Acquisition (hardware, software, and firmware).

(b) Integrated Logistic Support (ILS) data for life of the

system (training, documentation, life cycle maintenance, etc.).

(c) Testing.

8. Inquiries. Inquiries concerning the application or intrepretation of this
and other TADSTANDs should be addressed to:

Chief of Naval Material (Attn: MAT 08Y)

Navy Department
Washington, D. C. 20360

Phone: Autovon 222-3966; Commercial (202) 692-3966

C. F. Hager
By direction
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Distribution:
SNDL A3 (CNO) (OP 112, 22, 211, 224, 35, 351, 04, 55, 551, 94, 940, 941,

942, 944, 95, 98, 982, 983, only)
A2A (CNR) (Codes 240 and 437 only)
A6 (Headquarters, U.S. Marine Corps) (Codes LMC-3 and CCA4 only)
C4K (CNM PMs)
E3A (Lab ONR) (NRL only) (3 copies)
FEI (COMNAVSECGRU)
FF8 (Inspection and Survey Board)
FF52 (NAVTAC INTEROP SUPPACT)
FGI (COMNAVTELCOM) (Code 32, NAVTELSYSIC only)
FKAlA (COMNAVAIRSYSCOM) (PMA-264 (0 copy), PMA-533 (200 copies for

further distribution))
FKAIB (COMNAVELEXSYSCOM) (NAVELEX 00B-SESO (200 copies for further

distribution))
FKAIF (COMNAVSUPSYSCOM) (SUP 045 only)
FKA1G (COMNAVSEASYSCOM) (SEA-06D and SEA-61 (1 copy each), PMS-408

(200 copies for further distribution))
FKA6A (CNM R&D Centers (3 copies each))
FKPIG (NAVSHIPWPNSYSENGSTA)
FKP14 (FLTCOMBATDIRSSACT)
FKP 15 (INTCOMBATSYSTESFAC)
FKQ3A (NAVELEXSYSENGCEN)
FKQ3B (HAVELEXSYSENGACTDET)
FKR3C (NAVARTESTCEN)
FKR4A (PACMISTESTCEN)
FKR5 (NAVAVIONICCEN)
FSl (COMNAVINTCOM)
FTI (CNET)
FT73 (NAVPGSCHOL) (Computer Science, Engineering, and Library Depts

only)
26F (OPTEVFOR)
V12 (Development and Education Comand, Marine Corps; MCTSSA)

ASN(MRA&L and RE&S) (2 copies each)
- NAVMAT SP List 2

Defense Systems Management College (Technical Management Division)

Copy to:
CNO (OP-942E3, -982F3)
DASN(C31) (Special Assistant for Computer Programs)
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"RESERVE CAPACITY REQUIREMENTS FOR
TACTICAL DIGITAL SYSTEMS"

ABSTRACT

* Establishes reserve capacity requirements for embedded computers.

- Defines reserve requirements for the following:

* Main memory

* Secondary storage

e Throughput

, Number of Input/Output Channels

* Input/Output Channels throughput.
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DEPARTMENT OF THE NAVY
HEADQUARTERS NAVAL MATERIAL COMMAND

WASHINGTON, D.C. 20380 IN REPLY REFER TO

08Y/RJH
T-9
Ser 239
2 July 1980

TACTICAL DIGITAL STANDARD (TADSTAND) D

From: Chief of Naval Material

Subj: Reserve Capacity Requirements for Tactical Digital Systems

Ref: (a) NAVMATINST 5430.60 of 10 July 1978; Headquarters Naval Material
Command Organization Manual

(b) CNM ltr 09Y/CFH Ser 134 of 9 May 1972; Standard Reserve Capacitiy
Requirements for Digital Combat System Processors (TADSTAND 5)

(c) CNM ltr 08Y/DCR Ser 230 of 2 July 1980; Standard Definitions for

Tactical Embedded Computer Resources (TADSTAND A)

(d) DoD Instruction 5000.2 of 19 March 1980; Major System Acquisition
Procedures

(e) DoD Directive 5000.29 of 26 April 1976; Managament of Computer
Resources in Major Defense Systems

(f) SECNAVINST 5200.32 of 11 June 1979; Management of Embedded
Computer Resources in Department of Navy Systems

1. Purpose. In accordance with reference (a), this TADSTAND is promulgated

to establish reserve capacity requirements for embedded computers (ECs) in
Tactical Digital Systems under the cognizance of the Naval liaterial Command.
This TADSTAND supersedes reference (b).

2. Cancellation. Effective this date, reference (b) is cancelled.

3. Definitions. The following terms are defined in reference (c):

a. Embedded Computer (EC)

b. Main Memory

c. Secondary Storage

d. Tactical Digital Systems

4. Applicability.

a. This TADSTAND applies to all tactical digital systems under the
; cognizance of the Naval Material Command. This TADSTAND also applies to

development programs under the cognizance the Naval Material Comand that are
ultimately intended to be employed as tactical digital systems or as

components thereof. Except as noted in paragraph 4.b below, this encompasses
all phases of the life cycle of tactical digital systems including design,
development, production, installation, major upgrade, and operational support
throughout the service life of the system.
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b. In the specific case of major system acquisitions that are based on
reference (d), the provisions of this TADSTAND need not be applied prior to
the Demonstration and Validation phase. In these instances, acquisition
managers must ensure that contractors are aware that the provisions of this
TADSTAND will be applied to all phases of the acquisition commencing with the
Demonstration and Validation phase.

c. The provisions of this .TADSTAND are not to be applied retroactively.
All existing systems must have been in compliance with reference (b).
Otherwise, a waiver request must be submitted within 90 days from the
effective date of this TADSTAND. For those instances in which systems were in
compliance with reference (b) but are not in compliance with this TADSTAND,
the provisions of this TADSTAND need not be applied until the system is
modified, as provided in paragraph 6.a below.

5. Background.

a. Reference (e), as implemented by reference (f), establishes DoD
policy for the management and control of computer resources during the
development, acquisition, deployment, and support of major Defense systems.
These policies are applicable to all Defense systems except general purpose,
comercially-available ADP systems that are subject to other regulations.

b. ECs have been employed successfully in a wide range of tactical
digital systems for surface ships, submarines, and aircraft. Applications
using ECs include missile, gun, and underwater fire control; signal
processing; navigation; and command, control, and comunications.

c. Failure to specify and/or maintain adequate reserve capacities in
memory, throughput, and input/output of ECs during development and initial

%%. acquisition has all too frequently resulted in delivery of systems to the
fleet that have no reserve capacity for change, update, and growth. Costly
reprogramming or the introduction of additional embedded computers are then
the only solutions that will satisfy new system requirements.

d. Reference (b) was developed in 1972 to deal with the multitude of
problems that resulted from the historical lack of reserve capacity in the
development of tactical digital systems.

6. Policy.

a. Reserve capacity requirements shall be applied to the first
production delivery to the fleet of a new system or a modified system that
incorporates new ECs or hardware modifications to ECs already in the system.

b. These reserve capacity requirements shall also apply to a system when
installed on a new platform if any modifications, hardware or software, are
required for such an installation.
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c. If the system has multiple configurations, the reserve capacity

requirements shall apply to all configurations individually.

d. Capacities reserved for future growth, when the growth requirements

are known prior to acquisition commitment to the configuration of a new or

modified system, shall not be included in the reserve required by this

TADSTAND. Reserve capacity requirements specified by this TADSTAND are for
future growth requirements that are not known at the time of acquisition

.. commitment and first production delivery.

7. Reserve Caacity Requirements. Effective this date, project and

acquisition managers, and other development and support activities, shall

comply with the reserve capacity requirements identified below.

a. Main Memory. Main memory shall have a 20% reserve capacity, as a
minimum. The reserve capacity shall be measured at peak main memory loading

of the EC during its operational missions. Peak main memory loading shall
include all programs and data required for successful operational mission

* execution. The reserve capacity need not be physically installed in the EC,
but no cabinet, chassis, or backplane modifications shall be required for its

installation, except in the case of the AN/UYK-7 as follows: reserve capacity
may include conversion of AN/UYK-7 single density magnetic core memory to

AN/UYK-7 double density mated film memory even though this conversion requires

backplane modifications.

b. Secondary Storage. Secondary storage shall have a 20% reserve

" capacity, as a minimum. The reserve capacity shall be measured at peak
secondary storage loading of the EC, with all secondary storage information

included, during its operational missions. When secondary storage consists of

multiple units and/or types of units, the reserve capacity shall apply to the

sud total of all secondary storage reserve capacity. The reserve capacity

need not be physically installed, but no cabinet, chassis, or backplane

modifications shall be required for its installation.

% . c. Throughput. Central processor throughput shall have a 20% reserve
capacity, as a minimum. The reserve capacity shall be expressed as a

percentage of available capacity at full operational loading over a specific

period of time, as determined by operational mission characteristics. In the

case of cyclic applications, such as some signal processing applications, this

period would be the time between availability of successive input data buffers.

d. Number of Input/Output Channels. The number of reserve input/output

channels shall be 18.75% (3/16) of those available, as a minimum. The reserve
channels need not be physically installed in the EC, but no cabinet, chassis,
or backplane modifications shall be required for their installation.

e. Input/Output Channel Throughput. Input/output channels shall each

have a 202 reserve capacity in throughput, as a minimum. The reserve capacity
shall be expressed as in paragraph 7.c above.
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8. Deviations.

a. It is recognized that, in some cases, strict adherence to this

TADSTAND could be technically infeasible, economically prohibitive, or
operationally impracticable. When a deviation is considered to be in the best

interests of the Navy, a TADSTAND waiver may be granted by the Chief of Naval
*, Material (CNN).

b. Waiver requests shall be submitted to CNM (Attn: MAT 08Y) via PMS-408

or PMA-533, as appropriate. Each request will be considered on a case-by-case
basis. In order to preclude implied waivers, a waiver is required for each
specific element of a developing system or subsystem for which a deviation is
deemed necessary. To minimize the fiscal or schedule impact of this TADSTAND
on projects, cognizant agencies are enjoined to conduct liaison with the Chief
of Naval Material (MAT 08Y) prior to commitment to a specific course of action
that could potentially result in a request for a TADSTAND waiver.

c. A waiver request shall include the following information:

(1) Name, function(s), and operating description of system for
which waiver is requested.

(2) Platform(s) on which system is to be installed.

(3) All embedded computer resources (computers, peripherals,
displays, I/O interfaces, etc.) and functions of each as well as system block

diagram(s) depicting the interconnection of these resources.

(4) Storage and I/O requirements and throughput parameters.

(5) Software constraints (e.g., timing and space).

(6) Environmental requirements and/or constraints on the embedded
computer resources.

(7) Estimated or known reduction of the reserve capacity
requirements.

(8) Cause of reduction from the reserve capacity requirements.

(9) Impact in terms of system performance, cost, and schedule if
waiver from requirements is not approved.

(10) Known or anticipated requirements for usage of memory,
throughput, and input/output for future upgrades.
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9. Inquiries. inquiries concerning the application or intrepretation of this
and other TADSTANDs should be addressed to:

- Chief of Naval Material (Attn: MAT 08Y)
Navy Department
Washington, D. C. 20360

-* Phone: Autovon 222-3966; Commercial (202) 692-3966

C. F. HAGER
By direction
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Distribution:
SNDL A3 (CNO) (OP 112, 22, 211, 224, 35, 351, 04, 55, 551, 94, 940, 941,

942, 944, 95, 98, 982, 983, only)
V. AZA (CNR) (Codes 240 and 437 only)

A6 (Headquarters, U.S. Marine Corps) (Codes LMC-3 and CCA4 only)
C4K (CNM PMs)
E3A (Lab ONR) (NRL only) (3 copies)
FEI (COMNAVSECGRU)
FF8 (Inspection and Survey Board)
FF52 (NAVTAC INTEROPSUPPACT)
FG1 (COMNAVTELCOM) (Code 32, NAVTELSYSIC only)
FKAIA (COMNAVAIRSYSCOM) (PMA-264 (1 copy), PMA-533 (200 copies for

further distribution))
FKAIB (COMNAVELEXSYSCOM) (NAVELEX OOB-SESO (200 copies for further

distribution))
FKA1F (COMNAVSUPSYSCOM) (SUP 045 only)
FKAIG (COMNAVSEASYSCOM) (SEA-06D and SEA-61 (1 copy each), PMS-408

(200 copies for further distribution))
FKA6A (CNM R&D Centers (3 copies each))
FKPIG (NAVSHIPWPNSYSENGSTA)
FKP14 (FLTCOMBATDIRSSACT)
FKP 15 (INTCOMBATSYSTESFAC)
FKQ3A (NAVELEXSYSENGCEN)
FKQ3B (NAVELEXSYSENGACTDET)

- . FKR3C (NAVAIRTESTCEN)
FKR4A (PACMISTESTCEN)
FKR5 (NAVAVIONICCEN)
FS1 (COMNAVINTCOM)
FrT (CRET)
FT73 (NAVPGSCHOL) (Computer Science, Engineering, and Library Depts

only)
26F (OPTEVOi)
V12 (Development and Education Conand, Marine Corps; MCTSSA)

ASN(MRA&L and RE&S) (2 copies each)
- NAVMAT SP List 2

Defense Systems Management College (Technical Management Division)

Copy to:
CHO (OP-942E3, -982F3)
DASN(C31) (Special Assistant for Computer Programs)
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TADSTAND E

* TO BE RELEASED. ONCE RELEASED, WILL SUPERCEDE
TADSTANDS 2, 3 AND 9.

ABSTRACT

0 Will require software documentation development, and testing in accordance with MIL-
STD -1679.
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DEPARTMENT OF THE NAVY

. N ' 03'N C C 20360

. ,TADSTAND E

MAT 08Y
2 ay 1982

TACTICAL DIGITAL STANDARD E

From: Chief of Naval Material

Subj: Software Development, Documentation, and Testing Policy for Navy
Mission Critical Systems

Ref: (a) NAVMATINST 5430.60A of 9 November 1981; Headquarters Naval
Material Command Organization Manual

(b) CNM ltr 09Y:JDC Ser 299 of 1 November 1974; Standard Specification
for Tactical Digital Computer Program Documentation (TADSTAND 2
(Revision 1))

(c) CNM Itr 09Y:JDC Ser 304 of 5 November 1974; Standard Requirements
for Inter-Digital Processor Interface Documentation (TADSTAND 3
(Revision 1))

(d) CNM ltr 09Y/WAP Ser 260 of 18 August 1978; Software Quality
Testing Criteria Standard for Tactical Digital Systems (TADSTAND 9)

(e) CNM Itr 08Y/DCR Ser 230 of 2 July 1980; Standard Definitions for
Embedded Computer Resources in Tactical Digital Systems
(TADSTAND A)

(f) CNM ltr Ser 00/0991 of 3 November 1981: Standard Navy Tactical
Embedded Computer Resources (TECR); use of in all phases of system
deve I opment s

(g) NAVMATINST 5200.27A of 18 April 1973; Transfer of Navy Tactical
Digital System Software Responsibility; procedures for

(h) NAVMATINST 4130.2A of 19 July 1976; Configuration Management of
Computer Software

(i) SECNAVINST 3560.1 of 8 August 1974; Tactical Digital Systems
Documentation Standards

(j) MIL-STD-1679 (NAVY); Weapon System Software Development

1. Purpose. In accordance with reference (a), this TADSTAND promulgates
standardization policy for the development, documentation, and testing of
software used in the development, acquisition, deployment, and support of Navy
mission critical systems. This TADSTAND supersedes TADSTANDs 2, 3, and 9
(references (b), (c), and (d)), which covered specifications for tactical
digital computer program documentation, requirements for inter-digital
processor interface documentation, and software quality testing criteria,
respecti vely.

"I 2. Cancellation. Effective this date, TADSTANDs 2, 3, and 9 are cancelled.
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Subj: Software Development, Documentation, and Testing Policy for Navy
Mission Critical Systems

3. Definitions

a. Mission Critical Systems are those systems which are required for the
conduct of the military mission of the Department of Defense. This definition
includes systems related to:

(1) Intelligence activities.

(2) Cryptology activities related to National security.

(3) Command and control of military forces.

(4) A weapon or weapon system.

(5) The direct fulfillment of military or intelligence missions, but
not routine administrative or business applications.

This definition also includes tactical digital systems, as defined in
TADSTAND A, reference (e), as well as those "ADPE" or "ADP" systems required
for the direct support of mission critical systems.

b. Mission Critical Computer Resources (MCCR) are those computer
resources required for the conduct of the military mission of the Department
of Defense. This definition includes embedded computer resources, as defined
in TADSTAND A, used in mission critical systems, as well as those "ADPE" or
"ADP" resources required for the direct support of mission critical systems.

c. Tailoring is the process by which individual requirements (sections,

paragraphs, or sentences) of a specification, standard, or data requirement
are evaluated to determine the extent to which they are most suitable for a

--7. specific system, and the modification or deletion of some requirements to
ensure that each achieves an optimal balance between operational needs and

• ". cost.

d. The following terms are defined in TADSTAND A:

(1) Embedded Computer (EC)

(2) Embedded Computer Resources (ECR)

(3) Major Upgrade

(4) Software (application and support)
,%

(5) Standard

(6) Tactical Digital System
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Subj: Software Development, Documentation, and Testing Policy for Navy

Mission Critical Systems

4. Applicability

a. This TADSTAND applies to all mission critical systems under the
cognizance of the Chief of Naval Material (CHNAVMAT) that use embedded
computer resources. This TADSTAND also applies to mission critical
development programs under the cognizance of CHNAVMAT that are ultimately
intended to be employed as mission critical systems or as components thereof.

of.b. In accordance with reference (f), this TADSTAND applies to all phases

of system acquisition (i.e., initial concept formulation and requirements
definition, design, development, installation, production, and post deployment
support throughout the service life of the system), regardless of funding or
acquisition category.

* . c. The provisions of this TADSTAND are not to be applied retroactively to
systems for which computer software development, documentation, or testing
commitments have already been made. However, commitments made prior to the
effective date of this TADSTAND must have been in compliance with the

*-- superseded TADSTANDs (see paragraph 1 above). Compliance includes conformance
to previously designated standards or a CHNAVMAT approved waiver. Otherwise,
a waiver request must be submitted within 60 days of the effective date of
this TADSTAND.

5. Background

a. There is a growing concern over the high cost of software development
and life cycle support within the Department of Defense. The reliability and
supportability of many of these systems are also matters of concern. Part of
the problem has been the difficulty in establishing meaningful system
operational and performance requirements for software, supported by objective
test criteria for determining the correctness of the software. Also lacking
are adequate management controls which govern the software development,
acquisition, and life cycle support process. Program and acquisition managers

-- must have clear and detailed guidance in order to specify uniform computer
software development, documentation, and life cycle support requirements in
system specifications and statement of work documents. Initial steps in
correcting the problem areas were taken by CHNAVMAT in the issuance of
TADSTANDs 2, 3, and 9, and NAVMAT Instructions 5200.27A and 4130.2A,
references (g) and (h).

b. TADSTANDs 2 and 3 invoked SECNAVINST 3560.1, reference (i), as the
required standard for documenting both tactical digital computer programs and
inter-digital processor interfaces within a computer program.
SECNAVINST 3560.1 has not been uniformly implemented, however, because of a
lack of direction on specific Data Item Descriptions (DIDs) for tactical
digital software documentation. As a result, there has been a proliferation
of Unique Data Item Descriptions (UDIDs).
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Subj: Softtware Deve I opment, Dc, c,]ent ati on, and Tes i ng Po i cy for ,,a<,'
ission Critical S ystems

c. TADSTAND 9 invoked starwiarJ S&ft,,,are ality testing criteria r 
tactical digital systems. TADSTAND 9 .as primarily concened with toe final[- 1Y- nCe ) d "

software testing to be conducted on a program prior to acceptance ;f t e
program by the Navy, rather than the full range of requirements covering tie[-"- .complete software development orocess. T4DSTAID 9, therefore, applied more t

Navy software acquisition managers than to software contractors.

d. NAVMATINST 5200.27A promulgated policies and procedures for
transitioning software from the development phase of the life cycle to tie

*[.i support phase. NAVMATINST 4130.2A delineated the responsibilities of Navy
- Systems Commanders and Program Managers regarding configuration management of

software and related documentation.

e. Subsequent to issuance of TADSTANDS 2, 3, and 9, CHNAVMAT developed
the reference (j) military standard MIL-STD-1679 (Navy), Weapon System
Software Development, which complements these three TADSTANDs and is
duplicative of them in some areas. MIL-STD-1679 establishes minimum uniform
requiremen'.s covering the complete development process of weapon system
software, including program test, quality assurance, and program acceptance
criteria. The DIDs listed in MIL-STD-1679 are specifically designed to
control the software development process and obtain the documentation that is
required for effective configuraLion management and post deployment support of

,.' mission critical system software. Additionally, MIL-STD-1679 can be invokad
by reference in Navy software development contracts, tasking agreements, and
specifications.

6. Policy. For applicable mission critical systems:

a. All software shall be developed, documented, tested, and supported in
accordance with the provisions of MIL-STD-1679 (Navy), Weapon System Software

Development.

S"-. b. MIL-STD-1679 and its companion DIDs shall be invoked in all new
contracts, tasks, agreements, etc., for the development, documentation, or

- testing of all software. MIL-STD-1679 shall also be invoked in new contracts,
tasks, agreements, etc., for modification or revision to existing software.

c. The invoking of MIL-STD-1679 on any organization under contract or
tasking arrangement to perform any part of the software development effort
shall not relieve the Navy development activity or acquisition manager (e.g.,
Procuring Agent/Agency, Program Manager) from further responsibility regarding

* the requirements of this TADSTAND. Ultimate responsibility for ensuring that
the principles and requirements of MIL-STD-1679 are adhered to rests with the

-.. Navy development activity or acquisition manager.
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Subj: Software Development, Documentation, and Testing Policy for Navy
Mission Critical Systems

d. The software quality testing criteria delineated in ',IL-STD-1679,
paragraph 5.10 (Program Acceptance), shall be satisfied prior to initial
operational use or fleet introduction of the system and for all subsequent
major upgrades, including site dependent configuration variations within a
major upgrade, throughout the life cycle of the system.

e. MIL-STD-1679, except for Section 6 (Miscellaneous), constitutes the
minimum requirements for all software development. Therefore, with the
exception of Section 6, tailoring of MIL-STD-1679 is not allowed. Specific

* guidelines for tailoring Section 6 are covered in paragraph 6.f below.

f. Except as specified below, the DIDs listed in MIL-STD-1679, Section 6,
constitutes the minimum set of required software documentation. This minimum
set is required for the majority of applicable Navy systems and subsystems,
characterized by such systems as NTDS, AEGIS, TRIDENT CCS, AN/SLQ-32, etc. In

, some instances, however, depending primarily on system size and/or complexity,
it may not always be appropriate to develop the complete minimum set of
software documentation. In these instances, limited tailoring of
MIL-STD-1679, Section 6, and the individual DIDs, is allowed as follows;
however, in no case will such tailoring result in the development of a new
DID, i.e., a UDID.

(1) The Interface Design Specification is not required when there is
no interface with other systems or subsystems.

(2) The Program Design Specification may be tailored such that the
unique elements of the Program Design Specification and the Program
Description Document are contained in the Program Design Specification, and
the Program Description Document is then not required.

(3) The Computer Program Test Plan may be tailored such that the
unique elements of the Computer Program Test Plan, the Computer Program Test
Specification, and the Computer Program Test Procedures are contained in the
Computer Program Test Plan, and the Computer Program Test Specification and
Computer Program Test Procedures are then not required.

(4 ) The System Operator's Manual may be tailored such that the unique
elements of the System Operator's Manual and the Operator's Manual are
contained in the Systems Operator's Manual, and the Operator's Manual is then
not required.

(5) In NAVAIR systems for which Naval Aviation Training and Operating
Procedures Standardization (NATOPS) documentation is provided, the Systems
Operator's Manual and the Operator's Manual are not required.
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g. The minimum required documentation set specified in MIL-STD-1679 may
be expanded to meet specific project requirements; however, al documents

• .. developed in addition to those described in MIL-STD-1679 shall be in
accordance with SECNAVINST 3560.1.

h. Transfer of software responsibility from a development activity to a
support activity will be accomplished in accordance with the provisions of
NAVMATINST 5200.27A.

i. Configuration management of software and related documentation will be

'- in accordance with the provisions of NAVMATINST 4130.2A.

7. Waivers.

a. It is recognized that, in some cases, strict adherence to this
TADSTAND could be impracticable or economically prohibitive. When an

* exception to this standard is considered to be in the best interests of the
Navy, a TADSTAND E waiver may be granted by CHNAVMAT. However, proceeding
with a software development in violation of this TADSTAND without first
obtaining a waiver from CHNAVMAT may result in unforeseen schedule and/or
financial impact on the project due to possible waiver disapproval. To avoid
the adverse impact which may result in such cases, cognizant agencies are

"-: encouraged to conduct liaison with CHNAVMAT (MAT 08Y) prior to commitment to a
specific course of action that could potentially result in a request for a
TADSTAND E waiver.

b. TADSTAND E waiver requests shall be submitted to the Chief of Naval
Material. Each approved waiver will be effective only until the next major
upgrade of the system concerned. When a major upgrade is planned, a new
waiver, if warranted, must be approved by CHNAVMAT. Each request will be
considered on a case-by-case basis. In order to preclude implied waivers, a
waiver is required for each specific element of an applicable system or
subsystem for which an exception is deemed necessary.

c. A TADSTAND E waiver request shall include the following information:

(1) Point(s) of contact for technical and management information,
including name(s), phone number(s), and location(s).

(2) Name, function(s), and operating description of the system for
which the waiver is requested.

. (3) Platform(s) on which system is to be installed.

wel as(4) All mission critical computer resources and functions of each as
well as system block diagram(s) depicting the interconnection of these
resources.
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(5) Aoproved software development schedules, together- ,;i
milestones.

(6) Estimated size (number of computer words) of program(s),
developed.

(7) Reasons (e.g., cost, performance, schedule) for requesting tae
waiver, including supporting rationale. Cost figures, if used, must ref?'7i
the total system life cycle, as opposed to development cost only.

(8) Proposed alternative(s), if applicable, together with sappor:>
rationale.

8. Inquiries. Inquiries concerning the application or interpretation ,, ,
and other TADSTANDs should be addressed to:

Chief of Naval Material (Attn: MAT 08Y)
Navy Department
Washington, D. C. 20360

Phone: Autovon 222-3966; Commercial (202) 692-3966

/ J. C-. ViLLIa- ,

Distribution: (see next page)
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MIL-STD-1679 (NAVY)

"WEAPON SYSTEM SOFTWARE DEVELOPMENT"

ABSTRACT

* Contains the requirements for the design and development of weapon system software.

* Establishes uniform requirements for the development of weapon system software.

0 "Strict adherence will ensure that the weapon system software so developed possesses
the highest degree of reliability and maintainability feasible."
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DEPARTMENT OF DEFENSE
Washington, DC 20360

Weapon System Software Development

-. .. MtL-STD-1679 (Navy)

1. This Military Standard is approved for use by the Department of the Navy and is
available for use by all Departments and Agencies of the Department of Defense.

2. Beneficial comments (recommendations, additions, deletions) and any pertinent data
which may be of use in improving this document should be addressed to:

Chief of Naval Material
ATTN: NAVKAT 09Y
Washington, DC 20360

by using the self-addressed Standardization Document Improvement proposal (DD Form
1426) appearing at the end of this document or by letter.
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FOREWORD

1. This standard contains requirements for the design and development of weapon system
software which are applicable in government contracts. A standard specifically addressing
weapon system software is necessary because of factors concerning this software which are
not common to general software, or which carry a significantly different degree of empha-
sis. Major factors are:

a. Criticality of performance. The combat capability of weapon systems and the com-
bat survivability of combatant units of the operating forces depend, in part,
upon the effective operation of the weapon system software. Therefore, extra-
ordinary efforts are justified in the development phase to ensure maximum re-
liability and maintainability. Special emphasis shall be placed on the accu-
racy and effective operation of the software.

b. Changing operational requirement. Weapon system software implements weapon system
operations and doctrine in areas susceptible to many changes of performance re-
quirements. These changes often impact the software and need expeditious imple-
mentation. This demands that weapon system software be designed to facilitate
efficient change, sometimes at the expense of technical design efficiency. Con-
tinuation of an efficient change capability over the operational life of the weap-
on system also requires detailed documentation describing the software. Pro-
posed changes and their total impact must be easily discernible and capable of
being implemented by personnel not associated with the original development ef-
fort.

c. Life-cycle cost. Development and implementation of changes to weapon system
software over the operational life of the weapon system are costly. The design
of the software during development must be strongly influenced by factors which
will reduce life-cycle cost. Among these are various standardization require-
ments, such as those imposed upon program design, languages, and intersystem
and intrasystem interfaces. An additional benefit of these standardization re-
quirements is to ensure that changes developed and implemented in one system
will have applicability in other systems.

2. Data Item Descriptions (DIDs) applicable to this standard are listed in Section 6.
These are essentially the same as previously used descriptions of data customarily re-
quired in connection with weapon system software development. The majority have been ex-
tracted from official military documentation standards. Others have been developed

through the experience gained by military and commercial software developing activities.
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1. SCOPE

1.1 Purpose. This standard establishes uniform requirements for the development of
weapon system software within the Department of Defense. Strict adherence to the pro-
visions of this standard wll ensure that the weapon system software so developed pos-
sesses the highest degree of reliability and maintainability feasible.

-: 1.2 Application. When invoked in a specification or statement of work, these require-
-. - ments shall apply to the weapon system software (including firmware) which is developed

" either alone or as a portion of a weapon system or subsystem development. The contractor
Ls responsible for invoking all the applicable requirements of this Military Standard on
any and all subcontractors he may employ.

:.-.

,5:'.
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2. REFERENCE DOCUMENTS

2.1 Issues of documents. The following documents of the issue in effect on the date of
invitation for bids or request for proposal form a part of this standard to the extent
specified herein.

a. DOD-STD-480A; Configuration Control - Engineering Changes, Deviations and
Waivers.

b. MIL-STD-481; Configuration Control - Engineering Changes, Deviations and Waivers
(Short Form).

c. Headquarters Naval Material Comand; "Tactical Data Systems Glossary",
(Defense Documentation Center Accession Number AD-A056868.)

d. ANSI 3.12 - 1970; Vocabulary for Information Processing.

e. NAVSO ADP Glossary (NAVSO P-3097).

(Copies of specifications, standards, drawings and publications required by contractors
in connection with specific procurement functions should be obtained from the procuring
agency or as directed by the contracting officer.)

2.2 Other publications. None.
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3. DEFINITIONS

3.1 Weapon system. Any system or subsystem contributing to the combat capability of
the operating forces - land, air, sea and undersea sensor systems, command and control
systems, intelligence systems, communications systems, ship and aircraft control systems,
navigation systems and certain associated ground based systems are included. Systems or
subsystems serving both the individual unit and those supporting a tactical commander
fall within the definition. Logistic support systems and ADP systems devoted to manage-
ment functions are excluded only if their operations do not impact weapon systems. When
used in the phrase "weapon system software" (as in this standard), a digital weapon
system is implied.

3.2 Weapon system software. The totality of software (programs, firmware and data
bases) associated with a weapon system. Weapon system software includes that software
which is in the weapon system, in the test and maintenance equipment for the weapon system,
in the trainer equipment for the weapon system and includes the support software used to
develop, test and support the weapon system software. This definition of weapon system
software is independent of the type of physical storage media in which the software re-
sides. Within the context of this Military Standard, weapon system software is equiva-
lent to and synonymous with the software portion of "Embedded Computer Resources".

Also, within the context of this standard, the terms "program", "computer program" and
"digital processor program" are considered to be synonymous and are used interchangeably
as is gramatically appropriate with no distinction intended. These terms (program, etc.)
are equivalent to weapon system software or one independent part of the software of a
weapon system, depending upon the complexity of any particular weapon system. Within
this standard, unless specifically stated otherwise, software is equivalent to weapon
system software. The term "digital processor" implies a digital computer, whether

%< micro, mini, or full size.

Weapon system software is categorized as follows.

3.2.1 Operational. Operational computer programs provided to a unit of the operating
forces which contribute to the performance of the unit's mission.

3.2.2 Test and maintenance. Programs provided to the user/operator unit of the oper-
ating forces as tools to assist in the planned maintenance, fault diagnosis and isolation,
operational readiness verification and system alignment checkout of the weapon system or
its components. These programs may be used to check out and certify the equipment and
total system at installation, re-installation or after maintenance. They are also used
periodically in accordance with prescribed maintenance procedures to maintain the system
throughout its operational life.

3.2.3 Trainer. Programs utilized to train crew, operators and maintenance forces in
the operation and maintenance of the weapon system.

3.2.4 Support. All programs used in the development, testing and support of opera-
tional, test and maintenance, and trainer programs. Support programs include, but are
not limited to:

a. Compilers, assemblers, linkage editors, builders, librarians and loaders re-
quired to generate machine code and to combine subprograms and their hierar-
chical components into a complete computer program.

b. Debugging programs.

c. Stimulation and simulation programs.

d. Data extraction and data reduction programs.

e. Programs used for management control, configuration management, or documentation
generation and control during development.

305

~~~~........ .......,, . ....... ,., •. .



__________________.._____- : -v .. . .-- - . .

MIL-STD- 1679 (Navy)
I December 1978

f. Test programs used in weapon system software development.

3.3 Cmponent. A software component is a subset of the weapon system software. Weapon
system software can be hierarchically broken down into components of program, subprogram,
module and procedure or routine. A program refers to the weapon system software or one
independent part of the software of a weapon system, depending upon the complexity of any
particular weapon system. Subprogram refers to a major functional subset of a program
and is made up of one or more modules. A module is an independently compilable software
component. Modules are comprised of one or more procedures or routines.

3.4 Development. As applied to the life-cycle of weapon system software in this stand-
ard, development encompasses the span of time and effort which is applied to, and which
results in, weapon system software from initiation of the effort through delivery and
acceptance by the procuring agency.

3.4.1 Development facility. Within the context of this standard, the development
facility refers to the physical site where the contractor produces the weapon system

software.

3.4.2 Procuring agent/agency. As used in this standard, the procuring agent or agency
refers to that Government office, with contract and project directive administration auth-
ority, which has prime responsibility for and authority over the development effort.

3.4.3 Program manager. As used in this standard, the program manager is the Govern-
ment official designated by proper authority as having responsibility for the develop-
ment of the weapon system. In most cases, the program manager and the procuring agent
are one and the same; the former being a governmental management title while the latter

is a contractual designation.

3.4.4 Contractor. As used in this standard, contractor refers to any organization
under contract or tasking arrangement with the Government to perform any part of the
weapon system development effort.

3.4.5 Development monitor. A development monitor is a representative, Government
or comercial, of the program manager authorized to monitor the development effort in
accordance with specific terms of the monitoring task or contract.

3.4.6 Test facility. As used in this standard, the test facility is a physical loca-

tion designated as the site for acceptance testing or integration testing of the weapon
system software.

3.5 Operational support. As applied to the life-cycle of weapon system software in

this standard, operational support encompasses the span of time and effort from accept-
ance for operational use through the operational life of the system.

3.5.1 Software support activity. The software support activity is that organization
designated to maintain and support the weapon system software during the operational sup-
port phase of the life-cycle.

3.6 Specifications. Within the context of this standard, when used in regard to weapon
system software, specifications are documents intended to describe, clearly and accurately,
the essential features and requirements of the subject computer program. Specifications
are categorized into four types.

3.6.1 Program performance specification. The program performance 3pecification de-

scribes the technical, operational, and performance requirements of tht weapon system
software and defines and specifies all the functional requirements, pits all the design
constraints and standards to ensure proper development and maintenance of the weapon
system software.
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3.6.2 Program design specification. The program design specification describes tne
technical design of the weapon system software necessary to implement the techni-al, -per-
ational, performance, and functional requirements described in the prograri performance

specification.

3.6.3 Test specification. The test specification describes the test criteria and the
methods to be used in a specific test to assure that the performance and design speci-
fications have been satisfied. The test specification identifies the capabilities or

program functions to be tested and identifies the test environment.

3.6.4 Interface design specification. The inte-face design specification describes
the interdigital processor message traffic when two cr more digital systems are inter-
faced at the on-line interdigital processor level.

3.7 Baseline. As used in this standard, a baseline is comprised of all documents,
program materials, and the development support library which make up the complete repre-

sentation of the weapon system software at a specific stage of its development.

3.8 Tactical Data Systems Glossary. Definitions of operational and technical terms
used in this standard in regard to the weapon system software development are included

-- " in references 2.1c, d and e.

3.9 Errors.

3.9.1 Software error. An occurrence, during the execution of a program, attributable
to software which fails to satisfy the program performance specification or fails to per-

form as designed.

3.9.2 Documentation error. An occurrence in the documentation which fails to reflect
the operational requirements or accurately describe or support the software.

3.9.3 Intermittent error. An error which cannot be reproduced consistently when the

same procedures and environment are duplicated.

3.10 Software Change Proposal (SCP). A Software Change Proposal (SCP) is a proposed
change to the weapon system sottware or its documentation which would alter the approved
baseline software or documentation which is under configuration control.

3.11 Software Trouble Report (STR). A Software Trouble Report (STR) is a report that
the weapon system software is not it, conformance with the approved baseline documentation
which is under configuration control.

3.12 Software Enhancement Proposal (SEP). A Software Enhancement Proposal (SEP) is a
proposed change to the weapon system software or its documentation or its interfaces
which is not an STR or SCP and is functionally transparent to all portions of the weapon

system that are not directly addressed by the SEP.

3.13 Use of "shall". "will", "should" and "may". Within the context of this Militarv
0 Standard, "shall" is used to express a provision that is binding; "-hould" and "may" are

used to express nonmandatory provisions; "will" is used to express a declaration of pur-
pose or intent.

3.14 Reduced capability mode. After experiencing the loss of one or more equipmentg
or equipment parts, system operation continues in a configuration which compensates ,or
the losses but at a level below system designed capability.

3.15 Patch (Low level langage). A change made to the object program after it is
assembled or compiled.

3.16 Program stop. A program stop is defined as any termination of program exe~ut!rn
which requires that the program, or a portion thereof, be reloaded, restarted, .,r ie-
initialized.
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-. CENERAL REQtIRL-ENTS

4.1 Software development management. The contractor shall plan and implement proce-

dures to control the development process and provide visibility to management and the

Government over the development process. The contractor's organization shall be structu

ed to provide positive control over development processes and resources utilized. 'eapo

-' . system software shall be subject to the same rigorous discipline that is normally applie

to hardware during development.

4.2 Design requirements. The contractor shall determine the weapon system software

design, as tasked by the procuring agency. It is the responsibility of the contractor t

ensure that this proposed design meets the program performance specifications. The de-

sign shall completely satisfy all requirements but shall not exceed the requirements

without procuring agency approval. Design complexity and the interdependencies of sub-
programs, modules, procedures and routines shall be minimized.

4.3 Program generation. Weapon system software shall be coded in one of the high ord

programming languages (HOLs) approved for use by the Department of Defense unless a spe-

cific waiver has been previously granted to the procuring agency by proper authority.

The programs shall be capable of being generated by government owned support software an,

.- the contractually delivered support software.

" 4.4 Quality assurance. The contractor shall develop and implement procedures and pra,

tices to ensure that all requirements of the contract, including this Military Standard

as contractually invoked, are complied with fully. The quality assurance program shall
be part of the management reporting system during all phases of software development.

The contractor's quality assurance program shall utilize specification reviews, design

reviews, monitoring, auditing, and testing among other techniques to ensure compliance
with contract technical requirements. In addition, quality control procedures shall be

used to examine and determine compliance with requirements in order to ensure that con-

% tract technical and performance requirements have been met.

4.5 Configuration management. The contractor shall establish and implement the dis-

ciplines of configuration management; namely configuration identification, configuration

control, and configuration status accounting. The contractor shall be cognizant of the

requirement for long-term life-cycle support of the weapon system software. The appro-

priate degree of configuration management shall be applied to ensure completely accurate
correlation between descriptive documentation and the program in order to facilitate

post-delivery maintenance by software support personnel. 'he contractor shall plan and
implement configuration management procedures to identify software elements (configura-

tion items) requiring control, to define and control change implementation processes, to

track development and change status, and to ensure documentation is changed to reflect

current status of the software.

This standard contains the contractor's internal configuration management requirements.
These shall complement the contractor's associated requirements for interfacing with the

procuring agency when proposed engineering changes affect government controlled config-

uration identification. This interface shall be in accordance with appropriate contract

requirements and reference 2.1a or 2.lb.

4.6 Subcontractor control. The contractor is responsible for assuring that all soft-

ware, documentation and programming materials procured from his subcontractors conform

to the contract requirements. Therefore, this Military Standard shall be invoked on all

subcontractors involved in the development of weapon system software.

4.7 Deviations and waivers. All weapon system software and software documentation

;hall be developed and delivered in exact conformance with all the requirements of this
Military Standard, other applicable standards, and applicable weapon system software do-

cumentation and specifications, as contractually invoked unless a deviation or waiver ha5

been previously processed and approved by the procuring agency in accordance with refer-
ence 2.ia or .. b. The extent of any variance from exact conformance to all applicable
requirements inall only be that which is specificaliv authorized bv formally approved

deviations or waivers.
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5. DETAILED REQUIREMLNTS

5.1 Program performance requirements. The contractor shall determine the detailed
program performance requirements for the weapon system software. The contractor shall
utilize the basic descriptive requirements and design information provided by the pro-
curing agency to create the program performance requirements. This information may be

-' augmented by studies, analyses, visits to operational units, and surveys as necessary.
The program performance requirements are subject to the review and approval of the pro-
curing agent.

5.1.1 Supporting information for program performance requirements. The contractor
shall utilize, as a minimum, those items available of the following to determine the
program performance requirements:

a. System performance requirements.

b. System design specifications.

" " c. Equipment design specifications.

d. Interface design specifications.

e. Operational standards, doctrine, and tactics.

f. System design standards.

5.1.2 Computer program performance analysis. In determining the performance require-
ments, the contractor shall investigate and analyze in detail all areas relating to the
performance requirements of the weapon system software.

5.1.2.1 Mission areas. The contractot shall investigate the mission areas, primary
and secondary, and supporting tasks of the operational user or platform for the weapon
system.

5.1.2.2 Functions. The contractor shall define the major functions or groupings of
the program necessary to meet the system performance requirements.

5.1.2.3 Applicable documentation for program performance requirements. The contractor
shall identify all documents which define or constrain the program performance require-
ments. Definitions of applicable terms and abbreviations not consistent with or not in-
cluded in reference document 2.1c shall be indicated and defined by the contractor.

*." 5.1.2.4 Welpon system description. The contractor shall examine the relationship of
all components in the weapon system which affect the weapon system software or the pro-
gram performance requirements. The contractor shall determine how the computer program
interfaces with other components to perform required functions.

a. Peripheral equipment identification. The contractor shall identify all equip-
ment with which the program will interface.

b. Interface identification. The contractor shall identify all other digital
programs or systems with which the program will interface.

5.1.2.5 Functional description. The contractor shall analyze the major functions and
O the functional relationships of the program with interfacing equipments and other pro-

grams.

a. Equipment descripLions. The contractor shall identify the requirements imposed
on the program by each interfacing equipment, the purpose of the equipment, and

• Tthe use of options and controls.
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b. Block diagrams. The contractor shall generate diagrams of equipment and program
relationships with internal and external data flow.

c. Intersystem interface. The contractor shall determine the interfaces with other
systems and shall be cognizant of the performance requirements and design speci-
fications of all systems which will interface with the system under development.
Each contractor shall be aware of the purpose of the interface and the data to
be exchanged. Data quantity, frequency, rate, format, content, scaling require-
ments and conventions shall be developed. In fulfilling this assignment, the
contractor may be tasked to participate with other development contractors as a
team to design the intersystem interfaces so that the performance requirements
of all systems are met. If interface conflicts are uncovered such that an in-
dividual system's ability to perform in accordance with its requirements is ad-
versely affected, the interface design team shall recommend to the procuring
agency the necessary modifications to the systems or their interface to over-
come the deficiency. If no solution can be agreed upon, the team shall recom-
mend modification of the system performance requirements to the procuring agent.

d. Function description. The contractor shall establish the performance of each
function supported by the program, its purpose, and functional design.

5.1.2.6 Detailed functional requirement. The contractor shall delineate the perform-
ance of each function by detailing its narrative, logical, and mathematical descriptions.

a. Inputs. The contractor shall define all inputs (external and internal) including
their source, format, method of reception, quantity, timing, range, and scaling.

b. Processing. The contractor shall generate textual and, as appropriate, mathe-
matical descriptions of the processing requirements of each function, including
functional parameters and geometric diagrams.

c. Outputs. The contractor shall define all outputs (internal and external) in-
cluding their method of transmission and timing, meaning, format, destinations,
range, and scaling.

d. Special requirements. The contractor shall identify all requirements imposed by
higher-level constraints or by exigencies of the function.

5.1.2.7 Adaptive parameters. The contractor shall identify those parameters which re-
flect the system environment, system parameters, and system capacities and which can be
modified without altering the logic of the operational function.

5.1.3 System resources. The contractor shall define the computer memory, computer
processing time, and input and output resource budgets and their projected utilization
for the weapon system. If the weapon system under development has more than one digital
processor, the contractor shall define these resource values for each digital processor.

5.2 Program design requirements. The contractor shall develop the detailed program
design requirements in accordance with the detailed program performance requirements ap-

proved by the procuring agency and shall comply with other design constraints and stand-
ards as specified by the procuring agency. The requirements shall be translated into pro-
gram design in a systematic top-down method. The design shall be a hierarchical struc-
ture of identifiable programs, subprograms, modules, procedures, and routines. The

highest level of control logic resides at the top of the hierarchy; the computational or
algorithmic functions reside at the lower levels. The program shall be divided into con-
stituent parts and then these parts broken down into their constituents. Each level of
design development (or breakdown) is continued until a level is reached where there is no
subservient level. Levels shall be structured so that a lower level does not call on a
higher level.
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The contractor shall define the assumptions, the programming approach for implementing
the computer program and shall define the program architecture. As early as possible in
the design phase, the proposed program architecture shall be verified as to its capability
to support the computational load imposed by maximum operation of all functions required
to be simultaneously serviced. This verification may require extensive modeling and
simulation and shall, in all cases, be completed prior to design implementation and
coding.

The program design shall be subject to review and approval by the procuring agency. Prior
to submission of the detailed design to the procuring agency for review, a design walk-
through shall be conducted. This design walk-through shall be accomplished by one or more
technically qualified persons in conjunction with the originator or originators of the
detailed design.

5.2.1 Supporting information for program design requirements. The contractor shaly.
utilize, as a minimum, those items available of the following to determine the program
design:

a. System operational design documents.

b. Program performance specifications.

c. Interface design specifications.

d. Programming reference manuals.

e. Equipment technical manuals.

f. Specified programming standards and conventions.

g. Specified utility/support software documents.

5.2.2 Computer program design analysis. In determining the detailed computer program
design, the contractor shall investigate and analyze in detail the following areas re-
lating to the computer program.

5.2.2.1 Applicable documentation for program design requirements. All documents which
constrain, define, or influence the program design shall be analyzed. The contractor
shall define all design terms and abbreviations used to describe the program design.

5.2.2.2 Functional allocation. The allocation of functions and tasks to be performed
by the subprograms and their modules shall be defined. All performance requirements shall
be satisfied in their entirety in this allocation.

5.2.2.3 Program functional flow. The flow of program data and control in all required
modes of program operation shall be determined. A functional description of all inputs,
outputs and processing for each subprogram shall be defined.

a. Program interrupt control. The source, purpose, type, predicted rate of occur-
rence, and required control response for each external and internal interrupt

shall be determined from the analysis.

b. Subprogram reference control. The control logic, assignment of priorities and
permissible cy' a times for each subprogram shall be determined from the
analysis.

c. Special control features. Unique control requirements which affect the design
of the control logic shall be identified.

5.2.2.4 Resource allocation and reserves. Memory storage, input and output channels,
and processing time requirements for each subprogram shall be determined. Total system
memory, input and output channels, and processing time reserves of at least 20 percent
shall exist at the time of program acceptance by the procuring agency.
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5.2.2.5 Design constraints. The constraints of the specific programming language to
be used and the constraints of the specific support software to be used shall be defined
by the contractor.

5.2.2.6 Data base design. During the computer program design, the contractor Rhal1
take into account all data used by two or more subprograms.

5.2.3 Intersystem interface. The contractor shall determine the interfaces with other
systems and shall be cognizant of the performance requirements and design specifications
of all systems which will interface with the system under development. Each contractor
shall be aware of the purpose of the interface and the data to be exchanged. Data quanti-
ty, frequency, rate, format, content, scaling requitements, and conventions shall be de-
veloped. In fulfilling this assignment, the contractor may be tasked to participate with
other development contractors as a team to design the intersystem interfaces so. that the
performance requirements of all systems are met. If interface conflicts are uncovered
such that an indivilual system's ability to perform in accordance with its requirements
is adversely affected, the interface design team shall recommend to the procuring agency
the necessary modifications to the systems or their interface to overcome the deficiency.
If no solution can be agreed upon, the team shall recommend modification of the system
performance requirements to the procuring agent.

5.3 Programming standards. The following design and coding standards shall apply to
the development of weapon system software.

5.3.1 Control structures. Programs should be designed and shall be coded using only the
five basic control structures presented in figures 1A - IE. They are: the SEQUENCE of op-
erations (assignment, add.... ), IF THEN ELSE (conditional branch to one of two operations
and return), DO WHILE (operation repeated while a condition is true), DO UNTIL (operation
repeated until a condition is true) and CASE (operation which provides the transfer of
program control to a specific location within a compile-time system). Structured programs
of any degree of complexity can be developed if they can be broken down into individual
control structures.

5.3.2 Included/copied segments. Included/copied segments shall be written in HOL only,
unless a specific waiver has been previously granted to the procuring agency by proper
authority. Any program logic within a given structural segment shall utilize only those
control structures specified in paragraph 5.3.1. When the segment contains executable
statements, the entry to the segment shall be the first executable statement and the exit
shall be the last executable statement.

5.3.3 Entry-exit structure. Each module, procedure, routine, or source code segment
shall have a single entry and single exit structure. (See figure IF)

5.3.4 Program traceability. Programs shall be designed and coded such that upon inter-
rupt or termination, the values of the various parameters, indices and other local var-
ables as of the last usage are recoverable.

5.3.5 Self-modification. Program self-modification of instructions during execution
shall be prohibited.

5.3.6 Recursive programs. Recursive procedures or routines shall not be used unless
the target computer has a stack oriented architecture.

5.3.7 Size. The procedures or routines which make up a module shall not exceed an
average of one hundered executable HOL statements per procedure or routine and shall not
exceed a maximum of two hundred executable statements in any procedure or routine. Each
independently executable HOL statement, whether free-standing, part of a complex statement
or in an included/copied segment counts as one executable statement.

5.3.8 Branching. Branching statements (GO TO's) may be used only with the approval
of the procuring agency. Branching statements, if approved, shall only pass control to
a statement that is in the same procedure or routine. Each GO TO must pass control only
forward of its point of occurrence. (Backward jumps generated by the compiler are per-
mitted).
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r. FIGnu IA.

-" SEQUNCE: Process A, Process 3.

Control flows from process A to the next in sequence, process B.

". - FIGUM 1B.

IF THEN ELSE: If condition A THE process B, ELSE process C.

TXI

IF

, ",F ELSE

VC

" _ The flow of control viii return to a covson point after executing either process B or C.

A predicates the conditional execution. If control is to skip a process pending the con-
dition of A, then the flow chart can be modified thusly:

i~: ENTER EXIT

UF
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FIGURE 1C. DO WHLEj DO WHILE condition A. process B

EXIT

F

The DO WHILE structure is a loop in which the condition A is evaluated. If found to be
true, then control is passed to process B and the condition A is evaluated again. If con-
dition A is false, then control is passed out of the loop.

FIGURE 1D. DO UIL~: DO UNTIL condition A, ProcessB.

The DO UNTIL structure is similar to the Do WHILE -except that the test of condition A
is performed after process B has executed. Thus the DO UNTIL loop will be performed once
regardless of the value of condition A.

FIGUREA*E. CASE: Based on Case conditional i, process i.

Control is passed to procesa kt based on the value of i.

* FIGURE 1. Control structures (continued)
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* . FIGURE 17. Neutinz of Control Structures.

FTHT

~~1*F

ELE HE

FIGURE 1. Control structures (continued)
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5.3.9 Relocatability. Programs shall be built in the form of relocatable object mod-
ules.

5.3.10 Indentation. Program structural indentation shall be used to improve readabil-
ity and clarity.

5.4 Programming conventions. The following programming conventions shall be utilized
in all weapon system software.

5.4.1 Symbolic parameterization. All values used in the weapon system software which
are constant throughout the weapon system design but which may be affected by environment
changes (e.g., sensor output limits, maximum range of weapons, maximum number of targets

handled, data storage limits) shall be treated as symbolic parameters in the design.
Duplication of symbolic parameters shall be minimized through use of common source of
values. When duplication is necessary, common symbolic parameter identification nomencla-
ture shall be used and comments will point to location of duplicates. Symbolic para-
meters shall be grouped at the beginning of each subprogram. Comments shall provide a
definition and the location of all parameters. Special symbolic parametric definition
features of the high level language and compiler shall .e used.

5.4.2 Naming. Naming conventions shall be uniform throughout the weapon system soft-
ware. Program, subprogram, module, procedure, routine and data names shall be uniquely
chosen to identify the applicable function performed and their position in the hier-
archical logic structure in relation to other components of the weapon system software

being developed.

5.4.3 Numerical conventions. Numerical conventions shall be established by the con-
tractor so that they are uniform throughout the program.

5.4.3.1 Symbolic conscants and variables. Constants and variables entering into nu-
merical computations shall follow the constraints set forth in paragraph 5.4.1.

5.4.3.2 Mixed mode expression. Mixed mode numerical operations shall be avoided when-
ever possible, but when determined to be necessary, they shall be completely descriued
in comments.

5.4.3.3 Grouping. Parentheses or other subexpression delimiters shall be used where
necessary to clarify the order of evaluation of compound expressions.

5.4.3.4 Significant digits. The number of significant digits as output shall not be
greater than the number of significant digits as input. The effect of truncation per-
formed shall be considered in applying this convention. Sufficient significant digits
shall be used in calculations to yield a minimum of computational error, and rounding by
the programmer shall not occur until the final computational step. The degree of compu-
tational error shall be analyzed to determine if systems accuracy requirements are ful-
filled.

5.4.4 Narrative description. A narrative description shall describe the history and
identify the functions of each hierarchical component of the weapon system software.

5.4.4.1 Abstracts. Each component shall include at the beginning of the executable
coding a textual description of its inputs, outputs, function or task, and algorithms;
a list of other components called; and a list of all calling components. In addition
to general explanation@, to assist understanding, precise references to the appropriate
statement labels and data-names shall be included in each module, procedure and routine
descriptive abstract. The descriptive abstract shall define the allowed and tolerable
range of values for all inputs and shall define the allowed and expected range of values
for all outputs. A history of the original and updating programmer names, the activity or
commercial company name and the activity or company division code or billet identifier
with dates completed shall be included.

5.4.4.2 Comment statements. In order to facilitate program comprehension, comment
scatements shall be used throughout the program code. Comment statements are non-oxe-
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*cutable (i.e., they have no effect on program executions) and are used to provide
documentation and clarification of the logic, data, variables, and algorithms. Each
source statement shall be self-defined or defined by a comment phrase to a level under-
standable by a person not associated with the original development effort. Logical
groups of comment phrases may be included in a single comment statement. General comments
on groups of source statements performing logical functions shall be included on separate
coment statements.

5.4.5 Source record format.

5.4.5.1 Execution efficiency. Subject only to the interest of readability, clarity
and maintainability, source statements shall be optimized for execution efficiency. For
maximum memory efficiency, common routines or procedures should be used instead of in-
cluded/6opied source code blocks whenever practicable.

5.4.5.2 Source code segment includes/copy. When repetitive segments of source code
are required in the program being developed, they should be coded only once as a struc-
tural source code block, thereafter being referenced/utilized upon each occurrence by
appropriate INCLUDES or COPY features, or constructs of the source HOL compiler.

5.4.5.3 Source statement. A source statement shall not be compound or complex in
*' structure except as necessary to support the control structures defined in paragraph 5.3.1.

5.4.6 Flow charts. There is no requirfment that flow charts be a deliverable item.

5.5 Program production. The contractor shall generate the program in a top-down,
well-controlled manner. Top-down implementation requires that units of code that depend
on the operation of other units be developed after the unit upon which they depend. Pro-
graming shall commence with the highest levels which shall then be tested extensively
and placed under configuration management and library control before descending downward
in the design to the programming of subordinate levels. This methodology will permit
orderly integration of units of code into an evolving computer program. Incremental de-
velopment of software will result which allows for well-controlled incremental testing
where the higher control structures are tested most often.

*- Programming conventions, program design rules and programming standards shall be promul-
gated to and followed by all levels of program production personnel. The contractor shall
ensure programmers are skilled in the use of the specified language and compiler ca, il-
ities. Standard procedures shall be developed for programmers to follow in use of cou.ng
forms, submission of compile requests, reports of progress and associated listin6s.
Efficient and effective control of the program during coding and test is required.

A code walk-through review of each program component shall be conducted prior to sub-
mission of the component for compilation. This review shall be conducted by one or more
technically qualified persons in conjunction with the originator of the code under re-
view.

5.5.1 Program production organization. The contractor shall implement a program pro-
duction organization that facilitates the top-down design, coding, integration, and
testing of the program.

5.5.2 Resource management. The contractor shall be responsible for management of
computer system resources (e.g., main memory, mass storage, processor time, input/output
controller(s), and input/output channel(s)). He shall determine the original assignment
of system resources through analysis and modeling. The contractor shall monitor the util-
ization of the assigned resources as program development progresses. A minimum reserve
of 20 percent capacity shall exist in each resource area at the time of program accept-
ance by the procuring agency.

5.5.3 Language. Weapon system software shall be coded in one of the high order pro-
gramminng languages (HOLs) approved by the Department of Defense unless a specific waiver
has been previously granted to the procuring agency by proper authority.
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5.5.4 Library usage and control. The contractor shall establish procedures for pro-
ducing, updating and controlling source and object libraries of the software under devel-
opment. All initial programs and development changes shall be maintained in both source
and object format. All patches shall be maintained in maintenance and patch logs and

*. on patch tapes until incorporated in the patch-free source program. Patches shall, as a
,.- minimum, be identified by: patch production date, programmer producing the patch, the

.-program component that the patch is applicable to, the corresponding problem number or
identification, the test that revealed the problem, the testing that certifies the integ-
rity of the patch, and the problem that necessitated the patch.

5.5.5 Sequence numbering. Each source record in each smallest independently compilable
unit of code shall contain a sequence number so that it can be uniquely identified. Se-
quence numbers shall be in sequentially increasing order beginning with and differing by
some multiple of ten.

5.5.6 Listings. Listings related to the program shall meet the standards specified
herein.

5.5.6.1 Program listings. For acceptance as a deliverable, the listing of a compiled
program shall include source language statements and co-ments with resulting object ma-
chine instructions interspersed appropriately (together with actual or equivalent assem-
bler statements, if available). Relative location of instructions and operands shall be
exhibited together with statement labels and identification numbers. All descriptions
of referenced procedures, routines and data shall be included in conjunction with this
listing and arranged for convenient access.

5.5.6.2 Cross-reference listing. A cross-reference listing shall be produced relating
each data name to the location of every other statement referring to it, and relating
each routine to the location of every other routine calling upon it. The list shall be
exhibited as a sequential table in alphanumeric order.

5.5.7 Load maps. The contractor shall describe the format, method and location in
which the various components and portions thereof are loaded in the weapon system com-
puters and, if applicable, stored on disks or other storage devices. This mapping shall
include delineating all of the portions of the program that are to be concurrently resi-
dent in the device in question and the location and size of each portion of the program.
If the system has more than one defined configuration or mode of operation for the soft-
ware, the contractor shall describe this information for each configuration or mode.

5.6 Program regeneration. All weapon system software delivered by the contractor shall

be capable of being regenerated from Government owned support software and the contractu-
ally delivered support software.

.[ 5.7 Program operation. The contractor shall determine the procedures for the opera-

tion of the weapon system software. Procedures shall be described in terms understandable

to operational personnel. Program operation procedures shall be subject to the approval
.O of the procuring agency.

5.7.1 Program operation analysis. In determining program operation procedures, the
contractor shall investigate and define in detail the following areas.

.* 5.7.1.1 Non-functional operation. Minimal processor and peripheral equipment require-
ments, equipment set-up for system operation, program set-up, special parameter entering
requirements, standby/operate procedures, monitoring ?rocedures, and recovery procedures
shall be defined.

5.7.1.2 Functional operation. Individual operator and station functions; coordinated
station procedures; all human factor aspects, modes and procedures necessary for each
console or station operator to perform his function in support of system operation; the
function of every control button, switch, readout and display affected by or affecting
the system; and all constraints imposed on operator actions shall be defined.
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5.8 Program test. The contractor shall determine the scope of tests required to ensure

that the program being developed meets all specified technical, operational, and perform-

ance requirements and the acceptance criteria. The contractor shall be responsible for

accomplishing all development testing. Test planning shall include development of:

a. Program acceptance criteria.

b. Levels of testing to verify performance.

c. Internal procedures for scheduling and conducting tests.

d. Detailed procedures for testing at each level.

e. Reporting procedures of test results.

All test plans, specifications, and procedures shall be subject to review and apprcval by
the procuring agency. The procuring agency qhall be kept advised of all test schedules

and shall be permitted to witness all tests with designated Government or contractor re-

presentatives. The contractor shall provide all supporting software necessary to conduct,
control, and record tests. The contractor shall define any special support software

necessary to satisfactorily test the software being developed. The contractor shall
identify to the procuring agency any GFE or GFI required to support the test progtam early

enough to allow the procuring agency to obtain and deliver any such requirements without

impacting the development and testing schedule.

The contractor shall provide or ensure the availability of adequate facilities for con-

ducting all required tests. The procuring agency shall have the option of specifying the
facility that should be used to conduct any portion of the test program.

The contractor shall prepare test reports showing quantitative results of all tests.

Such reports shall be signed by a representative of the contractor. Any formal or in-

formal approval of the testing results by the procuring agency representative during the

course of software production shall not be construed as a guarantee of the acceptance of

the finished product. Testing shall consist of the following:

a. Module tests.

b. Subprogram tests.

c. Program performance tests.

d. System(s) integration tests.

5.8.1 Module tests. Each module shall have completed a code walk-through prior to

being subjected to developmental testing. Developmental testing shall be adequate to de-

termine compliance with the applicable technical, operational and performance specifica-

tions. As a minimum, module testing shall be performed to:

* a. Ensure error-free compile/assembly of the coded module.

b. Ensure that the coded module fully satisfies the detailed performance ind de-

- sign requirements and that all code to be delivered has been exercised.

c. Exercise the module in terms of input/output performance with the results satis-

fying the applicable detailed performance and design requirements.-Oz-
5.8.2 Subprogram tests. Modules shall have passed the module tests prior to being sub-

jected to subprogram testing. The modules shall be integrated individually into particu-

lar subprograms. Subprogram tests shall be adequate to determine compliance with the
applicable technical, operational and performance requirements. As a minimum, subprogram

testing shall be performed to:

a. Ensure error-free linkage of the modules.
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b. Ensure that the subprogram fully satisfies the detailed performance and design

requirements.

c. Exercise the subprogram in terms of input/output performance with the results

satisfying the applicable detailed performance and design requirements.

d. Ensure the subprogram level man-machine interfaces.

e. Ensure the capability of the subprogram to handle properly and survive erroneous

inputs.

5.8.3 Program performance tests. All subprograms shall have passed the subprogram
tests prior to program performance testing. The subprograms shall be integrated individ-

ually until all subprograms have been integrated into the program. These tests shall be
adequate to determine compliance with the applicable technical, operational and perform-
ance requirements. As a minimum, program performance testing shall be performed to:

a. Ensure the total man-machine interface.

b. Ensure proper system initiation, data entries via peripheral devices, program

loading, restarting, and the monitoring and controlling of system operation
from display consoles and other control stations as applicable.

c. Ensure the proper interfacing of all equipment specified in the program perform-
ance requirements.

d. Ensure the capability of the program to satisfy all applicable system and pro-
gram performance requirements.

e. Ensure the capability of the system to handle properly and survive erroneous

inputs.

5.8.4 System(s) integration test. In instances where the developed program is an
element of a larger system involving the integration of two or more programs, the con-
tractor(s) shall be required to participate in total system integration testing. Inte-

gration testing may be conducted at facilities other than the development facility, such
as a land-based test site. Each contractor shall provide technical support to the in-

tegration testing as required.

5.8.5 Software trouble reporting. The contractor shall develop and implement internal
procedures for handling and reporting all software or software related problems identi-
fied. In addition to the categories and priorities described below, a code shall be util-
ized to indicate the status of each Software Trouble Report (STR) as it progresses through
the correction cycle. All SIRs shall be verified for accuracy and correctness and sub-
mitted on standard forms.

The contractor shall maintain a complete set of software problem data files throughout
the duration of the contract and make this information available to the procuring agen.y
or its authorized representative upon request.

5.8.5.1 Software trouble report category. Software problems shall be classified by

category as follows:

a. Software trouble (S). The software does not operate according to supporting
Aocumentation and the documentation is correct.

b. Documentation trouble D). The software does not )perate according to support-
ing documentation but 'he software )peration is correct.

. Design trouble IE:. The software operates according to supporting docmentation

bur a ieslgn deficiency exists.

2A •



d. Logic trouble (L). The software has a logical error with no direct.y :rServa ..
"- operational symptom but with the potential of creating trcuble.

5.8.5.2 Software trouble report priority. Software errors are prioritire .

as follows:

a. Priority 1 - An error which prevents the accomplishment of an operatL na .

• mission essential function in accordance with official requirements , .. 5',

a program stop), which interferes with an operator to the extent that "ie pei-
tor prevents the accomplishment of an operational or mission esoential f:n: t-

• .or which jeopardizes personnel safety.

b. Priority 2 - An error which adversely affects the accomplishment f an ccer :
al or mission essential function in accordance with official requirements s. as

- to degrade performance and for which no alternative work-around solution exists,
or which interferes with an operator to the extent that the operator ad'verseLv

,*" affects the accomplishment of an operational or mission essential funct"on so as

to degrade performance and for which no alternative work-around solution exists.
*m (Reloading or restarting the program is not an acceptable work-around solution.

c. Priority 3 - An error which adversely affects the accomplishment of ar operation-

a or mission essential function in accordance with official requirements so as

to degrade petformance and for which there is a reasonable alternative work-

around solution; or which interferes with an operator to the extent that the

operator adversely affects the accomplishment of an operational or mission

essential function so as to degrade performance and for which there is a reason-
able alternative work-around solution. (Reloading or restarting the program is

not an acceptable work-around solution.)

d. Priority 4 - Ar, error which is an operator inconvenience or annoyance and does
- .not affect a required operational or mission essential function.

e. Priority 5 - All other errors.

5.8.5.3 Software trouble report disposition. The contractor shall determine the ini-

tial status of each STR when it is reported and shall monitor and record any and all
changes of the status of each STR. When all appropriate action concerning an STR has

been completed, the contractor shall determine and record the final disposition of the
STR.

5.9 Quality assurance. The contractor shall implement quality assuzance procedures to
verify in each stage of the development that the product program will meet the current

- performance specifications approved by the procuring agency. The contractor shall im-

-. .plement quality assurance procedures to validate the accuracy, correctness and perform-
ance of the product programs, to verify the accuracy and conformance of program docu-
mentation to the requirements cf this Military Standard and to ensure that all procedures

incmbent on the contractor are properly and completely followed. T-he procedures shall
be open to review by the procuring agency or ts authorized representative. The imple-

* mentation and functioning of the procedures shall also be open to Inspection by the

procuring agency or its authorized representative.

5.9.1 Quality assurance or3anization. The quality assurance organization shall in-

clude provisions for addressing all the following facets of quality assurance.

5.9.1.1 Reporting level. The contractor's quality assurance organization shall have

. corporate report'ng responsibility external to the developing/engineering group to assure

an objective evaluation of conformity and progress.

5.9.1.2 Participation in audits. The contractor's quality assurance ,rganizattcn ska>
present and shall conform with procedures for independent quality audits that sh.Ac 'ne
place throughout the development phase starting with design deveicpment mnd endt:

test, certification, delivery and acceptance which measure system ::Urnance with too-

"-, nical and management requirements and qtandards.

,-.,--1
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" 5.9.1.3 Design reviews. The contractor's quality assurance organizastion shall parti-
cipate in design reviews and design walk-throughs utilizing procedures to assure complete-
nes" and accuracy of presented materials and to assure timely and correct completion of
action assignments.

5.9.1.4 Program design. The detailed performance requirements for the weapon system
software shall be audited and examined to ensure that they are able to satisfy the oper-
ational requirements, operational standards and system performance specifications, as may
be provided by the procuring agency. The detailed design of the weapon system software
shall be examined to ensure complete compliance with the performance requirements speci-
fied by the procuring agency.

5.9.1.5 Program coding. Coding shall be examined to ensure complete compliance with
the detailed program design and specified programing conventions and standards. List-

. ings for developmental components of the program shall be thoroughly desk-checked before
testing.

5.9.1.6 Tests. The contractor's quality assurance organization shall witness tests to
assure conformance with approved procedures. Quality assurance activities shall include
record-keeping, maintenance, control of test materials, and conflict/discrepancy resolu-
tion.

4 5.9.1.7 Deliverable items. The contractor's quality assurance organization shall pro-
vide quality procedures and shall monitor conformance with all procedures to assure con-
tractual correctness of all deliverable item.

5.9.1.8 Reporting. The contractor's quality assurance organization shall utilize both
interdepartmental and intradepartmental reporting chains to assure prompt reporting of

% the results of quality related activities. Quality assurance shall follow up any noted
discrepancy/action assignment to assure timely and complete correction of the problem.

5.9.1.9 Authority. When conflict exists between quality assurance and other contractor
functions at a specific task/management level, the conflict shall be resolved success-
ively at the next higher level.

5.10 Program acceptance. In addition to any criteria specified by the procuring
agency, program acceptance shall be predicated upon satisfaction of system reserve re-
quirements, successful completion of the software quality test, the priority and number
of unresolved software and documentation errors and the number of existing patch words.

5.10.1 Reserve recuirements for program acceptance. Total system memory, input and
output channels, and processing time reserves of at leasit twenty percent shall exist at
the time of program acceptance by the procuring agency.

5.10.2 Software quality test requirements for program acceptance. Prior to program
acceptance, the program shall have successfully completed the software quality test.
This test is intended to exercise all of the functions of the software for a period of
time in order to demonstrate that the software is reasonably free of serious or numerous
errors. Under this test, the software is to be stressed to the limits of its designed
capacities and beyond in order to ensure that degradation at the point of saturation is
not catastrophic.

5.10.2.1 Test environment. The software quality test shall be conducted in the an-
vironment specified by the procuring agency. Normally, the software quality test shall
be conducted in the ultimate user environment for which the system and program were de-
signed. If the ultimate user environment cannot be used for the stress portion of the
software quality test, the alternate test site for the stress portion shall be a fully

integrated facility equipped with the same hardware found in the ultimate user environment.
:":'iThe reminder of the software quality cost requirements must still be met In the ultimte

user environment including the length of test as specified below.

The software quality test shall be conducted by a testing activity designated by the pro-
curing agency and independent of the procuring agency and the development contractor(s).

.32
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5.10.2.2 Software to be tested. The software to be used in this test shall be the
current approved configuration item. It shall have been compiled with the standard DOD
support software specified by the procuring agency.

5.10.2.3 Software quality teit documentation. All software documentation deliverables
for the software being tested shall be available to the testing activity in their final

., form at the time this test is conducted.

5.10.2.4 Software quality test program operation. At the start of this test the pro-
.r. gram(s) under test shall be loaded, initialized and started and shall not be stopped until

scheduled test completion. When testing an integrated system, subsystems shall operate
simultaneously throughout this test as they are intended to do during normal usage oper-
ations. Any stop of the program under test, for whatever reason, shall constitute fail-
ure to meet the software quality test requirements. For programs with auto-recovery
capabilities, any interruption in program execution which invokes the auto-recovery fea-
ture shall be treated as a program stop.

5.10.2.5 Software quality test duration. The length of time for this test will vary
depending on the complexity of the program and the mission of the system under test. For

- those programs which are of such complexity that all of the testing requirements and the
* intent of this standard cannot be satisfied within the minimum periods prescribed below,

.1 the length of time for this test shall be extended as determined by the testing activity,
or the requirement, if any, specified in the program performance specification or a higher
level document. Initial system setup time to establish normal operating conditions shall
not be included as part of the testing period.

a. For systems that are designed to operate continuously or for more than one day
at a time when the system is placed into operation, the minimum length of time
for this test shall be 25 continuous hours.

b. For systems that are not designed to operate continuously or for more than one
day at a time, the minimum length of time for this test shall be the length of
time required to fulfill the system's mission(s) including any premission or
postmission periods or the length of time it takes to complete the test require-
ments of this standard, whichever is longer. The testing period shall be con-
tinuous.

5.10.2.6 Software quality test input data. The program(s) under test shall be sub-
Jected to normal and abnormal input data in such a way as to exercise all Zunctions and
all interfaces. The test shall be designed to exercise in random order, as specified in
approved test procedures, variations of all modes of operation following scenarios of
typical normal, as well as abnormal, system operation which demonstrate compliance with
operational requirements. Legal and illegal inputs shall be made to test program integ-
rity.

5.10.2.7 Software quality test stress testing. For certain periods during the test as
prescribed by the testing activity, the software shall be required to operate at satu-
ration levels which stress the software's capabilities in terms of response times and
data handling capacity. Attempts shall be made to exceed every data rate and data volume
capacity. Such stress shall be generated through inputs from manual or automated inter-
faces. There shall be at least three distinct stress periods and the total time spent on
stressing the system shall represent at least one-third of the total length of the test.
Methods of stressing the system shall include, but are not limited to:

a. Provide more information to be processed than the processor is designed to
accoinodate.

b. Saturate the data transfer capabilities by requiring sore data to be transferred
in and out of memory, peripheral@, subsystems, and interfacing systems than the
system was designed to accomodate.

c. Exceed assigned storage area capacities, e.g., buffers, tables and scratch areas.
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5.10.2.8 Software quality test reduced capability testing. For systems designed to
operate in a reduced capability mode(s) due to hardware failure(s), each possible reduced
capability mode shall be validated by causing actual physical degradation of the hardware,
e.g., secure power to a piece of equipment. Correct processing of the failure shall be

validated including the capability to return to a normal mode of operation. Scenarios
while operating in the reduced capability mode(s) shall demonstrate compliance with formal
specifications. The duration of system operation in the reduced capability mode shall be
determined by the testing activity.

5.10.2.9 Software quality test and maintenance support programs. On-line organization
level hardware maintenance support programs shall be demonstrated during test periods of
nominal loading when such a capability exists. For maintenance programs designed to op-
rate only when the operational program is off line, the demonstration of these mainten-
ance support programs will not be included as part of the teat of the operational soft-
ware, but as a separate demonstration to the satisfaction of the testing activity. The
priority and number of unresolved software and documentation errors and the number of
existing patch word requirements shall apply.

5.10.2.10 Errors during test. Occurrence of a software error of a priority one or two
severity during the software quality test shall require correcting the error and repeat-
ing the test in its entirety. Occurrence of an intermittent software error of a priority

.aone or two severity shall require that the particular operation(s) be repeated several
.. times to the satisfaction of the testing activity and that the full test then be repeated

in its entirety.

5.10.3 Software quality test limitations. Specified below are error and patch limits
relevant to the programs undergoing the software quality test. These limits shall be
satisfied prior to the commencement of the test. Zn addition, errors detected during the
test which cause this criteria to be exceeded shall invalidate the test; an individual
test may continue to run to its planned completion in order to uncover any additional er-
rors. In those tests where the error limits are exceeded, the test shall be rerun in its
entirety. In those tests where the patch limits are exceeded, consequently requiring

source level changes and recompilation or assemblage, the test shall be rerun it its en-
tirety.

5.10.3.1 Error limits. The following error limits apply.

a. The nmber of unresolved softare errors (excludig docmenttion 
errors) shall

not exceed the following: (see paragraph 5.8.5.2 for definition of priorities)

Severity Limits

Priority 1 and 2 (high) Zero

Priority 3 (sodium) One per 70K of machine instruction words or fraction
thereof.

Priority 4 and 5 (low) One per 35K of machine instruction words or fraction
thereof.

b. Intermittent errors shall be included in the count of software errors and re-
ceive no special consideration.

c. The number of unresolved technical errors in all ol the deliverable documenta-
tion shall not exceed the sun of three, plus one for every 25K of machine in- q
structions or fraction thereof. For example, a program having 300K machine in-
structions: 3 + 12 - 15 allowable documentation errors.

d. All software errors discovered during the software quality test shall be docu-

e". ""mented.

5.10.3.2 Patch limits. The following patch limits apply.

.01. .'.
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a. The total number of patch words in a program shall not exceed 0.005 times the
total machine instruction words in the program.

.9

b. There shall be no patching of errors while the software quality test is in prog-
ress.

c. Patches which correct software errors are permitted only if they have been in-
corporated into the confiburation item and are automatically applied during the
load process.

d. The only other patches that may be in a program during the software quality test
are those which are considered required for testing purposes and they shall be
specifically set forth in the test procedures. Caution should be exercised that
these patches do not interfere with the validity of the software quality test
results. These patches shall not be counted against the patch limits established
above.

e. All patches shall be documented.

5.11 Configuration management. The contractor shall develop and implement internal pro-
cedures to ensure the positive identification, control and status accounting of the con-
figuration of the weapon system software, the detailed program performance requirements
and the detailed design requirements during all phases of the development effort. The
contractor shall ensure that such procedures are integrated with the configuration manage-
ment procedures addressing the total weapon system. Procedures shall provide:

a. Positive identification of all program components.

b. Rapid, comprehensive and accurate treatment of proposed changes to components
under configuration control.

c. Comprehensive implementation of approved changes and dissemination of corrected
documentation and program changes.

d. Accurate records of status of all proposed changes.

e. Verifications of change control, identification and status accounting of the

descriptive documentation and program materials.

5.11.1 Configuration identification.

5.11.1.1 Baselines. The contractor shall establish internal baselines representing
the approved configuration identification of the weapon system software. Internal base-
lines shall be established to ensure orderly transition from one software development
phase to the next. Internal baselines shall be established at. those points where it is
necessary to define internal departure points for future changes in performance, design,
and related technical requirements.

5.11.1.2 Documentation identification. The contractor shall establish titling, lab-
eling, numbering, and cataloging procedures for all computer software documentation and
program materials which satisfy the following criteria:

a. Denotes the component to which it applies.

b. Describes the purpose of the document.

c. Defines the baseline which it is a part of, or in support of.

d. Denotes the serial, edition and change status of the document.

The compilation date shall be indicated as part of the identifier for each delivered
component. Sequence numbering of all source records in a module shall be structured so
future changes to any component can be properly noted.
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5.11.2 Configuration control. The contractor shall establish procedures for the formal
control of all documents, program materials and the development support library. These
procedures shall include bringing each component of the software under configuration con-
trol. These procedures shall also include the establishment and functioning of a soft-
ware configuration control board and the methods and formats for submission and acting on
software change proposals, software enhancement proposals and software trouble reports.

5.11.2.1 Software changes. During software development, changes proposed by the con-
tractor to the software (including descriptive documentation) which is under configuration
control by the contractor or the Government or both, shall be submitted to the appropriate
software configuration control board(s) as either Software Change Proposals (SCP) or Soft-
were Enhancement Proposals (SEP) depending on the classification of the changes. All SCPs
or SEPs which have cost, interface, or schedule impact shall be attached to a form DD1692
(Engineering Change Proposal, page 1) completed and numbered in accordance with reference
2.1.a and submitted to the procuring agency.

.5.11.2.2 Documentation changes. Procedures for controlling the preparation and dis-
semination of changes to documentation to reflect approved and implemented SCPs, SEPs,
and STRls shall be developed. Such procedures shall be designed to insure the simultaneous
promulgation of the descriptive documentation and program materials.

5.11.2.3 Software Configuration Control Boards (SCCB). Each baseline plus approved

changes from those baselines shall be under the formal control of a responsible board.
The board shall identify and maintain the complete and current description of each com-
ponent of the weapon system software. The board shall consider all proposed changes to
the baseline and take appropriate action on each proposal. Each proposal shall be an&-
lyzed and evaluated in the following areas:

4.

.v a. Operational impact.

b. Technical design impact.

c. Resource requirements (e.g., cost, personnel, time).

For all approved changes, the board shall ensure implemented changes are reflected in all
baseline documentation. The contractor's SCCB shall implement procedures which reconcile
the configuration status accounting reports and the status of the software with the ap-
proved baseline(s) and its approved changes.

5.11.3 Configuration status accountint. The contractor shall establish procedures to
enable the generation of periodic status reports on all components under configuration
management. These procedures shall identify all SCPs, SEPs, and STRa in preparation, in
review, and in the current stage of implementation. These procedures shall confirm the
incorporation of approved configuration changes. These procedures shall identify all
disapproved and deferred SCPs, SEPs, and STRs.

5.12 Management control. The contractor shall determine and implement a management
system for the development effort which is acceptable to the procuring agency. The man-
agement of the development shall emphasize efficiency and economy. Clear lines of auth-
ority and responsibility shall be established. The management system shall provide for
the coordination of all facets of the development under a master schedule of events and
milestones. The detailed performance requirements, the program architecture and the
detailed program design will be subject to review by the procuring agency at scheduled
milestones in the program development cycle. Milestone dates shall be established for
demonstrations of evolving software capabilities. Such demonstrations are intended to
provide the necessary visibility for project management and meaningful output for product
validation. The management system shall provide a capability to monitor the progress of
the development by neans of regular status reports, reviews and audits. The managenent
system, including planning and procedural guidance for the development effort, shall be
compiled in an overall plan for visibility, formalization, control and coordination of
the development.
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5.12.1 Management organization. The contractor may use an internal organization of
his own choice, subject only to the requirements from this standard which are invoked by
the procuring agency. The contractor shall designate an overall manager for the develop-
ment effort. The functions of design, production and test shall be given organizational
visibility. The relationship of all support functions, both full-time and part-time, re-
quired to support the development effort shall'be clearly defined. The responsibilities
of all subcontractors, if used, shall be clearly visible to the procuring agency.

5.12.2 Resource requirements. The contractor shall determine his resource requirements
in the three areas of personnel, facilities, and equipment. Planning shall be completed

, -. early enough to permit orderly acquisition, installation, and training (if applicable) of
resources on an optimum schedule to prevent delay and to avoid dead-time. Reusability,
permanency. or length of project and convenience of location shall be weighed. The pro-
curing agency may direct the use of goverrment or other facilities. Planning shall be
responsive to schedule changes. The contractor shall avoid sharp fluctuations in per-
sonnel requirements by judicious shifting of personnel as development tasks change.

The contractor shall consider the cost-effectiveness of comnercial equipment to assist in
the development where appropriate. The possibility of continuing use of the equipment by
the Government during the operational support phase of the software life-cycle shall be
a consideration. Where weapon system equipment is government-furnished or government-
specified, the contractor shall be responsible only for the cost-effectiveness of its use
and maintenance, not its acquisition. The contractor shall implement a system of manage-
ment monitoring of utilization in the areas of personnel, facilities, and equipment con-

S. sidering both quantity and cost. Actual utilization rates shall be compared to predicted
rates at least monthly. The procuring agency may specify more frequent comparison. Vari-
ations shall be expeditiously investigated and corrective action initiated. Personnel
stability and productivity shall. be measured regularly.

5.12.3 Status reviews. Status reviews may be requested by the procuring agency at reg-
ular intervals during the development effort. The contractor shall be able to provide at
these reviews the current status, progress, and problems occurring in the development ef-
fort within the purview of the contractor.

5.12.3.1 Status review subjects. The contractor-shall address the following subjects,
as appropriate to the stage of the development effort, in each status review:

a. Organizational changes, managerial personnel changes

b. Design status

c. Development schedule status (milestone prognosis)

d. Coding status

e. Software Trouble Report (STR) status

f. Software Change Proposal (SCP) status

S. Software Enhancement Proposal (SIP) status

h. Integration schedule status

1. Testing status

J. Deliverables

k. Progress on previous problems

., 1. New action items/problems

a. Delinquencies: governmental, outside contractor, subcontractor, and internal

n. Manpower utilization
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'.'
-..-. . Facilities utilization

F..-. p. Computer system resource utilization (see 5.5.2)

q. Financial susmary.

5.11.3.2 Status review subject items. Within each subject area, the contractor shall

cover the following items, as applicable:

a. Thm schedule updated to the end of this reporting period.

b. Major difficulties encountered and plans to overcome them, including: Tasks/units
that are currently behind schedule (or have anticipated schedule changes), their
effects on completion of the project, and steps being taken to remedy schedule
delays.

c. Other information which defines cause and effect of significant changes on the

contract schedule.

d. Problems which actually or potentially will cause deviation from contractual re-
quirements.

e. Summary of meetings and conferences held during the reporting period, including
action items with due dates for both the contractor and the procuring agency.
Current status of action items shall be included until reported closed.

5.12.3.3 Documentation reviews. Documents and programing materials, as specified,
shall be scheduled for detailed review prior to approval or acceptance. The purpose of
the review shall be to:

a. Verify that the subject documents and programing materials comply completely and
accurately with the progrem performance and design requirements of higher level
documents and programing materials and all other standards and constraints im-
posed by the procuring agency.

b. Verify the accuracy and completeness of the documents and programing materials
by checking for all components, their correct cross-reference, and editorial
accuracy.

The review shall be in two stages: a preliminary working-level review followed by a formal
(or critical) review after changes resulting from the preliminary review have been entered.
Reviews shall be scheduled by the contractor, with the concurrence of the procuring agency,
and in accordance with milestones in the software development plan. The procuring agency

*... may designate other activities to participate in the review. The contractor shall distri-
* bute drafts of review documents and programing materials to each designated activity

sufficiently in advance of the scheduled preliminary review to allow adequate internal re-
view by each activity. The contractor shall distribute a corrected version of the review
documents and programing materials after completion of the preliminary review. The crit-
ical review fox the acceptance or approval of the docments and programing materials shall
expeditiously follow the distribution of the corrected version.

5.12.3.4 Special reviews. Special reviews my be scheduled by the procuring agency at
major milestones or events in the development effort not covered by documentation reviews
or status reviews. A special review of the test progrem as developed shall be conducted.

, The contractor shall furnish the same support for special reviews as for status reviews.

5.12.4 Inspections and audits. The procuring agency may employ a physical inspection to
determine the contractor's conformance with contractual requirements. As a minimum, areas
of interest include documentation controls, deliverable data items, government-imposed
standards, and the following:

a. Facilities. The development and test facilities may be inspected for contractual
conformity at any time during the life of a software system development contract.
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b. Configuration managment. Contractor conformance with the approved software con-
figuration malnagement requirmuto may be audited through examination of records
and attendance at software configuration control board meetings.

c. Internal standards. The procuring agency may audit the contractor's conformance
with internal standards of software development and control.

d. Quality assurance. The procuring agency may audit and inspect the contractor's
conformance with the approved software quality assurance requirements.
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6. KISCILLANUOUS

" "6.1 Contract Data Requirements. The folloving list of Data Item Descriptions shall be
utilized if the procuring agent desires to order data that is generated from having in-
voked pertinent work tasks that are established within this standard. Such data must be
specified on the Contract Data Requirements List, DD Form 1423.

MIL-STD-1679 (Navy)
Corresponding
Section

a. Interface Design Specification (IDS) DI-E-2135 5.1.2.4b,
"A 5.1.2.5c/5.2.3

b. Program Performance Specification (FPS) DI-E-2136 5.1

c. Program Design Specification (PDS) DI-E-2138 5.2

d. Program Description document (PFD) DI-S-2139 5.3/5.4/5.5

e. Data Base Design Document (DID) DI-S-2140 5.2.2.6

f. Progrm Package Dociment DI-S-2141 5.3/5.4/5.5

g. Computer Prosram Test Plan DI-T-2142 5.8

h. Computer Program Test Specilication DI-1-2143 5.8

i. Computer Program Test Procedures DI-T-2144 5.8

-. J. Computer Program Test Report DI-T-2156 5.8

k. Operator's Manual (OK) DI-K-2145 5.7

1. System Operator's Manual (SOt) DI-N-2148 5.7

m. Software Quality Assurance Plan DI-R-2174 5.9

n. Software Configuration Management Plan (SCHF) D-1-2175 5.11

o. Software Development Plan DI-A-2176 5.12

p. Software Change Proposal (SCP)/Sofeware Dt-Z-2177 5.11.2.2
"nhancement Proposal (SEP)

q. Computer Software Trouble Report (STh) DI-1-2178 5.8.5

Custodians: Preparing Activity:

Navy- Navy - M

Review Activities: Project No. IPSC-N138

Navy - AS, IC, MC, OS, R

User Activities:

. lNavy - 10, AS, IC, NC, OS, Sa
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