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CMU SEI is a DoD R&D Federally Funded Research and Development Center

Our mission: Engineering and securing 

software

Established in 1984 at Carnegie Mellon 

University

~700 employees

Offices in Pittsburgh and DC, with 

locations near customer facilities in MA, 

MD, TX, and CA

~$145M in annual funding (~$20M 

USD(R&E) 6.2 and 6.3 Line funding)
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Contact Information

Mark Sherman

(412) 268-9223

mssherman@sei.cmu.edu

info@sei.cmu.edu

Web Resources (CERT/SEI)

http://www.cert.org/

http://www.sei.cmu.edu/

mailto:mssherman@sei.cmu.edu
mailto:info@sei.cmu.edu

