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Tuesday 27 January 2008

Opening Remarks
e Ms. Martha Karlovic, Chair, NDIA Industrial Committee on Biometrics
e Mr. Thomas Giboney, NDIA Industrial Committee on Biometrics

Policy Panel Discussion
Panelists:
« Mr. Robert Mocny, Director, US-VISIT Program, Department of Homeland Security
e Mr. Al Miller, OSD - Policy, U.S. Department of Defense
e Mr. Thomas Bush, Ill, Assistant Director, Criminal Justice Information Services Division, Federal Bureau of Investigation
e Mr. Tony Edson, Senior Advisor, Consular Affairs, U.S. Department of State

Government Panel Discussion
Panelists:
« Ms. Kimberly DelGreco, Section Chief, Biometric Service Section, Federal Bureau of Investigation
« Mr. William Vickers, Special Advisor to the Director, Biometrics Task Force
o COL James Brown, USA, Chief, Force Protection & Mission Assurance, USNORTHCOM

Commercial Industry Panel Discussion
Panelists:
e Mr. Jason Slibeck, Chief Technology Officer, CLEAR
e Ms. Katherine Stokes, Associate General Counsel, Graduate Management Admission Council

Wednesday 28 January 2009

Keynote Speaker
Dr. David Boyd, Director, Command, Control, Interoperability, U.S. Department of Homeland Security
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Technologies Panel Discussion
Panelists:
e Mr. Brad Wing, IT Specialist, National Institute of Standards and Technology
e Mr. Ken Martin, Past President, International Association for Identification
« Dr. Stephen Elliot, Associate Professor of Industrial Technology, Purdue University
« Dr. Arun Ross, Associate Professor, Lane Department of Computer Science and Electrical Engineering, West Virginia
University

International Panel Discussion

Panelists:
e Mexico, Mr. Carlos Raul Anaya Moreno, Director General, National Register of Population and Personal Identification
e INTERPOL, Mr. Joseph Orrigo, Senior CI Advisor, Terrorism and Violent Crime Division

Interoperability Panel Discussion

Panelists:
e Mr. Paul Grant, Office of CIO, U.S. Department of Defense
e Mr. Paul Garrett, Special Assistant To The Chief Information Officer, Department of Justice
e Mr. Dirk Rankin, National Counterterrorism Center
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ENUEVERN

STRENGTH THROUGH INDUSTRY & TECHNOLOGY

PROMOTING NATIONAL SECURITY SINCE 1919

2009 BIOMETRICS
CONFERENCE

“Strategies For Implementing HSPD - 24”

HIGHLIGHTS INCLUDE:

» Keynote Speakers
Senator Jeff Sessions,
Alabama (Invited)
General Victor Renuart,
Commander, NORTHCOM
Dr. David Boyd, Director,

Command, Control,

Interoperability, Department
of Homeland Security

3l

» Creating the framework for a
biometric network to defeat
a terrorist network.

» Sharing biometric and
associated biographical and
contextual information from

Federal to State, local and tribal

authorities.

» The Challenge: We need to
find, understand and fix the gaps

before our enemies do.

» Six focused Panel discussions

with topical SMEs.

HOTEI : N JANUARY 27 - 28, 2009
EVENT #9860 ‘ WWW.NDIA.ORG/MEETINGS/9860



2009 BIOMETRICS CONFERENCE

2009 BIOMETRICS CONFERENCE

JANUARY 27, 2009 - JANUARY 28, 2009
SHERATON NATIONAL HOTEL » ARLINGTON, VA

On 5 JUNE 2008, The President of the United States issued a national
directive aimed at enhancing the security of our nation, its citizens and
infrastructure, through the use and application of biometrics. The document
is entitled, “Homeland Security Presidential Directive/HSPD — 24.” The
subject of the directive is, “Biometrics for Identification and Screening to
Enhance National Security.”

The Attorney General working with the Secretaries of State, Defense and
¢ IDENTITY Homeland Security, the Director of National Intelligence and the Director
+¢ SOLUTIONS of the Office of Science and Technology is charged to develop an Action Plan
for implementing HSPD-24 by June 2009. NDIA’s Biometric Conference
2009 is designed to be an open forum for identifying and discussing practical
approaches to the challenges of successfully implementing HSPD-24. The

NDIA conference will examine a broad spectrum of issues ranging from:
* Policy development
* Existing and planned U.S. Government programs

* Examples of commercial application of biometrics to address mission
critical business goals

* Enabling technologies
* Initiatives within the international community

* Challenges to achieving true interoperability and information sharing.

The conference’s goal is to develop a mutual understanding and cardinal

, ; direction for possible solutions wherein jurisdiction gaps are closed,
From Science to Solutions . . - .
technologies are interoperable and policies are cohesive.

ORTHROP GRUMMAN

HSPD-24, “Biometrics for Identification and Screening to Enhance National
Security,” June 2008, creates the framework for a biometric network to defeat
a terrorist network by “sharing of biometric and associated biographical and
contextual information.” It calls for “layered approach to identification and
screening of individuals, as no single mechanism is sufficient” across multiple
sovereign jurisdictions of Federal, States, local and tribal authorities. The
Federal Government has responsibility for 115 airports, 14 seaports, 150
land ports, 220 consulates and two sea borders and the two land borders with
numerous waterways. On that layer, add the 50 states and municipalities.
HSPD-24 is challenged by multiple jurisdictions, different technologies and
policies.

Please join us and share your skills and experience with other conference
attendees and panelists so that we might truly identify some practical,
achievable results with respect to the operational goals and objectives of
HSPD-24 and make our world a safer place to live and work.




REGISTRATION INFORMATION
REGISTRATION

Register online by visiting the conference website at www.ndia.org/
meetings/9860. Online registration will close at 5:00 pm EST on January 16,
2009. You may also fax the registration form found in this brochure to 703-
522-1885 or mail to National Defense Industrial Association, Event #9860,
2111 Wilson Blvd., Suite 400, Arlington, VA 22201. Payment must be made at
the time of registration. Registrations will not be taken over the phone.

In order for your name to appear in the on-site attendee roster, you must
register for the conference by January 16, 2009. After this date, you must
register on-site.

CONFERENGE EARLY REGULAR LATE
REGISTRTION FEES (BEFORE 12/20/08) (12/20/08-1/16/09) (AFTER 1/16/09)

GOVERNMENT/
ACADEMIA/ ALLIED GOV.

INDUSTRY

INDUSTRY

CANCELLATION POLICY

Cancellations received before December 20, 2008 will receive a full refund.
Cancellations received between December 20, 2008 and January 16, 2009 will
receive a refund minus a $75 cancellation fee. No refunds will be given for
cancellations received after January 16, 2009. Substitutions are welcome in lieu
of cancellations. Cancellations and substitutions must be made in writing to

Holley Slabaugh at hslabaugh@ndia.org.

COMPANIES THAT WILL BE DISPLAYING INCLUDE:




2009 BIOMETRICS CONFERENCE

TUESDAY JANUARY 27 2009

7:00 am - 6:30 pm
7:00 am - 8:00 am

8:00 am - 8:10 am

8:10 am - 8:30 am

8:30 am - 9:00 am

9:00 am - 9:30 am

9:30 am - 10:00 am

10:00 am - 12:00 pm

12:00 pm - 1:00 pm

1:00 pm - 2:45 pm

2:45 pm - 3:15 pm

Registration Open
Continental Networking Breakfast

Administrative Remarks
MG Barry Bates, USA (Ret), Vice President, Operations, National Defense Industrial Association

Opening Remarks
Ms. Martha Karlovic, Chair, NDIA Industrial Committee on Biometrics

Mr. Thomas Giboney, NDIA Industrial Committee on Biometrics

Keynote Speaker
The Honorable Jeff Sessions, Senator, Alabama (Invited)

Keynote Speaker
Gen Victor Renuart, Jr., USAF, Commander, North American Aerospace Defense Command and U.S. Northern
Command, United States Department of Defense

Break

Policy Panel Discussion
Moderator: Mr. Jeffrey Hathaway, Vice President, L-1 Identity Solutions
Panelists:
Mr. Robert Mocny, Director, US-VISIT Program, Department of Homeland Security
Mr. Al Miller, OSD - Policy, U.S. Department of Defense
Mr. Thomas Bush, lll, Assistant Director, Criminal Justice Information Services Division,
Federal Bureau of Investigation

Lunch

Government Panel Discussion
Moderator: Ms. Beth Lavach, ELS & Associate, Consortium of Forensic Science Organizations
Panelists:
Ms. Kimberly DelGreco, Section Chief, Biometric Service Section, Federal Bureau of
Investigation
Mr. William Vickers, Special Advisor to the Director, Biometrics Task Force
Ms. Angela Miller, Consular Affairs, U.S. Department of State
COL James Brown, USA, Chief, Force Protection & Mission Assurance, USNORTHCOM
Ms. Patricia Cogswell, Executive Director, Screening Coordination Office, U.S. Department of
Homeland Security

Break



2009 BIOMETRICS CONFERENCE

TUESDAY JANUARY 27 2009

3:15 pm - 4:45 pm

4:45 pm - 5:00 pm

5:00 pm - 6:30 pm

7:00 am - 3:45 pm
7:00 am - 8:15 am

8:15 am - 8:25 am

8:25 am - 8:55 am

8:55 am - 9:40 am

9:40 am - 11:40 am

Commercial Industry Panel Discussion
Moderator: Ms. Martha Karlovic, Vice President, Security and Identity Management, SAIC
Panelists:
Mr. Chris Swecker, Global Corporate Security Director, Bank of America
Mr. Jason Slibeck, Chief Technology Officer, CLEAR
Ms. Katherine Stokes, Associate General Counsel, Graduate Management Admission
Council

Closing Remarks
Ms. Martha Karlovic, Chair, NDIA Industrial Committee on Biometrics

Mr. Thomas Giboney, NDIA Industrial Committee on Biometrics

Networking Reception

WEDNESDAY JANUARY 28 2009

Registration Open
Continental Networking Breakfast

Administrative Remarks
MG Barry Bates, USA (Ret), Vice President, Operations, National Defense Industrial Association

Keynote Speaker
Dr. David Boyd, Director, Command, Control, Interoperability, U.S. Department of Homeland Security

Break

Technologies Panel Discussion

Moderator: Mr. Timothy Hassell, Program Director, L-3 Communications

Panelists:
Mr. Brad Wing, IT Specialist, National Institute of Standards and Technology
Mr. Ken Martin, Past President, International Association for Identification
Dr. Stephen Elliot, Associate Professor of Industrial Technology, Purdue University
Dr. Marios Savvides, Director of Biometrics, CylLab
Dr. Arun Ross, Associate Professor, Lane Department of Computer Science and
Electrical Engineering, West Virginia University



2009 BIOMETRICS CONFERENCE

WEDNESDAY JANUARY 28 2009

11:40 am - 12:45 pm Lunch
12:45 pm - 2:15 pm International Panel Discussion
Moderator: Mr. Wiliam Vickers, Special Advisor to the Director, Biometrics Task Force
Panelists:
United Kingdom

Mexico, Mr. Carlos Raul Anaya Moreno, Director General, National Register of

Population and Personal Identification
INTERPOL, Mr. Joseph QOrrigo, Senior Cl Advisor, Terrorism and Violent Crime Division

2:15 pm - 3:45 pm Interoperability Panel Discussion
Moderator: Mr. Richard Scott, Director, IBM

Panelists:
Mr. John Aslanes, Program Manager, NCTC Identities/Terrorist Identities Data Mart

Mr. Paul Grant, Office of CIO, U.S. Department of Defense
Mr. Thomas Lockwood, Senior Advisor, Screening Credential Office, U.S.

Department of Homeland Security
Mr. Paul Garrett, Special Assistant To The Chief Information Officer, Department of

Justice

3:45 pm Closing Remarks
Ms. Martha Karlovic, Chair, NDIA Industrial Committee on Biometrics

Mr. Thomas Giboney, NDIA Industrial Committee on Biometrics
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NATIONAL DEFENSE INDUSTRIAL ASSOCIATION > 2111 WILSON BOULEVARD, SUITE 400 > ARLINGTON, VA 22201-3061 “_______ | .‘.' ._._‘ __________
(703) 522-2561 > (703) 522-1885 FAX > WWW.NDIA.ORG/MEETINGS/9860 )
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NATIONAL DEFENSE INDUSTRIAL ASSOCIATION

BY COMPLETING THE FOLLOWING,
YOU HELP US UNDERSTAND WHO IS
WAYS To 1. Online with a credit card at www.ndia.org > Address ATTENDING OUR EVENTS.

SIGN UP: 35y mailwith a check or creait card -+ Crange Neoded
n
! PRIMARY OCCUPATIONAL
CLASSIFICATION. Check ONE.
NDIA Master ID/Membership # Social Security # > ) y
(If known - hint: on mailing label above your name) (Last 4 digits - optional) Defense Business Industry
[> R&D/Laboratories
Prefix (e.g. RADM, COL, Mr, Ms., Dr., etc.) > Army
Name: First MI Last > Navy
[> Air Force
Military Affiliation Nickname [> Marine Corps
(e.g. USMC, USA (Ret.) etc.) (For meeting badges) D Coast Guard
Title [> DOD/MOD Civilian
[> Government Civilian
Organization (Non-DOD/MOD)
Street Address [> Trade/Professional Assn.
[> Educator/Academia
Address (Suite, PO Box, Mail Stop, Building, etc.) [> Professional Services
iy State Zip Country [> Non-Defense Business
[> Other
Phone Ext. Fax
E-Mal CURRENT JOB/TITLE/POSITION.
Check ONE.
Signature* Date [> Senior Executive
[> Executive
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Alternate Street Address [> Ambassador/Attaché
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General/Admiral
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members include a one-year non-refundable NDIA
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refund. Cancellations received between December 20, 2008 and

January 16, 2009 will receive a refund minus a $75 cancellation fee. | month subscription to National Defense magazine. QUESTIONS, CONTACT:
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[>VISA [> MasterCard [> American Express [> Diners Club [> Cash NDIA - EVENT #9860

If paying by credit card, you may return by fax to 703-522-1885. 2111 WILSON BOULEVARD
SUITE 400

g o/ ARLINGTON, VA 2220

Credit Card Number Exp. Date FAX TO: 703-522-1885
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Command, Control and Interoperability

Dr. David Boyd

Director

Command, Control and Interoperability
Science and Technology Directorate
U.S. Department of Homeland Security
January 28, 2009
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Command, Control and Interoperability

Mission

Through a practitioner-driven approach, the Command, Control and
Interoperability Division (CID) creates and deploys information resources to
enable seamless and secure interactions among homeland security

stakeholders.

Vision
Stakeholders have comprehensive, real-time, and relevant information to
create and maintain a secure and safe Nation.




Communications Challenge on the Frontlines

Emergency responders—ypolice officers, fire personnel, and emergency
medical services (EMS)—need to share vital data and voice information across
disciplines and jurisdictions to successfully respond to day-to-day incidents

and large-scale emergencies.

Responders often cannot talk to some parts of their own agencies—Iet alone
across cities, counties, and states. Ineffective communications risk the lives of
responders in the field and can mean the difference between life and death for

those awaiting help.




Command, Control and Interoperability

Information
|dentify

Communicate

Manage
Visualize
Analyze

Protect
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Command, Control and Interoperability

Through a practitioner-driven approach, the Command, Control and
Interoperability Division creates and deploys information resources to enable
seamless and secure interactions among homeland security stakeholders. With
its Federal partners, the Division is working to strengthen communications
Interoperability, improve Internet security and integrity, and accelerate the
development of automated capabillities to help identify potential national threats.

Command, Control and
Interoperability

Surveillance,
Reconnaissance, Basic/Futures
and Investigative Research
Technologies

Knowledge Communication,
Management Interoperability and
Tools Compatibility

Cyber Security




Why Interoperability Fails

Locals have almost all the information
State and Federal agencies need it
State and Federal direct structures that feed their needs

State and Federal usually offer litte or no value added or
Incentive to locals

So, sovereign locals don’t play

And they rarely need to




Practitioner-Driven Approach

» A successful strategy for improving interoperability and information sharing
must be based on user needs and driven from the bottom up.

Highest Highest

» OIC advocates a unique,
practitioner-driven governance
structure.

Local Agency-Specific

» The approach benefits from the
critical input of the emergency

Regional

response community and from Inter-Agency &

Inter-Disciplinary

local, tribal, state, and Federal
policy makers and leaders.

State and
Federal

» The approach ensures that
resources are aligned with
user needs.

Lowest

7

Lowest




| ocals Know

They have most of the biometric information (fingerprints, etc.)
Most criminals are local, so they search outward

More than 95% reside within the state

Nearly all the rest in adjacent states

Federal data bases are often last — if at all

So the key is to incentivize locals — we need them more than
they need us



Current Initiatives



Systems Management

Interoperability of Systems

Open Platforms for Emergency Networks (OPEN):
« A supporting infrastructure that allows emergency managers to share incident
information regardless of system when using standards-compliant products.

Managing Day-To-Day Information

National Information Exchange Model (NIEM):

 An updated Emergency Management (EM) Domain that allows OIC and NIEM to
provide emergency response practitioners with the latest data exchange
capabilities for emergency operations. OIC is integrating the Common Alerting
Protocol (CAP) and the Emergency Data Exchange Language (EDXL) Distribution
Element (DE) data messaging standards into the NIEM EM domain in order to
reduce the time and resources required for practitioners to exchange information.

10




Acceleration of Standards

The acceleration of standards is a key component of both data and voice
interoperability. S

 OIC supports the acceleration of Project 25
(P25) standards that produce equipment that is
interoperable and compatible regardless of the
manufacturer. P25 is a suite of eight standards
iIntended to help produce interoperable and
compatible equipment.

 Attherequest of Congress, OIC is working with ITS NIST, the Department
of Justice, and the P25 Steering Committee to develop and implement a
Compliance Assessment Program (CAP). The Program will validate that
P25-standardized systems are P25-compliant and that equipment from
different manufacturers can interoperate.

« OIC also leads the Information Exchange Standards Initiative, a public-
private partnership to create messaging standards to share information
between disparate incident management systems and software

applications.

2
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Project 25 Compliance Assessment

Labs are assessed by independent parties
prior to being recognized for participation by
DHS.

Labs assess/validate equipment as being
P25-compliant.

Upon validation, manufacturers declare
equipment P25-compliant and submit a
Summary Test Report reflecting test results.

An independent Governing Board (GB)
represents the collective interests of buyers,
sets Program policies, and assists in the
administration of P25 CAP.

Summary Test Report

@;@

F]

Motorols & STRO 25

TeciCaes | Decoription Werdet

Provides ‘at-a-glance’ summary
reviews of test results
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Data Messaging Standards

« Data messaging standards enable
emergency responders to share critical
data—such as a map, a situational
report, or an alert—seamlessly across
disparate software applications,
devices, and systems.

@ EMERGENCY

OIC is supporting the development and
iImplementation of the following data messaging
standards:

« Common Alerting Protocol Standard

« Distribution Element Standard
 Hospital Availability Exchange Standards
« Resource Messaging Standards

« Situational Reporting Standard

13



Data Messaging Standards

» Hospital Availability Exchange Standards (HAVE)
EDXL-HAVE standard enables responders to exchange
information about a hospital’s capacity and bed availability with
medical and health organizations and others.

* Resource Messaging Standards (RM)
EDXL-RM standard enables responders to exchange resource

data for operations, including emergency response personnel and
equipment. This information sharing standard will improve
emergency preparedness, response, and recovery efforts.




Commercial Mobile Alert Service (CMAS)

The Warning, Alert, and Response Network (WARN) Act of 2006 established the Commercial Mobile
Alert Service (CMAS) to provide emergency alerts to mobile devices. Since over 80 percent of the
American population subscribes to wireless service, this represents significant progress toward a more
comprehensive capability to alert people of threats where they are.

CID owns the Research, development, testing, and evaluation (RDT&E) portion of CMAS. Using
recommendations from subject matter expertise pooled by the FCC as a starting point, CID’s program
supports partners to leverage current technologies while influencing future technologies in order to
increase the number of commercial mobile service devices that can receive emergency alerts.

Major challenges addressed by CMAS:

Relevance of alert based on geographic
location, imminence of threat, native

S Federal
language, and accessibility of Agencies g
information. R

Authenticated origination of alerts that GMSP Infrastructurs
are meaningful, integrated into a
secure National infrastructure, and
delivered in a timely fashion. Local EOC

Social science aspects of the public
response to alerts received on mobile
devices, including public education and j
network use.

CMSP Gateway

Alert
Aggregation

Alert
Gateway

Mobile Device

:
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CIIMS

» The Critical Infrastructure Inspection Management System (CIIMS) is a new aerial
technology that will enable police flight crews to more efficiently manage inspections of
Important structures such as dams, bridges, large industrial complexes, and urban
areas.

» A cost effective technology—the hardware package has a current price tag of $3,000—
CIIMS enables aviation crews to complete aerlal mspectlons more qwckly and
efficiently. : e T el =75

* For each site, the CIIMS computer
uses photographs, geographic
coordinates, and inspection questions
intended to address the location’s
security. Flight crews use the system
to inspect the site and forward
observations to homeland security
partners on the ground.

* CID is piloting CIIMS in partnership
with the Maryland State Police and
Los Angeles Police Department.

* Readily transferable, CIIMS can assist other state and Federal agencies in their efforts
to secure critical infrastructures and resources nationwide.

@ Homeland 16
" Security

NS



Slide 16

Ji | just edited the slide to reflect new partnership with LAPD also. (added lapd to 4th bullet, took out state police, added ‘urban areas' to

first bullet)
Jayme.McKinley, 10/6/2008
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NDIA Policy Panel

Thomas E. Bush, Il
Assistant Director,
Federal Bureau of Investigation
Criminal Justice Information Services Division
(CJIS)



agencies through sharing of biometric and
piographic data
Data collected by federal, state, local and tribal

aw enforcement; managed through shared
management process

Privacy and security issues addressed through
several processes

CJIS continues to be on the forefront in identity-
management systems development




HSPD-24

« Desired end-state:
— Continue to expand biometric collection, retention and

dissemination capabilities beyond fingerprints through
the FBI's Next Generation ldentification

— Expand Biometric Interoperability efforts beyond the
sharing of fingerprint data to DHS to include other
modalities and agencies

— Further relations with our foreign partners through our
FBI LEGAT offices to obtain biometric, as well as
biographic and contextual information on persons
posing a threat to US interests or persons

* Implementation of HSPD-24 remains a work in
progress



HSPD-24 B
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I \s fully supported the sharing of KST data
with other agencies in accordance with HSPD-6,
HSPD-11 and HSPD-24

— Close coordination with TSC and DOS (with FBI
LEGAT offices)

— CJIS Division Intelligence Group: created to exploit
Information contained in CJIS systems for
dissemination to our customers

— Supports efforts of the Biometrics Interagency
Coordination Group in implementing the KST
Framework — “Biometric Framework to Support
Counterterrorism Efforts”



HSPD-24

National Security Threats (NST)

policy that defines NST

— HSPD-24 Action Plan recommended the
creation of an inter-agency working group to
determine NST categories and sharing
mechanism

— The NST Implementation Working Group
convened in December and is co-chaired by
the FBl and ODNI



National Population Registry and Personal Identification

DE GOBERNACION

NDIA 2009 BIOMETRICS CONFERENCE
“ Strategies for Implementing HSPD-24"

International Panel

Carlos R. Anaya Moreno
National Register of Population and Personal Identification

Mexico

Arlington, Va.

January 28, 2009
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National Population Registry and Personal Identification

Identitx Service Mission

Register and credit the identity of the
people to offer the Personal
Identification Service.

-DRAFT Version- January 16, 2009



National Population Registry and Personal Identification

DE GOBERNACION

Identity Service

Lets start with an allegory

This chair projects stability

! It is structurally integrated by:
Three legs
Three supports
One Platform

_ L
-DRAFT Version- January 16, 2009



SEGOB

National Population Registry and Personal Identification

SECRETARIA

DE GOBERNACION

An Identity Service based in
three types of identity delivers

IDENTITY SERVICE Security and Trust

The three legs are:
Legal Identity
Living ldentity

Physical Identity

It has three supports:
Number

Code

Unity
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And one platform:
Identity Service

-DRAFT Version- January 16, 2009



SEGOB

National Population Registry and Personal Identification

SECRETARIA
DE GOBERNACION

CONCEPTUAL MODEL
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SEGOB

National Population Registry and Personal Identification

SECRETARIA
DE GOBERNACION
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Using this allegory we will analyze the
variations on the structural design of
the Identity Service that are applied
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When the Identity Service lacks the Legal
Identity it becomes weak and wont deliver
Security and Trust

This happens with some ldentity Services
that are based on “Good Will”

Some examples are those that are used
exclusively for voting or for police control
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When the Identity Service lacks Physical
Identity it allows identity fraud, multiple
identities and changeable identities

Outside of very few exceptions, most of the
Identity Services don't have Unity services that
can guarantee the Physical Identity linked to the
Legal Identity

-DRAFT Version- January 16, 2009



SEGOB

SECRETARIA

DE GOBERNACION

IDENTITY SERVICE

>
&
—
Z
LL
a
o
o
=
—

-DRAFT Version- January 16, 2009

National Population Registry and Personal Identification

When the Living and Physical Identities grow rapidly
within the ldentity Service, the Legal Identity
debilitates itself until it breaks along with the lateral
supports of code and unity, making vulnerable the
personal data confidentiality (privacy) and with it the
legal security and the citizens trust

This happens when resources are allocated only for
“Criminal” Identity Systems

With this vision, the result is that “ Civil Identity”
systems are prevented of creating a climate of trust
that is indispensable for the development, as well as
restricting the huge benefits of crime prevention that
the civil systems allow
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When in the Identity Service the Living
ldentity grows immeasurably, the other
identities are reduced, making vulnerable the
personal data confidentiality ,the legal
security and the citizens trust.

This happens when the Identity Service is
sold by the Private Sector without the
intervention or audit of the Public Sector.
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An Identity Service without lateral supports, even tough it
has the three type of identity united at the top, it won't
hold the weight of the service and will collapse.

This is likely in some identity services where even
though they have the Legal, Living and Physical
Identities, there are no Unique Codes and an Identity
Service that can guarantee a unique relationship between
a person and a record resulting in the inability to provide
the security needed to establish a persons Identity
because in practice there are three separated services.

IDENTITY SERVICE
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An Identity Service that even tough it is supported by the
three types of Identities and that it has the three lateral
supports, if it has a small Platform (objective) results in a
very uncomfortable system because of its costs and
inefficiency, as well as being unable to provide the
benefits that are required of it.

This problem is present when the Identity Services have
been structured with the sole purpose of creating voting
instruments or taking into account Public or National
Security

Even worse are the Identity Services created exclusively
for political or social control because instead of
guaranteeing the “Right to Identity”, they violate Human
Rights and privacy laws.
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Objectives

e Guarantee the Right to the Identity.

e Certify Mexican citizenship (Mexican Constitution, 36 Article).

e Comply with the Universal Declaration of Human Rights (Article 6).
e Strengthen the person’s management capacity.

e Simplify and reduce procedures .

e Support full access of Mexico to the New Information Society.

e Grant certainty to the economic and social sectors through a
document that reliably certifies identity. This will help to generate
trust in commercial and financial activities.

-DRAFT Version- January 16, 2009



National Population

SEGOB Registry

National Population Registry and Personal Identification

SECRETARIA

DE GOBERNACION

e The National Population Registry, is a service of public interest
offered by the Mexican State, and it certifies the identity of the
persons who conform the mexican population.

e The Identity Card will be issued to reliably certify the identity of
the person, and it will be recognized by the authorities in Mexico
and abroad, as well as by natural and moral persons.

__________________________________________________________________

Citizenship Identity
Card

! v Personal Identity
Minors B q =°
R Registry 6 =
a,; Nos  Migratory Form
Foreigners b (INAMI)
Catalogue
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Mexican ID Card (Sample)
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DEPLOYMENT OF 100 MILLION ISO/ICAO COMPLIANT ID CARDS IN 5 YEARS.
80 MILLION IN THE FIRST 3 YEARS.
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REGISTRO GESTION Y PRODUCCION
Programas de la APF y Estados Serviclo de Unicldad
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ANSI NCITS 322

ISO/IEC 10373

ISO/IEC 7810 ID-1.

1ISO-7816-1

1ISO-7816-2

1ISO-7816-3

1ISO-7816-4

ISO-7816-5

ISO/IEC FCD 19794-5 Part 5.

Doc 9303 Part 3 ICAO Travel documents.
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CONSIDERATIONS OF THE MEXICAN IDENTIFICATION SERVICE

Civil Registry is the Oldest Identity Service, whit more than 150
years.

oIt credits the Legal Identity, fundamental to the other identities
oIt has de legal capacity to give “Public right of the persons
identity”

By definition it is a Public Registry, which enables that the
personal identity “Who am I” becomes a public element, which is
not the case for the rest of the personal information: “Where |
live”, “How much is my income”, “Where | work”, etc. that are
private elements.

oIt’'s the fundament for the “Ildentity Right”.
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Basic considerations to guarantee the “ldentity Right”

*Gratuity of birth registry.

«Gratuity of ldentity Document.

Modernization of the Civil Registry.

Implementation of IT.

sEstablishment of Population Registry Unique Code.
sEstablishment of mobile enrollment stations to be able to get
to the farthest regions of the country and reduce the under
registry.

Civil registry units in hospitals and health centers.

*Qut of time registry campaigns.

sInternational collaboration for the registry of immigrants.
sInterchange of Best Practices in the international level.
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People are NOT transactions

We have to break the “Transactional Paradox” of database processing
and retake the concept of Public Service, respecting the dignity of the
people and there right to privacy.

It's absurd that in the Public Registry the records are tracked by type of
act, even at the database level, and not by the persons identity, who we
serve.

It is also absurd that the “identities” are repeated as many times as levels
of the government that serve a person (federal, state and county),
requesting the person to credit there identity every time in every level
and office.

We have to put the person at the center and create a New Paradigm
related to Public Service, “One Person, One Government”.
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|dentity Verifications links:

For Documental Identity

http://www.gobernacion.gob.mx/CurpPS HTML/jsp/CurpTDP.html
http://www.e-mexico.qgob.mx/wb2/eMex/eMex Consulta tu CURP

http://www.sre.gob.mx/

http://www.renapo.gob.mx

80 portals whit 500,000 daily transactions.
And another 100,000 daily transaction whit web services.

For Biometric Identity

http://148.245.141.196/
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THANK YOU VERY MUCH

Carlos R. Anaya Moreno

cranayam@se