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ABSTRACT

A simple, inexpensive electronic trigger device has been designed, fabricated, and tested for use in demolition, booby trap, and perimeter defense applications. The interruption of a minute current caused when a fine trip wire is broken is used to switch an electric current to a detonator, claymore mine, alarm or similar device. Tests conducted to date show its feasibility. Recommendations for additional work include final selection of operation current and voltage as determined by user requirements, and tests to assure conformance with environmental specifications.
INTRODUCTION

In special warfare applications a need exists for a system to detect enemy forces approaching a perimeter defense line or to protect an area by triggering mines or similar devices when the area is intruded. Trip wire systems have been used for years for such applications but they offer the disadvantage of being relatively easy to locate and disarm and, in the case of a warning device where the wire is used to initiate a signal to the sentry, the trip wire will alert the enemy intruder as well.

To improve on the basic mechanical trip wire concept, a simple electronic control circuit has been designed, fabricated, and tested to permit the electrical firing of claymore mines, explosive charges, or for triggering alarms and signal lights when an extremely thin electric wire is broken. The circuit makes use of a silicon controlled rectifier which switches the battery voltage to the detonator when it senses the change in a minute current flowing through the break wire. The low current permits the use of wire almost as thin as human hair which is difficult to detect and easily broken. In addition, the low current drawn by the circuit will permit its operation for months from the firing battery while still providing the self sterilizing feature of eventually discharging the battery to prevent detonator firing.

DESCRIPTION OF DEVICE

The electronic triggering device consists of a controlled rectifier, resistor, capacitor, and indicator lamp housed in a plastic capsule. A photo of the device is shown in figure 1. Of the six leads emanating from the device, two are attached to a battery of 4-1/2 to 7-1/2 volts (e.g., BA-31 or BA-34), two leads to the detonator, electric blasting cap or alarm bell, and two to the break wire circuit. The break wire resistance may be as high as 200 ohms permitting as much as 75 feet of AWG #44 wire (0.002" diameter) or 700 feet of AWG #34 (0.006" diameter) wire to be used in the break wire circuit. While the actual break wire should be no heavier than AWG #34 to permit easy breakage and make detection difficult, long lengths of heavier wire may be used between the break wire and the firing device. For example,
one-half mile of blasting or field telephone wire may be used between the device and the break wire if break wire length is limited to 400 feet of #34 wire or 50 feet of #44 wire. This setup method can be useful in an alarm application where the device is coupled to a buzzer or light to indicate the presence of an enemy.

Breaking the wire switches the battery voltage across the lamp and the external firing or alarm circuit. The current carrying capacity of the device is 0.5 ampere continuous or over 5 amperes for short times such as that involved in firing a detonator. While the system is active, with the break wire intact, the current drain is quite low, in the order of 2 milliamperes. A battery such as a BA-31, 3 penlite cells in series or similar power sources will operate for 30 days or more with enough reserve to fire standard detonators such as a J2 blasting cap. Since a continual current drain exists on the battery, the circuit will eventually render itself safe as the battery is exhausted. The time required for a BA-31 battery to discharge to the point where it will no longer fire a detonator will be between one month and one year. Larger capacity batteries such as a BA-200/U may be used for longer operating times. A circuit diagram of the device is shown in figure 2.

![Circuit Diagram of Frankford Arsenal Electronic Triggering Device](image-url)
The parts are encapsulated in an epoxy case to provide a moisture resistant package capable of withstanding -65 to +165° F temperature extremes. Total cost of parts in small quantity lots was under $2.00. In quantity production it is estimated that the device could be manufactured for between $1.00 and $2.00 per unit.

SETUP PROCEDURE

A wiring diagram for applying the device is shown in figure 3.

*Frankford Arsenal Electronic Triggering Device

Figure 3. Wiring Diagram of FAETD
The following steps should be used in setting up the device:

1. String out break wire and attach ends to white leads. (If break wire is enameled, clean ends with a knife or sandpaper).

2. Attach battery leads (red to positive; black to negative) and observe indicator light. If light is on, the break wire is broken or improperly connected. Recheck break wire circuit and reset system by removing one battery lead and reconnecting. Repeat procedure if light still goes on.

3. With battery connected and light off, open one break wire (white) lead. The light should go on. If it does not, battery or device is defective and should be replaced.

4. Reconnect break wire circuit and reset the device by again removing one battery lead and reconnecting it. The light should now be out.

5. If light is out when battery is connected, the detonator may be attached safely to the yellow leads. When disabling the device, detach the detonator first.

TEST RESULTS

Preliminary tests have been conducted on the device to determine minimum operating voltage to set off an electric detonator (J2 cap), the battery life, the maximum resistance of the firing circuit and similar variables. It was determined that a supply voltage of at least 4.5 volts was required to fire a cap reliably considering the voltage loss of .75 volt in the rectifier. Considering the firing current drawn by the gate of the rectifier an external break wire circuit resistance of 200 ohms or less was found permissible. Ten firing tests were conducted using 3 penlite cells in series as a power source, 75 feet of #44 wire in the break wire loop, and a J2 blasting cap as a load. All caps functioned. No temperature tests were conducted but all components are capable of operation at 200° F or greater. Tests to determine effects of RF radiation on the system, environmental tests, as well as electrical tests on a larger sample of the devices would be required to complete any development task, however.
CONCLUSIONS

The electronic triggering device described above should offer a safe, reliable and useful means of activating booby traps, alarms, mines and similar tasks in sabotage and unconventional warfare. The device could be produced with minimal development effort.

RECOMMENDATIONS

1. It is recommended that a sample lot be procured and evaluated to assure meeting user and military environmental requirements.

2. The device can be made in other current and voltage ratings with no difficulty. An investigation should be made to determine the need for a higher voltage device capable of triggering several detonators from a high voltage battery, or the need for a higher current device capable of operating a powerful klaxon horn or similar warning device.
DISTRIBUTION

26 - Commanding Officer
Frankford Arsenal
Philadelphia, Pa. 19137
Attn: Chief, U2000                      (1)
     Chief, U3000                      (2)
     Chief, U3100                      (1)
     Chief, U3200                      (5)
     Chief, U3300                      (1)
     Chief, L2000                      (1)
     Chief, N4000                      (1)
     Chief, M1000                      (1)
Thru: Chief, Scientist, H1000
      Library, C2500                  (1)
      Patents Office, H4000          (1)
      U1110                            (1)
      L3100                            (10)

2 - Commanding General
U.S. Army Materiel Command
Attn: AMCRD-DE-W
     Mr. Rackowski
     Washington, D. C. 20315

2 - Commanding General
Headquarters
SAWC
Eglin Air Force Base
Florida 32542

1 - Commanding Officer
Rock Island Arsenal
Rock Island, Illinois 61202

1 - Commanding General
U.S. Army Munitions Command
Picatinny Arsenal
Attn: AMSMU-RE
     Dover, New Jersey 07801

1 - Commanding General
U.S. Army Missiles Command
Attn: Technical Library
     Redstone Arsenal, Alabama 35809

1 - Commanding Officer
Special Warfare Forces
     Fort Bragg, N. C. 28307

1 - Commanding Officer
Picatinny Arsenal
     Dover, New Jersey 07801
A simple, inexpensive electronic trigger device has been designed, fabricated, and tested for use in demolition, booby trap, and perimeter defense applications. The interruption of a minute current caused when a fine trip wire is broken is used to switch an electric current to a detonator, claymore mine, alarm or similar device. Tests conducted to date show its feasibility. Recommendations for additional work include final selection of operation current and voltage as determined by user requirements, and tests to assure conformance with environmental specifications.
### Key Words

<table>
<thead>
<tr>
<th>ELECTRONICS</th>
<th>MUNITIONS</th>
<th>DEMOLITIONS</th>
<th>ALARMS</th>
<th>MINES</th>
</tr>
</thead>
</table>

### Instructions

1. **Originating Activity:** Enter the name and address of the contractor, subcontractor, grantee, Department of Defense activity or other organization (corporate author) issuing the report.

2a. **Report Security Classification:** Enter the overall security classification of the report. Indicate whether "Restricted Data" is included. Marking is to be in accordance with appropriate security regulations.

2b. **Group:** Automatic downgrading is specified in DoD Directive 5200.10 and Armed Forces Industrial Manual. Enter the group number. Also, when applicable, show that optional markings have been used for Group 3 and Group 4 as authorized.

3. **Report Title:** Enter the complete report title in all capital letters. Titles in all cases should be unclassified. If a meaningful title cannot be selected without classification, show the classification immediately following the title.

4. **Descriptive Notes:** If appropriate, enter the type of report, e.g., interim, progress, summary, annual, or final. Give the inclusive dates when a specific reporting period is covered.

5. **Author(s):** Enter the name(s) of author(s) as shown on or in the report. Enter last name, first name, middle initial. If military, show rank and branch of service. The name of the principal author is an absolute minimum requirement.

6. **Report Date:** Enter the date of the report as day, month, year, or month, year. If more than one date appears on the report, use date of publication.

7a. **Total Number of Pages:** The total page count should follow normal pagination procedures, i.e., enter the number of pages containing information.

7b. **Number of References:** Enter the total number of references cited in the report.

8a. **Contract or Grant Number:** If appropriate, enter the applicable number of the contract or grant under which the report was written.

8b, 8c, & 8d. **Project Number:** Enter the appropriate military department identification, such as project number, subproject number, system numbers, task number, etc.

9a. **Originator's Report Number(s):** Enter the official report number by which the document will be identified and controlled by the originating activity. This number must be unique to this report.

9b. **Other Report Number(s):** If the report has been assigned any other report numbers (either by the originator or by the sponsor), also enter this number(s).

10. **Availability/Limitation Notices:** Enter any limitations on further dissemination of the report, other than those imposed by security classification, using standard statements such as:

   1. "Qualified requesters may obtain copies of this report from DDC."
   2. "Foreign announcement and dissemination of this report by DDC is not authorized."
   3. "U. S. Government agencies may obtain copies of this report directly from DDC. Other qualified DDC users shall request through"
   4. "U. S. military agencies may obtain copies of this report directly from DDC. Other qualified users shall request through"
   5. "All distribution of this report is controlled. Qualified DDC users shall request through"

   If the report has been furnished to the Office of Technical Services, Department of Commerce, for sale to the public, indicate this fact and enter the price, if known.

11. **Supplementary Notes:** Use for additional explanatory notes.

12. **Sponsoring Military Activity:** Enter the name of the departmental project office or laboratory sponsoring (paying for) the research and development. Include address.

13. **Abstract:** Enter an abstract giving a brief and factual summary of the document indicative of the report, even though it may also appear elsewhere in the body of the technical report. If additional space is required, a continuation sheet shall be attached.

   It is highly desirable that the abstract of classified reports be unclassified. Each paragraph of the abstract shall end with an indication of the military security classification of the information in the paragraph, represented as (TS), (S), (C), or (U).

   There is no limitation on the length of the abstract. However, the suggested length is from 150 to 225 words.

14. **Key Words:** Key words are technically meaningful terms or short phrases that characterize a report and may be used as index entries for cataloging the report. Key words must be selected so that no security classification is required. Identifiers, such as equipment model designation, trade name, military project code name, geographic location, may be used as key words but will be followed by an indication of technical context. The assignment of links, rules, and weights is optional.