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ABSTRACT

This report examines the feasibility of using passive low frequency (LF) and high frequency (HF) radio frequency identification (RFID) systems as embedded sensors for early gear tooth crack detection. This study is part of the Divisional Enabling Research Program (DERP). The outcome is that Passive RFID systems are generally not suitable for gear tooth crack detection. However, a similar concept combining a tiny radio frequency transmitter with a vibration energy harvester system is proposed as an alternative to the RFID proposal.
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Executive Summary

Vibration signal analysis is widely used to monitor condition of drive-train systems. Many health and usage monitoring systems (HUMS) manufacturers use various vibration algorithms, such as Synchronous Averaging, for gear crack detection in their system. However, the size of the crack needs to be significant before it can be detected in the vibration signal. The early detection of very small cracks requires a different approach.

A study was undertaken to assess the feasibility of using radio frequency identification (RFID) technology as a possible method for detecting small gear tooth cracks. The basic proposal is to extend the wire connecting the circuit board of the RFID tag with its antenna and bond this wire along the periphery of the gear to form a loop. Power for the tag is transmitted wirelessly via a RFID reader, which also acts as a receiver. Detection occurs when the wire loop is broken by a crack and the tag ceases to function; i.e. lost transmission signifies the probable presence of a gear tooth crack.

Due to budget constraints, the feasibility study was limited to a review of the literature. No physical trials of RFID equipment were conducted. RFID systems in the low frequency (LF) and high frequency (HF) ranges were targeted as they are relatively insensitive to environment effects. However, it was found that wireless communication distances shrink dramatically when placed in metal-rich environments, even with large purpose-designed antennas. Consequently, it is concluded that RFID systems are unlikely to be successful as gear crack detection sensors.

As a result of the study, it is recommended that an alternative concept using a miniature radio transmitter with a vibration energy harvester in place of the RFID system. The crack detection processes would essentially remain the same in this system; i.e. when a crack breaks the wire loop that links the radio transmitter with the energy harvester, the loss of transmission would signify the probable presence of a crack. However, the feasibility of using a tiny radio transmitter and energy harvester would require further detail investigation that is not covered in this study.
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# Abbreviations

<table>
<thead>
<tr>
<th>Abbreviation</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>COTS</td>
<td>Commercial off-the-shelf</td>
</tr>
<tr>
<td>DERP</td>
<td>Divisional Enabling Research Program</td>
</tr>
<tr>
<td>EM</td>
<td>Electromagnetic</td>
</tr>
<tr>
<td>HF</td>
<td>High frequency</td>
</tr>
<tr>
<td>HUMS</td>
<td>Health and usage monitoring systems</td>
</tr>
<tr>
<td>LF</td>
<td>Low frequency</td>
</tr>
<tr>
<td>PCB</td>
<td>Printed circuit board</td>
</tr>
<tr>
<td>RF</td>
<td>Radio frequency</td>
</tr>
<tr>
<td>RFID</td>
<td>Radio frequency identification</td>
</tr>
<tr>
<td>UHF</td>
<td>Ultra high frequency</td>
</tr>
</tbody>
</table>
1. Introduction

Vibration signal analysis for gear crack detection is a popular method endorsed by many health and usage monitoring system (HUMS) manufacturers. Analysis algorithms such as Synchronous Averaging have proven to be very reliable [1, 2], but still require sizeable damage to be present before a crack can be detected. To be able to detect a gear crack earlier, a different approach must be explored. One possible approach is to use embedded radio frequency identification (RFID) sensors.

RFID usually refers to a whole system, which consist of three main parts: RFID tag, RFID reader, and a computer. Figure 1 shows a basic schematic representation of a complete RFID system. RFID tags are small electronic devices that consist of a small chip and an antenna [4]. RFID tags fall into two basic categories: Passive and Active. Passive tags do not have batteries and have indefinite life expectancies. Active tags are powered by batteries where the batteries are either recharged or replaced. Active tags are generally larger than the passive tags. RFID products are also categorised into different frequencies. Tags and antennas are tuned or matched much the same way as a radio is tuned to a frequency to receive different channels. These frequencies are grouped into four basic ranges: low frequency (LF), high frequency (HF), very high frequency (VHF), and ultra high frequency (UHF). Table 1 shows the categorisation of RFID frequency ranges.

![Figure 1 Basic schematic of complete RFID system](image)

Table 1 RFID Frequency Ranges [5]

<table>
<thead>
<tr>
<th>RANGE</th>
<th>RFID USES</th>
</tr>
</thead>
<tbody>
<tr>
<td>LF LOW FREQUENCY</td>
<td>30 kHz. to 300 kHz.</td>
</tr>
<tr>
<td>HF HIGH FREQUENCY</td>
<td>3MHz. to 30 MHz.</td>
</tr>
<tr>
<td>VHF VERY HIGH FREQ.</td>
<td>30 MHz. To 300 MHz.</td>
</tr>
<tr>
<td>UHF ULTRA HIGH FREQ.</td>
<td>300 MHz. To 3GHz.</td>
</tr>
</tbody>
</table>

This study investigated the feasibility of using passive RFID for gear tooth crack detection. The proposal for this type of sensor is to modify the wire connection between the tag chip and the tag antenna where the wire follows the contour of the gear. When a tooth crack
breaks the modified wire connection, the RFID tag will stop transmitting to the RFID reader and the crack will be detected.

2. RFID

2.1 Passive RFID

This feasibility study is focusing on the use of passive RFID as a gear crack detection sensor. The passive RFID system usually consists of three components: an interrogator or reader, a passive tag, and a host computer system. The passive tag is constructed with an antenna and a silicon chip that includes basic modulation circuitry and non-volatile memory. The tag is energised by a time-varying electromagnetic (EM) radio frequency (RF) wave that is transmitted by the reader. This RF signal is called a carrier signal. Figure 2 shows an electromagnetic carrier signal, where the electric and the magnetic fields are orthogonal and quasi-static.

![Figure 2 Electromagnetic Wave](image_url)

At present, there are two main types of RFID systems on the market: Near-Field coupling and Far-Field coupling. Near-Field coupling techniques are generally applied to RFID systems operating in the LF and HF bands (less than 100 MHz) with relatively short read distances. The EM field in the near-field region is reactive in nature. Information can be passed through the electric field using a dipole antenna, or through the magnetic field using a coil/loop antenna. Most Near-Field tags rely on the magnetic field passing through the inductive coil or loop in the tag. When the electronics within the tag apply a variable load to the coil or loop, a signal can be encoded as tiny variations in the magnetic field strength representing the tag's identity. The RFID reader can then recover this signal by monitoring the change in current through the reader's antenna. This technique is commonly referred to as load modulation [7]. Figure 3 shows a typical power and communication diagram of a Near-Field RFID system.
Figure 3 Near-Field power/communication mechanism for RFID tags operating at less than 100 MHz [8]

The EM field in the Far-Field region is radiative in nature. Coupling here captures EM energy as a potential difference at the tag’s (dipole) antenna. Some of the energy incident on the tag’s antenna is reflected back due to an impedance mismatch between the antenna and the load circuit. By changing the antenna’s impedance over time, the tag can reflect back an energy pattern that corresponds to its own identity. This impedance mismatching technique is called backscattering [7]. As a general rule, tags that use Far-Field coupling operate with an EM field in the UHF band [8]. Far-Field RFID is typically used for ranges greater than 3 meters. Figure 4 shows a typical power and communication diagram for a Far-Field RFID system.

Figure 4 Far-Field power/communication mechanism for RFID tags operating at greater than 100 MHz [8]
As mentioned, Near-Field RFID systems generally use the LF and HF bands, and Far-Field RFID systems generally use the UHF band. A lesser known UHF RFID system that operates in the Near-Field region, called the Near-Field UHF RFID system, is getting more attention in recent years [9]. The basic concept of Near-Field UHF RFID is to use UHF frequencies (higher data transfer rate) in the near-field region and make these systems less susceptible to their surroundings. The coupling mechanism in Near-Field UHF RFID can be either magnetic or electric, depending on the particular reader antenna used and the type of environment in which it will operate. A number of companies offer Near-Field UHF RFID systems for item-level tagging, but most of these are derived from existing Near-Field and Far-Field systems. Those derived from existing Far-Field UHF RFID systems face problems such as the unintentional pickup of other tags in the far-field region. Those derived from existing Near-Field RFID systems tend to have better performance, but are more expensive since a special new reader antenna and tag antenna need to be developed [10]. Compared to existing Near-Field and Far-Field RFID systems, the Near-Field UHF RFID system is not as mature and still in development.

2.2 Environmental Effects

LF and HF RFID tags (i.e. those operating below 100 MHz and in the Near-Field region) have lower data transfer rates than UHF tags. However, they are less affected by environmental changes. For instance, a HF RFID tag can generally be used on an object with liquid content, but an UHF RFID tag cannot. If an UHF RFID system is used, the tag may be unreadable or the read distance will be severely reduced [11].

All RFID tags suffer performance degradation when used in a metal-rich environment. However, Near-Field (LF and HF) RFID systems perform better than UHF systems around metal. The radio waves do not bounce-off metal surfaces as easily in the case of Near-Field systems, causing fewer false readings [12]. In Far-Field (UHF) RFID systems, the radio waves are either scattered or absorbed by the metal structures.

Passive RFID tags obtain their energy from the interrogation fields generated by the RFID reader antenna. It is very important that optimal transfer of energy occurs during the interrogation between the reader and the tag. If the energy transfer is disrupted, causing an insufficient interrogation field to reach the tag, then the passive tag will not be readable or the read distance will be significantly reduced. In general, the presence of metal will cause various disruptions to the interrogation RF fields [11, 13].

For Near-Field systems less than 100 MHz, the antennas used for both reader and tag are generally based on a coil or loop design. To achieve wireless communication between the reader and the passive tag, the reader’s RF magnetic flux loops must reach the passive tag antenna and vice versa as shown in Figure 5a. When the RFID passive tag or the reader is situated on a metallic surface, the antenna will be positioned near the metal. Eddy currents occur within the metal in the vicinity of the antenna due to reader or tag antenna magnetic flux. These eddy currents also produce a magnetic field (called a demagnetising field) that deflects the magnetic flux necessary for communication, as show in Figure 5b [14, 15].
For Far-Field RFID systems over 100 MHz, the antennas used for both reader and tag are typically based on an electric dipole design. When an electric dipole antenna is placed near a metallic surface, it suffers a significant change in its impedance. The change of impedance detunes the antenna (it affects the resonant frequency of the antenna). Consequently, the energy transfer from the RFID reader to the tag or vice versa, is severely reduced. When less energy is transferred, the amount of power transferred is also reduced, which in turn affects the read range of the system. Placing a dipole antenna near a metallic surface also causes changes to other antenna parameters such as the directivity and the radiation pattern of the antenna [10]. Figure 5 shows a test result of placing five different commercial off-the-self (COTS) UHF RFID tags near a metal surface separated by non-metallic spacer layers. As shown in Figure 6, when the number of spacer layers is equal to two or less the read range is zero.

Figure 5 Communication condition without (a) and with (b) metal surface [14]

Figure 6 Read range results of COTS passive UHF RFID tags placed against a metal surface and separated by spacer layers (each layer is 0.8 mm) [11]
2.3 Costs

Tags and readers are generally the main up-front cost components of implementing an RFID system. However, the full cost of employing an RFID system also depends on the application and physical protection required (such as a housing to protect the tag/reader from heat, cold, and chemicals). To make a general comparison between the LF/HF RFID system (Near-Field) and the UHF RFID system (Far-Field), a brief look into the cost of the tag is conducted first. UHF tags in general cost less than the LF/HF tags due to simpler manufacturing process [16]. LF/HF tags incorporate more copper material in their antenna assembly, thus resulting in higher tag costs [17]. Furthermore, a typical HF tag loop antenna generally consists of two layers of many turns of etched copper that is difficult and expensive to manufacture [18]. Conversely, UHF tag antennas are generally smaller and consist of only one layer of conductive ink that is easier to produce [19]. Depending on the type, manufacturer, and quantity, passive HF RFID tags typically cost around $1.00 each and passive UHF tags typically cost around $0.50 each [20]. Figure 7 shows one example of a LF tag (a), one example of a HF tag (b), and one example of an UHF tag (c). It is obvious that the UHF RFID tag antenna has a much simpler structure than the LF/HF RFID tag antennas.

Figure 7 (a) LF passive RFID tag 30 mm in diameter, (b) HF passive RFID tag 24 mm in diameter, (c) UHF passive RFID tag 9 mm in diameter [17, 18, 19]

The RFID reader is the second major up-front cost component for an RFID system. The cost of a reader depends on its features and functionality. In many cases, purchasing a reader may not include the price of antenna and cabling. Dumb readers are generally cheaper but only have limited computing power. Intelligent readers are considerably more
expensive, as they are capable of filtering data, storing information, and executing commands. The price of HF and UHF RFID readers can range from $500 to $3000 depending on the function and frequency range required [16, 21]. Generally, the LF/HF RFID readers are cheaper than the UHF RFID readers as they use more established technology and less complexity in the reader design. Table 2 shows a brief summary of costs and technologies comparison between LF, HF and UHF RFID systems.

Table 2 Comparison of LF, HF and UHF RFID technologies [22]

<table>
<thead>
<tr>
<th></th>
<th>Low frequency (LF)</th>
<th>High frequency (HF)</th>
<th>Ultra High frequency (UHF)</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Frequency Range:</strong></td>
<td>125 kHz, 134.2 kHz</td>
<td>13.56 MHz (Global)</td>
<td>865 - 928 MHz (Regionally dependent)</td>
</tr>
<tr>
<td>Data transmission rate:</td>
<td>Slow data transmission rate</td>
<td>Higher data read rate than LF tags</td>
<td>Fast data transmission rate</td>
</tr>
<tr>
<td>Multiple reads capability:</td>
<td>Usually only single reads</td>
<td>Good</td>
<td>Excellent multiple reads capability</td>
</tr>
<tr>
<td>Tag Cost:</td>
<td>Relatively expensive</td>
<td>Varies depending on type of tag</td>
<td>UHF tags can be very low cost (at high volumes) due to the simpler manufacturing process.</td>
</tr>
<tr>
<td>Reader Cost:</td>
<td>Lower (more established technology)</td>
<td>Lower (more established technology)</td>
<td>Higher (newer and more complex technology)</td>
</tr>
<tr>
<td>Reader Antenna size:</td>
<td>Short-range mobile LF readers require only a small antenna</td>
<td>Short-range mobile HF readers require only a small antenna</td>
<td>Mobile UHF reader antennas are relatively large, reduced antenna sizes can be used if compromising on read range</td>
</tr>
<tr>
<td>Tag memory capacity:</td>
<td>Smaller memory sizes in comparison to passive HF RFID tags</td>
<td>Capable of relatively high memory capacity, typically 256 bits to 8 Kbytes</td>
<td>Smaller memory sizes in comparison to passive HF RFID tags, typically 96 bits to 1 Kbits</td>
</tr>
</tbody>
</table>

3. Gear Tooth Crack Detection Sensor

3.1 Concept

The concept of using a passive RFID tag as a gear tooth crack detection sensor requires the modification of the wire connection (Wire Bridge) between the RFID tag chip and the tag antenna, where the modified wire follows a section of the gear tooth contour. Figure 8 shows the concept of using multiple passive RFID tags as embedded tooth crack detection sensors. The wires shown in black are the modified connection between the tag chip and the tag antenna. Figure 8 is only shown for illustration purpose; the tags are neither in scale nor in an optimum arrangement. A tooth crack will be detected when the crack breaks the modified wire connection and the RFID passive tag ceases to function; i.e. the tag loses its ability to wirelessly communicate with the RFID reader. A loss of communication between the RFID tag and reader during gear meshing operation will signify the possible existence of a tooth crack.
3.2 Selecting an Appropriate RFID System

Choosing an ideal passive RFID system as a crack detection sensor will be difficult. There really is no such thing as a typical RFID system. The communication range between the reader and the tag is a balancing act between a number of engineering tradeoffs and ultimately depends on many factors. Factors that should be considered when selecting an RFID system are usually related to the tag and the reader antenna design. The following bullet points illustrate some of the common considerations when choosing an RFID system [23].

- **Frequency Band:** Depends on the regulations of the country where RFID system will be used.
- **Size and Form:** The tag needs to be able to be attached or embedded to the subject of interest.
- **Read Range:** Need to determine the minimum read distance required.
- **Objects:** RFID system performance changes when it is placed on different objects. Both the reader and tag antennas need to be tuned when they are applied on metallic objects. The current proposal is for metal gear tooth crack detection, therefore the RFID tag and antenna will be operating in a metal-rich and enclosed environment.
- **Orientation or Polarisation:** The orientation of the tag antenna with respect to the polarisation of the reader’s EM field can have significant impact on the communication or the read distance. Mismatched orientations can easily cause 50 percent reduction in the read distance. For some RFID systems a 90 degree mismatch between the reader and the tag antennas will cause total lost of
communication. In most cases the best orientation is when the tag and the reader antennas are parallel to each other.

- **Motion**: RFID systems can be used in situations where the subjects are travelling on a conveyor belt at a certain speed. When compared to the static application, moving tags spend less time in the read field and require a higher read-rate capability. With the current proposal, the RFID tags mounted on the surface of the gear will be rotating with the gear, while the RFID reader antenna will be fixed at a stationary position where the tags pass directly underneath.

- **Reliability**: The RFID reader and tag must be able to sustain variations in temperature, humidity, and stress, as well as surviving such processes as insertion and lamination onto the gear.

As mentioned in the Section 2.2, higher RFID frequencies (i.e. more than 100 MHz, such as UHF) are more prone to environmental effects. RFID systems with higher frequencies have more difficulty penetrating dielectric materials such as liquids. Furthermore, higher RF frequencies are more easily deflected by metal surfaces. In terms of costs, although a UHF tag will cost less than a LF/HF tag, the UHF reader may cost many times more than the LF/HF reader due to its complexity. Considering the cost implications and the susceptibility of the UHF RFID to environmental effects, this feasibility study targets the LF/HF RFID systems (less than 100 MHz) for potential use as a gear tooth crack detection sensor. Lower-frequency RFID systems can be made inexpensively and have fewer problems with materials, but generally require larger antennas and higher RF power [24].

RFID tag size and read distance are also of prime concerns for a tooth crack detection sensor. The remaining sections of this feasibility study will investigate whether it is possible to maintain the minimum read distance required while selecting a tag size that can be fitted onto the surface of a meshing gear as shown in Figure 8.

### 3.3 Investigation Areas

This feasibility study focuses on the modification of an existing COTS passive RFID system for the purpose of gear tooth crack detection. The best RFID system for the crack detection in a metal-rich environment would unquestionably be a tailored system. However, a tailor-made RFID system requires significant effort in research and development and is beyond the scope of this study.

The main area of investigation of using LF/HF RFID systems as the tooth crack detection sensor is the modification of the wire connection between the tag antenna and the tag chip. This modification is likely to upset the impedance match between the antenna and the chip. Preliminary tests should be conducted to check the sensitivity of the passive tag due to the wire connection alteration. These preliminary tests can be done using an RFID experimenters’ kit such as the one produced by Trossen Robotics [25]. This kit includes multiple LF passive tag types and a reader. Figure 9 shows an example of a modified wire connection configuration and the original LF passive tag. During the preliminary examination, the effect of various wire connection configurations (i.e. shapes and sizes) should be tested and the implications understood. If a slight alteration of the wire
connection causes a significant impact on the tag performance, then the concept of using LF/HF RFID systems as gear tooth crack sensor will not be feasible.

![Image](figure9.png)

*Figure 9 Original LF passive RFID tag and modified wire connection LF Passive RFID tag*

If the alteration of the wire connection still permits satisfactory LF/HF tag performance, then a wire connection breakage trial needs to be conducted. The idea of using a passive RFID tag as a tooth crack detection sensor is for the crack to break the modified wire connection. It is anticipated that once the crack growth surpasses any section of the wire connection it will split the wire. A wire connection breakage trial has two main purposes: first, whether the wire breaks when the crack passes underneath it, and second, whether the wireless communication between the reader and the tag ceases to function when the wire breaks.

If the wire connection breakage trial does corroborate the two main purposes mentioned, the next course of investigation is a sensitivity test for the modified RFID tag on a metal surface. As mentioned in Section 2.2, a metal-rich environment will cause the RF to deflect, vary the radiation patterns, and alter the radiation directivities of the antennas. The most common way to alleviate these effects is to insert a magnetic layer in between the metal surface and the passive tag as shown in Figure 10. An investigation is required to see whether this magnetic solution can retain the necessary read distances for the modified passive tag. It is likely that epoxy resin will be used to bond the passive RFID tag onto the surface of the metal. Mixing magnetic particles into the epoxy resin may create the necessary magnetic layer required, and this approach should be investigated.
For a LF/HF RFID system to act as a gear tooth crack detection sensor, it must be able to work in a typical gearbox environment. In the case of a helicopter transmission system, the temperature within the gearbox, when running at 100 percent load, could reach as high as 100 degrees Celsius. Most of the COTS LF/HF passive tags only have maximum operational ranges in between 60 to 70 degrees Celsius [26]. To overcome the temperature issue a special durable flame retardant laminate material could be used. The HF RFID tag 113020 made by GAO RFID Inc. [26] uses such a durable laminate as the enclosure and can endure temperatures up to 200 degrees Celsius in oil, high humidities, and pressures up to 15-bar. The durable laminate material also allows the tag to withstand vibration and mechanical shock, as well as to be resistant to chemical hazards such as sulphuric acid and salt water. The use of such a durable enclosure needs to be investigated, especially its affect on the performance of the RFID system.

The last area of investigation should be the gear surface bonding of the modified RFID tag. In the case of an aircraft gearbox, the meshing gears within the gearbox are not subject to periodic inspection. Therefore, once the modified RFID tags are integrated within the gearbox, they have to stay intact for the life of the gearbox. In order to maintain a low false-alarm rate, a method that permanently bonds the modified RFID tags on the surface of the gear needs to be established.

4. Literature Review Findings

Due to budget cuts, the experimental tests mentioned in Section 3.3 could not be performed and the feasibility of using RFID tags as crack sensors could only be evaluated through a review of literature. As previously mentioned, the main drawback of using an RFID tag as a gear crack detection sensor is its incompatibility with metal structures. For this reason, the literature review focused on reports that illustrated successful RFID wireless communication within metal-rich environments. Special attention was paid to the area of read distance in relation to the passive tag size.
A paper by Adrian-Ioan et al. [27] states that to make RFID work in a metal environment two approaches can be taken. One approach, as mentioned in Section 3.3, involves the use of absorbent materials to form a barrier between the antenna and the metal surface. The other approach involves using a static antenna pattern which has in its structure a metal plate at a given distance. This antenna is calibrated on the system resonant frequency, and is relatively immune to other metallic structures in proximity [27]. The Multi-turn static antenna pattern used by Adrian-Ioan et al. [27] is shown in Figure 11. The external dimensions for this Multi-turn antenna are 32 cm by 22 cm. Table 3 contains the results of the Multi-turn antenna testing with gaps between the antenna and the metal plate ranging from 1 millimetre to 50 millimetres. Table 3 also contains test results of two other types of RFID antenna for comparison purposes; these two antennas are a loop antenna and a Printed Circuit Board (PCB) antenna. The RF frequency used for all the antennas was 13.56 MHz.

![Figure 11 HF RFID Multi-turn static antenna pattern [28]](image)

**Table 3 Reading distance for parallel orientation of RFID tag [28]**

<table>
<thead>
<tr>
<th>Distance between antenna - metal plate [mm]</th>
<th>Reading distance in the center of the antenna for the tag oriented parallel with the antenna [cm]</th>
<th>Antenna type</th>
<th>External dimension [cm]</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Loop antenna PCB antenna Multi-turn antenna</td>
<td></td>
<td>Loop antenna PCB Antenna</td>
</tr>
<tr>
<td>1</td>
<td>5 9 10</td>
<td>5</td>
<td>35x31</td>
</tr>
<tr>
<td>8</td>
<td>6 10</td>
<td>10</td>
<td>33x23</td>
</tr>
<tr>
<td>15</td>
<td>13 14</td>
<td>14</td>
<td></td>
</tr>
<tr>
<td>25</td>
<td>21 17</td>
<td>20</td>
<td></td>
</tr>
<tr>
<td>50</td>
<td>27 25</td>
<td>28</td>
<td></td>
</tr>
</tbody>
</table>

A conference paper by Finis et al. [28] describes a series of steps for designing a HF antenna for metallic environments. These steps involve a sequence of mathematical modellings and simulations. The final product for the design is a HF rectangular loop antenna with dimensions of 64 cm by 22 cm as shown in Figure 12. During the actual testing the HF loop antenna was placed 2 cm away from the metal surface and various antenna output powers were used, as shown in Table 4.
A paper by D’Hoe et al. [13] describes a similar approach to Finis et al. [28]. The main difference is that D’Hoe et al. included a capacitance-matching circuit in their approach. The biggest problem with RFID in metal environments is the detuning of the antenna. If the metal environment is static, a capacitance-matching circuit can allow the RFID system to be tuned to this static environment. Unfortunately, a static environment in an industrial process is never achievable. In the paper, D’Hoe et al. show a new antenna concept that includes a permanent metal plate 10 mm behind the loop antenna. This creates a localised static environment that consequently makes the whole system less susceptible to detuning when inserted into other metal environments. The loop antenna shown in Figure 13 is the antenna used by D’Hoe’s et al. It has dimensions of 36 cm by 36 cm and with a copper trace width of 4 cm. The schematic drawing in Figure 13 shows that the metal plate is situated 10 mm behind the loop antenna. The main disadvantage with the permanent metal plate in the design is the drastic reduction in RFID read distance. The read distance for the new loop antenna with permanent metal plate is 26 cm in free space, which is a decrease of 13 cm compared to the standard antenna. D’Hoe et al. tested the new antenna concept by placing it 2 cm in front of another metal plate. Table 5 shows the test results where the new loop antenna shows only 0.29% frequency shift (detuning), while the standard loop antenna shows 30.16% frequency shift.

<table>
<thead>
<tr>
<th>Parameter</th>
<th>Dimension</th>
</tr>
</thead>
<tbody>
<tr>
<td>Length a</td>
<td>64 cm</td>
</tr>
<tr>
<td>Width b</td>
<td>22 cm</td>
</tr>
<tr>
<td>Wire diameter</td>
<td>1 mm</td>
</tr>
</tbody>
</table>

Table 4 Reading distance for loop antenna [28]
The papers reviewed so far have shown different ways of making RFID systems operable in a metal environment. However, each approach comes with compromises. In the first paper the approach taken was the use of static antenna pattern design. This approach allows the passive tag to be readable in the metal environment, yet as the tag gets closer to the metal surface, the read distance is severely reduced. The second paper used mathematical modellings and simulations to construct an antenna that will work in a metal environment. But, for this antenna to work the antenna needs to be at least 2 centimetres away from the metal surface. The third paper used a metal back plate as part of its antenna design. This back plate was situated 1 centimetre behind the antenna and was used to create a localised static environment. This system only showed a small frequency shift when the antenna was placed 2 centimetres away from another metal surface. Nonetheless, this design still showed a significant read distance reduction compared to a non-metal environment.

Another problem with making passive LF/HF RFID systems work in a metal environment, as shown in the three papers reviewed, is the size of the antenna. The loop antenna in the first paper is the smallest, but its dimension is still 32 cm by 22 cm. With such dimension the read distance is only 5 centimetres when the antenna is placed 1
millimetre away from a metal surface. Since the main gearbox housing of a Black Hawk helicopter has a diameter roughly about 68 centimetres [29], even a purpose-designed RFID antenna will be too large and impractical for a military helicopter gearbox. If a purpose-designed metal compatible RFID antenna is too big to use, the chance of modifying an existing COTS RFID system to function as a crack detection sensor is highly unlikely.

5. Alternative Technologies

The basic concept of the proposed gear tooth crack detection sensor is to have a wire that follows the contour of the gear, when a crack breaks the wire a transmitter will stop transmitting due to the incomplete circuit. The RFID proposal is basically trying to satisfy this described concept. However, as established, the size of the RFID antenna and the read distance can not satisfy the existing constraints. In this section a brief overview is given for an alternative technology that may be used to overcome the shortfalls of RFID systems.

With the RFID model, the LF/HF passive tag is the transmitter and the antenna operates as a source of energy. The biggest problem of using RFID in metal environment is the size of the antenna and the transmission distance. If alternative technologies can be found to replace the RFID tag and the antenna, the tooth crack detection concept may still be feasible. One possible technology that has the potential to replace the passive RFID tag is a miniature transmitter. A brief search of the internet has found a very small transmitter called NTQ-1 produced by Lotek. Lotek is a company specialised in the design and manufacture of fish and wildlife telemetry equipment. NTQ-1 has a size of 5 mm by 3 mm by 10 mm and with a weight of 0.26 grams [30]. Figure 14 shows the schematic and the actual photo of the NTQ-1. With the battery attached the length of the transmitter is only 1 centimetre. This device is a battery powered radio transmitter and it has a maximum life of 33 days. To be used as a gear tooth crack detection sensor the battery would need to be replaced with a permanent power source.

Figure 14 Schematic and a photo of the NTQ-1 transmitter [30]
With the RFID concept the power is wirelessly transmitted to the passive tag, whereas the energy for the small radio transmitter would need to be self generating and positioned on the same mesh gear. Figure 15 illustrates the concept of using NTQ-1 radio transmitter and a permanent power source to form the meshing gear tooth crack detection system. A tooth crack would be detected in the same way as the RFID concept; i.e. a tooth crack would break the wire connecting between the power source and the transmitter and the transmitter would stop functioning.

The self-generating permanent power source could be achieved by exploiting energy harvester technology. When two meshing gears are in rotational contact they produce vibration. By harvesting this vibration energy and turning it into electrical energy, enough electricity may be accumulated to power the radio transmitter. Figure 16 shows a piezoelectric generator that could be used as a self-generating power source. This piezoelectric generator produces electricity during bending and is made by Piezo Systems Inc. [31]. The rated output power for this generator is 1.1 mW at a bending frequency of 250 Hz. A piezoelectric energy harvesting circuit would need to be incorporated to collect intermittent or continuous energy from the piezoelectric generator, and efficiently store the energy in an on-board capacitor bank. Figure 17 shows a piezoelectric energy harvesting module produced by Piezo Systems Inc. This energy harvesting module continuously monitors the charging process. When the capacitor reaches 5.2 V the system output is enabled to supply power to an external application. At this point 55 mJ of energy are available. When the output voltage drops to 3.1 V, power to the external application is switched off and it is not turned on again until the capacitor bank has been recharged to 5.2 V [32].
Implementing the energy harvesting circuit design would only allow the radio transmitter to transmit when the capacitor has stored enough energy. As a result, the radio transmission will not be continuous. However, continuous monitoring is not necessary for gear tooth crack detection. The proposed concept detects a tooth crack when the crack breaks the connecting wire. The integrity of the wire could be checked at regular intervals; e.g. after each flight, just before the engine is shutdown. Interrogating the radio transmitter after each flight would also ensure that enough energy is stored in the capacitor for the system to function.

The described piezoelectric bending generator would need to operate in a gearbox environment. Factors such as centrifugal force and rotational vibration would need to be taken into consideration. The critical angle and position of the generator on the surface of the meshing gear need to be identified, where this attachment location allows ultimate energy harvesting.
6. Conclusion

A feasibility study for using RFID technology as a potential gear tooth crack detection sensor was undertaken. The specific RFID technology targeted was in the LF to HF frequency range, as tags in this range are less sensitive to the surrounding environment. A number of trials were recommended to assess the suitability of the RFID technology as a crack sensor. However due to budget constraints, these trials have not been conducted and a review of literature has been carried out instead. The literature review has found that for reasonable wireless read distances to be obtained near metal structures, the size of the LF/HF RFID antenna has to be relatively large. Furthermore, an RFID antenna designed for a metal environment is quite susceptible to minor alterations. The literature review also showed that metal-rich surroundings can exert noticeable effects on the RFID system even when the system is explicitly designed for a high tolerance to different environments. Large antennas, the sensitivity to antenna modifications, and the susceptibility to interference from metal-rich environments imply that LF/HF RFID systems are not suitable candidates for gear tooth crack detection sensors.

The gear tooth crack detection concept put forward in this proposal may still be feasible if the RFID tag is replaced with a very small radio transmitter. A permanent power source for the radio transmitter could be derived from technology such as vibration energy harvester. A brief outline of these two technologies and their utilisation as gear tooth crack sensors are given in the last section of this report. Again, these two alternative technologies would need further testing to substantiate their suitability as a gear tooth crack detection system.
7. References

29. 70351-08110. (1973) \textit{Housing assembly matched set- main gearbox}. [Schematic Drawing], Sikorsky Aircraft
This report examines the feasibility of using passive low frequency (LF) and high frequency (HF) radio frequency identification (RFID) systems as embedded sensors for early gear tooth crack detection. This study is part of the Divisional Enabling Research Program (DERP). The outcome is that Passive RFID systems are generally not suitable for gear tooth crack detection. However, a similar concept combining a tiny radio frequency transmitter with a vibration energy harvester system is proposed as an alternative to the RFID proposal.