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ABSTRACT
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TITLE: Getting back to basics – Military deterrence in the “Post” world
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While most agree that deterrence is better than conflict, in the post-Cold War era most discussion on deterrence has focused narrowly on the changing roles of nuclear weapons. This is a result of the part played by nuclear weapons in the Cold War, and many writers, particularly in America, have no other frame of reference for deterrence. However, if America is to continue to remain engaged in world events, and serve as a global leader, it must re-adjust its vision of deterrence in light of the changed world. America’s national security workers need to understand what sort of world this “post” world is, they must acknowledge the place of deterrence in American National Security Policy, establish a realistic relationship between the roles of conventional and nuclear forces in deterrence, and establish a methodology to emplace deterrence in our national security framework. This work argues that the changed world is more than just “post Cold War,” that we need to educate ourselves about this new world, and the roles of both conventional and nuclear assets in deterrence, and integrate a deliberate approach to deterrence into our national security framework.
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GETTING BACK TO BASICS – MILITARY DETERRENCE IN THE “POST” WORLD

The better equipped the Department of Defense is to fight, the better it serves its role of a deterrent to war.

—Secretary of Defense Robert Lovett

As Americans watched the end of the Cold War on their televisions, with images of the destruction of the Berlin Wall and the passenger trains and loaded Trabants moving West still fresh in our memories, many hoped that with the collapse of the Warsaw Pact and the Soviet Union, that the “New World Order” would be one where the scourge of nuclear weapons would be removed. Alas, as with so many ideals and dreams, the utopia never emerged. Instead, the type of threat metamorphosed, and has challenged globally engaged nations to re-examine how they function in the new environment.

It is important to realize that while the end of the Cold War was significant, it occurred on top of a more profound change – “globalization.” Globalization began well before the collapse of the Soviet Union and the end of the Cold War, though the opening up of the former Soviet-Bloc countries certainly enhanced the pace of globalization. The paradigm of this age is information, and the propagation and use of information is what is driving “globalization” or “the global economy” or “the third wave,” or any other term one cares to employ. It is this nexus between the end of the Cold War and the exponential acceleration of globalization that presents us with a completely new operating environment.

Yet the vast majority of writings in the United States on deterrence still seem focused on the implications of nuclear weapons. Many writers continue trying to determine how many warheads are needed, what is the best/fastest/most stable way to reduce weapons while at the same time maintaining a deterrent capability that is increasingly less germane to the vast majority of the threats facing the United States. It would seem that in this era of “Transformation” and the “Revolution in Military Affairs” American strategic thinkers and writers have a pre-disposition to think of deterrence only in, or substantially in, terms of nuclear weapons, or they advocate a retreat from deterrence in favor of military action.

There are three reasons for this continued fixation with nuclear deterrence. First, many do not understand the true nature of the world that emerged following the end of the Cold War.
Secondly, the United States has so little recent experience with conventional deterrence (having only known deterrence in the nuclear context), and thirdly the process for developing and implementing a national security policy does not integrate conventional deterrence as a key enabler.

**WHAT MUST BE DONE TO ADJUST TO THE “POST” WORLD**

An objective reappraisal has led to the realization that deterrence now and in the near-term (over the next 20-50 years) is better served by a combination of nuclear and conventional (non-nuclear) assets, which may be employed over a wide spectrum of the operating environment to meet a wide range of both immediate and longer-term strategic objectives. To do this requires an understanding of the 21st century world, an acknowledgement of the roles played by both nuclear and conventional forces in deterrence, and the embedding of deterrence into the national security strategy.

This paper sets out to describe the need to adjust perceptions of what is the nature of the current and near-term future world environment, and why that matters now; discuss the role of nuclear deterrence and explain why conventional forces should be the principal focus of American deterrence efforts; and propose a methodology for how deterrence, and specifically conventional deterrence, could be integrated into a national security policy-making process.

**WHAT IS DETERRENCE?**

*Let him who desires peace prepare for war*

— Flavius Vegetius Renatus

Before jumping into why conventional deterrence is the preferred policy, it is important to discuss what is meant by deterrence given its rather limited focus during the Cold War era.

There are many definitions of deterrence, but this paper will use the one from *Conventional Deterrence* by John Mearsheimer, in which he explains that “deterrence, in its broadest sense, means persuading an opponent not to initiate a specific action because the perceived benefits do not justify the estimated costs and risks.”

Deterrence works on the recipient by the specified or implied threat of credible action. What matters is how the target of the deterrence, not the nation seeking to deter, views the deterrent effort/effect. To help gain such understanding, a good knowledge and understanding
of cultural imperatives, past behavior and decision making is essential. A corollary is that both sides need to have interests that can provide a basis for the deterrence, such as not wanting to interrupt natural resource production, or wanting to protect the rights of a specific minority group or ensure food for a population. The interests may or may not be the same for both parties, but it is essential that each actor understand both interest sets.

Deterrence need not be overt (i.e. the “if you do ‘X’ I will do ‘Y’ theory”), though it must have a specific end-state, unlike “compellence,” which is more open-ended. Deterrence may be indirect, or tacit. In fact it will often be more successful if it is indirect because there is no overt challenge to the actor that is the target of the deterrence effort. However, whether explicit or implicit, it depends on a certainty in terms of capabilities combined with uncertainty/ambiguity in terms of threshold for action/reaction. The object of the deterrence must know (or think he knows) that the capability exists that can be directed against him, but he should not know exactly what the trigger would be to execute the action. A deterrence plan is a dynamic process. Rather like a chess game, achieving the desired endstate may require conducting a series of actions/reactions against the target of the deterrence, which ideally lead to a point where the target of the deterrence’s ‘best’ option is the one the deterrer wants him to choose. Additionally, particularly where the intent is to establish long-term conditions, rather than deterring a single action, it is not enough to merely focus on the target of the deterrence, but planning and execution must be conducted with an appreciation for the effort’s effects on others in the region.

Deterrence works because the cost of action for the target of the deterrence is too high for the benefit gained by the action (or inaction). Costs are usually not monetary but often include, as a minimum, manufacturing/production capacity, societal disruption, casualties (both dead and injured, military and civilian) and resources. This cost may be one that is borne even if there is battlefield success, such as the imposition of sanctions on the “victor” after a conflict (as was done in response to the Soviet invasion of Afghanistan), the severing of diplomatic relations, or termination of trade agreements. Also, different cultures may assign different values to various costs, and it is important to know what your opponent values.

Determining what assets are valuable to an adversary will require much more rigorous analytical effort at the national level than what appears to be done currently. The United States Army already does something similar at the tactical and operational levels by identifying
the high value targets (HVTs), which give the best return in terms of enemy actions, inactions, and effects, because they are high cost items to the target of deterrence. Identifying such HVTs at the national level enhances the potential for successful deterrence. Even more so than at the tactical level, very specific criteria must be established that determines what those HVTs are, since there are both physical and fiscal limits to the assets available to apply against the various threats.

Since some of these emerging threats (such as terrorist organizations) tend not to have a discrete geographic locale, the deterrent HVT may instead be a node that when disrupted forces a change of plans that makes action more costly. In countering a terrorist group, the interdiction of the group’s supply lines in an adjacent nation is an example of targeting a node that is high value because of the nature of the organization (lack of a robust logistics infrastructure).

It is important to note that deterrence as proposed in this work focuses on extended deterrence. For the United States, it is deterrence of actions against elements with whom the United States is allied with in some manner. There are very few active, direct threats to the national security of the Continental United States, and even where the United States identifies active threats, virtually all of them are located outside the Continental United States.

WHAT CONSTITUTES THE NEW WORLD ORDER?

Some believe that the Cold War ended not as the result of conscious national security actions by the United States and NATO, but either as a result of the internal contradictions of the Soviet communist system, or because of the rise of globalization and its attendant emphasis on market economics and the information revolution represented by the internet. I believe the current “post” world is the product of principally of the collapse of the Soviet bloc and the international communist system and the rise of information access via the internet. As Thomas Friedman described it in The Lexus and the Olive Tree, there is no single phenomenon, but an inter-related series of phenomena, which have reacted synergistically to produce the current world order.

A starting point is to understand, and incorporate within our decision-making, what globalization means in the context of national security. There are too many actors (both state
and non-state) with access to incredible amounts of information, so America’s national security processes must change to accommodate this change, or America will have no national security.

It is said that “those who do not read history are doomed to repeat it” and what reading of history must reveal is that things change, and those who do not adapt to change, perish. Every system changes and leaves behind the carcasses of those who failed to change for the carrion birds of history. Whether it is the French knights at Crécy and Agincourt who failed to appreciate the military change brought by the long bow; the feudal lords who failed to understand the implications of a rising merchant class and the power of money; the Catholic Church which failed to appreciate the implications of a revisionist theology embodied in the Protestant Reformation; the Czarists in Russia who, like the Bourbons in France, failed to understand the power of the people in politics when the masses gain access to power; or K-mart which failed to understand the implications of high overhead costs and slow recapitalisation efforts that left them behind in the age of the super Wal-Mart – those who do not recognize the changes of the period in which they live, and who do not adapt, are discarded. In effect, it is social Darwinism writ large, and the United States needs to adjust quickly if it is to maintain its dominant world position in the 21st century.

Both national and military leaders (and strategic planners) need to understand how the world has fundamentally changed in the past 10-15 years, roughly corresponding temporally with the end of the Cold War, but not as a result of the end of the Cold War. Such leaders understand that the world has changed, but many do not truly understand how things have changed. They think in terms of the Cold War, and believe that the change is simply the shift from a bi-polar to a uni-polar world. The significance of the change is in the growth in both the amount of information that is available to increasing numbers of people, and the interrelationships between what had been discrete disciplines.

The operating environment (hereafter OE) out to approximately 2020 is one that emphasizes the emergence of non-state actors, the increasing importance of ethnic and social divisions, exploitation of terrain sets (particularly urban terrain), increasingly sophisticated actors, and the increasing ability of individuals and groups to both gather and propagate information world-wide via the internet. The ability of individuals to access data, and do something with it, (whether forwarding an article or transferring their savings from one hedge fund to another) without leaving their computer is enormous. Perhaps even more important is the inability of governments to effectively eliminate this sort of trans-national information
Even the People’s Republic of China (PRC), which has one of the most extensive combinations of hardware, software filters and physical “overseers,” is incapable of completely stopping this exchange. As information technology (IT) gets more and more sophisticated, with satellite cell phones linked to high-speed modems, and compression and encryption technology becoming ever more available, the power of the individual will become paramount.

Given this OE, the United States’ current approach in the issuance of broad guidance, which is refined iteratively once a crisis develops, may no longer be viable. There are too many potential crises, which must be averted before they develop, because the consequences may be catastrophic. Given the rise of the power of the individual, or small groups, to influence actions on a global scale, America must reappraise how it will deter. Given the threats from such a diverse group of actors, it is imperative that the United States shows itself to be both discriminate when using force, and strong and relentless in the pursuit of objectives. Conversely, particularly for the military, we cannot merely “do more of the same” using the Cold War model, because missions are already exceeding the capacity for sustained action using that model. The significant advantage available now, which was not available to the Truman administration when it elected to focus almost exclusively on nuclear deterrence, was globalization. The same information age technology that creates such hazards also provides the opportunity for overcoming the hazards. By transforming our process to collect and process the vast amounts of information with the microprocessor based technology available to us, the United States can provide the necessary specificity to the executors of national security.

Transforming our information management processes potentially provides a quantum leap forward in terms of setting the conditions for success, but currently the United States lacks both the force structure and the political will to continuously move military forces as fire brigades from one trouble spot to another, as is being done now. Unless the operational method changes, the United States may soon find that it is militarily on a ‘war footing’ with large numbers of both active and reserve forces deployed continually at a plethora of locations world-wide, requiring significant resources in terms of both personnel and dollars, while emotionally the nation remains on a ‘peace footing.’ Such a policy runs the risk of being untenable in terms of both public support and the budgeting process, as Lyndon Johnson found with his “guns and butter” policy in the 1960s, trying to meet the needs of both the Great Society programs and the Vietnam war. Already there has been reluctance in the past few Congressional sessions to allocate funds beforehand for military missions of indeterminate size and duration.
The FY 2002 supplemental budget (the last one done) was for $14 billion, which was roughly a 4% addition to the amended budget request for $328.9 billion. In FY 2001, the budget of $291.1 billion required a supplemental of $6.1 billion, roughly 2% more, in FY 2000, the $267.2 billion budget, a supplemental of $2 billion, less than 1% more. Such increases cannot continue, and so we must find a more “cost effective” way to conduct business.

In addition, there is no reason to expect a change to this state of affairs in the future particularly in terms of the public support. The Department of Defense is already running into problems with the overextension of forces in current operations. For instance, Army reserve personnel being re-deployed less than one year after returning from overseas; navy battle groups are being extended on deployments to nine months from six, and the Air Force has to depend on Army reserve forces to defend bases within the United States.

NUCLEAR VERSUS CONVENTIONAL FORCES IN DETERRENCE

In the post-Cold War era the nuclear deterrence issue still remains paramount for a vast majority of America’s strategic thinkers, and much has been written on how nuclear weapons can contribute to deterrence in this “post-” world. However most threats (whether nations or trans-national actors such as terrorists) lack a comparable weapon, and most crises are at a level below the threshold of either national survival or of risk to national interests. Knowing, and exploiting, the United States’ emphasis on nuclear weapons as the deterrent of choice provides opponents with a ready-made “asymmetric” capability.

Nuclear weapons played a significant role during the Cold War, but the enormous risks associated with their use, particularly once most nations realized that there was no such thing as limited nuclear war, tended to relegate to them a sort of boundary purpose. Nations would evaluate how far they could push an opponent based on when they thought either a nuclear nation or its surrogate would cross the nuclear threshold.

There are still some situations where nuclear deterrence plays a role, but the situations involve those potentially hostile nation-states possessing significant nuclear arsenals, such as Russia and China. The role of nuclear deterrence remains similar to its role during the Cold War; it serves as a constraint on action by actors by forcing objective assessments of the costs and benefits of employment of such weapons in a given situation. The more successful non-proliferation regimes are, potentially the more restricted the utility of the nuclear deterrent,
though as Louis Delvoie points out, the demise of the Cold War has not relegated nuclear weapons to the dustbin of history, and they still have an important, albeit smaller, place in the international relations kit bag.\textsuperscript{50}

So what prevents the United States from just continuing to rely on nuclear weapons to deter the real threats, the Russians and Chinese, who are the only ones with the combination of large numbers of nuclear weapons and delivery systems to pose a threat to the continental United States? After all, it was good enough for the Cold War, it was relatively cheap, and it is something the United States and other world powers understand.

The deterrence of the Cold War, which revolved around avoiding a crossing of the nuclear Rubicon, was an anomaly.\textsuperscript{51} For the first time in recorded history a nation-state had the potential to defeat an enemy by destroying its homeland infrastructure without recourse to destroying some or all of the enemy’s (or its own) military.\textsuperscript{52} It is hard to understand the significance of this change, because it was the only condition that most of the current generation has known.

Nuclear deterrence dealt with a level of precision and avoidance of ambiguity that was previously unknown, given the potential results of even a single slip (poignantly brought to bear in the movie “Failsafe”), but it also seems to have clouded minds as to the requirement for conventional deterrence.\textsuperscript{53} For many, nuclear deterrence became the only deterrence that mattered, and the standard by which most discussions of deterrence were framed. This was, as Alexander George and Richard Smoke observed, “largely because deterrence theory at the strategic level has been so much better developed in so many respects, there has been a marked tendency for theorists to employ strategic deterrence as the \textit{paradigm case} (authors’ italics) for thinking about deterrence in general.”\textsuperscript{54}

Many professionals felt that nuclear weapons had changed the entire deterrence debate, and that only nuclear weapons had any deterrent value. As a writer on deterrence observed in 1961, “the need to choose between deterrence and defense is largely the result of the development of nuclear and thermonuclear weapons and long range airpower.”\textsuperscript{55} Instead of applying a deterrence construct to conventional forces, American strategists for the most part consigned conventional forces to defending against, or responding to, aggression, rather than seeking a way to use them to deter aggression beforehand. But such forces were only capable of being used to deter the enemy from escalating a conflict already underway.\textsuperscript{56} It can be
argued that this relegation of conventional forces to only being used after a conflict was underway led to the escalatory principle of coercive deterrence seen in Vietnam. While I do not subscribe to this concept, there appears to be a clear lack of acknowledgement that conventional forces had a capacity for deterrence during this period, the height of the Cold War. Some part of this can probably be ascribed to the rise of leaders such as Robert McNamara, who were familiar with systems analysis and felt that by applying it to defense you could quantify the results. You knew what you could launch, could scientifically/mathematically determine loss rates, and knew what level of destruction you could impose on the enemy.  

However, this is not the first time the United States has been in this situation. A review of Eisenhower’s “New Look Strategy” provides an example of where in the past (in this case the post-Korean War period) the world had undergone significant change, but the United States was the only true super power.  

Even in the 1960s, as the United States was attempting to deal with multiple actions marginal to national interests such as Vietnam, the Dominican Republic, and South Korea, the focus remained on the nuclear issue. Though the Kennedy administration oversaw an increase in the conventional/non-nuclear forces (notably in rise of Army Special Forces, and the Airmobile concept), these forces were designed for employment once conflict was occurring, and were not viewed as deterrent forces. In some aspects the acknowledgement of the need for a new kind of fighting force is similar to what is now known as “Transformation.”

Within the United States Army, the concept is known as “the Objective Force” and it is an attempt to organize, equip, man and field organizations that are capable of operating across the spectrum of conflict in the 21st century world. Similar efforts are underway within all the services, and within the Department of Defense, to develop and field forces capable of conducting conventional operations in this new era.

The United States cannot afford to focus only on conventional deterrence of actors who pose a direct and dire threat to America’s national security (i.e. those with weapons of mass destruction and credible delivery means). Such an approach is simply Cold War deterrence by another name, and is almost identical to the approach taken by the Truman administration at the start of the Cold War. It ignores the underlying transformation of the international arena, which has seen the rise of strong trans-national and asymmetric threats. America’s leaders, and here that includes senior members of the Department of Defense (both civilian and military) need to acknowledge and understand the paradigm shift that has occurred, and adjust to it. Otherwise,
they run the risk of ignoring areas and actors that can have a drastic impact on the United States economically and/or politically. 63

However, like the Truman administration, which viewed deterrence against things other than nuclear strike as too complex for the risks and rewards (i.e. bad cost-benefit), up until now the national security bureaucrats/professionals have, as a result of their Cold War upbringing, tended to view the need for deterrence more as something appropriate only for actors who pose a grave risk to national survival. 64 Some recent publications provide some guidance for policymakers, 65 but there seems to be very little substance beyond an acknowledgement of the fact that the world has changed. 66 There are references throughout the Quadrennial Defense Review (QDR) to the fact that the world environment has changed; however, the fact that the QDR was “…the product of the senior civilian and military leadership of the Department of Defense,” and “…was truly “top down” hints at the possibility that not enough “agents of change” were involved in the process. 67 It is important to understand that America cannot ignore the place nuclear weapons have in any deterrence strategy, or to overstate the ability of conventional forces alone to provide a deterrent capacity. What is likely to be found, however, is an increasingly smaller number of situations that are capable of being deterred by nuclear weapons, since their utility is dependent on well-defined (geographically) targets, in response to explicit threats of mass casualties. 68

Rather like the Flexible Response construct for nuclear deterrence which developed in the 1960s when the administration acknowledged that massive retaliation could not be used as the sole strategic response, the United States needs to use the technologies that are available to develop a capacity for Fluid Deterrence by having a wide variety of force structures and capabilities available to both fight and deter enemies. However, unlike the unintended consequences of Flexible Response, which caused European nations concern that the United States was abandoning its commitment to the nuclear defense of NATO, 69 Fluid Deterrence should enhance nations’ confidence in the ability and the willingness of the United States to support friends and allies against a wide variety of threats, because it brings the United States into an area in smaller numbers, for limited operations, to prevent conflict.

Most senior leaders in the international security studies arena grew up in and studied the Cold War, so it is not surprising that they may view the current world as one not requiring a conventional deterrence strategy. As Dr. Condoleezza Rice stated during the 2000 Presidential campaign, “…I’m not sure a grand strategy is really necessary.” 70 When the person who is now
the National Security Advisor, an acknowledged expert in her field, who served in the first Bush presidency at the end of the Cold War, and who is generally credited as the principal author of the current NSS, makes that statement, it may be symptomatic of a more pervasive issue. Bear in mind that Dr. Rice’s area of expertise is the (now defunct) Soviet Union, and if the sole major threat to the United States was the Soviet Union as during the Cold War, perhaps, as some have written, we could get by without a grand [read national] strategy, since nuclear deterrence had relegated virtually everything else to being a crisis of one type or another.\(^7\) But the Soviet Union is gone, and it is not coming back. There exists a need to gain an understanding of how the world has changed, so that those who are trained in international relations are able to properly apply their skills to the world in which they find themselves.

This is a world unlike that which they (and we) grew up in, studied and practiced their craft in. Americans no longer live in a world where the realist approach (looking at IR in terms of quest for power and political advantage) works as it did in the Cold War, since many of the threats are not traditional state actors.\(^7\) They are terrorists and trans-national criminal organizations, ethnic and religious groups with perspectives and viewpoints not in consonance with international relations theory, which has been based for the most part on a “Westphalian” world where the nation-state was the principal source of power. There are inklings of this in the Balkans, where most people outside the region are unable to understand the interfaces and positions of the Croats, Serbs, and Muslims who have multiple, complex views of history and what is right and wrong; or in the acts of September 11, 2001, when a terrorist organization with a religious ideology principally focused on establishing theocracies in the Middle East chose to attack the United States for reasons which most Westerners cannot fathom.

Rather like the period of the 1950s and early 1960s, this is a transition point, and there are lessons to be learned from those who went before. Just as the Kennedy administration understood the need for a flexible force structure capable of not only nuclear deterrence, but conventional engagement and combat as well, to face a world which was significantly different from either World War II or the colonial period, America needs to objectively assess this new world and adjust to it.\(^7\) This is not an uncharted piece of terrain to tread across—but the ‘coin of the realm’ is deterrence, not mutually assured destruction.

We must use the strength in the management of information (often listed under the rubric of C4ISR – Command, Control, Computers, Communications, Intelligence, Surveillance, and Reconnaissance) to determine in the requisite detail the requirements, in terms of the deterrent
objective, the timeframe for the operation, and the force structure necessary to achieve the objective. This is the Information Age and the application of information technology needs to be made the cornerstone of the deterrent effort, as the Joint Chiefs of Staff have made it the cornerstone of the warfighting doctrine for the 21st century. The United States is the pre-eminent world power in Information Technology (IT), and as our industrial prowess was exploited to win World War II, so America’s technological prowess needs to be exploited to set the conditions for global security in the 21st century.

Books such as Deterrence in the 21st Century, which evolved from a symposium at the United States Army War College, are harbingers of a new way of thinking that re-assesses the role and more importantly, the criticality of conventional deterrence. This book is however a very small piece of the literature available, and much of it is written about nuclear deterrence, or the role nuclear weapons have in deterrence in this century. Additionally, given the pace of change in the world today, America must quickly implement an execution methodology that incorporates the full spectrum of deterrence in American national strategy.

Washington needs a deterrence strategy to mitigate risk without the unrealistic resort to the nuclear threat. Deterrents must be credible, and even with the proliferation of Weapons of Mass Destruction/Effect (WMD/E), nuclear weapons have very little deterrent value—their destructive and residual effect, both physical and emotional, is simply too great. The need is to understand our potential adversaries, determine their goals and exploit their weaknesses, by developing a realistic approach to deterring conflicts rather than fighting them.

ADJUSTING OUR STRATEGIC VIEW

So, how can conventional deterrence be returned to the IR “tool bag” in the 21st century? There are four steps that need to occur. The first step requires establishing a common basis among the national security leadership as to the scope and implications of the change that has occurred in the world over the past decade. Most, if not all, senior leaders probably have varying degrees of knowledge as to what the 21st century world looks like, but it is essential to arrive at a common vision and understanding, so that everyone’s efforts will be supportive of one another. A key is to gain an understanding that this change has little to do with the end of the Cold War, and that it requires a much broader grasp of areas outside the traditional venues of national security (i.e. diplomacy, economics and military power). The currents of globalization were moving well before the Berlin Wall came crashing down in 1989, though their strength
increased markedly as markets opened across the world. Second, acknowledge the important though limited role nuclear weapons play in deterrent strategy, and determine the balance between nuclear and conventional deterrence capabilities and requirements. This will require an appraisal of not only the various threats, but what their motivations and costs are, as well as an analysis of force structure implications. Third, incorporate a methodology into the national security process that applies deterrence and inculcates a concept of deterrence germane to the current and projected world environment. Where appropriate, coalitions and alliances, and the use of international organizations such as the United Nations should be included, particularly with regard to deterrence aspects where the risks and consequences of failure may be less. Lastly, the Department of Defense needs to embrace transformation and ensure that transformation efforts result in a better capability to conduct deterrent missions. Transformation must continue to be implemented not only in the services, and the efforts articulated in the QDR must be intensified to streamline in particular the acquisition processes necessary to field forces appropriate to the 21st century OE.

STEP ONE: UNDERSTANDING THE ELECTRONIC HERD, LIONS, GAZELLES, AND TURTLES

The world is a changed place, and it is crucial to get everyone involved at all levels to understand and internalize that change. International affairs, politics, economics and a myriad of other disciplines are exhibiting rates of change comparable to that expounded in “Moore’s Law.” With globalization, various principles and theories of national security, economics, politics, religion, and philosophy, are being promulgated, interpreted and re-interpreted and changed so rapidly through electronic media (principally the internet) among an increasingly large group of individuals that they, too, essentially embody Moore’s Law. America’s own posting of national security documents on the web highlights the pervasiveness of globalization, and underscores the need for us to understand the implications of this electronic medium that is the infrastructure of this information age.

To achieve the rapidity and depth of change necessary will require a concerted effort by our national leaders to change themselves and to change the organizational ethos of those organizations involved in national security. In the United States Army, the way the leadership in recent years has emphasized major changes has been through the use of the “chain teach” method, where each echelon of leadership personally taught their subordinates specific key objectives. This methodology was followed during the early 1990s with the Equal
Opportunity/Prevention of Sexual Harassment Training (EO/POSH) and in the late 1990s when the Army instituted Values training.  

In both cases, the level of commitment by the senior leaders was expressed by their commitment of personal time and energy to the teaching and it resulted in the message getting promulgated quickly and correctly to the lowest levels of the organization. A similar sort of Chain Teach will probably be required to ensure accuracy and consistency of the message, along with helping to gain acceptance from each echelon of leaders and executors. As in the case of “digitization” in the mid-1990s as part of the U.S. Army’s Task Force XXI experiment, the junior soldiers actually had a better grasp of the situation than the senior leaders, and are probably more prepared to rapidly embrace the changes.

STEP TWO: “WHEN YOU CARE ENOUGH TO SEND THE VERY BEST”

Nuclear deterrence may become the back-up when conventional deterrence fails against an actor that has grown into what William Perry and Ashton Carter call an “A list” threat. Even so, the general utility of nuclear deterrence against an emerging “A list” threat is doubtful because deterents must be credible, which means to many a threat comparable to the former USSR’s capacity for nuclear destruction of the American homeland. Given our strong position on the non-proliferation of weapons of mass destruction, America will be viewed by others as being hypocritical if we routinely threaten (whether explicitly or implicitly) to use nuclear weapons against too many threats. Some actors may see the United States’ continued reliance on nuclear threats as a validation of their utility, exactly the opposite of the intent of our continued counter/non-proliferation efforts.

As Vice Admiral (ret) Cebrowski said in a speech to the Network Centric Warfare 2003 Conference, in January 2003:

In the period of time before 1990, we were concerned about balancing our global interests with homeland security. We balanced it on the fulcrum of mutually assured destruction and containment. It worked well vs. the Russians, but what it yielded was surrogate wars. We lived a useful fiction that depicted all surrogate wars as really lesser included cases, which of course they weren’t… Now we are rebalancing our concerns.

What Washington must do then is seek an optimum balance that provides a broad-based capability, which has applicability in a wide variety of scenarios, so that as many actors as possible are deterred from actions that are injurious to the United States. The QDR mentions
this, acknowledging that America “requires non-nuclear forces that can strike with precision at fixed and mobile targets throughout the depth of an adversary’s territory.” Its shortcoming is the focus on response, rather than on deterrence. Transformation must incorporate the need to achieve a balance between our conventional and nuclear forces so that we can reduce our exposure to “asymmetric” threats by deterring them.

The national security decision-making apparatus must utilize information technology to assist in determining various deterrence vulnerabilities of actors we are confronting, and assess whether the deterrence objective is best achieved by nuclear or conventional deterrence. Computing power and information access gives our policy makers the capability to conduct exponentially more detailed assessments than was possible in previous eras, and that capability must be exploited.

STEP THREE: MAKING DETERRENCE A PILLAR OF NATIONAL SECURITY STRATEGY

Similar to the view enunciated in Preventive Defense, America needs to view deterrence as one component in a National Security Strategy, neither more nor less important than some other components. While much of the work revolves around the implications of the Nunn-Lugar Act, it is important to note that the authors identified and understood the rise of what they described as catastrophic terrorism and saw the need to deter against that threat. While The National Security Strategy of the United States (hereafter NSS) encompasses much more than merely the Department of Defense (DoD), deterrence is principally a DoD responsibility because it generally involves the application (overtly or covertly/tacitly) of a threat of military action. The logical starting point is the NSS, since it is the keystone document.

Anyone who has read the past couple of editions of the NSS might make a case for the argument that deterrence was discussed. In the current version however, it is only mentioned once in a positive way, and the first time it is mentioned is in discussing the Cold War. In fact, this current NSS discounts the ability to deter aggressors, describing “the inability to deter a potential attacker.” This approach resulted in the enunciation of a doctrine of “pre-emption” which has proven very contentious even against a threat such as Saddam Hussein (who most nations readily admit is a threat to the international community), because it depends upon a subjective assessment of the level of risk to national security. At the end it states that the military is tasked to “deter threats against U.S. interests, allies and friends…” but provides no guidance as to how, why or against what threats. The NSS juxtaposition of descriptions
minimizing the potential benefits of deterrence while tasking the DoD with the mission to conduct deterrence highlights the lack of real strategic coherence in the NSS. This shows up in pseudo-crisis such as the imbroglio with the Democratic Peoples’ Republic of Korea (DPRK) (North Korea) over its nuclear weapons and ballistic missile programs.

Clearly every leader in the national security system understands the criticality of the DPRK’s two offensive programs, nuclear weapons and missiles. Yet no discussion of how to deter them from continuing efforts on the program appears anywhere in the NSS. Moreover, now the American administration appears to be floundering as it seeks a solution to a crisis that has really been around for almost 10 years. The US posture on the Korean Peninsula is still framed in terms of “defense” vice “deterrence,” though it is clear that the purpose of the United States Forces Korea (USFK) is to deter the North Koreans from seeking a military solution to re-unification. This scenario also provides a case where understanding what the target of deterrence values (security, respect, fuel oil, and rice) and what the deterrer values (non-aggression, non-nuclear peninsula, non-proliferation of WMD) provide the basis for deterrence.

With the exponential growth of the internet between the time of the Agreed Framework in 1994 and the start of the current situation (2002), information such as weather patterns, drought effects, travel reports, financial statements from Chinese and South Korean companies doing business with North Korea was readily available. Combined with classified information, and information from the DPRK’s web site, enough information was probably available to gain an understanding what was happening within the DPRK. Although the DPRK is a closed nation, it has some limited links, in terms of commerce (primarily selling military technology and hardware), tourism (primarily with the ROK), and ideologically (primarily with the PRC) which could have been exploited had the United States adopted a holistic view to deter the DPRK from pursuing either WMD or ballistic missile technologies.

The Korean situation also points out the need for a NSS that is clear and unambiguous, using terminology that means something (and the same thing) to everyone who reads it. Given the ambiguity in the field of international relations, it is crucial to reduce the potential for misinterpretation by using words like “deterrence” and “defeat,” and phrases such as “collective security” which all have reasonably well-defined meanings. National security documents should avoid words like “engagement” and “shaping” which have no common meaning, and which can be easily misconstrued by those whose historical, cultural and scholarly backgrounds are significantly different from ours.
In some cases America will deter by focusing efforts against actors who may not be the principal targets, but who provide support in some fashion to the deterrence target. The following is a short example of what this means. The United States deploys to country “J” forces that then conduct, in conjunction with the forces of the host country, well-advertised mobile strike operations against fictional terrorist organization training camps. Adjacent to country “J” is country “S,” which tolerates a terrorist organization that has threatened the United States (or an ally) by allowing it to operate training facilities in remote areas of country “S.”

The case above requires a NSS that states objectives of defeating terrorist organizations, deterring those who support them, and retaining the right to act preemptively against credible or immediate threats. Properly articulated, this translates to a National Military Strategy (NMS) that describes the need for a demonstration of deployment/redeployment and combat capability in proximity to country “S.” The Combatant Command and services are then able to properly plan, prepare and execute the mission, because they have been given ample time to adequately resource the mission. When executed, the operation may be enough to convince the leadership of country “S” to withdraw its tacit support for the terrorist organization, causing a series of secondary and tertiary actions, which combine to prevent the terrorist group from conducting any active operations for some period of time. In this example, the policy deters country “S” from supporting organizations that America finds offensive, and the terror organization is deterred from conducting operations because their training effort is disrupted. America avoids the need to conduct a pre-emptive military attack, with all the attendant political and legal issues, and instead builds a relationship with a regional actor (country “J”), and gains valuable training for the forces involved.

A key enabler of this proposed deterrent strategy is basing most of the force in the United States. The world has changed, and America cannot garrison forces around the globe, which we did during the Cold War (as did the Romans and as many European nations did before us).

Three reasons for this are that forward basing is fiscally expensive for both America and the host nation; forward basing elements reduces the flexibility of using those forces for operations outside their geographic location (when was the last time America sent units from Korea to another location for operations or training?); and overseas basing increases the force protection risk, particularly in light of the increasing threat from non-state actors.
The current QDR states a need to "strengthen its forward deterrent posture" and for "a forward deterrent posture" and describes requirements "to depend heavily upon the capability resident in forward stationed and forward deployed...forces," and "places a premium on securing additional access...agreements," which seems to indicate a desire to expand the requirement to have forces forward stationed. The statements above run counter to the front of the document, which repeatedly underscores the continental United States as "the most critical base of operations," and how it is "essential to safeguard...the source of its capacity to project decisive military power overseas."

As recently seen in South Korea, the enduring presence of American forces makes a convenient scapegoat for elements of society who either disagree with American policies, or see a way to avoid having to confront issues within their own society. Spending billions of dollars annually to have American military personnel and their family members be confronted by anti-American protests from the population those same forces are protecting is an issue that must be resolved. Additionally, the presence of American forces even without dependants, as in Saudi Arabia and the Philippines, provides a ready-made sign of "American Imperialism" for followers of people like Osama Bin Laden.

In first months of 2003, there have been discussions of moving elements of European Command (EUCOM) out of Western Europe, where they have been since the end of the Second World War, to either the United States or into Eastern Europe. Additionally, discussion of the use of expeditionary-type forces, which would rotate in and out of forward bases in Europe, has come to the fore. These discussions appear, in many cases, to be fomented by the recent actions of France and Germany concerning Iraq, but their underlying rationale is a lowering of cost to the Department of Defense and the American Government, and an increase in both readiness and quality of life. Rather than waiting on unforeseen political events driving the DoD to solutions, it should be integrating such concepts as restationing back to CONUS, and the increased use of expeditionary forces into a cohesive strategy.

The QDR acknowledges, "the United States cannot predict with a high degree of confidence the identity of the countries or actors that may threaten its interests and security." Uncertainty in forecasting where the threats may arise, combined with the high fiscal, personnel and personal costs in forward basing, makes it prudent to maintain most deterrent forces in CONUS.
Using the Army’s Objective Force concept as an example, the necessary components are already identified to execute deterrence operations from CONUS. The concept is built on employing information systems to maximize the operational capability of deployed forces, while minimizing their actual in-theater presence. As the Objective Force White Paper states, “Installations are the foundation for the Objective Force in 2015…providing seamless support to The Army and Joint force across the full spectrum of operations.” What must be done is to amplify the Army’s concept into both the joint arena and provide details to address the specifics of deterrence operations.

STEP FOUR: COORDINATING TRANSFORMATION TO SUPPORT DETERRENCE

The DoD needs to strengthen its transformation efforts, with an objective of forces manned, equipped, organized, trained and doctrinally prepared to execute missions all along the operational continuum, from deterrence to global war.

DoD’s procurement system requires a clearly articulated vision from the Secretary of Defense (SecDef) and Chairman, Joint Chiefs of Staff (CJCS) down to the service chiefs and their staffs of the requirements for a transformed DoD. With long lead times, huge capital outlays, and legal constraints, the acquisition bureaucracy is understandably resistant to change, since change may lead to additional risk to the successful completion of a program.

The good news is that both at the department and service level, there is a great deal of command emphasis on transformation. Senior leaders within DoD (both uniformed and civilian) seem to have recognized that the world has changed, and are working to adjust to their new vision of the OE. However, a quick review of the most recent QDR provides numerous instances of where “mixed signals” are being sent. As was noted above, the contrast between the need to have a power projection military, with global reach; the need to increase basing outside CONUS; the acknowledgement that there is a shortfall in strategic lift to support power projection are but three examples. Once a consistent and coherent global vision of what the 21st century looks like permeates the organization.

Additionally, the QDR needs to provide more detail in addressing the requirement for implementing changes to the budgeting and acquisition systems. The foreword allocates only part of one sentence to the resource allocation process and Section VI, which includes an acknowledgment of the need for changing the business processes, overlooks the requirement to shorten the acquisition timelines. Successful deterrence is dependent in part on the new
generation of forces resulting from DoD’s transformation efforts, so the implications of synchronizing the budgeting and acquisition systems with the need for deterrence capabilities are immense. Part of the teaching process must address the unique requirements globalization placed on the acquisition bureaucracy and leaders.

As seen with the cancellation of the Army’s Crusader Field Artillery system in 2002, powerful constituencies both inside and outside the uniformed services react strongly due to strongly held beliefs that the system in question is critical for mission accomplishment. But, as Secretary Rumsfeld stated himself last year, “…even with the significant increase in the budget proposal, these transformational investments cannot be made without terminating some programs.”111 DoD’s transformation chief, Vice Admiral (ret) Cebrowski understands this, expending great effort to further the understanding of what globalization is, and what it means not only in military terms but in economic and social terms as well.112

By taking the four steps listed above, the United States will be well on its way to implementing the most significant change to designing national security since the Second World War. Once the teaching is complete, having established that there is a place for nuclear weapons in a conventional deterrence framework, and DoD’s acquisition system is focused on transformation efforts relative to the new OE, the hard work begins.

INTEGRATING DETERRENCE INTO THE NATIONAL SECURITY PROCESS

As with most undertakings, there is a critical step, which involves the methodology necessary to translate the deterrence mission into the products (from the President’s National Security Strategy down to the Combatant Commanders’ Theater Security Cooperation Plans and Service Chiefs’ Annual Training Guidance) necessary to actually make things happen. What I propose to do is to provide a road map to show how in principle America’s national security team can embed deterrence into the tools of American national security policy.

We will start with the integration of deterrence into the NSS. This is the most crucial component of adjusting America’s approach to international relations, since all other implementing documents build upon the NSS. A short discussion then follows on how the Office of the Secretary of Defense can integrate the deterrence requirements, which are then translated into operational missions by the Joint Chiefs of Staff (JCS). In many cases, this merely means a refinement in terms of goals and/or objectives of security cooperation missions currently executed throughout the world.113 The section will close with a short discussion of the
how the services and Combatant Commanders might integrate the services’ force provision functions with the Combatant Commands’ execution.

Figure 1 provides an overview by echelon.

**EMBEDDING DETERRENCE INTO NATIONAL STRATEGY**

- **NATIONAL SECURITY COUNCIL**
  - Determine the deterrence objective – in terms of time, and effect
  - Specify what “success is”
  - Identify lead and supporting agencies (DOD, DOS, Treasury, etc.)
- **DOD (OSD)**
  - Determine force-structure/infrastructure needs
  - Ensure budgetary requirements are identified and programmed
- **JOINT STAFF/CHCS**
  - Determine the military objectives
    - “How force achieves deterrence effect
    - Specify constraints/limitations, priorities and/or sequences
  - Specify command and control relationships
  - Arbitrate between the service(s) and combatant commander(s)

<table>
<thead>
<tr>
<th>SERVICE</th>
<th>COMBATANT COMMAND</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Specifies units for each mission</td>
<td>• Coordination with supporting agencies</td>
</tr>
<tr>
<td>• Allocate resources – both dollars and assets</td>
<td>• Coordinate with host nation</td>
</tr>
<tr>
<td>• Synchronize personnel, infrastructure, force modernization, and training schedules</td>
<td>• Determine “operational” missions:</td>
</tr>
<tr>
<td></td>
<td>• Tactical mission with host nation</td>
</tr>
<tr>
<td></td>
<td>• Deterrence mission in support of the NSS/NMS</td>
</tr>
</tbody>
</table>

**FIGURE 1**

THE NATIONAL SECURITY COUNCIL (NSC) First and foremost, the NSC needs to clearly identify the deterrence objectives that support a national security strategy, not simply short-term goals. With senior policy makers, principally the National Security Advisor, understanding both the nature of the 21st century world, as well as where the administration wishes to focus its efforts, the key component is the staff work.

The National Security Advisor or deputy will need to be personally involved to ensure a clearly articulated vision results in very specific deterrence objectives. The NSC oversees the assimilation of a great deal of intelligence, from all executive departments, in much greater
detail than in the past. Through an iterative process, with recurring guidance sessions from the NSC principals, the deterrence objectives can be integrated into the NSS, providing a linkage between whatever the short-term goals are (those from 6 months to 2 years in the future) with the real strategic goals (those more than 2 years in the future).

The NSS must specify the requirements for deterrence, using very precise language when describing who and where (and perhaps even when) America intends to deter. In some cases the deterrent objective may not be explicitly stated, so language is critical, which is one of the reasons why principals need to be involved. There must be an understanding of what messages are to be “sent” by the NSS, and the specific language used must be precise enough to convey the exact meaning to the various target audiences. Knowing how the target of the deterrence will likely react may drive the how obvious the language is, or whether the specifics are left for a classified supporting document. This is not something to be left to an action officer, regardless of how gifted, but must be done by those with senior level experience and responsibility. This description needs to be framed both geographically and ideologically, so that it is appropriately clear to executors, friends and foes what America’s intentions are.

An effective NSS is the first step in deterrence; it describes deterrent activities in terms that mean something to the intended subject of the deterrence, as well as to the agency of government tasked to be the lead agent. America’s national security community must acknowledge that various actors, whether nation-states or drug cartels or other hostile groups, have an infrastructure and leadership hierarchy that collects information from the United States, processes it, and determines the implications for that particular actor. In this global information age, America needs to maximize the information flow to our advantage and start setting the stage early.

The first component in integrating deterrence into the NSS is developing detailed intelligence products that address what the threats are, why they pose a threat, what their decision making processes are, what actions(s) would deter them from presenting a threat, and any restraints or other considerations (including timeframes and impacts on allies). This sort of comprehensive intelligence assessment requires a synchronization of efforts, which is in line with the original intent for the NSC upon its establishment in 1947. As a policy integration mechanism, the NSC must start with “primary sources,” the intelligence that each of the departments can access. As the integrator, the NSC would ensure appropriate collection and
analysis efforts were undertaken to provide comprehensive, detailed information on potential, emerging or continuing threats to national security.

Using these intelligence estimates as a start point, the staff would then rank-order the threats, based on the consequences of the threat action, the likelihood of the threat action, and the ability to deter the threat action. As part of the process, there would need to be a line established, above which would be the “must deter” threats and below which would be the “should deter” threats. The reality is that there will be more threats than Washington is capable of addressing, but only a discrete number will pose sufficient threat to require deterrence. As part of the process, the National Security Council Principals Committee (NSC/PC) would provide guidance as the list was developed, and would determine when it was ready for presentation to the President. This prioritized list would then need to be approved by the President, and then the NSC staff would begin the process of assigning deterrence objectives, for inclusion in the NSS itself or as a classified support document.

As part of the process the various departments, such as Defense or Treasury, would have an opportunity to provide input as to what they can reasonably be expected to do. The NSC Deputies Committee (NSC/DC) would provide the venue for agencies to have input into what their capabilities are, and what they might feel is a mission suitable for their department or agency. Using the NSC/DC also enhances the interagency nature of deterrence, encouraging a team approach to problem solving which leads to cooperation from the top down.

As a result of this, deterrent objectives, which delineate the agencies that are tasked to be responsible for accomplishing the deterrence, what is the target of the deterrence, and (if appropriate) when the deterrence needs to be accomplished is developed and briefed to the principals group. Timing may be critical in some cases, because synergistic effects may need to be achieved by simultaneous or concurrent deterrent operations, thus reducing the level of effort necessary to achieve the deterrence. Conversely, deterrent operations may adversely affect one another, or one operation may be dependent upon the successful completion of another deterrent operation. The NSC/PC would bear responsibility for providing the staff approval of the deterrent objectives, and the timing of actions if necessary. The final proposal would need to be briefed to, and approved by, the President to ensure it meshes with his/her vision of the current global environment and where he/she intends to focus the administration’s efforts over the next several years.
Given the fiscal and operational realities, it is possible, even probable, that some deterrent missions will not be accomplished. While recognizing this, the important issue is to make reasonable decisions as to what to deter and what to ignore. Such assessments would be predicated on a sound understanding of the relative risks—a critical function of intelligence.

Some of those threats that America chooses to ignore may however become crises that require action. But, given the preceding prioritization and detailed capability assessments, at least the threats would be “on the table” in priority, and there would have been a rudimentary analysis of the implications of each discrete threat in terms of other known or projected threats. This work in advance mitigates the risk of attempting to deal with crises as discrete events, ignoring or forgetting the often-significant secondary and tertiary effects generated by such crises.

National Security Presidential Directive (NSPD) 1 assigns the NSC/DC responsibility for “prompt crisis management,” so the involvement of the NSC/DC in determining what is above the line and what is below the line enhances the ability of the NSC/DC members to provide timely and accurate recommendations during times of crisis. The Korean nuclear crisis provides an example where, had a deterrence assessment been made before the north Koreans announced they were continuing development of nuclear weapons, senior leaders would have at least had the rudimentary guidelines as to the implications for the United States, South Korea, Japan, China, the International Atomic Energy Agency, and the Agreed Framework. Thus, the administration would have been able to provide a cohesive and comprehensive response, without seeming to waiver back and forth on the actions to be taken, or not taken.

Once the NSS is approved, and more likely while it is still being staffed, each agency staff would be conducting a similar staffing action, further refining intelligence to provide the requisite detail to determine force requirements and actions. In the case of the DoD, the intelligence estimate would allow decisions to be made as to who the supported and supporting commanders would be, and what the likely force packages would be to execute the mission(s).

THE DEPARTMENT OF DEFENSE: There are two components to DoD: the civilian staff, the Secretary and his civilian deputies who are responsible for resourcing and guidance, henceforth the Office of the Secretary of Defense (OSD); and of the Joint Staff (JS) who are the uniformed executors. The process is overlapping at times in function, and both sides have to provide continuous input to one another to produce the high quality products necessary for
successful execution of any missions. From the OSD perspective, an analysis of assets (forces and infrastructure) would be necessary in a given timeframe to execute deterrent missions desired in the NSS. This analysis would need to be incorporated into the Defense Planning Guidance (DPG), as well as into the QDR.

Within the OSD the principle mission will be to ensure the proper resourcing of the deterrent missions, in concert with any other missions specified by either the NSS or Public Law. If the NSS’ focus is correct, the impact on the DPG and QDR will be to drive a more long-term vision of where the DoD’s emphasis is to be, and less on the immediate future. Such a focus is in contrast to the current QDR, which makes numerous references to September 11, 2001 and the threat posed by terrorists and other trans-national/non-state actors, but provides little guidance on what the DoD must do, and how it must do it, to achieve a long term global objective of a stable global environment encouraging freedom, democracy and free market economies, which are three key goals of the current NSS.

THE JOINT CHIEFS OF STAFF: The joint Chiefs of Staff (JCS) staff would have the mission to synchronize the NSS, the DPG and the QDR, and operationalize it for combatant commanders. The joint Staff would also coordinate with the services to ensure that the services were capable of supporting the missions assigned to the combatant commands. This would be done within the context of the Joint Strategic Planning System (JSPS).

The principle venue for the Chairman, JCS to provide guidance to the Secretary of Defense, the President, Combatant Commanders and Service Chiefs, is the National Military Strategy (NMS), which should be issued every four years as an adjunct to the NSS. While the QDR serves as an overarching DoD-wide document, the NMS provides refinement and guidance for Combatant Commands and services to know the missions and priorities.

One of the principal NMS functions is to provide advice to the President, the NSC and the Secretary of Defense; it provides a feedback mechanism to ensure guidance is being transmitted correctly. The services’ and Combatant Commanders’ operations directorates would all be intimately involved in developing the NMS, to ensure reasonable estimates of what missions would be executable were provided via the NMS to the NSC staff. The unclassified NMS is read by most (if not all) foreign governments, and probably by some of the more sophisticated trans-national actors, so it provides a venue for additional dissemination of the deterrence objectives to the targets of such deterrence.
Further refining the guidance in the NMS, the Joint Strategic Capabilities Plan (JSCP) would assign deterrent missions to specific combatant commanders, along with any specific implementing guidance, such as sequencing. Specific goals (both minimum and desired if appropriate), any guidance on how to know that the deterrence objective is achieved, command and control relationships, and specific guidance to the services regarding the provision of forces to the missions would also be included in the JSCP.\(^2\)

The JSCP will be the most difficult document, because it will need to identify discrete, quantifiable results so that the combatant commander knows when the deterrence objective has been met. The current planning horizon for the JSCP is based on “completed program and budget” actions that are addressed in the Future Years Defense Plan (FYDP).\(^2\) The FYDP provides an acceptable planning horizon (4-5 years) for deterrence missions, and is integrated within the current Planning, Programming, and Budgeting System (PPBS).\(^2\)

The DPG should not merely focus on warfighting.\(^3\) It would be expanded to provide guidance on how much of the force would be used for deterrence, how much would need to remain uncommitted operationally at any given time to deal with crises, and how much would be conducting the training and maintenance (both of equipment and personnel) necessary to prepare a force for operational missions.

The DPG would also be required to provide guidance on any criteria for deleting deterrence missions based on emerging crises. This step would help mitigate the risk of being so engrossed in deterrence that leaders look up one day and find that there are no forces, or insufficient forces, to execute the primary mission of a military, -- to fight and win the nation’s wars. The DPG would, like the NSS, need to specifically address the deterrence objectives to continue to maintain the appropriate focus for the services as they execute their budgetary planning. Ideally, developing an appropriate deterrent strategy would eliminate the need for budget supplementals to support crisis operations. Two of the past three supplementals have had in their titles the names of crises (Kosovo, East Timor and Terrorism), which DoD was responding to.\(^3\) The Joint Planning Document (JPD) is the primary means to alter the DPG,\(^3\) and the JPD is one of the four components of the JSPS.\(^3\) The JPD builds on and supports the NMS by addressing budgetary and programming requirements to support the NMS.\(^3\) It is crucial that deterrence planning be embedded in the NMS, so that there is linkage to the DPG, which then gets the missions programmed.\(^3\)
As part of this staffing process, the Joint Staff, the combatant command staffs, and the service staffs validate their current status and transformation plans against the requirements projected in the NSS. This validation serves to highlight any mismatch between force structure/capabilities and requirements for deterrence.

A big-ticket program or system having no deterrence value is seen as a budgetary burden, rather like the Army’s Crusader artillery system, which was designed against the Cold War paradigm, but which had little value in the future OE, and was eventually cancelled. The validation would also reinforce the requirement for multi-purpose forces and assets capable of full spectrum dominance in line with Joint Vision 2020 (JV2020).

JV2020 already incorporates the idea that the military force must be “persuasive in peace” which is the essence of deterrence, but the idea does not appear to be developed in detail. JV 2020’s mandate is to:

…describe the operational concepts and capabilities anticipated of future joint forces. It provides a conceptual template for conducting future military operations and establishes a common azimuth for the services, combatant commands, Defense agencies, and Joint Staff as they develop plans and programs to evolve the joint force to meet future warfighting requirements.

JV 2020 provides the long-term outlook, and by specifically articulating the deterrence requirement as an equal to warfighting, would bring the deterrence requirement to the forefront. The current JV 2020’s focus is on “fighting and winning the Nation’s Wars,” with virtually no discussion of deterrence. In fact, the word deterrence appears only one time in the speaker’s notes of the Joint Vision 2020 briefing from the Joint Staff, and never on any of the slides. Such an omission leads one to believe that deterrence is not as important of either combat or Military Operations Other Than War (MOOTW) such as peace keeping or peace enforcement. “Deter War” is listed as a “General US Goal” in the JV2020 document, but that is much too broad a term, and the examples include such things as Peace Enforcement, Counterterrorism, Raid, Show of Force and Nation Building, many of which the United States conducts in response to a crisis, rather than to prevent one. This approach presupposes that the United States is reacting to something, rather than operating proactively.

The Joint Staff needs to develop a schedule of deterrent missions, the listing of supporting and supported commanders, and what the objectives are for the deterrence missions. This could be an enclosure to the JPD, either by inserting it in Chapter 2 “Joint Readiness,” or
Chapter 9, “Future Capabilities,” or by adding a new chapter that specifically is titled “Deterrence Missions” under the purview of the Operations Directorate (J3).

**COMBATANT COMMANDS AND SERVICES:** Both the Combatant Commands and the services are intimately involved in the processes that lead to the development of the all the documents discussed above in the Joint Staff section. This provides a critical component by having both the war fighter (the combatant command) and the force provider (the services) working on parallel axes to accomplish the mission.

**COMBATANT COMMANDS:** A benefit for the Combatant Command is that it provides a list of forces that will be available to conduct operations in theater. This is not much different from what is done now, with one notable exception; the provision of forces is based on the execution of deterrent missions in support of the NSS and NMS, not merely to exercise with a regional power or powers. The Combatant Commander’s *Theater Security Cooperation Plan* (TSCP) would be the logical product for addressing holistically the deterrence requirements, since the TSCP(s) build from guidance in the JSCP for “peacetime engagement” already.

**SERVICES:** The benefit for the services is that it provides a more reliable schedule of when forces and what forces will be deployed in support of missions. Ideally, as the various staffs are building the FYDP, they are conducting collaborative planning to determine force requirements, which, from the services perspective includes those forces not deployed that are undergoing training, refitting or force modernization. Force modernization in particular, can be very disruptive to organizations, and involves not simply handing over equipment, but often includes organizational changes, and will usually involve a period of detailed training to optimize the ability of the organization to employ the new equipment.

This process would allow DoD, the JCS and the services to integrate deterrent missions into the service training programs as part of their overall programs. Such integration would have significant benefits for the services by allowing them to better forecast financial obligations, better manage personnel turbulence, and allow them to integrate established training doctrine with operational requirements. This would reduce the friction between the timelines for training programs (using the U.S. Army’s *Field Manual 7.0 Training the Force* as an example), and the need to accomplish known real-world missions. Given the planning timelines in FM 7.0, providing the deterrent guidance in the NSS would integrate well with the requirement to issue...
planning guidance at each echelon of command, as well as overlapping the training planning horizons.\textsuperscript{143}

What results from the process described above is a coherent understanding from the SecDef down through the Combatant Commanders and Service Chiefs of the deterrence missions, and an integration of new requirements into the current PPBS cycle. It would also, for the first time, integrate the transformation efforts of both DoD and the services to provide capabilities for the future OE, while synchronizing the implementation of those capabilities through force modernization plans that are designed in concert, not conflict, with operational requirements.

Below are two short ‘case studies’ to present scenarios on how a conventional deterrence strategy and methodology might be executed in the near future. The scenarios describe the linkage between the various echelons to result in the conduct of a mission in support of a specific deterrent goal.

**Sub-Saharan Africa:**

For this example, the United States has determined that the deterrent goal, stated in the NSS, is to reduce internal threats within nations currently attempting to establish democratic institutions, and to demonstrate the United States’ resolve to support such governments against both internal and external threats.

The DoD and JCS determine that Chad is a nation which meets the conditions, having a weak democratic government that is battling an insurgency sponsored by Libya, and program funding to execute two missions in the next 18-24 months to Chad, conducted by Army and Special Operations forces under the command of the European Command (EUCOM) combatant commander. The NMS includes a specific requirement to “conduct tactical operations in Chad which convey to other regional powers, specifically Libya, that the United States is able and willing to rapidly provide forces to support Chad’s government in countering insurgent operations supported by outside agencies.” The EUCOM commander, in conjunction with his Army and Special Operations component commanders, determines where the forces should come from, and determines training and resourcing requirements to execute the mission. As part of the staffing, EUCOM and the services would determine the actual force requirements, so that both commands could properly resource the requirements. A timeline for taking and relinquishing control of the unit(s) would also be established.
In their annual training and budgeting documents, the Service Chiefs program resources, and specify tactical missions to be conducted to support the mission; to include if necessary identifying the major command that will provide the force. For the Army guidance this might include training that culminates in a Mission Rehearsal Exercise (MRE) at the National Training Center or Combat Maneuver Training Center to validate their level of proficiency.

**South America**

In this case, the United States has determined that the deterrent goal, stated in the NSS, is to reduce internal threats within nations currently attempting to reduce the growth of coca (used in the production of cocaine) by supporting their internal security and agricultural/economic programs, and to demonstrate the United States’ ability and willingness to support such governments’ efforts. The Department of State (DoS) is the lead agency, with Agriculture and Defense as supporting agencies.

The DoS determines that Bolivia is a nation that meets the conditions, having a less well-entrenched drug cartel than Colombia, moderate democratic institutions, and limited a transportation network that forces the cartels to use aircraft for delivery. The potential for success is rated as good. DoD and JCS, in consultations with the DoS determine what assets would be appropriate, given the combination of military, economic and agricultural efforts, and funding is programmed to execute three missions in the next 18 months, conducted by Special Operations (to conduct counter-insurgency training for/with the Bolivian military), Army Civil Affairs elements (to build/repair infrastructure to allow farmers to transport goods to/from market towns), and Air Force elements (to train with the Bolivian Air Forces in air superiority missions to discourage drug traffickers from using aircraft to transport coca products out of Bolivia. The forces would execute missions under the command of the Southern Command (SOUTHCOM), the combatant commander.

To counter a trans-national threat such as the drug cartels, there is a need to look at the regional implications of the effort. Unlike Libya above, the cartel has no defined geographic location, so it can simply shift operations to another country such as Colombia, Peru or Ecuador (the “balloon effect”). As discussed earlier in the work, this deterrence effort would need to take a long term, regional approach, with an understanding of the implications for all the regional actors – each of which might need a slightly different deterrent approach.
The NMS includes a specific requirement to “conduct short notice deployments of forces to conduct missions to support the government of Bolivia’s counter-narcotics campaign through tactical training and operations and by rebuilding infrastructure to reduce the costs (in terms of time and effort) for farmers to deliver legitimate products to market towns.” These missions will serve to demonstrate the United States’ commitment to both the Bolivian government and the Bolivian to support their development of a viable, legitimate market-based economy. The SOUTHCOM commander, in conjunction with his Army, Air Force and Special Operations component commanders, determines where the forces should come from, training and resourcing requirements. SOUTHCOM and the services jointly determine the actual force requirements, so that all commands could properly resource the requirements. A timeline for taking and relinquishing control of the unit(s) would also be established. Given the complexity of the operation, synchronizing the efforts of three components, SOUTHCOM might also conduct a series of planning conferences at its headquarters in Miami with representatives from DoS, Agriculture and the Bolivian military/government. A standing regional multi-national force could also provide the core for any military deterrence effort. Such a standing organization would provide a significant deterrent to trans-national threats by reducing their ability to find sanctuary merely by crossing a national boundary. There would also be an incentive for smaller nations, by giving them a venue to influence the actions of a major power, such as the United States, by providing assets.

In their annual training and budgeting documents, the services program resources, and specify missions to be conducted to support the mission; to include if necessary identifying the major command that will provide the force. For the Army this might include training that culminates in a Mission Rehearsal Exercise (MRE) or in a specific training exercise orchestrated by experts on Central and South America and the Caribbean.

CONCLUSION

The United States enters the 21st century as the pre-eminent global power. We must adjust our national security strategy to meet the demands of the information age. Americans must understand the world we find ourselves in. National security experts must assess how we can do deterrence, looking at both the nuclear conventional relationship, and at what sort of path DoD’s transformation efforts should take. Lastly, we must embed deterrence into our national security decision-making processes.
Globalization is a phenomenon that sets the conditions for the world we will live in, that it both increases the risks to the United States by empowering individuals with extraordinary abilities via the internet, and increases our ability to mitigate risks by using computing power and information management to provide the best possible deterrent force for the United States.

Deterrence now and in the near-term (over the next 20-50 years) is better served by a new balance between conventional and nuclear assets, capable of being employed over a wide spectrum of the operating environment to meet a wide range of both immediate and longer-term strategic objectives. By understanding the 21st century world, and acknowledging the roles played by both nuclear and conventional forces in deterrence, the necessity to embed conventional deterrence into the development of a national security strategy becomes clear.

The costs and benefits of both conventional and nuclear assets, for planned, prepared and executed deterrent missions (as opposed to unforeseen, unplanned, and unbudgeted crises) can provide realistic estimates of resource costs (in terms of dollars, personnel tempo, and operational tempo). DoD can then more accurately determine a force structure (some of which, like the Objective Force, is already being developed) that is both affordable and reasonable given the threats anticipated in the 21st century. Emphasizing deterrence also increases the potential for international support, because both friends and allies will feel that the United States is striving to stay engaged, and is not seeking to exercise unilateral military power. If interagency cooperation becomes the standard at both the cabinet principal and action officer levels as a result of the necessary collaboration on producing the NSS, Washington's message will be broader in appeal to actors and more homogeneous in presentation by all members of the administration.

Adjusting our transformation visions for both the DoD and the services embeds deterrence in our programs. The DoD has identified the need to transform, and the services are all executing transformation efforts, what is needed is to ensure that those efforts yield results consistent with the requirement to conduct deterrent missions, whether in terms of equipment, organization, doctrine, or manning. Once everyone understands the nature of the changed environment, the national security policy makers will need to articulate that vision within the NSS, and embed within the NSS a requirement to deter where possible. Deterrence provides the overarching “why” for many of our missions on the operational spectrum.
DoD (in the personas of the OSD and military staffs) can then embed deterrence into the policy documents that drive the DoD from both an operational and a fiscal perspective. The relationship between objectives and resource constraints is the most crucial one, and one which can be addressed only by ensuring that deterrence requirements are addressed in all the documents. Only by internalizing the requirement in a process can it be successfully (and quickly) applied to American policy-making.

The amount of change needed can be measured in degrees. By focusing and refining our efforts, we can gain a far greater capability. Once deterrence is embedded and integrated into the complete strategic cycle, encompassing strategic guidance and programming, planning and budgeting, force modernization and training, America’s dominance in warfighting will be matched or exceeded by its prominence in deterrent operations. In terms of both intellectual capital and systems or processes, America’s national security and defense establishments are clearly capable of executing the small changes suggested here both effectively and efficiently.

In the words of Sun Tsu, “supreme excellence consists in breaking the enemy’s resistance without fighting.” A comprehensive, properly executed deterrent approach ultimately results in less expense and fewer service members being sent in harm’s way. All that is required is for the new mission to be given.
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