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ABSTRACT

In December, 1974, DoD initiated a two-phase software acquisition study program to identify methods for controlling increasing costs, improving the quality, and minimizing the adverse impact of software in weapon systems. The MITRE Corporation and the Applied Physics Laboratory of Johns Hopkins University were requested to conduct separate, but coordinated, four-month studies in support of the first phase of this study program. This document, Volume I, contains the MITRE study findings and recommendations. Volume II, when published, will provide supporting information.
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EXECUTIVE SUMMARY

1. BACKGROUND

There is increasing concern about the problems of software cost growth and overruns, schedule delays, and unreliability currently experienced in some weapon systems software efforts. There is also an increasing recognition of the importance of the software roles in the overall mission effectiveness of major DoD weapon systems. These factors led to the Assistant Secretaries of Defense (Installation and Logistics, and Comptroller) and the Director of Defense Research and Engineering issuing a memorandum on 3 December 1974 to establish a joint OSD/Service Software Steering Committee. The charter of the Software Steering Committee is to oversee a two-phase study program to find methods for controlling increasing costs, improving the quality, and minimizing the adverse impact of poor software performance on weapon systems effectiveness.

The MITRE Corporation and the Applied Physics Laboratory of Johns Hopkins University were requested to conduct separate, but coordinated, four-month studies in support of the first phase of the Software Steering Committee study program. This report presents the results of the MITRE study. Volume I contains the findings and recommended high payoff corrective actions, which MITRE recommends be considered for further development and implementation during the second phase of the Software Steering Committee study program. Volume II, when published, will provide the supporting materials and analyses used in the development of the MITRE recommendations.

2. GENERAL OBSERVATIONS

Based on a review of the results of prior studies, the collection of information during the study, and previous MITRE experience, the major contributing factor to weapon systems problems is the lack of discipline and engineering rigor applied to the weapon systems software acquisition activities. This failure frequently leads to over ambitious requirements and subsequent system expansion which causes complex design and redesign problems which then results in delivery delays and poor quality. This deficiency has also resulted in poor documentation, poor test practices and inconsistent review of software progress. The establishment of discipline and engineering rigor includes providing top down control, adherence to various budgets, preparation of specific documentation, preparation of test plans, use of prototypes, use of independent Verification and Validation capabilities, costed specifications and establishment of meaningful milestones. Additional observations are:
Sound practices are not being applied to all weapon systems software acquisition efforts. Often, the management practices to provide control and visibility for hardware acquisition are not applied for software. Although good acquisition practices have evolved over the years, the best practices are not always applied to software acquisitions, nor is there an organized method for the exchange of good practices between system management offices and among the Services.

The current acquisition process does not recognize that the most significant part of a software effort, involving the heaviest expenditures of fiscal and manpower resources, occurs early in the process, before completion of development, in contrast to hardware acquisition where the heaviest expenditures occur during production and deployment. This unawareness, at times, has caused attempts in the acquisition of software to follow the same phases as hardware when, in fact, different acquisition phase definitions are often needed. Also, hardware phasing should take into account uncertainties in the software development effort and relationships with software.

Total Life Cycle considerations are not adequately covered early in the process of defining software. This oversight has, as an example, caused the late availability of software support facilities and the lack of adequate software maintenance resources for some systems.

The effect of poor software quality and performance, and delayed software availability on total system costs is frequently much greater than the direct costs for the software. Increased expenditures to improve software development efforts, which would decrease the impact of software on the total system, could result in total system cost savings.

There is a lack of consistent practices for the feedback of management information on software efforts to allow recognition of successful methods and to identify common, costly problem areas in which attention should be focused for greatest leverage.

Weapon systems software acquisition problems are similar to the problems that have been identified and, in some cases, resolved for other kinds of system software. Consideration should be given to whether successful practices
for other types of software acquisitions apply to weapon systems software acquisition.

3. HIGH PAYOFF CORRECTIVE ACTIONS

Four high payoff areas are defined in which corrective actions would have the greatest leverage on weapon system software costs, quality and timeliness. These corrective actions will support the establishment of discipline and engineering rigor to the acquisition of weapon systems software. The four areas are:

- Software Performance Specification
- Software Acquisition Planning
- Software Technology
- Personnel

AREA I - SOFTWARE PERFORMANCE SPECIFICATION

The corrective actions in this area involve the recognition and consistent application of sound engineering principles and practices to the activities prior to the completion of specifications for software end products. They are intended to provide control over the tendency to be overambitious with functional requirements with inadequate provisions for software development capabilities and under-consideration of other software requirements, such as the provision of capabilities to provide for software maintenance and subsequent modification. The corrective actions provide for:

- The specific documentation which must be prepared in support of the DSARC review process to provide visibility for software and to ensure consideration of the necessary issues. These same types of documents are required to support the review process for weapon systems efforts not under the formal Defense Systems Acquisition Review Council (DSARC) process. Approximately 40% (and possibly greater) of the expenditures for weapon systems software occur outside the formal DSARC review process.

- The methods needed to ensure complete specifications of software end products with consideration given to all factors, such as estimated capacity growth, required maintenance capabilities, allowance for future changes in mission requirements, and provision of facilities for software development and maintenance. These methods would emphasize the orderly, controlled development of mission (functional) requirements considering the cost and schedule
impact of each feature that is required. The methods that would provide for definition of all forms of support software and facilities with an early identification of their impact on operational software are also covered.

- The studies and analyses needed to support the definition of software by determining, for example: 1) hardware/software tradeoffs for meeting mission requirements; 2) the assessment of risks for developing the software which would influence the choice of procurement and management approaches that would be followed to develop software end items; 3) the ability to use software in the DoD inventory to meet requirements for any of the various types of required support software.

- The definition of methods and techniques that may be needed to develop and validate software requirements such as computer models to: 1) assess the operational suitability of defined functional features; 2) determine system sizing parameters; 3) evaluate alternative software architectures; and 4) understand hardware/software interface relationships.

**AREA II - SOFTWARE ACQUISITION PLANNING**

Corrective actions are recommended to provide a consistent framework and definition of recommended software acquisition management practices for use in planning and conducting the specific software acquisition management efforts for each weapon system. In addition, the factors to be considered and methods to be used in planning and managing the software acquisition for a weapons system are provided. The recommended corrective actions provide for:

- The definition of software acquisition phases, milestones and reporting points applicable to the nature of software development efforts which provide for needed management visibility and control over the process.

- The definition of strategies for handling different types of software acquisition efforts. This effort includes the definition of criteria for use of prototyping and/or phased development techniques, and procurement practices which would be followed.

- The definition of standard terminology for use throughout the DoD and by DoD Contractors to provide better understanding and to facilitate the exchange of information.
• The collection and dissemination of selected management information to provide visibility and assist in the early identification of problems.

• The preparation and maintenance of software and computer inventories to aid the process of determining the availability of existing items and facilities that may have application in new weapon system software efforts, and to identify high payoff areas of software technology effort within or across the Services.

• The factors to be considered by each program manager in developing a specific plan for software acquisition efforts in each weapon system.

AREA III - SOFTWARE TECHNOLOGY

The recommended corrective actions provide for a continued, coordinated Software Technology program to further improve and develop the practices and techniques for software development. Improved technology is needed to establish a sound software development discipline in which roles and terminology are well defined, activities have well-established methods and tools, software status can be determined, costs predicted and reliability assured.

The imposition of discipline and rigor on software acquisition efforts will make it difficult to experiment with improvements in technology. Provisions must be made to provide for real but non-critical programs that can validate and refine the application of new technology prior to being provided to critical programs for use. Much of the advanced technology can be developed best in the context of a specific program rather than in an independent sterile environment. However, care must be taken to ensure that flexible methods are developed which can be applied readily to other programs.

Software technology areas which will have high potential to control the future costs and quality of software include the following:

• Develop quantitative measures of the status of software and its reliability for use in monitoring and predicting progress toward schedule and performance goals.

• Define the characteristics and methods for developing transportable software, capable of being executed in more than one operating environment.
• Develop new approaches for developing software, such as automatic programming, with emphasis on automated aids to prove the correctness of software.

• Develop models to predict software costs at various stages of software acquisition.

• Determine areas and methods for effective standardization of programming languages and support software.

• Conduct pilot programs to apply and consolidate advanced techniques and tools for software development.

• Define principles for selecting computer hardware and software which are mutually supportive and cost effective for meeting functional and performance requirements.

• Determine realistic weapon system software documentation requirements which considers valid development and user requirements.

• Investigate methods for improving effectiveness and reducing real cost of test and evaluation processes.

• Investigate firmware trends and needed DoD policies which provide guidelines for future use.

• Develop techniques and methods for improving the transfer of successful practices across systems and Services.

AREA IV - PERSONNEL

Corrective actions are concerned with the provision of knowledgeable and experienced DoD personnel for the management of software acquisition efforts, and for the design and maintenance of software. The limited scope of this study did not permit the development of definitive recommended actions. A number of the factors that must be considered are provided with the recommendation that this area requires the long-term commitment of OSD and Service attention and resources.

4. CORRECTIVE ACTION IMPLEMENTATION

A number of efforts are recommended for the second phase of the DoD Software Steering Committee study program to implement, and, in some cases, further develop the corrective actions provided in this report. The principal recommended actions are:
 Establish procedures to provide for weapon systems software reviews at OSD and Service levels to support the DSARC review and approval phases for the acquisition of systems. This approach will ensure that early planning is accomplished and that the proper factors have been considered for software acquisition.

 Initiate an effort to collect and analyze selected management information (software cost and progress data) for use by the OSD and Services to measure and control such things as resource utilization, development progress, and for the early identification of weapon systems software acquisition problems.

 Initiate action to update and expand current DoD directives, or issue new instructions, in such areas as the formulation of requirements, acquisition strategies, and management methods for the acquisition of weapon system software.

 Initiate, support, and coordinate technology and study programs for the continued development of improved weapon systems software management and development methodologies.

 Investigate personnel skill classification and selection methods, training programs, and career incentives to develop programs to provide and retain sufficient numbers of management and engineering personnel for the acquisition and maintenance of weapon systems software by the Services.

 Section 4 of the report discusses the efforts that will be needed to further investigate and, where appropriate, to initiate implementation of the recommended corrective actions during the second phase of the study. An implementation chart is provided which relates the required efforts to the different corrective actions and to suggested time-phased products. The chart is repeated for general information here in the Executive Summary.
### Overview of Suggested Implementation of Phase II Corrective Actions

<table>
<thead>
<tr>
<th>Corrective Action (Sections Discussed)</th>
<th>Phase I Timeframes</th>
<th>Phase II Timeframes</th>
<th>Phase III Timeframes</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Initiate Initial Review</strong></td>
<td><strong>Prepare Letter Directives for OSH Action</strong></td>
<td><strong>Complete Review of Major OSH Publications Used in Acquisition of Software; Prepare Interim Changes in Current Major Deficiencies; Initiate OSH/Service Review.</strong></td>
<td><strong>Supersede Letter Directive(s) When Formal OSH, OSHH Changes Issued.</strong></td>
</tr>
<tr>
<td>- Initiate Initial Review of Initial OSH/Service Policies</td>
<td>- Identify Existing OSH/Service Policies</td>
<td>- Establish New Policy for OSH/Service Policy; Establish OSH/Service Policy Review Group</td>
<td>- Establish Initial Results on Services from Activities/Units Initiated During Phase II.</td>
</tr>
<tr>
<td>- Review Major Software Documentations to Identify Initial Improvements (3.2.7)</td>
<td>- Assign/Allocate Resources; Initiate Review.</td>
<td>- Provide Recommended Policy Changes for Each Task Area Initiated During Phase II; For Use as Input to Preparation of Formal, Long-Term Policy Improvements.</td>
<td>- Discourage Initial Results on Services from Activities/Units Initiated During Phase II.</td>
</tr>
<tr>
<td>- Establish Formal Software QA Practices (3.1.5)</td>
<td>- Complete Review of Major OSH Publications Used in Acquisition of Software; Prepare Interim Changes in Current Major Deficiencies; Initiate OSH/Service Review.</td>
<td>- Establish Methods for Disseminating Research Benefits and Successful Practices Across Projects and Across Services.</td>
<td>- Discourage Initial Results on Services from Activities/Units Initiated During Phase II.</td>
</tr>
<tr>
<td>- Define Software Acquisitions (3.2.3)</td>
<td>- Prepare Task Statements; Assign/Allocate Resources to Tasks.</td>
<td>- Establish Methods for Disseminating Research Benefits and Successful Practices Across Projects and Across Services.</td>
<td>- Discourage Initial Results on Services from Activities/Units Initiated During Phase II.</td>
</tr>
<tr>
<td>- Develop Quantitative Software Engineering Measures (3.3.1)</td>
<td>- Establish Initial Results on Services from Activities/Units Initiated During Phase II.</td>
<td>- Establish Methods for Disseminating Research Benefits and Successful Practices Across Projects and Across Services.</td>
<td>- Discourage Initial Results on Services from Activities/Units Initiated During Phase II.</td>
</tr>
<tr>
<td>- Implement Objective-Based Software Engineering Measures (3.3.1)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Establish Initial Results on Services from Activities/Units Initiated During Phase II.</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

**Personal**

- Investigate Personnel Practices (3.4)

---
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1. INTRODUCTION

1.1 Background and Study Goals

Modern day weapon systems are making extensive use of computers and software\(^1\) to perform many combat and other functions which were formerly performed manually, by hardware, or were not able to be performed at all prior to the advent of computer technology. The life cycle cost of acquiring and owning the computer software is becoming significant in relation to the other costs of system acquisition. Also, since the software performs many functions which are critical to overall weapon system mission performance, software is steadily becoming more important.

The importance being placed on weapon system software acquisition and management by the Department of Defense (DoD) is reflected by the number of recent management and technical papers, and committees/panels either sponsored by the DoD or participated in directly by DoD personnel. Several trends in the use of software and stored program computers in the design, development, operation and support of weapon systems are becoming increasingly evident. The trends are characterized by:

1. Growing DoD management awareness of the increasing frequency in the use of and increasing mission dependence on software in military weapon systems.

2. Accompanying suspicion that the costs of software are an increasingly significant portion of DoD costs for weapon systems and that additional indirect costs can often be attributed to software.

3. Concern by DoD management that present methods and controls for acquiring and maintaining software should be improved upon to reduce risks (e.g., cost, schedule, and performance), to improve the software development and maintenance processes, and to improve the quality and timeliness of software end products.

\(^1\)In this report, the term software is used to refer to computer programs, associated data bases, and related documentation required to define, design, develop, produce, test, operate, and maintain the software-related aspects of the total weapon system, including computer hardware, software, personnel and procedures. A list of definitions for common terms used throughout this report is included in Appendix A.
4. Lack of general understanding of how best to impose software management controls without adding inefficiencies, removing incentive or stifling innovation in the fast changing software management and computer technology areas.

In recognition of the need for a focused and coordinated approach for improving weapon systems software management and technical practices throughout DoD, on 3 December 1974 the Assistant Secretaries of Defense (Comptroller and I&L) and the Director, Defense Research and Engineering (DDR&E) established a joint OSD/Service Weapon System Software Steering Committee. Its charter is to identify critical weapon systems management problems and recommend policies and instruments for their solution. In support of the first phase of the Steering Committee activities, The MITRE Corporation and the Applied Physics Laboratory at Johns Hopkins University were requested to conduct separate, but coordinated, four-month studies. Volume I of this report provides the MITRE study findings and recommendations. Volume II provides supporting materials and analyses collected during the study and used in the development of the study recommendations.

The goals for the first phase of the study were briefly defined in a 3 December 1974 OSD memorandum, which also established the DoD Software Steering Committee. A copy of the memorandum is included as Appendix B. These goals are repeated here, with elaboration to indicate the full scope of the MITRE study. In each goal, the effort was to identify and define:

1. The nature of the critical software problems facing the DoD. This required the identification of the critical weapon system software management and software technical problems facing the DoD relative to improving software acquisition and management procedures, to make better use of resources, and to improve software quality and timeliness.

2. The principal factors contributing to the problems. This required the identification of where major software problems are occurring in the weapon system life cycle acquisition process and their causative factors.

3. The high payoff areas and alternatives available. This required the identification of the software areas where OSD and Service attention will have maximum leverage in controlling costs and improving the utilization of software resources, quality and timeliness, and making recommendations for action programs to achieve these improvements.
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4. The management instruments and policies that are needed to define and bound the functions, responsibilities and mission areas of weapon systems software management. This has resulted in MITRE-recommended DoD management instruments/policies which are needed to implement an action program to resolve problems in the high payoff areas.

The scope of the study considered all system life cycle phases and all types of software associated with the definition, design, development, test and evaluation, production, operation and maintenance of weapon systems. The term "weapon system" could not be precisely defined. However, the DoD Software Steering Committee provided a list of Army, Navy and Air Force systems for review which tended to bound the study. These reviews excluded intelligence and the ADP (Automatic Data Processing) categories except where ADP software was used in support of a weapon system. They excluded review of the Command and Control and Communications (C^3) systems except for 427M which was included in the review list.

1.2 Study Approach

The study was conducted over a four-month period by a team of MITRE staff from Bedford, Massachusetts and McLean, Virginia. The MITRE Corporation emphasized the software practices of the Department of the Air Force and the Department of the Army, while the Applied Physics Laboratory (APL) emphasized systems of the Department of the Navy and the Department of the Army. Information concerning weapon systems software acquisition and management practices in the DoD was obtained from the following sources during the study:

1. Review of recent DoD software study reports and workshop proceedings and discussions with selected authors of these reports.¹

2. Preparation of a weapon systems software questionnaire oriented towards identifying major areas of needed software cost, quality, and schedule improvement, and the use of this questionnaire in discussions with Air Force and

¹ A list of these reports and workshop proceedings is included in Appendix C of this report.
Army project personnel on 14 DoD weapon systems. Similar interviews were also conducted between APL and the Navy.

3. Discussions with DoD staff personnel at Service headquarters and command levels who are concerned with establishing DoD weapon system software acquisition, management, and R&D policies.

4. Review of major DoD Regulations and Standards most frequently used in the procurement of software in weapon systems.

5. Interchange of interim findings and ideas with the APL study team.

6. Guidance received from the DoD Software Steering Committee during periodic progress reviews, and from interaction with members of the committee.

7. Soliciting opinions of MITRE technical and management personnel with experience in weapon systems, software acquisition, and DoD practices.

While time and resources did not permit all sources to be examined fully, sufficient correlation existed between data sources to confidently draw conclusions as to the weapon systems software problem areas facing the DoD, their causative factors, and the high payoff areas of needed DoD action. These conclusions and identified high payoff areas were used as the basis for developing recommended DoD actions.

1.3 Report Organization

This study report is presented in two volumes. Volume I contains a summary of findings and recommended corrective actions of direct management interest. Volume II contains further supporting material.

Volume I is organized into four major sections: Section 1 contains introductory information including the purpose and goals of the study; Section 2 contains a summary of major findings

---

*A list of the weapon systems interviewed by MITRE is included in Appendix D of this report. A list of study participants is included in Appendix E of this report.*
and concludes with a list of high payoff areas for DoD action; Section 3 presents MITRE's recommended DoD actions in the areas of software performance specification, software acquisition planning, software technology, and personnel; and Section 4 includes a brief outline for implementing the recommended actions during Phase II of the study. Appendices to Volume I are limited only to that information required to understand the content of the four major sections and to initiate the recommended actions.

Volume II is organized into four major sections: Section 1 contains introductory information; Section 2 provides further detail on the 14 systems interviewed; Section 3 contains a brief summation of the major findings and recommendations of the reports and workshops reviewed during the study; and Section 4 includes a software acquisition and management bibliography.
2. SUMMARY OF MAJOR FINDINGS

INTRODUCTION TO SECTION 2

A great deal of documented information was reviewed, and discussions with numerous DoD, Service Headquarters, project office, and private sector personnel were conducted during the course of this study. The weapon system software problems and concerns noted in these documents and expressed as 'lessons learned' by these personnel are voluminous and are generally recorded in the document references for this study and in separate trip reports.¹

This section of the report extracts from this large information base what MITRE feels are the major weapon systems software problem areas facing the DoD, their causative factors, and the high payoff (high leverage) areas that should be given priority consideration by management in the preparation of future weapon system software acquisition policies and action plans.

This section is divided into the 3 following topic areas:

1. Major Observations (Section 2.1)
2. Discussion of Study Findings (Section 2.2)
   • Characteristics of Software in Weapon Systems (Section 2.2.1)
   • The Cost of Software in Weapon Systems (Section 2.2.2)
   • Software Management Methods (Section 2.2.3)
   • Software Acquisition Methods (Section 2.2.4)
   • Software Development Methods (Section 2.2.5)
3. Summary of High Payoff Areas for DoD Action (Section 2.3)

¹The references and trip reports are summarized as supporting material in Volume II.
2.1 Major Observations

There is a tendency in this type of study to develop sizable lists of problems and causative factors, most of which are already known and agreed upon by the military and civilian organizations most involved. To some degree, this report exhibits this tendency. However, some redefinition of the major problems was necessary to assist in understanding their scope and importance, and in order to formulate a meaningful program of corrective actions.

An attendant danger is the possibility of not clearly identifying to the reader the basic and major causative factors — of which many problem areas are really only symptoms. One such major factor is sufficiently important to be discussed separately in this section.

Based on a review of the results of prior studies, the collection of information during the study, and previous MITRE experience, the major contributing factor to weapon system software problems is the lack of discipline and engineering rigor applied consistently to the software acquisition activities. This factor is not unique to weapon systems but is symptomatic of software problems in many DoD system areas. This lack of discipline has often resulted in poor design and software requirements control; poor quality and utility of software end products and support functions; inefficient test and validation; and inconsistent review and management emphasis on software progress and system impact. No one action will provide this discipline across all areas of the software acquisition process. Rather, corrective actions must be initiated in many areas. The establishment of discipline and software engineering rigor must include provisions for:

- Software Performance Specification
- Software Acquisition Planning
- Software Technology
- DoD Personnel Practices
Total life cycle planning; top down design controls; establishment and adherence to software budgets; definition and use of common, quantitative software performance measures in software development activities; use of acquisition and procurement strategies, milestones, and decision points specific for software; adherence to formal software quality assurance methods; development of efficient verification and validation capabilities; and management controls (checks) to ensure that these disciplines are applied.

The establishment of discipline and engineering rigor forms the basis for the high payoff areas identified in Section 2.3 and for the program of corrective actions developed in Section 3.
2.2 Discussion of Study Findings

2.2.1 Characteristics of Software in Weapon Systems

1. Significant differences exist in the types of weapon systems and in the types and characteristics of software in weapon systems. For example, software in airborne systems differs considerably from software in ground based tactical information systems.

2. The major elements of weapon systems software are often not integral (imbedded) with the operational components, but rather are in the subsystems required to develop and support them (e.g., automatic test equipment (ATE), integration and Validation and Verification (V&V) facilities and ADP-type support). This observation is particularly true for avionics and missiles systems — less true for tactical control and information systems.

3. Weapon systems software by its nature does not fit previously defined procurement categories. Software is not exactly data nor physical property such as hardware. Attempts to define 'software' in existing terms often causes confusion and often subjects it to inappropriate regulations by those required to manage weapon systems software.

4. Even when software is not a primary cost or delivery item, it can often have large impact on system cost and schedules. Software planning emphasis should be proportional to its importance in the system, rather than the level of the software in the system or its relative cost. Delays in delivery of software or poor quality software can have a very large impact on the total system cost, performance and availability schedules. These indirect costs are often a more significant factor than the direct software acquisition costs.

5. Weapon systems mission requirements are constantly changing and should be viewed as evolutionary by management. The nature of software (e.g., flexibility, relative ease of changeability, and ease of field retrofit) often encourages the use of software solutions to effect mission changes and often to correct for deficiencies in other subsystem areas. While this use of software is believed to represent cost-effective system solutions, management
should be aware of the associated software cost, performance, schedule impacts, and of the need to develop and update software resources, tools, and maintenance facilities.

6. At the present time, weapon systems software is not generally transportable between projects ('portability'). Some exchange of software is being accomplished between projects in the ADP support areas (e.g., programming languages, compilers and utilities). However, for the 14 systems interviewed, no cases were noted where there was an exchange of application software programs. Attempts to enforce rigid standardization of all software may prove counterproductive and should be approached cautiously.

7. The reliability of weapon systems software has become an important issue because of its impact on the overall mission effectiveness of weapon systems. In essence, there may be only one opportunity for it to work properly. This constraint calls for a greater degree of concern that the software will perform as required, when needed, than exists for ADP software, for example. This characteristic of weapon systems software must be considered when formulating and implementing corrective actions.

2.2.2 The Cost of Software in Weapon Systems

1. The indirect total system costs are frequently greater than direct software costs due to poor software quality and performance, and delayed availability in many cases. A total cost savings could result from increased expenditures on software efforts which would reduce the adverse impacts of software on the total system.

2. The total cost of weapon systems software to DoD is apparently increasing, and the ratio of software to computer hardware costs is also increasing. This increase is because of more computers and software being used, and to generally decreasing computer hardware costs.

3. Software differs from hardware in that major costs are generally incurred in development and in operation and maintenance (O&M) phases, not in the production/deployment phase. This fact should be recognized in planning for allocation of fiscal resources.
4. Quantitative software cost information was requested for each weapon system reviewed, but meaningful information was not generally available. This was apparently due to lack of common definitions for the components of software costs, to regulations not requiring software to be broken out and maintained separately from hardware, and to lack of detailed historical cost records. It was also noted that cost information was rarely correlated with technical information for management purposes. Some exceptions were found. For example, in one instance, a detailed software cost breakdown structure and reporting procedures had been initiated. In other instances, portions of annual software contract costs were available but not total costs and related overhead and facility costs.

5. Certain causative factors were found to be frequent contributors to software cost and schedule growth in weapon systems. These factors were identified in past DoD studies as well as during the MITRE study interviews. They include: a) poorly formulated initial software requirements; b) changing requirements and requirements growth during the development phases; c) false starts and need to educate involved organizations before useful output was obtained; d) inefficient use (proliferation) of already existing resources; e) inefficient testing and verification tools and methods; and f) improper use (poor tailoring) of standards and guidance documents in specific procurements.

Note: Future efforts to determine the cost of software in weapon systems should include (start with) the development of a management cost model and agreement on its content. The model should define the software cost components and identify which defense systems, personnel, and facilities are applicable. Once such a model is agreed upon, more meaningful data can be collected and total cost estimates derived. In Appendix F of this report, a possible management weapon systems software cost model is presented. Time and the limited scope of this study did not allow for the collection of sufficient data points to arrive at a defensible cost estimate. However, at the request of the study sponsor, we have provided a gross estimate which is developed in Appendix F. This estimate places direct weapon systems software costs at $0.8 to $1.6 billion annually. The room for error and misinterpretation is very large in the approach used, and until such time as the model can be widely reviewed, redefined, and more accurate cost data points obtained from actual system managers, the estimate should be viewed and used cautiously.
6. Formal definition, reporting, collection, analysis and feedback of weapon systems software cost information would improve management's visibility of software. It would provide information in the future so that major areas could be identified where DoD software costs are occurring and thus identify areas for possible improvements in cost and performance.

2.2.3 Software Management Methods

1. Many of the problems identified by previous studies stem from procurements which were started several years ago when the management of software for weapon systems was relatively new to the Services. The Services are generally applying "lessons learned" to recent procurements, and thus some improvements can be expected in cost, schedule, performance and maintainability of weapon systems software.

2. The Services have started organizational, technological, and management programs for the improvement of weapon systems software acquisition management. They have established organizations at command headquarters and within system program management offices whose primary responsibilities involve the management of weapon systems software acquisition. The Services have initiated technological programs which are more oriented toward the specific needs of weapon systems software acquisition and maintenance, as opposed to the broader categories of automatic data processing software. They are also developing guidance documents for use by program managers for the acquisition management of software. Some of these management improvement programs will realize early returns, but other improvements will require time for confirmation of research results against real military problems of software acquisition.

3. Many of the software acquisition and management problems can be traced to inadequate requirements formulation and the need for more detailed planning during the early stages of weapon system acquisition. Examples are the lack of adequate maintenance capabilities for field personnel use, or inflexible software designs that cannot readily adapt to changing mission requirements, or redundant efforts to develop identical types of support software. Further, many of the systems experienced changing requirements as the software was being developed. More adequate planning for software projects is only beginning to be emphasized. Requirements for conscious software acquisition strategies,
suitable development and maintenance support, and realistic intermediate milestones are beginning to be recognized at program office levels. Formal Computer Program Development Plans are being used in some projects. (For example, a "Computer Resources Integrated Support Plan" to assure software maintenance support has been defined by the Air Force.) Nevertheless, software planning is often slighted. Software portions of weapon systems are not always separately identified in contracts, support facilities for software are not specifically provided for, and plans are often not developed to define which software components shall be built and delivered and in what order.

4. Weapon systems software does not have the same degree of visibility, attention and controls as hardware. Software acquisition managers often report a lack of "visibility" for software, by which they mean the ability of someone removed from the actual development to know just how well a software development is progressing. This lack may reflect the absence of measures to monitor software progress and status. It also may reflect an attention to software appropriate to its generally low proportional cost in a system. The importance of software in a weapon system is generally greater than its direct cost since it can have a large impact on system schedule or performance.

5. Little historical cost, schedule, and performance data are available on software development experience which can be used to validate good or bad acquisition practices and to guide development of future acquisition management policies. Software management information is generally not maintained nor available, and thus techniques and methods for its use for making predictions and for improving management policies have not been developed.

6. DoD managers at all levels often use unrealistic assumptions about the capabilities of software, the resources and time required to develop it, and the likely characteristics of a delivered software package. Software rarely works the first time and requires special tools and facilities to develop and validate. It is generally difficult and costly to modify. Software development frequently requires design, test, and redesign iterations before it is satisfactory. Even then, delivered software does not usually perform as expected, both because of the undiscovered bugs which are exposed only in operational use and because of the need to change software to meet
changing or misinterpreted operational requirements. All of these statements are generally agreed upon by practitioners but are often not reflected in management assumptions used as a basis for schedules, cost estimates, and resource allocation.

7. A high turnover rate of military software management personnel was noted in almost all program offices visited. We were impressed by the quality of software management personnel in the various weapon system project offices. However, a very high turnover rate of these same personnel was noted (both leaving Government and the software career areas). There is a continued need to provide training methods to develop new and capable software managers in Government, and career incentives to retain them.

2.2.4 Software Acquisition Methods

1. Although some policies and standards have been established for software acquisition, there does not exist a common set of practices and disciplines in common use. This differs from hardware acquisition where DoD procurement regulations and standards have generally evolved for the management of hardware and total systems.

2. Many of the management principles for hardware acquisition that provide visibility and control are applicable to software acquisition, although in practice these principles have not been generally followed for software. However, it is also important to recognize that there are differences between hardware and software acquisition efforts. For example, production and maintenance have different meanings in the software community than they have for hardware. Software development often begins late in the system development process and is completed early, with continuing modifications. The steps or stages of software development correlate poorly with the acquisition phases defined in DoDD 5000.1. These differences imply a need for allocating resources differently for software projects or software portions of a system program than for hardware.

3. Software acquisitions suffer from many of the same problems as hardware or system acquisitions. For hardware and system acquisitions, overruns and over optimistic estimates of cost and performance (resulting in overruns) have been blamed on unclear or unstable requirements, buy-ins, a rapidly changing technology and a complex contracting structure. The same factors influence software acquisitions,
perhaps to a greater extent than hardware acquisitions. Software requirements are less formally stated, software technology changes even more rapidly than hardware technology in general, and effective procedures for software contracting are still being developed.

4. Many of the software problems are common to all systems; other problems only to specific systems or circumstances. There is no single cure for all problems. Many solutions must be multi-faceted, with improvements needed in both acquisition management and technology areas.

5. While emphasis was placed on weapon systems software, many of the problems observed for this area were the same problems identified in software studies for other kinds of DoD systems, and of large, complex software systems in general. Part of the reason for these common problems is that a large part of the software needed by weapon systems is very similar in character to the types of software used in other systems. Therefore, when implementing corrective actions for weapon systems software, consideration should be given to the applicability of successful practices found for the management and development of software for other types of systems.

6. Problems with acquisition, with the nature of software, and with the lack of engineering discipline make software development inherently risky. Known risk reduction techniques need to be employed for software. Software developments which appeared to be most orderly are those based on previous similar software and continuity with a single contractor(s). Examples are the Minuteman III, Safeguard, and TSQ-73. Where software developments are new or represent significant departures from previous work, or involve new contractors, they should be assumed to require risk management methods. Few cases were noted where software is developed using acquisition strategies intended to reduce risks such as through parallel development, software prototyping, or software feasibility demonstrations.

7. The OSD DCP/DSARC review process for major systems is generally keyed to systems in development phases and to total dollar thresholds. This process often bypasses major software subsystems because either they are in a major software redesign/update phase, but past the equivalent of the
DSARC III decision point, or the software is in a 1-or 2-of-a-kind system (with a relatively low production cost). However, it was noted that major software subsystems are reviewed by the Services, and during the budgetary review processes.

8. There is an ongoing need to ensure that tactical systems interface properly under combined Service operations. Interoperability problems often involve software solutions and could represent major software cost impacts unless interfaces are rigidly controlled in the future. No single unified tactical user group with the long term authority and mission role to ensure interoperability across all tactical systems was noted by MITRE during the interviews.

2.2.5 Software Development Methods

1. There is a general need for better definitions of software terms, measures of software qualities, and the methods of measuring them. For example -- software, software costs, software status (e.g., progress milestones), and software "quality" (e.g., reliability, maintainability, portability, productivity) -- do not have generally accepted definitions, measures, or methods of measurement in government or in industry.

2. Software technological improvements particularly aimed at developing a software engineering discipline are being made by industry, academia and the Services but require application to real military systems (in addition to laboratory or experimental systems) for evaluation and confirmation. Software technological areas in which research is being conducted with potential application to reducing the costs and improving the quality of military systems include requirements formalization, software development and testing tools, automatic programming, and improved methods for design and implementation (e.g., structured programming).

3. Few military mechanisms exist for transferring proven technology to acquisition programs or for sharing successful practices across acquisition programs and across Services.
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4. Several new software technologies are developing which require DoD guidelines for their use in weapon systems. The technologies include: (1) the use of distributed computer processing capabilities among networks of small computers; (2) the use of microprocessors and firmware which incorporate increasing amounts of the computer programs within a system; and (3) the use of on-line interactive programming to an anonymous computer for supporting software development. MITRE found no specific guidelines or instances of common practices for employing these developing trends in weapon systems.

1Firmware - Firmware differs from software in that it is not easily alterable such as for software. Use of read-only memories (ROMs) or programmable read-only memories (PROMs) in processors or special purpose hardware are examples of firmware.
2.3 Summary of High Payoff Areas for DoD Action

In developing a recommended DoD course of action for improving the management and control over costs, the quality, and the timeliness of software in weapon systems, it is necessary to first extract from the study findings the areas of highest payoff -- that is, those areas where corrective DoD actions will exert the highest leverage. The following is a brief discussion of the four major areas which are felt would have the greatest leverage and which deserve special OSD and Service attention. Corrective actions in these areas will support the establishment and application of discipline and engineering rigor to the acquisition of weapon systems software. They form the basis and organization of the actions recommended in Section 3 of this report.

1. Software Performance Specification

This area is concerned with the establishment and consistent application of sound engineering principles and practices to the process of specifying software end products.

2. Software Acquisition Planning

This area is concerned with the establishment of a consistent framework and the definition of recommended software acquisition management practices that should be used in planning and conducting weapon systems software acquisition management efforts.

3. Software Technology

This area identifies specific software technology programs needed to further improve and establish software development and management practices and techniques.

4. Personnel

This area is concerned with the provision of knowledgeable and experienced DoD personnel for the management of software acquisition efforts, and for the design and maintenance of software.
3. CORRECTIVE ACTIONS

INTRODUCTION TO SECTION 3

This section recommends specific corrective actions which should be considered during Phase II of the study. The actions are ordered by the four high payoff areas previously discussed in Section 2.3. The emphasis of the actions chosen is to stress the early establishment of a discipline and a software engineering rigor which needs to be applied to the weapon system software acquisition process. The approach chosen recommends that OSD and the Services develop consistent DoD-wide software guidelines which provide for more comprehensive planning and expenditure of software-related resources early in the development process in order to improve the overall life cycle costs of software and weapon systems, and to improve the quality and timeliness of software end products. The intent is not to provide a 'cookbook' approach for the acquisition of software but, rather, to provide a set of proven software guidelines which can be tailored for the specific weapon system under consideration, and the necessary management controls for their use.

Much of the material presented in support of the actions is to provide the reader with a flavor for the type and level of detail required and is not necessarily complete in itself. Rather, the material is presented to identify and bound the nature of the activities that are recommended be pursued during Phase II of the study. In most instances, much more extensive material on any one subject can be obtained from a number of Service and industry publications.

A summary listing of the major actions follows. A detailed discussion of each action is presented in the indicated section.

Software Performance Specification

- Identify the important weapon systems software requirements and performance specification factors and establish specific DoD guidelines to ensure that these factors are adequately considered in the software development process (Section 3.1.1).

- Require specific software design tradeoff studies and analyses as part of the performance specification process (Section 3.1.2).
• Establish formal software Quality Assurance (QA) practices which require the use of proven software design, development, and validation methods (Section 3.1.3).

• For 'major' systems, require specific software supporting documentation and analyses as part of the OSD level DCP/DSARC review process. Require similar supporting documentation and analyses at Service levels for 'non-major' systems or systems past the equivalent DSARC III decision point but involved in a major update cycle (Section 3.1.4).

Software Acquisition Planning

• Identify the important weapon systems software acquisition and life cycle planning factors and establish specific DoD guidelines to ensure that these factors are adequately considered in the software acquisition planning and management process (Section 3.2.1).

• Define specific acquisition phases and milestones for weapon systems software which reflect the true nature of software development in the overall system acquisition process. Define related guidelines for use by project planning personnel (Section 3.2.2).

• Define specific weapon systems software acquisition and procurement strategies (such as software prototyping and parallel development) which maintain contractor incentives and limit software development risks. Define related guidelines for use by project planning personnel (Section 3.2.3).

• Establish common definitions for software terminology for use throughout the DoD and by DoD contractors (Section 3.2.4).

• Establish methods for identifying DoD resources applicable for use across systems and Services; for example, through the preparation and maintenance of a DoD catalogue (inventory) of weapon systems computer hardware, software and facility resources. Define related guidelines for use by Service level and project personnel (Section 3.2.5).
Initiate OSD action to require the collection and dissemination of selected weapon systems management information including software-related cost, technical performance, and schedule information (Section 3.2.6).

Review major DoD publications (i.e., directives, instructions, regulations, and MIL standards) used in the acquisition of software in weapon systems. Initiate interim changes to correct for software omissions, deficiencies, and conflicts until formal long-term solutions are implemented (Section 3.2.7).

Software Technology

Ensure that research, studies, and pilot programs are initiated or continued in areas where current technology and management practices are inadequate in meeting the requirements for efficient development of reliable software and for effective management control of the development process. Eleven areas are discussed which should be given high priority in DoD allocations of software R&D funds (Section 3.3).

Personnel

Investigate and establish methods for improving software personnel selection and training practices and for developing personnel incentives (Section 3.4).

A certain amount of overlap and redundancy was necessary in developing the material in the following sections. For example, the preparation of the software acquisition planning material includes some performance specification considerations. However, this redundancy was felt necessary in order to provide DoD with a comprehensive discussion in each subject area.
3.1 Software Performance Specification

The corrective actions in this area concern the recognition and consistent application of sound engineering principles and practices to the process of specifying and validating the requirements of software end products. They are intended to provide for control over the tendency to overspecify the functional requirements with the attendant risk of under-specifying other software requirements, such as the provision of capabilities to provide for software maintenance and subsequent modification.

3.1.1 Checklist of Important Software Performance Specification Factors

Recommended Action: Identify the important weapon systems software requirements and performance specification factors and establish specific DoD guidelines to ensure that these factors are adequately considered in the software development process.

While there are significant differences in the types of weapon systems and in the nature and complexity of the software required to develop, operate, and support them, certain common factors exist which should be recognized early in the requirements definition and performance specification and validation process. Many of these factors are addressed in Service level publications and handbooks, but are not currently being consistently applied across all systems. This section lists several important factors which should be formalized during Phase II of the study. It is not intended to be a complete list but rather to indicate the nature of the required DoD guidelines. Several items are further expanded in later sections.

1. **Recognize total software life cycle requirements.** The requirements definition and performance specification process should apply to all software end items including operational software, support software (e.g., software development tools, test and validation software, and operations and maintenance support software), automatic test equipment and diagnostic software, and training/simulation software. Special emphasis should be applied to ensure that software maintenance requirements are considered.

The organization of the software requirements should consider the following categories: **mission requirements** needed to support the overall system mission; **operations and maintenance requirements** needed to support and maintain
the system after transition; system design requirements needed to ensure that the software capabilities and performance are compatible with total system requirements; and software development requirements needed to ensure that all resources and facilities required to develop and validate the software are considered.

2. Approach the development in an orderly fashion. Require an overall approach and strategy for specifying, developing, and validating the software. For example, understand when each software component is required, who will be responsible for developing and validating it, and the risks and dependencies involved.

3. Establish strict controls over software functional and performance (mission) requirements during the program. To protect against software-related cost and schedule growth and computer hardware and software performance degradation caused by uncontrolled changes and user requirements growth, a system for prioritizing software requirements in major defense systems should be established. For example, at the time of the initial software life cycle planning and requirements definition, software requirements should be identified as either high priority (essential to mission success), medium priority (necessary for most effective operation), or low priority (aids, or nice features, but not necessary for system operation). The priorities should have concurrence from the user command and be used to delete requirements when necessary to control cost, performance, and schedules during the program.

4. Evaluate the use of software versus hardware or other design approaches. To ensure the use of software design approaches in weapon systems only when software represents the most beneficial design choice, a separate analysis of software versus other design approaches (including hardware, firmware, or manual procedures) should be performed during the initial validation phase.

5. Choose a software architecture which best reflects the weapon system requirements. The software design approach chosen should consider all weapon system requirements including reliability, maintainability, modularity, future growth, hardware capacities and capabilities, interfaces and interoperability with other systems.
6. Evaluate use of new software developments and facilities versus use of existing resources. To ensure the efficient utilization of existing DoD computer hardware, software, and facilities before initiating new developments, an analysis should be performed during the initial validation phase. The analysis should consider use of existing computer hardware designs and software (including operating systems, application programs, support software; i.e., utility programs, languages, compilers, assemblers, testware, maintenance tools), and possible shared use of existing software maintenance and validation facilities.

7. Establish software related performance standards and software sizing budgets (set quantitative goals for software performance) as well as functional requirements. Quantitative software performance standards (e.g., response time for operator (user) inputs under a stated processing load) and software sizing budgets (e.g., estimates of the number of words of code and execution times at a subroutine level) should be established apart from the mission performance requirements and used as a management tool during the development phases.

8. Recognize software development dependencies. Recognize software development dependencies such as the need for development tools (e.g., compilers, assemblers, utilities) and computer facilities before the start of coding. Take these dependencies into consideration during the contractor selection process and in the overall development planning. Special emphasis should be applied to ensure that proprietary and ownership rights of development and maintenance tools and facilities are considered.

9. Chose a performance specification approach which allows for a phase-in period where a new contractor is involved or the user requirements have not been previously verified. Don't expect the contractor to be an expert in the user requirements, nor the user to know the details of his own requirements without a trial demonstration and evaluation iteration.

10. Design-in sufficient system expansion and modularity capabilities. Assume that software requirements will grow during development and after system transition, and that additional resources (e.g., storage, compute time) will eventually be required.
11. Emphasize ease of change in the software performance specification process. Recognize that weapon systems software requirements will change over the life of the system. Where appropriate, consider use of a modular architecture which allows for changing application program requirements.

12. Control the introduction of software changes during the development process. One of the most difficult and costly problems is the tendency for the user to add or change requirements while the developer is attempting to design, code and debug his software. Consideration should be given to use of an early design freeze on requirements with the incorporation of valid changes introduced as packaged changes later in the process.

13. Define explicit interface requirements for external interfaces as early as possible. Techniques such as software interface control meetings and the generation of baseline software interface control documents should be a necessity on all programs.

14. Recognize interoperability considerations. Most weapon systems must function in a multi-system environment. Adequate attention and resources should be applied to develop inter-system interface standards early in the specification process, to establish configuration management methods to control them, and to develop realistic test methods for validating them. Interoperability problems in many tactical information systems involve costly software changes if corrected late in the process.

15. Maintain user involvement as the design progresses. Since the user (including both operations and maintenance) will be required to 'own' the system after acceptance, minimize the number of surprises or operational objections to the system by maintaining a constructive but well-controlled interface with representatives of user groups.

16. Establish a separate resource for the monitoring and validation of software development activities. An identifiable resource should be assigned to monitor and validate the activities of the software developer when significant amounts of software are involved. Use of in-house laboratory software personnel or a separate software validation contractor to supplement the project office should be considered.
17. **Software integration and test and evaluation facility.**
A software integration and test and evaluation facility should be planned for and available for software integration testing early in the software development cycle. Special software and hardware required to develop this facility should be included in the initial contract arrangements. Where feasible, facilities and personnel should be shared between weapon systems.

3.1.2 **Supporting Studies and Analyses**

**Recommended Action:** Require specific software design tradeoff studies and analyses as part of the performance specification process.

Certain supporting tradeoff studies and analyses should be conducted during the early definition of software and system requirements and during the early software design formulation activities. Three studies and analyses were mentioned in Section 3.1.1 and are further discussed here:

1. An analysis of the proposed software design approach versus the use of hardware or other design approaches.

2. An analysis of new software developments and facilities versus the use of existing resources.

3. An analysis of the software development risks involved.

These three analyses should be conducted, as a minimum, when significant levels and complexity of computer hardware, software, and costly support facilities are involved. Other tradeoff studies and analyses may be required because of special requirements or risks associated with a specific weapon system development.

**3.1.2.1 An Analysis of the Proposed Software Design Approach Versus the Use of Hardware or Other Design Approaches**

This analysis is required to insure that the chosen software and hardware design represents the most cost-effective approach for satisfying the mission requirements when all factors are considered. The major factors should include:


- Consideration of computer hardware and software versus hardwired logic, firmware, and/or manual (procedural) alternatives.

- Consideration of both operational and support software areas.

- Comparison of associated life cycle costs.

- Consideration of the benefits of a software approach where future mission changes can be expected.

- Consideration of User preferences.

- Evaluation of associated development and technology risks.

- Consideration of performance and reliability/maintainability tradeoffs.

A separate report presenting the results of this analysis should be prepared and should be available to support the decision for entering full-scale software development.

3.1.2.2 An Analysis of New Software Developments and Facilities Versus the Use of Existing Resources.

This analysis is required to ensure the efficient utilization of existing DoD computer hardware, software, and facilities before initiating new developments and establishing new support facilities. The major factors should include:

- Availability of off-the-shelf computer hardware designs which satisfy computer performance and capacity, physical, environmental, and reliability/maintainability requirements.

- Availability of software packages -- including operational (application) software, operating systems, development and maintenance support software (e.g., compilers, assemblers, utility routines), and operational support software (e.g., automatic test equipment and diagnostic software, training/simulation software) -- which satisfy applicable portions of mission requirements and which are transportable (i.e., have demonstrated performance, are adequately documented, and most important, that trained personnel are available to assist in the transition to the new project).
Availability of design support, integration, test and evaluation (validation), and maintenance support facilities, used for similar weapon systems which have an unused capacity.

Consideration of sole source and procurement implications.

It should be noted that 'portability' of computer hardware and software between projects to date has been largely limited to standardized families such as the UNIVAC AN/UYK-7 and AN/UYK-20 and the IBM 4 P1 series, to support software areas (such as compilers, assemblers, and utility systems), and in some instances to operating systems. However, the cost and schedule benefits to be achieved by utilizing existing resources can be significant and DoD should emphasize efficient utilization wherever practical.

A separate report presenting the results of this analysis should be prepared and should be available to support the decision for entering full-scale software development.

3.1.2.3 Analysis of the Software Development Risks

This analysis is required to ensure that adequate risk management methods (strategies) are applied for software where significant development risks are involved. The major factors should include:

- Mission requirement uncertainties which might impact the software.
- Likelihood of significant user changes and additions during the design formulation phase.
- Development risks associated with the level and complexity of the software and the system architecture.
- Computer hardware and interface dependencies.
- Experience of major participants.
- Location and availability of adequate resources and facilities.

The risks should be assessed in terms of cost, schedule, and mission performance impacts. A separate report presenting the results of this analysis should be prepared and should be available to support the decision for entering full-scale software development.
3.1.3 Requirements Development and Validation Methods

Recommended Action: Establish formal software quality assurance practices which require the use of proven software design, development, and validation methods.

Formal DoD-wide software quality assurance (QA) practices should be consolidated and should be consistently applied to the contractor's activities during the software development and validation process.\(^1\)\(^2\)\(^3\) The specific objectives of the software QA program should:

1. Ensure that the design of the delivered operational software elements (software packages and related documentation) conforms to good design practices and to the design objectives agreed upon at the time of contract.

2. Ensure that the performance of the operational software elements when integrated with the hardware and external interfaces conforms to: (1) the specific software performance standards (quantitative values) agreed upon at the time of contract; (2) the operational (functional) requirements stated in the software development specifications; and (3) the real requirements of the user and intent of the overall weapon systems mission requirements.\(^4\)

---

\(^1\) Portions of the material in this section have been extracted from MITRE Technical Report MTR-6906, Software Quality Assurance and Production Control Practices in the Acquisition of Large Systems. It is included here to provide management with a flavor for the nature and the level of detail of the practices and resources required to establish a valid software QA program. The reader should refer to this referenced report for a more thorough discussion of software QA and production control practices.

\(^2\) The developer is referred to as the contractor in this discussion. However, the principles also apply where the developer is an in-house resource.

\(^3\) Note: The discussion on software quality assurance addresses more than the methods and techniques needed to develop and validate software requirements. It includes all topics normally associated with software QA; i.e., all the government's activities required to reach a valid design and to ensure that quality software products are delivered on time and at agreed-upon cost. The discussion is presented here because of the need for DoD to address QA as a coordinated action area.

\(^4\) This objective is generally synonymous with the accepted definition of Verification and Validation (V&V) in DoD.
3. Ensure that the system will function (interoperate) effectively in a multi-weapon system environment.

4. Ensure that the operational software elements are developed, merged with the other system elements, and are accepted within the cost and schedule objectives as stated in the contract and in the system management plans.

5. Provide resources and methods for timely resolution of contractor's design questions, proposed changes, and development alternatives.

6. Identify to management as early as possible in the process software related problems and resource deficiencies that might impact the above objectives.

7. Maintain strict controls over the system functional requirements and design (freeze as early as practical — ideally as close to the critical design review as possible) and minimize the number of changes during the course of the contract that might impact the above objectives.

8. Ensure that adequate support software, system resources, and related documentation are included with the delivery of the system to satisfy operations and maintenance support functions.

To meet these objectives, specific QA activities and resources should be applied during the contract. The activities should be in addition to those provided by the contractor's own software QA program and should be organized and put into practice in such a way as to assist and supplement the contractor and not hinder or impose an excessive workload on him. An open and constructive interface between the contractor and the government's representatives is a prerequisite to the successful implementation of a QA program.

Several software QA practices which should be considered in the development of the DoD software QA guidelines include the following:

1. Those required to ensure a quality design, such as:
   . Establish early software and documentation design standards.
1. Establish a central software design file (e.g., notebook or library) which centralizes important software design and status information.

2. Allow access to the design file and other design documentation by government QA representatives.

3. Establish and allow access to results of software modeling and sizing activities.

4. Provide for early and periodic review of contractor's software design approach.

2. Those practices required to control software requirements and ensure acceptable performance, such as:

   a. Review the software design to ensure that system requirements and mission intent are being met.

   b. Impose a design freeze after the design reaches an acceptable risk level. As a general practice, add new changes or additions as future packages.

   c. Periodically participate in modeling and testing activities and review results.

   d. Establish formal software configuration control procedures early which become increasingly more stringent as the acquisition process proceeds.

3. Those practices required to ensure on-cost, on-schedule delivery, such as:

   a. Require periodic project status reviews.

   b. Establish software progress milestones chosen to show tangible evidence of progress.

   c. Require an up-to-date development plan.

   d. Monitor early testing to validate the contractor's "often overly optimistic" progress estimates.

   e. Provide fast response to the contractor's action requests.

   f. Require periodic and open QA review meetings.

   g. Require periodic and frank QA reports to management.
4. Those practices required to define and conduct in-plant and on-site acceptance of software products, such as:

- Require QA review/approval of test documentation.
- Participate in in-plant testing and require formal in-plant acceptance of applicable software elements.
- Participate in on-site validation testing with direct user participation.

Not all of the above would likely be imposed on a single project. Rather, the level of QA activities and resources should reflect the uncertainties and risks involved.

The selection of a separate software validation contractor to basically perform the above QA tasks was being followed by several of the project offices visited. This approach, as well as the use of in-house laboratories to supplement the project office QA personnel, should be considered in the development of formal QA guidelines.

3.1.4 Management Controls Over the Performance Specification Process

Recommended Action: For 'major' systems, require specific software supporting documentation and analyses as part of the OSD level DCP/DSARC review process. Require similar supporting documentation and analyses at Service levels for 'non-major' systems or systems past the equivalent DSARC III decision point but involved in a major update cycle.

The preparation of comprehensive DoD guidelines covering the software performance specification, development, and validation process (such as those discussed in the preceding sections) does not insure that these guidelines will be imposed on the future activities, nor necessarily followed by all project personnel. Specific controls (checks) must be established at OSD and Service levels which require that these practices be followed. Immediate action is needed to ensure that the efforts leading to the preparation of the Decision Coordinating Paper (DCP)¹ and its

¹As discussed in DoDI 5000.2, "The Decision Coordinating Paper and the DSARC".
subsequent updates take into account the software performance specification, development, and validation factors which need to be considered, and to ensure that necessary support documentation on these aspects of software is prepared and available for timely review. Similar action should be taken to ensure that similar factors are also considered in 'non-major' systems and/or major updates to systems past the equivalent DSARC III decision point.

Current DoD Directives and Instructions exist (e.g., DoDD 5000.1 and 5000.26, and DoDI 5000.2) which require review information on a system basis. Many of the information requirements of these Directives/Instructions are applicable to weapon systems software. However, because of the lack of weapon systems software definitions, software acquisition process structures, software work breakdowns, etc., the software is not generally subjected to reviews to the same degree as other system components. To initiate software reviews, immediate action should be taken to require the analyses and the submission of the following types of DCP support documentation.

1. A report presenting the results of an analysis of the proposed software design approach versus the use of hardware or other design approaches (this analysis is described further in section 3.1.2.1)

2. A report presenting the results of an analysis of new software developments and facilities versus the use of existing resources (this analysis is described further in section 3.1.2.2)

3. A report presenting the results of an analysis of software development risks (this analysis is described further in section 3.1.2.3)

4. A software acquisition plan which addresses in one document all of the important software performance specification, development, and validation factors previously described in section 3.1.1, as well as the software acquisition planning factors described in section 3.2.1.

All of the above items should be prepared and/or updated in support of each DCP/DSARC decision point (or equivalent 'non-major' decision point), where possible. Where data is not available to prepare all areas of these reports.
(such as at the initial DSARC I decision point), separate justification as to why it is not available should be presented.
3.2 Software Acquisition Planning

The corrective actions in this area are concerned with the recognition and consistent application of sound management practices to the process of acquiring software end products. The practices are intended to provide management awareness and visibility over the software acquisition process and to provide controls (checks) that ensure the consideration of all important factors.

3.2.1 Checklist of Important Software Acquisition Planning Factors

Recommended Action: Identify the important weapon systems software acquisition and life cycle planning factors and establish specific DoD guidelines to ensure that these factors are adequately considered in the software acquisition planning process.

The lack of management emphasis, awareness and visibility over software activities has been identified as a major contributing factor to problems in weapon systems. In the past, there has been a tendency of management to emphasize hardware portions of systems first, leaving software until last. This approach is often inconsistent with the critical role played by software subsystems. While improvements to specific management practices are being pursued actively by the Services, and models of comprehensive planning are evident in several new systems, it was noted that they are still not being applied consistently across all software-based weapon systems.

This section lists several important factors which should be formalized during Phase II of the study. It is not intended to be a complete list, but rather to indicate the nature of the required DoD guidelines. Several items are further expanded in later sections.

1. Require that a documented software acquisition plan exist early in the process and that it be periodically updated at key decision points. In weapon systems where significant levels of software are involved and/or where software is critical to the overall mission success, a separate, documented management plan should be required specifically for the software components. Its content should be as comprehensive as possible and as a minimum, should include all items discussed in this section.
2. Identify total software life cycle requirements and establish an approach for their orderly development. The early planning activities should identify all major software end items and resource requirements over the total expected life cycle of the system, and should provide a planned approach for their orderly development and availability at the required times in the program. The software end items should include, as a minimum, operational software, support software (e.g., software development tools, test and validation software, and operations and maintenance support software), automatic test equipment and diagnostic software, and training/simulation software. The resource requirements should include software-related facility requirements such as system integration and test and validation facilities. The planning should specifically address software operational and maintenance requirements (i.e., software and related support facilities required after system transitions to user and maintenance commands) and should describe how these requirements will be satisfied during the development phases.

3. Require an analysis of software development risks. An analysis should be conducted to assess the risks involved with the development of software for the weapon system. The operational software architecture and new or unique software that needs to be developed should be analyzed along with difficulties that may be encountered due to mission and requirements uncertainties, software size, involvement of many organizations, contractor risks, geographically separated facilities, etc. The risk should be assessed in terms of cost, schedule, mission performance, reliability, and maintainability.

4. Establish an overall software acquisition and procurement strategy. When a significant amount of software development is (or is expected to be) involved in a weapon system, a specific software acquisition and procurement strategy should be developed at the time of program initiation. This strategy should consider the software development risks involved, methods of providing contractor incentives, dependencies between software and other major subsystems, and overall schedules and methods for expediting them.

5. Utilize software prototyping and/or parallel developments where significant risks or requirements uncertainties exist. Extensive use should be made of software prototyping and/or parallel developments when software development risks exist or user requirements are uncertain. In some cases,
use of existing resources in existing systems should be used to demonstrate user requirements or to simulate performance before entering into costly long-term software developments.

6. Establish specific development phases for software. There are significant differences between the phases for software development and those of hardware and the weapon platform. These differences should be recognized and specific phases identified for software.

7. Establish specific decision points for software. For some weapon systems, the DSARC decision points will align to the weapon platform milestones rather than to software (e.g., in an aircraft or missile). In such cases, there may be a tendency to de-emphasize software other than that needed to 'fly' the platform during the initial validation phase (fly off). In these cases, separate intermediate software reviews and decision points are required.

8. Establish specific software progress milestones. The tendency may be to concentrate on the resolution of hardware-related problems during the initial development period and not to emphasize software until it is merged with the hardware. Specific software milestones should be established which reflect software schedules as well as overall system schedules and be closely monitored. Emphasis should be on choosing intermediate milestones that provide tangible evidence of progress.

9. Require reporting of specific software management information and thresholds. Periodic reporting of specific software cost, performance, and schedule information should be required. This information should be in a format which allows management to measure progress against established management cost, performance and schedule goals. Thresholds should also be included to alert management in the event of trends that may lead to software cost overruns, performance degradation, or schedule impacts.

10. Identify roles and responsibilities of all organizations as early as possible. The development responsibilities and the source of all resources and facilities should be agreed upon early in the acquisition process.
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11. Use separate validation resources. The identification and use of a separate validation resource (e.g., contractor or in-house laboratory) should be considered to improve management's visibility of software.

3.2.2 Definition of Acquisition Phases and Milestones Specifically for Software

Recommended Action: Define specific acquisition phases and milestones for weapon systems software which reflect the true nature of software development in the overall system acquisition process. Define related guidelines for use by project planning personnel.

Three major concerns involving the definition of specific phases and milestones for software were noted in referenced DoD studies and repeated in several of MITRE's weapon system interviews. They include:

1. A lack of management emphasis on software during the initial weapon system phases (i.e., a tendency to provide resources to start software late).

2. A tendency to align software to the phases and schedule constraints of the weapon platform (e.g., the missile or aircraft) and to the DSARC decision points rather than to realistic software phasing requirements.

3. A lack of proven methods and milestones which can be used by project personnel to gain visibility into the contractor's software activities and to show tangible evidence of progress.

The development of DoD guidelines in this area should include the following important factors:

1. The need for separate and intermediate phases, milestones, and decision points for software from that defined in the 5000 series publications and which are applicable to the wide diversity of weapon system software types.

2. The need for early emphasis (i.e., management and fiscal resources) for software.
3. A recognition in allocation of resources and phasing of the overall system that the software process is often compacted. This is because of the need for software concept validation and design activities to follow the overall system concept validation and design process, and the need for the final software development phase to precede that of the system production phase.

4. A recognition of the long lead times often associated with the development of computer hardware and software elements.

5. The need for a period of software integration with the hardware and the need for a redesign iteration in which software changes can be expected.

6. A need for the project participants (including project office, user groups, and new contractors) to become educated on the system and mission requirements. (For example, don't expect a new contractor to be an expert artilleryman, nor a user group to understand the subtleties of a contractor's design approach.)

### 3.2.3 Definition of Acquisition Strategies Specifically for Software

**Recommended Action:** Define specific weapon systems software acquisition and procurement strategies (such as software prototyping and parallel development) which maintain contractor incentives and limit software development risks. Define related guidelines and criteria for use by project planning personnel.

Many of the problems discussed during the study originate in the need to develop specific software acquisition and procurement strategies which limit software development risks and which maintain industry incentives further into a project. The development of guidelines and criteria in this area should consider the following important factors:

1. A need to develop strategies which address the following types of software development oriented issues:
   - In what order will software be developed?
   - In what increments will the software be completed and delivered for test and use?
• What provisions are made in schedules and in allocation of resources for iterating the design of each major component, and how does this tie in with total system development time planning?

• What are the major milestones, and what provisions are made in the management process to alert management as problem trends start to occur?

• What concurrent developments are planned (e.g., software with computer hardware; compilers with programs to be compiled)?

2. A need to develop strategies which address the following types of acquisition planning and management issues:

• What provisions will be made for reducing identified software development risks?

• Will each software subsystem be developed in-house, by one or more contractors, or by a combination?

• How can industry competition be maintained throughout development?

• Will there be a software prime contractor or several associate contractors, and how will software responsibility be divided?

• What will the technical basis for the contract(s) be? Will a detailed specification be used or will the developer be given design freedom?

• Will there be a testing and verification capability separate from the software development organization(s), and will this be government or contractor and under whose control?

• How much off-the-shelf software will be used, and is it really available?

3. A need to incorporate results (lessons learned) from previous program experiences, such as:

• Avoid concurrent development of computer hardware and software unless there is a plan for several major iterations of both the hardware and software design.
• Avoid development of support software (e.g., compilers and operating systems) concurrently with applications software.

• Allow sufficient time and resources for design, design iteration, and evaluation early in a development. For example, in a contract, don't expect a completed software design for any substantial program in 90 days.

• Plan for early demonstration of a small increment for test and use, followed by incremental demonstration of additional capabilities.

• Develop milestones appropriate to the project at hand and consistent with overall system development time phasing.

• Avoid dividing responsibility for concurrent, related software development among several different organizations.

• Don't begin a full-scale software development until the buyer, his technical advisor, the developer and the user are satisfied with the specification.

Four specific acquisition and procurement strategies were discussed during Phase I of the study, both within MITRE and with different DoD personnel. They reflect types of strategies that can be used to partially overcome many of the software requirements, cost, and schedule growth problems that impact many DoD systems. While none are cure-alls, they should be given serious consideration in developing software acquisition guidelines during Phase II of the study. Each is very briefly discussed in the following paragraphs.

1. Provide for early simulation of user requirements during the contract definition phase. Many of the software requirements changes introduced by the user were found to be late in the program after the initial system was built and available for user test and evaluation. Many of these changes involved requirements that could have been simulated and demonstrated to the user early in the project through the use of existing general purpose peripherals, computers, and graphic displays. In some instances, an earlier generation of a weapon family could have been used to conduct controlled experiments to arrive at requirements with a higher confidence level.
2. A formal software prototype phase should be required where risks and uncertainties are involved. The generally accepted software approach is to attempt to develop software once which is unlike hardware where formal brassboard, prototype and (pre) production phases are generally followed. The built-right-the-first-time philosophy is often not successful in practice. Software prototypes are used here to define computer programs which perform some or all of the functions intended for the system, designed and built with minimum support and documentation to save time and costs, and intended to answer specific questions. For the most uncertain case, three successive kinds of prototypes can be distinguished.

- A 'functional' prototype or brassboard intended to demonstrate that the software performs the functions expected by the users and developers. This program may be built on a computer other than the one intended for system use.

- A 'performance' prototype or engineering prototype intended to demonstrate that the software uses the expected amount of storage and delivers the required throughput with the required response times. This prototype is built to run on the system computer.

- A 'production' prototype intended to demonstrate that the software is designed and operates in such a way that it can be adapted to different sites and that software maintenance can be performed.

For limited software developments or software developments based on previous systems and for which specifications can be written directly with high confidence, one or more of these prototypes may not be necessary. In many cases, major portions of the prototype software can be used in the final version.

3. Establish a parallel software development during the initial program phases. Development of two versions of a system in parallel to reduce the risk that one might not be feasible, satisfy mission requirements, or be completed on time is a well-known risk reduction and incentive technique. The use of similar techniques for software should be considered. The intent of parallel software development should be primarily to assure an alternative source of software and as a contingency against failure of a software development to achieve its objectives.
4. Establish a formal four-step software acquisition process which assumes the software to be evolutionary (will change during the program) and addresses the issues accordingly. There are two obvious extremes in controlling software requirements growth and the resulting cost and schedule impacts: 1) to mandate strict controls over the user after the requirements (contract) definition phase; and 2) to assume change will occur and provide for a modular design which allows for change.

The desired solution should include components of both extremes. The four-step process discussed here is aligned to respond to the user's requirements as well as to the developer's real problems which occur when uncontrolled changes are allowed to be incorporated freely. The highlights of the four phases include the following:

**Phase I, Contract Definition.** The user and project office takes the lead in developing the Type I specifications. The contractor(s) is on board only in a supportive role. The products from Phase I are software specifications (a frozen set of requirements) which the user agrees upon.

**Phase II, Prototype Development.** The contractor develops and delivers a prototype software design based upon the Phase I frozen design. No changes are allowed (in principle), but the user and project office understand that changes will be incorporated in Phase III before a field version of the software is produced for operational use. The product from Phase II is a sound test vehicle for Phase III use, developed with minimum interaction from the government.

**Phase III, Test and Evaluation.** The user, project office, and developer participate in a test and evaluation phase to arrive at the final Type II specifications.

**Phase IV, Software Production.** A final field version of the software is produced based upon a frozen Type II specification. Subsequent changes are incorporated as field versions.

While many difficulties can occur, such as a complete change in the overall mission requirements during Phase II, the approach has merit and should be considered further.
3.2.4 Common DoD Definitions for Software Terminology

Recommended Action: Establish common definitions for software terminology for use throughout the DoD and by DoD contractors.

There is a need to establish a common set of definitions for weapon systems software terms for use within the DoD and by Defense contractors. Common definitions are required to improve understanding and communications when addressing software acquisition, maintenance and management processes. Common terms are also needed in other areas, such as development and maintenance of a computer programs catalogue, and improving the transfer (portability) of software between weapon systems.

The term 'Weapon System Software' by itself is not well defined and it assumes different meanings, depending upon the subject at hand or the individual using the term. Definitions for hardware acquisition have evolved through the long history of hardware development and procurement. Attempts to define software within existing procurement terms and categories often causes confusion and subjects it to inappropriate regulations. One example of the problem was found during the weapon systems interviews where representative cost information could not be collected across weapon systems, partly because of the lack of common definitions for the components of software.

Another example is the fact that software categories are not well defined. The categories frequently used are: operational software, automatic test equipment software, training/simulator software, development/production support software, testing support software, and maintenance support software. Clear definitions of these and other terms will be useful for contract definition, identification of deliverables, and software acquisition planning and management.

The current DoD Steering Committees activities concerned with establishing common definitions for basic software terminology, such as 'computer data', 'computer program', and 'computer system', should be encouraged. Further, these activities should be expanded to provide accepted DoD-wide definitions and breakdowns for broader software related subjects such as:

- Categories of computer based systems (e.g., weapon system, C^3, intelligence).
• Categories of software required to develop systems (e.g., design and analysis tools, development tools, test and validation tools).

• Categories of software integral with a system (embedded software) and that required to support their operation (e.g., operational flight programs, automatic test equipment and diagnostic software, crew training and weapon simulation software).

3.2.5 Exchanging/Sharing of Software Resources Across Programs and Services

Recommended Action: Establish methods for identifying DoD resources applicable for use across systems and Services, for example, through the preparation and maintenance of a catalogue (inventory) of weapon systems computer hardware, software, and facility resources. Define related guidelines for use by Service level and project personnel.

The efforts initiated through the DoD Software Steering Committee to develop a catalogue of computer hardware and software used in weapon systems should continue. The OSD, the three Services, and the Marine Corps should continue to participate in this activity. The catalogue, however, should be expanded to include a description of major facility resources that could be considered for shared usage. The catalogue should contain sufficient information so that an organization can recognize whether it would be worthwhile to obtain additional information about computer hardware, software, and facilities from the development or user agency to satisfy a requirement for a new or existing system. In developing the catalogue, recognition should be given to the various software categories for weapon systems. The exchange and sharing of hardware, software, and facilities can achieve savings in both time and effort by software personnel and in the costs of hardware and facilities. Direction and guidance should be issued for maintaining the catalogues and requiring the Services to review the catalogue information for possible use of existing hardware, software, and facilities for new acquisitions.

In addition to using the catalogue to determine the availability of software resources, it can be used as an aid in developing standards. For example, reviews could be made of the catalogue, and records maintained on the frequency of use of existing hardware and software, to form a basis for determining the appropriateness of standardization to minimize future unnecessary
duplication. The catalogue could also be used to identify areas of possible software development which could be of most benefit within a Service or throughout the DoD community. For example, it may be that software development could be initiated to provide a common set of support software for a family of computers that is frequently used across DoD.

3.2.6 Software Management Information

Recommended Action: Initiate OSD action to require the collection and dissemination of selected weapon systems software management information including software-related cost, performance, and schedule information.

In order to improve management's visibility and awareness of software in weapon systems and to provide a basis for future management policies, OSD should initiate action to define a minimum set of software management information measures and develop procedures and practices for their use.

Guidelines for the Development of Software Management Information Measures

The definition of DoD software management information measures and procedures and practices for their use should follow certain constraints or they may prove counterproductive. Imposing new data collection and reporting requirements will impose new workloads and create additional review levels, and should only be approved where clearcut benefits can be realized. To avoid imposing excessive reporting requirements, the following ground rules (or constraints) should be followed:

1. The DoD philosophy should continue to be one of decentralized project management with appropriate upper-level controls. That is, the program managers should be allowed to use their discretion in the day-by-day management of individual programs as long as the project goals are not compromised.

2. Upper level management information should be derived as a subset and/or interpretive set of lower level requirements; i.e., required OSD information should be a subset of that prepared for service level reviews.
3. All data reporting requirements must be on a need-to-know basis; i.e., each reported data point should be tied to a definite need or benefit.

4. The number of data points should be kept to as few as possible with the reporting periods kept as long as possible and still be useful (i.e., remain sensitive to critical problem trends).

5. The measures should be common across the acquisition phases and across systems where practical.

6. New procedures for software information flow and review should use established methods and instruments where practical (e.g., supplement the supporting data provided under DCP/DSARC policies rather than develop new points).

7. Thresholds should be established for software costs, technical performance, and schedules which require immediate alerts to higher levels when trends which may lead to the thresholds being exceeded are identified. This approach limits the reporting instruments to major review breakpoints and large reporting periods, yet alerts higher management immediately to software problem trends.

Proposed List of Initial Software Management Information Measures

Certain cost, technical, and schedule information measures can be defined now on the basis of past experience on large software projects. Others, largely in the areas of performance and quality (e.g., reliability, maintainability, portability, productivity) will require further study and use in pilot programs before they can be used universally across the DoD.

A proposed minimal list of information measures that can be defined now and which should be considered for early DoD use is described in Table 3-1. They should be considered only as an interim solution, to be replaced by more sophisticated measures when they are adequately defined and validated. Consideration should be given to an early pilot application of this set of measures to one (or several) system(s) to better determine their effectiveness and utility versus added project office costs and workloads imposed.
<table>
<thead>
<tr>
<th>MEASURES</th>
<th>OSD</th>
<th>SERVICE</th>
<th>SPD</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>COST</strong></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Yearly Software Costs Broken Down by:</td>
<td>Yearly Software Costs Broken Down by:</td>
<td>Yearly Software Costs Broken Down by:</td>
<td></td>
</tr>
<tr>
<td>- System</td>
<td>- System/Element</td>
<td>- System/Element</td>
<td></td>
</tr>
<tr>
<td>* Software Contracts Total</td>
<td>* Software Contracts Totals</td>
<td>* Software Contracts Totals</td>
<td></td>
</tr>
<tr>
<td>* In-House Software Facilities Personnel Total</td>
<td>* In-House Software Facilities Personnel Totals</td>
<td>* In-House Software Facilities Personnel Totals</td>
<td></td>
</tr>
<tr>
<td>* Actual Versus Estimated</td>
<td>* Actual Versus Estimated</td>
<td>* Actual Versus Estimated</td>
<td></td>
</tr>
<tr>
<td>Five-Year Software Cost Projection for Above.</td>
<td>Five-Year Software Cost Projection for Above.</td>
<td>Five-Year Software Cost Projection for Above.</td>
<td></td>
</tr>
<tr>
<td>Thresholds for Above (Alerted if Expenditure Rate Exceeded).</td>
<td>Thresholds for Above (Alerted if Expenditure Rate Exceeded).</td>
<td>Thresholds for Above (Alerted if Expenditure Rate Exceeded).</td>
<td></td>
</tr>
<tr>
<td><strong>TECHNICAL</strong></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Yearly Review of Growth Factors/Budgets (past, projected).</td>
<td>Six Month Review of Growth Factors/Budgets.</td>
<td>Growth Factors Broken Down by:</td>
<td></td>
</tr>
<tr>
<td>Lost Time Threshold (Alerted if Lost Time Due to Software Exceeds a Set Threshold Agreed to Between OSD and Service).</td>
<td>Threshold for Above (Alerted if Projected to be Exceeded by 10%).</td>
<td>- System/Element/Subelement</td>
<td></td>
</tr>
<tr>
<td>Lost Time Threshold (Alerted if Lost Time Due to Software Exceeds a Set Threshold Agreed to Between Service and User).</td>
<td>Lost Time Threshold (Alerted if Lost Time Due to Software Exceeds a Set Threshold Agreed to Between Service and User).</td>
<td>* Storage/Capacity Budgets</td>
<td></td>
</tr>
<tr>
<td>Completion of Major Software Milestones by Element.</td>
<td>Three-to-Six Month Schedule Milestones Broken Down by:</td>
<td>* Response Time, Processing Time Budgets</td>
<td></td>
</tr>
<tr>
<td>Thresholds for Above (Alerted if Projected Slippage Exceeds a Set Threshold Agreed to Between OSD and Service).</td>
<td>- System/Element</td>
<td>* User Lost Time Due to Software Broken Down by:</td>
<td></td>
</tr>
<tr>
<td>Detailed Schedule Milestones Broken Down by:</td>
<td>Thresholds for Above (Alerted if Projected Slippage Exceeds a Set Threshold Agreed to Between Service and Project Levels).</td>
<td>- System/Element</td>
<td></td>
</tr>
</tbody>
</table>

1Examples of Software Breakdowns Used in This Table:

System = Refers to All Software in System as a Single Line Item.

Element = Refers to Major Categories of Software (e.g., Operational Software, Automatic Test Equipment Software, Support Software, etc.).

Subelement = Refers to Major Packages of Software Within an Element (e.g., Different Software for Different ATE).
Management Weapon Systems Software Cost Model

In order to understand total software costs across all DoD weapon systems, a methodology should be developed for identifying the components of software costs and for collecting and analyzing the necessary cost data. This type of accumulative cost information is required in addition to the previously discussed types of information in order for management to understand where major portions of total costs are expended and where management emphasis and action are required.

Future efforts to determine the total cost of software in weapon systems should include (start with) the development of a management cost model and agreement on its content. The model should define the software cost components and should identify which defense systems, personnel, and facilities are applicable. One such a model¹ is agreed upon, more meaningful data can be collected and total cost estimates derived.

3.2.7 Review of Major DoD Publications Governing Software Acquisition

Recommended Action: Review major DoD publications (i.e., directives, instructions, regulations and MIL standards) used in the acquisition of software in weapon systems. Initiate interim changes to correct for software omissions, deficiencies, and conflicts until formal long-term solutions are implemented.

Review of current DoD publications was not possible within the scope of this study. However, sufficient concern was expressed during the interviews and from a limited review of selected publications to indicate that an in-depth review is needed. The reviews should be conducted from at least two aspects: (1) to extend good hardware policies, procedures and practices to software where they are equally applicable; and (2) to expand publications to cover weapon systems software acquisition management more thoroughly where omissions and conflicts exist. In

¹In Appendix F of this report represents a possible management weapon system software cost model. It is intended to serve as a possible starting point for future DoD efforts in this area.
conducting the review, the need for a separate DoD-wide publica-
tion for software acquisition management should not be over-
looked. **Examples of areas where changes are needed include:**

   a. Maintainability considerations are required for hardware, but no mention is made for software.
   b. Design approaches and the use of design and support software are not addressed.
   c. Recognition should be made that different categories of software exist, (e.g., operational, support, testing, automatic testing equipment, and training simulators).

2. **MIL-STD-881, Work Breakdown Structures (WBS) for Defense Material Items**
   a. Expansion of the software work breakdown structure is needed to facilitate better cost estimating and control, proposal evaluations, contract negotiations, and software acquisition scheduling and management. Although some information is included for computer programs under the Electronics Category, the definitions should be expanded, and other types of weapon systems software should be covered.

3. **DoD 5000 Series Directives and Instructions**
   a. Ensure that wording throughout the DoD Directives and Instructions dealing with weapon systems acquisitions makes it clear that certain practices apply to software as well as to hardware. For example, in DoD 5000.1, Acquisition of Major Defense Systems, paragraph III. C.1 should be updated to include software where it discusses meeting operational needs through use of existing military or commercial hardware. Another example is in paragraph III. C.5 of DoDD 5000.1 where it discusses the use of models, mock-ups and system hardware to increase confidence levels; the wording should also refer to software.
4. General

The phasing for development and reviews, defined in the various directives and standards, are generally for hardware. For example, the preliminary design reviews required by military standards are generally too early in the system process for software.
3.3 Software Technology

Recommended Action: Ensure that research, studies, and pilot programs are initiated or continued in areas where current technology and management practices are inadequate in meeting the requirements for efficient development of reliable software and for effective management control of the development process. Eleven areas are discussed which should be given high priority in DoD allocations of software R&D funds.

This area consists of R&D, study and pilot programs to provide for a continued and coordinated software technology program to further improve and develop the management methods, practices, and techniques for software development. The DoD should ensure that research is initiated or continued in areas where current technology is inadequate in meeting the requirements for efficient development of reliable software and for effective management control of the development process. Where more information is needed, studies should be conducted. When solutions have been proposed, opportunities should be provided to apply and evaluate these solutions in pilot programs which present real military problems. After their feasibility has been demonstrated, the results can be used to alter regulations, standards, and practices for software acquisition. Programs which should be given high priority include the following areas. Some of these areas are ongoing and should be continued. Others will require the initiation of new projects.

3.3.1 Develop Quantitative Engineering Measures for Software

This activity involves the development of quantitative measures of the status of software and its reliability which can be used to monitor and predict progress toward schedule and performance goals. There is a lack of visibility in the software development process and a resultant uncertainty in meeting schedules and satisfying quality criteria because of a lack of quantitative measures of software status and quality. To develop such measures requires accurate data on time spent in various phases of software development as a function of software attributes such as size and complexity, language, and tools used. Error rates must also be accumulated for use in verifying models for predicting software reliability. Automated aids for collecting and analyzing the data will be necessary for the development and verification of measures. A research program to determine measures would include collection of the requisite data, synthesis of measures such as errors-per-line-of-code and lines-per-day-per-programmer, and tests of these measures on real software development.
3.3.2 Define Characteristics/Methods for Improving 'Portability' of Software

This activity involves the continued research by the Services to improve methods of developing transportable software, capable of being executed in more than one operating environment. This action will support the wider use of software inventories and will influence decisions on the impact of standardization. If software developed for one operating environment (i.e., one computer type, operating system and set of interfacing software) could be used in similar but not identical environments, costs for developing different versions of similar software packages (e.g., compilers for the same language) could be reduced. Techniques for creating transferable software are being studied and developed by such groups as FIPS Task Group 13 and the Navy ADP Selection Office (ADPESO). These methods should be adapted to weapons systems operational and support software. Current procedures for languages such as FORTRAN should be expanded to include manual and automated techniques needed to ensure transferability. Problems with current automated aids should be identified and eliminated. Languages such as TACPOL (Army) and OPAL (DoD test equipment) should be studied now to eliminate features which may cause future transferability problems. Operating system command languages should be analyzed to determine features which inhibit transferability.

3.3.3 Investigate Automatic Programming Methods with Emphasis on Improving Correctiveness of Software

This activity includes the identification of new methods to develop more reliable software. Research should be continued into new approaches to the entire software development process, such as automatic programming, with specific emphasis on automated aids to provide for the correctness of software. Many separate research activities are being sponsored by DoD in Automatic Programming including both automated aids to programming and the fundamental technology of 'knowledge-based' systems. These techniques are expected to increase the efficiency of the entire programming process, from statements of software requirements through testing, by aiding or performing the analysis of requirements, the automatic generation of code, and automated testing. This long-term effort requires fundamental research with centralized coordination and monitoring to determine when advances to pilot stages are feasible. Emphasis should be placed on the automated side to testing software because the highest cost (almost half the development cost) is estimated to occur during the validation process.
3.3.4 Develop Methods for Predicting Cost of Software

This study activity should be supported by the Services and involves the development of models for use in predicting the cost of software at various stages in system acquisition. Software cost estimates and predictions will be more accurate and more credible if they are based on a substantial collection of accurate cost data. The distribution of present and anticipated software costs should be determined as a function of activity, type of application, and life-cycle phase. Data to be collected must be defined and a data collection point designated. A necessary input to this activity is actual cost data. Data should be collected on DoD in-house costs as well as contractor costs. Sufficient descriptive information should be collected to allow categorization by software type, strategy used for development, relationship to computer hardware, and similar parameters. Case studies of acquisition programs should be funded to isolate useful and collectable cost data. Cost data elements required should be proposed and data collected on a representative sample of programs. Based on this experimental effort, cost data collection procedures and cost estimating methods should be developed to build a continuing cost data base. The data base would be used in cost estimating, measuring improvements, and challenging over- and under-estimates of predicted software costs.

3.3.5 Investigate Benefits/Methods for Effective Standardization of Programming Languages and Support Software

This study activity should be continued by the Services to determine the areas and methods for effective standardization of programming languages and support software (e.g., compilers, assemblers, etc.) so that appropriate standards can be adopted. Standardization, properly effected, reduces the number of different items to be produced, the size of necessary inventories, and extends the scope of application and the life of standardized items. To effect software standardization, a study must first identify those characteristics of programming languages and support software which are critical to standardization decisions. The study will then determine which aspects of software make it different. Data gathering efforts, similar to the collection of functional and language requirements being effected by the Air Force HOL Standardization Program should be carried out DoD-wide to identify areas of software acquisition and development in which standardization can be applied effectively. (The preparation of a DoD catalogue of computer hardware and software discussed in Section 3.2.5 would provide additional data for the standardization efforts dis-
cussed here.) Previous standardization efforts which have failed should be studied as well as those which have succeeded (such as the CORAL standardization program in the United Kingdom) to extract lessons for future standardization. The managerial and executive functions and organization required for successful implementation of standardization plans should be determined. Finally, the development of an evaluation methodology, which can predict the impact of a contemplated standardization action or can assess the impact of a completed action, would provide valuable assistance in decision making and in refining standardization criteria.

3.3.6 Conduct Software Methodology Pilot Programs

This activity would be accomplished by the Services by conducting pilot programs which consolidate and apply advanced techniques and tools to the development of software for real military applications. Results should be evaluated and disseminated across Services and to industry. Successful pilot programs can become models for practices to be imposed on subsequent software acquisitions. A number of advanced programming methodologies, including structured programming, top-down-design, formal specification languages, and automated validation methods are being developed to reduce the costs and improve the quality of software. These methodologies are prime candidates for selected DoD organizations to conduct pilot studies supported by the necessary resources, and to assess the results under realistic conditions. Some of the questions to be answered are:

- What are the costs of retraining programmers?
- What are the impediments to using these methodologies?
- Will these new techniques and tools require reorientation of existing organizational structures?
- Are there cheaper methods to achieve comparable results?

Activities now current in DoD acquisition programs which are applying these methodologies, for example pilot-structured programming projects in the Air Force, should be coordinated and supported at OSD levels.

3.3.7 Determine Realistic Weapon Systems Software Documentation Requirements

Current software documentation requirements should be examined to determine their utility to both the users and the developers of the system. Recommended changes should be incorporated into DoD
regulations and standards for weapon systems software acquisition. Software documentation is described and required in numerous DoD regulations, standards and manuals (e.g., MIL-STD-483, MIL-STD-490, MIL-STD-881, MIL-STD-1521, DODM 4120.17M) and contract data requirements are described in DoD TD-3 'Authorized Data List'. It is not clear that all the documents are used or are useful. It is clear that they are expensive to produce and that descriptions are overlapping and sometimes contradictory. The Services and industry are attempting to consolidate documentation. A review is needed of the various audiences for these documents, and of their utility in use. The need for documentation for software projects with different functional type, complexity, and for different management methods should be assessed. The data item descriptions in TD-3 should be consolidated and duplications and conflicts resolved. Samples should be prepared for acquisition office use. Revised document types should be evaluated through trial program office applications.

3.3.8 Investigate Methods for Improving Software Testing Costs

A study should be conducted by DoD to determine the major elements of software testing costs (e.g., flight tests), and to determine methods to reduce them. Testing software for weapons systems under realistic conditions is very expensive. It involves flight tests of aircraft, test firings of missiles, and assembling large staffs to man command positions and evaluate test results. Test requirements and test methods should be investigated to determine ways of consolidating tests and of performing all but final tests without large expenditures. An investigation should be made of the just how much testing costs and where these costs occur. Methods of reducing these costs, such as consolidating testing and use of simulation techniques, should be investigated.

3.3.9 Investigate Firmware Trends and Define DoD Firmware Policy Guidelines

This activity involves the investigation of ways in which policies and regulations should be revised to address firmware. Current acquisition policy does not address firmware or microprogramming. Policies and standards should be reviewed in light of the special characteristics of firmware - in some ways it is like software and in others like hardware. Revised or new regulations and standards should be prepared which specially address firmware
acquisition. Recommendations should be made for the appropriate place for firmware in specifications, reviews and contractual documents.

3.3.10 Investigate More Effective Methods for Selecting Mutually Supportive Computer Hardware and Software Architectures

Research studies and experiments should be continued by the Services to determine principles for selecting computer hardware and software architectures which are mutually supportive and cost effective in meeting functional and performance requirements. This action can decrease software costs by providing a more realistic match between software requirements and hardware architecture and capabilities. The design experience of past systems should be reviewed where hardware/software tradeoff studies were conducted which resulted in unique software and hardware architectural designs. Systems should also be reviewed to determine the criteria which should be used to determine software/hardware architecture (e.g., flexibility required to meet changing requirements, and emphasis on use of available software and hardware). Future trends in computer hardware and software architectures are also important considerations.

3.3.11 Develop Techniques and Methods for Improving the Transfer of Technological Developments and Successful Practices Across Systems and Services

Efforts should be made to investigate and establish methods for improving the transfer of successful software practices across systems and Services, and for the transfer of technological developments from the laboratories or pilot programs to actual use in software acquisitions. The following types of actions should be included in a positive program of management and technology transfer:

For transferring research results to acquisition programs:

- Prepare and disseminate to acquisition offices summaries and assessments of software research, with identification of potential application areas for the results. These summaries should be prepared by an organization not associated with the research efforts.

- Stress policy and funding emphasis on evaluation and demonstration of software, i.e., on applied research and trial use.
• Establish personnel assignment policies which favor temporary assignment of technologists to acquisition offices and vice versa.

For transferring information among programs:

• OSD should fund, and encourage services to fund, independent reviews of programs to extract 'lessons-learned'. Separate organizations should prepare these reviews and OSD should be responsible for disseminating their results.
INTRODUCTION TO SECTION 4

This section discusses the efforts that will be needed during the second phase of the DoD Software Steering Committee study program to further investigate and, where appropriate, to initiate implementation of the corrective actions recommended in Section 3. The discussion is organized into three topic areas.

1. **Assumed Nature of Effort at Each DoD Management Level (Section 4.1)**

   It is suggested that the DoD Steering Committee, in assigning responsibility for further investigation and implementation of the corrective actions, assume three different levels of software acquisition management responsibility. The three levels are OSD level, Service/Development Command level, and Project Office level. The appropriate roles and responsibilities at each level relative to implementing the corrective actions are discussed.

2. **Recommended Phase II Task Organization (Section 4.2)**

   Several of the corrective actions can be initiated immediately as interim solutions; others will require further definition. Also, several of the corrective actions should logically precede others for most effective implementation. This subsection identifies the interdependencies and organizes the corrective actions (tasks) in the form of a Phase II worklist. An implementation chart is provided which relates the required tasks to the different corrective actions and to suggested time-phased products.

3. **Long-Term Action (Section 4.3)**

   The recommended actions of this report and the initial implementation of these and/or other actions during Phase II of the study must be followed-up by a long-term action program. This section discusses the limitations of ad hoc groups in effecting long-term solutions.

4.1 **Assumed Nature of Effort at Each DoD Management Level**

   The implementation of the corrective actions during Phase II of the study will require the cooperative efforts of the OSD and the Services. Specific organizational and fiscal resources must
be identified and lead responsibilities assigned. It is suggested that the DoD Steering Committee, in assigning responsibility for further investigation and implementation of the corrective actions, assume the following three different levels of management responsibility.

**OSD Level**

- Provides focal point for implementation of Phase II study efforts.
- Initiates and coordinates the preparation, correction, and review of DoD-wide publications and action memoranda.
- Establishes Service Executive Agents for tri-Service working groups.
- Coordinates task efforts across the Services.

**Service/Command Levels**

- Provides support to the OSD focal point and tri-Service working groups.
- Coordinates the preparation, correction, and review of Service-wide publications and action memoranda.
- Implements studies, pilot programs, and research under OSD guidance.
- Provides knowledgeable personnel from Service centers of expertise to support Phase II activities.

**Project Office Level**

- Provides inputs to the preparation of guidelines and new practices in the form of project experiences and 'lesson learned'.
- Supports studies required to identify new policies and practices.
- Supports pilot programs required to evaluate new acquisition guidelines and practices.
- Applies new guidelines and policies to programs and provides feedback of results.

4-2
4.2 Recommended Phase II Task Organization

For the purpose of ordering the Phase II activities, the recommended corrective actions can be grouped into the following tasks:

**Those Tasks Which Can be Implemented Immediately as Interim Solutions**

- Initiate OSD action to require specific DCP software support documentation for major systems. Require similar documentation at Service levels for non-major systems.

- Initiate OSD action to require the collection and dissemination of selected weapon system software management information including software-related cost, performance, and schedule information.

- Assign/allocation resources to review the major DoD publications used for software acquisition in order to identify interim corrections to major software deficiencies, inconsistencies, and conflicts.

**Those Tasks Requiring Further Investigation and Definition Leading to Formal Longer-Term Solutions**

- Assign resources to update and to expand the current series of DoD Directives, Instructions, and Standards to include comprehensive and consistent software performance specification and acquisition planning terminology, measures, policies, and guidelines.

- Develop task statements for the recommended software technology studies, pilot programs, and research areas. Allocate funds and assign responsibility to initiate, support, and coordinate the results of these programs.

- Initiate a formal investigation of software personnel practices and develop recommendations for improving them.

Table 4-1 provides an overview of a suggested implementation of the Phase I recommended corrective actions. It maps the corrective actions discussed in Section 3 to the above task groupings.
### TABLE 4.1
OVERVIEW OF SUGGESTED IMPLEMENTATION OF PHASE II CORRECTIVE ACTIONS

<table>
<thead>
<tr>
<th>Corrective Actions (Sections Discussed)</th>
<th>Near Term 2 to 3 mos</th>
<th>Intermediate Term 4 to 6 mos</th>
<th>Long Term Greater Than 12 mos</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Initiate Internals/Service Policies</strong></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Require Submission of Model Supporting Documentations (1.4)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Require Collection of Selected Management Information (3.2)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Review Major Model Documents to Identify Needed Improvements (3.2.2)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>Initiate Large Task Actions Leading to Formal Writing of DOD Software Specifications, Standards, and Standards</strong></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Define Major Software Performance Specification Factors (3.3.1)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Define Supporting Studies and Analyses (3.1.1)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Establish Formal Software QA Practices (3.3.5)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Establish Mission-Critical Software Acquisition Planning Factors (3.2.1)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Define Software Plans and Milestones (3.2.2)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Define Software Acquisition/Procurement Strategies (3.2.3)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Define Software Terminology (3.2.4)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Define Software Catalogue Requirements (3.2.5)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>Identify and Examine Existing High Leverage Projects, Pilot Projects, Research Projects, and Field Projects (3.3.1)</strong></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Identify and Examine Existing High Leverage Projects, Pilot Projects, Research Projects, and Field Projects (3.3.1)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Identify and Examine Related Research Projects (3.3.2)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Investigate Lower-Cost Methods for Developing New DOD Software Standards (3.3.3)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Establish Pilot Programs Using Latest Methodologies (3.3.4)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Establish Pilot Programs Using Latest Methodologies (3.3.4)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Investigate New Systems and Methods for Effective Software Standardization (3.3.5)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Establish Pilot Programs Using Latest Methodologies (3.3.4)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Establish Pilot Programs Using Latest Methodologies (3.3.4)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Establish Pilot Programs Using Latest Methodologies (3.3.4)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Investigate New Systems and Methods for Effective Software Standardization (3.3.5)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Establish Pilot Programs Using Latest Methodologies (3.3.4)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Establish Pilot Programs Using Latest Methodologies (3.3.4)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Transfer of Good Software Practices (3.3.11)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>Personal</strong></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Investigate Personnel Practices (3.4)</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>- Establish Service Review Group</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

- Prepare Letter Directing for OSD Action
- Assign/Allocate Resources; Initiate Review
- Prepare Task Statements; Assign/Allocate Resources; Initiate Tasks
- Prepare Task Statements for New Areas; Assign/Allocate Resources; Initiate New Tasks
- Identify and Examine Related Research Projects (3.3.2)
- Establish Method for Establishing Research Results and Successful Practices Across Projects and Across Services
- Establish Service Review Group
- Submit Recommendations to OSD Management

- Prepare Draft of Form, Long-term Software Acquisition Policy Improvements; Includes Changes to DOD, NII, and MIL Standards and New Publications if Appropriate; Initiate OSD Service Review
- Disseminate Initial Results to Services from Activities/Tasks Initiated During Phase II.
and identifies the general nature of the Phase II task products and their relative time frame.1

4.3 Long-Term Action

Studies aimed at improving the acquisition process seem inevitably to be conducted by ad hoc groups. But no matter how valid their results, they are not likely to bring about significant long-term improvement. This is because the improvement problem is essentially not one of a lack of knowledge which, once the needed knowledge is supplied, causes the problem to go away. Rather, resolving the problem is a matter of providing for:

1. Continuous gathering of the "lessons learned" from actual experience in the complex and uncertain undertakings systems acquisitions represent.

2. Continuous analysis of, and a "corporate memory" related to, this experience.

3. Continuous widespread education of a type that reflects the high turnover of both military and higher-level civilian personnel in DoD, in how to apply the lessons we have learned from experience to a particular case (particularly what should be taken into account in devising the acquisition strategy for the particular case).

4. Regular staffs following up on the results of ad hoc study groups to assure both that the findings of the groups are valid when applied to real cases and, if valid, that they are applied to other cases.

5. And finally, a regular mechanism for both translating the findings of an ad hoc group -- when in fact it arrives at some valuable new knowledge or intuition -- into preliminary policy direction, and for conducting the subsequent controlled experiment by which such preliminary policy direction can become fully accepted.

In summary, there is a need for a centralized staff resource which is tasked with the long-term responsibility for coordinating and providing follow-up on major software acquisition issues across all of the DoD.

1Examples of material that may be useful in developing the Phase II products are included in Appendices G and H.
APPENDIX A

STUDY DEFINITIONS
(Common Terms Used in Report)

**Firmware** — Firmware differs from software in that it is not easily alterable such as for software. Use of read-only memories (ROMs) or programable read-only memories (PROMs) in processors or special purpose hardware are examples of firmware.

**Software** — The term software is used to refer to computer programs, associated data bases, and related documentation required to define, design, develop, produce, test, operate, and maintain the software-related aspects of the total weapon system, including computer hardware, software, personnel and procedures.

**Software Acquisition** — The term software acquisition as used in this report refers to all life cycle phases including early concept definition and validation through to operations and maintenance after systems transition. It also includes major software developments involved in updating or improving already operational systems.

**Software Element or Component** — A software element or component within a weapon system refers to the major groupings of software within that system. For example: operational software, automatic test equipment software, maintenance support software, etc.

**Software Life Cycles Phases** — Refers to all phases from concept definition and validation through to operation and maintenance including major updates. (See software acquisition above.)

**Software Operations and Maintenance (O&M)** — Refers to all software-related activities concerned with the ongoing operation and maintenance (ownership) of software integral to the weapon system and in supporting subsystems. It generally occurs after system transition.

**Software Subelement or Subcomponent** — Refers to the next level breakdown below an element or component. For example: operational software packages for specific computers within a total weapon system or separate ATE diagnostic packages.

**Validation** — The term validation alone is related to the testing and evaluation process and is used in a general sense in this report. For example, validation can refer to concept validation, contractor software validation, or validation facilities.
Verification and Validation (V&V) -- V&V refers to the specific use of V&V personnel and facilities to validate/verify that a weapon system's performance meets both specified contractor requirements and user mission requirements.
APPENDIX B

OSD MEMORANDUM INITIATING STUDY
MEMORANDUM FOR The Assistant Secretary of the Army
(Installations and Logistics)
The Assistant Secretary of the Navy
(Installations and Logistics)
The Assistant Secretary of the Air Force
(Installations and Logistics)
The Assistant Secretary of the Army
(Research and Development)
The Assistant Secretary of the Navy
(Research and Development)
The Assistant Secretary of the Air Force
(Research and Development)

SUBJECT: Management of Weapon System Software

The sharply rising costs of software programs in the weapon system acquisition process, with respect to acquisition procedures, development and maintenance of such software, and the increasing importance of the software role in the overall mission effectiveness of major DoD weapon systems constitute serious technical and management problems that must be solved if we are to have the weapon systems that are needed for our national security. To find solutions to these problems, we are initiating a two phase study program which will require the joint involvement of the OSD staff and the Services.

The first phase of the study program is only now starting. Its major effort centers on two four month studies by the Mitre Corporation and the Applied Physics Laboratory at Johns Hopkins University to identify and define (1) the nature of the critical software problems facing the DoD, (2) the principal factors contributing to the problems, (3) the high pay-off areas and alternatives available, and (4) the management instruments and policies that are needed to define and bound the functions, responsibilities and mission areas of weapon systems software management. The second phase of the study program will be to examine in depth those areas which have been surfaced in the first phase as having first-order importance to the DoD. It is not
MEMORANDUM FOR The Assistant Secretary of the Army
(Installations and Logistics)
The Assistant Secretary of the Navy
(Installations and Logistics)
The Assistant Secretary of the Air Force
(Installations and Logistics)
The Assistant Secretary of the Army
(Research and Development)
The Assistant Secretary of the Navy
(Research and Development)
The Assistant Secretary of the Air Force
(Research and Development)

SUBJECT: Management of Weapon System Software

The sharply rising costs of software programs in the weapon system acquisition process, with respect to acquisition procedures, development and maintenance of such software, and the increasing importance of the software role in the overall mission effectiveness of major DoD weapon systems constitute serious technical and management problems that must be solved if we are to have the weapon systems that are needed for our national security. To find solutions to these problems, we are initiating a two phase study program which will require the joint involvement of the OSD staff and the Services.

The first phase of the study program is only now starting. Its major effort centers on two four-month studies by the Mitre Corporation and the Applied Physics Laboratory at Johns Hopkins University to identify and define (1) the nature of the critical software problems facing the DoD, (2) the principal factors contributing to the problems, (3) the high pay-off areas and alternatives available, and (4) the management instruments and policies that are needed to define and bound the functions, responsibilities and mission areas of weapon systems software management. The second phase of the study program will be to examine in depth those areas which have been surfaced in the first phase as having first-order importance to the DoD. It is not
unlikely that a study group will be organized at this time having the following objectives: Identify and evaluate current and alternative Defense and commercial software policies and practices in development, procurement and operational support which most significantly influence acquisition and life cycle costs, field reliability, maintenance, standardization and to identify possible improvements to reduce and control costs and improve software reliability, standardization, maintainability and software research and development production capabilities.

The software study program needs direct service participation by military officers or civilian experts experienced in requirements generation, weapon systems acquisition, support and management techniques as they apply to software. In the first phase of the effort these needs can best be met by having two individuals from each Service identified to serve on the Software Steering Committee. It is recommended that one individual have an R&D background and the other have logistics experience. It is not anticipated that the services of the individuals identified will be required on a full time basis.

The Committee will assist in developing the study goals for each phase of the total effort, provide focal points within the DoD to coordinate and support the study objectives, assist in obtaining the data needed in accomplishing the studies and to make recommendations on how to implement study findings and to determine the nature and extent of the follow-on activities. It is suggested that personnel at the 0-6 level be considered for assignment to the Committee and that they be selected on the basis of the Committee's needs, responsibilities and objectives as outlined above.

The first meeting of the Software Steering Committee, with the contractors, is planned for Friday, 13 December at 1330 hours in Conference Room 1E 801 #4. You are requested to have the names of your committee representatives to Col. R. D. Hensley, OASD(I&L)WA, Room 2A 318 prior to this date.
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APPENDIX D
WEAPON SYSTEMS INTERVIEWS

There were five systems of the Army and nine of the Air Force reviewed during this study. In addition, the Joint Integration Test Facility (JITF) at San Diego was visited. The JITF is responsible for joint interoperability of Service-developed systems performing mission roles of tactical air control and tactical air defense (TACS/TADS). The systems reviewed are as follows:

<table>
<thead>
<tr>
<th>Army</th>
<th>Air Force</th>
<th>JITF</th>
</tr>
</thead>
<tbody>
<tr>
<td>TACFIRE</td>
<td>DSP</td>
<td>485L</td>
</tr>
<tr>
<td>Q-73</td>
<td>MINUTEMAN</td>
<td>427M</td>
</tr>
<tr>
<td>PERSHING</td>
<td>F-111</td>
<td>COMBAT GRANDE</td>
</tr>
<tr>
<td>SAM-D</td>
<td>WILD WEASEL</td>
<td>AWACS</td>
</tr>
<tr>
<td>SAFEGUARD</td>
<td>B-1</td>
<td></td>
</tr>
</tbody>
</table>

The reviews were conducted with software management and engineering personnel of the Army and Air Force responsible for managing the development, testing and transitioning of the software. Prior to each visit, a questionnaire was sent to the system management offices to provide an indication of the information required for the study. The personnel interviewed were very cooperative and courteous with the MITRE Team.

The systems reviewed cut across all stages of the acquisition process. Table D-1 indicates the systems reviewed, their status in the acquisition process, and the organizations and dates of the interviews. A detailed discussion of the results of these interviews is provided as separate material in Volume II of this report.
<table>
<thead>
<tr>
<th>NAME</th>
<th>MISSION/ROLE</th>
<th>STATUS</th>
<th>INTERVIEWS</th>
</tr>
</thead>
<tbody>
<tr>
<td>AVIONICS</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>B1</td>
<td>STRATEGIC BOMBER</td>
<td>DEVELOPMENT</td>
<td>ASD SPO, MAR 7.</td>
</tr>
<tr>
<td>WILD WEASEL</td>
<td>AIRBORNE SAM DEFENSE</td>
<td>LIMITED PRODUCTION/UPDATE</td>
<td>ASD SPO, MAR 7.</td>
</tr>
<tr>
<td>F-111 (B,D,F)</td>
<td>STRATEGIC/TACTICAL BOMBER</td>
<td>DEPLOYED/UPDATE</td>
<td>SACRAMENTO ALC, FEB 27.</td>
</tr>
<tr>
<td>MISSILES &amp; GROUND SUPPORT</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>SAFEGUARD</td>
<td>MISSILE DEFENSE</td>
<td>TRANSITIONING</td>
<td>BMDPO, JAN 9; BMDSC, FEB 7.</td>
</tr>
<tr>
<td>PERSHING</td>
<td>TACTICAL MISSILE</td>
<td>DEPLOYED/UPDATE</td>
<td>MISSILE COMMAND PMO, FEB 6.</td>
</tr>
<tr>
<td>SAM-D</td>
<td>AIR DEFENSE</td>
<td>DEVELOPMENT</td>
<td>MISSILE COMMAND PMO, FEB 6.</td>
</tr>
<tr>
<td>MINUTEMAN</td>
<td>STRATEGIC MISSILE</td>
<td>DEPLOYED/UPDATE</td>
<td>SAMS0 SPO, FEB 25.</td>
</tr>
<tr>
<td>CONTROL</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>TACFIRE</td>
<td>ARTILLERY FIRE SUPPORT</td>
<td>LIMITED PRODUCTION</td>
<td>ARTADS PMO, FEB 4.</td>
</tr>
<tr>
<td>AN/TSQ-73</td>
<td>MISSILE MINDER-AIR DEFENSE</td>
<td>LIMITED PRODUCTION</td>
<td></td>
</tr>
<tr>
<td>DSP</td>
<td>INTELLIGENCE</td>
<td>DEPLOYED/UPDATE</td>
<td>ARTADS PMO, FEB 7.</td>
</tr>
<tr>
<td>485L</td>
<td>TACTICAL AIR CONTROL</td>
<td>DEVELOPMENT</td>
<td>SAMS0 SPO, FEB 24.</td>
</tr>
<tr>
<td>427M</td>
<td>CONTINENTAL AIR DEFENSE, SPACE SURVEILLANCE</td>
<td></td>
<td>ESD SPO, MAR 12.</td>
</tr>
<tr>
<td>COMBAT GRANDE</td>
<td>AIR DEFENSE FOR SPAIN</td>
<td>DEVELOPMENT</td>
<td>ESD SPO, MAR 13.</td>
</tr>
<tr>
<td>AWACS</td>
<td>AIRBORNE TACTICAL C&amp;C</td>
<td>PRODUCTION PENDING</td>
<td>ESD SPO, MAR 13.</td>
</tr>
<tr>
<td>INTEROPERABILITY</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>TACS/TADS</td>
<td>INTEROPERABILITY TESTING</td>
<td>TEST; PREPARING FOR OED</td>
<td>JITF, FEB 26.</td>
</tr>
</tbody>
</table>
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1. BACKGROUND/PURPOSE

Three major difficulties confront management in attempting to estimate annual costs of weapon systems software in the DoD. They are:

1. No formal agreement on which systems fall under the weapon systems classification.

2. No formal agreement on which costs should be attributed to software in weapon systems.

3. Lack of meaningful cost data for most weapon systems since no formal definitions have existed in the past and no detailed cost records were kept.

The primary purpose of the management cost model developed in this appendix is to provide a starting point for resolving 1 and 2 above, that is, to provide a preliminary definition of which systems fall under the weapon systems classification and to provide management with a 'strawman' list of factors contributing to the cost of software in these weapon systems.

A secondary purpose is, through the use of 'typical' costs, to arrive at annual software cost estimates. However, the room for error and misinterpretation is very large in this approach, and until such time as the model can be widely reviewed, refined, and more accurate cost data points obtained from the actual system managers, any results obtained should be viewed and used cautiously.

The model should also be viewed as a simplistic rather than complex model. There is a tendency to provide detail in the hope of achieving accuracy. However, with too much detail the model would lose comprehension. In this initial model, we have attempted to stay at a fairly broad level.

2. ASSUMPTIONS

2.1 Weapon Systems Definition

The systems on the 'SAR Coverage by Weapon System' list, dated
September 30, 1974, represent an initial definition of which systems are in the weapon systems classification. (There are 79 systems in this list: 42 under congressional review; 8 under current reports for OSD, GAO, OMB; and 29 under discontinued reporting.) To this list should be added known omissions such as 485L/407L (Air Force), Pershing I&II, and Q-73 (Army). Non-tactical command, control, and communications (C3), intelligence, logistics, and automatic data processing (ADP) not associated directly with weapon systems design, development, or operations and maintenance (O&M) should be omitted. An initial weapon systems list is provided as Table F-1 in this appendix. The model should also recognize that some minor or older systems do have software associated costs and are not generally reflected in OSD and Service level weapon systems lists.

2.2 Model Assumptions

For the purpose of developing the model, weapon systems software costs are assumed to consist of the following five components:

2.2.1 Software Development Costs Associated with the Design, Development, Production, or Major Updates of Systems — Includes:

- DoD software management costs (including in-house management personnel, separate consultants, validation contractors, etc.).

- Operational software development costs (including in-house and contractor costs to specify, design, develop, and test operational software — including development tools (e.g., compilers, utility system), operating systems, application software, testware).

- ADP and scientific data processing associated with weapon systems.

- Separate government and contractor Validation and Verification (V&V) during development (facilities/personnel).

- Costs to develop operational support tools (including support software, Automatic Test Equipment (ATE) and diagnostics, Air Crew/Simulators).

- Portion of costs associated with firmware and use of software in hardware design, development, and production activities.
2.2.2 Software Costs Associated with System Operations and Maintenance -- Includes:

- Cost to develop software maintenance tools and documentation not provided under development/production costs (e.g., data reduction and analysis, support software).
- Cost to improve, maintain operational software (e.g., operational flight programs).
- Cost to improve, maintain air crew training/simulator software.
- ADP support to items above.
- Software validation facilities (amortized over life of system).
- Portion of engineering flight testing required to validate software.
- Portion of user flight testing required to validate software.
- User software maintenance and overhead costs where separate.

2.2.3 Software Costs Associated with Separate System Test and Evaluation -- Includes:

- DT&E (Development Test and Evaluation).
- OT&E (operational Test and Evaluation).
- Interoperability Testing (software portion allocated to system).
- Combined Operations/Demonstrations (software portion).

2.2.4 Overhead Costs Associated with Software But Not Directly Charged to a Single System -- Includes:

- Studies, Pilot Programs.
- R&D (Software related technology areas).
- Multi-system T&E (e.g., JITF, TACS/TADS).
- OSD and Service Level Management Overhead.

2.2.5 Indirect Costs Attributable to Software — Includes:
- Program Delays.
- Loss of Mission Effectiveness.
- Shorter Mission Life.

2.3 Weapon Systems Categories

For the purpose of developing the model, weapon systems are assumed to be categorized as follows:

1. Avionics and ground support.
2. Missiles and ground support/control.
3. Tactical control and information systems.
4. Shipboard systems.

For each category of weapon systems, three levels of software are involved: low -- limited to only minor support or operational functions; medium -- significant software perhaps in ATE or in another support function; and high -- large software elements involved in the system.

2.4 Cost Assumption

For the purpose of developing the model, it is assumed that typical coverage costs for each of the above weapon systems categories and the software level in a given category remain constant during the development and maintenance phases.
## 3. PROPOSED MODEL

### 3.1 Parameters

<table>
<thead>
<tr>
<th>Assumption</th>
<th>Section Assumption Explained</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Four Categories of Weapon Systems</td>
<td>2.3</td>
</tr>
<tr>
<td>2. Twelve Levels of Software in Those 4 Categories and Software</td>
<td>2.3</td>
</tr>
<tr>
<td>3. Number of Systems of Each Weapon Systems Category and Software Level in Development or Major Update Cycle</td>
<td>2.3</td>
</tr>
<tr>
<td>4. Number of Systems of Each Weapon System Category and Software Level in O&amp;M Phase</td>
<td>2.3</td>
</tr>
<tr>
<td>5. Typical Annual Software Costs for Development for Each Category/Level</td>
<td>2.2.1</td>
</tr>
<tr>
<td>6. Typical Annual Software Costs for O&amp;M for Each Category/Level</td>
<td>2.2.2</td>
</tr>
<tr>
<td>7. Typical Annual Software Costs for Separate T&amp;E During Development for Each Category/Level</td>
<td>2.2.3</td>
</tr>
<tr>
<td>8. Typical Annual Software Costs for Separate T&amp;E During O&amp;M for Each Category/Level</td>
<td>2.2.4</td>
</tr>
<tr>
<td>9. Indirect Cost Coefficient During Development</td>
<td>2.2.5</td>
</tr>
<tr>
<td>10. Indirect Cost Coefficient During O&amp;M</td>
<td>2.2.5</td>
</tr>
<tr>
<td>11. Other Minor or Older System Coefficient During Development</td>
<td>2.1</td>
</tr>
<tr>
<td>12. Other Minor or Older System Coefficient During O&amp;M</td>
<td>2.1</td>
</tr>
<tr>
<td>13. Annual Software Overhead Costs not Charged to Individual Systems.</td>
<td>2.2.4</td>
</tr>
</tbody>
</table>

### 3.2 Model (Annual Weapon System Software Cost Estimate)

\[
\sum_{2} \left\{ \left[ \frac{3(5+7)913}{13} \right] + \left[ \frac{4(6+8)1012}{13} \right] \right\} + 13
\]
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4. BACK-OF-ENVELOPE ANNUAL WEAPON SYSTEMS SOFTWARE DIRECT COST
ESTIMATE

MITRE was requested as part of this study to obtain a gross estimate of total weapon systems software costs. Attempts to obtain sufficient data to make a defensible estimate were not successful; however, we have tried to make an educated guess based upon this cost model and eight-to-ten data points obtained during the study. The results obtained are probably over qualified and over conservative.

4.1 Approach

Two methods were addressed:

1. Make estimates for annual costs in typical weapon systems and then multiply by the number of weapon systems.

2. To check whether these estimates are in an acceptable range, estimate the size and cost of the total DoD weapon system in-house and out-of-house software development and production capability.

4.2 Estimate Using Typical Costs for Typical Systems

As previously noted, three major difficulties exist in attempting to estimate weapon systems software costs:

1. No formal agreement on which DoD systems fall under the weapon system classification.

2. No formal agreement on which costs should be attributed to software in weapon systems.

3. Lack of meaningful cost data since a separate breakout for software hasn't been consistently kept in the past.

The first item above is best resolved by listing the specific systems being costed. Table F-1 is such a list. It starts with the 'SAR Coverage by Weapon System' list, dated 30 September 1974, obtained from OASD (I&L). To it are added systems that appear to be missing. Generally excluded are non-tactical C^3, early warning systems, logistic, and ADP systems. Table F-1 is a 'mixed bag' at best, but it is a starting point.

The second item (which costs are attributable to software) is resolved by developing a cost model of which costs are included.
TABLE F-1
LIST OF WEAPON SYSTEMS
(Time did not allow verification that the list is complete, truly representative of accepted weapon system definitions, nor that correct designations were used.)

I. Systems Listed on 'SAR Coverage by Weapon System', 9/30/74.

<table>
<thead>
<tr>
<th>Army</th>
<th>Navy</th>
<th>Air Force</th>
</tr>
</thead>
<tbody>
<tr>
<td>LANCE</td>
<td>A-7E</td>
<td>A-7D</td>
</tr>
<tr>
<td>Imp. HAWK</td>
<td>E-2C</td>
<td>A-10</td>
</tr>
<tr>
<td>SAFEGUARD</td>
<td>F-14A</td>
<td>B-1</td>
</tr>
<tr>
<td>SAM-D</td>
<td>P-3C</td>
<td>F-5E</td>
</tr>
<tr>
<td>HLH</td>
<td>S-3A</td>
<td>F-15</td>
</tr>
<tr>
<td>UTTAS</td>
<td>AEGIS</td>
<td>F-111A/D/E/F</td>
</tr>
<tr>
<td>MICV</td>
<td>CONDOR</td>
<td>AMACES</td>
</tr>
<tr>
<td>ARSV(SCOUT)</td>
<td>HARPOON</td>
<td>AARNCP</td>
</tr>
<tr>
<td>AAH</td>
<td>PHOENIX</td>
<td>MAVERICK</td>
</tr>
<tr>
<td>XM-1</td>
<td>POSEIDON</td>
<td>MINUTEMAN III, II</td>
</tr>
<tr>
<td>DRAGON</td>
<td>SIDEWINDER AIM-9L</td>
<td>SSN</td>
</tr>
<tr>
<td>TOW</td>
<td>SHRIKE</td>
<td>RF-111</td>
</tr>
<tr>
<td>TACFIRE</td>
<td>STANDARD ARM</td>
<td>FB-111A</td>
</tr>
<tr>
<td>MANPADS (STINGER)</td>
<td>WALLEYE II</td>
<td>C-5A</td>
</tr>
<tr>
<td>AN/TTC-39</td>
<td>AN/SQS-26</td>
<td></td>
</tr>
<tr>
<td>SHERIDAN</td>
<td>DIFAR</td>
<td></td>
</tr>
<tr>
<td>Ammo. Annex</td>
<td>DSRV</td>
<td></td>
</tr>
<tr>
<td>SHILLELAGH</td>
<td>VAST-335</td>
<td></td>
</tr>
<tr>
<td>GAMMA GOAT</td>
<td>SPARROW III E</td>
<td></td>
</tr>
<tr>
<td>MBT-XH803</td>
<td>SSN</td>
<td></td>
</tr>
<tr>
<td>CHEYENNE</td>
<td>DE-1052</td>
<td></td>
</tr>
<tr>
<td>M60A1E2</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

II. Other Systems

| MSG4          | TARTAR           | TITAN          |
| TOS           | NTDS             | B52            |
| ATMAC         | TALOS            | F-106          |
| ADCCS         | TERRIER          | F-101          |
| SERGEANT      | SEA SPARROW      | F-102          |
| HONEST JOHN   | MACCS            | EC-121         |
| CHAPAFREL/VULCAN | MTACCS         | NIKE-MERCULES  |
| RED EYE       | JPTDS            | 485L/407L      |
| PERSHING I, II| IFDS             | TIP1           |
| Q-73          | AFDS             |                |
|               | ITAWDS           |                |
|               | F-8              |                |
|               | F-4              |                |
|               | EA-6A            |                |
|               | OV-10A           |                |
|               | A-4              |                |
|               | A-6              |                |
|               | CH-46A           |                |
|               | CH-53D           |                |
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The cost model developed in this appendix is such a model. In general, the direct cost components of the model are used here.

For cost data, very liberal use is made of the eight or ten data points obtained during the study interviews.

Table F-2 is a compilation of the above, based on the 115 systems listed in Table F-1. The distribution between types of systems (40%, 35%, 25%) and the number in development or update versus operations and maintenance (O&M) are based on a rough sample of the Table F-1 systems (some are in both). The typical cost ranges are educated guesses in most instances, but are still probably on the conservative (low) side when all hidden government costs are considered.

The system-related (non-common) weapon systems software annual cost estimates from Table F-2 total $.558 to 1.396 Billion. To this figure should be added common software costs (e.g., R&D, TACS/TADS, laboratories) assumed to be on the order of $200 M. This addition gives a rough estimate for direct software-related weapon systems software costs of $.8 to 1.6 Billion annually. The uncertainties result in the large spread. The probability that the low figure of $.8 B is still high is almost zero; the probability that the $1.6 B isn't high enough depends on how honest one wants to be in collecting the hidden government costs and on whether one wants to add indirect costs (due to the impact of software on program delays, shorter mission life, or loss of weapon effectiveness).

4.3 Estimate of Total DoD Weapon System Software Development and Production Capability

After several false starts, the most sensible method of obtaining a total cost estimate is to use the method and results developed in CCIP-85 and refined in Dave Fisher's report, ADP Costs in the Defense Department, IDA Paper P-1046 dated October 1974. In the IDA report, the software cost estimate for FY73 for DoD systems unreported in the GSA inventory (assumed to be largely weapon systems) was $1.3 to 1.9 Billion.

Table 13 from the IDA report is attached, and includes the major cost factors and assumptions used. In general, the approach followed was to use FY73 line item budget figures with percentages for software derived from analogies with industrial firms doing similar work. While large errors are possible in using this method, the basic assumptions have been around since the CCIP-85 Report (with no better approach forthcoming to the author's knowledge).
<table>
<thead>
<tr>
<th>Type of System</th>
<th>'Amount' of Software</th>
<th>Number of Systems</th>
<th>Number in Development</th>
<th>Estimated Range of Software Development in Per System (Billions)</th>
<th>Total Development</th>
<th>Estimated Range of Software O&amp;M by Per System (Millions)</th>
<th>Total O&amp;M in Per Category</th>
</tr>
</thead>
<tbody>
<tr>
<td>Information and Control (IOI)</td>
<td>Hi</td>
<td>15</td>
<td>9</td>
<td>15-30</td>
<td>135-370</td>
<td>9</td>
<td>8-15</td>
</tr>
<tr>
<td></td>
<td>Medium</td>
<td>13</td>
<td>9</td>
<td>5-15</td>
<td>45-135</td>
<td>9</td>
<td>4-8</td>
</tr>
<tr>
<td></td>
<td>Lo</td>
<td>16</td>
<td>9</td>
<td>1-5</td>
<td>9-45</td>
<td>9</td>
<td>1-4</td>
</tr>
<tr>
<td>Missiles &amp; Demolition Weapons (IS)</td>
<td>Hi</td>
<td>13</td>
<td>8</td>
<td>10-25</td>
<td>80-200</td>
<td>8</td>
<td>8-15</td>
</tr>
<tr>
<td></td>
<td>Medium</td>
<td>13</td>
<td>8</td>
<td>2-10</td>
<td>16-80</td>
<td>8</td>
<td>2-8</td>
</tr>
<tr>
<td></td>
<td>Lo</td>
<td>16</td>
<td>8</td>
<td>.5-2</td>
<td>4-16</td>
<td>8</td>
<td>.5-2</td>
</tr>
<tr>
<td>Aviation &amp; Ground Support (35%)</td>
<td>Hi</td>
<td>9</td>
<td>5</td>
<td>5-15</td>
<td>25-75</td>
<td>5</td>
<td>5-12</td>
</tr>
<tr>
<td></td>
<td>Medium</td>
<td>10</td>
<td>6</td>
<td>1-3</td>
<td>10-30</td>
<td>6</td>
<td>1-3</td>
</tr>
<tr>
<td></td>
<td>Lo</td>
<td>10</td>
<td>6</td>
<td>.5-1</td>
<td>3-6</td>
<td>6</td>
<td>.5-1</td>
</tr>
<tr>
<td>Totals</td>
<td></td>
<td>125</td>
<td>68</td>
<td></td>
<td>533-570</td>
<td>68</td>
<td>233-570</td>
</tr>
</tbody>
</table>

1. System oriented direct costs only; indirect costs (e.g., program delays, loss of mission effectiveness) and non-system related costs (e.g., R&D) not included.

2. Estimates include direct costs (including contracts, government system-related overhead costs, test and evaluation (OTM, OPD, ODE, etc.).

3. Assumes all systems in Table A use some amount of support software.
<table>
<thead>
<tr>
<th></th>
<th>Air Force</th>
<th>Army</th>
<th>Navy</th>
<th>Other DOD</th>
<th>DOD Total</th>
</tr>
</thead>
<tbody>
<tr>
<td>Aircraft, Missile, &amp; Ship</td>
<td>$4,126</td>
<td>$814</td>
<td>$6,635</td>
<td>--</td>
<td>$11,775</td>
</tr>
<tr>
<td>Procurement</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Software ≤ 3.4% - 5.5%</td>
<td>$147-$238</td>
<td>$28-$45</td>
<td>$226-$365</td>
<td>--</td>
<td>$400-$648</td>
</tr>
<tr>
<td>of Above</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Intelligence &amp; C3</td>
<td>--</td>
<td>--</td>
<td>--</td>
<td>--</td>
<td>--</td>
</tr>
<tr>
<td>Software ≤ 8% - 12% of Above</td>
<td>--</td>
<td>--</td>
<td>--</td>
<td>--</td>
<td>--</td>
</tr>
<tr>
<td><strong>NOTE</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Budget</td>
<td>$3,120</td>
<td>$1,885</td>
<td>$2,542</td>
<td>$446</td>
<td>$7,995</td>
</tr>
<tr>
<td>Estimated In-House Personnel</td>
<td>1,000</td>
<td>605</td>
<td>616</td>
<td>163</td>
<td>2,166</td>
</tr>
<tr>
<td>Total</td>
<td>$4,120</td>
<td>$2,490</td>
<td>$3,158</td>
<td>$599</td>
<td>$10,559</td>
</tr>
<tr>
<td>Software ≤ 7% - 10% of Above</td>
<td>$288-$412</td>
<td>$174-$249</td>
<td>$235-$336</td>
<td>$41-$59</td>
<td>$739-$1,056</td>
</tr>
<tr>
<td>SOFTWARE SUBTOTAL, ABOVE THREE ITDS</td>
<td>$435-$590</td>
<td>$202-$294</td>
<td>$461-$701</td>
<td>$41-$59</td>
<td>$2,139-$1,704</td>
</tr>
<tr>
<td>Software Cost of Hardware ≤ 15% of Above</td>
<td>$65-$98</td>
<td>$30-$44</td>
<td>$69-$105</td>
<td>$6-$9</td>
<td>$171-$256</td>
</tr>
<tr>
<td>SOFTWARE TOTAL, SYSTEMS UNREPORTED IN GSA INVENTORY</td>
<td>$500-$748</td>
<td>$232-$538</td>
<td>$530-$806</td>
<td>$47-$68</td>
<td>$1,310-$1,950</td>
</tr>
</tbody>
</table>

*Value unknown.

Note: This table is a copy from IDA Paper P-1046, *ADP Costs in the Defense Department*, dated October 1974.
4.4 Summary

The above two cost estimates of $.8 to 1.6 Billion and $1.3 to 1.9 Billion are gross estimates at best. However, for DoD management purposes, it appears safe to assume they are in the correct range. The next level of refinement would be to meet directly with DoD personnel to obtain a more accurate Table F-1 (list of agreed upon weapon systems), a more accurate distribution across systems ('amount' of software and number in development versus deployment), and additional cost data points.
APPENDIX G

SAMPLE MATERIAL FOR USE IN PREPARING NEAR-TERM ACTIONS
(Sample Action Memorandum)

SUBJECT: Requirements for Additional Software Planning Information in Support of Future OSD and Service Weapon System Reviews

It has been recommended by the DoD Weapon System Software Management Steering Group that specific software tradeoff analyses and planning documentation be required as supporting material for all weapon systems as part of the DCP/DSARC review process for major systems, and that similar requirements be levied at Service levels for other systems involved or about to be involved in significant software development activities. While adequate analyses and early software planning is performed in many instances across the Services, there is an apparent lack of consistency across all systems. With the increasing frequency of use and the increasing weapon systems mission dependence on software, appropriate action must be taken to insure that good software acquisition practices leading to the maximum value per DoD dollar spent are being followed. Towards this end, the following two actions are being initiated through this memorandum:

1. The DoD Weapon Systems Software Management Steering Group should identify specific OASD and Service resources required to develop a 5000 series regulation specifically oriented towards insuring that all software planning factors are adequately analyzed and reviewed in future OSD and Service review processes. A draft regulation should be made available for coordination and review within 120 days from receipt of this memorandum.

2. In the interim and until such time as the new regulation is adequately reviewed and approved, the following specific software planning documentation will be required in support of all OSD and Service system reviews:

   a. A software acquisition management plan;

   b. An analysis of new software developments and facilities versus use of existing resources;

   c. An analysis of software development risks involved; and

   d. An analysis of the proposed software design approach versus use of hardware or other design approaches.

A more detailed description of this supporting documentation is provided as a separate attachment. All of the above documentation should be made available to the participants of the DSARC or Service level reviews.
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at least 10 days prior to the scheduled meetings. Where all data is not available (such as at an initial DSARC I), separate justification as to why it is not available should be presented. I have requested that OASD (I&L) act as a focal point for this second action and you will be hearing further from him.

By receipt of this memorandum it is requested that within 10 days the Services, OASD (I&L), and the chairman of the DoD Weapon System Software Steering Group reply by separate memorandum describing how they intend to comply with the actions initiated by this memorandum.
ATTACHMENT

FURTHER DESCRIPTION OF SUPPORTING DOCUMENTATION

1. Software Acquisition Management Plan

A software acquisition management plan should be prepared which as a minimum:

a. Identifies all major software elements (e.g., operational software, support software, automatic test equipment software, training software, simulation and validation software).

b. Describes the major life cycle phases of the weapon system and how the design, development, and maintenance of all software elements relate to them (specific periodic software management milestones should be identified).

c. Describes the software acquisition and procurement strategy to be followed.

d. Identifies major software related facility requirements over all life cycle phases (e.g., integration and validation facility).

e. Identifies specific software operational and maintenance resource requirements and describes how they will be addressed during early development phases.

f. Describes the management controls that will be followed.

g. Describes specific organizational roles and responsibilities.

h. Provide estimates of software related costs over all life cycle phases.

2. Analysis of New Software Developments and Facilities Versus Use of Existing Resources

A report should be prepared on the results of studies on the trade-offs of using existing computer hardware, computer software, and/or facilities versus development of new computer hardware, computer software, and/or facilities. It is recognized that specific application programs will be different but it should be shown why an existing architecture within which the required application programs can function will not satisfy system requirements. Also it should be shown why existing support software, validation, test and evaluation, and maintenance software cannot be used.
3. Analysis of the Software Development Risks

A report should be prepared on the assessment of the risks involved with the development of software for the system. The operational software architecture and new or unique software that needs to be developed will be discussed along with difficulties that may be encountered due to mission and requirements uncertainties, software size, involvement of many organizations, contractor risks, geographically separated facilities, etc. The risk should be assessed in terms of cost, schedule, mission performance, reliability, and maintainability.

4. An Analysis of the Proposed Software Design Approach Versus Use of Hardware or Other Design Approaches

A report should be prepared presenting the results of a study on hardware/software tradeoffs for satisfying the required system capabilities with justification for each choice made.
APPENDIX H

FORMAT AND CONTENT
SAMPLE MATERIAL FOR USE IN PREPARING
WEAPON SYSTEMS SOFTWARE GUIDELINES
(Portions of general wording and outline
taken from existing 5000 Directives where possible)

1. Purpose

This Directive establishes policy for the acquisition of software (computer programs) in Department of Defense weapon systems. Emphasis of this Directive is on identifying specific software planning factors which should be considered in the preparation of the Decision Coordinating Paper (DCP) and in the Defense Systems Acquisition Review Council (DSARC) review process.

2. Applicability and Scope

The provisions of this Directive apply to the Office of the Secretary of Defense, the Military Departments, the Organization of the Joint Chiefs of Staff, and the Defense Agencies (hereinafter referred to collectively as "DoD Components") and encompass major weapon systems acquisition policies and programs. In addition, the acquisition principles in this Directive are applicable to non-major weapon systems and to major modifications to existing deployed weapon systems.

3. General

The DCP/DSARC process involves decision-making at the Secretary of Defense level on major defense system acquisition programs and related policies. The DCP and its supporting material document the current or proposed program and serve as the basis for DSARC reviews. The DSARC, as an advisory body, makes recommendations to the Secretary of Defense which are considered in the formulation of his decisions. The success of the DCP/DSARC process is vitally dependent upon a clear recognition of the individuality of each major defense system program and the sensible application of the policies of all the DoD 5000 series Directives and Instructions.

The policies described in this Directive are intended to supplement those in other 5000 series Directives and Instructions in areas where the unique characteristics of software require special OSD-level management attention.
4. General Weapon System Software Acquisition Policy

This section in final form would include specific OSD level software acquisition policies in each of the following areas (examples of possible wording and level of detail are included):

a. Software Requirements Formulation and Life Cycle Planning -- To insure consistent and comprehensive software requirements definition and total software life cycle planning in future DoD weapon systems, a software acquisition management plan will be required as DCP supporting material at the time of the initial DSARC I decision point and periodically updated thereafter. The minimum content and the procedures for the distribution and review of this plan are (to be) included as a separate enclosure to this Directive.

b. Control of Software Requirements During the Program -- To protect against software-related cost and schedule growth and computer hardware and software performance degradation caused by uncontrolled changes and user requirements growth, a system for prioritizing software requirements in major defense systems will be established. At the time of the initial software life cycle planning and requirements definition, software requirements will be identified as either high priority (essential to mission success); medium priority (necessary for most effective operation); or low priority (aids or nice features but not necessary for system operation). The requirements should be agreed upon with the user command prior to the start of the full-scale engineering phase and used to delete requirements when necessary to control cost, performance, and schedules during the program.

c. Evaluation of Use of Software Versus Hardware or Other Design Approaches -- To insure the use of software design approaches in weapon systems only when software represents the most beneficial design choice, a separate analysis of software versus other design approaches (including hardware, firmware, or manual procedures) will be performed during the initial validation phase. The analysis will be documented and provided as DCP supporting material at the time of the DSARC II decision point.
d. Consideration of Changes to Mission Requirements to Utilize Existing Computer Hardware, Software, and Related Facilities -- An analysis will be performed to identify computer hardware and software based subsystems and related facilities already in the DoD inventory with similar mission characteristics. The results of this analysis will be used at the time of the program initiation decision to determine if mission requirements should be adjusted to make use of all or portions of existing computer hardware, software, and facilities. It is important that this analysis be performed before software requirements are formalized (that is, before entering the validation/contract definition phase). The results of the analysis will be documented and provided as DCP supporting material at the time of the DSARC I decision point.

e. Evaluation of New Software Developments and Facilities Versus Use of Existing Resources -- To insure the efficient utilization of existing DoD computer hardware, software, and facilities before initiating new developments, analysis will be performed during the initial validation phase. The analysis will consider use of existing computer hardware designs and software (including operating systems, application programs, support software; i.e., utility programs, languages, compilers, assemblers, testware, maintenance tools), and possible shared use of existing software maintenance and validation facilities. The analysis will be documented and provided as DCP supporting material at the time of the DSARC II decision point.

f. Analysis of Software Development Risks Involved -- To insure that significant software development risks are identified and that appropriate risk management methods are applied, a separate software risk analysis will be performed prior to the start of the validation phase and periodically updated thereafter. The analysis will be documented and provided as DCP supporting material at the time of the initial DSARC I decision point and updated for subsequent decision points.

g. Software Acquisition and Procurement Strategy -- When a significant amount of software development is (or is expected to be) involved in a weapon system, a specific software acquisition and procurement strategy should be developed at the time of the initial DSARC I decision point. This strategy should consider the software development risks involved, methods of providing contractor incentives, dependencies between software and other major
subsystems, and overall schedules and methods for expediting them.

h. Software Prototyping -- Extensive use should be made of software prototyping when software development risks exist or user requirements are uncertain. In some cases, use of existing resources in existing systems should be used to demonstrate user requirements or simulate performance before entering into costly long-term software developments.

i. Monitoring and Validation of Software Development Activities -- An identifiable resource should be assigned to monitor and validate the activities of the software developer when significant amounts of software are involved. Use of in-house laboratory software personnel or a separate software validation contractor to supplement the project office is encouraged.

j. Software Integration and Test and Evaluation Facility -- A software integration and test and evaluation facility should be planned and available for software integration testing early in the software development cycle. Special software and hardware required to develop this facility should be included in the initial contract arrangements. Where feasible, facilities and personnel should be shared between weapon systems.

k. Software Interoperability Considerations -- To insure that adequate management attention and resources are applied to develop inter-system interface standards, to establish configuration management methods to control them, and to develop test methods for validating them, a separate software interoperability plan will be developed prior to the start of the validation phase and periodically updated thereafter. The plan will be provided as DCP supporting material at the time of the initial DSARC I decision point and updated for subsequent decision points.

l. Software Cost, Schedule, and Performance Information and Thresholds -- Separate software life cycle cost estimates, major software milestones (schedules), and software performance information will be provided in the DCP at each DSARC decision point. In addition, specific software cost, schedule, and performance thresholds will be agreed upon between OSD and the Service Components at each DSARC decision point. A definition of the software cost, schedule, and performance information to be provided are (to be) included as a separate enclosure to this Directive.
m. Exceptions in Decision Points Due to System Characteristics — For some weapon systems, the DSARC decision points will align to the weapon platform milestones rather than to software (e.g., in an aircraft or missile). In such cases, software other than that needed to ‘fly’ the platform may be deemphasized during the initial validation phase (fly off). In these cases, separate intermediate software DCP/DSARC reviews and decision points are required.

5. Software Policy Relationships to Schedule Program Decision Points

This section in final form will include checklists of specific OSD-level software concerns to be emphasized at each DSARC decision point (examples of possible wording and level of detail are included).

Approval (or disapproval) to conduct a phase of a major defense system program will be given by the Secretary of Defense. The decision points shall be scheduled to meet the peculiar needs of each program. Each decision point shall be supported by a "for coordination" draft of a DCP and supporting material and a recommendation by the DSARC. The number, timing, and nature of the decision points shall be established by the Military Services and the Office of the Secretary of Defense (OSD) jointly and, though not the same for all programs, they will normally include:

a. DSARC I — The Program Initiation Decision Point. At this decision point the Secretary of Defense considers approval (or disapproval) to commit resources for advanced development during the Validation Phase of a major defense system projected for inclusion in the force structure. Early scheduling of the program initiation decision point is essential to timely Secretary of Defense review. The primary software concerns at this decision point should include (in addition to those listed in other 5000-series Directives):

1. That all major (expected) software elements are identified.

2. That all software life cycle phases and phasing of all major software elements are identified.

3. That the overall software acquisition and procurement strategy is described.

4. That software prototypes, if applicable, are identified.
5. That the method for early validation of user software related requirements is identified.

6. That special software facility requirements are identified.

7. That a plan for development of software maintenance resources is identified.

8. That special software management controls are described.

9. That major software and user organizational roles and responsibilities are identified.

10. That major software development risks are identified and a plan/alternatives for removing the risks is available.

11. That a plan for evaluation of software design approaches versus other design approaches is described.

12. That existing computer hardware and software subsystems and related facilities with similar mission requirements have been considered for use rather than initiate new weapon systems or facility developments (that is, justification provided as to why realistic compromises in mission requirements cannot be made before program initiation to make use of all or portions of existing computer based weapon systems or facilities rather than to develop similar new ones).

13. That an ongoing plan for continued evaluation of existing resources and facilities versus new software developments and facilities is described.

14. That a plan for interface standardization to insure interoperability with other systems is described.

15. That all software life cycle cost estimates are provided.

16. That procedures for collection and reporting of software cost, schedule, and performance information have been defined and that specific DCP software thresholds for the Validation Phase have been agreed upon.
b. DSARC II -- The Full-Scale Engineering Development
Decision Point. At this decision point, the Secretary of
Defense considers approval (or disapproval) to commit re-
sources to the full-scale engineering development or to
the detailed design of a major defense system. The primary
software concerns at this decision point should include
(in addition to those listed in other 5000-series Directives):

1. That each item considered at the time of the DSARC
   I decision point (a. above) is updated with the results
   of activities conducted during the Validation Phase.
   Special emphasis at this time should be given to the
   following items:

2. That maximum utilization will be made of existing
   DoD computer hardware and software resources.

3. That maximum utilization will be made of existing
   DoD software facilities and in-house software personnel
   resources.

4. That the proposed software designs represent the
   best system approach having analyzed the cost, schedule,
   and performance tradeoffs of other alternatives (soft-
   ware versus firmware, hardware, or manual procedures).

5. That all software integration and validation
   facility requirements have been identified and planned
   for.

6. That the revised software acquisition and procure-
   ment strategy is consistent with the remaining software
   development risks.

7. That all software requirements are specified,
   priorities assigned, and agreed to with user command(s).

8. That a plan for an early software interoperability
   demonstration is provided.

9. That a software operations and support plan which
   identifies all required services and facilities required
   to maintain the software after deployment is available
   and that a plan for developing these services and
   facilities during the full-scale engineering phase is
   provided.
10. That the software cost, schedule, and performance information and corresponding DCP thresholds have been updated for the full-scale engineering phase and agreed upon.

c. DSARC III — The Production/Deployment Decision Point. At this decision point, Secretary of Defense considers approval (or disapproval) to commit substantial resources to the production of a major defense system. The primary software concerns at this decision point should include (in addition to those listed in other 5000-series Directives):

1. That the performance of all software elements has been successfully demonstrated.

2. That all software operations and maintenance services and unique equipment and support tools are available for deployment.

3. That adequate computer hardware and software growth margins are available for field use.

4. That a software field deployment and integration plan is available.

5. That software interoperability has been demonstrated with all interfacing systems.

6. That all software requirement changes identified during full-scale engineering development are specified, priorities assigned, and agreed to with user command(s).

7. That adequate software documentation and configuration management procedures exist for field use.

8. That the software cost, schedule, and performance information and corresponding DCP thresholds have been updated for the production/deployment phase and agreed upon.

d. Additional Decision Points. In addition to the three major decision points, the program situation may require additional decision points (e.g., completion of software prototype phase, limited production release, instances where major software decisions do not align with that of the weapon system platform, additional systems or facilities for test and evaluation, successive production lot procurement).
e. Unscheduled Program Decisions. Events both internal and external to the program (such as a congressional fund action, Secretary of Defense decision on a Program/Budget Decision, or a change in threat or national strategy), unforeseen technical difficulty or other circumstances — which preclude achievement of a program objective or otherwise causes a breach, or a likely breach, of established cost, performance or schedule DCP thresholds — may require a DSARC review in addition to those normally scheduled. Such reviews would lead to unscheduled program decisions.

6. The DCP/DSARC Process and the Program Memorandum (PM)

   The PM is essentially the same as the DCP, but is used for programs which though important may not fully meet the criteria of DoD Directive 5000.1 as a major program warranting a DCP. The use of a PM to support program reviews and decision making shall be the same as the DCP except that (a) signature for approval shall be that of the appropriate Chairman of DSARC or at his discretion forwarded to the Secretary of Defense for signature; (b) the use of the DSARC to review the program shall be at the discretion of the DSARC Chairman; and (c) coordination on a PM may require that of the DSARC Chairman, Head of the DoD Component concerned, and only others having direct interest.

7. Waivers

   Specific program circumstances may dictate the need for DoD Components to deviate from the policies outlined in this Directive (for weapon programs without significant software elements). When appropriate, the Head of the cognizant DoD Component may request a waiver to particular requirements of this document from the appropriate DSARC Chairman, indicating the circumstances that justify such waiver.

8. Responsibilities (Not Provided)

9. Effective Date and Implementation

   Each DoD Component will implement this Directive within 90 days and forward copies of each implementing document to the Secretary of Defense.

Two Enclosures (Not Provided):

   Content of Software Acquisition Management Plan

   Definition of Software Cost, Schedule, Performance Information Requirements
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